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Copyright

Copyright © 2007 by PLANET Technology Corp. All rights reserved. No part of this
publication may be reproduced, transmitted, transcribed, stored in a retrieval system, or
translated into any language or computer language, in any form or by any means, electronic,
mechanical, magnetic, optical, chemical, manual or otherwise, without the prior written
permission of PLANET.

PLANET makes no representations or warranties, either expressed or implied, with respect
to the contents hereof and specifically disclaims any warranties, merchantability or fitness for
any particular purpose. Any software described in this manual is sold or licensed "as is".
Should the programs prove defective following their purchase, the buyer (and not PLANET,
its distributor, or its dealer) assumes the entire cost of all necessary servicing, repair, and
any incidental or consequential damages resulting from any defect in the software. Further,
PLANET reserves the right to revise this publication and to make changes from time to time
in the contents hereof without obligation to notify any person of such revision or changes.

All brand and product names mentioned in this manual are trademarks
and/or registered trademarks of their respective holders.

Federal Communication Commission Interference Statement

This equipment has been tested and found to comply with the limits for a Class B digital
device, pursuant to Part 15 of FCC Rules. These limits are designed to provide reasonable
protection against harmful interference in a residential installation. This equipment generates,
uses, and can radiate radio frequency energy and, if not installed and used in accordance
with the instructions, may cause harmful interference to radio communications. However,
there is no guarantee that interference will not occur in a particular installation. If this
equipment does cause harmful interference to radio or television reception, which can be
determined by turning the equipment off and on, the user is encouraged to try to correct the
interference by one or more of the following measures:

=

Reorient or relocate the receiving antenna.

Increase the separation between the equipment and receiver.
3. Connect the equipment into an outlet on a circuit different from that to which the receiver
is connected.

Consult the dealer or an experienced radio technician for help.

N

e

FCC Caution

To assure continued compliance. (example-use only shielded interface cables when
connecting to computer or peripheral devices). Any changes or modifications not expressly
approved by the party responsible for compliance could void the user’s authority to operate
the equipment.

This device complies with Part 15 of the FCC Rules. Operation is subject to the Following
two conditions: ( 1) This device may not cause harmful interference, and ( 2 ) this Device
must accept any interference received, including interference that may cause undesired
operation.

Federal Communication Commission (FCC) Radiation Exposure Statement



This equipment complies with FCC radiation exposure set forth for an uncontrolled
environment. In order to avoid the possibility of exceeding the FCC radio frequency
exposure limits, human proximity to the antenna shall not be less than 20 cm (8 inches)
during normal operation.

R&TTE Compliance Statement

This equipment complies with all the requirements of DIRECTIVE 1999/5/CE OF THE
EUROPEAN PARLIAMENT AND THE COUNCIL OF 9 March 1999 on radio equipment and
telecommunication terminal Equipment and the mutual recognition of their conformity
(R&TTE)

The R&TTE Directive repeals and replaces in the directive 98/13/EEC (Telecommunications
Terminal Equipment and Satellite Earth Station Equipment) As of April 8,2000.

Safety

This equipment is designed with the utmost care for the safety of those who install and
use it. However, special attention must be paid to the dangers of electric shock and static
electricity when working with electrical equipment. All guidelines of this and of the
computer manufacture must therefore be allowed at all times to ensure the safe use of
the equipment.

WEEE regulation

To avoid the potential effects on the environment and human health as a result of

the presence of hazardous substances in electrical and electronic equipment, end

users of electrical and electronic equipment should understand the meaning of
— the crossed-out wheeled bin symbol. Do not dispose of WEEE as unsorted

municipal waste and have to collect such WEEE separately.

Revision
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Chapter 1 Introduction

Complying with the IEEE802.11b/g standard, the WL-U356M provides simple, reliable, and
high-speed wireless connectivity for both desktop and laptop users. The WL-U356M is capable
of offering up to 54Mbps at 2.4GHz frequency bands.

Support of WPA (Wi-Fi Protected Access) with AES encryption keeps your wireless
communications away from unauthorized access and ensures secure data transfer. Backward
compatible with 802.11b standard, the WL-U356M is easier to join existing network and protect
your original investments. The WL-U356M also takes advantage of flexibility and convenience
of USB2.0 interface. Easy installation and true "Plug & Play" operation offer fully mobility and
high availability. The WL-U356M is a perfect choice for users who are looking for wireless
connectivity.

1.1 Features

IEEE 802.11b/g standard compliant

Provides up to 54Mbps data rate at 2.4GHz

Data rate auto-fallback mechanism increases connection reliability

Supports USB 2.0 for high speed data transfer

Supports WPA with AES and TKIP encryptions

64/128-bit WEP encryption

Support of Ad-Hoc / Infrastructure mode

Support of most popular operating systems including Windows 98SE/Me/2000/XP
Plug-and-Play

Wireless connectivity without the hassles and cost of running cables

General Application
WL-U356M offers a fast, reliable, cost-effective solution for wireless access to the various
network scenarios:
1. Remote access to corporate network for information
E-mail, file transfer and terminal service.
2. Difficult-to-wire environments
Historical or old buildings, public occasions, venues and open area where it is
difficult to wire.
3. Frequently changing environments
Factories, Retailers, and Offices that frequently change locations and rearrange the
workplace
4. Temporary network access
Events, exhibitions, construction sites or some important occasions that require

temporary network access.



5. Access to database for mobile workers
Doctors, nurses, retailers, white-collar workers who need access to database while
roaming in the hospital, retail store or office.

6. SOHO (Small Office and Home Office) users

SOHO users who are in need of easy-to-install and wide coverage networking.

1.2 Specification

Standards IEEE 802.11b/g
Modulation 802.11b: CCK (11 Mbps), DQPSK (2 Mbps), DBPSK (1 Mbps);
802.11g: OFDM
Channels 11 Channels (USA)
13 Channels (Europe)
14 Channels (Japan)
Network Protocol TCP/IP, IPX, NDIS 4, NDIS 5, NDIS 5.1, NetBEUI
Interface USB2.0
Transmit Power 15 dBm
Sensitivity -80 dBm
LED Status
WEP Key Bits 64/128-bit
Dimensions 85.5%28x10mm
Unit Weight 15¢g
Powe 5v
Certifications FCC ,CE
Operating Temp 0°~40° C
Storage Temp -20°~70° C
Operating Humidity 10% to 85%, Non-Condensing
Storage Humidity 5% to 90%, Non-Condensing

1.3 Package Contents

Before installation, please check the items of your package. The package should include the
following items:

One Wireless USB Adapter

One CD-ROM (Including the Configuration Utility, Driver and User’'s Manual)

One Quick Installation Guide



If any of the above items is missing, contact your supplier for
support.

1.4 Minimum System Requirements

Before installation, please check the following requirements with your equipment.
Pentium Based (above) IBM-compatible PC system with one vacancy USB2.0/1.1 port
CD-ROM drive
Windows 98SE/Me/2000/XP Operating System

At least 10MBytes of free disk space for utility and driver installation

1.6 Installation Considerations

Beware of the walls and ceilings. Each wall or ceiling can reduce your wireless cover range
form 3-90 feet. Properly position your Access Points, Residential Gateways, and computers so
that the number of walls or ceilings residing between Access Points and clients is minimized.
Building materials make a difference — A solid metal door or aluminum studs may have a
negative effect on signal coverage range. Try to properly position Access Points and
computers with wireless adapters so that there would be less obstacles existing between
them.

Keep your wireless LAN devices away from microwaves, cordless phones and child incubators.

It is likely that the latter will cause interferences to the operation of your wireless LAN devices.

1.7 About This Guide

This User Manual contains information on how to install and configure your Wireless Adapter
to get your network started accessing the Internet. It will guide you through the correct

configuration steps to get your device up and running.

Note and Caution in this manual are highlighted with graphics as below to indicate important

information.



Chapter 2 Designing Your Wireless Network

The PLANET WL-U356M supports up to 54 Mbps connections. This card is fully compliant with
the specifications defined in IEEE802.11g standard. It is designed to complement USB port
computers and supports Windows 98SE/Me/2000/XP

2.1 PLANET WL-U368M

The status LED indicators of the PLANET WL-U356M are described in the following.
® Lnk/Act ON (Green): Indicates a valid connection

® | nk/Act Flashing: Indicates the Adapter is transmitting or receiving data.

(PPLANET

..... ]

Figure 2-1



Chapter 3 Installation Procedure

Before you proceed with the installation, it is necessary that you have enough information
about the Wireless USB Adapter. Follow the procedure described below in this chapter to
install the USB adapter under Windows 98SE/Me/2000/XP.

3.1 Configuration Utility & Driver Installation

The following installation operates under Window XP. The procedure also applies to Windows
98SE/Me/2000.

Note 1: If you had ever installed the other Wireless Cards before, please uninstall
0 the existed drivers and utilities first.

Note 2: Please install the configuration utility before insert WL-U356M into the USB

port of the computer.

1. Insert the bundled CD into the CD-ROM drive to launch the autorun program. Once
completed, a welcome menu screen will appear.

2. Click the "WL-U356M Utility” hyperlink in the WL-U356M field to initiate the installation
procedure. You will see the below InstallShield Wizard dialog box. Please click “Next” to
continue.

Note: If the above screen does not appear, click “Start” at the taskbar. Then, select “Run”
and type “D:\Utility\WL-U356M\setup.exe”, where D is your CD-ROM drive.

-,

PLANET WL-U356M Utility ¥1.02 - [nstallShield Wizard &3

Welcome to the InstallShield Wizard for
PLANET WL-U356M utility

The InstallShield Wizard will ingtall PLAMET ‘wL-LI35EM
utility on pour computer. To continue, click Mest.

Back | Mests |[ Cancel




3. You may click “Browse” to specify the Destination Folder you prefer for the installation of

utility. Otherwise, you can keep the default setting and click “Next” to proceed.

'PLANET WL-U356M Utility ¥1.02 - InstallShield Wizard “

Choosze Destination Location

Select folder where zetup will ingtal files.

G Install PLAMET %WWL-U35EM ubility bo:

G:\Program Files\PLANE TAPLAME T SwL-U356M

InztallSheld

[ < Back " hest > ][ Cahicel ]

4. Once the utility is installed, select “Finish” to complete the utility installation.

PLANET WL-U256M Utility ¥1.02 - InstallShield Wizard

InstallS hield Wizard Complete

The InstallShield wWizard has successfully installed PLAMET
WL-LI35EM utility. Click Finizh to exit the wizard.

. Back Finizh Cancel

If your operating system is Windows XP/Server 2003, the below window will pop up.

Please select “Continue Anyway” to continue.

10



Software Installation

] "_'., The zoftware you are inztaling haz not pazsed Windows Logo
= testing bo wernify itz compatibility with Windows %P, [Tell me why
this testing iz important. ]

Continuing your installation of this software may impair
or destabilize the comect operation of your system
either immediately or in the future. Microsoft strongly
recommends that you ztop thiz installation now and
contact the zoftware vendor for zoftware that has
pazzed Windows Logo testing.

Continue Sryway ] [ STOR Installation

If your operating system is Windows 2000, the below window will pop up. Please choose
“Yes” to go on.

Digital Signature Mot Found ) x|

The Microzoft digital signature affirms that software has
been tested with "Windows and that the software has not
been altered since it was tested.

The software you are about ta inztall does not contain a
Microzoft digital zighature. Therefore, there iz no
guarantee that this software works corectly with
Windows,

nlnown software package

If you want to zearch for Microzoft digitally zigned
zoftware, vizit the Windows Update Web site at
http: A fwindowszupdate. microzaoft. com to zee if one iz
available.

Do pou want to continue the inztallation?

Yes MHo kaore Info

5. Please insert WL-U356M into a vacant USB port on the computer.
Note: For Windows 2000, please directly skip to step 7. If your operating system is

Windows 98SE, Windows will automatically detect and install the device and ask you to

insert the system installation CD to complete the entire procedure.
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6. Windows will automatically detect the device. Choose “Install the software automatically

(Recommended)”. Then click “Next” to continue.

Found Mew Hardware Wizard

Welcome 10 the Found New
Hardware Wizard

Thiz wizard helpz you install zoftware for:

FLAMET ta/L-LI35EM

\':J If your hardware came with an installation CD
“2E2 or Hoppy disk, insert it now.

What da you want the wizard ta da’?

(®) Inztall the software automatically [Recommended)
) Inztall fram a list or specific location [Advanced)

Click Meuxt to continue.

Mest » Cancel

7. A screen will appear to inform you that the USB adapter has not passed Windows Logo

testing (WHQL). Click “Continue Anyway” to proceed.

Hardware Installation

L] E The goftware pou are installing for this hardware;
L
PLAMET “wilL-I1 356k

has not paszed Windows Logo testing ko werify itz compatibility
with WWindaws =P, [Tell me why thiz testing is important. |

Continuing your installation of this software may impair
or destabilize the cormrect operation of your spstem
either immediately or in the future. Microzoft strongly
recommends that you stop this installation now and
contact the hardware vendor for zoftware that has
pazzed Windows Logo testing.

Continue Anyway ] EéTDPInstallatinn |

8. Please click “Finish” to complete the driver installation.
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Found Mew Hardware Wizard

Completing the Found New
Hardware Wizard

The wizard has finizhed inztalling the software for;

lﬁﬁ] PLAMET %w/L-L1356M

Click. Finizh to cloze the wizard.

3.2 Configuration your wireless adapter

Note. When you install a wireless card to Windows XP / Server 2003, Wireless Zero
Configuration will take over the configuration. You have to disable it before using the

WL-U356M configuration utility. If your operating system is Windows 98SE/Me/2000,
please directly skip to step 4.

1. Click this icon in the system tray to open Wireless Zero Configuration.
2. Inthe “Wireless Network Connection” window, click “Advanced.”

Wireless NMetwork Connection

The following wirelezz network[s] are available. To accezz a
wirglezz nebwaork, select it from the lizt, and then click Connect.

A ailable wirelezss network.s:

wisPA000-2

1 defaultl |
i default ~ |

) Thiz wirelezz network. iz not zecure. Becausze a network
key WWFEF] 1z not used for authentication or far data
L

encryption, data sent owver thiz network might be subject to
unauthorized access.

[] Allaws me ta connect to the selected wireless network,
even though it iz not zecure

If vou are hawving difficulty connecting to a netveork, chck Advanced.

Cancel

13



3. Uncheck “Use Windows to configure my wireless network settings” and click “OK” to save.

-1 Wireless Metwork Connection Properties E|E|

General ] wrhireless Metworks :ﬂdvanced

ze Windows to configure my wireless nebwork. zettings

Ayevailable networks:
To connect to an available netwaork.,. click Configure.

| & wapanooz | [ Configue |
i1 defauld

1 defaul

FPreferred network.s:

Sutomatically connect to available networkes 11 the order izted

belows:

Sadd. .. B emowe Froperhies

Learn about zetting up wirsless netwaorls
configuration,

[_ Ok ] [ Cancel ]

4. Double-click the utility icon % in the desktop, then you will see the WL-U356M utility.
PLANET WL-U356M Configuration Utility =19

Metwork Statos |Pr|:|file Manager | Site Burvew || Statistics | Adwanced | Admin | About

Belect Profile Bignal Btrength
| 100 %
Link Information Intemet Frotocol (TCEIF)
Status: | Comnected | DHCP Option: Erable
Network S3ID: defamlt IP Address: 0000
Wetwork Type: Tnfrastocture Shiet Mask: 0000
Network BSSID: 00 20 4F 3C CA 25 Defanlt Gateway:
Becurity Security Off
Link Speed.: | 1 Mbps |
Channel 11 {2 462 GHz)
Current Tx Rate: 2.7 Kbhps Current Ex Rate: 2.7 Kbps
33Ehps 33KEbps
1.6 KEhps 1.6 Ebps
0 bps 0 bps
[] Radio Off [AI+F21 OK | | Cancel
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Chapter 4 Configuration Utility

The Configuration Utility is a powerful application that helps you configure the WL-U356M and

monitor the link status and statistics during the communication process.

When the WL-U356M is installed, the configuration utility will be displayed automatically. This

card will auto connect to wireless device which has better signal strength and no wireless

security setting

FLANET WL-1356M Confignration Mtility

Wetwork Statns | Profile Manager | Site Survey || Statistics

Current Tw Rate: 2.7 Khps

Select Profile Bignal Strength
- 100 25
Link Information Intermnet Protocol (TCRIE)
atafus: - Comected DHCE Cphon: Enahle
Wetwork 3310 defanlt IP Address: 0000
Network Type: Infrastroc e Subnet Mask: 0oon
Network BIEID: 00 30 4F 3C Ca 25 Diefandt Gatewsanr:
mecurity Security Off
Link Zpeed: 1 Mbps

Channel 11 (2463 GHz)

Advanced | Admin | Ahout

Current Ex Bate: 2.7 Kbhps

33Ehps 33Kbps
0 bps 0 bp=
L] Radio Off [ Alt+F2 ] ’ 0K ] ’ Cancel
Figure 4-1

If the Configuration Utility does not appear, you can double-click the

on your system

desktop start it. Another way to start the Configuration Utility is to click on Start > Programs >

PLANET WL-U356M > WL-U356M Configuration Utility.exe.

15



'-;1 Windows Messenger
| B PLAMNET WL-U3SsM b | B wl-U3S6M Configuration Uty

off @| Turn OFf Computer Location: Fi\Program FilesiPLAMNET

/2 start & = [ = pLanET WL o | R HED (K

Figure 4-2
4.1 Network Status

The Network Status tab displays signal strength and link information, Internet Protocol
(TCPIIP).

FLANET WL-U256M Confignration [hlity Q|E|®

Hetwork Statuz |Profﬂe Manager | Site Survew | Statistcs | Advanced | Ldmin || About

Select Frofile Sigmal Strength
| 100 % lifﬂ_gl
Link Information Internet Protocol (TCEIF)
Status: | Connected | DHCF Option: Enable
Wetwork S5ID: default TP Addmess 0000
Metwork Type: | — ubnet Mask: 0000
Network BESID: 00 30 4F 3C C6 25 Deefanlt Gatsway:
Security: Security Off
Link Speed.: | 1 Mhps |
Channel 11 (2 462 GHz)
Current T Bate: 2.7 Kbps Curent Ex Rate: 2.7 Ebps
33Ebps 33Ebps
1.6 Ebpz 16 Ebpz
0 bpz 0 bpz
L] Radio Off [Alt+F2 | ’ 0K ] [ Cancel

Figure 4-3
Link Information
Status: The status of the wireless network connection.
Network SSID: The unique name of the wireless network.
Network Type: The mode of the wireless network currently in use.
Network BSSID: The MAC address of the wireless network’s access point.
Security: The status of the encryption security feature.

Link Speed: The data transfer rate of the current connection.

Channel: The channel to which the wireless network devices are set.

Internet Protocol (TCP/IP)

16



DHCP Option: The status of the DHCP client.
IP Address: The IP Address of the Adapter.
Subnet Mask: The Subnet Mask of the Adapter.

Default Gateway: The Default Gateway address of the Adapter.

4.2 Profile Manager

PLANET WL-U356M Configuration Utility =13

Wetwork Statoz | Profile Mansger | Site Surveyw | Statistics | Advanced || Admin | About
Profile Sethng

# defanlt plitat i afica i

O 5 Wetwork Info | Security | Protocol
Profile Naume: | |
Network S31D: | |
Wetwork Type:
Wireless Mode:

( Apply Profile
o T
L] Radio Off [Alt+F2 | ’ 0K ] [ Cancel
Figure 4-4

On the Profile Manager tab, click the Create button to create a new profile.

4.2.1 Infrastructure Mode

When the Network Info screen appears, enter a name for the new profile. Enter the Network
SSID. Choose the Infrastructure Mode in the Network Type drop-down box if you want your
wireless computers to communicate with computers on your wired network via a wireless

access point. Click the Next button to continue.

17



MNetwork Info rz|

Please enter the network information:

Prafile M ame: |F'LANET |
Metwark 5510: |P|_ANET |
Metwark Type: uc
wireless Mode: |Aulo w |

£ Back [ Mest > ] [ Cancel

Figure 4-5

Choose the Authorization Modes and Encryption Method in the drop-down box.

Security rz|

Please enter the security settings:

Authentication Mode: _Dpen System -
) i i e . |
Enciyption Method: Secuity Off

‘WEP Key Setting

[ < Back ][ Mewt > ][ Cancel

Figure 4-5

Click the Configure WEP Keys button to continue.
Security [‘5_<|

Please enter the securily settings:

Authentication Mode: IEDen Sy

stem v
Encryption Method: v|

WEP Fey Setting

Configure 'WEP Key:

[ < Back H Mext > ][ Cancel

Figure 4-6
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Enter Key Value for the Keyl, click OK to continue.

Configure WEP Key

Kep Format: |ASCII Characters vl
Key Size [40B (5 chars) v
Transmit Key F.ey Yalue
@ Key1 |12345 |
Kep 2 | |
ey 3 | |
Kep 4 | |
[ ok, ] [ Cancel ]

Figure 4-7

Click Next to continue.

Protocol

Please enter the wireless settings:

[0 not change settings (Keep oiginal settings]

Usze below settings

Feset

[ < Back I[ Next » ][ Cancel

Figure 4-8

X

Complete.

Prafile: Mame = PLANET
Metwork 5510 = PLANET
Metwork Type = Infrastiucture
Channel = Auto Select

Security ='WEP

Luthentication = Dpen System
Power Mode = Continuous Access
Radio Preamble = Auto

Transmit D'ata R ate = Auto
Fragmentation Threshold = 2346
RTS Threshold = 2347

< Back ][ Finish ][ Caneel
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Figure 4-9

4.2.2 Ad-Hoc Mode

When the Network Info screen appears, enter a name for the new profile. Enter the Network
SSID. Choose the Ad-Hoc Mode in the Network Type drop-down box if you want multiple

wireless computers to communicate directly with each other.

Please enter the network information:

Frofile Mame: |F'LANET |
Network S51D; [PLANET |
Metwork. T ppe:

when starting AdHoc network.

Wireless Mode: ;[302 11g M
it O T |

Figure 4-10

Select the correct operating channel for your network form the Prefer Channel drop-down
menu. Click the Next button.

Network Info &

Please enter the network information:

Prafile Mame: PLANET |
Netwark S5ID [PLENET |
Metwork Type: ‘AdanD "l

When starting AdHoc network.

Wireless hode: [

Prefer Charnel

CH £ (2.437 GHz)
CH 7 (2442 GHz)
CH B (2 447 GHz)
CH §[2 452 GHz)
CH 10(2.457 GHz
CH 11 [2.462 GHz

CH 5 [2 432 GH7)

CH 13[2.472 GHz,
CH 1412.484 GHz

Figure 4-11

)
]
)
)
1

Choose the Authorization Modes and Encryption Method in the drop-down box.

20



Security

Please enter the security settings:

Authentication Mode: Open System -
i i e . |

Enciyption Method: e T

‘WEP Key Setting

Keu 1 iz not set
rak get

ok st

not zet

[ < Back ][ Mewt > ][ Cancel

Figure 4-12

Click the Configure WEP Keys button to continue.

X

Security

Please enter the securily settings:

Authentication Mode: Dpen System v

Encryption Method: v|

WEP Fey Setting

Configure 'WEP Key:

[ < Back H Mext > ][ Cancel

Figure 4-13

Enter Key Value for the Keyl, click OK to continue.

Configure WEP Key |5__<|

Key Farmat: |ASCII Characters Vl
Key Size [ 4081t 5 chars] v
Tranzmit K.ep Key Walue
@ Key 1 12345 |

Fep 2 | |

ey 3 | |

Kep 4 | |

[ (u] l [ Cancel ]

Figure 4-14
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Click Next to continue.

Please enter the wireless settings:

[0 not change settings (Keep oiginal settings]

Usze below settings

Feset

[ < Back I[ Next » ][ Cancel

Figure 4-15

X

Complete.

Prafile: Mame = PLANET
Metwork 5510 = PLANET
Metwork Type = Infrastiucture
Channel = Auto Select

Security ='WEP

Luthentication = Dpen System
Power Mode = Continuous Access
Radio Preamble = Auto

Transmit D'ata R ate = Auto
Fragmentation Threshold = 2346
RTS Threshold = 2347

[ < Back ][ Finish ][ Caneel

Figure 4-16
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4.2.3 Profile Setting

FLANET WL-U256M Confignration [hlity

Network Statoz  Profile Manager | Site Su.wey] St&ﬁs‘l:im] Advanced ] Adnin ] About ]
Profile Sethng
* defanlt
[ «Defanlts Wetwork Info | Security | Pratoeol
Profile Naome: Aefanlt
Metwork 3310 defanlt
Wetwork Type: Infrastoycture v
Wireless Mode: Loto “
( Apply Profile |
(G ) (5]
L1 Radio Off [A+F2 ] [ 0K ] [ Cancel ]
Figure 4-17
Parameter Description

Network Info tab

This tab enable you to view and to change setting the network
information including Profile Name, Network SSID, Network Type,

Wireless Mode.

Security tab

This tab enable you to view and change setting the security

information including Authentication Mode, Encryption.

Protocol tab

This tab enable you to view and change setting the protocol
information including Power Save Mode, Preamble, Transmit
Rate, Fragment Threshold, RTS/CTS Threshold.

Apply Profile

When you finish to set up for Network Info, Security and Protocol,

click “Apply Profile” button to save your configure.

Move Up / Move Down

“Move Up” and “Move Down” button can select priority when you
have a lot of profile name. The first profile name has the highest

priority and it will auto connect to wireless device.

Delete “Delete” button can delete existing profile name in your choice.
Create “Create” button can create new profile name.
Save When you finish to set up for Move Up, Move Down, Delete and

23




Create, click “Save” button to save your configure.

4.3 Site Survey

The Site Survey tab, displays a list of infrastructure and ad-hoc networks available for

connection.
PLANET WL-U356M Configuration Utility A=
Wetwork Statuz | Profile Manager | Site Survey | Statiztics | Advanced | Admin || About
Metworks Filter
Dizplay Peer To-Peer stations Dizplay B02.11 g Lecess Points
Dizplay 802111 Aceess Points
Network 3310 MAC Address Security CH.  Signal N
T giHlabalhome 00-20-4F-9E-EB-CE  Enable 1 16% In
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Figure 4-18

Filter button — It can filter Network SSID, Network BSSID and Select Channel. Network SSID
and Network BSSID can filter any one or only one. Select Channel can filter all channel, only

one channel or channel of in a certain range.
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Advanced Filter
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Figure 4-19

Refresh button — It enable you to displays a new list of infrastructure and ad-hoc networks

available for connection

Associate button -- The section of the window displays the Available Networks. Highlight the

network to which you wish to connect.

Security

Pleasze enter the zecurity settings:

Authentication Mode: igpen System

bt |

Encryption Method: C\JE

WEP Keyp Sefting

(%) Select Key 1 as Tranzmit Key

Caonfigure WEF Kepz

[ < Back ” Mexst >

] ’ Cancel

Figure 4-20

Choose the Authorization Modes and Encryption Method in the drop-down box. If the wireless

network uses a Passphrase, enter the Passphrase in the Passphrase field. If the wireless
network uses a WEP key, enter the WEP key in the Key field.

Click the OK button to complete the network connection and return to the Site Survey screen,

or click the Cancel button the cancel the network connection and return to the Site Survey

screen.
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Parameter

Description

Authentication Mode

This setting has to be consistent with the wireless network that the

device intends to connect.

Open System — No authentication is needed among the wireless
network.

Shared Key — Only wireless devices using a shared key (WEP
Key identified) are allowed to connecting each other.

802.1x — You can also enable IEEE 802.1x setting to use the
authentication server or certification server to authenticate client
users.

WPA-PSK — It is a special mode designed for home and small
business users who do not have access to network authentication
servers. In this mode, known as Pre-Shared Key, the user
manually enters the starting password in their access point or
gateway, as well as in each wireless stations in the network.
WPA-PSK takes over automatically from that point, keeping
unauthorized users that don't have the matching password from
joining the network, while encrypting the data traveling between
authorized devices

WPA2-PSK — WPA2-PSK is also for home and small business.
The difference between WPA-PSK and WPA2-PSK is that
WPA2-PSK provides data encryption via the AES. In contrast,
WPA-PSK uses Temporal Key Integrity Protocol (TKIP)

WPA — WPA provides a scheme of mutual authentication using
either IEEE 802.1x / Extensible Authentication Protocol (EAP)
authentication or pre-shared key (PSK) technology. It provides a
high level of assurance to enterprises, small businesses and home
users that data will remain protected and that only authorized
users may access their networks. For enterprises that have
already deployed IEEE 802.1x authentication, WPA offers the
advantage of leveraging existing authentication databases and
infrastructure.

WPA2 — Like WPA, WPA2 supports IEEE 802.1x / EAP
authentication or PSK technology. It also includes a new advanced
encryption mechanism using the Advanced Encryption Standard

(AES). AES is required to the corporate user or government users.
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The difference between WPA and WPA2 is that WPA2 provides
data encryption via the AES. In contrast, WPA uses Temporal Key
Integrity Protocol (TKIP).

Encryption Method

Security Off — Disable the encryption mode.

WEP - Enable the WEP Data Encryption. When the item is
selected, you have to continue setting the WEP Encryption keys.
TKIP — TKIP (Temporal Key Integrity Protocol) changes the
temporal key every 10,000 packets (a packet is a kind of message
transmitted over a network.) This insures much greater security
than the standard WEP security.

AES — AES has been developed to ensure the highest degree of
security and authenticity for digital information and it is the most
advanced solution defined by IEEE 802.11i for the security in the
wireless network.

Note: All devices in the network should use the same encryption

method to ensure the communication.

802.1x Authentication

Protocol

The EAP authentication protocols this device has supported are
included as follows. This setting has to be consistent with the
wireless APs or Routers that the card intends to connect.

EAP/TLS (User Certificate) —-EAP/TLS is the most secure of the
EAP protocols but not easy to use. It requires that digital
certificates be exchanged in the authentication phase. The server
presents a certificate to the client. After validating the server’s
certificate, the client presents a client certificate to the server for

validation.

Passphrase

The WPA-PSK / WPA2-PSK can be from 8 to 64 characters and
can be letters or numbers. This same key must be used on all of

the wireless stations in the network.

WEP Key(Keyl ~ Key4)

The WEP keys are used to encrypt data transmitted in the wireless
network. There are two types of key length: 40-Bit and 104-Bit.

Fill the text box by following the rules below.

40-Bit — Input 10-digit Hex values (in the “A-F”, “a-f" and “0-9”
range) or 5-digit ASCII characters (including “a-z” and “0-9") as the
encryption keys. For example: “0123456aef* or “test1”.

104-Bit — Input 26-digit Hex values (in the “A-F”, “a-f” and “0-9”
range) or 13-digit ASCII characters (including “a-z" and “0-9”) as
the encryption keys. For example:

“01234567890123456789abcdef* or “administrator”.
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4.4 Statistics

The Statistic tab enables you to view the statistic information of the connection including

signal strength, transmit, receive and protocol.

EoX

FLANET WL-U256M Confignration [hlity

Network Statoz | Profile Manager | Site Su.weyl Statistics |Advamed Admin || About
Siznal Steength
100 % Eg&
Tranemit Receive
Element Diata Element Data
Total Packet 29200 Total Packet 200159
Tnicast Packet 29200 Unicast Packet 200158
biulticast Packet i Multicast Packet 1
Single Retries 18 Duplicate Frame 1nzg
Iultiple Retries 15 Feceived Beacons 2710
Failed Count 1 Beacon Loss nz
RTR Succes 1]
E.T2 Failure i
ACEK Error 1 Protocol
Element Data.
Preamble Long
T Power ALuip
[ Radio Off [Alt+F2 ) | ok | | cancel
Figure 4-21
4.5 Advance

The Advance tab enables you to configure more advanced setting, for example: power save

mode, preamble and etc.
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Figure 4-22
Parameter Description

Power Save Mode

The power saving function is only available when the network type is
in infrastructure.

Continuous Access — The device will always set in active mode.
Max Power Save — Enable the device in the power saving mode

when it is idle.

Preamble

The preamble defines the length of the CRC block of communication
among wireless devices. This option is only active in the Ad-Hoc

network.

Transmit Power

If you want to lower the transmit power of the device for saving the
power of the system, you can select the lower percentages from the
list. The lower power will cause the lower signal strength and the
coverage range.

There are four modes including Auto, High, Medium and Low.

Transmit Rate

There are several options including
Auto/1/2/5.5/6/9/12/18/24/36/48/54Mbps for you to select. When the
“Auto” is selected, the device will choose the most suitable
transmission rate automatically. The higher data rate you designated
in the network, the shorter distance is allowed between the device

and wireless stations.
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When the wireless mode is “802.11 b”, the maximum data rate is
11Mbps(11b) so that there are only “Auto/1/2/5.5/11Mbps” options

you can select.

Fragment Threshold

The value defines the maximum size of packets; any packet size
larger that the value will be fragmented. If you have decreased this
value and experience high packet error rates, you can increase it
again, but it will likely decrease overall network performance. Select
a setting within a range of 256 to 2346 bytes. Minor change is

recommended.

RTS / CTS Threshold

RTS / CTS(Request To Send / Clear To Send) is the mechanism
used by the 802.11 wireless networking protocol to reduce frame
collisions introduced by the hidden terminal problem and exposed
node problem.

RTS / CTS packet size threshold is 0 ~ 2347. Typically, sending RTS
frames is turned off by default (threshold = 2347). If the packet size
the node wants to transmit is larger than the threshold, the RTS /
CTS handshake gets triggered. If the packet size is equal to or less

than threshold the data frame gets sent immediately

Regulatory Domains

The available channel differs form different countries. The operating
frequency channel will be restricted to the country user located
before importing. If you are in different country, you have to adjust

the channel setting to comply the regulation of the country.
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4.6 Admin

The Admin tab screen lets you import or export profiles.

FLANET WL-U256M Confignration [hlity

Wetwork Statoz | Profile Manager | Site Surveyw | Statistics | Ldvanced | Admdn | About

Click <Import Profiless button and select the file from which youw want to import the
profile.

i Import Profiles

Click <Export Profiless button and select the file where won want to save the profiles.

AN profiles shown in <Profile Managers page will be saved to the sslected sonme.

Export Profiles

[ Radio Off [Al+F2 ] | ok | | cancel

Figure 4-23

® Export Profile
To save the profile(s) in a different location, click the Export Profile button. On the screen that

appear , direct Windows to the appropriate folder and click the SAVE button.

Save As @

Gave in; | My Documerts) v i Q ¥ -

Iﬂ My Music

|ﬂ My Pictures

File name: | | I Save ]

Save as type: |.:fg Files [*.cfa] vi ’ Cancel ]
Figure 4-24

® Import Profile
Click the Import Profile button to import a profile that has been saved in another location.

From the screen that appears, select the appropriate file, and click the Open button.
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Figure 4-25

4.7 About

The About tab enables you to view the information of the PLANET WL-U356M including MAC

Address, Regulatory Domain, Firmware Version and etc.

PLANET WL-U356M Configuration Utility =13

Network Statoz | Profile Manager | Site Surveyw | Statishcs | Ldwanced | Ldmin |

Networking & Communication

MAC Address: (0 204F 07 1907
Regulatory Domnadn:: FCC (Tnited. States)
Firmeare Version: 2026
NDIE Dirdver Version: 21018 (12-21-2005)
Configuretion Tility Versomn: 3206 (10-13-2006)
Configuration DLL Version:
L] Radio Off [Alt+F2 | ’ 0K ] [ Cancel
Figure 4-26
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Chapter 5 Troubleshooting

This chapter provides solutions to problems that may occur during the installation and

operation of the PLANET WL-U356M. Read the descriptions below to solve your problems.

1.

The PLANET WL-U356M does not work properly.

. Reinsert the PLANET WL-U356M into your PC’s USB port.

. Right click on My Computer and select Properties. Select the device manager and click
on the Network Adapter. You will find the Adapter if it is installed successfully. If you see
the yellow exclamation mark, the resources are conflicting. You will see the status of
the Adapter. If there is a yellow question mark, please check the following:

. Make sure that your PC has a free IRQ (Interrupt Request, a hardware interrupt on a
PC.)

. Make sure that you have inserted the right adapter and installed the proper driver. If the
Adapter does not function after attempting the above steps, remove the adapter and do
the following:

. Uninstall the driver software from your PC.

. Restart your PC and repeat the hardware and software installation as specified in this
User Guide.

| cannot communicate with the other computers linked via Ethernet in the
Infrastructure configuration.

. Make sure that the PC to which the Adapter is associated is powered on.

. Make sure that your Adapter is configured on the same channel and with the same
security options as with the other computers in the Infrastructure configuration.

What should | do when the computer with the Adapter installed is unable to
connect to the wireless network and/or the Internet?

. Check that the LED indicators for the broadband modem are indicating normal activity.

If not, there may be a problem with the broadband connection.

. Check that the LED indicators on the wireless router are functioning properly. If not,
check that the AC power and Ethernet cables are firmly connected.

. Check that the IP address, subnet mask, gateway, and DNS settings are correctly
entered for the network.

. In Infrastructure mode, make sure the same Service Set Identifier (SSID) is specified

on the settings for the wireless clients and access points.
. In Ad-Hoc mode, both wireless clients will need to have the same SSID. Please note
that it might be necessary to set up one client to establish a BSS (Basic Service Set)

and wait briefly before setting up other clients. This prevents several clients from trying
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to establish a BSS at the same time, which can result in multiple singular BSSs being
established, rather than a single BSS with multiple clients associated to it.

. Check that the Network Connection for the wireless client is configured properly.

. If Security is enabled, make sure that the correct encryption keys are entered on both

the Adapter and the access point.
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