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Federal Communication Commission Interference Statement

This equipment has been tested and found to comply with the limits for a Class B

digital device, pursuant to Part 15 of the FCC Rules. These limits are designed

to provide reasonable protection against harmful interference in a residential

installation. This equipment generates, uses and can radiate radio frequency

energy and, if not installed and used in accordance with the instructions, may

cause harmful interference to radio communications. However, there is no

guarantee that interference will not occur in a particular installation. If this

equipment does cause harmful interference to radio or television reception,

which can be determined by turning the equipment off and on, the user is

encouraged to try to correct the interference by one of the following measures:

- Change direction or location of antenna.

- Increase the distance between the equipment and the antenna.

- Connect this equipment with a socket different from the one connected with
antenna

- Ask help from experienced audio/video technicians.

FCC Caution: To assure continued compliance, any changes or modifications
not expressly approved by the party responsible for compliance could void the
user’s authority to operate this equipment.

This device complies with Part 15 of the FCC Rules. Operation is subject to the
following two conditions: (1) This device may not cause harmful interference,
and (2) this device must accept any interference received, including interference
that may cause undesired operation.

IMPORTANT NOTE:

FCC Radiation Exposure Statement:

This equipment complies with FCC radiation exposure limits set forth for an
uncontrolled environment. This equipment should be install and operated with
minimum distance 20cm between the radiator & your body.

This transmitter must not be co-located or operating in conjunction with any
other antenna or transmitter.

The antenna(s) used for this transmitter must not be co-located or operating in
conjunction with any other antenna or transmitter.
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Chapter 1 Introduction

Overview

Thank you for purchasing Gigabyte GN-A11G Wireless LAN Access Point,
which uses standard IEEE 802.11g with 54M bit/sec bandwidth instead of
standard 802.11b or standard Wi-Fi with 11M bit/sec bandwidth. GN-A11G
Wireless LAN Access Point supports 802.11b and 802.11g clients.

GN-A11G Wireless LAN Access Point is able to connect IEEE 802.11g or
IEEE802.11b devices to networks. Providing transmission speeds of up to
54Mbps, the GN-B41G allows users to share network resources, retrieve emails,
download large files, conduct a video conference, and distribute or display digital
photos, videos or MP3 files.

Furthermore, the router supports up to 128-bit WEP encryption to safeguard
your privacy on-line. GNA11G not only enables simple and easy installation and
usage, but also provides you useful AP Manager Configuration Utility and
Web-based configuration.

Features

B Conforms to IEEE 802.11b/g specification and is compatible to Wi-Fi
B Supports convenient SNMP management
B Supports advanced wireless security
« Supports 64/128-bit WEP encryption
% Supports Access Control List (ACL)
B Supports EDWS
% Supports WDS (point-to-multi-points and point-to-point)
« Synchronization process between Wireless LAN Access Point and WDS
function
Built-in DHCP software provides IP address
As for IEEE 802.11q, it provides transmission speeds of up to 54Mbps.
Dynamically adjust transmission speeds of 54, 48, 36, 24, 18, 12, 9 and
6Mbps for IEEE 802.119g
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Package Contents

Before the installation procedures, please ensure the components are not
damaged during the shipping. The package contents of the GN-A11G shall
include:

- One GN-A11GWireless LAN Access Point

- One Power Adapter

- One installation CD contains AP Manager and User’s Guide
- User's Guide

- One RJ-45 cable

- One base

- wall-hung parts bag

If there is any missing or damaged accessory, please contact your local
distributor or dealer immediately.If a replacement unit is needed, please return
the device with the original packing material, otherwise the warranty will be
voided.

Rear and side panel

o 2]

The Wireless LAN Access Point’s ports are located on the router’'s rear panel
and the antenna is located on the side panel.

©® Power Socket
The power port is where you connect the power adapter.

® FEthernet LAN Port
RJ-45, Auto-sensing and Auto-MDI/MDIX for 10/100M Ethernet LAN
connection.

® Antenna
2.4 GHz antenna
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Front Panel

LED

The Wireless LAN Access Point's LEDs display information about the AP’s
status.

©® Power on (Green LED)
When the LED is on, the power is supplied to GN-A11G.

Note: When you change the settings and save them, the power LED will be
temporarily off.

® WLAN (Green)

on ADSL/Cable Modem is
connected to WAN port.
. Data is being transmitted
Flashing | .
wirelessly.

® LAN (Green)
LAN port has detected a link with a 10/100
On .
Mbps device.
Flashing | Data is being transmitted wirelessly.
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Chapter 2 QUICK INSTALLATION

Hardware Requirements

Computer specification for Wireless LAN Access Point:
B One installed 802.11b/g wireless LAN adaptor

B Ethernet converter or hub

B RJ-45 Ethernet cable

System Requirements

B One computer works under Windows, Macintosh or Linux
B If wants to activate AP Manager, it is suggested to use a computer with
Windows OS.

Internet Configuration Requirements

To connect AP Manager with Wireless LAN Access Point, please set up the
following parameters for TCP/IP configuration:

« Static IP Address: 192.168.1.x (e.g, 2~253)
% Subnet Mask: 255.255.255.0

% Default Gateway: 192.168.1.254

*
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Hardware installation

Use the following steps to install Access Points (hereafter called APS).

1.

Please select an appropriate location to install AP. Generally, a center
covering radio signals from all radio equipment is the best location. Please
eliminate all metal objects within the coverage and prevent direct sunlight.

Please locate the AP appropriately. Generally, the higher the antenna is
located, the better the efficiency of AP is. The location of antenna influences
the sensitiveness of signal reception.

Connect one end of RJ-45 Ethernet cable to AP and the other end to a hub,
converter, router or wiring panel (normally fixed on the wall).

Connect one end of power adapter to AP and the other end to a socket.
(Note: please only use the power adapter provided in the Gigabyte’'s
package; the device may be damaged if a different adapter is used.)

As for normal households, the range of signal receiption should not be an issue.
In case of non- or weak signals where the wireless LAN is used, please consider
to place the AP directly between the computer and wireless adaptor. An external
AP can be connected for rooms out of the coverage to build up a better
environment of reception.

Connecting AP

Linking wired Ethernet

You can directly connect built-in adaptor to AP with a cable instead of a
converter or hub.
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There are two installation methods for reference:

Method 1: Static IP address

If DHCP is not used on the network, the AP can be set up via a direct
connection to the computer.

—

= |
i'ﬁ_glg' PC (AP Manager) 192.168.1.x

Sy 192.168.1.1 (Default)
Access Point R

1. You must assign a static IP address to the computer. The Subnet must be
the same for the computers and AP. For example, the default IP address of
the AP is 192.168.1.1 and the Subnet Mask is 255.255.255.0. You can enter
an IP address of 192.168.1.20 (if not assigned to other network equipments)
and an Subnet Mask of 255.255.255.0.

Note: For further instructions regarding to this step, please refer to
Appendix C, Computer Configuration.

2. Please connect APs in turns and assign a static IPs to each AP. For
example, 192.168.1.2 or 192.168.1.y. (If the IP address is 10.1.5.x, 10.1.5.y
can be assigned to your AP.)

oy

! i«..g]‘j PC(AP Manager)192.168.1 x

|
\. »
|

N

g '*m ‘.MM EEEEEEEEEN
192.168.1.1 192.168.1.2 192.168.1.y

3. Please make sure an exclusive IP for each AP.

4. After setting all APs successfully, you can use AP manager to control /
monitor all APs.
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Method 2: Multi-AP configuration

Use a DHCP server to set IP address and then remove the server.

To set up multi APs at one time, a DHCP server can be set up to assign IPs for
all APs. Therefore, each AP has its exclusive IP address. After setting, please
remove or disable the DHCP server. Now, you can search all APs with AP
Manager and assign a static IP address for the Nth AP. Note: after assigning a
static IP address for each AP, please set the AP Manager in the same Subnet.

PC(AP Manager)
r":l'gs_ !'ﬁg—i PC(AP Manager)
e L — -
' e 3 DHCP Server
S Converter/Hub Q — Converter/Hub
I |
| | | | 1 |
'-_‘_“‘-h ..‘*n..“__‘_ % -|\‘_-_ -.‘_“L‘ .-""\-‘H _“h-‘\-

Obtain an IP address automatically — DHCP server is enabled

If a DHCP server is used on the network, it can connect to APs and AP Manager
through converters /hubs. You should set the IP address of AP as “Obtain an IP
address automatically”. DHCP will assign an IP address to the AP. The Subnet
must be the same for the PC(AP Manager) and AP. Or, you can set the PC (AP
Manager) as “Obtain an IP address automatically” and assign IPs with the same
DHCP.

PC(AP Manager) . DHCP Server

S s Converter/Hub

Ty Access Point

Note: You can use Gigabyte AP Manager to connect APs through Wireless LAN
adaptor instead of wired Ethernet.

10
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Chapter 3 Access Point Manager (AP
Manager)

Two methods to set up APs: Web-based configuration or AP Manager Utility.
Gigabyte AP Manager Utility is only used for Gigabyte AP. This Chapter will
introduce how to set up APs through AP Manager.

Note: 1. The efficiency of wired connection is better than that of wireless
connections among APSs. It is suggested to use wired connections to
manage APs.

2. ltis suggested to disable firewall while setting Wireless LAN Access
Point with AP Manager utility.

Install Access Point Manager

Install “Gigabyte AP Manager” in Windows with the following steps.

Step 1:  Insert the Installation CD into your CD-ROM drive and click “Install
Gigabyte AP Manager” on the screen.

Step 2:  Wait for a while.

Gigabypte AP Manager Utility Setup iz preparing the InstallShisld®
v wizard, which will guide vou through the rest of the setup
- process. Please wait,

Step 3:  Click “Next”.

InstallShield Wizard |

Welcome to the InztallShield ‘Wizard for
Gigabyte AP Manager Utility

The InstallShigld® ‘wizard will install Gigabyte AP M anager
Utility orn your computer. To continue, click Mest.

< Back Cancel

11
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Step 4:  Enter users’ data and then click “ Next”.

InstallShield Wizard

Customer Information

Pleaze enter your information.

Pleaze enter your name and the name of the company for which pou work,

Uszer Mame:

IG igabute

Company Mame:

IG igabyte]

Imstallzhield

< Back | Mext > I Cancel |

Step 5:  Click “Next” to accept default directory or “Browse” other locations.

InstallShield Wizard |

Choose Destination Location
Select folder where Setup will install files.

Setup will install Gigabyte AP Manager Utility in the following folder.
Toinstall to this folder, click Mext. To install to a different folder, click Browse and select
ahother folder.
Destination Folder
’7 C:A MGigabytehGigabyte AP Manager Utility Browse... |
|mstall5hisld
¢ Back Cancel |

12
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Step 6:  Click “Next”.

InstallShield Wizard

Select Program Folder

Pleaze select a program folder.

Setup will add program icons to the Program Folder listed below. ou may type a new folder
name, or select one from the eristing folders list. Click MNext to continue.

Program Folders:

Imstallzhield

< Back | Mext > I Cancel

Step 7:  Click “Next”.

InstallShield Wizard |

Start Copying Files
Review settings before copying files.

Setup has enough information to start copying the program files. 1F pou want to resview or
change any zettings, click Back. If you are zatisfied with the settings, click Mext to begin
copying files.

Current Settings:

=

i of

|mstallShield

¢ Back Cancel |

13
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Step 8:  Wait for a while.

InstallShield Wizard

Setup Status

Gigabyte AP Manager Ltility Setup iz performing the requested operations.

Installing: Copying BDE files. ..
C:AProgram Files\Common FilestBorland Shared'\Bdebdeinst.cab

— 2%

Imstallzhield

Cancel

Step 9:  Click “Finish” to complete the installation.

InstallShield Wizard

Install5 hield Wizard Complete

Setup has finished installing Gigabyte AP Manager Utility an
your computer.

< Back [Caticel

14
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Using Access Point Manager

You can click Start > Program > Gigabyte AP Manager Utility\Gigabyte AP

Manager to launch Gigabyte AP Manager.

Enter password “admin” and click “OK” button.

% AP Manager Password x|

Fleaze enter &F pazzwaord!

Ixxxx71

)4 I Cancel |

When you open Gigabyte AP Manager, it will automatically search for AP in the
same Subnet. You can also double click €5 icon to manually search for AP.

B GIGABYTE AP Manager I =l 3

Took Pasgword  Languags  About BxR

Taslobdn—n - @
& awtig Encryption | Advanced | Operationdode | Associated List
Tool Barf s System | P Config | Wirsless Opsration
i) D03tem0nmm Device Information
AP Mamea ler-a11G
MAC Address 002024000101
Tree
Descriplion GM-A
Structured P [Gigabyte e
review Mersion v0.965
Wireless Type (802,119 |
Card Config Type [card1-302 11g =l
Change Community String
Mew Community | """
Coanfirm |1. |||||
Clear IW
Status bar
Ryl [ ' Total

15
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B Tree structure

ESSID (GIGABYTE)
—— Name of wireless LAN Access Point (GN-A11G)

MAC address (0020ED001700)

B Task bar

Tool: Allows you to “Search” AP and “Connect to AP by IP”
through ESSID, AP name, MAC address and IP address. | t
also allows you to “Save” and “Load” configurations of AP
and to “Copy” and “Paste” configurations on the current
page. Other functions include “ System Reboot” and “Load
Default”.

Password: Allows you to change password for AP Manager and set

SNMP strip.
Help: On-line help and AP Manager version.
Exit: Exit AP Manager.

Note:  When you search an AP via a AP name (Tools->Search->By AP
Name), you may click “Search Next” to find APs with the same
name.

Zearch by APName Dialog

Flease enter Access Point Mame and click
"Search Mext" button to Search Access

Faint by AF Mame

Search Mext I Cloze

16
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B  Tool bar

@ Find Access Point
Find all APs in the same Subnet.

Save AP Configuration
Save AP configurations in a temporary file.

Load AP Configuration
Load AP configuration saved in a temporary file.

Page Copy
Copy configuration for current page.

Page Paste

Paste copied content to the current page. (You may paste the
settings from AP1 to AP2 on the same bar tab.)

& & &

System Reboot
Reboot AP.

Load Default
Load default values for AP.

& & &

Connect to AP by IP

If you want to manage APs on different Subnets, use this function and
enter IP.

17
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System Page

§ GIGABYTE AP Manager
Took Pasgword  Languags  About BxR

S0 @ @ D

=1C] %]

& awtig Encryption | Advanced | Operationdode | Associated List
@ GH1G Syslam ] IP Config | wirsless Opsration
@ 002 Daaldonm Dﬂ"lrbﬁ‘ h'ﬂ"“ﬂ'"n“
AP Mame ler-a11G
MAC Address 002024000101
Deseriplion [Gigabyte GN-A11G AP
Version v0.965
Wireless Type  [g0z.11g |
Card Config Type [card1-302 11g =l
Change Community String
Mew Community |"""
Canfirm
Clear A-PPTF i
Reschyl Total

The system page displays “Device Information” and “Change Community

String”.

7 Device Information

“Device Information” includes AP names, MAC addresses, description,

version, wireless type and card configuration type.

1. You may change “AP name” to any name exclusive for the AP.
2. You may select desired wireless type from “Wireless Type”.

3. You may select desired wireless LAN card from “Card Config Type”.

18
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7~ Change Community String

The community string must be the same for AP Manager and APs. Or, AP
Manager only monitors AP with the same community string. This function
enables you to change community strings for APs to prevent other AP
Mangers from accessing and managing your APs. After changing strings,
you have to complete the following steps for the consistency of community
strings.

1. Go to “Task Bar” -> “Password” -> “Set Commuinity String” and set the
community string for AP Manager.

2. Remember or write down the community string.

When you forget the community string, just press the “Reset” button to reset the
AP settings (including community string) to default values.

Note:
SNMP community string defines the relationship between SNMP AP
Manager and agent systems (all APs) and controls the access of AP
Manager to APs with password. The default value is “public’. Go to “Task
Bar” -> “Password” -> “Set Commuinity String” and change the community
string for AP Manager.

19
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IP Config Page

§ GIGABYTE AP Manager sl 1
Tock Password  Lanquage  About B

S0 @ @ D

& oot 1a Encryption | Advanced | OperationMode | Associated List
@ GG Systern P Config | Wirsless Opsration
i) D03tem0nmm o Addross Iﬁ IE |1_ |1_
Subnet Mask 255 [o55 o o
Gateway T I
DHCP Mods |A1 ] j

DHCE Clignt Rangs From W Iﬁ |1_ lﬁ
DHCF Cligrnt Range To W W |1_ W

DNS1 I
on2 O
on3 O
802.1d Spanning Tree  [Enabloa =
Co] s |
Ryl | ' Tota1

Set the IP parameters for APs in “IP Configure” tab.

7~ IP Address
Assign an IP address to the AP with this option. The default IP address is
192.168.1.1. Please make sure the assigned IP address is exclusive for the
AP.

7~ Subnet Mask
Please assign a Subnet Mask for an AP. The default Subnet Mask is
255.255.255.0.

r— Gateway
Please enter the IP address for the default router. The default gateway is

192.168.1.254.

After changing the IP address for AP, please change the PC’s IP address (AP
Manager) so that both have the same Subnet Mask. Then, click “Find Access
Point” icon; AP Manager willl find APs on the network.

20
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—~ DHCP Mode

4 options are available: “Disabled”, “Client Enabled” , “Server Enabled” and
“Auto”. The default setting is Auto.

If you want to obtain IP addresses from a DHCP server, select “Client
Enabled”. To use an AP as a DHCP server and assign a dynamic IP
address automatically on the network, select “Server Enabled”. If you are
not sure DHCP server is available on the network and wish to use an AP as
DHCP server, please select “Auto”.

7~ DHCP Client Range & DNS

When “Server Enabled” is selected, please enter the range of your IP
addresses and DNS. DNS information is provided by your ISP.

— 802.1d Spanning Tree
When the 802.1d Spanning Tree function is enabled, the circuit problem
among multi APs or routers in the network can be avoided. The default value

is “Disable”.

Confirm your desired settings and press “Apply” button to save the settings in
the AP.

21
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Wireless Operation Page

# GIGABYTE AP Manager =1ol x|

Towks

Y0 @ W 9D

Basword  Language  gbout  Ext

Ready!

= @ﬂﬂ'“.' Encryplion | Advanced | Operationtode | Associated List |
= G GheALIG System | IP Config Wireless Operation
Ii-_':l N2 0=dinn o

Region | i j
Channel ID [Charnel £x] I Auto Select
Preambie Type [iang =]
Autter Rata [enatie |
Transmit Rate | j
Higden ESSID ||J|-5dh'9 j

RTS Thrashold |?3-'1-|'!

ESSID o ig

Clear | [ Apgly I

Tkl |1

The wireless equipment still can operate smoothly with no changes made for any
options on this page.

=

Region

Due to different regions have different open channel regulations, please
check whether the default value for the region is the value for your local area.
In case of inconsistency, please contact your local distributor or authorized
reseller immediately.

Channel ID

Please choose the channel for best performance. Normally, no change is
needed. The default value is “Auto” and will be detected automatically by the
system.

Preamble Type

Preamble is provided for the receiving end to synchronize necessary
operations. Two settings are available: “Long” or “Short”. The default
value is “Long”. Users can configure in accordance with their needs.

Transmit Rate

You can select the transmission speeds of 6M, 9M, 12M, 18M, 24M, 36M,
48M and 54M based on your needs. The default setting is “54 M”. The
“Transmit Rate” function is disabled while “ Auto Rate” is enabled.

22
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Note: The standard transmission speeds of 802.11b are are 11M, 5.5M, 2M

and 1M.
7~ Auto Rate
You can select “Enable” or “Disable” in this option. The default setting is
Enable.
Enable When *“Enable” is selected, the transmit rate will

automatically change to the highest rate available. The range
of automatic change is based on the “Transmit Rate”.

Transmit rate:

54M: range from 6M, 9M, 12M, 18M, 24M, 36M, 48M to 54M

48M: range from 6M, 9M, 12M, 18M, 24M, 36M to 48M

36M: range from 6M, 9M, 12M, 18M, 24M to 36M

24M: range from 6M, 9M, 12M, 18M to 24M

18M: range from 6M, 9M, 12M to 18M

12M: range from 6M, 9M to 12M

6M: No automatic change is available and the transmission speed is fixed to
6M.

Disable The transmission speed does not change automatically and is
defined by “Transmit Rate”.

I~ Hidden ESSID

This setting enables you to hide ESSID, which is needed by the users to
connect to AP. The default setting is Disable.

—~ RTS Threshold

The default value of 2347 shall be retained. In case of inconsist data flow, it
Is suggested to make some modifications. Enter a value within the range

0~2347 for the port. RTS (Request To Send) is a function, requesting
permission to transmit signals. RTS is a collision avoidance method used by all 802.11b
wireless networking devices. In most cases you will not need to activate or administer RTS.
Only if you find yourself in an Infrastructure environment where all nodes are in range of the
Access Point but may be out of range of each other.

— ESSID
ESSID or SSID means AP names in the wireless network. You should set
the same ESSID of all APs for dynamic clients to roam among APs. The
SSID is up to 32 ASCII characters in length and case sensitive (ie. Letters in
upper case “A~Z" and lower case “a~z” are unique).

Confirm your setting and click “Apply” button to save the settings in APs.

23




GN-A11G Wireless LAN Access Point

Encryption Page

& GIGABYTE AP Manager =11 =
Took Pasgword  Languasgs About B
@ @ D DD
B anttg Systom | P Config | Wirsless Operation
& GreanG Encryplion | Advanced | Operstiordods | Associated List
i) D03tem0nmm Authentication Type
[Cpen System =]
WEP Type
 Disablel ~ B4Bits 1286tk ¢ |
Ky Valug
Active Kayl 1 j bl | j
Frrrrrrr
Fay1
[T T T T
Frrrrrrrr
Hoey2
Frrrrrrr1r—
s T T
T rrrrrrr
Ky T rrrrrir
T rrrrrrr
Clear | spply |
Readyl Total

In this page you may secure your network by using WEP (Wired Equivalent Privacy)

“802.11b/g standard of 64/128 bytes”. Select Disable to disable WEP encryption. When
“64bits” or “128bits” is selected, the data transmitted will be encrypted and unauthorized users

will be prevented from accessing the wireless network.

7=~ Authentication Type

You may select from “Open System”, “Shared Key”, “Both”, “WPA” and
“WPA-PSK”. The default value of authentication type is “Shared Key”.

Open System

Shared Key

If you select “Shared Key” or “Both”, the WEP option, “Disable”, will not be

avaiable.

The sender and the recipient do not share a key. Each
party generates its own shared key and asks the
receiver to accept the (usually randomly) key. Once
accepted, this key is used for a short time only, then a

new key is generated.

The sender and the recipient share a key.

24
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WPA If you have used Wi-Fi for a while, you may be familiar with
802.1X Authentication Protocol, which allows users to authenticate the
wireless network via RASIUS server. 802.1X Authentication Protocol is an
option in standard Wi-Fi but a must for WPA. If a RADIUS server is
not avaiable in your environment, regardless of the needs of
802.1X, you can use WPA. As another option for RADIUS
server, WPA supports pre-shared key.

WPA-PSK As for the security of traditional WEP, it is very inconvenient to
change encrypted keys. Even you change encrypted keys any
time; you still can not select all APs and wireless LAN adapter
while changing encrypted keys.

Instead, rekeying is a tedious manual process and is completely
impractical for large organizations. After all, the instant you
rekey an access point, none of the clients will be able to access
it until they are also rekeyed.

But with WPA, the rekeying of global encryption keys is required.
In the case of unicast traffic, the encryption key is changed after
every frame using Temporary Key Integrity Protocol (TKIP). This
protocol allows key changes to occur on a frame-by-frame basis
and to be automatically synchronized between the access point
and the wireless client. Global rekeying works by advertising the
new keys to wireless clients.

When you select WPA authentication type, a window for Radius setting will

display as followed. Please note IP configure shall be set as fixed IP address
and DHCP mode as “disabled” when WPA authentication type is selected.

25
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& GILGABYTE AP Manager =0 x|
Took  Password  Language  shout Exit
D D WD
= {3 epla Systern | IP Config | Wireless Operation | Encrypbon |
@) G110 Advanced | OperationMode | Associated List  Radus/WPA
() DOcDeE0m M
VWA Algorilhim [tip ]
RADIUS Sarver IF jJ_[J_—IU_—jJ_
Radius port [1a12
Radius Secrat ]
WA Re-Hey |enatie =]
WPA Re-Key Interval |0 [rranutes)
[ Cear | appty |
Ready ' Total1
WPA Algorithm Three setting are possible: TKIP, AES or Auto.

RADIUS server IP Please assign an IP address to the primary RADIUS
server (authentication server).

RADIUS Port The setting range is 1~65536 and the default value is
1812.

RADIUS sercet The field can key in up to 256 character.

WPA Re-Key Under this option two setting are possible: “enable” or

“disable”. The default value is “enable”.

WPA Re-Key Interval Enter a value for re-key interval (unit: sec).

Verify the desire setting and then click “Apply” button to set the value into
access point.

When you select WPA authentication type, a window for Radius setting will
display as followed.
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il
Tools Password  About  Exit

E‘"' GIGABYTE System | IP Config | Wireless Operation I

E| GN-&17GU Encryption I Advanced I Cperationtode I

o 0020ED1FF458 Associated List Radius | WWDS List I

Primary RADIUS server IET_ IE |1—|1_

Authentication port |1812

Authentication secret |secret

Rekeying Ienahle j

Clear Apply

Ready! Toktal number of AP: |1

Primary RADIUS server Please assign an IP address to the primary RADIUS
server (authentication server).

Authentication Port The setting range is 1~65536 and the default value is
1812.

Authentication sercet  This field can key in up to 256 character.

Re-Keying Under this option two setting are possible: “enable” or
“disable”. Under this option two setting are possible:
“enable” or “disable”. The default value is “enable”.

Verify the desire setting and then click the “Apply” button to set the value into
access point.

7~ 64 (40) Bits / 128 (104) Bits

There are two levels of encryption 64 bits and 128 bits. The 64 bits
encryption is referenced as a lower level encryption. The 128 bits encryption
is referenced as a higher level encryption.

The 64 bits WEP encryptions use 40 bits as a secret key, which can
controlled by user, and 24 bits as the initialize vector. These two portions
plus together is 64 bits encryption. Some other vendor’s product might refer
as 40 bits encryption. It is the same thing.

The 128 bits encryption uses 104 bits as a secret key, which can be
controlled by user, and 24 bits as the initial vector.
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Advanced Page

# GIGABYTE AP Manager
Took Password Language  Ahout  Exit

=10 %]

T @ W DD
= @ &pllg System | P Config | Wireless Operalion
) Ghea 1 Encryption  Advanced | Operationhiocds | Associated List
() DOcDeE0m M : _ ; :
 Enable MAC fittar  Disabla MAL filter
M. | MaC Address | Descrippon |
|
Edit
Rerriove
Cloar Appty |

Feachyl Toul1

For enhance the security of wireless network, this AP provides the MAC address
filtering mechanism to prevent the unauthorized users access. Check “Enable
MAC filter” and key in MAC address table, then only those MAC address in the

table are allowed to connect to this AP.

—~ Enable MAC filter

Choose the “Enable MAC filter” option, which only allows NICs of MAC
addresses listed to access the AP. Click the “Add” button to add more MAC
addresses or “Remove” to delete MAC addresses from the authorized MAC
addresses table. Besides, you can click “Edit” button to edit the MAC

address.

I~ Disable MAC filter

The default setting is Disable MAC filter. All NICs can be connected to APs

when MAC filter is disabled.

Verify the desired setting and then click the “Apply” button to set the value into

access point.
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WDS Operation Mode

The Access Point supports three operation modes: “Access Point”, “Point to
Point” and “Point to MultiPoint”. The default operation mode is “Access Point”.

=7 Access Point

:1 CIGABYTE AP Manader ;I:Iil
Tock Rasword Language  fhout  Exit
Yo @ @ W
= @mllq System | P Config | Wirehsss Operalion
S @) GG Encryplion | Advanced — Operationhode | Associgted Lict
g5 0020edD00ION Oiparationiade i
= [fecess Foing
 Poirk to Point

I Poink o MuBiPoing

L3 |3

-

While in this mode, tha Accass Point warks as a
Standard access point. 00:200ed:0c:74:ab

Clear Apply |

Risicky|

Tota1

I~ Point to Point

:1 CIGABYTE AP Manader ;I:Iil
Took Pasword Language  ghout Bt
T @ W@ 9w
= @mllq System | P Config | Wirehsss Operalion
S @) GG Encryplion | Advanced — Operationhode | Associgted Lict
g5 0020edD00ION Oiparationiade i
~ Apcass Point
& Poirk to Point MAC address of host AP

r PainttoMusPoint [0 =[00 =fo0 o0 =[o0 <foo

ah &S

While in this WDS supported mods, this Access Paint
can communicate wath olbwr GIGA-BYTE Access Pant
that is afso set to Point fo Point and Poink bo MuliPoink
mode_ You need Lo Enter Be MAC addess of the targal
Accoss Point in this configure page 000 20ced 0c: 74:ab

Clear Apply |

Risicky|

Tota1
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The operation
mode is set to
“Access Point”
by default. This
connected your
wireless PC to a
wired network. In
most cases, no
change is
necessary.

Only one Access

Point can be
assigned to
connect with

WDS in the
“Point to Point”
mode.

In this WDS
supported mode,
the Access Point
can communicate
with other
GIGA-BYTE
Access Point that
is also set to
“Point to Point”
mode. You have
to enter MAC
address of the
host AP.
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— Point to MultiPoint Mode

B GIGABYTE AP Manager =100 x|
Teoks Eaword  Language  Bbout Bt
S b el
e Systen | P Config | wireless Operation | Encryption
@ oheAlG Advanced  OperationMode | Associated List | WOS List
& mzoeanonmn |- Sparabonicds .
" Access Point
« Paint o Foint
& Poirk to MuliFoinf WIS List|

Wihile in this WDS supporled mode, this Access
Point can communicate with other GIGA-EYTE
Access Points that are also set 1o Point to Point and
Point to MultiFoint mode 00:20:ed:0c:74:aD

Fueacy! ' o1

# GIGABYTE AP Manager =10] =
Took  Password  Language  shout Exit

o la b e

= Gy eeta Systern | 1P Conhg | Wireless Operation | Encrvption |
S Advanced | Operationdode | Associated List WS List
() DOcDeE0m M

Mo. | MAC Address

d
Edit

Ok

floflse

Ryl '-' Totall1

Up to 8 Access
Point can be set
to connect
through  WDS
list in the “Point
to MultiPoint”.

In this supported
WDS mode, the
Access Point
can
communicate
with other
Giga-Byte
Access Point
that is also set
to “Point to
MultiPoint”
mode.

Click the “WDS
List” button, it
will go to the
“WDS List”

page.

Note: The maximum number of “connectable Access Point” is 8.
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Sean Window

[~ Select &l
LI WMACOT - D00z2D2F1FBS B AT
LI kACO2 - 00Z0ED3ED242 | |E RAACTE -
L1 MACOS - 00022D320BEZ B ACTS
LI kACO4 - 00ZOEDROBFDZ | | bAACED
L1 MACOS - 0020ED49BDDE | |E BAACET
B kACOE - B kaC22
E kAco? - H kAAC23
B kACOE - O kAC2d
& rACny - E tACEE -
B kACID O bAC2E
B kACTT O AC27
B kACI2 & kA28
B kACTS O rAz29
B kACTS B kA0
B kACTE B A3
B MALCTE - O A2

Cancel |

GIEEANY TE AR Manager

=10] x|

) GhRA1 G

gl DECeciin

System | 1P Config | Wirsless Oparation | Encrypticn |
Advanced | OpersbonMode | AssociatedList  WDS List

MNo. | MAC Address

o

Cancel

Ele[fls]s

Tl 1
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Click “Scan” button
to display “Scan
Window”. You can
select which Access
Point you want or
choose “Select All”
check box, and then
click “OK” to add
those MAC address
into the WDS list.

Besides, you can
click “Edit” button
to modify MAC
address that you
select on the WDS
list click “Remove”
button to delete the
MAC address that
you select on the
WDS list. Or, you
can click “Cancel”
button to reserve the
original values.
Finally, please click
“OK”  button to
return to the
“Operation  Mode”
page and click
“Apply” button to set
value into the AP.
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Associated List Page

# CIGABYTE AP Manager =10] %]

Took  Password  Language  shout Exit

g la @ 9w

= G eena System | IP Config | Wireless Operation | Encryption
E g Ghean1c Advanced | Operatiorddode  Associabed List | wiis List
() DOcDeE0m M

Mo, | MAC Address | Signal . [ Descnption |

Ryl '-' Totall1

Form this page, you will get the information of the workstation which can connect
to the Access Point. The form list includes the MAC address, Signal level and
description of the workstation.
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Change AP Manager Password

Change AP Manager Pazswornd

Mew ddmin Password: Ixxx

Confirm Admin F'assward:lxxﬁ

Cancel |

Users can change the administration password of the AP Manager to prevent
other user access to the AP Manager. On the menu bar (Password->AP
Manager Password) you can invoke the password change dialogue. Please
enter a new administration password and confirm it then press “OK” button to
confirm. You have to enter this new password to log in when you want to use the
AP Manager next time.

Set Community String

agzword Dialog ﬂ

Flease enter community string to search Access Faint

[ oK. |

The community string defines the relationship between AP Manager and the AP.
This string acts like a password to control the AP Manager to access the AP. For
detail description, please refer to System section’s page 18 on Chapter Three.

33



GN-A11G Wireless LAN Access Point

Firmware upgrade

You can download the upgraded firmware version from Gigabyte website.

— Execute TFTP program

Step 1:  You can find the “Upgrade Tool” through Start\Programs\Gigabyte
AP Manager Utility\Gigabyte AP Upgrade.

Step 2: The “Gigabyte Firmware Upgrade Tool” screen will appear. Please
enter the “AP IP Address” which you want to upgrade the firmware.
You can press “Ping” button to verify whether the AP is online.

IC:\My Froject release\fpi 0]
AP IP Address|19216812 |
|

Upgrade | Exit |
| ¥ use device id

Request timed out. =
Reply from 192.168.1.2: bytes=72 time<=10ms TTL=64
Reply from 192.168.1.2: bytes=72 time<=10ms TTL=64
Reply fram 192.168.1.2: bytes=72 time<=10ms TTL=64
Reply from 192.1688.1.2: bytes=72 tima<=10ms TTL=54
Reply from 192.168.1.2: bytes=72 time<=10ms TTL=64
Reply from 192.168.1.2; bytes=72 timea<=10ms TTL=64
Reply fram 192.168.1.2: bytes=72 time<=10ms TTL=64
Reply from 192.1688.1.2: bytes=72 tima<=10ms TTL=54
Reply from 192.168.1.2: bytes=72 time<=10ms TTL=64
Reply frorm 192.163.1.2; bytes=72 time<=10ms TTL=64
Reply fram 192.168.1.2: bytes=72 time<=10ms TTL=64
Reply from 192.1688.1.2: bytes=72 tima<=10ms TTL=54
Reply from 192.168.1.2: bytes=72 time<=10ms TTL=64 J

Step 3:  Press “Open” button to choose the firmware then press “Upgrade”
button to start the firmware upgrade process.

Note: During the firmware upgrade process, please DO NOT turn off the PC or
AP and DO NOT unplug the Ethernet cable.

- X rte Firrnware Upgrade Too
[CiMy Project Wieleaselftpi Ton P |
AP IP AddeSS|192.1 F8.1.2 Ping W Lse device id
|

Reply from 192.168.1.2: bytes=72 time<=10ms TTL=64 =]

2
Reply from 192.168.1.2: bytes=72 time<=10ms TTL=64

Reply fram 192.168.1.2: bytes=72 time<=10ms TTL=64

Reply from 192.1688.1.2: bytes=72 tima<=10ms TTL=54

Reply from 192.168.1.2: bytes=72 time<=10ms TTL=64

Reply from 192.168.1.2; bytes=72 timea<=10ms TTL=64

Reply fram 192.168.1.2: bytes=72 time<=10ms TTL=64

Reply from 192.1688.1.2: bytes=72 tima<=10ms TTL=54

Reply from 192.168.1.2: bytes=72 time<=10ms TTL=64

Reply frorm 192.163.1.2; bytes=72 time<=10ms TTL=64

Reply fram 192.168.1.2: bytes=72 time<=10ms TTL=64

T<F 04:44:35 : Please wait while upgrading.

T 04:44:36 . WARNING: Please dont close upgrade tool window

while upgrading or it might cause AP device unwarkablell j
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Step 4:  After the AP devices rebooting successful, the AP firmware upgrade
is completed.

Note: Right click on the screen, the content menu will be displayed. You can
find then on-line help and the version information of firmware upgrade
utility.

Uninstall AP Manager Utility

You can find the Uninstall program through Start\Programs\Gigabyte AP
Manager Utility\Uninstall.

Step 1.  InstallShield Wizard will appear then please wait.

Inztall¥hield Wizard

Gigabyte AP Manager Utility Setup iz preparing the nstallShigldR

oy wizard, which will guide wou through the rest of the zetup
- process. Please wait.

Step 2:  Click “Yes”.

Gigaborte &F hanager Tilitr

& Thiz wdll remove Gigabarte AF Manager Tility from wour computer. Do won wish o
proceed?

Step 3: Click “OK” and then the Gigabyte AP Manager Utility has been
uninstalled successfully.

CGrigaborte AP Manager Ttilityr

Figabyte AP Manager Tility has been successfully vninstalled from wour machine .
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If you want to modify some program components or reinstall all program
components, you can run the installation programs directly. And then the
InstallShield Wizard will appear on the screen.

Please choose one of the options what you want then click “Next” to modify,
repair or remove the Gigabyte AP Manager Utility.

Installihield Wizard

Welcome W

Modify, repair, or remowve the progran. 5

Welcome to the Gigabyte AP Manager Utility Setup Maintenance proaram. This progran lets
wou modify the current installation. Click one of the options below,

Select new program components to add or select curmently installed
components to remove.

" Repair

ﬁ Reinztall all program components installed by the previous setup.

" Bemove

@ Remove all inztalled components.

[rtal Etield

< Each | Hewt » I Cancel
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Chapter 4 Web-based configuration

Two methods are available to set up AP: Web-based configuration or AP
Manager Utility. This section introduces web-based configuration to set up AP
with RJ45 Ethernet cables and computers connected to AP.

Please enter the IP address of AP into the address line of browser.

BER &HEE BWH0 REEEL

Q= -©- [« &A%
AEHEDD €] http:#192.168.1.1

o

Status

You can use this status screen to view the AP’s system information, current
connection status and configuration.

= —————

EIE‘E‘UBIIE. - Gn;njgsb
2.ATHy Wireless Acdeds PAIT g

= Ciig contont Access Point Status

This gl s biowrs the dursel Staisgd i Some Riuhl semtegs o e demide

Upsme CHay ke G0
Firmware Version 12

EEm wllz

Hegios Dot Herh Aserien
Clansr] Hamber B

Ercariry Made Blose
fusociaed Cliests i

HESID 0 el e P
A 11° Protssal -

[P fddress (ke RE A
Laubam Mk 284 388 0
Diefanl Gabeway Qo

MAC Addsraa oA e 0 1
DHCF Serwer Erabied
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Wireless Basic Settings

The AP will automatically detect your wireless setting. Basically, no more
modification is required. Changes on these setting will influence your wireless
configuration.

.

FATHE Winehwes Bcoens Pawl |

Wireless Basic Settings

Ti= pige 1 wivn] i ol et et it o wipriis LA bt which my comaint 16 7om

Aaress Pome. M yon oy Chisge wirsies Saaic om0 well s wirsies aerwodk pran e

Risehesy Trpe [Tl =]

HTS Thmbodd: B85 oup

Tommamit Haie: (=

Prrzmble Trpe & Ling Prmenbie hoot P bl
Hiddes S50 ™ Bkl F ™
Axsociaind Clicsta- Do perw et |
_AolyOlags | Bisa]

I~ SSID

ESSID or SSID means AP names in the wireless network. You should set
the same ESSID of all APs for dynamic clients to roam among APs. The
SSID is up to 32 ASCII characters in length and case sensitive (ie. Letters in
upper case “A~Z" and lower case “a~z” are unique).

7~ Channel Number
Please choose the channel for best performance. Normally, no change is
needed. The default value is “Auto” and will be detected automatically by the
system.

7 Wireless Type
Please select your desired wireless type.

7~ RTS Threshold

The default value of 2347 shall be retained. In case of inconsist data flow, it
is suggested to make some modifications. Enter a value within the range
0~2347 for the port. RTS (Request To Send) is a function, requesting
permission to transmit signals. RTS is a collision avoidance method used by
all 802.11b wireless networking devices. In most cases you will not need to
activate or administer RTS. Only if you find yourself in an Infrastructure
environment where all nodes are in range of the Access Point but may be
out of range of each other.

— Preamble Type
Preamble is provided for the receiving end to synchronize necessary
operations. Two settings are available: “Long” or “Short”. The default
value is “Long”. Users can configure in accordance with their needs.
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I~ Hidden ESSID
This setting enables you to hide ESSID, which is needed by the users to
connect to AP. The default value is “Disable”. All users are able to read AP
names.

I~ Associated Clients

Click “Show Active Clients” button to obtain the connecting users’
information.

Wireless Security Setting

We can use this function to set up the security types for AP. Three security types
are available: WEP, WPA and WPA Pre-Shared Key. If you don’'t want to set up
security mode, please select “None”.

~ GN-A11G;
2.4GHz Wireless Access Point—

Wireless Security Setup

This paze 15 sed o set secunity of Areess Point, This dewice supports 3 diffierent tvpes of secwtty settings, WEA Pre-
Shareed Bey, WPA and WEP,

Securiy Mode @ None CWEP C WP C WRA Pre-Shared Key

Ay Chinges | @

~ WEP (Wired Equivalent Privacy)
WEP (Wired Equivalent Privacy) is a data privacy mechanism based on a
64/128-bit shared key algorithm. The 64 bits encryption is referenced as a
lower level encryption. The 128 bits encryption is referenced as a higher
level encryption.

—7 WPA
If you have used Wi-Fi for a while, you may be familiar with 802.1X
Authentication Protocol, which allows users to authenticate the wireless
network via RASIUS server. 802.1X Authentication Protocol is an option in
standard Wi-Fi but a must for WPA. If a RADIUS server is not avaiable in
your environment, regardless of the needs of 802.1X, you can use WPA. As
another option for RADIUS server, WPA supports pre-shared key.
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—~ WPA Pre-Shared Key
One of the biggest drawbacks to traditional WEP security is changing the
encryption key. Even you change encrypted keys any time; you still can not
select all APs and wireless LAN adapter while changing encrypted keys.
Instead, rekeying is a tedious manual process and is completely impractical
for large organizations. After all, the instant you rekey an access point, none
of the clients will be able to access it until they are also rekeyed.
But with WPA, the rekeying of global encryption keys is required. In the case
of unicast traffic, the encryption key is changed after every frame using
Temporary Key Integrity Protocol (TKIP). This protocol allows key changes
to occur on a frame-by-frame basis and to be automatically synchronized
between the access point and the wireless client. Global rekeying works by
advertising the new keys to wireless clients.

WDS Settings

The WDS function allows several of the access points to compose a wide
Wireless LAN network. Please note all APs shall be set on the same channel
and the BSSID of APs connected to the network shall be set in the list.

G-/

LAGH Wireless ACcers

Wireless Access Conlrol

IF oo eable wiredess aooess ooeteod, cedy thoae clienty whoee wneeless MAC addormven 1o i the acoms
cortned Ht il bt alde 00 dtesat'® b Pomy Aoty Potet Whn fhis opim & snabiad, o ol clienl
il e ke A oottt 1) Conbiing: mt exiind.

[T Faakle Wieles Access Comteol
HA.CM&::IE Deeription
[ AolyChanges | Rest

WDS technologies of all AP varies so may not be executed among APs of
different brand names.
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Wireless Access Control

You may set up users that are allowed to connect to AP via MAC. Only
computers listed in the table can connect to AP when this function is enabled.

GN-A11G,
LAGHE Wireless Accers Poiirs

Wireless Access Conlrol

IF oo eable wiredess aooess ooeteod, cedy thoae clienty whoee wneeless MAC addormven 1o i the acoms
cortned Ht il bt alde 00 dtesat'® b Pomy Aoty Potet Whn fhis opim & snabiad, o ol clienl
el e ke A 0ot B et Tt Combiing s Enicied.

[T Fnable Wiseless Access Costeol
HAC Address: ! Desertption:
[ AolyChanges | Rest

TCP/IP Settings

You may set up IP parameters for APs through TCP/IP setting screen.

- -
GIGABYTE | En-,.Flt'!E)’
TEELEHNOLOAY FAGH Wireless Bcceny Pain

Wireless Basic Settings

Thits page o woived 5 cemEyues the pirarneiens for wiesiess LAN dhens sioch maly oonmec i pour
Access Poiee He pos may change wiredess baoic semisgs a well as vl rereok pamasees

S [retle

Chansel Number:  [F7 =]

Wirelss Trpe [T 7]

KT Threabold: FTlE -

Tiasamis Rae [Fe =]

Preambile Type: % Leng Prosmble T Shors Presoable
Hiddea S5IIM T Pabled ' Thimabiel
e Cheate: Shivw Actren Chem

| Ry
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— IP Address

Assign an IP address to the AP with this option. The default IP address is
192.168.1.1. Please make sure the assigned IP address is exclusive for the
AP.

I~ Subnet Mask

Please assign a Subnet Mask for an AP. The default Subnet Mask is
255.255.255.0.

r— Gateway

Please enter the IP address for the default router. The default gateway is
192.168.1.254.

After changing the IP address for AP, please change the PC’s IP address (AP
Manager) so that both have the same Subnet Mask. Then, click “Find Access
Point” icon; AP Manager willl find APs on the network.

—~ DHCP Mode

4 options are available: “Disabled”, “Client Enabled” , “Server Enabled” and
“Auto”. The default value is “Disable”.

If you want to obtain IP addresses from a DHCP server, select “Client
Enabled”. To use an AP as a DHCP server and assign a dynamic IP
address automatically on the network, select “Server Enabled”. If you are
not sure DHCP server is available on the network and wish to use an AP as
DHCP server, please select “Auto”.

7~ DHCP Client Range & DNS

When “Server Enabled” is selected, please enter the range of your IP
addresses and DNS. DNS information is provided by your ISP.

— 802.1d Spanning Tree
When the 802.1d Spanning Tree function is enabled, the circuit problem

among multi APs or routers in the network can be avoided. The default value
is “Disable”.
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System Settings-Password Setup

You may set up administrator’s user name and password to prevent other users
from accessing to AP and changing settings. If the field on the screen is blank,
no protection is provided for security.

~ 6N-A11G

2.4GHz Wireless Access Point

Password Setup

This page s nsed 0 5et the aceount of superisor to aocess the web mandger, Bropty account and

password will disakle the protection,
Account: |admin
Password: |. [TT1]

System Settings-AP Manager Settings

You may change the Community String of AP through AP Manager Settings to
prevent other users of AP Manager from accessing and managing the AP.

2.4GHz Wireless Access Point

AP Manager Settings

This page allows von change the cornmunity string of vour Acress Point, “Yon can change 2 new
cororomndty sting on purpose to prohihit other AP Manager access and roanage vour Aocess Point,

AP Name: |GN—A11G

New Community: |-.....
Confirmed Community: |oo.o.o

Apply Changes | Raset|
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System Settings-Save/Reload Settings

You may save the current configuration as a file for restoring configuration in the
future. You may press “Reset” to restore to factory default.

GIGABYTE

T=ECHENEOE 06

Save/Reload Settings

This page allows vou save current setings toa file or reload the settings from the file which was saved
previonsly, Besides, vou could reset the curent confizusation 0 factory default,

Save Settings to File: Save.,

Load Settings from File: | B Uploedl

Reset Settings 1o Defanlt:  Eeset |

Statistics

Statistics shows you the packets flow status on the wireless LAN and Ethernet.

GIGABYTE ~ GN-A11G |

eSS P e 2.4GHz Wireless Access Point—

Statistics

This page shows the packet conniess for tmsmission and meeption eginding to wirless and Fthemet

nEtworks.
_ et P B
Wireless LAN -
RelPakn |
St Pk 082
Ethernet LAN !
Reserved Packels (73
Refiesh

a0e rIf

B Reboot
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Upgrade Firmware

You can upgrade the firmware for AP with this tool. The latest firmware version
can be downloaded from Gigabyte website.

— GN-A11G;

2.4GHz Wireless Access Point —

Upgrade Firmware

This page allows yon vperade the Arress Point firoware o new version, Flease note, do not power off
the devire during the upload becanse it may crash the system.

SelectFile: [ BE. |
] 3o

Reboot

Reboot GN-A11G.

~ GN-A11G,

2.4GHz Wireless Access Point—

Reboot

This page 1s vsed to mestart the GH-ALLG AP,

Please wait 25 seconds for rebooting...

ﬂl
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Chapter 5 Troubleshooting

This chapter gives information about troubleshooting your wireless Access Point.
Read the descriptions below to help you diagnose and solve the problem.

Q:
A

>

>

>

>

»>Q

What to do if you forget your password or forget the IP address of the
Access Point?

Please press the “init” bottom on the Access Point for 5 seconds. The
Access Point will be restart and the system setting will restore to the default
value.

Unable to connect to the Internet?

1. Please confirm that the power cord is connected properly, and the
Access Point’s power LED is correctly lit.

2. Please confirm whether all of the settings described in this manual are
correctly set.

3. Please confirm that your ADSL/Cable Modem is operating normally,
and/or you have ISP service available.

4. Please confirm if your network cable is connected correctly, and the LED
status is normal.

Unable to access the Access Point’s Web Configuration Interface?

1. Please check the Ethernet connection between the PC and the Access
Point is properly connected.

2. Make sure your computer’'s IP address is on the same subnet as the
Access Point.

3. Make sure you are using the correct login information.

What is the IEEE802.11b standard?

It also referred to as 802.11 High Rate or Wi-Fi. It is an expansion to 802.11
that applies to wireless LAN and provides 11 Mbps transmission (with a
fallback to 5.5, 2 and 1 Mbps) in the 2.4 GHz band. The 802.11b uses only
Direct Sequence Spread Spectrum (DSSS). The 802.11b was a 1999
ratification to the origianl 802.11 standard, allowing wireless functionality
comparable to Ethernet.

What is WEP?

Wired Equivalent Privacy (WEP). A security mechanism defined within the
802.11 standard. Designed to make the link integrity of the wireless medium
equal to wired cable.

What is the IEEE802.11g standard?

IEEE 802.11g standard specifies data rates of up to 54 Mbits/s in the
2.45-GHz band. It uses Orthogonal Frequency Division Multiplexing (OFDM),
which is the mandatory provisions have been made within the standard to
make it inherently compatible with the well-established 802.11b standard at
11 Mbits/s, which uses Complementary Code Keying (CCK) modulation.
Both .11g and .11b can operate at ranges of up to 300 feet.
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Appendix A: Glossary

Access Point

An Access Point is a wired controller that sends data to the wireless NIC's
installed in your network computers, and received data back from them. An
Access Point is often connected to the network computer that has Internet
access, or is directly connected to an ADSL or cable modem.

ADSL

Asymmetric digital subscriber line (ADSL) is a new modem technology that
converts existing twisted-pair telephone lines into access paths for high-speed
communication of various sorts.

Auto-MDI/MDIX

On a network hub or switch, an auto-MDI/MDIX port automatically senses if it
needs to act as a MDI or MDIX port. The auto- MDI/MDIX capability eliminates
the need for crossover cables.

Auto-negotiate

To automatically determine the correct setting. The term is often used with
communications and networking.

DHCP

The Dynamic Host Configuration Protocol (DHCP) is an Internet protocol for
automating the configuration of computers that use TCP/IP. DHCP can be used
to automatically assign IP addresses, to deliver TCP/IP stack configuration
parameters such as the subnet mask and default router, and to provide other
configuration information such as the addresses for printer, time and news
servers.

DSSS

Also known as “Direct Sequence Spread Spectrum,” this is a variety of radio
transmission methods that continuously change frequenciesy or signal patterns.

Direct Sequence Spread Spectrum (DSSS), which is used in CDMA technology,.
multiplied the data bits by a very fast, pseudo-random bet pattern (PN sequence) that “spreads”
the data into a large coded stream that takes the full bandwidth of the channel.
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DNS

The Domain Name System (DNS) is a distributed Internet directory service.DNS
iIs used mostly to translate between domain names and IP addresses, and to
control Internet email delivery. Most Internet services rely on DNS to work, and if
DNS fails, web sites cannot be located and email delivery stalls.

Dynamic IP Address

A IP address is automatically assigned to a user's AP in a TCP/IP network
typically by a DHCP server.

Firewall

A system designed to prevent unauthorized access to or from a private network.
Firewalls can be implemented in both hardware and software, or a combination
of both.Firewalls are frequently used to prevent unauthorized Internet users from
accessing private networks connected to the Internet, especially intranets.All
messages entering or leaving the intranet pass through the firewall, which
examines each message and blocks those that do not meet the specified
security criteria.

Gateway

A device, usually a Router, that connects hosts on a local network to other
networks.

IP Address

Every PC on the Internet has a fixed identifying number, called a IP Address. A
typical IP address looks like this: 216.27.61.137

MAC Address

On a local area network (LAN) or other network, the MAC (Media Access Control)
address is your computer's fixed hardware number.Usually written as:
01:23:45:67:89:ab

Ping (Packet Internet Groper)

A utility to determine whether a specific IP address is accessible. It works by
sending a packet to the specified address and waiting for a reply. PING is used
primarily to troubleshoot Internet connections.

Router

A device that forwards data packets along networks. A router is connected to at
least two networks, commonly two LANs or WANs or a LAN and its ISP network.
Routers are located at gateways, the places where two or more networks
connect.
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SSID

The SSID is the name represents the routers and Access Point in wireless
network.

Subnet Mask

A mask used to determine which subnet a IP address belongs to. A IP address
has two components, the network address and the host address. Subnetting
enables the network administrator to further divide the host part of the address
into two or more subnets.

TCP/IP

TCP/IP  (Transmission Control Protocol/Internet Protocol), the suite of
communications protocols used to connect hosts on the Internet.

WAN

Wide Area Network, a communication network that covers a relatively broad
geographic area, consisting of two or more LANs. Broadband communication
over the WAN is often through public networks such as the ADSL or Cable
systems, or through leased lines or satellites. To simplify it, please image
network as a WAN.

WEP

WEP (Wired Equivalent Privacy) is a data privacy mechanism based on a
64/128-bit shared key algorithm, as described in the IEEE 802.11 standard.
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Appendix B: Specifications

Physical Interface

The Wireless Access Point includes one RJ-45 Ethernet LAN ports, one init
button and one antenna.

Item | Contents Description

1. LAN Port x 1 RJ-45, Auto-sensing for 10/100M Ethernet LAN
connection.

2. Reset Button Initial reset

3. Antenna One external antenna and one internal antenna supporting

different applications.

Specifications

System Specification

Data Rates

LAN Interface

Protocol Support
Frequency Range
Operating Range

LED
OS Support
AP Manager

Dimension

Power Supply

Data Rates: 11/5.5/2/1 Mbps for IEEE 802.11b and
54/48/36/24/18/12/9/6 Mbps for IEEE 802.11g
10/100 Mbps LAN port,with Auto-sensing function
TCP/IP, DHCP, UDP, ICMP, ARP, TFTP, SNMP
2.4000~2.4835 GHz (subject to local regulation)
Indoor: 30M~100M (100ft.~300ft.)

Open space: 100-300m (300ft.~900ft)

subject to local environment

Power/Status; Wireless; LAN port
Win95/98/2000/ME/XP/NT 4.0, Linux, Unix, Mac
Win95/98/2000/ME/XP

5V DC 2A

Temperature Range Operating: 0~40 degree C

Humidity
Dimension
Gross Weight

Storage: -20~65 degree C
10% ~ 85% Non-condensing
178 mm x 132 mm x 43 mm
320459
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Appendix C: Configuration of the
PCs

To connect to the AP, your computer needs to be located in the same Subnet
where the AP locates. Please follow the instructure to perform the setup under
the TCP/IP network environment. By default Windows 98, Me, 2000 and XP has
TCP/IP installed. If you have not installed the TCP/IP communication Protocol,
please install it now, and then select your operating system for the setup.

The TCP/IP Settings under Windows 2000

Step 1. Click the Start button, select Settings and then click the Control
Panel icon.

Mew Office Docurment
Cpen Cffice Document
Windows Update

My Bluetooth Places

Frograrms k

Cocuments L4

B3 control Panel

Settings

, Metwork and Dial-up Connections
Prinkers
Help a Taskbar & Start Menu. ..

Search

Run...

g HeE

Shut Do, .

e

Windows 2000 Professional

I i start
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Double-click the Network and Dial-up Connection icon.

Step 2.
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Step 3. Double-click the “LAN CONNECTION” and click the “Properties”
button.
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Step4. The “Local Area Connection Properties” dialog box will appear.
Verfiy that the Internet Protocol (TCP/IP) item is checked. Then
double-click on Internet Protocol (TCP/IP).
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Step 5.  Assign the static IP address used by the AP and the same Subnet
Mask to the computer (For example, IP address is192.168.1.2 and
Subnet Mask is 255.255.255.0), click the “OK” button to return to
Local Area Connection Properties. Click the “OK” button again to
complete the PC configuration.
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The TCP/IP Settings underWindows XP

Step 1. Click the “ Start” in the desktop of the Windows to select “ Settings”,
and then select the “Control Panel”.
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Step 2.  Double-click the “Network Connections” icon.
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Step 3. Double-click the “LAN CONNECTION” and click the “Properties”

button.
L Wi A
—f | FE
g
ihEE: s
SESRRERT: 0&:01.53
WE 100.0 Mbps
sEEh ;
Bgz Eﬂh =]
e 30,446 46,977
R FRAD |
RARA(C)

Step4. The “Local Area Connection Properties” dialog box will appear.
Verfiy that the Internet Protocol (TCP/IP) item is checked. And then
double-click on “Internet Protocol (TCP/IP)” item.
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Step 5.

Assign the static IP address used by the AP and the same Subnet
Mask to the computer (For example, IP address is192.168.1.2 and
Subnet Mask is 255.255.255.0), click the “OK” button to return to
“Local Area Connection Properties”. Click the “OK” button again to

complete the PC configuration.
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Limited Warranty Statement

1-Year Warranty

Gigabyte warrants to the original consumer/purchaser that the product free from
defects in material and workmanship for no limited time from the original
manufactory shipment date. This warranty does not cover the product if it is
damaged in the process of being installed or improperly used.

Gigabyte may replace or repair the product with either new or reconditioned
parts. Repaired or replaced products will be returned to you at the same revision
level as received or higher at Gigabyte’s option. Gigabyte reserves the right to
replace discounted products with an equivalent generation product.

KEEP THIS STUB FOR YOUR PURCHASING RECORD

Customer:

Phone No:
Address:
Email:
Model:

Serial:

Date of Purchase:

Place of Purchase:

Distributor:

Distributor:

Customer Satisfaction

GIGA-BYTE TECHNOLOGY CO., LTD.

No.6, Bau Chiang Road, Hsin-Tien, Taipei Hsien, Taiwan, R.O.C.
Phone No: 886-2-89124888

Fax: 886-2-89124007

http://www.gigabyte.com.tw

Technical Support
E-Mail: networksupport@gigabyte.com.tw
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