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Introduction

Fiber-To-The-Home (FTTH) has always been an attractive option for Internet asccess. It has
all the benefits of optical fiber. It provides a future-proof network, in that you do not have to
go through the hassles of upgrading from ADSL to xDSL, or digital co-ax to digital wireless.
It does not have to struggle with electromagnetic interference problems, and with no active
“outside-plant” components, it offers the highest reliability. Moreover, it does not require
electric power and is immune to lightning and other transients. These properties of fiber lead
to the lowest possible power and operational costs, such as maintenance, provisioning and
facilities planning.

The EC3805 smart NAT router is an ideal Customer Premises Equipment (CPE) foran ETTH
system. The CPE provides four standard 10/100BASE-TX RJ-45 Ethernet port for
connecting to a customer’s PC, switch, or other network device using twisted-pair cable.

Central Office
(COj)
Subscriber's Home
.................................... .
EC3305

100BASE-FX full-duplex 10M100BASE-TX UTP
single-fiber (WDM) link to CO connection to computer
{up to 15 km) (up to 100 m)

.



Features:

Bridging Features

v' Supports self-learning bridge specified in IEEE 802.1d Transparent
Bridging

Supports up to 4096 learning MAC addresses

Transparent Bridging among 10/100 Mb Ethernet interface
Supports IGMP Snooping

Supports 802.1Q VLAN packet

Supports one 100BaseFX port

outing Features
NAT (Network Address Translation) / NPAT (Port Address Translation)
ALGs (Application Level Gateways): such as NetMeeting, MSN
Messenger,FTP, Quick Time, Real Player, VPN pass-through with multiple
sessions, SIP, etc.

v" Port Forwarding: the users can setup multiple virtual servers (e.g., Web,

FTP, Mail servers) on user’s local network.

DHCP Client/Server

Time protocol can be used to get current time from network time server

Support IP/Bridge QoS for prioritize the transmission of different traffic

classes

Supports IGMP Snooping and Proxy

Support 802.1Q VLAN Tagging

Supports one 100BaseFX port

AN ' B N NANANAN

AN
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Chapter 1: Overview

This chapter provides you the description for the LEDs and connectors in the
front and rear surface of the router. Before you use/install this router, please
take a look at this information first.

Package Contents

Before you start to install the Switch, please verify your package that contains the following items:

One smart NAT router
One Power Adapter
One User’s Manual
Robber foot

\/‘ owersd by hectn

smart NAT router Ec3805

Smart NAT Router

Power Adapter

. www.edge-core.com

Robber foot User’s Manual

Installation Guide

Note: If any of these items is found missing or damaged, please contact your local supplier for
replacement.
Physical Outlook

Front Panel
The following illustration shows the front panel of the NAT Smart Router:
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LED Indicators
The NAT Smart Router is equipped with several LEDs....... as described in
the table below (from left to right):

LED Color |Status |Description
Power Green |On Power on

Off Power off
LINK/ACT.|Yellow |On connection

Off disconnection

Flashing |data transmission

Rear Panel
The following figure illustrates the rear panel of the NAT Smart Router:




Chapter 2: System Requirement and Installation

System Requirement

To access the NAT Smart Router via Ethernet, the host computer must meet the following
requirements:

%  Equipped with an Ethernet network interface.

%  Have TCP/IP installed.

%  Allow the client PC to obtain an IP address automatically or set a fixed IP address.
%  With a web browser installed: Internet Explorer 5.x or later.

The NAT Smat Router is configured with the default IP address of 192.168.1.254 and
subnet mask of 255.255.255.0. Considering that the DHCP server is Enable by default, the
DHCP clients should be able to access the Smart Router, or the host PC should be assigned
an IP address of the same subnet and related subnet mask (for example, IP address of
192.168.1.100 and subnet mask of 255.255.255.0) first for initial configuration.

Internet Protocol (TCPZIP) Properties

General

Yiou zan get [P setting: azsigned automatically if your network, supports
thiz capability. Othensvize, pou need to ask your netwark, administrator for
the appropriate P settings.

") Obtain an IP address automatically
(%) Uze the following IP address:

IP addrezz: | 192 168 . 1 . 100
Subret mask: 2ER 255 255 0 |

Default gateway:

(%) Uze the fallawing DNS server addresses:
Preferred DMS zerver:

Alternate DMNS server:

[ Ok ][ Cancel ]

After configuring the IP of host PC, you also can manage the Smart Router through a
web-based manager. The ADSL Router manager uses the HTTP protocol via a web browser
to allow you to set up and manage the device.



Connecting to ADSL Modem and Client PC

Follow the steps below to connect the related devices.

1. Please attach one end of the Ethernet cable with RJ-45 connector to the LAN port of the
ADSL Modem.

ADSL Modem

2. Connect the other end of the Ethernet cable to the WAN port of the Smart Router.

3. Attach one end of another Ethernet cable with RJ-45 connector to the LAN port of the
Smart Router.

ADSL Modem RJ-45



4. Connect the other end of the cable to the Ethernet port of the host PC.

ADSL Modem

= [
s

PC

5. Connect the supplied power adapter to the PWR port of your Smart Router, and plug the
other end to a power outlet.

nnnnn

12voe

Power Adapter

<

ADSL Modem PC

10



Setting up IP address of Host PC

In the case the DHCP server function of the Smart Router is disabled or you want to
configure the IP address of the host PC, please follow the steps below for installation.

1. Open the Start menu, point to Network and Dial-up Connections and click it.
2. Right-click the Local Area Connection icon to pull down a window and then click
Properties.

- 41

H ocal Area Conneckion

Hoonnected, FirewaTEe S
i W [l PRO!O0) Status

Repair
Bridge Connections

Create Shorkout

Rename

Properties

3. The Local Area Network Properties window appears. On the General tab: highlight
Internet Protocol (TCP/IP) and then click Properties.

-4 local Area Connection Properties |E| |E|

General |..-’-'-.uthentil:atil:nn Advanced|

Cannect using:

HS Intel[R)PROA000 MT Mobile Conne

Thiz connection uses the following items:

.@ File and Printer Sharing for Microsoft Metworks ~
.@DDS Facket Scheduler

v
¢ | &
Inztall... Herstall
[Drescription

Transmizzion Contral Pratocol/Internet Protacol. The default
wide area network, protocol that provides communication
acrozz diverse interconnected networks,

Show icon in notification area when connected
[] Matify me when this connection has limited or no connectivity

] ] [ Cancel

11



4. The Internet Protocol (TCP/IP) Properties window appears. On the General tab:

1) For the case DHCP Server of Smart Router is enabled, enable Obtain an IP
address automatically and click OK.

Internet Protocol (TCP/IP) Properties

General I Altemate Configuration

Yiou zan get [P zetting: azsigned automatically if wour netwark, supports
thiz capability. Othensize, you need to ask your network, adminiztrator for
the appropriate [P zethings.

(#)i0btain an P address automaticall
(3 Uze the follawing IP address:

o Obtain DNS server address automatically
1 Uze the follawing DMS server addresses;

[_ OF. ][ Cancel ]

2) Forthe case DHCP Server of Smart Router is enabled or you want to set the IP
address by yourself, enable Use the following IP address and fill in the IP
address field with the address of the same subnet with Smart Router, for example,
192.168.1.100; the Subnet mask field with value 255.255.255.0 and the Default
gateway field with the IP address of Smart Router (192.168.1.254) and then click
OK.

12



Internet Protocol {TCP/IP) Properties

General |

Yiou zan get [P zetting: azsigned automatically if wour netwark, supports
thiz capability. Othensize, you need to ask your network, adminiztrator for
the appropriate [P zethings.

) Obtain an IP address automatically
(%) Uze the follawing IP address:

IP address: | 192 168 . 1 . 100 |

Subriet mask: | 255.256 . 255 . 0 |

Default gateway: 132 .163. 1 . 254 |
Ohtain OMS zerver address automaticall,

(%) Uze the follawing DMS server addresses;
Preferred DMS zerver: | . . ) |

Alternate DMNS server: | } : ) |

[ OF. l[ Cancel ]

After configuring the IP address of the host PC, you can check if the IP address is correctly
configured by the following steps:

1. Open the Start menu, point to run and click it.

' b
!_ Programs

L:A Documents L4
) Settings 3
j‘) Search b

Help and Suppart

Log OFf

Turn OFf Computer, ..

| T TF480 Smart Ro

13



2. Type emd in the text book and click OK.

3. A command window will show and in the window type ipconfig /all and then press enter
key.

4. Inthe command window will show the IP address, Subnet Mask, Default Gateway.....etc.
information. The IP address should be 192.168.1.xxx, xxx is a value other than 254
from 0 to 255, and the Subnet Mask should be 255.255.255.0 while the default gateway
should be 192.168.1.254.

o4 C:WINDOWS\system32\cmd.exe -~ HEE|

RN
RN
Gz
C:~>ipconfigrall

Windows IP Configuration

Host Mame : IBM-3B523PA69BF
Primary Dns Suffix H

Hode Type = Unknown

IPF Routing Enahled H

WIMS Proxy Enabled

Ethernet adapter Local Area Connection:

Connection—specific DNS Suffix
Description : Intel(R> PRO-1888 MT Mohile Connecti

Phyzical Address. . . . . . . . . : BB—BA?-6B-BF-85—-45
Dhcp Enabled

IP Address. . . - . - . . . - - - & 192.168.1.188
Subnet Mask : 255.255.255.8
Default Gateway = 192.168.1.254

Ed

5. Ifthe IP address of your PC is not correctly configured, please follow the steps described
above to re-configure the IP address of your PC.

You can further check the connection between your PC and the Smart Router by ping
command. Following the steps below are for ping command.

1. Also in the command window, type ping 192.168.1.254 and then press enter key.
2. If the window shows:

14



AWINDOWSAsystem32\cmd. exe

C:s>ping 192.168.1.254
Pinging 192 _.168.1.254 with 32 huytes of data:

Reply from 192 _.168.1.254: bytes=32 time<{ims TTL=128
Reply from 192 _.168.1.254: bytes=32 time{ins TTL=128
Reply from 192 _.168.1.254: bytes=32 time<{ims TTL=128
Reply from 192 _.168.1.254: bytes=32 time{ins TTL=128

Ping statistics for 192.168.1.254:
Packets: Sent = 4. Heceived = 4, Lozt = 8
Approximate round trip times in milli-seconds:
Hinimum = Bmsz,. Maximum = Bmsz,. Average = Bm

{B@x loss>.

RN

then your PC and Smart Router are connected successfully.
3. If the window shows:

C:\WINDOWS\system32\cmd.exe

C:s>ping 192.168.1.254
Pinging 192 _.168.1.254 with 32 huytes of data:

Harduare error.
Hardware error.
Harduare error.
Hardware error.

Ping statistics for 192.168.1.254:
Packets: Sent = 4. Received = B, Lost = 4 {188x loss>.

RN

then your PC and Smart Router are not connected correctly, you can check:

1) If the Ethernet cable between Smart Router and PC is correctly connected by
checking if the link/ack LED is on.

2) |If the IP address of the PC is correctly configured by following the steps described
above.

15



Chapter 3: Quick Setup

This chapter guides you through the steps to configure the basic features of your Smart
Router, so that you can connect to the internet quickly.

Using the Web-Based Manager

After properly configuring your host PC, please proceed as follows:

1. Start your web browser and type 192.168.1.254, the default IP address of the Smart
Router, in the URL field.

2 Blank Page - Windows Internet Explorer

[
Kot v [ 1921681254

o[> ][x] [Lve searct | 2]
w o | @8lank Page ‘_\

- B - o= - [Erpags - @3 Toos -

€D Internet H100% -

2. After connecting to the device, you will be prompted to enter username and password.

By default, both the username and the password are admin.

16



Connect to 192.168.1.254

=

A 7?*

The server 192,165.1,254 ak 30HO ROUTER requires a
username and password,

Warning: This server is requesking thak wour username and
password be sent in an insecure manner (basic authentication
without & secure connection),

Lser name: | 7 admin w |

Passward: | ssse |

[ ]Remember my password

[ (974 ] [ Cancel

An example under Windows XP is shown as the left figure.

After you login successfully, the system info page will appear. From now on, the
Smart Router acts as a web server sending HTML pages/forms on your request. You
can fill in these pages/forms and apply them to the Smart Router.

{2 Smaxt Router - Windows Inteznet Explorer [BEES
(e - (B npinszesLasy ] (2] ] [Love semscn [[2]-

BWREO BEE RO #NEEW TAD HAW

W ‘ & SmartRoubr

‘_\ -8 &-DeEp-GTao- 7

o

Powered by Accton

| Status |

| LARS
| WAN |
| NaT 3 100M Full Speed
| ERUEI | s Provide 4 LAN Port and 1 WAN Port
| VLAN |
L . s Support IGMP, NAT, NAPT and SNTP .. Protocol L
 English Web,Simple Work HTTP upgrade
| IGMP i
[ sytp | &
S Lo @ FrzE H10% -

To surf the internet, you have to configure wan connection first. Click the button WAN
on the left menu, and the WAN connection page will appear. As below:

17



—
| WAN |
= WAN Connection

WAN Setup
O PPPOE [ADSL Dial]
O Static IP [Fixed IP]
(ﬂ} Dynamic IP [DHCP]

« MAC Address

Clone
= BridgeConvert

DNS Setup
DNS Setup: @ [Auto] © [DNS List]
Primary DNS: 202.96.128 166
Secondary DNS:

Then choose the wan connection type, PPPOE, Static IP, or Dynamic IP.

If you chose PPPOE,

LA

!

| WAN |
= WAN Connection

« MAC Address

Clone
= BridgeConvert

WAN Setup
{®! PPPOE [ADSL Dial]
Static IP [Fixed IP]
© Dynamic IP [DHCP]
PPPOE Setup
Username: | |
Password : | ‘
PPPOE Connected
Type: @ [Auto Connect] O [Manual Connect]
Auto-Disconnect: [s0 After few minutes, it will anto-disconnect!
DNS Setup
DNS Setup: @ [Auto] O [DNS List]
Primary DNS: 202.96.128 166
Secondary DNS:

you have to fix the Username/Password with your ADSL account. Click OK, and you can

surf the internet.

If you chose Static IP,

18
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>

LA
WAN Setup
‘ WAN | O PPPOE [ADSL Dial]
e G Static IP [Fixed IP|
WAN Connection Dynamic IP [DHCP]
« MAC Address
Clone -
* BridgeConvert Static [P
| TP Address: 192 168.2. 217
Subnet Mask: 255255 255 0
Gateway IP Address: [192.168.2.254
MAC Address: 00:0B:78:12:33:57
DNS Setup
DNS Setup: [Aute] @ [DNS List]
Primary DNS: 20295128166 |
Secondary DNS: 20296134133 |

€

you have to fix the IP Address/Subnet Mask/Gateway IP Address with the correct values.
Click OK, and you can surf the internet.

If you chose Dynamic IP,

H
z

WAN Setup
WAN | & PPPOE [ADSL Dial]
T — ©) Static IP [Fixed IP]
= WAN Connection (ﬁ‘e Dynamic IP [DHCP]
. MAC Address
Clone
= BridgeConvert DNS$ Setup
| DNS Setup: @ [Aute] O [DNS List]
Primary DNS: 202.96.128.166
Secondary DNS: 02.96.134.133

€

smart router will get an IP from the connected DHCP server, and you can surf the internet.
5. If you can not access to the internet, you can check Status page:

If Wan Status display like below:

19



i
e
o
It

= Informafion

Connection Type: Dynamic IP
| WAN | Connection Status: Not Connected
- ; TP Address: 0.0.0.0
NAT Subnet Mask: 0.0.0.0
| i WAN MAC: 00:0B:78:12:33:57
Erewall Gateway: 0.0.0.0
| | Primary DNS: 0.0.0.0
Seconday DNS: 0.0.0.0
| ;
LAN Status
| IGMP il IP Address: 192.168.1.254
Subnet Mask: 255 .0
m LAN MAC: 00:0B:78:12:34:57
| SNTP | System Information
| Port | Working Time: 0-0220
Network Time: Not Get!

Hardware Version:

Tool
| Firmware Version:

EC3805F Version 1.0
version 1.0 (Apr 20 2009)

| System Logs |

Check the account, and configure by following the steps described above.

Note: Make sure the validity of the account.

20
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Chapter 4: Advance Setup

This chapter guides you advanced features configuration of your Smart Router.

1. Status

| Status ‘

1>

WAN Status

Dynamic IP
Not Connected

Connection Type:
Connection Status:

IP Address: 0.0.0.0
Subnet Mask: 0.0.0.0
WAN MAC: 00:0B:78:12:33:57
Gateway: 0.0.0.0
Primary DNS: 0.0.0.0
Seconday DNS: 0.0.0.0
LAN Status

IP Address:
Subnet Mask:
LAN MAC:

System Information
‘Working Time: 0-0:32:2
Network Time: Not Get!

EC3805F Version 1.0
version 1.0 (Apr 14 2009)

Hardware Version:
Firmware Version:

3

This page shows the status of your smart router. You can see WAN Status, LAN Status and
System information here.

2. LAN

LAN

DHCP Clients
WAN

|

NAT

|

Firewall |
VLAN

{

o}
IGMP |
SNMP |

SNTP |

1>

LAN Setup
1P Address: 2 |
Subnet Mask: 255,255,265 0 |
DNS Proxy: [1Enable

MAC Addres: 00:0B:78:12:34:57

DHCP Setup
DHCP Server: [“]Enable
PC Starting: 1921681050 |
PC Ending: 192.168.1/100
IPTV Starting: 19216811 |
IPTV Ending: 192168125 |
Voip Starting: 192.168.1/26 |
Voip Ending: 192,168,148 |
IP Lease Time: M\i

1]

ort

Tool |

|

Client number Setup

Limited Clients number:|6 |

| System Logs |

(1) Fix the IP Address/Subnet Mask.

(2) If you want to enable DNS Proxy, mark the check box, and click Apply.

(3) If you want to enable DHCP Server function, mark the DHCP Server check box. You can also
configure the IP Pool range (1-253). Smart router will assign IP to client as your configuration.

(4) Limited Clients number should be fixed from 0 to 6.

3. DHCP Clients

21



123

5
=z

DHCP Clients
= LAN -
No. Host IP Address Host MAC Address Type
= DHCP Clents 1 192.168.1.50 00:40:D1:D3:97:D9 Dynamic
| NAT |
| Firewall ‘
| VLAN |

L
| Port

| Tool

| System Logs ‘

~

This page shows the DHCP clients. If the client uses static IP, the type should be Static, and
if the client uses obtain an IP address automatically, the type should be Dynamic. The list is
timed refresh. If the entry is aging out, it will be cleared automatically.

4. WAN Connection

[£3

H
Z

WAN Setup
WAN | © PPPOE [ADSL Dial]
T O Static IP [Fixed IP]
= WAN Connection @} Dynamic IP [DHCP]
« MAC Address
Clone
= BridgeConvert DNS Setup
NAT [ DNS Setup: ‘®[Auto] O[DNS List]
Primary DNS: 2 28 168
Firewall | Secondary DNS: 2,96 134 133

‘ VLAN |

iGMP |

| sntP |

Tool |

~

The WAN Connection setup steps, you can refer Chapter 3: Quick Setup. Besides, you
can configure static DNS list if you access the internet by method Static IP and Dynamic IP.

5. MAC Address Clone

22



L wan

= WAN Connection

Clone WAN MAC Address
Current MAC: 00:0B:78:12:33:57
New MAC: |00:A0.01.05.97.D9

« MAC Addrgss

Clone Cancel J [ Clone MAC

Clone

= BridgeConvert

You can set WAN MAC address the same as your PC’s MAC address.

6. Bridge Convert

L) R |
= WAN Connection
« MAC Address

Modechange Config
Bridge Mode enable:
Switch IP Address:
Switch Subnet Mask:

O
192 168.1.254
255 256 265 0

Clone
= BridgeCqmyert

If Brideg Mode enabled ,all router functions are invalid and DHCP Server function will be
default disabled. Configure switch IP here when enable Bridge Mode.

| Firewall |

VAR VAR S|

Tool |

Mark Bridge Mode enable to convert your smart router as a pure switch. Note: In this case,

router functions are invalid.

7. NAT

23
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Virtual Server Configuration

No. Internal Port External Port Server IP Port Type Enable
1 0 0 192.168.1.0 TCP&UDP v il
2 0 0 192.168.1.0 TCPRUDP v il
3 0 [ 192.168.1.0 TCPAUDP + ]
4 0 0 192.168.1.0 TCP&UDP o
3 0 0 192.168.1.0 TCPRUDP ¥ il
6 0 0 192.168.1.0 TCPRUDP v B
7 0 0 192.168.1.0 TCP&UDP ]
8 0 [ 192.168.1.0 TCPAUDP ]

1 Total[2] Pages

| Tool ‘

| System Logs ‘

Fix Server IP with the device’s IP you want to support remote access. Internal Port should
be the same with you opened on your device. External Port should be the port you access
remotely. Port Type determinates which type of packet should be dealt with. Check Enable

to make the entry valid.

8. Firewall

WAN Dest IP Filter
No. Wan Dest IP Deny
1 1P Address: 0.0.0.0 0
2 IP Address: (0000 ]
- 3 1P Address: 0.0.0.0 0
IEieivet 4 IP Address: [0.0.00 o
= WAN Degp|P Filter 3 1P Address: 0000 o
= LAN MACFilter 6 IP Address: 0.0.0.0 )
7 4 10000
‘ VLAN | IP Address: O
e 8 IP Address: (0000 o
9 IP Address: 0.0.0.0 o
10 IP Address: (0000 ]
[ IGMP |

SNTP

Tool |

System Logs |

This page is used to filter WAN destination IP. Fix the IP Address with the IP you want to

filter, mark the Deny of the entry, then click OK.

24
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2

- ;
. LAN Client MAC Address Filter Setup

| WAN | No. Host MAC Address Deny
: = 1 MAC: [ Hoo oo oo ] O
2 MAC: - @ 0 oo | o
3 Mac:[0 [0 | [0 Hoo -
s Mac:0 0 Lw o oo o | o
« VUAN Dest P Fil Fmer 5 Mac:[on oo | o Hoo | ]
= LAN MAG;Filter 6 MAC:[00 500 o0 |{oo 5]
7 MAC: \El o Hoo | o
8 aac: (o oo oo oo oo 0

Page 1l of2

System Logs s |

~

This page is used to filter lan client MAC address. Fix the MAC with the mac address you
want to filter, mark the Deny of the entry, then click Apply.

9. VLAN

[

Tagged VLAN Setting

Vlan No.  Vlan ID.(1-4095) Port1 Port 2 Port 3 Port 4 Port 5
1 0 No & No & No. (¥ No. o No i
2 0 No  |w No v No  |» Mo v Mo |»
& 0 No |v No |» No [& No |» No &
4 0 No v No & No v No  [» Mo %
5 0 No v No |» No [ No  [» No i
6 0 No |» No & |No (%] (Mo [ |No [
7 0 No v No [& No [ Mo @ No g
8 0 No v No & No |» No |« No v
9 0 No [& No [& No & No. i No |8
10 0 No  |w No v No  |» Mo v Mo |»
11 0 No |v No |» No [N No |» No =
12 0 No [» No v No |» Mo v Mo [%
13 0 No v No |» No |5 No  [» No i
14 0 No v No & No v No  [» HNo %
15 0 No  |w No  |» No & No v No &
16 0 No v No & No v No |» No v

[Note: Need apply after system up to submit vlan configuration.

~|

You can set VLAN Tag ID from 1 to 4095 for each port. The max VLAN group number is 16. Set
VLAN ID to 0 means disable the VLAN group. After any change of settings, please click Apply.

10. QOS
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QoS Configuration

QuS Mode:

QoS Rule: SP(Strictly Priority) R

[

| Firewall

VLAN

= QoS Conff

= Port Base

= ToS/DSCP
= 802.1p

= Rate Control

IGMP |

SNTP |

ol =

0
=t

Tool ~

This page is used to set QOS Mode and QOS Rule. Select the mode and rule you want to
set, then click Apply.

[

Port Priority
ORT Priority

IH
z

Fod

WA
Low

P

s 1
NAT 2z Low

—_— 3

4

Low

Low

b (£ 3 IS K

| Firewall
g 5 Low

e )

= QoS Config
= Port Bgse

= ToS/IDSEP
= 8021p

= Rate Control

IGMP |

SNTP |

Port | =

3

Tool

You can configure priority per port on this page, from low level to highest level.
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TOSI/DSCP Priority
TOS/DSCP QOs TOS/DSCP QOS
DSCP 0 Low DSCP 1 low &
DSCP 2 Low ~ DSCP 3 Low ~
DSCP 4 Low “ DSCP 5 Low i
DSCP 6 Low ha DSCP 7 Low b
DSCP 8 Low ~ DSCP 9 Low hd
DSCP 10 Low - DSCP 11 Low -
DSCP 12 Low B DSCP 13 Low ~
DSCP 14 Low ha DSCP 15 Low ~
DSCP 16 low DSCP 17 low v
ao-Gog DSCP 18 Low v DSCP 19 Low v
= Pt Bdse DSCP 20 Tow ¥ DScP 211 low ¥
* ToSIDRCP DSCP 22 v B DSCP 23 low ¥
" 802.1p DSCP 24 Low v DSCP 25 Low v
* Rate Control DSCP 26 Low v DSCP 27 low
DSCP 28 Low v DSCP 29 low v
R DSCP 30 low ™ DSCP 31 low
m DSCP 32 Low v DSCP 33 Low
DSCP 34 Low ~ DSCP 35 Low ~
DSCP 36 low % DSCP 37 low v
b DSCP 38 v B DSCP 39 low ¥
‘ Port ‘ DSCP 40 Low ™ DSCP 41 low v ||
—_— DSCP 42 Low v DSCP 43 Low v
DSCP 44 Low DSCP 45 Low ¥ -

You can configure priority per DSCP value (0 to 64) on this page, from low level to highest
level.

R — 802.1p Priority

2

| WAN | Priority Tag Priority
0 Low v
1 Low v
2 Low %
3 Low v
4 Low |»
5 Low  »
6 Low %
7 Low &

= QoS Config

= Port Base

= ToS/DSCP

= 80

= Rate Control

Tool v

You can configure priority per vlan tag on this page, from low level to highest level.
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LAN

| i Ingress Rate Control
| WAN | Port. Ingress Rate
b 1 100 Mbit/s .
‘ NAT | 2 100 Mbit's
- 3 100 Mbit’s
| Firewall | 4 100 Mhit/'s ¥
- 5 100 Mbit!s .
VAL S
Egress Queue Rate Control
= QoS Config Queas: Rate
Port Base 1 100 Mbit/s ~
= ToS/IDSCP 2 100 Mbit/s |+
= 8021p 3 100 Mbit!s .
4 100 Mbit’s
Pot | a
v

You can set ingress rate and egress queue rate on this page.

| LAN |
= IGMP Config
| WAN | IGMP: Disable -
Fast Leave: O
NAT | -
_ [Note: Fast Leave is availabled when IGMNIP Snooping or Proxy enabled.
| Firewall |

| v |

= IGMP Cdmfig
= IGMP Status

| System Logs |

|

You can choose IGMP disable/snooping/proxy on this page. You also can enable fast
leave function.
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= IGMP Status

‘ WAN ‘ INo. IP Multicast Group ID Port Map

— o]

= |GMP Config
= IGMP Stgius

SNTP |

(o]

Tool |

)

| System Logs |

(3]

IGMP status will display on this page.

12. SNMP
A
LAN |
R Global Config
‘ WAN | SNMP Mode:
— SNAMP Commuit:
‘ NAT | NMS SERVER: 192.168.1.254
= NMS SERVER Port: 161

~

To enable SNMP, select Enable option of SNMP Mode. Fix other blanks with the
corresponding value you want to set, then click Apply.
Note: The community and port should be consistent with SNMP client.
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Trap Config

Trap Target Address: “U.U 0.0 ‘
Trap Target Port: 162 |

= Glabal Config
= Trap Can|

(IS Eo R

| Tool |

System Logs |

3]

On this page, you can set Trap Target Address and Trap Target Port.

13. SNTP
|
| LAN |
< SNTP SERVER CONFIG

| WAN | No. Sntp Server

1 Server Name: [time windows com
| el | 2 Server Name: lime bora.net

3 Server Name: [time-a nist gov
| e | 4 Server Name: |time-b timefreq bidrdoc gov

3 Server Name: [time-b nist gov
| VLAN |

Server Name can input hot Ip Address or Dns Name

= Sntp Sey

Tool ‘

| System Logs

1]

™

On this page, you can set 5 SNTP server here. Your smart router will update the Network
Time automatically when internet connection is OK. You can check the Network Time on
the Status page.

14. Port Configuration
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Port Speed Config

Port: 1%
Speed: Auto v
Flow control: Disable v

= Port Coj
= Port Status

| System Logs |

~

You can set Speed and Flow control for each port on this page. Then the status should
display on Port Status page.

[E5

Port Status
Port Port Status Speed(Mbps) Duplex Flow Centrol
1 down - - -
2 down = £ =
3 up 100M Full Enabled
4 down = = =
5 down - - -

= Port Config

= Port Stpius

| System Logi |

It

3]l

This page shows the link status and speed information of this router.

15. System Logs
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| Port |
System Logs
. LU%

This page shows system logs, such as reboot, clean, factory default setting logs.

System Logs

129;
130
131:
132
133
134;
135:
136:
137:
138:
139:
140;
141:
142;
143:
144:
145;
146:
147;
148:
149;
150:

19001H18 ¥ 08:11:10 => Factory Default
190041818 L4 08:00:00 => Reboot by:USER
1800F1H1A LF 08:00:56 => Factory Default
18005F1A1A Lt 08:00:00 => Reboot by:USER
1900¢F1H1H £ 08:00:17 => Factory Default
19008£1H1H L 08:00:00 => Reboot by:USER
190041818 L4 08:00:00 => Reboot by:POWER
1900F1H1A L5 08:00:00 => Reboot by:MONITOR
1800F1H18 _EF 08:00:06 => Factory Default

00 => Reboot by:USER
00:06 => Factory Default
19008£1H18 L 08:00:00 => Reboot by:POWER
1900F1H1A L4 08:00:00 => Reboot by:POWER
1800F1H1A LF 08:00:00 => Reboot by:POWER

19005£1 818 B4 08:00:00 => Reboot
19004£1 818 B4 08:00:00 => Reboot
190051810 _L4F 08:00:00 => Reboot
1800 1A 10 L4 08:00:00 => Reboot

18005F1A1A £ 08:00:00 => Reboot
1900¢F1H1H 4 08:00:00 => Reboot by:
19001H1H EF 08:00:00 => Reboot by:POWER

SRR E]
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Chapter 5: System Administration

This chapter guides you to managing, upgrading and trouble shooting your Smart Router.
16. Tool

=

: inistrator A t M
| WAN | Current Account: admin
Password:
NAT | New account:

New password:

‘ﬂ‘ Confirm password:

VAN |
T
| sNTP_|

= Account Mamage
= Upgrade W

= Restart

= Factory Default

Change your account on this page.

>

Firmware Upgrade

Caution!! Please DO NOT power down system and do any operation on webpages during upgrade process to
|prevent unpredictable damages.

= Account Manage
L Upgragﬁ
= Resta

= Factory Default

<

Upgrade new firmware on this page. Click Upgrade and select the firmware to upgrade.

33



3

LAN

Reboot

| WAN |

Rehoot System: During rebooting, IE connection will be shut down.
\

| Firewall |

NAT

VLAN |

| IGMP |

| SNTP |

| Port |

| Tool |

= Account Manage
= Upgrade

= Re

= Factory Default

Click OK to restart your smart router.

>

| N
- Default
WAN
e Restore Factory Default: Router's Setting will lose at the same time and administrator web
NAT password will restore to default password. It can fix system abnormal and some errors set by
R users.
| Firewall | Apply

N

| SNTP |

| Port |

Tool |

= Account Manage
= Upgrade

= Restart

= Factory %fault

Click Apply to restore factory default settings.

Note: You also can restore factory default settings by hardware button. Press the button for
5 seconds and release it. The system will restore factory default settings.
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