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1. Introduction

Congratulations on your purchase of this Super G Wireless Broadband Router. This
product is specifically designed for Small Office and Home Office needs. It provides a
complete SOHO solution for Internet surfing and is easy to configure and operate even
for non-technical users. Instructions for installing and configuring this product can be
found in this manual. Before you install and use this product, please read this manual
carefully for proper operation of this product.

Basic Functions

e NAT Routing
Connects multiple computers to a broadband (cable or DSL) modem to surf the
Internet.
e Auto-Sensing Ethernet Switch
Equipped with a 4-port auto-sensing Ethernet switch.
e Firewall
All unwanted packets from outside intruders are blocked to protect your Intranet.

e DHCP Server Supported
All of the networked computers can retrieve TCP/IP settings automatically from

this product.

e Web-Based Configuration
Configurable through any networked computer’s web browser using Netscape or

Internet Explorer.
Security Functions

e VPN Pass-Through
Support VPN pass-through.

e SPI Mode Supported
When SPI Mode is enabled, the router will check every incoming packet to

determine if the packet is valid.
Advanced Functions
e System Time Supported

o Allows you to synchronize the system time with a network time server.
e UPNP (Universal Plug-and-Play) Supported



2. Connecting the Router

Note: Prior to connecting the router, be sure to power off your computer, DSL/Cable
modem, and the router. You should setup the router with a wired connection first before
attempting to setup any wireless connection.

Step 1 Connect one end of a network cable to the Internet port of the router and
connect the other end of the cable to the DSL/Cable modem.

Step 2 With another network cable, connect one end of the cable to your computer’s
network card and connect the other end to one of the LAN ports of the router.

Step 3 Power on the DSL/Cable modem and wait for the lights on the modem to settle
down.

Step 4 Power on the router by connecting one end of the supplied power adapter to the
power jack of the router and connecting the other end to an electrical outlet.

Step 5 Power on your computer.

Step 6 Make sure the Internet, Wireless, and the LAN ports that the computer is
connected to are lit. If not, try the above steps again.

r—

DSL/Cable Modem
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\ Wired Computer

Wireless Computer
/ Wireless Router / /

N

Wired Computer Wireless Computer



3. Verifying Connection to the Router

Step 1 Go to Start, Run, type command (for Windows 95/98/ME) or cmd (for Windows
2000/XP) and click OK. You will see the command prompt as below.

Step 2 Type ping 192.168.1.1 and press Enter. You should get four reply responses
back.

C:\WINDOWS\System3 2\cmd.exe

Microsoft Windows KP [Wersion 5.1.26881
(C>» Copyright 1985-2881 Microsoft Corp.

IC:~Documents and Settings“Ouner>ping 192.168.1.1
Pinging 192.168.1.1 with 32 bhytes of data:

Reply from 192.168.1.1: bytes=32 time<ims TTL=25%
Reply from 192.168.1.1: bytes=32 time=1ms TTL=25%
Reply from 192.168.1.1: bytes=32 time<ims TTL=25%
Reply from 192.168.1.1: bytes=32 time=1ims TTL=25%

Ping statistics for 192_168.1.41:

Packets: Sent = 4. Recedived = 4, Lost = @ (B2 loss).
Approximate round trip times in milli-seconds:

Minimum = Bmz,. Maximum = 1ms. Average = Bms

IC=“Documents and Settings“Ouner>_

Step 3 If you get Request timed out, or Destination host unreachable, double-check
the network cable connection between the computer and the router and try Step 2 again.
If you still encounter problem, go to the next step; otherwise proceed to Section 3,
Configure the Router.

Step 4 For Windows 2000/XP, type ipconfig/release and press Enter.

e C:\WINDOWS\System32\emd.exe

Microsoft YWindows HP [Uersion 5.1.26801
(C>» Copyright 1985-2881 Microsoft Corp.

C:“Documents and Settings“Owner>ipconfig-releasze

Windows IP Configuration

Ethernet adapter Local Area Connection:

Connection—specific DHS Suffix

IP Address. . . o o o « = « o « o ¢
Subnet Mask :
Default Gateway

C:“Documents and Settings>Ouner>




Step 5 Type ipconfig/renew and press Enter. You should get an IP address of
192.168.1.x (where x is a number between 2 - 254). Proceed to Section 3, Configure
the Router. If you don’t get an IP address, reset the router by holding in the reset
button at the back of the router for 10 seconds while it is ON and try ipconfig/renew

again.

AWINDOWS\System32\cmd. exe

Microsoft Windows XP [Uersion 5.1.26881
(C> Copyright 1985-2881 Microszoft Corp.

C:~Documents and Settings~OunerXipconfigsrenew

Windows IP Configuration

Ethernet adapter Local Area Connection:

Connection—gpecific DNS Suffix

IP Address. . . . . . . . .
Subnet Mask
Default Gateway

C:~Documents and Settings“Ouner>_

:192.168.1.5

: 255.255.255.8
= 1%2.168.1.1

Step 6 For Windows 95/98/ME go to Start, Run, type winipcfg and click OK.

Step 7 Select your network card from the drop-down menu and click Release.

IP Configuration

— Ethermet &dapter Information

—olx]|

Adapter Addresz |
|P Address |

Subnet Mask |

IFleaItek 3139-zenes PCI NIC

00-40-0C-C7-54-5C

0.0.0.0

0.0.0.0

Diefault G ateway |

[

Feleaze

Renew

Feleaze Al |

R enew All

Mare [nfa >




Step 8 After your IP address is released, click Renew. You should get an IP address of
192.168.1.x (where x is a number between 2 - 254). If you don’t get an IP address,
reset the router by holding in the reset button at the back of the router for 10 seconds
while it is ON and try Renew again.

m IP Configuration == |

— Ethernet &dapter Infarmation

|Reatek B133series POINIC 7]

Adapter ddress | 0D-AQOC-C7-64-50
IPAddess | 192168.1.101
SubretMask | 2552652550
Default Gateway | 132.168.1.1

Releaze Renew

Felease Al | R enew All More Info >3




4. Configuring the Router

Step 1 Open the web browser and type 192.168.1.1 in the URL Address field and press
Enter.

File Edit ‘iew Fawvorites

@Eack v J @

address | 192.1658,1.1

Step 2 Enter admin for both the username and password fields and click OK.

Connect to 192.168.1.1

Super G Wireless Rouker

User narne: € admin -

Password: | TTIL]

[ remember my password

[ (8]4 J[ Cancel J




Cable Modem

For most cable modem users, you should be able to connect to the Internet without any
configuration. If your ISP has provided you with a host name, enter it in the optional
Host Name field. Click Apply and OK to save the setting.

/] -
FENIRLINKE U Wireless | Securiy | o hecees T APPICAtIoNSY

networkingsolutions Basic_Setup | DONS | A ] Al Routing

| Automatic Configuration - DHCP v |

I Host Mame | |I

Datmain Matne: | |

MTU: lauto v | Size: [1500 |

If your ISP requires a registered MAC Address, click on the MAC Address Clone tab,
select Enabled, and click on the Clone My PC’s MAC button. Click Apply and OK to
save the setting.

/) -
tr‘-_mlww;;  wireless | Securty | _

networkingsolutions azic_Setup DDNS | A A

Mac address: (00 [00]: (00| [o0]: [o0)-

[ clonemypPosmac |

[Apply ] [ Cancel J [ Help ]

If you have trouble connecting to the Internet, please refer to the Troubleshooting
section at the end of this guide.



DSL

For DSL users, follow the steps below to configure the router.

Step 1 Select PPPoE from the drop-down menu.

ASHIRLINKS Setup tostrtions. . Gaming | Administration

networking B3 stup | DDNS | M

Automatic Configuration - DHCP »

Automatic Configuration - DHCP
Static: IP

FPTP
Heart Beat Sign

MTU |auto v size

1500 |

Step 2 Enter your username and password provided by your ISP.

ZaHIRUINKS Setup ctons. oo & | Administration

networkingsolutions B etup | DDKS | e

FPPoE

Uzername: | |

Pazsword | |

(0 connect on Demand: Max Idle Time |0 tlirtes.

(&) Keep Alive: Redial Period Seconds.

Note: Depending on the ISP, you may need to include the domain name with your
username.

Example: username@sbcglobal.net
Step 3 Click Apply and OK to save the setting.

If you have trouble connecting to the Internet, please refer to the Troubleshooting
section at the end of this manual.
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5. Connecting to the Router Wirelessly

Below are the default wireless settings of the router. You must configure your wireless
network card to the same settings in order to establish a wireless connection to the
router. Please refer to your wireless network card’s manual on how to configure these
settings.

SSID: default

Operating Mode: Infrastructure
Authentication: Open System
Channel #: 6

WEP: disabled

If you want to change the router’s wireless settings, log in to the router and select the
Wireless tab. Be sure to click Apply and OK to save the setting.

’-_f‘* HIRLI g%i BT Wircless

networkingsolutions Basic gs | Wy

Hetwork Name (S5ID): | defaut |
Channel: G-2437GHZ v

S50 Broadcast: Enabled %

[Apply ] [ Cancel ] [ Helg J

11



6. Web Configuration Utility

This router has a built-in web configuration utility that you can use to configure the
router’s settings. Simply log in to the router using your computer’s web browser.

6.1 Setup

6.1.1 Basic Setup

This is the default screen when you log in to the router’'s web configuration utility. You
can setup your Internet connection here as well as configuring the DHCP settings and
selecting your Time Zone.

Administration Status

4 ‘ n—] 1 — . ’ 3
ZHIRLINKS 0 Wireless | Securiy | o Avees

networkingsolutions E etup | CDNS | Maca

ne | Advanced Routing

Autamatic Configuration - DHCP | v |

Domain Mame:

MTU : st v Size:

IP Address : 192 | fies | ][]
b

Subnet Mazk 255.255.255.0

DHCP Server : [Enabled ~| [ &ssion StaticDHCP |

Start address: [z | e [ [ | oo |
Eﬂ:::rgem Mumber of
IP Address Range ;. 192 168 .1 .100~149

Cliert Leaze Time : D

inutes (0 means one day)
Static DNS 1 : bl ] ] ]
Static DNS 2: [ b ] ] ]
Static DNS 1 : bl ] ] ]
s A |
| [GMT-08:00) Pacific Time (US4 & Canada) ~

|:| Automatically adjust clock for daylight saving changes .

[Apply ] [ Cancel J [ Help ]

Remember to click Apply and OK to save your changes.

12



Assigning Static IP Address

If you want to assign a static IP Address to one of the computers in your network, click
on the Assign Static DHCP button.

List

| DHCP Cliert Table |

Assign this IP To this MAC Enabled
192 165 .1 .0 (0 00: Q0 Q0 00: A0 Fi
182 165 .1 |0 Q0 00: Q0 00 0o: Q0 Fi
192 165 .1 .0 Q0 00 Q0 Q0 0 Q0 IF
192 165 .1 .0 Q0 00 Q0 00 00 Q0 Fi
192 168 .1 .0 Q0 00 Qg Qo 0 Q0 Fi
192 168 .1 .0 (0: 00: 00 Q0 00: A0 Fi
182 165 .1 . |0 Q0 00 Q0 00 0o: a0 Fi
192 165 .1 .0 Q0 00 Qg Qi 0 Q0 i
192 165 .1 .0 (0 00: Q0 Q0 00: A0 Fi
192 165 .1 .0 Q0 00 g Q0 0 Q0 Fi

Save Settings Cancel Changes

Step 1 Enter the Static IP Address in the Assign this IP field.
Step 2 Enter the MAC address of the corresponding computer in the To this MAC field.
Step 3 Check the Enabled box.

Step 4 Click Save Settings.

13



6.1.2 DDNS

Dynamic DNS (DDNS) allows any user who wishes to access your server to reach it by
a registered DNS name instead of an IP address. Before you enable DDNS, you need
to register an account with one of the DDNS providers listed in the drop-down menu.

AgHIRCINKS 0 Wreless | security | ocetess | APRESERS S | administration

networkingsolutions Basic_Setup | DDNS | mac

Dizabled v

[Apply ] [ Cancel J [ Help ]

To Enable DDNS, select the DDNS provider you have registered with and enter the
required fields. Click Apply and OK to save the setting.

14



6.1.3 MAC Address Clone

Some ISPs require a registered MAC address to access the Internet. You can use the
following steps to clone your PC’s registered MAC address to access the Internet.

) .
-'-fé—f“‘“'i'é.‘;  Wircless | Security | _

networkingselutions azic_Setup | DONS |

shled

MaC address: (00 [00] (00, (00| [00]; [00]

[ clnemyPosmac |

[Apply ] [ Cancel J [ Help ]

Step 1 Select Enabled from the drop-down menu.
Step 2 Click the Clone My PC’s MAC button.

Step 3 Click Apply and OK to save the setting.

15



6.1.4 Advanced Routing

You can configure your own static routing table using the Advanced Routing function.

AN IRUINKS U Wieless | Security | p ool | S | Administration

networkingsolutions Basic_Setup | DONS | Clone | Advanced Routing

Route Entries: | PR v.| [ Delete ThisEntry |
Enter Route Mame: l:l

Do stireation LA P e .0 J e ] |
Subnet Mask: [ Y
Detault Gatewsy: b | o ] |
Interface:

[ Show Routing Tsble |

[Apply ] [ Cancel ] [ Help J

To see the current routing table, click on Show Routing Table button.

Be sure to click Apply and OK to save each entry.

16



6.2. Wireless

6.2.1 Basic Wireless Settings

You can configure the router’s basic wireless settings on this screen.

L/f'/"’ _}]“H | g%& | Setup | L

networkingsolutions B ftings | Wi

.

Metwark Name (SSID): |defaut |

Channel: B-2437GHz ¥
S50 Broadcast: Enabled %

[ Apnply ] [ Cancel

-

[ Help J

Mode: Choose from Wireless-G only, Super G, Mixed, Wireless-B only, or Disabled to
disable the Wireless function.

Network Name (SSID): You can change the router’'s SSID in this field. Once you have
changed the SSID, your network clients need to re-connect themselves using the new
SSID.

Channel: Select the desired channel. All the network clients need to be using the same
channel.

SSID Broadcast: Choose to enable or disable the broadcasting of your SSID.

17



6.2.2 Wireless Security

You can configure wireless security such as WEP or WPA encryption on this screen.

Note: It is recommended that you use WPA encryption over WEP if your wireless clients
support WPA. All of the wireless clients must use the same security settings in order to
connect to the router.

WEP

To enable WEP, select WEP from the Security Mode.

dihe .
*.f/‘*'_ﬂﬂhlilﬁ. [ sewp L secuty |

networkingselutions Bas
Wireless Security

; Information

Security Mode:

Encryption:

Passphrasze: | |[ Generate J

WWEFR Ky 1:

WEP Key 2

| |
| |
WEP Hey 3 | |
WWEP Hey 4: | |

TX Key:

[Apply] ’ Cancel ] ’_ Help J

Encryption: Choose from 64 bits or 128 bits

Passphrase: You can enter a passphrase and click on the Generate button and the
router will automatically generate four WEP keys for you.

WEP Key 1 — 4: Manually assign a passphrase for each key. If you selected 64 bits
encryption, enter 10 HEX characters (0-F) for each key. If you selected 128 bits
encryption, enter 26 HEX characters (0-F) for each key.

TX Key: Select a key to be the active key.

Click Apply and OK to save the setting.

18



WPA

To enable WPA, select WPA-PSK or WPA2-PSK from the Security Mode.

*.{4}&1“'4!5;; e S——

networkingsolutions

Security Moce: WRAPSK (W
Encryption Methods: | TKIP |

Passphrasze: |

Key Renewal: 1400 seconds

[ Apnly ] [ Cancel ]

Encryption Methods: Select either TKIP or AES as the encryption method.
Passphrase: Enter a passphrase between 8 to 63 characters long.
Key Renewal: Enter the desired key renewal time in seconds.

Click Apply and OK to save the setting.

19



WPA with RADIUS

If you are using a RADIUS server in your network for authentication, you may choose
WPA or WPA2 from the Security Mode.

bl_fd _m - la.léé ; m Wireless

netwo solutions Basi ing= | v

: Information

Security Mode: WP o,

Encryption:

RADIS Server: 0 o [ o [.]o |
RADIUS Port: ‘E|

Shared Key: | |

Hey Renewsal: 3600 EBecnndS

’_Appl},r ] ’ Cancel ]

Encryption Methods: Select either TKIP or AES as the encryption method.
RADIUS Server: Enter the IP Address of your RADIUS server.

RADIUS Port: Enter the port number of your RADIUS server.

Shared Key: Enter the shared key.

Key Renewal: Enter the desired key renewal time in seconds.

Click Apply and OK to save the setting.

20



6.2.3 Wireless MAC Filter

You can restrict certain wireless clients from accessing the router by specifying their
MAC address and enabling access restriction.

’.ré_rﬁlulglﬁ.;

networkingsolutions =] gz | W ity | W iter | tircs

Dizabled

" Prevert PCs listed below fram accessing the wireless network.

' Permit PCs listed below to access the wireless network.

[ wreless Cliert List |

mAC o1: [D0:00:00:00:00:00

mac 21; [D0:00;00;00:00:00

wmaC 02 [00:00:00:00:00:00

wac 22 |00:00:00;00:00:00

MAC 03 [00:00:00:00:00:00

Mac 23 |00:00:00;:00;00:00

wMaC 04 [00-00:00:00:00:00

WaC 24 [00:00-00:00:00:00

WMaC 05 [00:00:00:00:00:00

MaC 25 |00:00:00:00:00:00

WMAC 0: [00:00:00:00:00:00

Wac 26 |00:00:00:00:00:00

wmac o7 [00:00:00:00;00:00

mac 27 [00;00:00:00:00.00

WMAC 0: [00:00:00:00:00:00

WMAC 26 |00/00:00:00:00:00

MAC 0g: [D0:00:00:00:00:00

mac 29 |D0:00;00;00:00:00

WMAC 10; [00:00:00:00:00:00

Wac 30 |00:00:00;00:00:00

MAC 11: [00:00:00:00:00:00

WMac 31: |00:00:00:00;00:00

wmac 12 [0000:00:00:00:00

wmac 32 [00:00:00:00:00:00

mac 12 [F0:00:00.00:00:00

MaC 33 |00:00:00:00:00:00

WMAC 14: [00:00:00:00:00:00

WA 34 |00:00:00:00:00:00

MAC 15 [00:00:00:00;00:00

mac 35 [00;00:00;00:00.00

MAC 16: [00:00:00:00:00:00

WMAC 36 |00/00:00:00:00:00

mac 17: [D0:00:00:00:00:00

mac 37 |D0;00;00;00:00:00

WMAC 18 [00:00:00:00:00:00

Wac ag: |00:00:00;00:00:00

MAC 1 [00:00:00:00:00:00

Mac 2o |00:00:00:00;00:00

waC 20 [00-00:00:00:00:00

[Appw ] [ Cancel ] [ Help ]

WMAC 40; [00:00:00:00:00:00

Select Enabled from the drop-down menu and choose whether the specified wireless
clients will be prevented or permitted to access the wireless network. Enter their MAC
address in the fields below and click Apply and OK to save the setting.

21



6.2.4 Advanced Wireless Settings

You can configure various advanced wireless settings on this screen.

f...r{rmmel,,a;{ sewp |l b Securty | o Access Applicatons

networkingsolutions s ele attings Wyirele urity | Wire CFiter |

Avthentication Type: | Open System (Default) |

Basic Rate: Default w

Transmizzion Rate:
Transmiszion Power:
CTS Protection Mode:
Frame Burst tode:

Beacon Interval: efauﬂ: 100 Milizeconds, Range: 20 ~ 1000

DT Interval: Default: 1, Range: 1 ~ 255

Fragmentation Threshold: 2346 [Default: 2345, Range: 256 ~ 2345)

RTE Threshold: 2347 |(Default: 2347 Range: O~ 2347)

[Apply ] [ Cancel J [ Help J

Click Apply and OK to save the setting.

22



6.3 Security

6.3.1 Firewall

SN IRCINKON scup 1 wireiess — IREREVIVIRN - 2einn PSS

networkings [ Firewall | VPN Passthrough

SPI Firewwall Protection: Dizabled %
Block Anonymous Internet Reguests: Enabled

wieh Fiters: |:| Proxy |:| Java |:| Activer |:| Cookies

[Apply ] l_ Cancel ] [ Help ]

SPI Firewall Protection: Select to enable or disable Stateful Packet Inspection.
Block Anonymous Internet Requests: Enable or Disable.
Web Filters: You can select to filter Proxy, Java, ActiveX, and/or Cookies.

Click Apply and OK to save the setting.

23



6.3.2 VPN Passthrough

You can select to enable or disable the passthrough of IPSec, L2TP, and/or PPTP.

SN RCINKU ™ sctup™ 1 wirciess  JCEITIVRIN - BEEE AP S

networkingsolutions Firesnsall | WPNPaszsthrough

IPSec Pazsthrough: Enabled
L2TP Passthrough: Enabled
PPTP Passthrough: Enabled

[Apply ] [ Cancel ] [ Help ]

Click Apply and OK to save the setting.

24



6.4 Access Restrictions

6.4.1 Internet Access Policy

You can setup policies that deny or allow specific clients to access the Internet.

R RINRY [ Setup | Wireless | Securi e
'r"n—'] ”’-Iﬁl H geless -m"‘_ Restrictions

networkingsolutions Internet A olicy

Access Policy: |1 [---1 _\} | [ Delete This Palicy J [ Summary ]

Erter Policy Matmne: I:I
Status: Dizabled »

Internet access.

PCs: Edlit Lizt | ( This Policy spplies only to P2 onthe List)
@ Deny
Internet access during zelected days and hours
O Allow
Days: ] Everyday [ 17 Clw Tl e OO F O sa [ 50
Times: & 24Howrs O 00 .| 00 ~ |00

Specific Application ports andior websites can be blocked when vour list of PCs have

one [0 [0 ] O O uoe
[None  » [0 |- [o | O ee O wop
|None v,|| 0 |- | 1] | [ 1er [ uoe
URL 1| |URL 3 | |
URL 2 | URL 4 | |
Weyweord 1: | | Heyword 3 | |
Keyweard 2: | | Heyweord 4 | |

[Apply ] [ Cancel ] [ Help ]

Enter Policy Name: Enter a name for the policy.

Status: Choose to enable or disable the selected policy.

25
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PCs: Click on the Edit List button to specify the network clients. Policy only applies to

the PCs that are in the list.

01| |00:00:00:00:00:00| |08| |00:00:00:00:00:00|
02| |00:00:00:00:00:00| [o7| |00:00:00:00:00:00|
03| |00:00:00:00:00:00| [o8| |00:00:00:00:00:00
04| |00:00:00:00:00:00 |02| |00:00:00:00:00:00]
05| |00:00:00:00:00:00| (10| [00:00:00:00:00:00|
iy 192.168.1.[0 | 04 192 .168.1.|0 |

0z 192 1681 .[0 | 05 192 1681 |0 |

03 192.158.1.@ 0 192.158.1.@

o1 | 192.168.1./0 |~[0 | |o3] 1921881 [0 [~[0 |
02 192.158.1.E~E 04 192.158.1.E~E

Save Settings

Cancel Changes

Close

You can specify each client by its MAC Address or IP Address. You can also specify a
group of clients by entering their IP Address Range. Once you have specified all the

clients, click Save Settings.

Access Restrictions: Select to Deny or Allow the specified clients to access the

Internet by Day and Time.

cule Davys:

Times:

ions * peny

Irtermet access during selected dayvs and haurs

O Allow

] Evervaay (1w 1 Clww (D th O F [ 22 [ 50

® 24 Hours O 00
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Blocked Application Port

Select which application port to block, if any, when the specified PCs have Internet
access.

For your convenience, 10 preset applications and their ports are listed. If you have a
custom application, select Custom and manually enter its port number.

an Part Specific Application ports andior websites can be blocked when your list of PCs have
Internet access.

more v [0 |L[0 ] rer O uor
more w0 |e[0 ] O rer O uoe
more w0 |e[0 ] rer O uoe

Website Blocking

You can block the specified clients from accessing certain websites by URL or Keyword.

locking

N LRL 1: | URL 3: | |
URL 2:| URL 4: | |
.E’ﬂ:g Heywvord 1; | | Weywvard 3 | |
Keyweord 2 | | Kenrweord 4 | |

Enter the URL or the Keyword you wish to block.
Click Apply and OK to save the setting.

To view all the policies, click the Summary button.
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6.5 Applications & Gaming

6.5.1 Port Range Forwarding

If you want to host ftp server or online gaming, you must open up ports on the router.
This page allows you to setup port forwarding for the specified applications.

Before using forwarding, you should assign static IP addresses to the designated PCs.

»Afmu“ | Sewp | Weless | Securty | pArcees

networkingsolutions Port Range Forwearding |

Port Range Trigoering

Appll-r:-ahn;s& Administration

Start ~ End Port Pratocol ToIP Address | Enabled
o -0 ]| Ot Ouoe|1s2.188. D O
o - ]| Omwe Ouoe|1s2.188.1. 0 | E
0 -lp ]| Orer O uop|192.163. El E
- ]| Omwe Ouel1szasea.fo || O
o |- ]| Omwr Ouwe|1gz.1s8.1.0 || O
o J«jo || Ovwer Ouoe|1sz.e8.1.0 | O
o |0 || Owee Oluoe| 192168 El El
o -0 || Omwr Ouop|192.163. El O
o |0 || O7wer Ouoe|1a2.168. El O
o |-p || Omwe Ouoe|1s2.1ee.1.0 || O
i ] ]| Bw Buoeasisife | El
o |-o || Owr Ouee|132.188. D O
o |~jo || Omwr Ouop|192.163. El F
o |~jo || Orwer O uop|192.183. D O
b |- ]| Omwr Ouwej1szas.1.0 || O

[Apply ] [ Cancel ] [ Help ]

Click Apply and OK to save the setting.
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6.5.2 Port Range Triggering

Port triggering allows the router to keep track of outgoing data for specific port numbers.
The router remembers which computer sends out what data, so when the requested
data returns through the router, the data is sent back to the proper computer by way of
IP address and port mapping rules.

FONIREINKSSI  sctup | wircless |  Security | o Accers il Status
1[’|I‘ ; i Res ) Gaming

networkingsolutions Fort Range Forwarding | Port Range Triggering | Dt | zns

Application Hame | Triggered Range | Forwarded Range | Enabled
oo - || O
oo - 1| O
I £ CI | CO 2 I |y
b k- || O
B 18 ||B [ ] MH
oo Jlk_J-p || O
- k- || O
- k- || O
I Y T
ool - 1| O

[Apply ] [ Cancel ] [ Helg J

Click Apply and OK to save the setting.
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6.5.3 DMZ

DMZ (De-Militarized Zone) Host is a host without the protection of the router’s firewall. It
allows a computer to be exposed to unrestricted two-way communication with the
Internet. You should only use this feature when the Port Forwarding function fails to
make an application work.

Warning: Setting your computer as a DMZ host exposes it to various security
vulnerabilities. This feature should be used only when needed.

ACHIRUINKEII  sctup | wireless  Securty | ponecie [ Administration | Status
a0 . Restriction Gaming

networkingsolutions Port Range Forwesrding | Part Range Triggering | (] i |

Dizatled v

Source P Address:

o Any P Address
i o o o M

Host IP Address: 192 168 .1 .

[Apply ] [ Cancel ] [ Help ]

DMZ: Select to enable or disable DMZ.
Source IP Address: Select any source IP address or specify a source IP address.
Host IP Address: Specify the host IP address.

Note: Any DMZ host should have a new static IP address assigned to it because its IP
address may change when using the DHCP function.

Click Apply and OK to save the setting.
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6.5.4 QoS

QoS (Quality of Service) manages information as it is transmitted and received. It
ensures better service to those application with a higher priority.

FSHIREINK | setup | wireless | Securty | o9t [leiit A8 Administration | Status
.r_l".' Resi on: Gaming

networkingsolutions Port Range Forwearding | Port Range Trigaering | DE | G0s

Application Hame Priority Port Enabled
Co B
Mome % | Mormal v_| |D | 1
e N
Mome | Marmal V'_l |D | |
s b 1] O
| | |N0rmal =v| |E| | F
| | |N0rmal 'vl |E| | O
| | |N0rma| \-';l |D | |
| | |Norma| V_l |EI | 1
| | |Norma| .v_l |EI | |
Client Device Name Priarity [ Enakled
| || | normal ~| |oo:oooooo:00:00 | [
| || [normal v | |oo:oo0o:o0:00:00 | [
| || [normal v | |oo:oo00:00:00:00 | [
| || [mormal ~| |oooo:oooo:onoo | [
| || [mormal «| |oooo0ooo:00:00 | [

[Apply ] [ Cancel J [ Help ]

Click Apply and OK to save the setting.
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6.6 Administration

6.6.1 Management

The Management screen allows you to change the router’s log in password as well as
other administrative settings.

’.A-ﬂn‘-ﬁ'ilﬁ\; | Setup | Wireless | Security | o cecoes | PPRISSHORS S BT

networkingselutions Management | Log | actory = irmueare Upgrade | Restart

Router Pazsward:

Re-erter to Confirm:

Remote Management: Dizabled
Remote Upgrace: Dizabled
o Any P Address
Allovr Femote P Address: EI III EI EI EI
Femote Management Port: a0an
LIPRP: Enabled
Allowy Users to Configure: Enakled %
Allorey Users to Disable
Internet Access: Enabled |8

[ Backup Settings ] [ Restore Settings ]

[Apply ][ Cancel ][ Help ]

Router Password: Set the router’s log in password.

Remote Router Access: Select to enable or disable remote management/upgrade of
the router. You can allow remote management from any IP Address or a specified IP
Address as well as the port number.

UPNP: Universal Plug and Play (UPnP) allows Windows Me and XP to automatically
configure the router for various Internet applications, such as gaming and
videoconferencing.

Backup and Restore: You can choose to backup the router’s settings so that you don’t
have to manually configure the settings again if you reset the router to factory default.
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6.6.2 Log

You can choose to enable or disable logging of your network activity on this screen.

/i)

},ﬂ_ﬂ‘;lm.:ll;;.;

networkingsolutions Management | Log

Log

Disabled v

Logvievver [P Address: 192 168 .1 D

[Apply ][ Cancel H Helg J

Click Apply and OK to save the setting.
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6.6.3 Diagnostics

The Diagnostics screen allows you to perform Ping and Traceroute tests.

’...r*,['mulﬂll'.;-t | Setup | Wireless | Security | o -vooes | PPEESUONS SR EEHITEE T

networkingsolutions Maragement | Log | Dia | Factory Detautts irrm I

To P or URL Adcress: |

Packet Size: 32 bytes (32-65500)
Times ta Ping:
Start to Fing

To P o URL Address: | |

Start to Tracert

Ping Test: Enter the IP or URL Address you wish to ping and click Start to Ping.

Traceroute: Enter the IP or URL Address you wish to trace and click Start to Tracer.
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6.6.4 Factory Defaults

The Factory Defaults screen allows you to set all the router’s settings to the factory
default.

*..r'*"-ﬂﬂ!-'tl;,{ [ Sewp  Wireless | Seoury | o Acceos Appleations &L E T

networkingsolutions Marnagement | Log | Dia | Factory Defautts | Firmware Upgrade | Restart

[ Restare Factory Defautts J

Click on the Restore Factory Defaults button to restore all the settings to default.
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6.6.5 Firmware Upgrade

The Firmware Upgrade screen allows you to upgrade the router’s firmware.

olutions Management | Log | bia ac efaLilts i K

Please Select & File to |
Upgrade:

Start to Upgrade

|[ Browse.. |

Warning: Upgrading firmware may take a few minutes, please don't turn off the
povwer or press the reset button,

Upgrade must NOT be interrupted !!

You must download and unzip the new firmware first from www.airlink101.com

Click on Browse to browse to the new firmware, and click Start to Upgrade.
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6.6.6 Restart

The Restart page allows you to restart the router without restoring the settings to factory
default.

r_,é_n—;;ugﬁ.;

networkingsolutions Management | Log Jiag 3 actory Defaults Firmyvare Upgrade | Restart

Restart Super G 'Wireless Router

Click on the Restart button to restart the router.
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6.7 Status

6.7.1 Router

The Router screen displays various status of the router including the firmware version.

FoH IRLINKS cestrictions. | Gamine | Administration |

networkingsolutions Router |  LocalMetwork | Wi

Firmware Yersion:

1.10, May 19, 2005

Current Time: THU MAY 26 03:50:18 2005
Irternet MAC Address: 00:90:4h:e2:00:90

Host Mame:

Domain Mame:

Connection Type : Automatic Configuration - DHCP
IP Scelress 192.168.1.1

Subnet Mazk: 255.255.255.0

Default Gatewway: 192.168.1.1

DME1: 192.168.1.1

Dh=2: 0.0.0.0

DNE3: 0.0.0.0

[ IF Releaze J[ IP Renewr J

Click on the Refresh button to reload the screen.
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6.7.2 LAN

The LAN screen displays various status about your Local Area Network.

’...r{mhm;;{ | Setwp | Wircless | Security | pgiicione | Gaming

networkingsolutions Router | Local

00:90:4b:e2:00:90

Local MAC Address:

IP &ddress: 192.168.1.1
Subnet Mask: 255.255.255.0
DHCP Server: Enabled
Start IP Address: 192.168.1.100
End IP Address: 192.168.1.149

DHCP Client Table

Click on the DHCP Client Table to display a list of all the DHCP clients in your network.
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6.7.3 Wireless Network

The Wireless Network screen displays various status about your wireless network.

’,ré..m‘“'ﬂl"-'- | setup | Wireless | Security
101

Router |  Local Me

MAC Address: 00:90:4b:e2:00:90

e Mixed

Metweork Mame (SSID): default
Channel: 6 - 2.43TGHz
Security: WPA-Personal
SEI0 Broadcast: Enabled
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7. Troubleshooting

If you have trouble connecting to the Internet, try the following steps.
Step 1 Power off the Cable/DSL modem, router, and computer and wait for 5 minutes.

Step 2 Turn on the Cable/DSL modem and wait for the lights on the modem to settle
down.

Step 3 Turn on the router and wait for the lights on the router to settle down.
Step 4 Turn on the computer.

Step 5 Reconfigure the router as described in Section 3.

Step 6 Log in to the router and select the Status tab.

Step 7 Verify that the IP Address, Default Gateway, and at least one of the DNS fields
have valid numbers assigned to them (instead of all 0's).

SupeR G
MIRELESS ROUTER

S Administration Status

oca vork: il ark

Router | Local | Netwiork

Firmware “ersion: 1.10, May 19, 2005

Current Time: THU MAY 26 03:50:18 2005
Internet MAC Address: 00:90:4h:e2:00:90

Host Mame:

Datmain Mame:

Connection Type : Automatic Configuration - DHCP
IP Acidress: 192.168.1.1

Subnet Mask: 255.255.255.0

Default Gateway: 192.168.1.1

DNS1: 192.168.1.1

DhE2: 0.0.0.0

DNE3: 0.0.0.0

If you see all O’s, click on the IP Renew button (for Cable Modem users) or the Connect
button (for DSL users).

If each field has a valid number assigned, the router is connected to the Internet.
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Technical Support

E-mail: support@airlink101.com

Toll Free: 1-888-746-3238

Web Site: www.airlink101.com

*Super ™ technology (108 Mbps) can only be obtained when using products with Atheros Super G™ chipset

*Theoretical maximum wireless signal rate based on IEEE standard 802.11g specifications. Actual data throughput will vary.
Network conditions and environmental factors, including volume of network traffic, building materials and construction, mix of
wireless products used, radio frequency interference (e.g., cordless telephones and microwaves) as well as network overhead lower
actual data throughput rate.

Copyright © 2005 AirLink101. All rights reserved. AirLink101, the stylized AirLink101 logo, specific product designations, and all
other words and logos that are identified as trademarks and/or service marks are, unless noted otherwise, the trademarks and
service marks of AirLink101. All other product or service names are the property of their respective holders. AirLink101 products are
protected under numerous U.S. and foreign patents and pending applications, mask work rights, and copyrights.
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