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disclaims liability for any inaccuracies or omissions that may have occurred.

Information in this User’s Manual is subject to change without notice and does not represent
a commitment on the part of PLANET. PLANET assumes no responsibility for any inaccura-
cies that may be contained in this User’s Manual. PLANET makes no commitment to update
or keep current the information in this User’s Manual, and reserves the right to make im-
provements to this User’s Manual and/or to the products described in this User’s Manual, at
any time without notice.

If you find information in this manual that is incorrect, misleading, or incomplete, we would
appreciate your comments and suggestions.

FCC Compliance Statement

This equipment generates and uses radio frequency energy and if not installed and used
properly, that is, in strict accordance with the instructions provided with the equipment, may
cause interference to radio and TV communication. The equipment has been tested and
found to comply with the limits for a Class A computing device in accordance with the
specifications in Subpart B of Part 15 of FCC rules, which are designed to provide reason-
able protection against such interference in a residential installation. However, there is no
guarantee that interference will not occur in a particular installation. If you suspect this
equipment is causing interference, turn your Ethernet Switch on and off while your radio or
TV is showing interference, if the interference disappears when you turn your Ethernet
Switch off and reappears when you turn it back on, there is interference being caused by
the Ethernet Switch.

You can try to correct the interference by one or more of the following measures:

w Reorient the receiving radio or TV antenna where this may be done safely.

w To the extent possible, relocate the radio, TV or other receiver away from the Switch.

w Plug the Ethernet Switch into a different power outlet so that the Switch and the receiver
are on different branch circuits.

If necessary, you should consult the place of purchase or an experienced radio/television
technician for additional suggestions.

CE mark Warning

The is a class B device, In a domestic environment, this product may cause radio interfer-
ence, in which case the user may be required to take adequate measures.




Trademarks

The PLANET logo is a trademark of PLANET Technology. This documentation may refer to
numerous hardware and software products by their trade names. In most, if not all cases,
these designations are claimed as trademarks or registered trademarks by their respective
companies.

Revision

User’s Manual for PLANET ADSL Modem Router:
Model: ADE-3100A/ADE-3100B

Rev: 1.0 (August 2003)

Part No.: EM-ADE3100




TABLE OF CONTENTS

CHAPTER 1 INTRODUCTION ...ttt e e e s e e e e e s eeeaaas 1
ADE-3100 FEATURES .. cettiiiitee ettt ee et e e et e e et e e et e e e et e e st e e s et e e e eaaa e e s eraeeeesannns 1
INtErNEet ACCESS FEALUIES .......uueeiiii e e e e 1
AAVANCEA FUNCHIONS .. ...t e e et e e e e e et e e e e e 1
LAN FRATUIES ... ittt e e e e e et e e e e e et e e e eaaaas 2
Configuration & Management.............coooiiiiiiiiiiieeeeeeeeeeeeeeeee e, 2
SECUNMLY FEALUINES ....vviiiiiiiiiiiiii s s s s e s e e e e e e e e e e e e e e e e e e e e e e aaaaaaaaaeaaaeaaeeeeeeeeees 2

P ACKAGE CONTENTS ...ttt eeiie ettt e ettt e e et e e e e e e et e e e et e e eata e e eata e e ssanaeeetnaaeennsaaees 2
g2 (o I B = 7 [ N 3
FrONE PANEL... .. et e e r e aeeeees 3
REAI PANEL ... et aees 3
CHAPTER 2 INSTALLATION ... ottt s e e e e e e et e e e e e eeeraans 5
SYSTEM REQUIREMENTS ....cettutiiieeeiiettiieteeeseettaseeeeesesstasesesesesstanaeesssesstaneeeeesessranns 5
INSTALLATION PROCEDURE ....ccuuiiiiiiieeeiiieee ettt e e e e e e e e e e e e tae e e et e e e eaa e e e anaeeeatnnas 5
CHAPTER 3 LOGIN AND SYSTEM STATUS ... 7
]| PP 7
(=T oF= 1= 1T o PRSPPSO 7
ConNecting t0 ADE-3100..........uuutteiiiiiieeiiiiiee ettt s 7

S LU LR 9
CHAPTER 4 SYSTEM CONFIGURATION .....oottie e 11
OVERVIEW. ....cctuie et e ettt e ettt e ettt e et e e e et e e e et e e e st e e e st e e e esan e s esaeerebaseeernnneeeren 11
W AN CONFIGURATION ...ttt eeiii e e et e e et e e e et e e e et e e e et eeeeaan e e s et e e setaaesean e eesnnnaaeennn 11
PEIr VC SEUHING. ...cittiiieiiiiiiee ettt et st e e 11
INTERNET CONNECTION SERVICES .1uvuuiieiieeteiieeeeseeetiieesesseestasnsesessssstsnnseesssessannnns 12
T To (o =T, o T = PP 12
PPPoOE, PPPoA Connection for WAN (Routing mode) ............ccccoeeeeiiinnnnnnnn, 13
FiXed TP fOr WAN ..o e e et s e e e e e e rab s e eea e 16
DyNamiC IP fOr WAN ......ooiiieiiiieieieie s e e e n e e e aeaeaeaaeaeas 16

(@ 11 01T =T 11T o 17
LAN CONFIGURATION ...cttuieiii et it e ettt e e e et e e e e tte e e e st e eseat e e s et e eseta e esanneeesnnaeeesnnnns 20
DHGCP SEHING ..eeiiitteiie ettt sttt e e ebbe e e aeee 20
PPP CONFIGURATION ....ctiieitt e ee et e e ettt e e et e e e e e e et e e e es e e s et e e s et e e eeaneeessanaeeeaannns 21
AN IS = i 1N [ RPRR 23
VIRTUAL SERVERS ....tuniiiittiee it eeetee e ettt e e et e e s ete e e e et e e e eaaae e e e st e e eeaaeeeeranaeseraeererans 25
B\ S 610N = (18] 27N 1 [ N 27
2T L] = T = =4 R 27
SN =S = 1 N[ 3PP 28
CHAPTER 5 PC CONFIGURATION ...ttt e e e e e eens 29
OVERVIEW ...ttt ittt e et e et e et e et e e e et e e e et e e e et e e e saa e e est e e eaan e eatanaeeatneeeannsneeran 29
VVINDOWS CLIENTS .otuuieittteeetieeeett e e e eat e e e eat e e s et e e eeta e s estaeessaaeeeatseeeranseseraneeserans 29
TCP/IP SEINGS.. oo ii i a e e e e as 29
INEEINETL ACCESS ..niiiiiii et e e et e e et e e e e et eeeaa e e et e e eeaanaaes 35
MACINTOSH CLIENTS ..iiiitiieeiii et e e et e e e et e e e et e e e et e e e est e e s et e e eeta e esann e eetanaeeernnnns 36
TN O 1= = TSR 36
CHAPTER 6 ADMIN PRIVILEGE .....oeeiieieee e 37
T A A IS N U 37

F N\ S Y 7N U T 37




B O8RS 7 S T 38

[0 LU I o =S 1Y = 0 39
I N = Y N G 1 = I 40
ADSL CONFIGURATION .. 1ttt ettt e et e et e et e et e st s et e saa s s st s s e s st se s s et esaesrnrernerenes 41
RIP CONFIGURATION ..tutitttitttteti ettt et ettt e st e s st s ettt e st e sat s e saaesabesan s st seanessbasesnesrans 41
PASSWORD CONFIGURATION ... ttttttitett ettt eeetseteesttsseaesstasesasssnsesassenserasssnsssenssenns 43
MISC CONFIGURATION 11tiituiiiteitettteetesttestaessteest e saaesstesanesstsssnesstsesnaestasesnaessnns 43
RESET TO FACTORY DEFAULT ..ttt ettt et et e e st s et e s e e e e s e s eaneeeans 46
D17 N T N0 1 1 (O I =1 LT 46
CODE [MAGE UPDATE ... ittiititeieet ettt et s et et s et sttt s st st et s eaasssasesasesansasnseranseenees 47
NETWORK CODE IMAGE UPDATE ...ivuiiiiiiieeii ettt e et s et s e s st s s sb s eaanesans 47
R S 1 =11V N 1 L 47
APPENDIX A TROUBLESHOOTING ..ottt ettt e s n e 48
(@ V= =7 Y 48
GENERAL PROBLEMS ....itttiit ittt es e e e e e st e st s et et s et s s sb s ettt e sb e aaa e naneasbas 48
CONFIGURATION AND INTERNET ACCESS ..uituiitiiitiieiieeetieieeeiiseenessisesnessinsesnesenns 48
APPENDIX B SPECIFICATIONS . ...ttt et e e e s e e aaees 50
ADE-3100A/ADE-3100B .....cuiiiitieei ettt e et 50




Chapter 1
Introduction

This Chapter provides an overview of ADE-3100's features and ca-
pabilities.

Congratulations on the purchasing of ADE-3100. The ADSL Modem Router will
allow multiple LAN users to share an Internet user account, via a DSL connection.
Once the ADSL Modem Router is installed and configured, the Internet is just a
click away.

10/100BaseT LAN Internet

& &

== ~D5L
Mo derm

Figure 1-1: ADSL Modem Router

ADE-3100 Features

ADE-3100 incorporates many advanced features, carefully designed to provide
sophisticated functions for user’s convenience while surfing in the net.

Internet Access Features

w  Shared Internet Access. All users on the LAN can access the Internet
through ADE-3100, using only a single external IP Address. (Routing mode)

w  Standard Compliance. ADSL-Compliant with ANSI T1.413 Issue 2, ITU
G.992.1 (G.DMT), and G.992.2 (G.lite).

w  Data Transfer Rate. Data rate up to 8 Mbps downstream and up to 1 Mbps
upstream

User Friendly Interface. Simple and intuitive graphical user interface

Fixed or Dynamic IP Address. On the Internet (WAN port) connection,
ADE-3100A/4100B supports both Dynamic IP Address (IP Address is allo-
cated on connection) and Fixed IP Address.

Advanced Functions

w Virtual Servers. This feature allows Internet users to access Internet serv-
ers which located on LAN side. The required setup is quick and easy.

w  DMZ. One (1) PC on your local LAN can be configured to allow unrestricted
2-way communication with Servers or individual users on the Internet. This
provides the ability to run programs which demand for bi-directional communi-
cation.
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LAN Features

w  DHCP Server support. Dynamic Host Configuration Protocol provides a
dynamic IP address to PCs and other devices upon request. ADE-3100 can
act as a DHCP Server for devices on your local LAN.

Configuration & Management

Easy Setup. Use WEB browser from anywhere to begin the configuration.

Remote Management. PLANET ADE-3100 can be managed from any PC
on your LAN. And, if the Internet connection exists, it can also (optionally) be
configured via the Internet.

w  System Diagnostic & Log: 7 layer diagnostics with links to help pages
and system event logs can greatly help network administrator solve network
problem.

Security Features

w  Two-level password protected Configuration. Two-level password
protection can provided stronger protection to prevent unauthorized users
from modifying the configuration data and settings.

w  NAT Protection. An intrinsic side effect of NAT (Network Address Transla-
tion) technology is that by allowing all LAN users to share a single IP address,
the location and even the existence of each PC is hidden. From the external
viewpoint, there is no network, only a single device - ADE-3100.

Package Contents

The following items should be included:
ADE-3100 Unit
Power Adapter
CD-ROM containing user's manual
Quick Installation Guide
RJ-45 cable
RJ-11 cable

If any of the above items are damaged or missing, please contact your dealer
immediately.
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Physical Details

Front Panel
() PLANET R::;ig R ™ °  ADSL Modem Router
RX O o ADE-3100

WAN

Figure 1-2: Front Panel
LED definitions

LEDs Color | Active Description

PWR Green ON The power adaptor is connected to the Mo-
dem.

READY Green | Blink |The system is ready to use.

ADSL | Green ON |ADSL connection is established.
WAN TX Green | Blink |Transmitting data via ADSL link.
RX Orange | Blink |Receiving data via ADSL link.

LNK Green ON |The Ethernet connection is established.

LAN it i
ACT Green | Blink Transm|tt|_ng data or receiving data over
Ethernet link.

Rear Panel

o] L] o]

9VAC LAN ADSL

Figure 1-3: Rear Panel

Button definition

Reset Button This button has two (2) functions:
When pressed and released, ADE-3100 will reboot
(restart).

When reset button is pressed over 10 seconds and
then release. ALL data will be clear and restore ALL
settings to the factory default values.

Restore Default IP Address and Clear Password
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If ADE-3100's IP Address or password is lost, the following procedure can be used
to recover from this situation.

Pressing the Reset button for more than 10 seconds. ADE-3100 will restore to
factory default setting. Note that this should be done only when you had tried all the
troubleshooting options. Pressing the Reset button during operation may bring you
into the risk of creating IP address conflict between your PC and the router. In such
case, you may be compelled to reboot your entire system(s).




Chapter 2
Installation

This Chapter covers the physical installation of ADE-3100.

System Requirements

PC or TCP/IP compliant workstations

32 MB RAM

Ethernet Network Interface Controller (NIC) RJ45 Port
Internet Browser

Installation Procedure

© L ol

TG 4n FEEET oL
Connect to power adapter, To PC, Hub or Switch Connect to phone line from
Please use correct adapter, or ISP,
a serious damage might be
caused.,
Figure 2-1: Installation Diagram
Step 1

Choose an Installation Site

Select a suitable place on the network to install ADE-3100. Ensure ADE-3100 is
powered OFF.

Step 2

Connect LAN Cables

Use standard LAN cables to connect PCs to the LAN port on ADE-3100. Either
10BaseT or 100BaseT connections can be used.

Step 3
Connect WAN Cable

Connect one end of the RJ-11 phone cord to the LINE port on your ADSL modem.
Connect the other end of the RJ-11 phone cord to your wall phone jack.

Step 4
Power Up
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Connect the supplied power adapter to ADE-3100 and power up.
Use only the power adapter provided. Using a different one may cause hardware
damage.

Step 5

Check the LEDs

The LNK LED of LAN should be ON (provided the PC is also ON.).
The ADSL LED should be also ON.
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Chapter 3
Login And System Status

This Chapter details the first time login procedure and the Status
screen

Login

ADE-3100 contains an HTTP server. This enables you to connect to it, and config-
ure it, using your Web Browser. Your Browser must have JavaScript support.
The configuration program has been tested on the following browsers:

Netscape V4.08 or later
Internet Explorer V4 or later

Moreover, it is suggested to use an Ethernet LAN PC for the initial configuration of
ADE-3100.

Preparation

Before attempting to configure ADE-3100, please ensure that:

Your PC can establish a physical connection to ADE-3100. The PC and ADE-
3100 must be directly connected (using the LAN port on ADE-3100) or on the
same LAN segment.

ADE-3100 must be installed and powered ON.

If ADE-3100's default IP Address (10.0.0.2) is already used by another device,
the other device must be turned OFF until ADE-3100 is allocated a new IP Ad-
dress during configuration.

Connecting to ADE-3100

To establish a connection from your PC to ADE-3100:
1. After installing ADE-3100 in your LAN, start your PC. If your PC is already
running, restart it.
2. Start your WEB browser.
3. Inthe Address box, enter "HTTP://" and the IP Address of ADE-3100, as in this
example, which uses ADE-3100's default IP Address:
http:/10.0.0.2

4. If connection is established, a pop-up password request page will show up. The
default login User Name of ADE-3100 administrator is “admin”, and Password
is “epicrouter”. The default login User Name for non-administrator is “user”,
and Password is “password”.
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] Enter Network Pazsword, ﬂﬁi

Pleasze type your uzer name and passwaord.

Site: 10,002

Fealm Home (3 ateway
|

Lzer Mame ||

Pazzword I

[ Save thiz password in your password list

aF. I Cancel

Figure 3-1: Logon Window

If you can't connect

If ADW does not respond, check the following:

Machine is properly installed, LAN connection is OK, and it is »owered
ON. You can test the connection by using the "Ping" commar {:

Open the MS-DOS window or command prompt window.

Enter the command:

ping 10.0.0.2

If no response is received, either the connection is not wc king, or

your PC's IP address is not compatible with ADE-3100's | > Address.

(See next item.)
If your PC is using a fixed IP Address, its IP Address must be within the
range 10.0.0.3 to 10.255.255.254 to be compatible with ADE- 3100's de-
fault IP Address of 10.0.0.2. Also, the Network Mask must be set to
255.0.0.0. See Chapter 5 - PC Configuration for details on ch cking
your PC's TCP/IP settings.

Ensure that your PC and ADE-3100 are on the same network segment.
(If you don't have a router, this must be the case.)
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Home

Once you login in ADE-3100, its Home page will appear. It shows the firmware
versions and WAN and LAN interface status.

Status
Home

ADSL
A

5

N

lacd

PP

Configuration

=
o
=

=
g
=

fac]
=
e

=
-
[

Wirtual Server

=

NS

Bridge Filtering

ADSL

Home Page

Firmware Version

ETHADSL_USB_080902_RELSG

Custemer Software Version: 080902_RELSG

WAN

‘ IP Address ‘ Subnet Mask ‘ MAC Address

‘ 20373.254.218 ‘ 255.255.255.0 ‘ 00:05B4:06:01:25

LAN
IP Address | Subnet Mask MAC Address
10.0.0.2 ‘ 255000 00:05B4:06:01:24

Total Fumber of Lan Interfaces: 1

Number of ethernet dewices comnected to the DHCP server: 0

Figure 3-2: Home page

The ADSL Status page shows the ADSL physical layer status.

@ PLANET

+ tetworking & Communication

Status

Home

5%
=

A

e

E

Configuration

Wirtual Server

o

NS

Bridge Filtering

Al

ADSL STATUS

Showtime Firmware Version: 3.21
SHOWTIME

Line State:
Modulation:
Annex Mode:

Startup Attempts:

Mazx Tz Power:
CO Vendor:
Elaspsed Time:

G.dmt

ANNEX_A

1

-38 dBm/Hz
ANALOG_DEVICES
0 days 0 hours 3 minutes 6 seconds

‘ LCiownstream ‘ Upstream
‘ SNR Margin ‘ 397 ‘ 260 ‘ dBE
‘ Line Attenuation ‘ 2k ‘ 14.0 ‘ dB
‘ Errored Seconds ‘ il ‘ ]
‘ Loss of Signal ‘ o ‘ 0
‘ Logs of Frame ‘ ] ‘ ]
‘ CRC Errors ‘ il ‘ ]
‘ Diata Rate ‘ 512 ‘ B4 kbpe

Figure 3-3: ADSL status




ADE-3100 User Manual

LAN

The LAN page shows the information and status of LAN port, DHCP client table,
and linking status of Ethernet interface.

@ PLANET | o
£ Netwarking & Communication

‘ IP Address | Subnet Mask ‘ MAC Address

Status

‘ 10.0.0.2 ‘ 255.0.0.0 ‘ 00:05:B4:06:01:24
Home
ADSL Total Number of Lan Interfaces: 1
WA Number of ethernet devices connected to the DHCP server: O
PEP | | Ethernet Link Status: UP

USB Link Status: DOWN
Configuration

WAN
LAN
EEL.
NAT
Virtual Server
DNE
Bridge Filtering i

Figure 3-4: LAN status
PPP
The PPP page shows the status of PPP for each PPP interface.

@ PLANET |

Hatwarking & Cammunigation

Connection Pkts Pkts Bytes Bytes

Status # Name Togeifaces | (ode Staeas Sent Revd Sent Revd
1

simple ppp session

Home Pyc ) PPPoE | Connected G0 40 4707 1080
ADSL
LAN If a * appears under Mode column, youneed to check the WA configuration to make sure the VIC has the correct
== encapsulation
PR
g & Connection # |1
o Connect = ﬂl

Configuration
Wran
LAN
PPP
NAT

Firtual Server

=
i

N

Bridge Filtering

Figure 3-5: PPP status

10



Chapter 4
System Configuration

This Chapter details the configurations for ADE-3100

Overview

This chapter describes the setup procedure for:
WAN Access
LAN configuration

PCs on your local LAN may also require configuration. For details, see Chapter 5 -
PC Configuration.

WAN configuration

Select the WAN link under Configuration column to set up WAN connection. It is
required to know the type of Internet connection service used by your ISP.

Note: You only need to fill in the fields that your ISP provided, and leave the others
as default.

.(,’“ PLnNer B WAN Configuration
Status Per VC Settings
Home | Enahled? ‘ VFI ‘ VCI | Static TP Address | Subnet Mask | Gateway
ADSL [Ves = ‘ 0 ‘ 33 ‘ | ‘ [oooo ‘ [oooo
LAN
PEP - MMAC SPOOFING
E——————— Mac Spoofing Disahle =
Configuration ac Address 00:00:00:00:00:00
ATM
LAN
Service Category UBR 'I
PEF
. Bandwidth [ kbps
NAT
Slrinalinerves ENCAPSULATION  [FPRecLiC -
DHE
EBridge Filtering -l ERIDGE Disabled =

Figure 4-1: WAN Configuration

Per VC Setting

Under Per VC Setting, it provides the configurations for IP address, subnet mask,
gateway, and VPI/VCI, where VPI and VCI must be filled.
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Per VI Settings

|Enabled'? ‘ VPI ‘ VCI ‘ Static IP Address | Subnet Mask ‘ Gateway

||YesL| ‘|U ‘133 ‘|U.U.D.U |iu.n.u.u ‘lu.u.u.u

Figure 4-2: Per VC Settings

To switch between the PVCs, please choose the options of virtual circuit and click
on the Submit button to switch over.

DHCP

[T DHCP client enable

Host Name

= 3 T e o b

~l
Skt | ﬂl

Figure 4-3: Switch between PVCs

Yirtual Circuit:

Internet connection services

Types of Internet connection services supported by ADE-3100 are explained below.

Bridge Mode

Step 1
At the WAN Configuration page, insert the VCI/VPI provided by ISP.
Enable “Bridge”, and choose suitable packet encapsulation.

BRIDGE

Figure 4-4: Bridge status

12
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ENCAPSULATION FFPoELLC j

FFFob, ViC-Mux
FFPoA LLC

: These two options
1483 Bridged [P LLC ‘Sre for bridge mode.

BRIDGE 1443 Routed TP 1L o
1433 Bridged [P WVC-Mux
1483 Routed TP VM
Clazzical TP over TR
IGMP FFPoE WC-Mux

FFPoE MNone

Figure 4-5: Encapsulation types of Bridge mode

Step 2
Click “submit” to commit modifications you've done, then click “Save Configura-
tion” to store settings. (Modifications will not take effects until next reboot.)

Step 3
Click on “NAT” tab on left panel, and disable the NAT function in the option menu.
i NAT Configuration
&, PLANET
=%+ Networking & Communicauon
Disahled | MNAT
Status
Session Name User's IP Action

= = | A 5

ADSL

. oo

LAN

PPP = ]

‘ # | Session Name | User's IP ‘
Configuration Mumber of NAT Configurations 0

WAN Sessfon Mame Configuration

LAN Settings need to be saved to Flash and the system needs to be rebooted for changes to take effect.

233 Available Sessions

NAT ’T Session Name | Interface

Wirtual Server

Number of Sessions 0
DHNS
Eridge Filtering -
Figure 4-6: NAT Disable screen
Step 4

Click “Save settings” on left panel to write configuration into machine, and reboot
to make settings effective.

PPPoE, PPPoA Connection for WAN (Routing mode)

If PPPoOE (Point-to-Point Over Ethernet) or PPPoA (Point-to Point Over ATM) is
provided to establish communications, User Name and Password are required to

13
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be obtained from ISP. And VCI/VPI values must be obtained from them as well, for
some local ISPs don't offer this information actively.

To set up a PPPoE or PPPoA connection for WAN, follow the instructions below:
Step 1

Fill in the VCI/VPI entries with the information you get from ISP.

Step 2

Choose suitable packet encapsulation (PPPoA LLC/VC-Mux, PPPoE LLC/VC-Mux).
Disable “Bridge”. (Packet encapsulation information also has to be obtained from
ISP.)

EHCAPSULATION

FPPoa VO M
FFFoA LLC

BRIDGE 1483 Ronted [P LLC N
1483 Bridged [P VO Mux ptions for
1483 Routed [P V- Mux PPPOE/PPPOA
IGMP

PPc::E Fone E

Figure 4-7: Encapsulation types of PPPoE/PPPoA

Service Name

If your ISP provides this info, please type it into the field or leave it blank (factory
default).

User Name and Password

Fill in the entries with the information provided by ISP.

Disconnect Timeout

It is the amount of time you would like to pass before the Router drops your Internet
connection due to inactivity. Enter zero (0) in the field to remain Internet connection
on at all time. The idle time ranges from 0 to 32767 seconds.

MRU

Maximum Receive Unit indicates the peer of PPP connection the maximum size of
the PPP information field this device can be received. The default value is 1492 and
is used in the beginning of the PPP negotiation. In the normal negotiation, the peer
will accept this MRU and will not send packet with information field larger than this
value.

MTU

Maximum Transmission Unit indicates the network stack of any packet is larger
than this value will be fragmented before the transmission. During the PPP negotia-
tion,the peer of the PPP connection will indicates its MRU and will be accepted. The
actual MTU of the PPP connection will be set to the smaller one of MTU and the
peerjis MRU. The default is value 1492.

MSS

Maximum Segment Size is the largest size of data that TCP will send in a single IP
packet. When a connection is established between a LAN client and a host in the
WAN side, the LAN client and the WAN host will indicate their MSS during the TCP

14
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connection handshake. The default value is 1432.

Authentication

When AUTO option is chosen, the PAP mode will run first then CHAP.

Automatic Reconnect

If you check this option, the Disconnect Timeout should set to 0 second. Otherwise
there will be a conflict between them.

DHCP

Leave this option unchecked.

PPP

Service Name

Username [0195050

Pazzword bR

Discomnect Timeout 0 seconds (Max:32767)
MET 1452

MTU I_lm—

MES F@—

Authentication m

M Automatic Reconnect ‘Advanced PPP configuration
DHCF

I DHCF client enable

Host Name |
Figure 4-8: PPP setting Screen
Step 3
Click on “NAT” tab on left panel, and enable the NAPT function in the option menu.
Step 4

Click “Save settings” on left panel to write configuration into machine, and reboot
to make settings effective.

15
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Fixed IP for WAN

If your ISP has assigned static IP address, you may connect to the Internet by using
a fixed, or static address. To set up a Fixed IP for WAN, do the following steps as
an example.

Step 1

Enter the information of Static IP Address, Subnet Mask and Gateway provided
by ISP. Note: These parameters are required for building up connection. If one of
these information incorrect or unavailable, please contact your ISP for correct
information.

Per VC Settings

‘Enabled? ‘ VFI ‘ VCI ‘ Static IP Address | Subnet Mask ‘ Gateway

‘ |Yes j ‘ IO ‘ 133 ‘ I0.0.0.0 | I0.0.0.0 ‘ I0.0.0.0

Figure 4-9: Fixed IP set-up screen
Step 2

Choose suitable packet encapsulation (1483 Bridged/ Routed LLC, 1483 Bridged/
Routed Mux, Classical IP over ATM). And Disable “Bridge” function.

Step 3

Click “submit” to commit modifications you’ve done, then click “Save Configura-
tion” to store settings. (Modifications will not take effects until next reboot.)

Step 3

Click on “NAT” tab on left panel, and enable the NAPT function in the option menu.
Step 4

Click “Save settings” on left panel to write configuration into machine, and reboot
to make settings effective.

Dynamic IP for WAN

If ISP provides a dynamic IP for Internet connection, following steps illustrate how
to enable the connection via ADE-3100.

Step 1

Choose suitable packet encapsulation (1483 Bridged/ Routed LLC, 1483 Bridged/
Routed Mux, Classical IP over ATM). And Disable “Bridge” function.

Step2

Check the DHCP option, and fill in the Host Name field (if required.) (This informa-
tion should be obtained from ISP. If there is no special demand for this, leave this
column blank.)

DHCP

; Check this,then fill in
CDHCP shent eunble the Host Mame obtained from ISP,

Host Name < | S
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Figure 4-10: DHCP client enable
Step 3
Click on “NAT” tab on left panel, and enable the NAPT function in the option menu.
Step 4

Click “Save settings” on left panel to write configuration into machine, and reboot
to make settings effective.

Other settings

Here are explanations about some fields not mentioned above.

MAC Spoofing

The MAC Spoofing is developed to solve the scenario when the ISP only recog-
nizes one MAC address. Copy the ISP-recognized MAC address here.

MAC SPOOFING

Mae Spoofing Disakle -

Mac Addres Imm:mm:m:m

Figure 4-11: MAC Spoofing
ATM

If your ISP provides this information to you, fill it in appropriate field.

Service Category

UBR and CBR are two different types of service supported from the ATM.
Bandwidth

Bandwidth setting takes effect only when the CBR is selected. The maximum
available bandwidth is from the upstream data rate of ADSL status page.

ATH

Service Category I UEE - I
Bandwidth [0 Kbps

Figure 4-12: ATM Bandwidth Category

IGMP
Support IGMP proxy/relay function for ADSL modem, based on the following
requirement and case:

« On CO side, there must be at least one IGMP querier (router) present. IGMP
querier will send IGMP query packet. The ADSL modem is responsible to relay
these IGMP query to Ethernet.

- End-user multicast application device send IGMP report while receiving IGMP
query or being activated by user, the ADSL modem should be responsible to
proxy (that is, change source IP to ADSL modem’s WAN IP) the IGMP report to
ADSL WAN side, include all PVCs. The same case is for IGMP leave packet.

- It is not necessary to relay multicast routing between two ADSL PVCs or two
interfaces in LAN side.
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+ Special purpose multicast packet (such as RIP 2 packet) should run without

interference.
Table 4-1 IGMP packets process
Rx Entity Packet Class TTL Action Notes
ADSL IGMP query 1 Relay to Ethernet
IGMP report 1 Ignore
IGMP leave 1 lgnore
General Multicast IP - Relay it to Ethernet.
Ethernet IGMP query 1 lgnore
IGMP report 1 Relay to all ADSL PVC
IGMP leave 1 Relay to all ADSL PVC
General Multicast IP | - Ignore

Note: Before the IGMP mode is enabled; please go to the Misc Configuration page to
enable the IGMP proxy. Otherwise, the IGMP selection will not be valid.
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Table 4-2 WAN configurations Overview

Bridge Mode Router Mode Router Mode
(Dynamic IP) (Dynamic IP) (Static IP)
Configuration - WAN
Enabled? Yes Yes Yes
VPI Provided by ISP Provided by ISP Provided by ISP
VCI Provided by ISP Provided by ISP Provided by ISP
Static IP Address N/A (0.0.0.0) N/A (0.0.0.0) Provided by ISP
Subnet Mask N/A (0.0.0.0) N/A (0.0.0.0) Provided by ISP
Gateway N/A (0.0.0.0) N/A (0.0.0.0) Provided by ISP

Encapsulation

1483 Bridged IP
LLC

PPPoOE LLC or
PPPoA VC-Mux

1483 Routed IP
LLC

Bridge Enabled Disabled Disabled
PPP Service Name |N/A Blank N/A
PPP User Name N/A Provided by ISP N/A
PPP Password N/A Provided by ISP N/A
Virtual Circuit 0 0 0
Configuration — LAN

DHCP Server | Unchecked | Checked | Checked
Configuration — NAT

NAT | Disabled NAPT |NAPT

Configuration — DNS

DNS Proxy Selection

Disabled DNS

Use Auto Discov-

Use User Config-

Proxy ered ured
Prefer DNS Server |N/A (0.0.0.0) N/A (0.0.0.0) Provided by ISP
Alternate DNS N/A (0.0.0.0) N/A (0.0.0.0) Provided by ISP

Server

Note: Encapsulation is based on the ISP configuration. It may be different for
different ISPs and countries.

19




ADE-3100 User Manual

LAN Configuration

The LAN IP and Subnet Mask of ADE-3100 are the values seen by the users on
their internal network. The default IP is 10.0.0.2 for IP and 255.0.0.0 for Subnet
Mask.

LAN Configuration

IP Address [10.0.0.2

Subnet Mask |255.0.0.0

Figure 4-13: LAN Configuration

DHCP Setting

A DHCP (Dynamic Host Configuration Protocol) Server automatically assigns IP
address to each computer on your network. Unless you already have one, it is
highly recommended that your router be set up as a DHCP server..

- System Allocated
The DHCP address pool is based on LAN port IP address plus 12 IP addresses.
For example, the LAN IP address is 10.0.0.2; the DHCP address pool is at the
range of 10.0.0.3 to 10.0.0.14.

« User Defined
The DHCP address pool is at the range of User Defined Start Address and
User Defined End Address. Maximum IP pool size in ADE-3100 is 253.
IP address range: 255 total IP addresses — 1 broadcast address — 1 LAN port IP
address.

- DHCP gateway selection
The default setting for the DHCP Gateway Selection is “Automatic”. The user
can select the “User Defined” to specify “User Defined Gateway Address”. The
DHCP server will issue the “User Defined Gateway Address” to the LAN DHCP
clients.

- Lease time
The Lease time is the amount of time of a network user will be allowed to con-
nect with DHCP server. If all fields are 0, the allocated IP addresses will be
effective forever.

- User mode
Single User mode: DHCP server only allocates one IP address to local PC.
Multiple User mode: DHCP server allocates the IP addresses specified bye the
DHCP address pool.
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¥ DHCP Server
DHCP address pool selection & Zystem Allocated

& User Defined

TTser Defined Start Address I1D.D.D.4

Tser Defined End Address |1EI.D.D.15

DHCP gateway selection = Antomatic

i Tser Defined

Tser Defined Gateway Address |

Lease Tune |1_ days [E'_ hours IE_ minhutes IU_ seconds
Teer Mode IMuIti-User 'l

Fthernet Mode Setting

Subrmit I Feset I

Figure 4-14: DHCP server settings
- Ethernet Mode Setting:

By clicking this link, you will be directed to Ethernet Mode page. You can specify the
type of LAN connection or use AutoSense. Default is AutoSense.

Ethemet Maode
Ethernet Mode: IﬁutcSme 'I
Subrndt | Resatl

Settings need to be saved to Flash and the swstem needs to be rebooted. for changes to take effect.

Figure 4-15: Ethernet Mode

PPP Configuration

This page allows the user to configure multiple PPP sessions for each PVC. It can
support up to total of 16 PPP sessions, and each PVC can support up to 8 PPP
sessions. The multiple PPP sessions may be configured with any combination over
8 PVCs.
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(=
Configuration FPP Configuration
WAN
Session Name |
LAN
. PVC IO -
i1y
Service Name (PPPoE onl
Wi ( ¥) |
; Account to Use ISlmplEpppaCCOumO ~
Wirtual Server
DN Disconnect Timeout |0 seconds (Maz:32767)
I1492
Bridge Filtering MED
’ |1492,
Tiireless M,
Save Seltings b lmz
Reboot without saving Authentication [ 5]
™ Automatic Reconnect
4 3 AddModify v |  Submit | Reset
Admin Privilege —I —I
WAN Status : A Disconnect i
# Session Adapter | Mode Service | Account Timeout | MRU | MTU | MSS Authentication
Name Name | to Use Mode
ATM Status (sec)

Figure 4-16: PPP Configuration

Session Name

This field allows the user to enter his/her own session Name to distinguish dif-
ferent session for different PPP accounts and different PVCs.

PVC

This field allows the user to choose the specific PVC for PPP session.

Service Name

The service name of PPP is required by some ISPs. If the ISP does not provide
the Service Name, please leave it blank.

Disconnect Timeout

The Disconnect Timeout allows the user to set the specific period of time to dis-
connect from the ISP. The default is 0, which means never disconnect from the
ISP.

MRU

Maximum Receive Unit indicates the peer of PPP connection the maximum size
of the PPP information field this device can be received. The default value is
1492 and is used in the beginning of the PPP negotiation. In the normal negotia-
tion, the peer will accept this MRU and will not send packet with information field
larger than this value.

MTU

Maximum Transmission Unit indicates the network stack of any packet is larger
than this value will be fragmented before the transmission. During the PPP ne-
gotiation,the peer of the PPP connection will indicates its MRU and will be
accepted. The actual MTU of the PPP connection will be set to the smaller one
of MTU and the peer's MRU. The default is value 1492.

MSS

Maximum Segment Size is the largest size of data that TCP will send in a single
IP packet. When a connection is established between a LAN client and a host in
the WAN side, the LAN client and the WAN host will indicate their MSS during
the TCP connection handshake. The default value is 1432.

Automatic Reconnect

When it is checked, it will maintain the PPP connection all the time. If the ISP
shut down the PPP connection, it will automatically reconnect PPP session.
Authentication

When AUTO option is chosen, the PAP mode will run first then CHAP.
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PPP Configuration Status will be displayed at the bottom of this page to show all
the Session Names with its Adapter (PVC number), Mode (PPPoA or PPPOE),
Service Name, Account to Use (PPP Account ID), Disconnect Timeout configu-
ration, MRU, MTU, MSS, Authentication Mode (Auto, CHAP or PAP), and Auto
Reconnect configuration.

To configure the above settings, you must go to the PPP Account Configuration
page first to configure Account ID, Users Name and Password.

PPP Account Configuration

acct 1d [simple ppp account 0

User Name |

Password |

[Deee =] Sul:mitlﬂl

‘ # ‘ Account Name User Name

n

Figure 4-17: PPP Account Configuration

simple ppp account 0 | 10195090

The number of PPF accounts iz 1

u AccountID
This field allows the user to enter his/her own account ID to distinguish different
accounts.
U User Name
Enter the PPP user name (usually provided buy the ISP).
U Password
Enter the PPP password (usually provided buy the ISP).

PPP Account Configuration Status will be displayed at the bottom of this page to
show all the accounts with its Account Name and User Name. (It does not show
the password.)

The Number of PPP Accounts displays the total number of PPP Accounts is en-
tered.

NAT Settings

The NAT Configuration page allows the user to set the configuration for the Net-
work Address Translation.

Dynamic NAPT

The default setting is Dynamic NAPT. It provides dynamic Network Address Trans-
lation capability between LAN and multiple WAN connections, and the LAN traffic is
routed to appropriate WAN connections based on the destination IP addresses and
Route Table. This eliminates the need for the static NAT session configuration
between multiple LAN clients and multiple WAN connections. When the Dynamic
NAPT is chosen, there is no need to configure the NAT Session and NAT Session
Name Configuration..

NAPT (Static)

The NAPT option maps the single WAN IP addresses to many local PCs IP ad-
dresses (1xN). It is the multiple-mapping mechanism. For each WAN Interface,
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more than one local PC can be associated with one WAN Interface. Click the
Session Name Configuration link to add the session name for WAN interface.

@ PLANET

=2 Nowrking & Communicatian

Status

Configuration

=
o
=

=
=
=

,U
]
=

=
=3
fey

E

Wirtual Server

=

HE

Eridge Filtering i

i Session Name

NAT Configuration

HAPT x| NAT
Session Name User's IP Action
= I [H
Submit | Reset
‘ # | Session Name | User's IP ‘

Mumber of NAT Configurations 0

Session Name Configuration

Seftings need to be saved to Flash and the system needs to be rebooted for changes to take effect,

B

Available Sessions

Interface

Session Name

Mumber of Sessions 0

Figure 4-18: NAPT configuration

This field allows the user to select the session from the configured NAT Session

Name Configuration.

i User’sIP

This filed allows the user to assign the IP address to map the corresponding

NAT/NAPT sessions.

Session Name Status will be displayed at the middle of this page to show the
corresponding Session Name with its IP address.
Number of NAT Configurations displays the total number of NAT Sessions is en-

tered.

Available Sessions Status will be displayed at the end of this page to show all
the Session Names with its WAN Interface.
Number of Session displays the total number of NAT Sessions Name is entered.

NAT (Static)

The NAT option only maps single WAN IP address to the local PC IP address. It is
a peer to-peer mapping. (1x1) For each WAN interface, only one local PC IP ad-
dress can be associated with each WAN interface. Click the Session Name
Configuration link to add the session name for WAN interface.
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NAT Session Name Configuration

Session Ifame Interface Action

|IpPuco =l|add =]
Submit | Feset I

’:‘ Session Name

Go back to MAT Configuration

Interface

Settings need to be saved to Flash and the system needs to be rebooted for changes to take effect.

Mumber of AT Sessions 0

Figure 4-19: NAT Session Name Configuration

U Session Name
This field allows the user to enter his/her own session Name to distinguish dif-
ferent NAT session for different interfaces among different PPP sessions and
different PVCs.

U Interface
This field allows the user to choose specific WAN Interface (PVC or PPP Ses-
sion) for NAT Session.

NAT Session Name Status displays at the bottom of this page to show all the
NAT Session Names with its WAN Interface.

Number of NAT Configurations displays the total number of NAT Sessions
Name is entered.

Click the Go back to NAT Configuration link to the NAT configuration page. Select
the NAT option. Select the Session Name and assign the PC IP address, and
choose the Add action. Click the Submit button and go to the Save Settings to save
this configuration.

Virtual Servers

Virtual server feature allows users to make Servers on your LAN accessible to
Internet users. Normally, Internet users would not be able to access a server on
your LAN because of native NAT protection.

The "Virtual Server" feature solves these problems and allows Internet users to
connect to your servers.

For Internet users to access all virtual Servers on LAN side, they have to
connect to WAN port IP on ADE-3100 allocated by ISP.

To provide server-based service, WAN IP address should be static, rather than
dynamic, to make it easier for Internet users to connect to your Servers.

However, DDNS (Dynamic DNS) service allows users to connect to your Virtual
Servers using a URL, instead of an IP Address.

You can set up public services on your network by configuring the values in the
Virtual Server Configuration page. You may assign certain IP addresses as the
destination of the network information. When users from the Internet make certain
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requests of your network, ADE-3100 will forward those requests to the appropriate
computer. (Note: DHCP function must be disabled or the local server itself has to
be fix-IP addressed to use this function.)

This function is generally used to set up a web server, ftp server, or e-mail server
on your network. Figure shows the screen of Virtual Server Configuration page,

To add a Virtual Server:

Step 1

Select the public port number used by the service, ranged from 0 to 65535.
Step 2

Select the private port number used on internal server mapping to public port, it is
not required to be the same as public port number.

Step 3
Select appropriate communication type via type of port checkbox.
Step 4

Enter the Host IP Address of local server that you want the Internet users to be
able to access.

Step 5
Click the “Add This Setting” button to save the settings.
Step 6

Click “Save settings” on left panel to write configuration into machine, and reboot
to make settings effective.

Wirtnal Server Configumtion

1D Public Port Private Port Port Type Host IP Address

- Uze the following form to add specisl port that wou want to be opened for wour special application
1D Public Port Private Port Port Type Host IP Address

OO

Add This Setting

Settiges need to be sed to Flash and thif svstem need:s togbe rebooted forc

Enter the IP of internal server,
Choose type of port

Specify the private port number mapping to public port.

Specify a public service port number.

It will be assigned automatically by system.

Figure 4-20: Virtual Server Configuration Screen
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DNS Configuration

The DNS Configuration page allows you to set the configuration of DNS proxy.
ADE-3100 supports the DNS proxy function. For the DHCP requests from local
PCs, the DHCP server will set the LAN port IP as the default DNS server. Thus, all
DNS query messages will come into LAN port first. The DNS proxy on the ADSL
modem recorded the available DNS servers, and forward DNS query messages to
one of DNS server.

Four DNS proxy modes available in ADE-3100:

Disable DNS Proxy

The LAN port does not process the DNS query message. For the DHCP requests
from local PCs, the DHCP server will set the user-configured preferred DNS sever
or alternate DNS server whichever is available as the DNS server. Then all DNS
guery messages will be directly sent to the DNS servers.

Use Auto Discovered DNS Servers Only

The DNS proxy will store the DNS server IP addresses obtained from DHCP client
or PPP into the table. And all DNS query messages will be sent to one of the dy-
namically obtained DNS servers.

Use User Configured DNS Servers Only
The DNS proxy will use the user-configured preferred DNS server and alternate
DNS server. And all DNS query message will be sent to one of DNS servers.

Auto Discovery + User Configured
The DNS proxy’s table has all the IP addresses of dynamically obtained and user
configured DNS servers.

DS Configmration

DA Proxy Selection | Use Auto Discoversd DNS Servers Only ;!
Diisahble DNS Proysr

e St Discovered DNS Servers Cinly
User Contig e Tiser Confizured LINS Servers Only
Preferred DS §8m0 Discovery + User Condizured,

Llternate DN Server |0.0.0.0

Subrodt I ﬂ'

Bettingz need to be saved 1o Flash and the swstem needs o be rebooted for the cheanges o take effect.

Figure 4-21: DNS Configuration Screen

Bridge Filtering

The Bridge Filtering configuration page allows you to set the configuration of IP
filtering. You can add 4 records max.

Source MAC

When the bridge filtering is enabled, enter the Source MAC address, select Block
and click Add. Then all incoming WAN and LAN Ethernet packets matched with
this source MAC address will be filtered out. If the Forward is selected, then the
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packets will be forwarded to the destination PC.

Destination MAC

When the bridge filtering is enabled, enter the Destination MAC address, select
Block and click Add. Then all incoming WAN and LAN Ethernet packets matched
with this destination MAC address will be filtered out. If the Forward is selected,
then the packets will be forwarded to the destination PC.

Type

Enter the hexadecimal number for the Ethernet type field in Ethernet_II packets.
For example, 0800 is for IP protocol.

Eridge Filtering
Enshle Bridge Filtering: © ez @& o
ID Source IWACH* Destination MA&C*  TYPE**
1 @ Biock O Forward Add

* NAC address should looks like 000002 a5 0
*#* TYPE iz Ethernet type should looks like a5

Figure 4-22: Bridge Filtering Screen

If any modification is made by administrator via web interface, the new settings
need to be saved into the flash and reboot ADE-3100 to make the changes effec-
tive.

" Write settings to flash and reboot.
Configuration M
WAN
LAN
PRP
NAT

Wirtual Server

=

M3

Eridge Filtering

Wireless

Eeboot without saving

Figure 4-24: Save Settings
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Chapter 5
PC Configuration

This Chapter details the PC Configuration required on the local ("In-
ternal") LAN.

Overview

For each PC, the following may to be configured:
TCP/IP network settings
Internet Access configuration

Windows Clients

This section describes how to configure Windows clients for Internet access via
ADE-3100.

The first step is to check the PC's TCP/IP settings.

ADE-3100 uses the TCP/IP network protocol for all functions, so it is essential that
the TCP/IP protocol be installed and configured on each PC.

TCP/IP Settings

If default ADE-3100 settings are loaded, and default Windows 95/98/ME/2000
TCP/IP configuration, no changes need to be made.

By default, ADE-3100 will act as a DHCP Server, automatically providing a
suitable IP Address (and related information) to each PC when the PC boots.

For all non-Server versions of Windows, the default TCP/IP setting is to act as
a DHCP client.

If you wish to check your TCP/IP settings, the procedure is described in the
following sections.
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Windows 9x/ME

1. Select Control Panel - Network. You should see a screen like the following:

Network EHE

Canfiguration | |dentification | Access Control |

The following network components are installed:

% NetBEUI-> PCI Fast Ethemet Adapter 2
i MNetBEUI -» DiaHUp Adapter

4 NetBEUI -> Dial-Up Adapter #2 VPR Suapor)

A TCRP/IP -» PCl| Fast Ethernet Adapter
W TCP/IP -> DialJp Adapter

i TCP/IP -> Dial-Up Adapter #2 (VPN Suppor)

U= File and printar sharing for Netware Networks -

4| | »

Add... Bemowe Froperties

Figure 5-1: Network Configuration
2. Select the TCP/IP protocol for your network card.
3. Click on the Properties button. You should then see a screen like the following.

TCP{IP Properties K E
Bindings | Advanced | NetBIOS |  DNS Configuration |
Giatewsay | WIMS Configuration IF Address

An IF address can be automatically assigned to this computer. If
wiour network does not automatically assign P addresses, ask ywour
netwark administrator far an address, and then type itin the space
fbelow.

{= Ohtain an IP address automatically

" Specity an IP address:

[P Andress: | i . . |

aubnet Mask: | . . . |

Figure 5-2: IP Address (Win 95)
Ensure your TCP/IP settings are correct, as follows:

Using DHCP

To use DHCP, select the radio button Obtain an IP Address automatically. This is
the default Windows settings.

Restart your PC to ensure it obtains an IP Address from ADE-3100.

Using "Specify an IP Address"

If your PC is already configured, do NOT change the settings on the IP Address
tab shown in Figure above.

On the Gateway tab, enter ADE-3100's IP address in the New Gateway field
and click Add, as shown below. Your LAN administrator can advise you of the
IP Address they assigned to ADE-3100.
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TCFE/IF FProperties

Bindings | Advanced | NetBIOS | DMNS Configuration |
Gatewey ] WINS Configuretion | IF Address

The first gatewey in the Installed Gateway listwill be the default. The
oddress ardarin the list will be the order inwhich these machines

are used.
HMew gateway:

Instelled gateways:

Figure 5-3: Gateway Tab (Win 95/98)

On the DNS Configuration tab, ensure Enable DNS is selected. If the DNS
Server Search Order list is empty, enter the DNS address provided by your ISP
in the fields beside the Add button, then click Add.

Gateway ] WS Configuration ] IP Address ]
Bindings | Advanced | NetBIOS DINS Configuration
" Disable DNS

& Enable DMNS

Host: Domain:

DMNS Server Search Order

d . D Add ‘

Figure 5-4: DNS Tab (Win 95/98)

Windows 2000
1. Select Control Panel - Network and Dial-up Connection.

2. Right click the Local Area Connection icon and select Properties. You should
see a screen like the following:
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Local Area Connection 7 Properties

General | Sharing |

Connect using;

| Elf} PLAMNET ENW-9504 PCl Fast Ethernet Adapter #3

Cormponents checked are used by this connection:

-
Check Foint SecuRemaote
File and Printer Sharing for Microsoft Networks

-
S CRIEEE M Femtmmn] D s
1| | B

Install .. Uninstall Froperties

—Description

Allows your computer to access resources on a Microsoft network.

[~ Show icon in taskbar when connected

oK | Cancel

Figure 5-5: Network Configuration (Win 2000)

3. Select the TCP/IP protocol for your network card.

4. Click on the Properties button. You should then see a screen like the following.
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Internet Protocol {TCP/IP) Properties

General

Tou can get IP sethings aszigned automatically if your network, supports
thiz capahility. Othemnwize, pou need to ask your network. administrator for
the appropriate P zettings.

% Obtain an [P address automatically

—{" Lsze the following IP address;
|F address: I

Subnet magk: I

[efault gatewa: I

¢ Obtain DMS server address automatically

—{ Lsze the following DMS server addresses:

Freferred DNS semver I

Alternate DMS server: I

Ok | Cancel |

Figure 5-6: TCP/IP Properties (Win 2000)

5. Ensure your TCP/IP settings are correct:

Using DHCP

To use DHCP, select the radio button Obtain an IP Address automatically. This is
the default Windows settings.

Restart your PC to ensure it obtains an IP Address from ADE-3100.

Using a fixed IP Address ("Use the following IP Address")

If your PC is already configured, check with your network administrator before
making the following changes.

Enter ADE-3100's IP address in the Default gateway field and click OK. (Your
LAN administrator can advise you of the IP Address they assigned to ADE-
3100.)

If the DNS Server fields are empty, select Use the following DNS server ad-
dresses, and enter the DNS address or addresses provided by your ISP, then
click OK.
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Windows XP
1. Select Control Panel - Network Connection.
2. Right click the Local Area Connection and choose Properties. You should see a

screen like the following:

-i Local Area Connection Properties

General |Authentication Advanced |

Connect using:
i BE Mational Semiconductor Corp. DPE3820 Gigabit Metwoark | |

-

Thiz connection uzes the following ikems:

= MwiLink NetBIOS
T NWLink, IP=</SF=/NetBlI0S Compatible Transport Prot
pa Internet Protocal [TCP/AR)

v
s | B
[rescription

Tranzmission Control Protocol/interet Protocal. The default
wide area network protocol that provides communication
across diverse interconnected networks.

[[] Show icon in natification area when connected

[ 0K H Cancel ]

Figure 5-7: Network Configuration (Windows XP)

3. Select the TCP/IP protocol for your network card.
4. Click on the Properties button. You should then see a screen like the following.

Internet Protocol (TCP/IP) Properties

General | Alternate Configuration

“Y'ou can get IP zettings assigned automatically if your netwark, supparts
this capability. Othenwize, pou need to ask your netwark, adrinistrator for

the appropriate |F settings.

() Uze the fallawing IP address:
| |
e =

() Obtain DNS server address automatically

() Use the following DNS server addresses:

l_ Ok H Cancel ]

Figure 5-8: TCP/IP Properties (Windows XP)

5. Ensure your TCP/IP settings are correct.




System Configuration

Using DHCP

To use DHCP, select the radio button Obtain an IP Address automatically. This is
the default Windows settings.

Restart your PC to ensure it obtains an IP Address from ADE-3100.

Using a fixed IP Address ("Use the following IP Address")

If your PC is already configured, do NOT change the settings on the screen
shown in Figure above, unless advised to do so by your network administrator.

You can enter ADE-3100's IP address in the Default gateway field and click OK.
Your LAN administrator can advise you of the IP Address they assigned to
ADE-3100.

If the DNS Server fields are empty, select Use the following DNS server ad-
dresses, and enter the DNS address or addresses provided by your ISP, then
click OK.

Internet Access

To configure your PCs to use ADE-3100 for Internet access:

Use the following procedure to configure your Browser to access the Internet
via the LAN, rather than by a Dial-up connection.

Windows 9x/2000
1. Select Start Menu - Settings - Control Panel - Internet Options.
2. Select the Connection tab, and click the Setup button.

3. Select "l want to set up my Internet connection manually, or | want to connect
through a local area network (LAN)" and click Next.

4. Select "l connect through a local area network (LAN)" and click Next.

5. Ensure all of the boxes on the following Local area network Internet Configura-
tion screen are unchecked.

6. Check the "No" option when prompted "Do you want to set up an Internet mail
account now?"

7. Click Finish to close the Internet Connection Wizard.
Setup is now completed.

Windows XP

Select Start Menu - Control Panel - Network and Internet Connections.
Select Set up or change your Internet Connection.

Select the Connection tab, and click the Setup button.

Cancel the pop-up "Location Information” screen.

Click Next on the "New Connection Wizard" screen.

Select "Connect to the Internet" and click Next.

Select "Set up my connection manually" and click Next.

Check "Connect using a broadband connection that is always on" and click
Next.

9. Click Finish to close the New Connection Wizard.
Setup is now completed.

© N g RE
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Macintosh Clients

From your Macintosh, you can access the Internet via ADE-3100. The procedure is
as follows.

1. Open the TCP/IP Control Panel.
2. Select Ethernet from the Connect via pop-up menu.

3. Select Using DHCP Server from the Configure pop-up menu. The DHCP Client
ID field can be left blank.

4. Close the TCP/IP panel, saving your settings.

Note:

If using manually assigned IP addresses instead of DHCP, the only change re-
quired is to set the Router Address field to ADE-3100's IP Address.

Linux Clients

To access the Internet via ADE-3100, it is only necessary to set ADE-3100 as the
"Gateway".

Ensure you are logged in as "root" before attempting any changes.

Fixed IP Address
By default, most Unix installations use a fixed IP Address. If you wish to continue
using a fixed IP Address, make the following changes to your configuration.

Set your "Default Gateway" to the IP Address of ADE-3100.

Ensure your DNS (Name server) settings are correct.

To act as a DHCP Client (recommended)

The procedure below may vary according to your version of Linux and X -windows
shell.

1. Start your X Windows client.

2. Select Control Panel - Network

3. Select the "Interface" entry for your Network card. Normally, this will be called
"eth0".

Click the Edit button, set the "protocol” to "DHCP", and save this data.
To apply your changes

Use the "Deactivate" and "Activate" buttons, if available.

OR, restart your system.
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Chapter 6
Admin Privilege

This Chapter details the operation of ADE-3100 and the status
screens.

The links under Admin Privilege are only to be accessed and configured, when it
is login with administrator login name and password.

WAN Status

The WAN Status page shows the information and status of WAN PVCs. Select the
VC number to view connection status.

The DHCP Release and Renew allows users to release and renew the WAN IP
address in the WAN DHCP Client Enabled (dynamic) mode.

=1
Admin Privilege WAN
‘ IP Address Subnet Mask ‘ MAC Address
ATM Status
‘ 20373254218 ‘ SR Al ‘ 00:05:B406:01:25
TCF Status
Eoute Table Virtual Circuit: lEZI
Learned MAC Table Release -I Execute

ADSL Configuration
EIF Confipuration
Fasaword Confizuration
Admin

User

Misc Configuration
Eeset to Factory Default

Diagnostic Test

Code Image Update

Figure 6-1: WAN Status Screen

ATM Status

The ATM Status page shows all the statistics information of ATM cells.
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=
Admin Privilege ATM STATUS

WAN Status Feset Counters |

Tx Bytes 327858
TCF Ztatus

Ex Bytes 219685
Route Table

Tx Cells 6186
Learned MAC Table
ADSL Configuration Bx Cells 4143
RIP Configuration Ex HEC Errors ]
Password Configuration Tz Memt Cells 2
Admin
e Rax Mgt Cells 0
Mizc Configurati

SR T= CLP0 Cells 6186

Reset to Factory Default

Rz CLPO Cells 4145
Diagnostic Test

T=z CLP1 Cells 0
Code Image Update i |

Figure 6-2: ATM Status Screen

TCP Status

The TCP Status page shows the statistics for all TCP connections. This is for
internal network only.

= |

Admin Privilege TCP STATUS
WAN Status Reset Covnfers |
ATM Status
‘ Total Packets Sent 2098

TCP Status

Data Packets Sent 119z
Eoute Table
Leartied MAC Table Data Bytes Sent ‘ 583100
ADSL Configuration Total Packets Received 2215
RIP Configuration Packets Received in-sequence 200
Password Configuration Brtes Received in-sequence 124262
Admin
i Out of Order Packets 291
Misc Configuration

Out of Order Bytes 4]
Resel to Factorw Default

Packets disgarded for bad checksum 0]
Diagnostic Test

Packets disgarded for bad header offset | O
Code Image Update

Figure 6-3: TCP Status Screen
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Admin

Route Table

The Route Table page displays routing table and allows you to manually enter the
routing entry. The interface brO means the USB interface; lo0 means the loop back

interface.

Admin Privilege

WAN Status

ATM Status

TCP Status

Route Table

Leamed MAC Table

ADSL Configuration

RIP Confipuration

Password Configuration

Admin

User

Misc Configuration

Reset to Factory Defaull

]

Route Table

‘ Destination ‘ Netmask | Gateway | Interface
‘o.o 0.0 ‘o.o 0.0 |203 73.254.1 Ipppl
‘10000 ‘255000 |10002 brl)
‘127.001 ‘255.0.00 |127 0.0.1 |100

‘ 203.73.254.1 ‘ 255,255.255.255 | 203.73.254.218 | pepl

System Default Gateway Configuration

© Meone
& Aute
© Select Interface Ilp Ethermet 0 hd

Submit

Diagnostic Test
Code Image Update

Network Code Image
Update

Routing Table

The Gateway field of the static route entry allows users to either enter a
Gateway IP address or select a Network Interface.

Route Configuration

Destination Netmask Gateway

[ @ Specify [P
 Select Interface | Ip Ethernet 0 -

Figure 6-4: Route Table Screen

All user-defined routes retained in the CPE memory, regardless if they are
already in the Routing Table, are displayed on the same Route Table page.
All user defined route entries kept in the CPE memory during run time are
saved to flash when the user chooses to save and reboot the CPE. When
CPE restarts, it reloads all saved user-defined routes to the CPE memory
and tries to apply to the system.

A user-defined route entry is added to the Routing Table whenever the sys-
tem provides an environment that makes the route entry applicable. It is
removed from the Routing Table whenever the route entry becomes not
applicable. e.qg. If the route entry's Gateway is associated with a dynamic
Network Interface but the connection is not established, then the route en-
try does not appear in the Routing Table. When that interface comes up
later, the route entry is then added.

If the selected Network Interface is static or is dynamic and the connection
is already up, then the route entry appears in the Routing Table immedi-
ately. If there is a Gateway associated with the selected Network Interface,
then that Gateway’s IP address appears in the Gateway field of the route
entry

If the selected Network Interface is dynamic but the connection is not
established, then the route entry does not appear in the Routing Table.
When the interface comes up later, the route entry is then added.
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System Default Gateway Configuration

The system-wide Default Gateway now provides three options: Auto, User-
selected Network Interface, and None.

None

This field allows the user to choose to have no Default Gateway in the CPE

Auto

This field allows the user to select the CPE to automatically decide the Default
Gateway. (System Default)

User-selected Network Interface

This field allows user to select a Network Interface from a list (PVCs, PPP Sessions,
USB and LAN). This option lets the user to associate the system-wide Default
Gateway to a Network Interface, static or dynamic, and provides a way to fix the
Default Gateway to a dynamic Network Interface before the interface is established.

Route Configuration

Destination

This field allows the user to enter the remote network or host IP address for the
static routing.

Netmask

This field allows the user to enter the Subnet Mask for the static routing.

Gateway

This field allows the user to enter the IP address of the gateway device that allows
the router to contact the remote network or the host for Specified IP or select an
Interface for the Gateway.

Manually Configured Routes displays the static route entries entered by the user

Learned MAC Table

The Learned MAC Table page shows the current learned Bridge MAC table.
The Aging Timeout is for determining the update period for the MAC table.

=

Admin Privilege Bridge MAC Table
R ST MAC Address Expiration
ATM Status
00:01:29:40:49EL 100
TCF Status
00:03:779:00L:0C:FF 60
Eoute Table

00:C0:02:44:67:52 12

ADSL Configuration

00:C0:26:66:04:74 93

RIP Configuration

Pazsword Configuration
Admin
User

00:CCA:10: A4 FD

‘ 00:A0:CC:DXDFAC ‘ 49
\ ‘ o

Aging Timeout: IICO Seconds
Submit | Reset

Misc Configuration
Reset to Factory Default

Diagnostic Test

Figure 6-5: Learned MAC Table Screen
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ADSL Configuration

The ADSL Configuration page allows you to set the configuration for ADSL proto-
cols.

Trellis

Trellis Code. By default, it is always enabled.
Handshake Protocol

This is for the ADSL handshake protocol.
Wiring Selection

The wiring selection for the RJ-11.

Bit Swapping

Bit swapping enables an ADSL system to change the number of bits assigned to a
subcarrier, or change the transmit energy of a subcarrier without interrupting data
flow. (No need to configure this item unless it is necessary)

=
Admin Privilege ADSL Configuration
WAN Status IEnabIed - Trellis
ATM Status Autosense - Gdmtfirst 7| Handshake Protocel
TCP Status ITlp#ng = Wirng Selection
Route Table !D\sab\ed b Bit Swapping (Mo system reboot needed)
Learned MAC Table wel e
ADEL Configuration )
Settings need to be saved to Flash and the system needs to be rebooted for changes to talce effect
RIP Configuration
Password Configuration
Admin
User

Figure 6-6: ADSL Configuration Screen

RIP Configuration

The RIP Configuration page allows the user to set the configuration for the system
wide configuration of RIP. The actual RIP configuration is in the RIP Per Interface
Configuration.

Admin Privilege RIP System Wide Configuration
WAN Status RIP [Disabled =]
ATM Status Border Gateway rlm
TCF Status Supply Interval !307 Seconds
Route Table Ezpire Timeout  [180 Seconds
Learned MAC Table Garbage Timeout |12E|— Seconds

ADSL Configuration
Advanced Ceo ation

Submit | Reset |
Fagsword Configuration
Admin Settings need to be saved to Flash and the system needs to be rebooted for changes to take effect.

User

Misc Configuration

Figure 6-7: RIP System Wide Configuration Screen
RIP
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This field allows the user to Enable or Disable the RIP session. The resulting RIP
session will monitor all network interfaces that are currently available for messages
from other RIP routers.

Supplier Interval

This field allows the user to enter the Supplier Interval timer in second. This timer
specifies how often RIP sends announcements as a RIP Supplier.(Default = 30
seconds)

Expire Timeout

This field allows the user to enter the Expire timer in second. This timer specifies
the expiration time of a route. When a route has not been updated for more than
“expire” period of time, it is removed from the Route Table. This route is invalidated
and remains in the internal RIP Route Table. It will be included in the RIP an-
nouncements to let other routers know the changes. (Default = 180 seconds)
Garbage Timeout

This field allows the user to enter the Garbage timer in second. This timer specifies
how long the expired and invalidated routes are kept in the Internal RIP Route
Table before it is removed from it. (Default = 300 seconds)

RIP Per Interface Configuraiton

The RIP Per Interface Configuration page allows the user to set the configuration
for each Interface (PVCs, PPP Sessions, and LAN).

=

Admin Privilege RIP Per Interface Configuration
WAN Status Interface Enabled? Supplier Listener
[Ip Ethernetn =l[no =] [Disabled =] [v1 =]
ATM Status
TCP Status Back to Systern Wide Confisuration
Eoute Table M‘ ﬂl
Laaiad EC Takle Settings need to be saved to Flash and the system needs to be rebooted for changes to take effect.
ADSL Configuration Current RIP Settings
RIF Configuration # ‘ Interface Enabled? | Supplier Mode | Listener Mode
Password Configuration
Admin 1 Ip Ethernet 0 Ne VZBC VI1+V2
User
2 ‘ Ip Ush 0 ‘ Mo ‘ W2EBC ‘ V1+v2
bisc Configuration —
‘ 3 ‘ Ip Py ‘ Ne ‘ Disabled ‘ VI+V2
Reget to Factory Default
DR TR 4 ‘ Ip Pwc 1 ‘ Mo ‘ Disabled ‘ VI1+W2
Code Image Update 5 ‘ IpPyc 2 ‘ Ne Disabled ‘ VI1+V2

Figure 6-8: RIP Per Interface Configuration Screen
Interface
This field allows the user to choose the Interface (PVCs, PPP Sessions, USB and
LAN), for the RIP to be configured.
Enable
This field allows the user to Enable (Yes) or Disable (No) the specified interface for
RIP.
Supplier
This field allows the user to select the Supplier Mode (RIP Transmit).

Disabled: The supplier transmit is disabled.
V1 BC: The supplier transmits in RIPv1 Broadcast.

V2 BC: The supplier transmits in RIPv2 Broadcast.
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V2 MC: The supplier transmits in RIPv2 Multicast.

Listener
This field allows the user to select the Listener Mode (RIP Receive)

V1: The listener receives the RIPv1 only.
V2: The listener receives the RIPv2 only.
V1+V2: This listener receives the both RIPv1 and RIPv2.

Supplier and Listener are based on section 4.1 “Compatibility
Switch” in RFC 1723.

Current RIP Settings displays the each interface’s RIP status.

Password Configuration

The Password Configuration page allows users to set the passwords for user and
administrator.

Misc Configuration

The Misc Configuration allows users to set all the miscellaneous configurations in
ADE-3100.

43



ADE-3100 User Manual

Iliscellaneous Configuration

HTTF server access
& Al
' Restricted

" LAN

T WAN Specifty P [10.8.0.10

Subnet Mask |255.U.{|'.'E|'

HTTF server port |3838

FTF server Enabled

TFTF server Disabled «

L

DMZ Disabled =
DMZ HOST IP [0.0.0.0
DHCF Relay |Disab]€d VI
DHCP Targst [P [r0.00
[GMP Froxy Disabled «

PPP reconnect on WAN access  |Disabled «

FPF Half Bridge Disabled »

Submit | Reset

Settings need to be saved to Flash and the system needs to be rebooted for changes to take effect.

L

i

Figure 6-9: Miscellaneous Configuration Screen

WAN side HTTP server

When it is enabled, the Web setting pages of ADE-3100 can be accessed from the
WAN side. Users can limit the administration privileges to a specified IP address or
limit to LAN side user. Meantime,

FTP server
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When it is enabled, the FTP connection can be established from both the LAN and
WAN sides.

TFTP server
When it is enabled, it can upgrade the image code with the TFTP client application
run at either the LAN or WAN sides.

An example for the TFTP client updating the vxworks.z product image code is:
TE10.0.0.3 - TFTP32

File  Opbons  Help

Host [10.002 Pait
TimeaLt lW [T Sendtimeoul ta Seneer "Eln:k Size—‘

Fetch | e "I
Loca File ||:|:".hasbani".wwnrks.2

Match Fles [ Binary [+ E

Rernota File |.,r;.;wurk;_ 3

sbert | (ININEE

Sent 129536 bytes [173) 1623:29
Figure 6-10: Example for TFTP server

HTTP server port

HTTP server port in ADE-3100 can be changed to other secure port number. For
example, when it is changed to 8888, the HTTP server address for the LAN side is
http://10.0.0.2:8888.

DMZ

A DMZ (De-Militarized Zone) is added between a protected network and an external
network, in order to provide an additional layer of security. DMZ feature allows
unrestricted 2-way communication with Servers or individual users on the Internet.
This provides the most flexibility and compatibility toward Internet applications or
programs, which are often restricted access with firewalls.

DMZ Host IP
The IP address of the DMZ host at LAN side.

DHCP Relay

If it is enabled, the DHCP requests from local PCs will forward to the DHCP server
runs on WAN side. To have this function working properly, please disable the NAT
to run on router mode only, disable the DHCP server on the LAN port, and make
sure the routing table has the correct routing entry.

DHCP Target IP
The DHCP server runs on WAN side.

IGMP Proxy

Here is the global setting for IGMP Proxy. If it is enabled, then the enabled IGMP
Proxy on WAN PVCs will be working. Otherwise, no WAN PVC can have IGMP
Proxy working on it.

PPP connect on WAN access

If enabled, the PPP session will be automatically established when there is a packet
wants to go out the WAN.

The differences between PPP connect on WAN access and the Automatic Recon-
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nect:

Some ISPs would terminate the PPP session due to the inactivity.

For the PPP connect on WAN access, the PPP will be automatically reconnected
when an URL is entered in the browser (packet interested in going out the WAN).
For the Automatic Reconnect, it will reconnect the PPP session whenever it is
terminated by ISP.

PPP Half Bridge:

When the PPP Half Bridge is enabled, only one PC is able to access the Internet,
and the DHCP server will duplicate the WAN IP address from the ISP to the local
client PC. Only the PC with the WAN IP address can access the Internet when
PPP-half-bridge feature is assigned.

Reset to Factory Default

The Reset to Factory Default page allows you to reset the modem to original
factory default configuration (factory.reg).

Diagnostic Test

Click this link; system will perform diagnostic tests automatically. And show the
testing result in Diaghostic Test page. If some of the tests fail, related help links
are available for reference while troubleshooting.

- |
Admin Privilege : ;
Diagnostic Test

AN Status
Checking LAN Connection
Testing Ethernet LA connection : PRSS HELT
ATM Status
Checking AD3L Conmection
TCF Status Teating ADSL Hynchronization : PRSS HELP
Route Tabl Checking Circuit 0 for Network Connection
e Dl Test ATHM OAM Secment Loop Back : PASS  HELP
Test ATM 0AM End-to-End Loop Back : POSS HELFP
Learned MAC Table Test Ethernet cormect to ATH : PASS  HELP
Test simple ppp session 0 PPPOE connection : PRSS HELT
ADEL Configuration Test simple ppp session 0 PPP Layer connection : PASS HELP
Test simple ppp session 0 IPF comnect to PPP : PRSS HELTP
RIF Configuration Testing Internet Connection
Ping default gateway Z03.73.254.1 : POSS HELP
Fazsword Confizuration Fing prinary DN3 ¢ N/A IELE
Admin Query DN3 for winy. conexant.com : SEIPPED HELP
U— Ping wnmr. conexant. com : SEIPPED HELP
el

Misc Configuration

Eeset to Factory Default

Code Image Update

Figure 6-11: Diagnostic Test Result Screen
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Code Image Update

The Code Image Update page allows you to upgrade the image code locally.
Browse the location of firmware file, and click the Upload to start the update.

Network Code Image Update

The Network Code Image Update page allows user to upgrade the image code
from remote FTP server.

Assume an FTP server stores the updated image on Internet. Click Image
Download to initiate the updating. To set up the ftp server IP address, please save
the UpdateHost parameter under [Class\ Service\System] in the config.reg file as
the IP address of the specific Ftp server on Internet.

System Log

Users may acquire information of the system from this screen, including the time,
and connection process related messages.

System Log
ATM Status
§/22/2003 20:19:4> Feceived time from Time Herwer =
TCP Status 125.136.140.44
1/1/1970 0:0:16> PPPL Session is up.
Route Table 1411870 0:0:16> NAPT: many-to-one default session is up.

1/1/1970 0:0:16> Initialized NAPT.

1/1/1970 0:0:16> NAT/NAPT Session Start: interface pppl,
Leamned MAC Table AN P is 211.74.54.189

1/1/1970 0:0:16> PPPLl: DNS Secondary IP address is

ADSL Configuration 13 LT a2 g, 10 d|
14141970 N=N=1/% PPPI= NNS Primaris TP addre=ss =
RIP Configuration Clear Log
Password Contiguration : g ;
Al If you would like to save the log 1o a text file, right click here and select "Save Target 4s.."
User

Misc Configuration
Reset to Factory Default
Diagnostic Test

Code Image Update

Network Code Image
Update

Firmvwrare

Boot Code

Figure 6-12: System Log Screen
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Appendix A
Troubleshooting

This Appendix covers the most likely problems and their solutions.

Overview

This chapter covers some common problems that may be encountered while using
ADE-3100 and some possible solutions to them. If you follow the suggested steps
and ADE-3100 still does not function properly, contact your dealer for further advice.

General Problems

Question Can't connect to ADE-3100 to configure it.
1

Answer 1: = Check the following:

ADE-3100 is properly installed, LAN connections are OK, and it is
powered ON.

Ensure that your PC and ADE-3100 are on the same network
segment. (If you don't have a router, this must be the case.)

If your PC is set to "Obtain an IP Address automatically" (DHCP
client), restart it.

If your PC uses a Fixed (Static) IP address, ensure that it is using
an IP Address within the range 10.0.0.3 to 10.255.255.254 and
thus compatible with ADE-3100's default IP Address of 10.0.0.2.
Also, the Network Mask should be set to 255.0.0.0 to match ADE-
3100.

In Windows, you can check these settings by using Control
Panel-Network to check the Properties for the TCP/IP protocol.

Configuration and Internet Access

Question 1 When | enter a URL or IP address | get atime out error.
Answer 1 A number of things could be causing this.

Try the following troubleshooting steps.

Check if other PCs work. If they do, ensure that your PCs IP
settings are correct. If using a Fixed IP Address, check the Net-
work Mask, Default gateway and DNS configured on PC.

If the PCs are configured correctly, but still not working, check
ADE-3100. Ensure that it is connected and ON. Connect to it and
check its settings. (If you can't connect to it, check the LAN and
power connections.)

If ADE-3100 is configured correctly, contact your ISP to see if
Internet connection is working correctly.

Question 2  If the PPP is disconnected after the Disconnect Timeout and how can
1

nnnnnnnn + i+
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Answer 2

Question 3

Answer 3

| reconnect it?

You have to go to the PPP link under Status column, choose the
correct PVC and Connect option, and then click Execute to restart a
new PPP secession.

Since only one PVC is mapped to one local PC IP address, why can |
input more than one IP address for one NAT session?

Even it is applicable to insert multiple IPs for NAT mapping, only the
first IP address of each session takes effect.
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Specifications

ADE-3100A/ADE-3100B

Product ADSL Modem Router
Model ADE-3100A ADE-3100B
ADSL St ndards Annex A Annex B

Full-rate ANSI T1.413 issue 2 and ITU-T G992.1 (G.DMT),

Splitterless ITU-T G.992.2 (G.lite)

Protocol support

RFC2364 - PPP over ATM (LLC/VCMUX)

RFC2516 - PPP over Ethernet (LLCSNAP/VCMUX)
RFC1577 - Classic IP over ATM

RFC1483 - Bridged IP over ATM(LLCSNAP/VCMUX)
RFC1483 - Routed IP over ATM (LLCSNAP/VCMUX)

AAL & \TM Sup-
port

Integrated ATM AAL 5 support

Data Rat :

UP / DOWN Stream: 1/ 8 Mbps

Power Si pply

9V AC, 1A

Environn 2nt

Operating temperature: 0°c to 40°c
Operating humidity: 0% to 90%
Storage temperature: -10° to 70°c
Storage humidity: 0% to 95%

Dimensic 1

184 mm x 143 mm x 35 mm (L x W x H)

ADSL Ini :rface

RJ-11 Modular Jack
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