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[ Introduction L BAl [ Contacting Technical Support ISl

Thank you for purchasing the Actiontec Wireless-Ready Home Gateway. The Home Actiontec Electronics prides itself on making high-quality, durable, high-performance
Gateway is the simplest way to connect a small number of PC’ to a single high speed products. If you should need assistance, the Actiontec Technical Support Department is
Broadband modem. This easy to use product is perfect for the home office or small busi- available 6 am to 11pm Mon - Sun (Mountain Time), to provide professional support.

ness. If you would like to take your computing to the next level then the Actiontec
Wireless-Ready Home Gateway is the key to your success.

Package Contents

« One Actiontec Wireless-Ready Multimedia Home Gateway ] )
Actiontec Electronics, Inc.

« One 5’ RJ-45 Ethernet cable 760 N. Mary Avenue
) . Sunnyvale, CA 94086

« \ertical mounting stand

Phone: 1-719-884-8300

) ) ) E-mail: techsupp@actiontec.com
« This User's Manual and Quick Start Guide Website: www.actiontec.com/support

« One power adapter

« Warranty & Registration Card

Minimum System Requirements
« One Broadband Internet connection using an external Ethernet modem

« PC or MAC based computer with an installed 10Mbps or 10/100Mbps
Ethernet card

« Microsoft Windows 95, Microsoft Windows 98, Microsoft Windows Second
Edition (SE), Microsoft Windows Millennium (ME), Microsoft Windows N T4,
Microsoft Windows 2000, Microsoft Windows XP or Macintosh O/S 7.1 or
newer installed

« Internet Explorer 4.0 or higher (5.x recommended) or Netscape Navigator 4.0
or higher (4.7 recommended)

« TCP/IP Network Protocol installed on each computer
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[ Introduction to the Home Gateway L/l [ Before you Connect the Home Gateway |l

Description of the LEDs and Reset Switch You will need specific information from your ISP to configure the Home Gateway. You can
obtain most of this information from your broadband configured PC by following these 4 steps.
Power LED: If it is off then there is no power to the Home Gateway or a critical error
has occurred. (Contact Technical Support if this happens) If it is Rapidly Flashing, then Note: If you have previously installed Internet Connection Sharing (Ex.
the Home Gateway is initializing. If the LED is a solid green then the Home Gateway Microsoft ICS) or Proxy Server software (Ex. WINPROXY) you will need to
is fully operational. uninstall them now.

Internet WAN LED: If it is off, then there is no physical connection to the broadband 1. Click Start, then Run _
modem. If it is on, then there is a connection to your broadband equipment. ) wisows Upcae
WirZip
Ethernet LAN LED: If it is off, then there is no link, and if it is on, there is a link. If it z“
is flashing, then there is data being transmitted or received. = 5] Progiams v
=]
Reset Switch: 1f you would like to reset your Home Gateway, hold down the switch for E — Docunents ’
1 to 2 seconds. If you would like to restore the Home Gateway to its default settings 3 é;i‘_é; Settings 4
. o
then hold the switch down for 10 seconds. A Seach ’
E @ Help
¥
E ﬁ Bun...
é EE?Z Log Off Matta...
T —
——
POWER = [ == g E W stutDom..
RESET e _ ae
SWITCLL e— . . .
™ = . 2. Enter WINIPCFG in the field and click OK
CABLE/ —
DSL — — -
PORT Internet/WAN r _
THERNET PC Card - Run 21|
LAN e —
PORTS e Ethernet e == Tupe the name of & program, folder, document, or Intermet
\ Network = )i resource, and Windows will open it for you.
P ' LAN s ~|
T 0k | Cancel | Browsze. .. |
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3. Ensure your Ethernet device is selected

& 1P Configuratic
Ethemet Adapter [nformation

=101 =]

Select your

Ethernet
LNET00TH Fast Ethermel =1 dovice here

Adapter &ddress 00-20-CC-30-DE-7C
IP Address E3.73.91.118
Subret Mazk 285 286 2550

Diefault Gateway B3.73,

Releaze |

91

Renew |

Releaze Al Renew All | Mare Infa »» |

4. Click More Info

5. Write down the following information

b 4

Host Infarmation

for installation and future reference:

=101 =]

Host Wame  CrB7PE40-4, cozpgsl. cohome, com

DNS Servers
MHode Type

MetBl05 Scope |d
IP Routing Enabled
MetB10S Resolution Uses DMS

Ethemet Adapter Information

24 5.63.33 [

Broadcast

WINS Proxy Enabled

Metwark, Everywhers Fast Ethernﬂ

Adapter Address

IP Address

Subhet Mask

Drefault Gateway

DHCF Server

Frimary WIS Server
Secondary WIMNS Server
Leaze Obtained

Lease Expires

ok Releaze Renew

00-20-78-0F-B8-FO
24.263.117.45
255.285.255.0
24.263.117.1
2417811174

031907 %:41:59 AM
03 26 01 5:41:54 AM

Release All | Reney all |

6 ) Before you Connect the Home Gateway

Your Host/Computer name and Workgroup name (Your ISP may use this information
to verify your identity on their network) (Cable only)

Host Name

(Example: CY57640-A.cospgsl.co.home.com)

DNS Servers

(Example: 24.5.68.33)

Your Secondary DNS server address

(Click on the ... button to change the listing)

IP address

(Example: 24.253.117.45)

Subnet Mask (If assigned)

(Example: 255.255.255.0)

Default Gateway (If assigned)

(Example: 24.253.117.1)

Adapter Address - - - - -

(Example: 00-20-78-0F-B8-F0)
Your LOGIN name and PASSWORD (DSL only, provided by your ISP)

For a listing of the information required for the major broadband ISP’s, please
visit the following Website and select your specific ISP. Please make sure that
you have this information available when you configure the Actiontec
\Wireless-Ready Home Gateway.

HTTP://www.actiontec.com/support/homegateway/index.html

Before you Connect the Home Gateway ( 7



Mail and Web Server Information

Some broadband providers use single words to direct the connection to their E-mail or
web servers (i.e. web, mail, pop3, www). If your ISP uses single words rather than a
whole internet address (pop.mail.actiontec.com), or IP address (24.55.224.34), then
you will need the full address information to configure your internet browser and/or E-
mail clients.

If this information was not provided during the installation and configuration of your
broadband connection, then you will need to contact your ISP and ask for it.

8 ) Before you Connect the Home Gateway

Configuring your Computer for Networking

Ensure you have your Windows installation CD handy before you begin. If you do not
have your Windows CD, or one was not supplied with your computer attempt to locate
the files on your hard disk. If you are unable to locate the files contact your computer
manufacturer. If your Ethernet card was supplied with a driver diskette, be sure to have
that available as well.

1. Turn on your computer. Click Start, then select Settings, and then select Control

Panel.
% ‘Windows Update
WirZip

5 o] Programs 3

=

B i, Documents L4

g & c Contral Panel

= =A| Dial-Up Networking
4 Search 4

g _J B _#| Printers

= @ Help Ll Taskbar and Start Menu

=F
2l Run..

g E}% Log Off Matta...

§ QJJ Shut Down..

2. In the Control Panel window double click on the Network icon.

Control Panel : o ]
File Edit “iew Favortes Toolz Help m
A1 A Search LY Falders 4 Histaw wowy | g
Address |ﬂ Control Panel j o’ Go
" p— 152 “ S =
] Toas E y —
€ B 9 = & O
Add New Add/Remove  Automatic D ate/Time Diaklp Display Folder Options
Hardware Programs  Updates MNetworking
£ 3 S ] &
QA G owm B D e
£ 2 G wm & 25
Fonts Gaming Internet K.eyboard todems Mouze Metwork
Options Options
=) s 1 e :( \ 9
LA NI s=| [E]
ODEC Data Passwaords  Power Options Printers Fegional  Scanrersand  Scheduled b
Sources [32bit) Settings Cameraz Tasks
r
= S
\E S - "
Snundz And Sustem Taskhar and  Telenhnno NEZTES ﬂ
Changes netwark card configuration settings.
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3. In the Network window under the configuration tab select TCP/IP. Click
Properties. If there is not a listing for TCP/IP, then refer to Appendix B for instal-
lation instructions now. If there are no Ethernet Adapters listed, then refer to the
Ethernet card manufacturer for installation instructions.

Metwork 2]
Canfiguration 1 Identification ] Access Control 1

The following netwark. components are installed:

= Client for Microzoft Networks
2 FAI10TX Fast Ethernet PCI Adapter

Add... Remaove | Properties |

Primary Metwork Logon:
|C|ient for Microsoft Networks ﬂ

File and Frint Sharing...

Description

TCPAF iz the pratocal you use ta connect ta the Internet and
wide-atea networks

ok Cancel

4. Click the IP Address tab and select Obtain an IP address automatically.

TCP/IP Properties

Bindings | Advanced | NetBIOS ]
DS Configuration | Gateway | WINS Configuiation 1P Address

An IP addresz can be automatically azsigned to this computer
If your netwark. does not automatically assign IP addresses, ask
your network administrator for an address, and then type it in
the space below.

& i0btain an [P addiess automaticalli

" Specify an [P address:

I
]

Cancel

10 ) Before you Connect the Home Gateway

5.

6.

Click the Gateway tab. If there is an IP address in the Installed gateways box, click
on the IP address and then click Remove.

TCP/IP Properties 2 x|

Bindings | Advanced | New®iDs |
DMS Configuration  Giateway ] WIMS Configuration ] IP Addrezs 1

The first gateway in the Installed Gateway list will be the default.
The address order in the list will be the order in which these
machines are used.

“ I nstal Ied New gateway:

Gateways” box
\lnstalled gateways:

[ oo

Cancel

Click on the DNS Configuration tab. Select Disable DNS.

TCP/IP Properties 2 x|

Bindings | Advanced | MeBIOS |
DNS Canfiguration ] Gateway ] WAMS Corfiguration I IP Address]

o :
" Enable DNS

—
|
[

e
T

Cancel

Before you Connect the Home Gateway ( 11



7.

8.

12

Click on the WINS Configuration tab. Make sure that the Use DHCP for WINS
Resolution circle is selected. (This is the default setting) The Disable WINS
Resolution circle may also be selected for proper functioning.

TCP/IP Properties 2l

Birdirigs | Adveanced | MetBlOS |
DMS Canfiguration I Gateway WINS Configuration I IP Address 1

Contact your netwark adrinistrator ta find out if you need to
configure your computer for wWINS.

" Disable WINS Resolution

" Enable wINS Resolution:

\ & Wse DHCP for WINS Hesolutiors

Click OK and you will be back on the Network Configuration screen. Click the
Identification tab and enter the information for each field.

Hetwork

Configuration {Tderiific n] Access Cunlrull

EJ ‘Windows uszes the following information to identify your

=) computeron the netwark. Please lype a name for this
computer, the workgroup it will appear in, and a short
deseription of the computer.

Computer name: |Computer Mame 1

Workgroup: workgroup
SW“D%“E.' X |Nickname or Computer Description
escrphion:

Cancel

Before you Connect the Home Gateway

10.

Computer name: It has a 15 character limit and must be unique.

Workgroup: THIS MUST BE LISTED WITH THE SAME NAME ON ALL
COMPUTERS ATTACHED TO YOUR NETWORK.

Computer Description: You can put anything in this field. A location name or the
main user’s name is generally used.

Click OK again. Windows will load the necessary files for the network configura-
tion. If prompted for your operating system’s CD or disks, insert them now. If the
following screen appears, then click Yes to restart your computer. If this screen does
not appear, then manually restart the computer.

System Settings Change x|
\q]) “Y'ou must restart your computer befare the new zettings will take effect.
:

[ pou want to restart pour computer now’?

Once the computer restarts and Windows has finished loading, you will be
prompted for a password. DO NOT PRESS ESCAPE. This is the password that
Windows will use to authenticate your permission to be on the network. The pass-
word you enter now will become your permanent network password. You may also
just press OK or <Enter> and your password will be set to blank.

Note: This password will be required each time you restart Windows.

Repeat steps 1 thru 11 for each PC connected to your network.
Ensure you use the same Workgroup name on each PC.

Before you Connect the Home Gateway ( 13



Configuring Your Internet Browser 4. Click on Proxies and ensure that Direct connection to the Internet is selected.

If “Internet Explorer” is your default browser: Preferences x|
LCategory:
1. Click Start, click Settings, select Control Panel. =l Appearance Proxies Configure prosies to access the Intemet
Fants
. . . Colars
2. Double click Internet Options, select the Connections tab. =) Navigator A retwark prowy is used ta provide addiional security between your
Languages computer and the Intemet (usually along with a firewall) and/or to
Applications ir!mease‘perfc-rmance between netwarks by reducing redundant traffic
3. Click LAN Settings. Remove any checks from the 3 boxes and click OK. Smart Browsing TIEEEE
=+ Mail & Newsgroups & Direct connection to the Intemet
ﬂi‘ 0 anming Access " Manual proxy configuration
? +- Compaser
. =+ Offline " Automatic proxy configuration
General] Seculity] Content  Connections } Plogramsl Advancedl = Advanced Configuration location [URL): |
Cache
L Usze the Intermet Connection Wizard to Proxies
=]  rwwnant unn e carnekar b Hha Debarnat SEtp.. Smartlpdate 4
Local Area Network [LAN] Sel 3 2 x|
Automatic configuration S
Automatic configuration may overnide manual settingz. To ensure the Add
uze of manual settings, disable automatic configuration.
[T Automatically detect settings

™ Use automatic configuration script

n] Cancel Help

Frowy server

5. Click OK to close the Preferences window.

LAM Settings...

iy

oK | Cancel ‘ |

4. Click OK to close the Internet Properties window.

5. Close the Control Panel window.

If “Netscape Navigator” is your default browser:

1. Open Netscape Navigator.

2. From the top menu bar select Edit and then click Preferences.

3. Under the Category windows click on the + (plus icon) next to Advanced.
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Connecting the Actiontec Wireless-Ready Home Gateway

(See Page 17 for Diagram)

1.

10.

11.

Shutdown your PC, turn off your broadband modem, and ensure the Home
Gateway is not plugged in.

Locate the cable currently plugged into your PCs Ethernet adapter. Disconnect the
cable from the PC and plug it into the Home Gateway Cable/DSL port.

Connect the network cable that was included with your Home Gateway to
Ethernet port 1 and the other end to your PCs Ethernet adapter.

Connect the network cables from any other PCs to Ethernet ports 2, 3 or 4 on the
Home Gateway. (If applicable)

Insert the Actiontec 802.11b wireless card into the top /
slot of the Home Gateway. (If you are setting up a
wireless network)

Ensure your Cable/DSL modem is turned on and
operating properly.

Connect the power supply cable to the power connector port on the Home
Gateway.

Connect the Home Gateway power supply to a power outlet.

The Home Gateways power LED will begin to flash while the Home Gateway is
initializing. When the light becomes steady the Home Gateway is ready for use.

Once the Home Gateway is initialized, turn on your PC and wait for it to fully ini-
tialize.

Enter your network login name and password.

The hardware setup is now finished, and you are ready to configure your Actiontec
Wireless-Ready Home Gateway.

16

Connecting the Actiontec Wireless-Ready Home Gateway

Cable Modem

Home Gateway

Back of the omputer

Connecting the Actiontec Wireless-Ready Home Gateway ( 17



Configuring the Actiontec Wireless-Ready Home Gateway

Basic Setup
Follow the step below to configure your Home Gateway:

1. Open your Internet Web Browser and in the address bar type: http://192.168.0.1
and then press the <Enter> key.

(3 Actiontec - Microsoft Int I =] 3
File  Edit Miew Favortes Tools  Help m
= Back - ) 2] A QiSearch (] Favoites  AHistory | Z§

Address | €] hitp:/192.168.0.1 | @Go | Links »

2. When the web page is loaded, the following screen will appear. Click
Setup/Configuration.

tiories

Wireless-Ready Multimedia Home Gateway

Main Menu
Setup / Configuration
Status
Utilities

Help

Copyright 2001 Actiostec Elactranics Tne.

3. Follow the on-screen instructions and then click Begin Basic Setup.

Basic Setup Set Up / Configuration

lchange Admin Passward This section will guide you through the basic steps needed to configure your
Home Gateway. In most cases, the Basic Setup is all that is required.
advanced Setup
However, in the event that you still can not access the Internet after
completing this setup, it is possible that your Internet Service Provider may
require additional configuration

In this case, use the Advanced Setup process to configure your Home
Gateway by clicking on the Advanced Setup option from the menu to the
Ieft of the screen

Please click the "Begin Basic Setup” button below to start the basic setup.

Begin Basic Setup

18 ) Configuring the Actiontec Wireless-Ready Home Gateway

4. Make sure that you have completed the 3 steps listed then click Next.

Basic Setup Basic Setup

Before you begin, please make sure you have completed the follawing steps
below, Click Next to continue,

1. Your Cable/DSL Modem is connected to the Internet

2. Your Home Gateway is connected to your Cable/DSL Modem
3. Your computers are connected to your Home Gateway

Back | Hext|

5. Select either DSL or Cable depending on your broadband service then click Next.
(If your have a T1 Line or Fixed Point Broadband, click Cable.)

Basic Setup Broadband Connection

Please select the Broadband connection that you use to access the
Internet, Click Next to continue,

If you have a Broadband connection other than DSL or Cable, please refer to
your User's Manual under Special Setup for more informatian,

© DSL

© Cable

Back | Hext|

6a. If you selected DSL enter your user name and password provided by your ISP
Click Next.

Basic Setup DSL Broadband Connection

Please enter the User Name and Password required by your DSL Internet
Service Provider to access the Intemet,

You may obtain this information from your DSL Internet Service Provider.
Click Next to continue.

User Name |actiontec

Password

Back|  Hext|

Configuring the Actiontec Wireless-Ready Home Gateway ( 19



6b. If you selected Cable and your ISP requires a Host Name or Domain name to
access their network enter it now. Click Next.

Note: If your Cable ISP does not require a host or domain name then leave the
fields blank.

Cable Broadband Connection

pasic Setup If your Cable Broadband Service Provider requires a Host Name or Domain

Name to access the Intemet, please enter it below. Otherwise, click Next
to continue.

Host Mame
Domain Name

Back Next

7. Your Actiontec Wireless-ready Home Gateway is how finished with the configura-
tion process. Click Save and Restart.

Basic Setup Save and Restart

Please click the Save and Restart button below to save your settings and
restart your gateway.

Save and Restart

8. A congratulations screen will announce the end of the Basic Setup.

Basic Setup Congratulations!

Your Home Gateway is now being configured. Don't forget to restart
Cahle/DSL modem and your computer,

Note: When the Power LED staps flashing and becomes solid, your Home
Gateway will be ready to use!

The power LED will flash rapidly while the Home Gateway restarts, before turning a
solid green. The Home Gateway is now ready and you can begin surfing the web.

If you receive an error that your browser was unable to connect to the Internet, check
your configuration settings. Please ensure that you entered all the information required
by your ISP,

20 ) Configuring the Actiontec Wireless-Ready Home Gateway

Status Screen

After you have configured your Home Gateway with the Basic Setup feature, you can
check the status of your Home Gateway. Click Status an the main page of the Home
Gateways’ web based utility. (See second screen shot, under step 2, on page 18)

Wireless-Ready Multimedia Home Gateway
[ Main ] [ Setup ] [ Status ] [ Utilities ] [ Help ]
Current Status

Firmware Version: 1.0.0.96
MAC Address: 00:20:e0:06:00:b0
WAN
Connection: Connected Diconnect
Mode: dhcp
IP Address: 63.73.91.200
subnet Mask: 255.255.255.0
Gateway: 63.73.91.5
DHS #1: 38.8.81.2
DS #2: 38.8.82.2
LAN
IP Address: 192.168.0.1
DHCP Servert on
Finish
Copyright 2001 Actiontec Electronics Inc,

Firmware Version:
This will give you the version number of the current firmware.
MAC Address:

This field will display the MAC address of the Home Gateway. The MAC address is an
identifier that is specific to each device that can connect to any network, sort of a fin-
gerprint for the Internet. Some ISP’s use this information to validate the PC’s identifi-

Configuring the Actiontec Wireless-Ready Home Gateway ( 21



cation before it will allow you to access its network.
WAN
Connection:

Connected: A valid connection through the Cable/DSL modem to the Internet
exists.

Connecting...: The Home Gateway is trying to establish a connection with the
ISP

Disconnected: A valid connection to the Cable/DSL modem exists, but there is
no connection to the Internet.

Off: A valid physical connection to the Cable/DSL modem is not present
Mode:

Static: Static IP Address information for the connection that was entered in the
setup is being used

DHCP: The Home Gateway is being assigned an IP address and being sent
other connection information each time the connection to the ISP is renewed

PPPoE: The connection is being made through Point to Point Protocol. This is
usually the case for DSL broadband.

IP Address

The IP address currently assigned and being used by the Home Gateway to con-
nect to the ISP

Subnet Mask
The subnet mask being used is normally 255.255.255.0 (Class C IP Address)
Gateway

This is the IP address that the Home Gateway uses to send all requests to the
Internet.

DNS #1

This is the primary Domain Name Server address. This is like a telephone book

22 ) Configuring the Actiontec Wireless-Ready Home Gateway

of all internet addresses.
DNS #2
This is the secondary Domain Name Server address.
LAN
IP Address
The IP Address of the Home Gateway as seen by the PC’s within your LAN.
DHCP Server

On: This means that all of your PC’s will receive their IP address and other con-
figuration data from the Home Gateway each time they connect.

Off: This means that each machine is configured individually with an IP, subnet
mask, gateway and DNS server information.

Configuring the Actiontec Wireless-Ready Home Gateway ( 23



Advanced Configuration of the Wireless-Ready Home Gateway 4. Click on Begin Advanced Setup.

Advanced Setup Setup / Configuration
The Advanced Setup section allows advanced users to configure such features as the i srenlyrecammnd tha o4 ke the curent defas sttings i this
wireless settings. The following sections explain each feature you can configure in the oveener, i you would ke to eview snifor scjust hae settings, plsace

click the "Begin Advanced Setup" hutton below to start the advanced

advanced setup section. serup
Begin Advanced Setup
1. Open your Internet Web Browser and in the address bar type: http://192.168.0.1

and then press the <Enter> key.

5. You will see the following screen showing all the options available in Advanced

(3 Actiontec - Microsoft In =l

Ble Edt View Fawries Took Hel m Setup. I_f you want to check all the settings, Or are unsure of vyhlch _settln_g you wa_lnt
- to modify, select Next. If you want to modify a specific configuration, simply click
= Back ~ i Search [ Favoites 4 Hi ; ;
o Bt D (¢ & | QSeach [Favoites PHistoy | on its name in the left menu bar.
Address [£] hig:/192.168.0.1 ~| PGe | |Links >
Advanced Setup Configuring the Advanced Settings
2. When the web page is loaded, the following screen will appear. Click i Pt G o e Selecion st o e s ' 1 o Gk ot 0
SGtUp/COﬂfIgUl’atlon Al St + WaN TP Address + wehsite Blocking
Services Blocking * Wireless Settings » Remote Management
website Blocking + LAN IP Address + Port Forwarding
Rernote Manzgernant o DHCP Server » DMZ Hosting

+ Services Blocking + MAC Address Claning

Back | Next]

Port Forwarding

AP P
oS

Wireless-Ready Multimedia Home Gateway Save and Restart
pein penu Note: You may click Save and Restart on the bottom left hand side of the screen
SR/ Confauretien when you have finished configuring any one or more of the advance settings.
Status
17y ‘Um'/”'"" Utilities
i Help

e

Copyriaht 2001 Actiontas Electranics Ine,

3. Follow the on-screen instructions and then click Advanced Setup.

Basic Setup Set Up / Configuration

hange Admin Passward This section will guide you through the basic steps needed to configure your
Home Gateway. In most cases, the Basic Setup is all that is required.
- |:cvanced Setup

However, in the event that you still can not access the Internet after
completing this setup, it is possible that your Internet Service Provider may
require additional configuration

In this case, use the Advanced Setup process to configure your Home
Gateway by clicking on the Advanced Setup option from the menu to the
Ieft of the screen

Please click the "Begin Basic Setup” button below to start the basic setup.

Begin Basic Setup

24 ) Advanced Configuration of the Wireless-Ready Home Gateway Advanced Configuration of the Wireless-Ready Home Gateway { 25



Wan IP Address

with their host name and/or domain name. Please check with your ISP for what host
name and domain name you have to use in the following fields.

This screen allows you to manually set up your Home Gateway. The following are three
methods by which your ISP will assign an IP Address to your Home Gateway.

Note: Some DSL providers use PPPoE to establish communication with an end
user, while others use static IP. Cable modem providers and other broadband
Internet access such as fixed point wireless may use either DHCP or Static IP
address. If you are unsure, please check with your ISP,

Advanced Setup WAN IP Address

WAN T e Please select the appropriate selection for your Broadband connection. For a

DSL connection, please select PPPoE. For a Cable connection, please select
Wireless Sattings

Advanced Setup

WAN 1P Address
Wireless Settings
LaN 1P Address

DHCP Sarar

Services Blocking
Website Blacking
Remote Managemant
Port Forwarding

MZ Hasting

MAG Address Claning

Save and Restart

Broadband Connection via DHCP

If your Cable Broadband Service Provider requires a Host Name or Domain
Name to access the Internet, please enter it below, Otherwise, click Next to
continue.

Host Name
Domain Name

Back MNext

DHCP. For a Static IP connection, please select Static IP Address
LAN Ip Address

Semices Blockin H "

° & Dbtain an 1P Address thraugh PPPOE
Website Blocking g
© Obtain an IP Address through DHCP

Remate Management

Port Forwarding  Specify a Static IP Address

DMZ Hasting

MAC Address Claning Back Next

save and Restart

Note: For the Host Name and Domain Name you may also find this informa-
tion from your PC which was originally connected to the cable modem. Please
see the Before you Begin section on pages 6-7. If your cable modem ISP does not
require these settings, then you may leave them blank.

Specify a Static IP Address

This setting is used if you have been assigned a static (Specific) IP Address by your ISP

Obtain and IP Address through PPPoE

This setting is used for DSL connections and it allows the modem to use the Point-to-
Point over Ethernet (PPPoE) protocol. If you already entered the user name and pass-
word in the Basic Setup, then it should be displayed now. Click Next to continue.

Advanced Setup Broadband Connection via PPPoE
AN TP Adddra e Please enter the username and password required by your DSL Internet

Service Provider to access the Internet,
Wirglass Settings

LA 1P Address

DHCE Seruer User Name |actiontec

Services Blocking

Password
Website Blocking

Remate

nagement

ing Back M

DMZ Hosting

Fart Far.

MAC Addrass Claning

Save and Restart

User Name: User name given to you by your DSL provider to access the Internet.
Password: Password given to you by your DSL provider to access the Internet.
Obtain an IP through DHCP

This setting is used for Cable modem configurations that do not have a Static IP
assigned by the ISP. This allows the modem to query the ISP and receive an 1P address
and routing information. Some cable modem providers need to authenticate the users

26 ) Advanced Configuration of the Wireless-Ready Home Gateway

You will need to enter the IP Address and Default Gateway provided by your ISP. You

may also need to enter your Host Name and Domain Name if required.

Advanced Setup

WAN 1P Address

Broadband Connection via Static IP Address

Please enter your Static IP Address, Default Gateway Address, Host

Name, and Domain Name provided to you by your Internet Service
Frovider.

Please refer to your User Guide for mare information. Click Next to continue

1P Address:

DMz Hasting

MAC Addrez: Claning Subnet Mask:

[255.255.255.0

Default Gateway Address:

Save and Restart

Bock| Next|

IP Address: IP Address of your Home Gateway as seen by external users on the

Internet.
Subnet Mask: This will be provided by your ISP

Default Gateway: This will be provided by your ISP,
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Wireless Settings

The Wireless Settings screen allows you to take advantage of the Home Gateway’s wire-
less capabilities. With your Actiontec 802.11b Wireless PC Card plugged in, your Home
Gateway will act as a wireless Access Point.

Advanced setup Wireless Settings

WAN 1 Addrass We recommend that you keep the curent default wireless settings for your
Horme teway. The default ESSID is ACTIONTEC, the Channel is 1 and the
WEP encryption selection value is OFf

These defa used for all your wireless computers. 1f
you need t ings, please refer to your User's Manual for
more information. Click Next to continue

Essi:  [ACTIONTEC
MAG Address Glaning Channel:  [r———————

Save and Restart

ESSID

(Default value set to ACTIONTEC) This is an arbitrary network name that you assign
to your wireless network. You may use alphanumeric characters (i.e.: A-Z, a-z, 0-9). It
is important that you set your Wireless PC Cards to the same ESSID value. (For the
Actiontec 802.11b Wireless PC Card the ESSID value should be the same as the SSID
value) This will enable the Wireless PC Cards to communicate with your Home
Gateway.

Channel

This assigns the frequency band in which the Home Gateway can communicate at. In
the United States you may use channels 1-11. (Default value set to 1)

Wireless Equivalent Privacy (WEP)

This is an encryption method used in the 802.11b standard, to ensure data security over
your wireless network. The Actiontec Wireless-Ready Home Gateway offers three levels
of encryption.If you do not require the encryption, it is recommended that you keep
this feature disabled (off). It is not required for wireless operation, and can reduce net-
work performance since each piece of data must be encrypted and decrypted.
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64-bit Wireless Equivalent Privacy (WEP)

The 64-bit eencryption requires 4 fields of 5 hexadecimal pairs. (A hexadecimal digit
consists of alphanumeric characters in the range of 0-9 or A-F). An example of 64-bit
encryption would be: 4E-23-3D-68-72. If you do create this key, make sure you enter
it in your Wireless PC Card exactly as you have it in the Home Gateway.

Advanced Setup Wireless Settings: 64-Bit WEP Key
LaM 1P address
WAl 1P Address key1:[  Clear

Key 2 Clear
Key 3: Clear
Key 4: Clear

DMZ Hosting

MAC Addrass Claning HOTE: A hexadedmal digit consists of alphanumeric characters in the range 0-3 or A<F for
example, a £4-bit encryption value should appear like this: 4D-33-EF-C&-La

save and Restart M M
128-bit Wireless Equivalent Privacy (WEP)

The 128-bit encryption requires a single field of 13 hexadecimal pairs (A hexadecimal
digit consists of alphanumeric characters in the range 0-9 or A-F). An example of 128-
bit encryption would be: 3D-44-FE-6C-Al-EF-2E-D3-C4-21-74-5D-B1.If you do
create this key, make sure you enter it in your Wireless PC Card exactly as you have it
in the Home Gateway.

Note: Do not use the 128-BIT WEP Key if your PC Card does not support it.

Advanced Setup Wireless Settings: 128-Bit WEP Key

LAN 1P Address

WAN 1P Address Key : | Clear

NOTE: A hexadecims| digit consists of alphanumeric charactars in the rangs 0-9 or A-F far
xample, 2 128-bit enaryption valus should appear like this: 30-44-FE-6G-AL-EF-2E-D3-C4-

e
21-74-5D-B1,
Back Next

Save and Restart

Advanced Configuration of the Wireless-Ready Home Gateway { 29



LAN IP Address

This is the IP Address of the Home Gateway as seen on the internal LAN.

Advanced Setup LAN IP Address

WAN 1P Address wie recommend that you keep the current default LAN IP Address of the

Home Gateway as 192.168.0.1
Wirsless Settings

LAllipaddiess To make changes, enter in the new IP Address value below. Click Next to
DHOP Sereer continue.

Services Blacking

DHCP Server Configuration

Setup

WAN IP Address
Wireless Settings
LAN 1P Addrass
DHCP Sermar
Servicas Blacking

Website Blocking

DHCP Server Configuration

Beginning IP Address: [18216802
Ending IP Address:  [1921680254
DNS Server 1: [essie
DNS Server 2: [feseez

‘Website Blocking

LAN IP Address:

e 19216801 (Device 1P Address)

Port Farwarding

Mz Hasting

MAC Address Cloning Back. Next

It is recommended that you keep the default settings, but if you need to change them
then be sure to verify the DHCP Server range is within the same subnet.

DHCP Server

Your Home Gateway has a built-in Dynamic Host Configuration Protocol (DHCP)
Server that can automatically assign an IP Address to each computer on your network.

Advanced Setup DHCP Server

Your Home Gateway will sutomatically assign an IP Address to each
computer to use to access the Intemet as well as your netwark.

wAn TP Addracs

Wireless Settings

we recommend that you keep the current default DHCP Server setting. If
you already have a DHCP server on your network, you may need to turn off
this function. To turn off this function, select the "OFf" option

Blockin: §
2 Please refer to your User's Manual for more infarmation, Glick Next to

Remote Management continue,

Port Farwarding

DMz Hosting & on © off

MAC Address Clening

Back MNext
save and Restart

It is highly recommended that you keep the default DHCP Server settings. If you wish
to disable your DHCP Server, select Off. You will need to ensure that the IP Address of
your computers are in the same subnet as that of the Home Gateway. To be in the same
subnet, the IP address must begin with the same numbers for the first 3 fields. (Example:
192.168.0.1 would mean your IP address would have to be 192.168.0.x, with x being
2-254))
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Port Formarding
MAC Address Cloning

Save and Restart

Beginning IP Address

Enter the IP Address for the DHCP Server to start when assigning IP Address. It is rec-
ommended that you keep the default settings of 192.168.0.2

Ending IP Address

Enter the IP Address for the DHCP Server to end when assigning IP Address. It is rec-
ommended that you keep the default settings of 192.168.0.254

DNS Server 1

Enter the primary DNS provided by your ISP. You may keep the default settings if you
wish.

DNS Server 2

Enter the secondary DNS provided by your ISP. You may keep the default settings if you
wish.

Services Blocking

This screen enables you to create Client or Internet privileges for certain computers’ on
your network. If you do not specify any settings then all of the computers on your net-
work will have full priviledges.

Advanced Setup

WAN TP Addracs
Wireless Sattings
LaN 1P Address
DHCP Seruer

Servicas Blocking

Save and Restart

Services Blocking
To block Internet Services to 3 specific computer on your network, enter the
computer's [P address below and then select the Internet Services that you

would like to block this computer from using

Please refer your User's Manual for more information

e Enter IP Address: Blocked [P Address List:
Al

Remate Management

Port Forwarding Femove

DMZ Hosting

MAC Address Cloning Internet Services Blocked

I~ web T FTR I Mewsgroups [ E-mail ]

Back | Mex|

Advanced Configuration of the Wireless-Ready Home Gateway
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1. Enter the clients IP address in the given field.

2. Atthe bottom of the page select the Internet services that you want blocked for that
particular client PC.

3. Click Add to place your choice in the “Blocked IP Address List”.

4. If you would like to remove any of the blocked services, click on the IP Address in
the “Blocked IP Address List” and click Remove.

Website Blocking

This feature enables you to block specific websites. Simply enter the name of the web-
site into the appropriate field and click Add. When the user tries to access a blocked
website, the website will not be displayed. If you would like to remove a blocked web-
site, click on it in the “Blocked Website List” and then click Remove.

Note: Once a blocked website is selected, no user on the network will be able to
access that site

Aduanced Setip Website Blocking

AT To block a specific website, please enter the name of the website such as
. - vivivi.website.com in the space below, Then click the Add button ta

Wirsless Ssttings e

LAN IP Address

DHGP Server Ta remave a website from the Blocked Websites List, you will need to select

the website and then click the Remowe button, Click Next to continue,

= E Wehsite: Blocked Website List
Part Forwarding Add
M2 Hosting m
Back. Next

Save and Restart

Remote Management

The Remote Management feature allows users to access the Home Gateway through the
Internet. It is recommended that you do not alter the Remote Management properties.
For security reasons, it is disabled by default.

Advanced Setup Remote Management

WaN [P Addrass The current default Remote Management setting is turned Off for security
e reasons, If you need to access your Home Gateway remotely, please select
ireless Settings

on.

LAN 1P Add|

DHEP sanver Please refer to your User's Manual for more information.
Services Blocking
Wb hoh, Remote Management: On @ Off

Famote Management
Port Farwarding

DMZ Hasting

MAC Address Cloning % M

Save and Restart

To access the Home Gateway from the Internet;
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1. Find out the WAN IP Address of your Home Gateway from the Status page.

2. From a location outside of your network, open your Internet browser. In the
address field type your WAN IP address (i.e. http//192.123.4.1) and press <Enter>.
This will bring up your Home Gateway menu or password prompt (if a password
has been set.

Port Forwarding

Because the Home Gateway is acting as a firewall for your network, some programs may
not be able to communicate over the Internet without some additional configuration.
This feature is useful if you want to host a webserver or ftp server on your private LAN.
You will need to open each port that your programs need and specify to a specific IP
(Computer). It is recommended that if you need to open more than 10 ports at once to
use DMZ hosting instead. For a listing of commonly used programs and their port
numbers refer to Appendix C or the Actiontec web site.

Advanced Setup Port Forwarding

WAN 1P Address Your Home Gateway can be used ta suppart public services on your network
Al Internet requests made ta your Hame Gateway will then be redirected to

Wirslsss Sstiings the specified IP Address of the computer you wish to use for this function

LAN IP Address
DHCP Server Please refer 1o your User's Manual for more information
Samices Blocking

website Blocking
1P Port Range Protocol 1P Address

:Qement e T B
DMZ Hos
MAC Address Cloning Add Remove

Information Window

Remate

Part Faru.

Save and Restart

Back Mext

DMZ Hosting

DMZ hosting is used to support online gaming and Internet confrencing services. These
programs usually require multiple ports to be open on the Home Gateway, making the
rest of your network vulnerable to the Internet. DMZ hosting will symbolically place
the designated computer (By IP address) outside of the Home Gateway. You will be

Advanced Setup DMZ Hosting

Your Home Gateway can be used ta support Online Gaming and Internet
Conferencing services to the selected computer,

WAN IP Address
Wiraless Settings
el el ekl To use this feature, enter the IP Address of the computer in the DMZ Host
DHCP Sarver field below. Please refer to your User's Manual for mare infarmation.
Services Blocking

Websits Blocking

Remots Hansgsma, DMZ Host IP Address

Port Ferwarding

DMZ Hosting

MAC Address Claning

Save and Restart Back Mext

Con  #Off
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unable to access your network resources while in the DMZ. It is recommended to place
the computer in the DMZ mode only as long as it is necessary. You will also be unable
to access your network resources.

WARNING: This computer will be vulnerable to outside hackers while in the
DMZ mode.

MAC Address Cloning

The MAC address is an identifier that is specific to each device that connects to any
network, simular to a fingerprint for the Internet. Some ISP’s require this information
to validate a computers permission to be on the network. If your ISP requires this infor-
mation, you will need to determine the MAC address of the computer that was origi-
nally configured for your service (Appendix D has instructions to determine the MAC
address).

Advanced Setup MAC Address Cloning

e This feature is designed for [SPs that require MAC address authentication. If
you do not need to have MAC address authentication to access your ISP,
Mliclass seuings please da not change this fisld
LAM IP Address

DHCP Server Please refer to your User's Manual for more information

Services Blacking

Website Blediing User Select WAN MAG Address

E Y 2 SO N O
MAC Address Clening Back Next

save and Restart
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 Utilities 11 RAAEAA

On the main screen of your Home Gateway you will find a section called Utilities. This
section allows you to view your Web Activity Log, Restore Default Settings and Upgrade
your Firmware. Follow the steps in each section below to use these features:

Utilities

web activity Log  will provide you information of the most current web
activity an your network,

Restore Default will remove all current settings and restore your Home
Settings Gateway to the default settings.

Upgrade Will allow you to download the latest firmware from
Firmware Actiontec Website,

Web Activity Log

This allows you to view the websites that each computer connected to your Home
Gateway, has viewed.

1. Click on Utilities

2. Click on Web Activity Log.

web Activity Log Web Activity Log
Restore Default Settings Wiew the most current web activity log.
Upgrads Firmware 192.168.0.2  wwwew actiontecsupport com

192168.0.2 codecs.microsoft.com
182168.0.2 activexmicrosoftcom
192.168.0.2 msimg.com

192.168.0.2 globalmsads.net
18216802 comsn.com

192.168.0.2 www passportimages.com
192168.0.2  www.msn.com

18216802 home.microsoft.cam
192.168.0.2  www.microsoft.com

@ auto Refresh Every |10sec ~ " Manual Refresh  Fefresh
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Restore Default Settings 4. Input the IP address of your home gateway (typically it will be 192.168.0.1), and
click Start. The upgrade progress will begin.

This allows you to restore your Home Gateway to its original default settings.
5. After the Upgrade is complete, unplug the power from the Home Gateway then

1. Click on Utilities re-plug it.
2. Click on Restore Default Settings. 6. Wait for the power LED to stop blinking and become a steady green.
3. Click the Restore Default Settings button. 7. You will need to reconfigure your Home Gateway settings.

web activity Log Restore Default Settings

Restore Default Settings To restore your Home Gateway to default settings click on the "Restore

Default Settings"™ button below.
Upgrade Firmware
Restore Default Settings

Upgrading your Firmware

From time to time, Actiontec will post firmware upgrades to enhance your Home
Gateway’s usability. To upgrade your Home Gateway’s firmware:

1. Click on Utilities

2. Click on Upgrade Firmware. Follow the onscreen instructions.

web Activity Log Upgrade Firmware
Restare Default Settings To upgrade your Home Gateway to the latest firmware, please click on the
link below,

Upgrade Firmware
httpe Afwww actiontecsupport. com/gateway/firmware,

Cancel

3. After downloading the upgrade files and extracting it to a folder on your hard drive,
double click on upgrade.exe.
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[ Troubleshooting | L L Ll

There is a connection failure to Home the Gateway.

Make sure that the Wireless Access Point and the Gateway are properly installed,
the LAN connections are correct and the power is on. Next, confirm that your PC
and the Wireless Access Point and Gateway are on the same network segment. If
you are not sure, let the PC get the IP address automatically by initiating the
DHCP function. Then, verify that your PC is using an IP address within the
default range of 192.168.1.2 to 198.168.1.XXX. If your PC is not using an IP
address within the range then it will not be compatible with the Gateway. Finally,
the Subnet Mask must be set to 255.255.255.0 to match the Gateway. In the
Gateway you can check this by clicking on Status on the Home Gateways start

page.
I am unable to browse through the Home Gateway.

First, make sure that both ends of the power adapter and network cables are prop-
erly connected and the status LEDs on the front panel are infact working proper-
ly. Then, if you are using Windows 95 or 98, check your computer’s TCP/IP setup:
On your desktop click Start, then select Run, type winpcfg in the given box and
then hit Enter. Your computer should have an IP address of 192.168.XXX (the
“XXX” value could be from 2 to 254.) Also the Subnet Mask should be
255.255.255.0. Then, check the Home Gateway settings to verify that they are the
same as your computer. You can do this by clicking on Status on the Home
Gateways start page.

I get a time out error when | enter a URL or IP Address,

First, verify that all your computers are working properly. Then make sure that all
your IP settings are correct. If you are still having trouble make sure that the Home
Gateway is on and connected properly. If it is connected properly open up your
web browser and access the Home Gateway’s start page. \erify that the Home
Gateway settings are correct by clicking on Status. If this too is properly configured
then check your Cable or DSL modem by attempting to connect to the Internet.

I am unable to get an IP Address from my Cable or DSL Modem.

First, make sure that your Home Gateway is properly connected to your comput-
er and is plugged in. Then, shut off your Cable or DSL modem and wait a few sec-
onds. Turn it back on, wait for it to go through its self test and then check for the
IP Address. Then, verify that your modem is DHCP compatible. Go to the Home
Gateway’s web based utility and make sure you entered the user name and password
for either your DSL or Cable modem.
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[ Glossary [ /T1FIRUHIAIN

Access Point

An access point is a device that allows wireless clients to connect to other wireless clients
and it acts as a bridge between wireless clients and a wired network’ like Ethernet.
Wireless clients can be moved anywhere within the coverage area of the access point and
still connect with eachother. If connected to an Ethernet network, the access point mon-
itors Ethernet traffic and forwards appropriate Ethernet messages to the wireless net-
work, while also monitoring wireless client radio traffic and forwarding wireless client
messages to the Ethernet LAN.

Channel

The home wireless gateway allows you to choose different radio channels in the wireless
spectrum. A gateway operates within the 2.4 GHz spectrum and a channel is within a
FCC specified range, simular to any radio channel.

Client

A client is the desktop or mobile PC that is connected to your network.
DHCP (Dynamic Host Configuration Protocol)

This automatically assigns an 1P address for every computer on your network.
DNS Server Address (Domain Name System)

DNS allows Internet host computers to have a domain name and one or more IP
addresses. A DN server keeps a database of host computers and their respective domain
names and 1P addresses, so that when a user enters a domain name into the internet
browser, the user is sent to the proper IP address. The DNS server address used by the
computers on your home network is the location of the DNS server your ISP has
assigned.

DSL Modem (Digital Subscriber Line)
A DSL modem uses your existing phone lines to transmit data at high speeds.
Encryption

This provides wireless data transmissions with a level of security.
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ESSID (Extended Service Set Identifier)

You must have the same ESSID entered into the gateway and each of its wireless clients.
The ESSID is a unique identifier for your wireless network.

Ethernet

Ethernet networks are connected by cables and hubs, and move data around. This is a
standard for computer networks.

Firewall

A Firewall prevents anyone outside of your network from accessing your computer and
possibly damaging or viewing your files.

Gateway

A central device that manages all the data traffic of your network, as well as to the
Internet.

IP Address (Internet Protocol)

An IP address consists of a series of four numbers separated by periods, that identifies a
unique Internet computer host.

ISP Gateway Address (see ISP for definition)

The ISP Gateway Address is an IP address for the Internet router. This address is only
required when using a cable or DSL modem.

ISP (Internet Service Provider)
An ISP is a business that allows individuals or businesses to connect to the Internet.
LAN (Local Area Network)

A LAN is a group of computers and devices connected together in a relatively small
area (such as a house or an office). Your home network is considered a LAN.

MAC Address (Media Access Control)
A MAC address is the hardware address of a device connected to a network.

NAT (Network Address Translation)
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This process allows all of the computers on your home network to use one IP address.
This will enable access to the Internet from any computer on your home network with-
out having to purchase more IP addresses from your ISP

PC Card

This is an ethernet card that connects to the PCMCIA slot on your lap top or desktop
PC. This enables the computer to communicate with with the home Gateway.

PPPoE (Point-to-Point Protocol over Ethernet.)
Point-to-Point Protocol is a method of secure data transmission.
Subnet Mask

A subnet mask is a set of four numbers configured like an IP address. It is used to cre-
ate IP address numbers used only within a particular network.

TCP/IP (Transmission Control Protocol/Internet Protocol)
This is the standard protocol for data transmission over the Internet.
WAN (Wide Area Network)

A network that connects computers located in separate areas, (i.e., different buildings,
cities, countries). The Internet is a wide area network.

WECA (Wireless Ethernet Compatibility Alliance)

An industry group that certifies cross-vender interoperability and compatibility of IEEE
802.11b wireless networking products and to promote that standard for enterprise,
small business, and home environments.

WLAN (Wireless Local Area Network)

This is a group of computers and other devices connected wirelessly in a small area. A
wireless network is referred to as LAN or WLAN.
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[ Specifications | 1

Model Number:

Standards:

Protocol:
Ports
WAN:
LAN:

Speed:

Cabling Type:

Button:

Operation Range:

Indoors:

Outdoors:

Topology:

LED Indicators:
WAN:
LAN:
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GE204000-01

IEEE 802.3 (10BaseT), IEEE 802.3u (100Base TX), IEEE
802.11b (Wireless)

CSMA/CD

One 10Base-T RJ-45 Port for Cable/DSL Modem
Four 10/100 RJ-45 Switched Ports, One Shared Uplink Port

WAN - 10Mbps, Switch - 10/100Mbps (Half Duplex) 20/200
(Full Duplex) Wireless (See Below)

10BaseT: UTP/STP Category 3 or 5
100Base TX: UTP/STP Category 5

Reset

(Wireless)

Up to 30M (100 ft.) @ 11 Mbps
Up to 50M (165 ft.) @ 5.5 Mbps
Up to 70M (230 ft.) @ 2 Mbps
Up to 91M (300 ft.) @ 1 Mbps
Up to 152M (500 ft.) @ 11 Mbps
Up to 270M (885 ft.) @ 5.5 Mbps
Up to 396 (1300 ft.) @ 2 Mbps
Up to 457M (1500 ft.) @ 1 Mbps
Star (Ethernet)

Power, Internet, PC Card, Ethernet Network

Link/Activity, Diag for WAN
Full Duplex/Caollision, Link/Activity 100

[ Environmental L 1L

Power Input: External, 5V DC, 25 A

Certifications: FCC Class B, FCC Class C, CE Mark Commercial
Operating Temperature: ~ 0° C to 40° C (32°F to 104°F)

Storage Temperature: -20°C to 70°C (-4°F to 158°F)
Operating Humidity: 10% to 85% Non-Condensing

Storage Humidity: 5% to 90%, Non-Condensing

Environmental
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[ Appendix AN

Configuring TCP/IP For Windows NT 4.0

Please make sure you have your Windows NT Workstation 4.0 installation disks or CD-
ROM handy before beginning. Windows NT Workstation 4.0 may need to copy some
driver information during the configuration process. If your Ethernet card was supplied
with a driver diskette, be sure to have that available as well.

Note: As with all software, you should consult your users manual or the help files
for detailed information. Actiontec provides the information that follows as a
guideline only.

Network, Username, Computer Name Identification

To configure your NT Workstation v 4.0 click Start, go to Settings and then to Control
Panel. In Control Panel, double-click the Network icon. In the Network dialog box,
click the Identification tab and enter a Computer Name if needed and a Work Group.

Note: Do not change both Computer name and Workgroup at the same time.
Change one first and then restart. Then change the other and restart a second
time.

Network

Identification lServices] Plotocols] Adapters] Bindings]

EJ Windows uzes the following information to identify pour

=, computer an the netwark. “r'ou may changs the name for
thiz computer and the workgroup or domain that it wil
appear in.

Cornputer Marne: |4|_\,-'.-| 79

Wwhorkgroup: |WHQL

ok Cancel
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Services Configuration

Click the Services tab, and make sure the following default services are listed. These are
installed by default when you initially installed TCP/IP. Note that not all of the servic-
es listed below are required for the Actiontec Home Gateway. For additional informa-
tion, refer to your NT Workstation documentation or Microsoft support services.

« Computer Browser
« RPC Configuration
« Server
= Workstation
If you need to add a Service, click Add and do so.

Network E

|dentification  Services lF‘rotocoIs] Adapters] Bindings]

Network Services:

= sk station

Add.. Bemove

Dezcription:

Diztributed protocol required for running the Computer Browser
TErvicE.

Ok | Cancel

Protocol Configuration

Click the PROTOCOLS tab, and then verify that the TCP/IP Protocol is listed. If it is
not, add it.
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Network B

Identificationl Services  Protocals ]Adaptels] Bind\ngs]

Mehwark Protocals:

Add... Bemave Properties...

Drescription:

Transpart Contral Pratocol/nternet Protocol. The default wide
area network protacal that provides communication across
diverse interconnected netwarks.

TCP/IP Properties, IP Addressing, DHCP

With the TCP/IP Protocol highlighted, click Properties, and then click the IP Address
tab and click Obtain an IP Address from a DHCP Server. Click the Advanced tab to
verify that DHCP is enabled.

Microsoft TCP/IP Properties EE3

IP ddress | DNS | wiNS address | Routing |

An P address can be automatically azsigned ta this netwark. card
by & DHCF server. |f your network does not have a DHCP server,
ask vour network administratar for an address, and then type it in
the space below.

Adapter:
[ Etheriink 1Il Adapter =]

&% Obtain an IP address from a DHCP server

" Specify an IP address

oK Cancel
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DNS and Host Name Settings

Click the DNS tab to display the host name properties.

Microsoft TCP/IP Properties H

IP Addiess DN | WING Address | Routing|

Domain Mame System [DMS]

Host Mame: Diarnair:

email_name |

DNS Service Search Order

L

Add |

Domain Suffis Search Order

st |
il

sdd. | | |

oK | Cancel | Lpply ‘

WINS Address Configuration

Click the WINS Address tab. Verify that the only entry here is your Ethernet card.
(Please see the screen image on the next page.)
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Microsoft TCP/IP Properties HE

IPAddress] DNS  WINS Address ] Flnuhng]

Windows Internet Mame Services [WiNS]
Adapter:

_|Etherlink Il Adapter

Primary WINS Server. 4 E 1
Secondary WINS Server: ¥ ¥ :

™ Enable DMS for Windows Resolution

™ Enable LMHOSTS Lookup Impart LMHOSTS ..

Scope ID: |

0K | Cancel

Routing Configuration

Click the Routing tab, and then verify that the Enable IP Forwarding is not checked.

Click OK to return to the Network dialog box.

48
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Microsoft TCP/IP Properties EHE

IP dcress | DNS | WINS Address  FRouting |

IP Forwarding (IP Routing] allows packets to be forwarded on a
multi-homed system. The routing infomation may be static, or may
be collected by RIP for Intemet Protacol. RIP is a service that can
be installed fram the Network Cantral Panel service page.

ok | Cancel

Adapter Settings

Click the Adapters tab, and then verify that your Ethernet Card is listed. If your card is
not listed, please add it.

Network H

Identification] Services] Pratocols  Adapters l Bindings]

Network Adapters:

Add.. Bemove Properties...

Item Motes:
3Com Etherlink 1l Adapter

Cloze |

Bindings Configuration: Protocols, Services, Adapters

The Bindings tab contains a drop down list box that allows you to display different
views of your networking configuration.

Services

Click the Bindings tab, select All Services from the drop down list, and verify that you
have at a minimum, TCP/IP bound to the Ethernet Card.
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Hetuwork HE Adapters

Identification | Services | Frotocols | Adapters Bindings |

Select All Adapters from the drop down list in the Bindings tab.

Network bindings are cornections between network cards,
protocols, and services installed on this computer. You can use this
page to disable netwark bindings or arrange the order in which this
computer finds information on the neteark.

Expand all entries by clicking on plus (+) signs

Show Bindings for: [ ll services = |

5 The adapter should be bound to the TCP/IP Protocol

: I WINS Client[TCRAR)
S0 e T WINS Client (TCP/IP) should be bound to Server and Workstation

= WINS Client(TCPAP)
3 [2] Ethedink Il Adapter

Metwork

Idertiication | Services | Protocols | Adspters Bindings |

Network bindings are connections between network cards,
protocals, and services installed on this computer. You can use this
page ta disable network bindings or armange the arder in which this
computer finds information on the network.

Enoble | Disable | | |

Show Bindings for. [ ll adapters =]

Click OK, then click Close and restart your computer when prompted. T
= WINS ClientTCPAR)
=] Gerver
Protocols 2| workstsion
Select All Protocols from the drop down list in the Bindings tab. (This is not the same
as the Protocols tab)
Expand all entries by clicking on plus (+) signs Ercbe | Dsable | | |

TCP/IP Protocol should be bound to the adapter e

Verifying Settings
WINS Client (TCP/IP) should be bound to the adapter

Network [ 2] x]

Idertification | Services | Protocols | Adapters Bindings |

After you have restarted your computer, verify your settings. Click Start, select
Programs and then select Command Prompt. At the command prompt, type “ipcon-
fig/all" to verify that you received an IP address. You may close this window once you
have verified your IP address.

5

Metwork bindings are connections between network cards,
protocols, and services installed on this computer. You can use this
page to disable netwark bindings ar arrange the order in which this
computer finds information on the neteark.

50

C:

ipconfigrall

Show Bindings for: [ al services

|

= ™ warkstatian

Erable Disable._|

= WM Client(TCR/IP)
E& [2] Ethelink IIl Adapter

=5 wINS Client(TCR/IP)
E& [2] Etherink 1l Adapter
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Windows

NI IP Configuration

Host Name . . * host,somedomain.net
DHS Servers D1z 24.128.1.88

247128 1.81
Node Type . . - . . : Broadcast
NetBIOS Scope ID. D
IP Routing Enabled : Ho

MINS Proxy Enabled : No
HetBIOS Resolution Us : Mo

[Ethernet adapter Elnk32:

Description . . . . E K3 Ethernst Adaptew.
Physical Address 24-D9-DF-46

CP Enahled.
IP Address. . . . . 24.128.1.59
Subnet M 2 : 255.255.255.224
Default : 24.128.1.33
DHCP Server . : 24.128.1.34

Lease Obtained : Tuesday. September 23, 1997 10:14:37 AN
Lease Expires . . : Thursday, October 23, 1997 18:14:37 AM
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Configuring TCP/IP for Windows 2000

Please make sure you have your Windows 2000 installation disks or CD-ROM handy
before beginning. Windows 2000 may need to copy some driver information during the
configuration process. If your Ethernet card was supplied with a driver diskette, be sure
to have that available as well.

Note: As with all software, you should consult your users manual or the help files
for detailed information. Actiontec provides the information that follows as a
guideline only.

Windows 2000 installs with the default TCP/IP configuration. If you have a new
machine with Windows 2000, or have just installed the Operating System, you simply
need to connect your machine to your Home Gateway.

If your Windows 2000 TCP/IP settings have been changed since installation, please fol-
low the following directions. Also, make sure you have your Windows installation disks
or CD handy before beginning. If your Ethernet card was supplied with a driver
diskette, be sure to have that available as well. (Note that Windows 2000 includes built-
in drivers for some Ethernet cards)

Note: As with all software, you should consult your users manual or the help files
for detailed information. Actiontec provides the information that follows as a
guideline only.

To configure TCP/IP for Windows 2000:

1. Click on Start, and then select Settings and then Control Panel. Double click the
Network and Dial-Up Connections icon.

2. If the Ethernet card in your computer is installed correctly, the Local Area
Connection icon will be present. Double-click on the icon. Click Properties in the
Local Area Connection Status window.
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Generd |
Connection
S1atUs Connecied
Diuration: 220423
Speed: “0.0 Mbps
Actvity
Sert 551 Received
L
Packets: 4515 3£
Lisatle
Llose

Under Connect Using, the Ethernet card to which the Local Area Connection in
question is pointing is displayed. Underneath, the components that are bound to
the card are shown, with a check box next to them if they are currently active. Verify
that there is a check next to TCP/IP, and place one there if it is not checked.
Highlight the Internet Protocol (TCP/IP) option, and click Properties.

2 x|

General |

Connect using:

| S5} Compaq NC3161 Fast Ethemnet NIC

Configure

Components checked are used by thiz connection:

| ¥/ = Client for Microsoft Netwarks
| aring for Mizrosoft Metwarks
CP/IP]

Install Uninstal ! Properties

Description

Transmissicn Control Protacol/Intemet Prolocol. The default
widz area retwork arotocol that provides communization
across diverse interconnecied networks

I Skow icar in taskbar when connected

o ] Rl

The Internet Protocol (TCP/IP) Properties window will open. There is only one
tab. Obtain an IP address automatically should be selected in the first section, and
Obtain DNS server address automatically should be selected in the second section.
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5.

54

Click OK to finish

Appendix A

Internet Protocol {TCP;] 7| x|
General |
“'ou can get [P settings assigned autematicall if wour netwark. suppots

thiz cepability. Dtherwze, pvouneed tc ask your network administratar for
the appropriate [P $etings,

7 Use the following IF address:

 (btain CNS serser addiess automaticaly

" Use the following DNS zerver addiesses:

[
———

Advanced...
Cancel

Configuring TCP/IP For Macintosh

Configuring Open Transport 2.5.2

To configure Open Transport:

As with all software, you should consult your users manual or the Macintosh help files
for detailed information. Actiontec provides the information that follows as a guideline

From the top toolbar, click the Apple icon. Select TCP/IP from the Control Panels

menu.

i File Edit Note Color Help

About Stickies...

&0) Apple System Profiler
Calculator

S Chooser

G

[l Favorites 4
[# Jigsaw Puzzle

Key Caps

Network Browser

[ RecentApplications b
[, RecentDocuments |
[ Remote Access Status
Scrapbook

4 Sherlock 2

< Stickies

F S

DiclAssist

Energy Saver
Extensions Manager
File Exchange

File Sharing
General Controls
Intermnet

Keyboard
Keychain Access
Launcher

Location Manager
Memory

Modem

Monitors

Mouse

Multiple Users
Numbers
QuickTime™ Settings
Remote Access
Software Update
Sound

Speech

Startup Disk

Text
Web Sharing

Once the TCP/IP control panel is open, on the top toolbar click User Mode from
the Edit menu, and set the mode to Advanced. When done, click OK.

In the Connect via selection, select Ethernet.

In the Configure selection, select Using DHCP Server.
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5. Make sure the Use 802.3 option is unchecked.

(] S TCR/IP B
Connect via: [ Ethernet built=in 3| use s02.3
Setup
Configure : [ Using DHCP Server > ] Select Hostz File...

Irnplicit Search Path:
Starting domain narne :

P addess: 172215253 ]

Subnet maszk: 255.255.255.0 Ending dornain narne :

DHCP Client ;|| |

Router address: 1722152

Additional
Search domnains:

Mame server addr.:

@[]

6. Disregard any # in the IP Address field. This will be correct after your first con-
nection.

7. Click the Options button and set TCP/IP to Active. Uncheck the option Load
only when needed, and click OK when finished.

TCP/IP Options

Make TCP/IP:

@ Active [ Load only when needed

) Inactive

[ concet | [[ oK J

8. No entries should be made in any of the other fields (which are shown as blank in
the sample image above).

9. Click Close Box in the upper left hand corner of the TCP/IP window, and then
select Save to save your settings.

10. Go to the toolbar and select Restart from the Special menu to restart your com-
puter.
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Configuring File and Print Sharing For Windows 95, 98 and ME

With your Home Gateway you can establish a network that will allow you to share files
and printers. This is an easy method to set up a network in your home or small office.
Please follow these steps to setup file and print sharing:

1. On your computer’s desktop click Start, then select Settings and then select
Control Panel. In the “Control Panel” window double click the Network icon.

2. The following “Network” screen should appear. If File and Print Sharing is not
present, then click the Add button.

Metwork

Configuration l Identification] Aoocess Eontrol]

The following network. components are installed:

= Cliert for Microsoft Netwarks
{8 FAT1 0T Fast Ethemet PCI Adapter
§ TCRAP

Frirnamny Metwork, Logon:
Client for Microsoft Metwork.s ﬂ

File and Frint Sharing... |

Description

ok | Cancel |

3. In the “Select Network Component Type” screen, click Service and then click the

Add button.
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4.

5.

58

Select Network Component Type EHE

Click the type of network component you wank to install:

A zervice enables this computer to share files, printers,
and other resources with other computers.

In the following screen please select File and printer sharing for Microsoft
Networks from the given list. Click OK.

Select Network Service

!J Click the Metwork Service that you want to ingtall, then click QK. If you have
B = an installation disk for this device, click Have Disk.

Models:
I File
=\ File

=\ Service for Netware Directory Services

and printer sharing for Metw are Netwarks

Hawe Disk...
ok | Cancel |

In the “File and Print Sharing” screen make sure that both of the selections have a
check mark beside them. If they do not, please click on the box next to each state-
ment and then click OK.

File and Print Sharing K1 E3

W | want to be able to give others access bo my files.

W | want to be able to allow others to pring to my prinker(z).

Cancel

Appendix B

6. After you have clicked OK you will return to the network screen from step 2. Please
click on the Identification tab (see the first image on page 26).

Computer Name: In this field you can type any name you want. (i.e. My
Computer, John, CPU654) Do not use the same name for each computer you
wish to have on your network, and we do not recommend including spaces in
the computer name.

Workgroup: This field enables you to set a unique name for your network. This
name must be set up on every other computer you wish to have on your net-
work.

Computer Description: You can enter anything you wish. Traditionally, the
location name or main user’s name is used in this field.

Metwork E

Configuration Acceszz Control ]

EJ ‘windows uzes the following information to identify yaur

5=, computeron the network. Please type a name for thiz
computer, the workgroup it will appear in, and a short
description of the computer.

Computer name: |Eomputer MName 1

‘wiarkgraup: |W0rkgr0up

Computer

Daseription: |N|c:kname or Computer D escription

ok I Cancel |

7. Click on the Configuration tab. This will take you back to the screen from step 2.
In the “Primary Network Logon:” box, located just above the “File and Print
Sharing” button, make sure that Client for Microsoft Networks is selected. If it is
not then click the down arrow and select it from the given list. Click OK.

8. A screen will appear asking you to restart your computer. Click Yes to restart the
computer. If you do not see this screen please restart your computer manually. After
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your computer restarts you will be asked to supply a User Name and Password.
Enter whatever you would like but be sure to write down these values, as they will
enable you to access your network.

System Settings Change E

\clp) ou must restart pour computer before the new settings will take effect.
-

Do pou want bo restart pour computer now?

9. After your computer has restarted and you entered a password and user name, you
must enable a file or drive for sharing. Locate the file or drive you wish to share.
(The easiest way to achieve this is through your Windows Explorer, located in the
start menu) Right click on the File or Drive you wish to share. In the given menu

File Share Screen Properties

General Sharing l

™ Mot Shared

w
Share Mame: |FILE SHARE 5

LComment: |
Access Type:
& Read-Only
" Full
" Depends on Password

Passwords:

Read-Only Paszward:

select Sharing.

10. The following screen will appear. Please select Shared As. This will enable other
users on your network to see the file or drive you selected. Then you can chose the

Access Type:
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__ﬂ My Computer - [O]
Fie Edt Vew Go Favoies  [[EEH)
Qpen H »
E.:-tplore Up
O Address |EJ My Computer j
= 3 5
Send Tao = = =
3% Floppy [4:] i
Cut DOpen
; Explore
Coy E:
= « | fid.
Create Shortcut
eaE Mo Digplays the properties for sh
Delete L
Rename Format...
Pioperties Create Shartcut
Properties

,Tl Cancel | Apply |

Read Only: This will allow other users on your network to view and read the file
or drive you selected. They will not be able to modify it in any way. You can fur-
ther restrict their privileges by entering a password in the appropriate field.

Full: This will allow other users on your network to read, modify, move and
delete any information in the shared drive or file. You can further restrict their
privileges by entering a user name and password.

Depends on Password: This will allow you to set both Read Only and Full access
on the shared file or drive. The level of access will depend on the passwords you
enter in the appropriate field.

When you are finished click Apply and then OK.
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File Share Screen Properties [ E3 |l File Share Screen Properties EHE
General Sharing ] General Sharing ]
" Mot Shared " Mot Shared
% Shared As: & Shared Az
Share Mame: |FILE SHARE & Share Mame: |FILE SHARE 5
LComment: | Comment; |
Access Type: Access Type:
™ Read-Only " Read-Only
& Ful C Eul
" Depends on Password (o) erendsDnF‘assworcE
Passwords: Paszwords:
Read-0Only Pazsword:
Full Access Password: Full &ccess Password:
QK | Cancel | Apply | ok Cancel | Lpply |

11. Next you need to share your printer. On your desktop, click Start, click Settings,
and then select Printers.

12. Right click on the printer you want to share. Select “Sharing” from the given list.

i =
. ]
- -]
4 g
>} | o P
Fririters el
P
R YR T ?‘
S T Iy Ueea
- -
Bl g s - R
R
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13. The next step will be to enable the sharing by selecting the “Share As” button. It
will automatically insert a default name for the Share Name. You may set a pass-
word for the printer at this time if you want to restrict who on the network can use
this resource. You may also set the default printer settings by modifying informa-
tion on the other tabs of this window.

For Windows 2000

1. After you have installed and configured your PC Card, Windows 2000 will auto-
matically enable file and print sharing for your computer. The only item that needs
to be altered is your workgroup settings. All the computers on your network must
have the same workgroup name but different computer names. To check or change
this locate the “My Computer” icon on your desktop. Right click on it and select
Properties from the given list.

2. In the “System Properties” click on the Network Identification tab. If the
“Workgroup” name is already the same as all the other computers on your network,
then you do not need to change it. Click OK. If it is not the same then click

Properties.
2l x|
General  MNetwaork |dentification l Hardware | User Profiles .-‘-‘«dvanced]
J ‘Windows uzes the following information to identify pour computer
IZ=1  onthe network,
Full carmputer hane: enternanmehers.
Warkgroup: WORKGROUP
To uze the Metwark |dentification YWizard ta join & Wetwork 1D
domain and create a local user, click Netwoark, 1D, —
Torename thiz computer or join a domain, click
Properties.
(]:4 Cancel

Appendix B { 63



3. Inthe “Computer Name:” box type a name that is different from your other PC’s
on your network. Then, in the “Workgroup” box type the name that you are using
to identify your network. This will be the same on each computer on your network.
Click OK and you will return to the “Network Properties” screen. Click OK again
and even if you are not asked to do so, please restart your computer.

2%

Y'ou can change the name and the membership of this
computer. Changes may affect access to network, resources,

LComputer name;

Full computer narne:
enternarmehere.

More...

tdember of

" Domain:
* wWorkgroup:
|WDF|KGF|DUF'

| Cancel

Configuring File and print sharing for MAC

There are other, much more secure ways to share your files with other Internet users. For
example, you can simply e-mail files you want to share with someone else directly to that
person or you can require a password to access your files.

Following are instructions for disabling and more securely enabling file and print shar-
ing.

To disable file sharing:

1. Click the Apple menu in the upper left corner. Select Control Panels and then
select File Sharing.

2. The default selections should be “File Sharing Off” and “Program Linking Off”,
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and the buttons underneath should both say “Start”. If this is the case, file sharing
is disabled. Exit the File Sharing window.

3. If “File Sharing Off” and “Program Linking Off” is selected and the buttons
underneath indicate “Stop”, click the Stop button to disable sharing and linking.
Enter 0 in the dialog box that prompts you to indicate how many minutes until file
sharing is turned off or how long before you want to disconnect other users con-
nected to your computer.

4. Click OK
5. Exit the File Sharing window.

If you need to enable file sharing on your computer, you can reduce your susceptibility
to hackers by setting a password for access to all of your shared files and directories.

To set a password:

1. Click the Apple menu in the upper left corner. Select Control Panels and then
select File Sharing.

2. Under “Network Identity”, enter an owner name and owner password. To deter
potential hackers from being able to guess your password, we recommend that your
password contain a minimum of eight characters and a mix of upper- and lower-
case letters and numbers.

3. The two sections toward the bottom should say “File Sharing Off” and “Program
Linking Off”, and the buttons underneath should both say “Start”. Click Start to
enable file sharing and/or program linking.

4. The indication above the Start button(s) will change from “Off” to “Starting Up”
to “On”.

5. Close the File Sharing window by clicking the small box in the upper left corner.

6. File sharing and/or program linking are now enabled. However, users will need to
know your Owner Name and Owner Password in order to access files or programs
on your Macintosh.

To allow others to use the printer attached to your computer:

1. Click the Apple menu in the upper left corner and scroll down to Control Panels;
then scroll right and up to Appletalk.
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In the drop-down menu after Connect via, choose Ethernet or Ethernet Built-In.
Close the Appletalk window by clicking the small box in the upper left corner.

You may be asked to save changes to your Appletalk setting. If so, click the OK but-
ton.

Click the Apple menu in the upper left corner and scroll down to Chooser; then,
after the word Appltalk toward the bottom right, click the radio button before the
word “Active”.

You'll be asked to make sure you are connected to an Appletalk network. Click the
OK button.

Close the Chooser window by clicking the small box in the upper left corner.

Note: When print sharing is enabled, you cannot use a password to protect your
printer. Therefore, we strongly recommend that your leave this option enabled
only during the time you wish to share your printer with other users. When the
other users have finished printing their files on your printer, we recommend you
reverse the above process. To do so, you need not change your Appletalk settings
again. All you need to do is call up Chooser and disable Appletalk by clicking
the radio button before Inactive in the lower right corner.
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Standard Program and Port List:

Application Type

[ Application Notes®

‘ Required Settings for Port Forwarding

1CQ -> preference -> connections -
> firewall and set the firewall time
out to 80 secondsiin firewall
setting.

SERVICES \ NOTES | Outgoing Connection | Incoming Connection

HTTP ‘Netscape, IE ‘None ‘80 [client IP

FTP ‘Windows FTP, Cuteftp ‘None \21 [client IP

TELNET ‘Windows Telnet, Neterm ‘None \23 [client IP

POP3 ‘Eudora ‘None ‘110 [client IP

SMTP ‘Eudora ‘None \25 [client IP

miRC ImiRC INone \

Network Time Protocol (NTP) | 123 123 fclient 1P

PPTP \Windows PPTP INone |1723 [client IP

APPLICATIONS \ NOTES | outgoing Connection | Incoming Connection

BAYVPN \ 1500 /client 1P \

CarbonCopy32 \ \ 1023 - 1680 /client 1P

CITRIX \ \ (1494 [client IP

Cu-SeeMé? ‘Corndl 11 ‘None ‘7648 [client IP
White Pine 3.1.2 7648 [client IP & Default /client IP

24032 /client IP

White Pine 4.0 7648 [client IP & Default /client IP
(CuSeeMe Pro) 24032 /client IP

Direct Connect \ \ (375 - 425 [client IP

FW1VPN \ (259 [client IP \

ICQ For file transfer, we must enable: None for Chat. Default /client IP
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IPITV ‘Cisoo IPTV 2.0.0 ‘None \
Laplink \ \ [1547 [client 1P
Lotus Notes \ \ |1352 /client 1P
NetMeeting® Microsoft NetMeeting 2.1 & 2.11  |None 1720 /client IP
1503 /client IP
PC Anvwhere Host must be on the LAN side and 22 [client IP
yw client IP set. 5631 - 5632 /client IP
RedlPlayer [RealPlayer G2 [None \
Remote Anything \ \ 13996 - 4000 /client IP
ShivaVPN Need to set the mobile optionto be |33 ;e |p 2233 [client IP
your public IP address.
Virtual Network Computing g:% ;g::::; :i
(VNC) 5000 /client 1P
\VDOLive \ [None \
GAMES ‘ NOTES ‘ Outgoing Connection ‘ Incoming Connection
80 /client IP
Aliens vs. Predator 2300 - 2400 /client IP
8000 - 8999 /client IP
Asheron's Call p“gl?s’ need to open MSN / DX ‘9000-9013/clienth ‘9000-9013/clienth
2611 - 2612 /client IP
. 6500 /client IP
Black and White 6667 /client IP
27900 /client IP
ark Reign 2 | | [26214/client 1P
3100 /dlient IP 3100 /dlient IP
elta Force 3568 /client IP 3568 /client IP
3999 /client IP 3999 /client IP
1140 - 1234 /client IP 1140 - 1234 /client IP
une 2000 ‘ 4000 /client IP 4000 /client IP
26000 /client [P
lte Force 27500 /client [P
27910 /client IP
27960 /client IP
veraues 1024 - 6000 /client IP
d 7000 /client IP

-22 Lightning 3

|4533 - 4660 /client 1P

ighter Ace I | | 50000 - 50100 /client 1P
2300 - 2400 /client IP
ighter Acell (DX) 47624 [client IP
50000 - 50100 /client IP
df Life | | [27015 client 1P
eretic Il | | [28910 /client 1P
Each computer must use a different
exenll port number. Add 1 for each player 26900 (+1 for each player)
starting with 26900.
2213 (+1 fi h pl li
Each computer must use a different P 3 (+1for each player) /clief
ALI port number. Add 1 for each player

starting with 2213.

6666 /client IP
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|‘ MSN Game Zone

6667 /client IP
28800 - 29000 /client IP

|‘M SN Game Zone (DX)

2300 - 2400 /client IP
47624 [client IP

[mytn \ 343 /client 1P
|\Needfor Speed \ lo442 [client 1P
|Need for Speed 3 \ |1030 /client 1P
loutlaws \ \ 5310 /client 1P
‘Quake 14 ‘ ‘None ‘Default Iclient IP
|Quakell® \ [None [27910 /client 1P
Each computer must use a
Quakelll different port number. Add 1 for None |2F7,660 (+1 for each player) /cl
each player starting with 27660.
Reinbow Six \ [2346 /client 1P [2346 /client 1P
Rogue Spear \ |2346 [client 1P |2346 [client 1P
|starCraft \ \ 112 client 1P
I 1140 - 1234 /client IP 1140 - 1234 /client IP
Tiberian Sun ‘ ‘4000/clientIP ‘4000/clientIP
5001 - 5010 Game
7775 - 7777 Login
Ultima 8888, 9999 Patch
8800 - 8900 Messenger
7875 Monitor
Need to modify the 7777 (game)
[UWeb.WebServer] section of the 7778 (server)
Unreal Tournament server.ini file: Set ListenPort to 7779 - 7783 (UdpLink)
8080; Set ServerNameto the 27900 (server query)
Public IP of your router. 8080 (UT Server Admin)
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[ Appendix DL

To determine the MAC address of an installed Ethernet card on Windows

95/98:

1. Click the Start menu

2. Select Run

3. Inthe text field type: winipcfg

4. Click OK

5. An IP Configuration window will appear

6. Carefully make note of the Adapter Address as it is the same as you MAC address

To determine the MAC address of an installed Ethernet card on Windows ME:

5.
6.

Click the Start menu

Select Run

In the text field type: winipcfg

Click OK

An IP Configuration window will appear

Carefully make note of the Adapter Address as it is the same as you MAC address

To determine the MAC address of an installed Ethernet card on Windows 2000:

1.
2.

Click the Start menu

Select Programs, and then Accessories
Select Command Prompt

Type: ipconfig/all

Press Enter

A window will display, with information pertaining to the Ethernet Adapter

Appendix D

7. Make note of the Physical Address of the Ethernet Adapter (labeled 'Physical
Address’) as it is the same as you MAC address

To determine the MAC address of an installed Ethernet card on Windows NT:
1. Click the Start menu

2. Select Programs

3. Select Command Prompt

4. Type: ipconfig/all

5. Press Enter

6. A window will display, with information pertaining to the Ethernet Adapter

7. Make note of the Physical Address of the Ethernet Adapter (labeled 'Physical
Address’) as it is the same as you MAC address

To determine the MAC address of an installed Ethernet card on a Macintosh:
1. Select the Apple menu.

2. Select Control Panels

3. Select TCP/IP

4. Select the Info button (If the Info button does not appear, select the Edit menu,
then User Mode and then select Advanced)

5. A window will display showing the hardware address

6. Carefully make note of this Hardware address as it is the same as the MAC address
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Notes:
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