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Accessing Your SAFARI Montage Server

The instructions below describe how to access your SAFARI Montage server for the first time.
These instructions assume that you have connected your SAFARI Montage server to your
network and it is powered on.

Finding SAFARI Montage on Your Network

SAFARI Montage is factory-configured to use the Dynamic Host Configuration Protocol
(DHCP). On power-up, SAFARI Montage will attempt to retrieve network configuration
parameters from a DHCP host (if available) on your network. These configuration parameters
include IP address, gateway address, subnet/netmask address, and DNS addresses. The
instructions below assume that you have left SAFARI Montage in its default factory
configuration and you have not modified any network settings or disabled DHCP. If your
network is not configured to use DHCP, please see ‘Configuring SAFARI Montage to Use a
Static IP” in the *SAFARI Montage Console’ documentation.

Any of three methods can be used to find and access SAFARI Montage on your network.

1. Default Hostname- Enter the SAFARI Montage default hostname into a web browser.
SAFARI Montage is factory-configured to use a default hostname of:

SVN<SerialNo>.local

Replace <SerialNo> with the six-digit serial number of your SAFARI Montage server. Your
serial number can be found on the back cover of your printed Setup Guide, on the back of the
SAFARI Montage rack unit, or inside the case door of the SAFARI Montage tower. For
example, if your serial number were 000123, you would enter the following address into your
web browser:

http://SVN000123. local

2. IP Address - Enter SAFARI Montage’s IP address into a web browser. To find out what IP
address is assigned to SAFARI Montage, you may ping the default hostname. To ping the
default hostname, enter the following command into a command prompt:

ping svn000123.local

Replace the six-digit serial number with the one from your SAFARI Montage unit. The ping
command will display the IP address of SAFARI Montage. You may enter the IP directly into
the address bar of your web browser, for example:

http://192.168.1.78



If DHCP fails or a static IP has not been assigned, SAFARI Montage assigns itself an IP of
192.168.1.251.

. Apple Bonjour - Apple Bonjour is a Zeroconf (Zero Configuration Networking) tool that
allows you to easily discover other Bonjour-enabled devices on your network. SAFARI
Montage is a Bonjour-enabled device. The Bonjour client is already built into the Safari
browser on the Mac OS. For Windows operating systems, there is a small add-in for Internet
Explorer available via free download. Click the link above for more information.

Changing the SAFARI Montage Hostname

You may change the hostname to be anything you like. After you have successfully accessed
SAFARI Montage in a browser, you may go to the “Admin > Setup > Hostname” section and
enter a new one. From that point on, SAFARI Montage will be accessible by typing the new
hostname into a browser. You may also choose to point a fully qualified domain name (FQDN)
to SAFARI Montage. In this case, the SAFARI Montage hostname does not need to be changed
to match the domain you point to the server. Hostname is merely the physical name of the
SAFARI Montage box on your network.
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Apple Bonjour

If you are having trouble finding or “seeing” the SAFARI Montage server on your network, a

technology called “Bonjour” from Apple can be used to easily discover the server.

If you are a Mac OS X user, Bonjour is already built into the Safari browser. Simply select the

Bonjour bookmark in Safari, then select the SAFARI Montage server that is listed.

For Windows users, Bonjour is available as a free plug-in for Internet Explorer. You may

download Bonjour here. Upon installation a Bonjour icon will appear in your browser toolbar.

Click the Bonjour icon and double-click the SAFARI Montage server shown in the left-hand
panel (see image below).
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SAFARI Montage Console

SAFARI Montage is equipped with a text-based console application. The SAFARI Montage
Console allows you to configure core server settings when SAFARI Montage is unavailable in a
browser. The SAFARI Montage Console will appear when a keyboard and mouse are connected
directly to the SAFARI Montage server. One particular use for the console is to configure
SAFARI Montage to use a static IP.

SAFARI Montage Console
3AFART Montage
Hostname........: dr:

IPF Addre
ZJerial Number...: O

Zion.........: 004,000,009 (090413101538)
Core Components.: Functioning

'3 Monitor...

i 1 Adwvanced. ..

5 1 Update Z2AFARI Zoftware...

Configuring SAFARI Montage to Use a Static IP

SAFARI Montage is factory-configured to acquire an IP address, and other network parameters,
dynamically from your DHCP host. Some network administrators may not use DHCP, and may
want to configure SAFARI Montage to use a static IP. The following instructions will
demonstrate how to disable DHCP and configure SAFARI Montage to use a static IP using the
SAFARI Montage Console. These functions may also be performed from the SAFARI Montage
browser interface, under *‘Admin > Settings > Network.’

Make sure that the static IP you are about to assign to SAFARI Montage is available on your
network. Configuring a duplicate IP address on a network can lead to problems. In most cases,
the static IP that you assign must be different from any that SAFARI Montage acquired using
DHCP. Network administrators will usually dedicate a particular IP address range for DHCP use
and a different range for static addresses.



Select menu item #1, ‘Network Settings...”, from the console’s main menu. The menu shown
below will display.

SAFALARTI Montage..: Network Settings

Hostnawe........: 3VNOO1000, local

ooo (oS 210756e06)

SMTE 3
Webh Proxy

FEeturn

Enter wyour selection and pr

01000, local
11000
local

[none)

[none)

[none)

< Current

new ip address or leave blank for current (172

Enter each network configuration parameter that you are prompted for. After each parameter has
been entered, SAFARI Montage will display a summary screen so you can confirm the changes.
Press Enter to return to the Network Settings menu.



Configuring SAFARI Montage to Use a Dynamic IP (DHCP)

From the Network Configuration menu, choose menu item #3, ‘1P Address (DHCP).” Press
Enter to continue. SAFARI Montage will acquire the necessary network configuration
parameters from the DHCP host on your network.

Other Console Settings

The remainder of the console settings should be self-explanatory for a Systems Administrator.
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System Settings

System settings provide the system administrator with the ability to change settings globally. The
system settings control which state standards are searched, grade limits, the preferred video
player and whiteboard integration.

Click *‘Admin’ on the SAFARI Montage header. m

Click “Settings’ from the secondary navigation menu.

Click ‘System’ from the Settings submenu.

Enter relevant information and save your changes by clicking ‘Update.’
Full descriptions of each setting are found below the screenshot.



System Settings

Version Humber: 4022

Server Name: N BIME s-i.é
System MNotifications Email:
Admin Password: "lilillilil

State: Pennsylvania V Standards: &

Link to SAFARIMontageHDNetwork.com on Dashboard: [ ]

Maximum ltems per Search Page: '_.25 ¥
Enable Default Grade Range: ]
Default Grade Range: F"reK v i Adult v
Stills Display Running Time (seconds): 5

.t.r..ﬁnimu m: 5 2econds. Maximum: 3500 :secunds.}
SAFARI Montage Media Player Support:
Media Player: Us e.ris I:-f.'II:IiII;E V

{Mac uzers will always see QuickTime videos.}

CreationStation Content Downloadable By: Change Download Permissions

Packaged Content Downloadable By: Change Download Permissions

Send email notifications when user accounts are modified.
User receives an email when his/her user account iz changed.

[~ Password Encryption
Uze non-S=L-bazed encryption for passwords in transit betvween browser and server, (Mote:
Pazzwaords are always stored in the database fully encrypted regardless of this setting )

Permanent Links
Allows users to generate and =ave permanent links to media. Links may be uzed in most applications outzide of
SAFARI Montage. Thiz feature appears on main playback page.

Allow user-created accounts.
Allows u=ers to create their own u=er accounts at login. User-created accounts are placed in the Students group
which has the least permis=ions in the system.

Interactive Whiteboard Settings

Enable Whiteboard Integration;
Defauit Whiteboard: (SMART ¥
Upload and Share Whiteboard: 0 n.l.‘_-,..f.t = al::h.ersmiw:i. upl 0 a;d.}. |

Whiteboard file size limitation: 110240 kB~



System Setting Descriptions

Version Number - The version number of your SAFARI Montage software.

Server Name - The server name (hostname) of your SAFARI Montage system.

System Notifications Email - The email address that will receive system-level email
notifications from SAFARI Montage. For example, this email account is notified when a user
changes their password or other user account data.

Admin Password - The password of the master administrator. To log in as the master
administrator, use a username of “admin” or “administrator” along with this password. This
user has access the all SAFARI Montage functions including all administrative functions. This
user’s administrative privileges can never be revoked. Use description when distributing this
password to anyone.

State - Your home state. This causes the Curriculum Standards search to search within this state
by default. Users may override this setting on the Standards search page or in their individual
preferences. Also, any new users will initially have this state set on their personal preferences.
After you select your default state, if you see the red X icon # next to your state, then you will
have to load the standards for that particular state. To load the standards, click the ‘load’ link.
Link to SAFARIMontageHDNetwork.com on Dashboard - when enabled, a link to
SAFARIMontageHDNetwork.com will display on the Dashboard.

Maximum ltems per Search Page - The default number of search results per page. Users may
override this setting in their individual preferences.

Enable Default Grade Range - Activate or deactivate the Default Grade Range feature.
Default Grade Range - The default grade range that new users will see in searches. Users may
override this setting in their individual preferences.

Stills Display Running Time (seconds) - The running time for stills and the default running
time for stills in playlists.

SAFARI Montage Media Player Support - This box must be checked in order to allow users
to use the SAFARI Montage Media Player.

Media Player - Select the specific player to be used by all users of the SAFARI Montage
server or allow the user to decide by selecting ‘User’s Choice.’

CreationStation Content Downloadable By - Determines which users can download and save
CreationStation content marked as downloadable to their local computer.

Packaged Content Downloadable By - Determines which users can download and save
downloadable content to their local computer.

Send emails when accounts are modified - With this feature active, users are notified of any
changes to their account, including usernames and passwords. Disable this feature if you are
sensitive to passwords travelling via email or if you need to modify user accounts without the
users being made aware.

Permanent Links - Activate the Permanent Links feature on the playback page. This feature
allows users to generate and save permanent links to media

Password Encryption - Activating this feature enables non-SSL-based encryption for
passwords in transit between browser and server.

Allow user-created accounts - This feature allows anyone to create new user accounts.
Activating this feature causes an “l am a new user” link to appear on the Login page. This
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feature allows the user to create accounts in the Student group only. If they desire a higher
access level, they must contact their SAFARI Montage administrator. This feature is only
available to standalone servers.

Interactive Whiteboard Settings Descriptions

Enable Whiteboard Integration - Allows for the playback and uploading of Flipcharts and
Notebooks into CreationStation.

Default Whiteboard - Select your default Whiteboard type. SMART allows for the uploading
and playback of Notebook files. Promethean allows for the uploading and playback of Flipchart
files.

Upload and Share Whiteboard - allows the administrator to extend uploading capabilities to
teachers. By selecting “All teachers, including teachers (w/upload)’, the administrator can grant
all users with the user type of teacher, to upload and share whiteboard files. As a default, only
users with the user type of teacher (w/upload) will be able to upload and share whiteboard files.
This option will only be viewable if you have the CreationStation module installed.
Whiteboard file size limitation - Set the maximum file size limit for uploaded whiteboard
files. This option will only be viewable if you have the CreationStation module installed.

Note: Administrators logged into a WAN parent server will see a system settings page
containing fewer settings than outlined above. This is because many of the system settings are
shifted to the schools page in a WAN environment. For info about schools and the management
of schools, see the Help page, ‘School Management’ in the WAN Manager Guide.



LDAP Settings
SAFARI Montage Users vs. LDAP Users

SAFARI Montage may be configured to use either of two user-bases for login accounts—Ilocal
SAFARI Montage users, or users from a directory server such as Microsoft Active Directory,
Apple Open Directory, Novell eDirectory, or OpenLDAP. When configuring SAFARI Montage
to use local users, each user must be created and managed manually in the SAFARI Montage
system. This may become time-consuming if your organization is large. A better option is to
connect SAFARI Montage to your organization’s directory server using LDAP (Lightweight
Directory Access Protocol). Once SAFARI Montage is connected to an LDAP-compliant server,
security groups from your organization’s directory server may be mapped directly to SAFARI
Montage groups. This allows you to grant access to a large number of your network users in a
single operation, and spares you the labor of having to manage two sets of user accounts: domain
accounts and SAFARI Montage accounts.

Enabling LDAP

Under the “Settings’ sub-navigation item, click the ‘LDAP’ button. To enable LDAP on your
SAFARI Montage system, click the ‘Enable LDAP’ link at the top of the page.

Disabling LDAP

When LDAP is active, the ‘Enable LDAP’ link will become ‘Disable LDAP.’ Click this link to
disable the LDAP connection and return to using SAFARI Montage accounts.

LDAP Settings

Once LDAP is active, the form shown below will display. Enter the appropriate information for
your directory server and click the ‘Save’ button. Beneath the example below, you will find more
detailed information about each field on this form.



LOAR Connection Settings

Description I

Host | L1580

Example: 192162801 o Idap example.com
ZEL: The server name must he the exact name that corresponds to the =510 cedificate

Base DN | Fetch |

Example DMZ (Domain Mame Server). do=school do=k12 do=ca do=us
Example DMS (Domain Mame Server) school k12 caus
Example ebirectory: o=0rganization

LOAP Connection Style

* pctive Directory (Windows 2000:2003)

8 Open Directory (Mac 05 X)

L eDirectory (Mowvell) ™ sso (Single Sign-0n, Auto-logon bazed on the LDAP server)
& OpenLDAP [vou can uze the "User DN az the username)

Login

Username l

Password |

Description
Descriptive name for your LDAP server.

Host
The Host may be either the resolvable name of your LDAP server or its IP address. If you
use the host name rather than IP, the SAFARI Montage system must be able to resolve
the name. SAFARI Montage will look up the name in the DNS server(s) that you
configured upon install. In most cases, you will need to fully qualify the hostname by
appending its complete domain name, for example, Idap.myschool.edu rather than Idap.
You may use SAFARI Montage’s ‘Ping’ feature, found under the “Tools’ sub-menu, to
see If SAFARI Montage is able to resolve the hostname.

SSL

Activate the SSL checkbox if your LDAP server requires Secure Sockets Layer
connections.

Base DN
Enter your LDAP server’s Base Distinguished Name (DN) in this field. Examples of
valid Base DN’s are shown below. Note that most Novell eDirectory setups only require
an organization (as shown).

Base DN Examples

e Microsoft Active Directory - dc=domain, dc=com
e Apple Open Directory - dc=domain, dc=com
» Novell eDirectory - o=myorganization



e OpenLDAP - dc=domain, dc=com
Fetch
The Fetch button will attempt to retrieve the Base DN from your LDAP server. This

method may not always retrieve the correct Base DN, depending upon your LDAP
implementation.

LDAP Connection Style

Choose the LDAP technology that exists on your network.

Login

Enter the username and password for the user that has read access to the LDAP tree specified.
Clicking “Save’ will attempt to connect to your LDAP server and, if successful, will save your
LDAP settings.

After SAFARI Montage connects successfully to your LDAP server, click ‘LDAP Groups’ in the
left navigation menu to map your LDAP groups to the SAFARI Montage user types.



=

=

LDAP Groups

The LDAP Groups page allows you to map groups from your LDAP server to the user types
within SAFARI Montage.

To Map an LDAP Group to a SAFARI Montage User Type

Select an LDAP Server from the ‘LDAP Server’ dropdown box.

Select the SAFARI Montage user type from the *Show LDAP Assignments for the ... User
Type’ selection box that you would like to map LDAP groups to.

Select an LDAP group, or groups, from the listbox and hit *‘Add.” to map the LDAP group to
the SAFARI Montage user type. Your selections will display in the ‘Assigned LDAP Groups’
listbox.

To Remove the Mapping of an LDAP Group to a SAFARI
Montage User Type

Select an LDAP Server from the ‘LDAP Server’ dropdown box.
Select the SAFARI Montage user type you want to modify from the ‘Show LDAP Assignments

for the ... User Type’ selection box.
Select the LDAP group from the *Assigned LDAP Groups’ listbox that you want to unmap

from the SAFARI Montage user type.
Click on the ‘Remove’ button.

SAFARI Montage User Types

Detailed descriptions of each SAFARI Montage user type are below. The user types below are
listed in order of permission level.

Administrator
Users within the Administrator user type have access to all SAFARI Montage functions,

including full access to the private ‘Admin’ area. Administrators are also able to view
and manipulate all of the content in the system, including expired content.

Teacher (w/Upload)
This user type has the same permissions as the Teacher user type below, with the addition
of upload capabilities if the CreationStation™ module is installed.

Teacher



Teachers have access to all features in the system, with the exception of the private
‘Admin’ area. Teachers have more permissions than Students in that they can create
quizzes and view teacher’s guides, blackline masters and other attachments in SAFARI
Montage. If the CreationStation module is installed, Teachers cannot create or modify
any uploaded content. If whiteboard integration is enabled for your system and you have
the CreationStation module installed, then whiteboard file uploading capabilities can be
extended to Teachers. Please see the ‘System Settings’ Help page for more information.
Student
Students cannot view or search for teacher’s guides, quizzes, blackline masters, or other
attachments. If the CreationStation module is installed, Students cannot create or modify
any uploaded content. Students do not have access to the ‘Admin’ area.
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Creating a Single New User

=

Click ‘Admin’ on the SAFARI Montage header. m

Click “Users’ from the secondary navigation menu. (‘Users’ is within the Settings submenu.)
3. Click the *add user’ link at the top of the User Summary page. If you are an administrator
logged into a WAN parent server, select the school you want to create users within before
clicking the ‘add user’ link.

add user L add multiple
Resultzs 1to 6 of6

N

Active Online User Delete
o H Ackerley Raelene b4

----- & ®Admin, The ®

=l # Albright, Persephone #

il 7 Alingtan, Ashlyn %

il 4 Allman, Glen 3

o 7 Grmith, Mrs. #®

4. Complete the form. Usernames must be between 3 and 30 letters and/or numbers. Spaces are
not allowed. Passwords must be between 5 and 10 letters and/or numbers. You may also leave
the field blank to generate a random password that will be emailed to the user



Add User
Drake School

Username: |
Local uzers override LDAP users if usernames are identical.

Email Address: |

First Name: | |

Last Name: | |

Title: |

Passwond: | |

Paz=word must be between & and 10 letters and/or numbers
or leave blank to generate a random pazzword emailed to the uzer.

Confirm Password: | |

Teacher
User Type:
it Teacher (w Upload)
Administrator
Approver: Does not apply to thiz user group.

Allows u=er to approve publizhed playliztz and uploaded media.

[ Add User ” Cancel ]

5. Click ‘Add User’.

NOTE: If your system has MHA (Managed Home Access) installed, then you will be able to
assign users to the ‘Parent’ user type.



Creating Multiple New Users

Click ‘Admin’ on the SAFARI Montage header. m

Click “Settings’ from the secondary navigation menu.

Click “Users’ from the Settings submenu.

Click the “add multiple’ link. If you are an administrator logged into a WAN parent server that
has multiple direct play schools, select the school you want to create multiple users within
before clicking the “add multiple’ link.

add user | add multiple
Results 1to 6 Dfﬁ\

Active Online User Delete
7 H Ackerley Raelena b 4

----- o #Admin, The ®

=l # Albright, Persephone ®

o 7 Alington, Ashlyn ®

7 H Allman, Glan 4

o + Srmith, Mrs. ®

Select the user type to which you will be assigning the new users. Students have access to all
features except for teacher materials and system administrator functions. Teachers have access
to all features except for administrator functions. Administrators have access to all features of
SAFARI Montage.

There are 2 ways of adding multiple users, manual entry or text file upload. For manual entry,
enter a comma-separated list of email address into the *‘Email Addresses’ text-area. To upload a
comma-separated TXT or CSV file of users, click the ‘Browse’ button and navigate to your
import file.

Manual Entry



Example:
firstuserfdomain. com, seconduserfdonain. con, thirduserfdonain. con

Add Multiple Users
Brooksie Ooksie High School

Group: Student j

[-

Email Addresses:
id

&+ Create username from entire address ijsmithi@domain.coms
" Create username from address prefix jsmith)

Text File Upload

Each line in the import file must be in the following format:

username, firstname, lastname, password, emailaddress, title, user type

Valid user types are Student, Teacher, Teacher (w/Upload), and Administrator. Leave a user’s
password blank to have it auto-generated. NOTE: If you have Managed Home Access on your

SAFARI Montage server, you will have the abilty to assign users to an additional user group
called ‘Parent.’

Upload File: ! Browse... |

7. Click “‘Add Users’.

NOTE: If your system has MHA (Managed Home Access) installed, then you will be able to
assign users to the ‘Parent’ user type.



Editing User Accounts

Click ‘Admin’ on the SAFARI Montage header. m
Click “Settings’ from the secondary navigation menu.
Click “Users’ from the Settings submenu.

Click on the user that you wish to edit.

APwnhE

add user | add multiple

Fesults 1to 6 of 6
Active Online User Delete
+ Ackerley, Raelene

----- " EAdmin, The

&

=l Albright, Persephone

of

o + Alington, Ashlyn
ot + Allman, Glen
o

e e

+ Srmith, Mrs. ™~

i O Sl o P S

AP AP S Ah AP

5. Make necessary changes to the account, including username, email address, type of account and
password.



Edit User

Drake School

Username: |jsmith

U=zername must be between 3 and 30 letters and numbers (no spaces).
Email Address: |jsmith@myschnn.cnm
First Name: |Jane |
Last Name: |Smith| |
Title: | student
Password:

||||||||||| |clear

Pazzword must be between 5 and 10 letterz andfor numbers
or leave blank to generate a random pas=zword emailed to the user.

Confirm Password: |""""" |

Teacher
Teacher {w Upload)
Administrator

User Type:

[ Update H Cancel ]

6. Click *‘Update.’

NOTE: If your system has MHA (Managed Home Access) installed, then you will be able to
assign users to the ‘Parent’ user type.



Deleting User Accounts

Click ‘Admin’ on the SAFARI Montage header. m
Click “Settings’ from the secondary navigation menu.
Click “Users’ from the Settings submenu.

Select user to be deleted.

Click “delete’ at the end of the user management line.

arwdE

Results 1 to 50 of 251 112121415 o4

Active Online User
o + Baumdartner, Briddette delete

W + Baumuogartner, Kerenza delete
ol + Berkheimer, Gerald delete

6. Select ‘Delete’ to permanently remove the user and all related playlists.

ARE ¥OU SURE?
LIzer RaeleneAckerley and his or her playlists will be permanently deleted.

Do wou wish to rermove this user?

Delete Cancel




Network Settings

Click ‘Admin’ on the SAFARI Montage header. m

1.

2. Click *Settings’ from the secondary navigation menu.

3. Click “Network’ from the Settings submenu.

4. Change or set various network settings. Changing the settings on this page will require a
restart of SAFARI Montage. During the restart, SAFARI Montage will not be accessible
for up to 10 minutes.

Network Settings
Override Hostrarme: ™ Communications between servers will use IP address only.
DHCP: r
Hostname: imnnulith.wn.lvc.cum
IP Address: [172.20.50.183
External IP Address: l
U=sed with external software. Facilitates redirects to this server. Leave blank if
not used.
Netmask: |255.255.255.0
Gateway: [172.20.50.1
DNS 1: [172.20155
DNS 2: [172.20.1.44
Weh Proxy {if required): |
SMTP Server (if required): l
5. Click “Set.’

Hostname Help

The Hostname is the unique name by which your SAFARI Montage server is known on your
network. On most networks, hostname is usually a single word, for example, montagel. With
certain other network configurations your hostname may need to be fully qualified using its
entire domain name. For example, if the hostname of this server is montagel and the domain on
which it resides is called myschool.edu, the hostname above would be montagel.myschool.edu.



=

Software Update

To update the software or the content on your SAFARI Montage server, you must log on to the
server's SAFARI Montage console. For more information about the SAFARI Montage console,

see the Help page ‘SAFARI Montage Console.’

Insert the SAFARI Montage update CD, DVD or USB thumb drive.
From the SAFARI Montage console, select menu item #5 ‘Update SAFARI Software...”

Enter wvour =

Select #1 ‘Update SAFARI Software from CD or DVD’ if you inserted a CD or DVD. Select
#2 “‘Update SAFARI Software from USB Drive’ if you inserted a USB thumb drive.

004,000,009 (0904131015
Functioning

Enter wyour =




The update will take several minutes to complete. If you are updating the software on your
SAFARI Montage server, then your server will reboot once the update is finished. If you are only
running a content update, the server will not reboot when the update is complete.

Note: The software update will update all point releases as well as patch releases. If your server
is in a WAN parent/child environment or you have expansion servers, it is suggested that you
update your WAN parent or WAN controller server first. After updating the WAN controller
server, the expansion servers will be automatically updated. If your WAN environment has child
servers, you can opt to have your child servers automatically update once the WAN parent is
updated - see Help page ‘Remote School Servers’ in the WAN Manager Guide. If you do not
enable this feature, then you must manually update each child server once the update has been
installed on the WAN parent.

Release Notes

Release notes for versions of SAFARI Montage can found here or by clicking the ‘Release
Notes’ link on the ‘Software Update’ page.
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Adding New Content and Add-On Modules
(Quick Start)

The *Activate Content & Modules’ function will attempt to automatically activate all inactive
content packages that are on the hard drives on the server. The SAFARI Montage server needs to
be connected to the Internet for this to take place. The server will transmit a few small pieces of
data that identify your content packages and your server. An average-sized content package takes
approximately 10 to 15 minutes to activate while the database is populated. This time may vary
depending on your SAFARI Montage hardware and configuration.

Click ‘Admin’ on the SAFARI Montage header. m

Click “Settings’ from the secondary navigation menu.

Click *Activate Content and Modules’ from the Settings submenu.
Read Digital Content License Agreement.

MPwnh e

[ acknowledge that | have read the terms and conditions of the above Digital Content License Agreament
and agree to be bound by them.

Crganization Name: |

Hame:

|
Title: |
Email: |

Mext » | Cancel |

5. Type in site information and click ‘Next’ to the terms and conditions.

If you experience any problem with this multi-package activation method, you may activate
individual packages by browsing the ‘Content Packages’ section of ‘Admin’ area. If your
SAFARI Montage server does not have Internet connectivity, there is also a manual activation
method in the ‘Content Packages and Add-On Modules’ Help section.
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Content Packages and Add-On Modules

This section lists all content packages and add-on modules, active and inactive, available on your
SAFARI Montage server. If a content package or module is not listed and you expect it to be
listed, then click ‘Active Content & Modules.” This will detect and install any new content and
modules found in the system. For more info, see the help page ‘Adding New Content and Add-
On Modules (Quick Start).

Fully-automatic activation is not available within this section. For information on fully-automatic
activation, see the Help page ‘Activating Content or Add-On Modules.’

Auto-Activation

To perform auto-activation on a particular content package or add-on module, follow the steps
below.

Click *‘Admin’ on the SAFARI Montage header.

Click “Settings’ from the secondary navigation menu.

If you want to activate a content package, click ‘Content Packages’ from the Settings submenu.
To activate an add-on module, click *‘Add-On Modules’ from the Settings submenu.

View currently installed media packages or modules. The list also displays packages or
modules awaiting activation. The ‘Active’ column indicates the activation status of each
package or module. Items without a green check in the “‘Active’ column are inactive. (The
image below displays the screen for content packages.)

Comtent Packages

Name Active Expiration Date  Activation
9539 TAFAR] Montage Core K-12 Dual Cortent Pkg A

e (o "  September 17,2009 Activation
39539 SAFARI Mortage Core K-12 Dual Content Pk o September 17,2009 Activation

“Yolume 1 0AP-B9)

Click the “Activation’ link next to the item you wish to activate.

Click the “Activate’ button. Auto-activation requires that the SAFARI Montage server is able to
access the Internet. SAFARI Montage will transmit several numbers that identify your SAFARI
Montage server and the item you are activating. If your server is not able to access the Internet,
follow the steps for manual activation below. The product will cycle through its activation
process, showing progress in real time. If you are activating a content package, you will be
returned to the Content Packages screen when it is finished. If you are activating an add-on
module, you will be returned to the Add-On Modules screen when the activation is complete.
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4.

6.

Confirm that the content package or add-on module now has a green check mark in the Active
column.

If you are logged into a WAN Manager Parent Server only: After the package or module is
activated, you must assign the package/module to a school or schools. See the help page ‘WAN
Manager Media and License Management’ in the WAN Manager Guide.

Manual Activation

Manual Activation can be used in the event that the SAFARI Montage server fails to connect to
our activation servers or does not have access to the Internet.

To perform manual activation on a particular content package or module, follow the steps below.

Click ‘Admin’ on the SAFARI Montage header. m

Click “Settings’ from the secondary navigation menu.

If you want to activate a content package, click ‘Content Packages’ from the Settings submenu.
To activate an add-on module, click *‘Add-On Modules’ from the Settings submenu.

Click the “Activation’ link next to the package/module you wish to activate.

Click the “Manual’ button. The manual activation screen will display. (The image below is an
example of the manual activation screen for a content package.)

Activate Content Package
UnitID: 31084
VYersion Humber: 3.2.1

Serial Numhber: 001539

Activation ID: |

Passwori: |

Actate | Cancel |

Enter your Activation ID and Password and hit “‘Activate.” To acquire your Activation ID and
Password, record the Unit ID from the screen shown, and have your Product ID from your
package label handy.

Central Schools
DL1151 Montage K-8 Core

Product ID: 435-C12345
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11.

Browse to the Product Support and Activation website indicated:
http://software.safarivideonetworks.com/. You may want to launch a new browser window for
this site and leave SAFARI Montage open in the previous one. You will need to return to
SAFARI Montage to enter the activation 1D and password.

Product Support and Activation Website - Once you have arrived at the Product Support and
Activation website, select ‘SAFARI Montage’ from the ‘Activation’ menu.

Product ID - Enter your Product ID from your content package or module label and click
‘Next.’

Central Schools
DL110 20th Century

Product ID: 435-C12345

Agreements - Read and agree to both license agreements by clicking the checkboxes
underneath each license. You must also digitally ‘sign’ the license agreement by confirming
your organization name and entering your name and title. Click ‘Next.’

SAFARI Montage Customer Information - This screen gives you the opportunity to create a
login and modify your personal profile. You will need the login for future visits to the support
website to access the Knowledgebase, Downloads and Service Request sections. Please make a
personal record of the password you choose. When you are finished entering all pertinent
information, click ‘Save.’

SAFARI Montage Activation - Enter the Unit ID that was displayed to you on the SAFARI
Montage manual activation screen. Version Number and Serial Number should already be filled
in, but you may correct them if necessary. Be sure to enter the numbers exactly as they appear
on the SAFARI Montage manual activation screen. Click “Get Password.” An activation ID and
password will be generated and displayed.


http://software.safarivideonetworks.com/�

SAFARI

MON ]‘A G E Instructions: Enter the “Unit ID” and the “Yersion Mumber® of the software

" from the scheduler screen. You will then be given a Password.

User Hame : ismith
Unit 1D : 25509
Version Humber : 1.1.0

Serial Number {Server #, Server D) : | 00004812345

Activation 1D ; 504-011-000-000-120-120-101
[ et Password ]

12. SAFARI Montage Manual Activation - Return to the SAFARI Montage manual activation

13.

screen. Enter or copy and paste the activation ID and password that were provided from the
support website into the appropriate fields. Click ‘Activate.” The product will cycle through its
activation process, showing progress in real time. If you are activating a content package, you
will be returned to the Content Packages screen when it is finished. If you are activating an add-
on module, you will be returned to the Add-On Modules screen when the activation is
complete. Confirm that the content package/module is now labeled ‘true’ in the Active column.
If you are logged into a WAN Manager Parent Server only: After the package is activated,
you must assign the package/module to a school or schools. See the help page “WAN Manager
Media and License Management’ in the WAN Manager Guide.

For further information and information about fully-automatic activation, see the Help page
‘Activating Content or Add-On Modules.’

For information about deactivating content or modules, see the Help page ‘Deactivating Content
or Add-On Modules.’
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Activating Content or Add-On Modules

There are three different methods to activate a SAFARI Montage content package or add-on
module.

Fully Automated Activation

This activation method requires that the SAFARI Montage server have Internet access. There is
no user intervention required aside from agreement to the licenses. SAFARI Montage
communicates with our remote activation servers automatically, transmitting the identifying data
needed to activate your SAFARI Montage package/module(s). This method will attempt to
activate all inactive content packages and modules detected within SAFARI Montage. SAFARI
Montage attempts to use this method upon first-time install. If it fails, you will have the
opportunity to use manual activation (see ‘Manual Activation’ below). This method may also be
used to discover and activate add-on module content packages in the future by clicking the
‘Activate Content & Modules’ button in the secondary navigation menu.

Click *‘Admin’ on the SAFARI Montage header. m

Click “Settings’ from the secondary navigation menu.

Click “Activate Content & Modules’ from the Settings submenu.
Read Digital Content License Agreement.

o acknowledge that | have read the terms and conditiens of the above Digital Content License Agreament
and agree to he bound by them.

Crganization Name: |

Mame:

|
Title: |
Email: |

Mesxt » | Cancel |

Type in site information and click ‘Next’ to the terms and conditions.

Automatic Activation

This activation method requires that the SAFARI Montage server have Internet access. You will
be required to enter the Product ID from your content package/module label. SAFARI Montage
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transmits this data to our remote activation servers. This method is useful in that it allows a
single content package or module to be activated if there are other packages/modules that you
would like to leave inactive for whatever reason.

Manual Activation

Manual activation does not require that the SAFARI Montage server have Internet access. If the
two methods above fail, you can use this method. You will be required to browse to our product
activation website. The activation website will require that you enter your SAFARI Montage
Product ID and Unit ID. Your Product ID is affixed to a label on your product packaging.

Your Unit ID can be found in SAFARI Montage:

Click ‘Admin’ on the SAFARI Montage header. m

Click “Settings’ from the secondary navigation menu.

If you want to activate a content package, click ‘Content Packages’ from the Settings submenu.
To activate an add-on module, ‘Add-On Modules’ from the Settings submenu.

Click the “Activation’ link next to the item you wish to activate.

Click the *Manual’ button.

Write down the Unit ID shown or leave this browser window open in the background. You will
need that Unit ID at the activation site.

From an Internet-connected PC, browse to our product activation website. Click the SAFARI
Montage logo, or choose ‘SAFARI Montage’ from the ‘Activation” menu. For full instructions,
browse our manual activation support site.

For more information, see the Help page ‘Content Packages and Add-On Modules.’



http://software.safarivideonetworks.com/�
http://software.safarivideonetworks.com/�
http://software.safarivideonetworks.com/�
http://www.safarimontage.com/manualactivation�

Deactivating Content or Add-On Modules

Click ‘Admin’ on the SAFARI Montage header. m

Click “Settings’ from the secondary navigation menu.

3. If you want to deactivate a content package, click ‘Content Packages’ from the Settings
submenu. If you’d like to deactivate a module, click ‘Add-On Modules’ from the Settings
submenu.

4. Click the ‘Activation’ link next to the content package or module that you want to deactivate.

™=

Content Packages
Expiration
Hame Active Date Activation
G729 SAFARI Montage Core 9-12 Content Pkg (MOY) March 22, 2007 Activation
A741 SAFAR| Montage Schlessinger K-8 Additional Content Pkg (MO April 7, 2009 clivation

G742 SAFAR] Montage Schlessinger K-8 Additional Content Plg 00 Activation

9873 TAFARI Montage Almanac Mewwsreel Content Pkg 0Ah) Activation

L88L

GEE74 SAFAR Montage Almanac Mewwsreel Content Pkg (MO

389531 SAFAR| Montage Yideo Encyclopedia of the 20th Certury Content
Pl Qhd%)

)

April ¥, 2009 Activation

5. Click the ‘Deactivate’ button.

Additional Schlessinger Media K-8 Content Package {MO¥-53)

This activation method requires thatthe SAFARI Montage server is able to access the Internet.
SAFARI Montage will transmit several numbers that identify vour SAFARI Montage semver and
content packane.

If SAFARI Montade is naot able to access the Internet, click "Manual” below to switch to the manual
activation process.

Activate i kdanual

Deactwvate

6. A message box will pop up asking you to verify that you want to deactivate this package. All
media included in the package will be removed from your SAFARI Montage server.



o | Media From this package will be removed.

Are wou sure you wank ko deactivate this package?

........... OK ............. canl:e| |
B

7. When the deactivation is finished, there will no longer be a green check mark next to the
package in the “Active’ column.




Secure Sockets Layer (SSL)
Secure Sockets Layer (SSL)

SSL is a technology that allows browser-based applications like SAFARI Montage to encrypt
private data as it travels between the user’s web browser and the server. If data is not encrypted
in this manner, then it is transmitted in “plain text,” which means there is a risk that it can be
viewed by eavesdroppers using the right tools. This becomes a much greater concern with
publicly exposed Internet or Extranet applications, as opposed to ones that reside behind your
firewall on your LAN (Intranet). Even with Intranet applications, it is generally a wise practice to
use SSL to secure certain pages where private data is entered by the user. In SAFARI Montage’s
case, activating SSL will secure all pages where a password is entered for example, the Login
and User-Management pages. (For complete list, see SSL-Secured Pages below.)

Encryption Types in SAFARI Montage

There are two methods of password-encryption in SAFARI Montage, a non-SSL encryption for
older SAFARI Montage hardware, and true SSL encryption for new hardware.

New Hardware
SAFARI Montage Models: T-420, RM-640, WAN-1240

True SSL encryption

SSL is managed from the Admin > Settings > SSL page. There are three SSL Types to choose
from on that page. See “SSL Types” below.

SSL Type is a "server-wide" setting. It applies to all schools on that server.

Old Hardware
SAFARI Montage Models: T-400, RM-800, WAN-1000

Only the non-SSL encryption is available, which can be activated or deactivated by the
SAFARI Montage Admin.

Non-SSL encryption is activated/deactivated on the Admin > Settings > System page.

This is also a server-wide setting. It applies to all schools.

When active, extra asterisks will suddenly appear in password boxes when “Submit” is clicked
Oon secure pages.

There is no Admin > Settings > SSL page.



SSL Behavior

When SSL is active on secure pages, several things will occur in the web browser:

The browser will display an SSL icon (usually a padlock or shield) either in the Address bar or
the Status bar.

The SSL icon may be double clicked to see details about the SSL certificate, such as Certificate
Authority, Encryption Level, etc.

The browser’s URL will begin with https:// rather than http://.

If the certificate in use is not signed by a trusted authority, the browser will display a warning
about an untrusted certificate.

SSL Types

Certificate Type: | Upload =

The three SSL Types on the Admin > Settings > SSL page are:

None

SSL is inactive. No SSL padlock icons will appear in the browser. Passwords are transmitted in
plain text.

Self-Signed

Built-In self-signed SSL certificate signed by “SAFARI Montage.” Because this certificate is not
signed by a trusted certificate authority (such as VeriSign, Thawte, or Comodo), it will cause
browser warnings to appear. If the user does not trust this certificate permanently, the warnings
will reappear the next time the user accesses SAFARI Montage. These warnings do not mean the
pages are not secure. Regardless of whether the user trusts the certificate or not, an SSL icon will
still display in the browser’s Address bar or Status bar indicating that these pages are still
completely encrypted. Different browsers have different ways of letting the user trust a
certificate. Refer to your browser’s documentation to find out more about trusting SSL
certificates.

With the Self-Signed certificate type, no certificate needs to be uploaded. This certificate type is
available as a convenience to organizations that do not want to pay for a commercial certificate
to use while they are waiting for their commercial certificate, or simply do not mind the one-time
browser warnings. Prior to selecting this Self-Signed Certificate option, it is a good idea for the
Systems Administrator to send out an email to all SAFARI Montage users asking them to



permanently trust the certificate when prompted. They will encounter the warning first on the
Login screen.

Upload
Upload Certificate: (Browse... )
Upload Private Key: { Browse...

This option allows the SAFARI Montage Admin to upload a commercial SSL certificate from a
commercial certificate vendor such as VeriSign, Thawte, or Commodo, or perhaps a certificate
of your own. With commercial certificates from a trusted authority, there will be no browser
security warnings for any users. Be aware that SSL vendors offer free SSL certificates that expire
within 90 days, but these temporary certificates are not signed by the trusted authority. This
means that temporary certificates from commercial SSL vendors will still cause the browser to
display warnings. You must purchase a full, commercial SSL certificate if you want your users
to never see any SSL warnings.

Every SSL Certificate has a corresponding Private Key that is stored on the web server. Your
Private Key is generated at the same time as your “Certificate Signing Request.” See “Certificate
Signing Request” below. SAFARI Montage provides you with two options with regard to the
Private Key (1) uploading your own, and (2) generating one in SAFARI Montage when you
create your CSR. The first method, uploading your own, would be used in cases where you have
generated your CSR and Private Key outside of SAFARI Montage. The second method allows
you to generate your Private Key and CSR directly in SAFARI Montage.

Certificate Signing Request (CSR)

State or Province: . .[f

City or Locality:

Organization:

Department ar Unit:

Domain Name: newt.wyn. ve.com {

When you purchase a commercial SSL certificate, the vendor will ask you for a “Certificate
Signing Request” (simply some lines of encrypted text). Most certificate vendors will require
that you to paste the CSR text directly into their online form during checkout. The Admin page,
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Admin > Settings > SSL, allows you to generate a CSR. On that page, when you fill in the
required information and click “Generate CSR,” your CSR text will display and a temporary
Private Key will be saved onto the SAFARI Montage hard drive. It will not overwrite any
previously uploaded Private Keys (yet). Paste the CSR text into the appropriate box on the SSL
vendor's checkout page, selecting “Apache - mod_ssl” as the certificate type. When your
certificate arrives, return to the Admin > Settings > SSL page and upload it. SAFARI Montage
will verify that the temporary Private Key corresponds to the Certificate you are now uploading.
At that point, provided the temporary Private Key and Certificate correspond, any previously
uploaded Private Key will be overwritten with the temporary Private Key. In other words, you
temporary Private Key is now your active Private Key.

Back Up Your Private Key and SSL Certificate

N ER
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It is very important that you back up your Private Key and Certificate. To view your Certificate
and Private Key, click the small icons next to the Upload boxes on the Admin > Settings > SSL
page. A window will open with your encrypted Certificate or Private Key text in it. Copy and
paste that text into text file and save them in a secure location on your computer or network.
Certificates typically have a “CRT” file extension. Private Keys typically have a “KEY” or
“PEM” extension.

Certificate Trust in VVarious Browsers

In each web browser brand, there are ways to trust self-signed certificates so that the security
warnings no longer display.

Internet Explorer

To eliminate the warnings and the red Address Bar in Microsoft Internet Explorer when using a
self-signed certificate, you must add the certificate to the Windows “Trusted Root Certification
Authorities” store. To do this:

Click the following link to the self-signed SSL Certificate on this server.

When prompted, select “Open” button and agree to any warnings or prompts.

Click the “Install Certificate” button in the tabbed dialog box that appears. Internet Explorer
will inform you that you are about to install the certificate. Click “Next.”


http://dev-angela.frost.wyn.lvc.com/SAFARI/images/server.crt�

When it asks you to select a “Store” (a location), you must manually select “Place all
certificates in the following store.”

Click “Browse...” and select “Trusted Root Certificate Authorities.” Again, accept any
warnings that display.

Internet Explorer’s warnings and red address bar when browsing SAFARI Montage should now
be eliminated.

Firefox

Pre-3.0 versions of Firefox, when presented with an untrusted certificate, would display a dialog
box with three choices: “Accept this certificate permanently”, “Accept this certificate
temporarily for this session” and “Do not accept this certificate...” Clicking “Accept this
certificate permanently” would cause no further warnings to display about that particular
certificate.

With the release of Firefox 3.0, the process has become more elaborate (for security purposes).
When the warning dialog box appears, you must manually “Add a Security Exception” for that
certificate. It takes several clicks. Follow the prompts.

Safari

Safari displays a dialog entitled, “Safari can't verify the identity of this website...” To trust the
certificate, click “Show Certificate.” In the “Trust” section, set “When using this certificate”
to “Always trust.”

SSL-Secured Pages

The following pages are secured when encryption (SSL or non-SLL) is active:

Login

Preferences > Change Password

Admin > Settings > System

Admin > Settings > Users > Add User

Admin > Settings > Users > Add Multiple

Admin > Settings > Users > [click a username]
Admin > Settings > LDAP > Add Server

Admin > Settings > LDAP > Edit Server

Admin > Data Recovery > Add Destination
Admin > Add-On Modules > DataCasting > Share

Top


http://dev-angela.frost.wyn.lvc.com/SAFARI/help/make_admin_pdf.php�
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Setting System Time and Time Zone

Click ‘Admin’ on the SAFARI Montage header. m

Click “Settings’ from the secondary navigation menu.

Click “Time’ from the Setup submenu.

Select the appropriate location from the drop down menu. Please note that changing only your
system’s time zone will also change your system’s time settings.

There are two methods to set the system time for SAFARI Montage. If your SAFARI Montage
server has access to the internet, you can use an internet time server to set your system's date
and time. The second method on the System Time page allows you to manually enter system
time by entering the year, month, day, hour and minutes in a continuous number series.

Click “Set.’

Wed Mar 12 16:41:22 EDT 20038

Warning! If you change the system time, the system may require re-activation of the content packages.
Changing the time zone will require a restart of SAFARI Montage.
During the restart, SAFAR] Montage will not be accessible for upto 10 minutes.

Time Zone: ! MNew_vork j

Time Server: !us_pnnl.ntp.urg

If wour SAFARI Montage machine has access to the Internet, you can uze an Internet time
zerver to set your date and time. Example: nip.nasa.goy

System Time: I YYMMDDhhmm

Example; 200803121641
YYYY - The 4 digitvear (2008}
MM - The 2 digit month {03)
DD - The 2 digit day {12)

hh - The 24 hour farmat (16)
mm - The 2 digit minute (41}



System Diagnostics

Your SAFARI Montage server has many system diagnostic tools. To locate these helpful tools,
click ‘Admin’ on the SAFARI Montage header and then click “Tools’ from the secondary
navigation menu. Tools with the text ‘live’ next to them are tools that are continually refreshed
with new data as you are browsing the page. You can set the refresh rate of a ‘live’ tool by
clicking on the refresh rate settings at the top of the tool’s page.

Refresh Rate: Static | Slow | Medium | Fast

Bandwidth (live)

The Bandwidth tab on the Tools submenu allows system administrators to monitor the
bandwidth usage of their SAFARI Montage server.

Bandwiidth
IN (0.00 Khps): -
OUT {042 Khps): =
Total (0.42 Khps) =

Bandwidth Restrictor

The Bandwidth Restrictor page allows you to specify the amount of bandwidth your server will
use on the network.

Connections SMB (live)

The Connections SMB tab lists the active SMB connections per hard drive of your SAFARI
Montage server.

Connections TCP (live)



The Connections TCP tab lists the remote address, connection type and number of ports for each
TCP connection to your SAFARI Montage server.

TCP Connections
Remote Address Connection Type Total = of Ports
17220480101 hitp 1

Content Packages Statistics

This page lists all of the content packages available on your server. If a content package is
activated, a breakdown of providers contained in the package, a total count of titles in the
package, and amount of hard drive space consumed by the content package will be displayed.

DB Cache

Enabling database caching increases the performance of your SAFARI Montage server. The
cache is updated every 20 minutes.

DB Cache

Increases performance ofthe system. Cache is updated every 20 minutes.

Use Database Cache: [V

Sawve Clear Cache

Hard Drive Info OS

The hard drive info tab on the Tools submenu provides information on hard drive utilization.



OS5 Hard Drive Space Distribution

Partition 32:? Space Used within Total Graph ?!;::Ie
root 4518 ME — 4.8 GE
swap 20 GB
var 8604 MB  m— 9.7 GB
tmp 4006 MB — 4.8 GB
usr 12.8 6B = 43.1GB

Ping

The Ping tab on the Tools submenu allows system administrators to ping other network devices
from the SAFARI Montage server. Enter the relevant information and hit ‘Ping.’

Enter IP or Host: |W.safarividennetwnrks.|:|:|m

Enter Count: lxl Maximurm =10
Fing |

Reboot and Shut Down

The Reboot and Shut Down tab on the Tools submenu allows system administrators to reboot or
shut down the SAFARI Montage server. SAFARI Montage can be connected to a keyboard,
mouse and monitor, or it can be run as an independent appliance. If SAFARI Montage is being
operated as an independent appliance, without a keyboard, mouse and monitor, use the reboot
and shut down web page from within the ‘Admin’ section. DO NOT power your SAFARI
Montage unit down by removing the power cord from the wall outlet, the rear of the appliance,
or by holding in the power button.

Fehoot, shut down the server of reset the senver to factory defaults.

Reboot shut Down Factory Defaults | Cancel |




Server Load (live)

The Server Load page reports the CPU uptime and the processes currently running on your
SAFARI Montage server.

Uptime: 18 days, 17:40
CPU O {0%}):
CPU 1(0.2%):

Processes:

last pid: 493%4; load averages: 0.00, 0.00, 0.00 up 18+17:40:50 14:39:18
60 processes: 1 running, 59 sleeping

Mem: 143M Actiwve, 1400M Inact, 17SH Wired, 300K Cache, 112ZM Buf, 1535M Free
Swap: 10G Total, 10G Free

PID TSERNAME PRI HNICE 3IZE REES STATE C TIME WCEPT CPT COMMAND

824 pgsgl 96 0 15612E Z2676K select 1 176:57 0.20% 0.20% postgres
39114 wnrw g 0 7J068KE 3496K nanslp 1 25:03 0.00% 0.00% transferfromparent

829 pgsgl 96 0 7496K  Se0d4dE select O 3:03 0.00% 0,00% poatgres

530 pgsgl 96 0 ei56K Z6lZK select 1 3:03 0.00% 0,00% poztgres
1419 root 95 0 3504E 15824 select O 1:20 0.00% 0.00% rmbd

713 root g 0 1364K 960K nanslp 1 0:38 0.00% 0.00% cron

BEE root a5 0 294K  1468K select 1 N:34 0.00% 0.00% ntpd
48504 pgagl 4 0 20936FK 16452E sbhwait O 0:28 0.00% 0,.00% postgres

924 root 96 0 45736K S8108K select 1 0:27 0.00% 0.00% htopd
1952 root 96 0 6308K 4088K select O 0:25 0.00% 0.00% snupd

Server Load Averages (live)

The Server Load Averages page lists the 5 minute load average per hour for a particular date. It
averages the hourly values and displays an average for the day. You can view the data for this
report for today or any day in the past.



Uptime: 21 days, 1:42
Range: | Wed Jul 12008 =
Time 5 mimunte load average

midnight — 0.12 s
1:00am 010
2:00am 012 mem
2:.00am 015
4:00am 011 s
S:00am 015 s
G:00am 008 =
F:00am 0.07 =
2:00am (.37 m—
9:00am (.20 s
10:00am 009 =
11:00am 015 s

noon 0,30 m—
1:00pm 025 s
AvErage. .. 07

Software Update History

This page displays what SAFARI Montage software version is installed on your server. It also
displays a link the release notes and a history of installed software updates.

Installed Version: 4.0.9 REelease Motes

Software Updates Installed

003.001.004 Upograde to 003.001.004 July 28, 2008 05:34:37 PM
3.3.1 April 14, 2009 07:05:12 FM
404 Software Update 090413101338 Aparil 15, 2009 11:47:03 A

Space Available

The Space Available page displays the size and storage space available on your SAFARI
Montage server.



Storage Space Available
Size Space Available Percent Availahle
2864 GB 2633 GH 91.93%

Sync Cache Status (live)

This page lists the status of the WAN cache for syncing with remote servers and expansion
Servers.

Main Synchronization Storage Cache

Current Transaction Number 2077 086
Curremt Cached Transaction Number 2077 086
Percentage Complete 100%

Secondary Synchronization Storage Cache

Current Transaction Number 12, TR0
Current Cached Transaction Number 12,742
Percentage Complete e e

System Volumes

The System Volumes tab lists the volumes located on your SAFARI Montage server and the
content packages contained on each volume.



System Volumes (local)

Volume Device
24291 6498-621c-11de-8e71-003048689h38 fdals1 . bde
El Content packages: 1
Package Name D storage count order
SAFARI Montage CreationStation OL103:1 Qf? 7 1
d93fd2d8-e1458-11dec-9c38-003048689b38 fdaZs1 . bhde
=l Content packages: 8
Package Name D storage count order
9991 SAFARI Montage Reading Rainbow 153-Item Content Plko GAMY) OLog83n 1] ]
9992 SAFARI Montage Reading Rainbow 153-[tem Content Pko (2T DLogan 1] 0
GEaT3 SAFARI Maontane Almanac Mewsreel Cantent Pkg (AW DL0at:A 1] 1]
9874 SAFARI Montage Almanac Mewsreel Content Pkg (QT) DLogan 1] 0
GH903 SAFARI Mantage Schlessinger Image Librang | Cantent Pkg DLnga:n 1] ]
9984 SAFARI Montage World Facthook Content Pkg DLOS2:1 1] ]
G1130 SAFARI Maontage Core k-8 2007 Content Pka (A CL151:1 1 ]
G1131 SAFARI Montage Core K-8 2007 Content Pko (GT) CL152:1 1] ]
Traceroute

The Traceroute tab on the Tools submenu allows system administrators to trace network paths
from the SAFARI Montage server. Enter the relevant information and hit “Trace.’

Enter IP or Host: imr-.-w_safarividennetwnrks.cum

Trace




Reporting

Various usage reports are available by clicking ‘Reporting’ from the Admin menu. Reports that
have the word ‘live’ after them are reports that continually refresh themselves with live data as
you are viewing them.

Activity Log
‘Activity Log’ tracks all server activity. This tool can be very helpful when trouble shooting.

Fesults 1032 of 32

Activity Date User IF
Login Accepted September 20, 2006 10:44:16 AM Administrator (Defautt) 1722050101
Aciministrator Group
Plarylist kem Added September 19, 2006 06:01:02 PM jsmith 1722050101

Body Systems o Bird skeletons weigh little, since their bones are almost hollow and may contain air sacs; birds have
large breast bones with keels that anchor strong wing muscles.

Plalizt fem Added September 19, 2006 06:00:54 Ph jetmith 17220501 M
Body Systems o Inmany cultures | the skeleton is used to represent death; death is the most feared card inthe
fortune-teling Tarot deck, and many people fear that the Grim Reaper will steal their breath away.

Plavlist tem Added September 19, 2006 055519 Ph jemith 172.20501M
Body Systems o Evewitness: Zkeleton

Login Accepted September 13, 2006 05:435:56 P jEmith 172205010
Teacher Group

Login Accepted September 13, 2006 05:39:13 P Administrator (Default) 1722050101
Adminiztrator Grougp

Playlist tem Added September 19, 2006 05:36: 33 P jemitk 17220501 M
Biology - YWednesday's class . Adventures of Robert Louis Stevenzon, The

Plavlist tem Added September 19, 2006 05:36: 235 P jemith 172.20501M
Abraham Lincaoln : Abel's Island

Login Accepted September 13, 2006 05:34:35 P jEmith 172205010
Teacher Group

Login Accepted September 13, 2006 053156 P Administrator (Default) 1722050101

Adminiztrator Grougp

Download Popularity

‘Download Popularity’ tracks the number of times a media title was downloaded.



DownlomleeHanue:|1 ;”1 ;”:ZIZIIZIE j = |3 j|13 ;HZIIIIZIB j

Publisher: | All j
Package: | Al ;I
Expiration Range: | 1 L‘ | 1 ;] | 2007 j - I 1 ;I | 1 L‘ | 2012 j

search |

Title Package Expiration Downloads Percent
Lost Odyssey 1 SAFARI Montage CreationStation 2 40%
"A Chorus Line” Sets SAFARI Montage Video Encyclopedia of  1/6M1 1 1 20%
EBroadway Record - 1983 the 20th Century Pkg (QT-25)
Inta The Book 1: Using Prior  SAFARI Montage CreationStation 1 20%
Knowledge
Ancient Stadium, Rhodes, SAFARI Montage Schlessinger Image 101007 i) 20%
Greece Libirary | Fkg (JFPG-84)

Total: a

Download by User

‘Download by User’ tracks the number of times a media title was downloaded by a user.



DownlomleeRange:i1 ;”1 jIEDDB ;] - |3 _le leEIEIE L‘

School: | All _:_I
Al - Publisher: I Al ;]
Package: | All Li

Expiration Range: | 1 j | 1 j I 2007 _:I - | 1 _j l 1 j | ame2 L‘
=earch |

Title User Filename Downloaded Downloads P
Into The Administrator 880rs005 wimy 2603 11:41 am 1 172204680132
Eook 1: (Defaul)
Using Prior
Enowledge
Lost Administrator dhxss? amowimy 211008 4:.02 pm 1 17220060136
Cilyssey 1 (Drefaulf)
Lost Administrator hEaw T gonwwimy 211008 4:04 pm 1 172.2080.100
Cilyssey 1 (Default)
Ancient melanie YE586-expires_ 101007 jpo 1M OO 10022 am 1 17220480133
Stadium,
Rhoies,
Greece
"A Chorus teacher 109509-expires_01061 1w 3 1008 12:54 prm 1 172201071
Line” Sets
Broadway
Record -
1983

Total: A

Hard Drive Usage (live)

The live report, ‘Hard Drive Usage,’ displays your servers hard drive usage by package.

This Server (002472)

#1 SAFARI Montage Reading Rainhow Plg (GT-84) --
#1 SAFARI Montage Reading Rainbow Plkg 0AMP-230 --
#1 SAFARI Montage World Facthook Content Pko (IMG-82 --

#1 SAFAR| Montage Schlessinger Image Library | Py (JPG-39) 0.3% =

#1 SAFARI Montage Core k-8 2007 Caontent Pkg 0AhP-1513 21.8% _=
#1 SAFARI Montage Core K-8 2007 Content Plkg (QT-152) a.0% —
#1 SAFARI Montage Almanac Mewsreel Plkg ONWP-37) 0.3% =

#1 SAFARI Montage Almanac Mewsreel Plg (2T-88) 1.1% =

#2 SAFARI Montage Reading Rainbow Plkg 0AMP-830 --

#2 SAFARI Montage World Facthook Content Pko (IMG-82) --

#2 SAFARI Montage Coaore 9-12 2007 Content Pkg dAMP-155) 17.5% BN
#2 SAFARI Montage Schlessinger Image Library | Pko (P G-89) 0.2% =



Logins by Failure

The “Logins by Failure’ report displays a listing of failed login attempts to your server.

Resultz 1 to 11 of 11

IP Last Reason

zername: melanieg
User not found
LOAP [10.10.1.234]: You do not have user rights on this
17220171 server.
LOAP [172.20.1.55]: Unabkle to connectto LDAP server ar
imalid username and password.
Invalid credentials
lsername: teacherd
Faszwoard incorrect
LOAP [10.10.1.234]: Unable to connectto LDAP server ar
17220171 invalid username and password.
Invalid credentials
LOAP [172.20.1.59]: Unahle to connectto LDAP server ar
invalid username and passwaord.
Llsername: melanie
ser not faund
LOAP [10.10.1.234]: Unakle to connectto LDAP server ar
imalid username and password.
Invalid credentials
LOAP [172.20.1.58]: Uinakle to connectto LDAP senver ar
imvalid username and password.
I

172.20.50.133

Logins by IP

‘Logins by IP” shows a listing of login attempts to your server by user IP address.

Results 1 to 50 of 87

Last Login Try

March 6, 2008
04:49:00 Pht

March 6, 2008
02:01:95 P

February 28, 2008
09:08:13 Aht

P User Last Login
172.201.301 di, melanie March 12, 2008 11:39:59 AM
172.201.01 Administrator, Default March 11, 2008 05:36:15 PM
172.201.71 foell, angela March 11, 2008 12:57:01 FPM
17220171 student, student March 11, 2008 12:82:39 P

Logins by School (live)

Failure
Count

L Al
Login
Count
7
11
2
1



The live report, ‘Logins by School,” shows a listing of users currently logged on in each school.

Logins by Time (live)

This live report tracks the number of users logged on to your server by time. As a default, it
displays the number of users logged in on an hourly basis for the last 24 hours.

Last 30 Minutes | Last60 Minutes | Last 24 Hours | Last48 Hours | Last¥ Days
| Last 30 Days | Last6 dMaonths | Last12 Months | Last 24 Months

Last 24 Hours # of Users
11 am
10am 1 I
9 am 1 B
gam
Tam
G am
fam
4 am

Playbacks by Media (live)

The *Playbacks by Media’ live report breaks down the media playbacks by the type of media for
a specified time period. As a default, the report displays playbacks by media for the last 24
hours. In the example below, the report is displaying the playbacks by media type for the last 7
days.



Last 30 Minutes | Last 60 Minutes | Last 24 Hours | Last 48 Hours | Last ¥ Dgys | Last 30 Days | Last G Months |
Last 12 Months | Last 24 Months | Last 8 vears

Last 7 Days QuicEtime ".ﬁ.l'indumLs Media H.264 Low H.264 High H.264 HD Other

August 27 127 3 0 i 0 3 — ]33

August 26 5 41 0 i 0 14 mmd T

August 25 2 20 1] 1] 1] 1 — 3

August 22 n 27 n 1] n 0 — 7
Playbacks by Package

The “Playbacks by Package’ report lists media titles that have been played within each content
package on SAFARI Montage.

Fesults 1103 of 3

Title Media Type Player Usedl Count
SAFARI Montage Core K-12 Dual Content Pkg Volume 1 (WMP-69)
Frehistoric America: Edge ofthe lce viden Windows Media Player 1 33.33%
SAFARI Montage Core K-12 Dual Content Pkg Volume 1 (QT-72)
Abel's 15land video Windows Media Playver 1 33.33%
Evewitness: Skeletan wideo Windows Media Playver 1 33.33%

The total play count is 3

Playbacks by School

The “Playbacks by School’ report lists media titles that have been played within each school on
your SAFARI Montage server. Use the list of schools at the top to display the report for a
different school.



Selectthe school you wish to display.

123 School

Resultz 11014 of 14
Title

“Peep Feat"

Bill Mye Evolution

Into The Book 1: sing Prior Knowledoe

3-26 Quick Time vwideo

Audiol 0 to test

Wideod

Playback by Time (live)

The “‘Playback by Time’ live report lists the number of plays each hour.

~| _Display |

Last Played
Algust 27, 2008
03:54:33 P
Algust 27, 20083
10:14:48 Ahd
Algust 26, 2008
05:01:37 P
Algust 26, 2003
02:58:01 P
Algust 26, 2008
0248714 P
Algust 26, 20083
024413 P

Count

1.11%

1.11%

1.11%

1.48%

0.74%

0.37%



Last 30 Minutes | Last G0 Minutes | Last 4 Hours | Last 24 Hours

Last 24 Hours  Z of Plays
Current hour 2 -
Last hour --
2 hours ago --
3 hours ago --
4 hours ago --
4 hours ago -
A hours ago --
T hours ago --
2 hours ago --
9 hours ago --
10 hours ago --
11 hours ago --
12 hours ago --
13 hours ago -
14 hours ago --
1% hours ago --
16 hours ago --
17 hours ago --
18 hours ago --
19 hours ago --
20 hours ago --
21 hours ago 1 =
22 hours ago --
23 hours ago --
24 hours ago --

Playback by User

This report displays the number of plays for users in a school. Use the list of schools at the top to
display the report for a different school.



Selectthe school you wish to display.

123 Schoal ~| Display i

Resultz 1to5 of5

User Last Played Count
Adrninistrator (Default ’;‘;95”45_;%2;””8 3 111%
: Algust 27, 20083
rmadhani 10:14-48 AN f 2.21%
Algust 26, 2008
dharma 035501 PM 4 1.43%

. August 26, 2008 -

]
LT
oo

Playback Details

‘Playback Details’ allows administrators to search usage reports by a specific date range.

Select the range you wish to search.
From¢|1 x|t =l|2003 =]y t0 ¢[9 =l|20 =]]|2008 =],

Update

Fesultz 1t0 3 of 3

Fegular FullScreen  Total

Title: Prehistoric America: Edge of the Ice
Last Played: September 20, 2006 02:57:24 P
Content Fackage: SAFARI Mortage Core H-12 Dual Content Pkg Yalume 1 0AWMP-63)

# 0f Plays: 1 1 33.33%
Title: Eyewitness: Skeleton
LastPlayed: September 20, 2008 02:57:09 Ph
Content Package: SAFARI Maortage Core K-12 Dual Cortent Pkg Valume 1 (QT-72)

# of Plays: 1 1 33.533%

Title: Abel's Island
Last Played: September 19, 2006 05:36:20 P
Content Package: SAFARI Mortage Core K-12 Dual Content Plkg Volume 1 (QT-72)

# 0f Plays: 1
The tatals are... 3 3

—_

33.33%

Usage Data

‘Usage Data’ allows administrators to run several specific specialized DB extraction queries. The
DB extraction queries include:



Total Plays (Month)

Total Plays (Month, Content Package)

Total Plays (Month, Content Package, School)
Total Plays (Month, School)

Total Plays (Month, School, User)

Total Plays (Month, School, User, Title)

Total Plays Last Month

Total Plays Last Month (Content Package)
Total Plays Last Month (Content Package, School)
Total Plays Last Month (School)

Total Plays Last Month (School, User)

Total Plays Last Month (School, User, Title)
Full Export (up to 5 years)

Full Export Last Year

Full Export Last Month

If you have the SAFARI Montage Managed Home Access feature installed, then you will also
see the following:

Total Home Access Plays

Total Home Access Plays (Month)

Total Home Access Plays (Month, Content Package)

Total Home Access Plays (Month, Content Package, School)
Total Home Access Plays (Month, School)

Total Home Access Plays (Month, School, User)

Total Home Access Plays (Month, School, User, Title)

Total Home Access Plays Last Month

Total Home Access Plays Last Month (Content Package)
Total Home Access Plays Last Month (Content Package, School)
Total Home Access Plays Last Month (School)

Total Home Access Plays Last Month (School, User)

Total Home Access Plays Last Month (School, User, Title)

Web Server Statistics

“‘Web Server Statistics” provides system administrators with a large number of basic reports.
These reports can provide necessary daily, weekly, as well as quarterly usage reports.



Web Server Statistics for SAFARI :|
Montage

Program started at Wed-20-Sep-2006 16:14.
Analysed requests from Mon-18-Sep-2006 10:18 to Wed-20-Sep-2006 16:14
(2.25 days).

General Summary

(Go To: Top | General Sunmary | Monthly Beport | Daly Summary | Hourly
surnmary | Doman Eeport | Organsation Eeport | Operating Systemn Beport | Status
Code Eeport | File Size Report | File Type Eeport | Directory Eeport | Request
Eeport)

Thiz report containg overall stafiztics.,

Successful requests: 43 920

Average successful requests per day: 12,543
Successful requests for pages: 23

Average successful requests for pages per day: 14
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6.

Restricting Access to Packaged Content Titles

System Administrators can restrict access to a particular title included in distributed content
packages by completing the following steps.

Click ‘Search’ on the SAFARI Montage header. |23

Locate the media that needs to be restricted by using the standard search feature.

Click the permissions icon on the title’s detail page. =ens

From the *Grant Permissions To’ drop down box, select *All’ to grant permissions to all users
or select “User Types’ to grant permission to specific users.

If you selected to grant permissions to user types, put a check mark in the boxes next to all of
the user types you want to grant permissions to. By selecting only ‘Administrator,” this title will
only be viewable by logins within the Administrator group. If you choose ‘Teacher (w/Upload)’
and ‘Teacher,” this title will be viewable by logins within the Teacher (w/Upload) group or the
Teacher group.

Permissions

Grant Permissions To: User Types v

Adminiztrators and the content crestar have full access by default.

User Types Viewable By

Administrator

Teacher ¢w Upload) [Fi
Teacher ]
Student Fi
Parent ]
All | Mone

Hit the “‘Save’ button. The media title will now only be viewable by logins belonging to the
groups specified.

NOTE: Administrators have full access by default.



SNMP

Montage is an SNMP-enabled device. An SNMP agent is running on Montage that provides
some standard SNMP system monitoring data to an SNMP management application.

There are thousands of SNMP management applications, each having very different ways of
aggregating and displaying SNMP data, and many are very elaborate. Outlining the specific
configuration processes of individual SNMP applications is beyond the scope of this article. The
intent of this article is to provide some of the system monitoring information that can be gathered
from Montage by an SNMP application. This article assumes you are familiar with network
monitoring via SNMP and familiar with terms such as ‘Community String,” ‘Management
Information Base’ (MIB), and ‘Object Identifier’ (OID).

SAFARI Montage provides read-only access via the SNMP V1 and V2c protocols. The
Community String you will enter into your SNMP management application is ‘public.’

We do not publish or maintain a MIB specific to SAFARI Montage. It is left as an exercise for
the Systems Administrator to choose which data they are interested in.

The four general MIBs that encompass the OIDs accessible on a SAFARI Montage server:

HOST-RESOURCES-MIB
RFC1213-MIB
SNMPv2-MIB
SNMPv2-SMI

Open each of these MIBs and you will see over 1,300 OIDs available. Some examples of
monitoring data provided:

System Information (Contact, Location, Name, etc.)
Uptime

Network Interfaces

Partitions (Drive Capacities and Usage)

Memory

Processes

Sockets

Network Connections

There are two objects specific to the SAFARI Montage software (rather than the hardware or
0S):

syscontact - Email address if the Montage Admin user



o syslocation - The ‘Server Name’ field on the *System Settings’ page in the Montage Admin.
This is simply a short name that the Admin can give to the server.

Most SNMP applications will have a search feature if you need to find the above OIDs.



(0]

APC UPS Monitor
Supported Models

SAFARI Montage supports the following APC UPS USB Models:

APC Model UPS  \Ups cable

Type
SmartUPS, SmartUPS VS (It has not been

confirmed that the cable shipped with the VS is a
940-0095.), PowerStack 450, Matrix UPS,

smart (note: using
apcsmart 'Smart-Custom),

ShareUPS Advanced Port 940-0024C
BackUPS CS USB, Pro USB, ES USB, RS/XS usb (note: using
1000, RS/XS 1500, and probably other USB usb APC cables 940-
models 0127A/B/C)

Before you begin:

Ensure that the Customer is running SAFARI Montage 2.3.10 or higher.

Status

Supported

Supported in
version
>=3.9.8

Ensure that the Customer’s UPS is an APC UPS USB device and is listed in the ‘Supported

Models’ table above.

Ensure that the Customer has properly connected the USB cable from the APC UPS to the

SAFARI Montage server.

Determine whether or not the Customer’s server requires a rebuild of the kernel:

Kernel Rebuild Required: If a customer has an older, 30GB OS partition hard drive, they
will receive this message when they click on Admin>Tools>APC UPS Monitor. Proceed to

Step I: Rebuilding the Kernel.



Al .

(0]

Admin * Tools * APC UPS Monitor

* Settings

* Tools

APC UPS Monitor is not installed.

Please call Tech Support to setup APC UPS Monitor.

Allow Remote Access
APC UPS Monitor
Bandwidth
Connections SMB
Connections TCP
Hard Drive Info
Hard Drive Info OS5

Ping

Reboot and Shut Down

Kernel Rebuild Not Required: If a customer has a newer, 80GB OS partition hard drive,
they will receive this message when they click on Admin>Tools>APC UPS Monitor. Proceed
to Step Il: Installing APC UPS Monitor.

Admin # Tools = APC UPS Monitor

Active Playlist [5 items] : The Iroguois {8

¢ Satlings

* Tools

APC UPS Monitor is not installed.
Fill gut the info below and click "Install APC UPS Monitor,”

A UPS device attached via USB has been detected. This SAFARI Montage
machine can be l'_'nllﬁ:_]l.lﬂ'!ﬂ as a Frim.-lr\r SV,

[Mate: Yihen thene 5 @ poveer Talure, the APC UFS Mankor will shutdown B UPS after the server & safely
Ehirnwn, )

APC UPS Monitor
Monitor Configuration: :F'rim:ar',r |
Battary Threshold: 10%

[ Inztall APC UPS Maritar |

Step I: Rebuilding the Kernel

If the Customer has one of the 2007 80GB OS partition drives, go to the next step, otherwise,
you must rebuild the kernel.

cd /usr/src/sys/i386/conf

Perform a Is on the directory.

Edit or vi one of the following files: MONTAGE or MONTAGESMP. Under the ‘USB
support’ section, search for the line that looks like this:

device uhid #Human Interface Devices



o~
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If there is a # in front of device, leave it alone. If there is not a # in front of device, place one
there and save the file.

cd /usr/src

If you modified the MONTAGE file, enter:

make buildkernel KERNCONF=MONTAGE

If you modified the MONTAGESMP file, enter:
make buildkernel KERNCONF=MONTAGESMP
If you modified the MONTAGE file, enter:

make installkernel KERNCONF=MONTAGE

If you modified the MONTAGESMP file, enter:

make installkernel KERNCONF=MONTAGESMP

Reboot the server to initialize the new kernel.

After reboot, verify that the UPS is attached to ugen by entering:

dmesg | grep —i ups

If the result indicates the UPS is attached to both ugen0 and uhid0, shut the machine down and
then power it on, and repeat this step.

Step I1: Installing APC UPS Monitor

Have the customer perform the following steps:

Choose Primary Monitor Configuration (the SAFARI Montage server must be directly
connected to the APC UPS via USB).

Select the battery threshold at which the Monitor engages and powers down the server.
Click “Install APC UPS Monitor.’

The server is now configured to be the Primary Monitor, and will be powered down safely once
the battery level of the APC UPS reaches the Battery Threshold level.



School News with CreationStation™

If your server has the CreationStation add-on module installed, users with administrator
privileges can upload media into CreationStation and appropriate the uploaded media to ‘School
News.” Upon upload, items designated as ‘School News’ are automatically shared and scheduled
to be distributed to all schools throughout the district. Each time a user logs in to SAFARI
Montage, the most recent unviewed School News item will automatically play in the media
player on the Dashboard.

Title: |[Holiday Mews »

FLAY

Media Type: Wideo
Running Time: 1 hr 27 min 59 sec

Media Format: i (Uploaded File: 1600_Pennsylvania_Svenue 00001 8.5 wimy)

Descriptive Infarmation Rights Management Licenzed Media
Expiration:
Newver Expires:
e OR Rty
Month: 0 v Day: | 0 | Year:

Downloadable: [ ] (Cthers may save thiz media to their perzonal computers )

Share: Fermizsions (Sharad media only)

[Allosey athers in your school to vieww this tem.)

Home Access: Il (Make uploaded filez availsble for home accesz )

School News: ‘___

Media items tagged as School News are listed in the *School News’ panel on the Dashboard.

iy bedia School Mews

@ Holiday Mews (1 he 27 min 89 sech 48

more school news s [More »




For more information about uploading media into CreationStation see the ‘Uploading Media into
CreationStation™” Help page.



Sharing CreationStation™ Media with
District

If your server has the CreationStation add-on module installed, users having administrator rights

in a WAN environment have the ability to share media uploaded into CreationStation with their
district.

Click on “Modules’ on the SAFARI Montage header. m

2. 'You are now on the CreationStation Search Homepage. Search for the media title you want to
edit.

3. Click the “‘Edit’ button under the Add/Play buttons.

=

% & Animal Migration Creation .
ﬁ_D(D P'gv Format: & STATIONE
eoiToEL - Running amin g sec

Time:

Grades: Pre-k to Adult

Upleaded By: upload on March 23,
2007

Viewable By: item is not shared.

4. The ‘Edit Media Info’ screen automatically opens. To allow others in your district to view this

item, check the *Share to District’ checkbox. Media shared with the district will bypass the
approval queue.



Ciescriptive Infarmation Fights Management Licensed Media

Expiration:
Newver Expires:
Uy DR Pl
Month: 0 v Diay: 0 [& Yeal:
Downloadable: [ (Others may save this media to their personal computers )
Share: Permissions Administrators and the content creatar have full access by default,

[&llosy athers in your zchool ta viewy this tem )

Share to District: [&llowy others in your district to view this tem. Media wwill bypass the approval gqueue.)

Auto-Distribute: [ ]

[Mediz wvill pass to other SAFARI Montage servers in your district.)

School News: [

5. (optional) You can also assign a priority to distribute the media title to other servers in your
district by checking the *Auto-Distribute’ checkbox and selecting a distribution priority level.



Descriptive Information Rights Management Licensed hMedia

Expiration:
Mewver Expires:

L Fotn DR e
Maonith: [0 | Day: [ [ Year:
Downloadable: l (Others may save thiz media to their personal computers.)
Share: FPermissions Adminiztrators and the contert creator have full access by default,

[&llosy athers in your school ta viewy this tem.)

Share to District: (&l others in your district to view this item. Media will bypaszs the approval gqueue.)

Auto-Distribitegey, v | standard Priority »

(Media will pass to other SAFARI Montage servers in wour district.)

School News: i

6. Hit the ‘Save Media Info’ button when changes are complete.
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Personalize Login Screen

You can personalize your SAFARI Montage server by uploading a logo image that will display
on your login screen.

Click ‘Admin’ on the SAFARI Montage header. m

Click “Settings’ from the secondary navigation menu.

Click “Login Screen’ from the Settings submenu.

Click ‘Browse’ and navigate to an image file on your machine or network.
Click the “Upload’ button.

Upload Image: ! Browse... |
Format: GIF, JPEG Upll:uad |

Maximum File Path: 200 characters
Maximum Size: 400 x 120 pixels




Interactive Whiteboard Integration

Overview

The SAFARI Montage Whiteboard Integration module allows you to upload whiteboard media
into CreationStation™.

Setup

Please note, you must have Administrator privileges to change settings for Whiteboard
Integration.

If your SAFARI Montage server is part of a WAN environment:

=

Log into the WAN parent server as an administrator.

2. Inthe “Admin’ section of SAFARI Montage, click “‘WAN Manger’ from the Admin Tools left

navigation menu.

Select ‘Schools’ from the “WAN Manager’ submenu.

Click the name of the school that you want to modify interactive whiteboard settings for.

The *“Interactive Whiteboard Settings’ portion of the school settings page allows you to alter the

following settings for your school.

o Enable Whiteboard Integration - Allows upload of whiteboard files.

o Default Whiteboard - Allows users to search for and view SMART or Promethean files. For
users with the ability to upload media into CreationStation, selecting ‘SMART’ or
‘Promethean’ allows you to upload this file type. Selecting ‘Other’ allows the user to view
media in a new window for support with other types of interactive whiteboards.

o Upload and Share Whiteboard Files - All teachers or only teachers w/upload can upload and
share whiteboard media.

o Whiteboard File Size Limitation - Changes the maximum file size limit for uploaded

whiteboard files.

o s W

Interactive VWhiteboard Settings

Enable Whiteboard Integration:

Default Whiteboard: Fromethean

Upload and Share Whiteboard Files: All teachers, including teachers (w/ upload) ¥
Whiteboard File Size Limitation: 10240 KB

6. Click *‘Update.’



If your SAFARI Montage server is a standalone server:

=

Log into your server as an administrator.

In the “Admin’ section of SAFARI Montage, click *Settings’ from the Admin Tools left nav.

3. The ‘“Interactive Whiteboard Settings’ portion of the system settings page allows you to alter the
following settings for your school.

o Enable Whiteboard Integration - Allows upload of whiteboard files.

o Default Whiteboard - Allows users to search for and view SMART or Promethean files. For
users with the ability to upload media into CreationStation, selecting ‘SMART’ or
‘Promethean’ allows you to upload this file type. Selecting ‘Other’ allows the user to view
media in a new window for support with other types of interactive whiteboards.

o Upload and Share Whiteboard Files - All teachers or only teachers w/upload can upload and
share whiteboard media.

o Whiteboard File Size Limitation - Changes the maximum file size limit for uploaded

whiteboard files.

N

Interactive Whiteboard Settings

Enable Whiteboard Integration:

Defauilt Whiteboard: [SMART v

Upload and Share Whiteboard: :AII teachers, including teachers (w/ upload} *
Whiteboard file size limitation: 10240 KB

4. Click ‘Update.’

NOTE: When using a SMART board™ whiteboard, the user must turn off the SMART board™
player within the SMART board™ application to properly view content delivered from SAFARI
Montage.



Add/Edit Destination

Adding a Destination

The first step in backing up your SAFARI Montage data is adding a backup destination. To add a
destination, click the “Add Destination” button under the Data Recovery menu in the left
navigation menu. The form shown below will display. Fill in the form fields to point to a
SAMBA or Windows file share on your network. Click the “Add Destination” button to add the
destination to your backup destinations list. As soon as you click “Add Destination”, the backup
system will attempt to connect to the destination to verify its validity.

Add Backup Destination

Destination Name: Corona
Example: Backup Dest 1

Remote Machine Name: corona
Example: BackupServer

Remote IP or Hostname: | 192.168.1.154
Example: 152.168.0.1 or backup.zchool.edu

Remote Share Name: CreationBackup
Example: BackupShare

Domain (if applicable): [MYDOMAIN

User Name: BackuplUser

FdkdhA

Password:

Backup De=st 1 iz W152.168.0.1\BackupShare

Remote destinations must be SAMBA or Windows file shares with at least 2 GB free.

Destination Name: Your personal name for this backup destination. Destination Name can be
anything you prefer. It does not affect the connection to the remote share.

Remote Machine Name: The name of the destination machine on your network. This name
should not be prefixed with double backslashes (\\) or foreslashes (/).

Remote IP or Hostname: The IP address on the destination machine. The IP is used if the
name resolution for Remote Machine Name fails. A fully qualified hostname can also be used
here, for example, backup.yourschool.edu.

Remote Share Name: The name of the share on the remote (destination) machine. Make sure
the remote share has granted read, write, and delete permissions to the specified user.
Domain: If the permissions on the remote share use a domain user account, you must specify
that domain here. To use a local user account on the backup destination, you may leave this
field blank.



o User Name: The user account used to connect to the remote share.
e Password: The password of the user account used to connect to the remote share.



Backup
Backing Up

The Backup page allows you to manually back up your data or media files at any time.

To begin a manual backup, choose one or more target destinations by clicking its checkbox in
the left-hand column of the Backup Destinations table. Set the “Data Only” and “Keep Previous”
drop-downs accordingly and click the “Back Up” button.

What is Backed Up

Data Uploaded Media Files

(CreationStation™ module only)

Playlists Audio
Recent Searches Images
User Accounts Video

User Dashboards Flipcharts



Destination is included

in bankup. Backup Destinations
Destination Name Drive Size Free Space Percent Free
[ /Lepton 3685 GB 2219 GB 60.21% edit dele

* Backups (no backups found)

Singularity h6.2 GB 348 GB 61.83% edit dele
*Backups  Previous backups
Date Space Used
Backup MMarch 30, 2006, 3:22 pm 3.8 MB dele
Backup March 30, 2006, 2:23 pm 38 MB dele
Default backup D March 31, 2006, 3:49 pm 3.8 MB dele
[] Boson 2 GB - 0.00% edit dele

* Backup --3_ backups found)
Default backup is overwritten when Keep Previous is disabled.

SAFARI itage Personal Content

Data Space File Space Space eeded Destination Free Space Vil it Fit’
433 MB 42 GB 4.2 5B 248 GB Yes

Data Only | Mo+ Keep Previous | Mo | % || Overwrites backups labeled “Def- f backup.
Ttems Backed Up Will backup fit on destination(s)?
Data Uploaded Media Files

* Plav sts & Audio

* Re ntSearches * |mages

o ' [ACorunts * Yideo

« ' D7 hboards

Both personal data and uploaded media files
are being backed up.

Data Only

Customers who have CreationStation™ installed will also see a drop-down for “Data Only.” The
Data Only drop-down lets you select between backing up only personal data or both personal
data and uploaded media files. The personal data backed up is playlists, recent searches, user
accounts, and user dashboards. If you have CreationStation installed, and you set the Data Only
drop-down to “No,” all uploaded video, audio, and image files will also be backed up.



Keep Previous

The “Keep Previous” drop-down allows you to select whether to retain prior backups or
overwrite the most recent backup. If Keep Previous is set to “Yes,” a new backup will be created
on the selected destination. If Keep Previous is set to “No,” the backup labeled, “Default
backup,” will be overwritten. If your default backup is not on your target destination and you set
Keep Previous to “No,” the system will still remove the default backup from the former
destination. In other words, the system obeys the “Keep Previous” setting regardless of where the
default backup is located.

Spanning Destinations

Activating more than a single destination checkbox allows you to span the backup across
multiple destinations. During a multi-destination backup, when the first destination fills up, the
backup will continue on the second destination, and so on, filling each destination up in
sequence. Because a hard drive filled to 100% capacity can cause instability on the target system,
the backup system does not fill the target drive(s) completely. The system will leave 2 GB of free
space on each target destination.

Editing Destinations

To edit a destination, click the “edit” link at the right-hand side of its row. The Edit Destination
page with appear allowing you to edit the title, server name, IP address, backup share name, and
login credentials.

Deleting Destinations

To delete a destination, click the “delete” link at the right-hand side of its row. A dialog box will
display to confirm deletion. Important: Deleting a destination does not delete the backup files
that reside there. You may reassociate backups in the future by creating a destination and
pointing it to that same location.

Deleting Backups



To delete a backup, click its “delete” link. A confirmation box will display. Deleting a backup
will delete all files associated with that backup—data and media.

Space Calculations

The size calculations on the page indicate how much space remains on each destination, as well
as estimated space required for your backup. The “Data Space” total is an estimate of how much
space your personal data will consume. If the SAFARI Montage CreationStation module is
installed, the “File Space” total indicates the total space needed to back up all of your uploaded
video, audio, and image files. As you change the Data Only selection, the File Space estimation
will appear or disappear and the “Space Needed” and “Will it Fit?” metrics will change
accordingly. Please note that these space calculations are “safe estimates” with some overhead
added. The physical space consumed on the destination drive will likely be less.



APwnhE

Backup Schedule

The Backup Schedule area allows you to schedule backups to occur automatically on a weekly
basis. You may set the backup to occur any day of the week, at any time. If you have the
SAFARI Montage CreationStation™ module installed, you may also back up your uploaded
media content in addition to your personal data.

Click ‘Admin’ on the SAFARI Montage header. m

Click ‘Data Recovery’ from the secondary navigation menu.

Click ‘Backup Schedule.’

Place a checkmark next to the destinations you wish to schedule. Set the ‘Active’ drop-down to
“Yes.” Set scheduling options as desired and click ‘Save.’

Backup Destinations

Destination Hame Drive Size Free Space Percent Free
¥ hishop 368.5 GB 1636 GB 44 40% edit delete
= Backups

» Destination must have a minimum of 2 GA free.

Backup Schedule
Active Week Day Hour of Day Data Only

Mo - Sunday _:j I'Iam vi IND vl
Sawve |

Items Backed Up

Data Uploaded Media Files
* Flaylists * Audio

* Recent Searches * |mages

* UserAccounts * \ideno

* Liser Dashhoards

Scheduling an Auto-Backup

To schedule an auto-backup, choose one or more target destinations by clicking its checkbox in
the left-hand column of the Backup Destinations table. In the Backup Schedule table, set the
“Week Day” and “Hour of Day” drop-down boxes to indicate when you would like the backup to
occur. Customers who have CreationStation™ installed will also see a drop-down for “Data
Only.” The Data Only drop-down lets you select between backing up only personal data or both
personal data and uploaded media files. The personal data backed up is playlists, recent searches,
user accounts, and user dashboards. If you have CreationStation installed, and you set the Data



Only drop-down to “No,” all uploaded video, audio, and image files will also be backed up. To
schedule the auto-backup, set the Active drop-down box to “Yes” and click the Save button.

Please see the screenshot below for further information.

Destination is included
in auto-backup.

Backup Destinations

Destination Name Drive Size Free Space Percent Free
[ | Lepton 2 GB 256 MB 1.22% edit d
* Backups (no backups found)
Singularity 56.2 GB 36.7 GB 65.34% edit ds
+Backups  Previous backups
Date Space Used
Backup March 30, 2006, 3:22 pm 3.8 MB de
Backup March 30, 2006, 3:23 pm 38 MB de
Default backup D March 30, 2006, 3:21 pm 3.8 MB de
[] Boson 2 GB 256 MB 1.22% edit d:
* Back '*s (no backups found)
Totals.. 60.3 GB 36.8 GB 60.98%
Default backup is overwritten during an auto-backup.
Backup Schedule
Active VWeek Day Hour of Day Data Onl
Mo '« Wednesday + Tam w Yes

This auto-backup is currently off.

Items Backed Up
Data Only personal data is being backed up,
* Playlists not media uploaded to CreationStation™

Spanning Destinations

Activating more than a single destination checkbox allows you to span the auto-backup across
multiple destinations. During a multi-destination backup, when the first destination fills up, the
backup will continue on the second destination, and so on, filling each destination up in
sequence. Because a hard drive filled to 100% capacity can cause instability on the target system,



the backup system does not fill the target drive(s) completely. The system will leave 2 GB of free
space on each target destination.



Restore

Restoring Backups

To restore a backup, select its radio button and click the “Restore” button. A dialog box will

appear confirming your decision to restore that backup. Restoring a backup will overwrite all
existing personal data and personal content in your SAFARI Montage system. Your existing
licensed content packages will not be overwritten.

You may also delete destinations and backups from this page. See the ‘Backup’ Help page for
more information on deleting destinations and backups.

Backups Available for Restoration

Zorona edit delete
O Default Backup, March 31, 2006, 2:44 pm (11.6 GB) delete
Eclipse edit delete

® Backup, March 27, 2006, 313 pm (1.6 MB) delete
O Backup, March 27, 2006, 312 pm (1.6 MB) delete
O Backup, March 27, 2006, 313 pm (1.6 MB) delete

What is Restored

Backup restoration will overwrite all existing personal data in your SAFARI Montage system.
This includes dashboards, playlists, recent searches, user accounts, and for CreationStation™
users that selected a full backup (rather than “Data Only”), all uploaded video, audio, and image
files. For CreationStation users, if the backup being restored was “Data Only,” any media files
that still exist since that backup took place will remain available in SAFARI Montage. Any
media that was deleted since that backup will appear in search results but will not play. For these
records, you must upload a media file again, or delete the entire item and add it again.

Restoring to a New System
Always follow this sequence to restore backups into a new system.

1. Install and activate all content packages.
2. Restore your backups.



Do note restore your backups prior to reinstalling and activating content. Unpredictable results
can occur.
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