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1 Safety

Safety

1.1  Target readers
The instructions in this document are designed for the following target readers:
Target readers Qualification Activity Condition of the
product
Operational startup Technical training for Puts the product into The product is installed
personnel electrical installations. operation for the first but not yet configured,
Training on the product time, or changes the or the existing
is recommended existing configuration. configuration is to be
) changed.
1.2  Work safety information
® Read the general safety precautions before configuring the device.
® Please also read the safety precautions for the devices that are operated by the
software. Further information on this can be found in the Installation Manual.
o Keep this document for later reference.
® Always pass this document on together with the product.
1.21 Handling
Damage due to improper handling
® Protect the CD from scratching.
® To clean the CD use a soft dry cloth.
Damage during transport
® Always transport the CD in the case it originally came in.
1.2.2 Operational setup

Dangerous situation due to false alarm

® Make sure to notify all relevant parties and authorities providing assistance
before testing the system.

® To avoid panic, always inform all those present before testing any alarm

devices.
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Safety

1.2.3 Installation

Data loss after software update
® Make sure to backup all data before updating the software.

Malfunctioning caused by unauthorized software on the SISTORE unit

o Install only software products on the SISTORE that have been approved by the
manufacturer.

1.2.4 Storage

Damage due to improper storage

® Always store the CD in its protective case.

® Keep the CD in an environment with a relative humidity of 10 — 90 %.
® Keep the CD between -5 and +55 °C.

® Do not store the CD in dusty places.

® Do not keep the CD close to sources of magnetic radiation.
® Protect the CD from moisture.

® Protect the CD from direct sunlight.

1.2.5 Service and maintenance

® Do not attempt to service or modify the device yourself. Refer this work to
qualified service personnel.

® Always disconnect the power cable and other cables from the main power
supply before performing maintenance.

1.3 Meaning of the written warning notices

The severity of a hazard is indicated by the following written warning notices.

Signal word Type of risk
CAUTION There is a risk of minor to medium injuries or damage to property.
IMPORTANT Malfunctioning may result

1.4 Meaning of the hazard symbols

The nature of the hazard is indicated by icons.

/!\ Warning of a hazard

/A Warning of dangerous electrical voltage

12
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2 Technical data

21 SISTORE MX/MX DVD

Technical data

SISTORE MX 3204
with 4 video inputs

SISTORE MX 3208 - 3232
with 8, 16 or 32 video inputs

Recording speed

Max. 50 ips, Max. 100 ips,
configurable for analogue cameras configurable for analogue cameras
Max. 100 ips, Max. 100 ips,
configurable for max. 32 LAN configurable for max. 32 LAN
cameras cameras

Video inputs

4 x CCVS (BNC sockets),
1 Vpp/75 Ohm,
max. 32 LAN camera

8/16/32 x CCVS (BNC sockets),
1 Vpp/75 Ohm,
max. 32 LAN camera

Video outputs

1 x VGA, 2 x CCVS (BNC sockets)

1 xVGA, 4 x CCVS (BNC sockets)

Trigger inputs

16 Ujy: 5 — 24 V, max. 10 mA

32 Uj: 5-24 V, max. 10 mA

Event control

Event-triggered recording of individual cameras or camera groups with
configurable time-slot pattern. Events:
Alarm contact, motion detection, time control, TCP/IP command

Alarm signalling

Via monitor connection, digital output, LAN/WAN to RemoteView station,
acoustic signal, e-mail, SMS

Digital inputs

4 for AND operations and
system control functions
Uin: 5—-24V, max. 10 mA

8 for AND operations and system
control functions
Uin: 5-24V, max. 10 mA

Digital outputs

8 switch/key outputs,
configurable switching (rising or
falling edge duration)

U: 5-24V, max. 50 mA

16 switch/key outputs,
configurable switching (rising or
falling edge duration)

U: 5-24V, max. 50 mA

Interfaces

2x RS485, 1 x LAN, 4 x USB 2.0 (0.5 A), 1 x SCSI, 1 x VGA, 1 x Audio in,
1 x Mic in, 1 x Audio out, optionally: Sy interface for ISDN

Mouse, keyboard

Mouse with USB connection, virtual keyboard (optional)

Video standard

PAL/NTSC

Analog resolution

Standard: 352 x 288 pixels
High resolution: 704 x 288 pixels

Compression

M-JPEG, configurable: variable between 10 and 80 KB

Text overlay in the video image

Max. 16 characters

Font and background colours

Freely selectable

Storage media

Basic unit (E)IDE

Memory capacity

250/500/750/1000 GB data memory

External storage media

Via network connection

Display resolution

1024 x 768, 1280 x 1024

Playback

Individual images, video sequence (replay rate configurable between 0.1 to
50 times), forward/backward, pause (frozen image)

Image search

By means of date, time, camera number, recording event, graphic activity
search, logbook, Smartsearch

Video display formats

1x1,2x2, 1+ 5,3x3,2 + 8, 4 + 9, 4x4, 6x6 - 4 (32), 7x7 — 1 (48), 8x8 - (64)

System self-monitoring function

Hardware/software watchdog

Power supply

100 — 230 V AC, 50 — 60 Hz, approx. 120 W

Power input Appliance inlet

13
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Technical data

SISTORE MX 3204
with 4 video inputs

SISTORE MX 3208 - 3232
with 8, 16 or 32 video inputs

Temperature range (operation) 5-35°C
Design Embedded
Environmental temperature 5-45°C

Rel. humidity

20 — 80 % without condensation

Dimensions (W x H x D)

430 x 87 x 370 mm

Video compression

Colour resolution

Video recording always takes place in YUV 4:2:2 true colour format.
The VGA board must be set to 16-bit mode (Hi-Color). Video compression is
made in JPEG format.

Video input

4/8/16 external composite inputs,
YC signals are not supported.

8/16/24/32 external composite inputs,
YC signals are not supported.

Video output

2 outputs: CVBS,
YC signals are not supported.

4 outputs: CVBS,
YC signals are not supported.

Video standard

PAL, NTSC

Video scanning frequency

PAL: 13.5 MHz
NTSC: 13.5 MHz

A/D conversion

PAL: 1/100 s (20 ms) per field
NTSC: 1/120 s (16.7 ms) per field

Geometric resolution

PAL: 704 x 576 pixels with 2 fields
NTSC: 704 x 480 pixels with 2 fields

Optocoupler

Trigger and signal inputs

Number of trigger and signal inputs 16 32
Trigger edge Positive or negative

Triggering of interrupts Yes

Voltage range 5-24VDC

Input current 12 mA (typ.), protected against polarity reversal
Electrical isolation Up to 2500 V

Digital inputs

Number of digital inputs 4 8
Triggering of interrupts No

Voltage range 5-24VDC

Input current 12 mA (typ.), protected against polarity reversal
Electrical isolation Up to 2500 V

Digital outputs

Number of digital outputs 8 | 16
Output current 50 mA (max.), reversible fuse
Electrical isolation Up to 2500 V

SISTORE MX systems are configured for DHCP by default.

jmie

If there is no DHCP server in the network, select the menu sequence Administration>
Configuration, then click the button TCP/IP parameters in the Network tab and enter a permanent
IP address instead of DHCP. Otherwise there may be quite a long waiting time as the system will wait

for a reply from the non-existent DHCP server.
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Technical data

2.2 SISTORE MX 3G /MX 3G DVD

SISTORE MX 3G

Recording speed

Max. 400 ips, configurable for 16 analog cameras (max. 25 ips / camera)

Max. 100 ips, configurable for max. 16 LAN cameras

Video inputs

8/16 x CCVS (BNC sockets),
1 Vpp /75 Ohm, max. 16 LAN cameras

Video outputs

4 x CCVS (BNC sockets)

Alarm inputs

16, U: 5V

Event control

Event-triggered recording of individual cameras or camera groups with
configurable time-slot pattern.

Events: Alarm contact, motion detection, time control, TCP/IP command,
SMTP, HTTP

Alarm signalling

Via monitor connection, digital output, LAN/WAN to RemoteView station,
acoustic signal, e-mail, SMS

Digital inputs

4 for AND operations and system control functions

Digital outputs

4 alarm outputs, configurable switching (rising or falling edge duration)
U: 24 V, max. 50 mA

Interfaces

2x RS485, 2 x LAN, 6 x USB 2.0 (0.5 A), 1 x DVI-I, 1 x DVI-D, 16 x Audio in,
4 x audio out

Mouse, keyboard

Mouse with USB connection, virtual keyboard (optional)

Video standard

PAL

Analog resolution

CIF: 352 x 288 pixels
2CIF: 704 x 288 pixels
4CIF: 704 x 576 pixels

Digital resolution (LAN cameras)

Max. 5 megapixels (depending on the camera type)

Compression

M-JPEG, configurable: variable between 10 and 160 KB

Text overlay in the video image

Max. 16 characters

Font and background colours

Freely selectable

Internal storage media

Max.: 4 SATA hard disks (1 TB max. each)

Memory capacity

SISTORE MX 3G: 1000 — 4000 GB data memory
SISTORE MX 3G DVD: 1000 — 3000 GB data memory

External storage media

Via network connection

Display resolution

1024 x 768, 1280 x 1024, 1920 x 1200

Screen format

4:3,16:10

Playback

Individual images, video sequence (replay rate configurable between 0.1 to
50 times), forward/backward, pause (frozen image)

Image search

By means of date, time, camera number, recording event, graphic activity
search, logbook, Smartsearch

Video display formats

1x1,2x2, 1+ 5,3x3,2 + 8,4 + 9, 4x4, 6x6 - 4 (32), 7x7 — 1 (48), 8x8 - (64)

System self-monitoring function

Hardware/software watchdog

Power supply

110-240V AC,50-60Hz,4-2A

Power input

Appliance inlet

Environmental temperature

Operation: 5—-40 °C
Storage: -20 to +70 °C

Rel. humidity

20 — 80 % without condensation

Design

Embedded

Dimensions (W x H x D)

430 x 87 x 440 mm
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Technical data

SISTORE MX 3G

Video compression

Colour resolution

Video recording always takes place in YUV 4:2:2 true colour format.
The VGA board must be set to 16-bit mode (Hi-Color). Video compression is
made in JPEG format.

Video input

16 external composite inputs, YC signals are not supported.

Video output

4 outputs: CVBS, YC signals are not supported.

Video standard

PAL, (NTSC)

Video scanning frequency

PAL 13.5 MHz, (NTSC: 13.5 MHz)

A/D conversion

PAL 1/100 s (20 ms) per field, (NTSC: 1/120 s (16.7 ms) per field)

Geometric resolution

PAL: 704 x 576 pixels with 2 fields
(NTSC: 704 x 480 pixels with 2 fields

Optocoupler

Trigger and signal inputs

Number of trigger and signal inputs 16

Trigger edge Positive or negative
Triggering of interrupts Yes

Switching voltage 5V+10%
Switching current Max. 5 mA

Digital inputs

Number of digital inputs 4

Triggering of interrupts No

Digital outputs

Number of digital outputs 4

Output current 50 mA (max.), reversible fuse
Electrical isolation Up to 2500 V

SISTORE MX systems are configured for DHCP by default.

jmie

If there is no DHCP server in the network, select the menu sequence Administration>
Configuration, then click the button TCP/IP parameters in the Network tab and enter a permanent
IP address instead of DHCP. Otherwise there may be quite a long waiting time as the system will wait

for a reply from the non-existent DHCP server.
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Details for ordering

3 Details for ordering

3.1 SISTORE MX/MX DVD

Further products and accessories can be found in the Internet:
www.buildingtechnologies.siemens.com > Products & Systems > Electronic
Security > Catalogue Downloads.

Type Order No. Designation Weight*
Without DVD
SISTORE MX 3208 250/200 S24245-F5085-A2 Hybrid recorder, 8 analog cameras, approx. 11.0
32 LAN cameras, 250 GB, kg
100 ips analog, 100 ips digital
SISTORE MX 3216 500/200 S24245-F5085-A4 Hybrid recorder, 16 analog cameras, approx. 11.0
32 LAN cameras, 500 GB, kg
100 ips analog, 100 ips digital
SISTORE MX 3232 1000/200  S24245-F5085-A6 Hybrid recorder, 32 analog cameras, approx. 11.0
32 LAN cameras, 1000 GB, kg
100 ips analog, 100 ips digital
With DVD
SISTORE MX 3204 250/150 S24245-F5085-A1 Hybrid recorder, 4 analog cameras, approx. 11.0
DVD 32 LAN cameras, 250 GB, kg
50 ips analog, 100 ips digital, with DVD
SISTORE MX 3208 250/200 S24245-F5085-A3 Hybrid recorder, 8 analog cameras, approx. 11.0
bvD 32 LAN cameras, 250 GB, kg
100 ips analog, 100 ips digital, with DVD
SISTORE MX 3216 500/200 S24245-F5085-A5 Hybrid recorder, 16 analog cameras, approx. 11.0
bvD 32 LAN cameras, 500 GB, kg
100 ips analog, 100 ips digital, with DVD
SISTORE MX 3232 1000/200 S24245-F5085-A7 Hybrid recorder, 32 analog cameras, approx. 11.0
DVD 32 LAN cameras, 1000 GB, kg

100 ips analog, 100 ips digital, with DVD

* Unit incl. packing material, accessories that are included in the delivery, and documentation

All SISTORE MX models have enabled video output and SCSI functions and are
delivered without keyboard.

mie

The part number (PN) of your SISTORE unit will be found on the rating plate on the bottom of the unit.
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Details for ordering

Accessories (not included in the delivery)

Type Order No. Designation Weight

Activation of 4 SISTORE MX  S24245-P5097-A4 Enables an additional 4 analog video inputs A.

video inputs

Activation of 8 SISTORE MX  S24245-P5097-A1 Enables an additional 8 analog video inputs A.

video inputs

19“ installation kit for C24245-A12-D2 Mounting equipment for installation in a 19 rack 4.0 kg

SISTORE

MX/CX

MX multichannel box S24245-F5092-A1  For connection of cash dispensers, 1.2 kg

(GAA/ATM) cash box or access control systems

SISTORE MX hard drive 2GF4811-8CD For the expansion of SISTORE MX as of V2.50 0.8 kg

expansion kit 250 GByte

SISTORE MX hard drive S24245-B5093-A1  For the expansion of SISTORE MX as of V2.50 0.8 kg

expansion kit 500 GByte

SISTORE RAID8 2000 S24245-B5108-A1 2 TB RAID system 34.8 kg

SISTORE RAID8 3000 S24245-B5108-A2 3 TB RAID system 38.4 kg

USBOBTO8 2GF4811-8CH USB input module - 8 channels with optocoupler A.
function

USBRELS 2GF4811-8CG USB output module - 8 channels with relay A.
function

USBOPTOREL16 2GF4811-8CJ USB input and output modules with 16 A.
optocoupler inputs and 16 relay outputs

USB ISDN module 2GF4811-8FC For use on the SISTORE MX 0.8 kg

SISTORE MX USB mouse A5Q00009353 As a replacement device

SISTORE MX USB keyboard  A5Q00009346 For SISTORE MX without keyboard

External USB DVD burner GBQ:S80817 For SISTORE MX without internal DVD burner

CMTC1525 TFT monitor 2GF3124-8AA 15-inch TFT colour monitor for CCTV 6.0 kg

CMTC1725 TFT monitor 2GF3125-8AA 17-inch TFT colour monitor for CCTV 6.5 kg

CMTC1925 TFT monitor 2GF3126-8AA 19-inch TFT colour monitor for CCTV 7.0 kg

Interface converter 2GF5505-8AH Interface converter RS232C/RS485 0.1 kg

RS232C/RS485

Converter model 4855DSR A From roline (please order directly from the A
manufacturer)

Converter model USB/RS232 /. From roline (please order directly from the A.
manufacturer)

KeBin access reader A. From KEBA (please order directly from the A.
manufacturer)

Miniter access reader A. From STM GmbH (please order directly from the /.
manufacturer)

Multimedia Control Panel J. From Contour Design Ltd. (please order directly A.

(ShuttlePRO2) from the manufacturer)
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Details for ordering

3.2 SISTORE MX 3G/ MX 3G DVD
Further products and accessories can be found in the Internet:
www.buildingtechnologies.siemens.com > Products & Systems > Electronic
Security > Catalogue Downloads.
Type Order No. Designation Weight*
Without DVD
SISTORE MX1608 S54569-C201-A3 SISTORE MX1608 HVR, 1000 GB, 300 ips approx.
11.7 kg
SISTORE MX1616 S54569-C202-A3 SISTORE MX1616 HVR, 1000 GB, 500 ips approx.
11.7 kg
With DVD
SISTORE MX1608 DVD S54569-C201-B3  SISTORE MX1608 HVR, DVD, 1000 GB, 300 ips  approx.
11.7 kg
SISTORE MX1616 DVD S54569-C202-B3  SISTORE MX1616 HVR, DVD, 1000 GB, 400 ips  approx.
11.7 kg

* Unit incl. packing material, accessories that are included in the delivery, and documentation

All SISTORE MX models have enabled video output functions and are delivered

without keyboard.
i The part number (PN) of your SISTORE unit will be found on the rating plate on the bottom of the unit.
Accessories (not included in the delivery)
Type Order No. Designation Weight
19" installation kit for C24245-A12-D2 Mounting equipment for installation in a 19" rack 4.0 kg
SISTORE
MX/CX
MX multichannel box S24245-F5092-A1  For connection of cash dispensers, 1.2 kg
(GAA/ATM) cash box or access control systems
USBOBTO8 2GF4811-8CH USB input module - 8 channels with optocoupler J.
function
USBRELS 2GF4811-8CG USB output module - 8 channels with relay A.
function
USBOPTOREL16 2GF4811-8CJ USB input and output modules with 16 A
optocoupler inputs and 16 relay outputs
USB ISDN module 2GF4811-8FC For use on the SISTORE MX 0.8 kg
SISTORE MX USB mouse A5Q00009353 As a replacement device
SISTORE MX USB keyboard A5Q00009346 For SISTORE MX without keyboard
External USB DVD burner GBQ:S80817 For SISTORE MX without internal DVD burner
CMTC1525 TFT monitor 2GF3124-8AA 15-inch TFT colour monitor for CCTV 6.0 kg
CMTC1725 TFT monitor 2GF3125-8AA 17-inch TFT colour monitor for CCTV 6.5 kg
19
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Details for ordering

Type Order No. Designation Weight

CMTC1925 TFT monitor 2GF3126-8AA 19-inch TFT colour monitor for CCTV 7.0 kg

Interface converter 2GF5505-8AH Interface converter RS232C/RS485 0.1 kg

RS232C/RS485

Converter model 4855DSR A From roline (please order directly from the A
manufacturer)

Converter model USB/RS232 /. From roline (please order directly from the A.
manufacturer)

KeBin access reader A. From KEBA (please order directly from the A.
manufacturer)

Miniter access reader A. From STM GmbH (please order directly from the /.
manufacturer)

Multimedia Control Panel J. From Contour Design Ltd. (please order directly A.

(ShuttlePRO2) from the manufacturer)
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4 Software description

41 SISTORE MX application software

41.1 Display mode

Software description

In display mode, the live images of the connected cameras are displayed and all
events that occur, such as camera failure, alarm inputs and malfunctions, are

logged.
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Fig. 1 SISTORE MX application software — Display mode
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Software description

41.2 Playback mode

The recordings can be evaluated in playback mode. The database enables a
flexible, precise search for particular events and the related camera images.
Access to this mode is regulated based on administrative permission levels and
can be additionally controlled using the 4-eyes principle. Camera recording and live
image display continue to run in playback mode.
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Fig. 2 SISTORE MX application software — Playback mode
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4.1.3 Configuration mode

Software description

Configuration mode offers the following functions:

® Assignment of user rights

® Configuration of the analog and digital (LAN) cameras incl. brightness, contrast
and colour saturation

e Configuration of the alarm inputs and all other inputs and outputs

® Camera settings for motion detection, alarm contact, output contact, time
control, alarm forwarding, transmission, e-mail and SMS

® Configuration of network parameters such as ISDN or LAN with bandwidth
limitation

,J:f' SISTORE MX Configuration
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System |"EIF Carneras | T LAN cameras I S;Alarm input I 5 Alarm autpLt I Digital input I @W’atchdog I @ Fecarding I M etwork, I i E-mail and S5
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Fig. 3 SISTORE MX application software — Configuration mode
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Software description

4.2 SISTORE RemoteView

SISTORE RemoteView provides you with the option of convenient remote access
evaluation of existing video sequences. SISTORE MX functions as the server with
SISTORE RemoteView as the client. This enables you to carry out the revision
independently of place, as long as the SISTORE MX system is running and also
the PCs intended for the revision are networked. A connection to the SISTORE MX
system must be established via LAN, DSL or ISDN.

jumie

The time zones of the SISTORE RemoteView and the SISTORE MX server must be set the same,
otherwise display errors will occur (such as incorrect time display).

jumie

You must have administrative rights to install and run the SISTORE RemoteView application software
on the PC.

4.3 SISTORE WebView

The SISTORE MX server can be operated not only with SISTORE RemoteView
but also using a browser.

Use the following browsers for this:

® Microsoft Internet Explorer 6.x or later

SISTORE WebView allows the use of all viewing functions of the video system
over the network on a client PC.

SISTORE WebView provides the following functions:
® Retrieval and playback of video recordings

e Display of live images

® Bandwidth limitation of the video server

® Password protection, users and passwords are set up on each SISTORE MX
server via the user administration

® Live image display, up to 16 live images in parallel, with random access to
cameras connected to various SISTORE MX servers (multi-server access) for
logged in users with the user right "Display"”

® Playback of saved images, only 1-channel playback

® Search by date and time

® Playback control: forward, reverse, single image step

As a web solution, SISTORE WebView and the MX Video Server are installed on a
dedicated server and can be loaded and operated by any number of Windows
clients. The prerequisite is that the client be connected to the web server via TCP-
IP with Microsoft Internet Explorer and the Java Runtime Environment installed in
the versions required.

SISTORE WebView can be run in German or English.

From the operating stations, any camera — regardless of the associated station —
can be selected. The images are output on the monitors of the client PCs.

jumie

As of version 2.60, the SISTORE WebView software is an independent product and has to be ordered
separately.
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Setup

5 Setup

The following figure shows a possible system configuration with one SISTORE
unit. For further specific examples please refer to the following chapters.

Dome Marnitar

COM2Z (default) VGA DV

SISTORE MX / MX 3G

COM1 (default)

I s .gg..al

CKA4810 |
COM1B

Fig. 4 System overview with SISTORE unit

5.1 Connecting control panel CKA4810

5.1.1  SISTORE unit

SISTORE MX [ MX 3G

COM1 (default)

I !-é-! fé! fﬁ! IltI

CKA4810 | Converter

COMIA RS233HR5485

Fig. 5 SISTORE unit — CKA4810 system overview

mie

A more detailed description of the connections can be found in the Installation Manual.
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Setup

Prerequisite:

® The CKA driver is installed and the icon is displayed in the task bar. For
information on the subsequent installation of hardware drivers please refer to the
Installation Manual.

1. Connect the converter between the control panel CKA4810 and the SISTORE
unit (see Fig. 5). See Section 3 Details for ordering.

2. Configure the COM1A connection on the control panel for use as an RS232
interface.

OFF

Ul

Further information on this can be found in the instruction manuals for the
control panel CKA4810 and the converter.

3. Start the SISTORE MX application software. See Section 5.16 Starting the
SISTORE MX application software and logging in.

e o —— — e — — — —

4. Switch to configuration mode. See
Section_Refceeb718f0232abc3b13f73b5d2e98b9 5.17 Opening

configuration mode
5. Select the System tab.

6. Mark the checkbox Operating console. See Section 14.6 Enabling control
panel control_Ref4132e5aec849bcecl53e55e502874cbl.

7. Click Apply.
2 The interface for the control panel is enabled.

Connections

Signal SISTORE MX Converter Converter CKA4810
9-pin Sub-D socket 25-pin Sub-D | 9-pin Sub-D plug
A (Rx/Tx +) 2 T+
B (Rx/Tx -) 3 T-
GND 5 7 5
RXD 3 2
TXD 2 3

CKA4810 interface configuration

® Protocol: SIMATRIX RS232 or SIEMENS IVM
® Baud rate: 9600

e Parity: None
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Setup

5.1.2 SISTORE RemoteView

]. SISTORE MX / MX 3G

CHA4B10 COMIA

Client PC

Fig. 6 SISTORE RemoteView — CKA4810 system overview

mie

A more detailed description of the connections can be found in the Installation Manual.

Prerequisite:

® The CKA driver is installed and the icon is displayed in the task bar. For
information on the subsequent installation of hardware drivers please refer to the
Installation Manual.

Connect the CKA4810 control panel to the client PC (see Fig. 6).

2. Configure the COM1A connection on the control panel for use as an RS232
interface.

- ittt I el

OFF | : | o |
|
. |

i | . |

Further information on this can be found in the instruction manuals for the
control panel CKA4810 and the converter.

3. Start the SISTORE RemoteView application software. See Section 26.2
Starting SISTORE RemoteView.

Switch to configuration mode. See Section 26.3 Opening configuration mode.
5. Select the System

6. Mark the checkbox CCTV keyboard. See Section 26.14.7 Enabling control
panel control.

7. Click Apply.
2 The interface for the control panel is enabled.

Connections

Signal Client PC CKA4810
SISTORE RemoteView 9-pin Sub-D plug

GND 5 5

RXD 3 2

TXD 2 3
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CKAA4810 interface configuration

® Protocol: SIMATRIX RS232 or SIEMENS IVM
® Baud rate: 9600

® Parity: None

5.2 Connecting control panel CKA4820

5.2.1  SISTORE unit

SISTORE Mx [ MX 3G

COM1 (defautt)

I ot --E-.-E-'ﬂl

CKA4820 |
COMIB

Fig. 7 SISTORE unit — CKA4820 system overview

jmie

A more detailed description of the connections can be found in the Installation Manual.

Prerequisite:

® The CKA driver is installed and the icon is displayed in the task bar. For
information on the subsequent installation of hardware drivers please refer to the
Installation Manual.

1. Connect the CKA4820 control panel to the SISTORE (see Fig. 7).
2. Configure COM1B on the control panel as an RS485 interface.
L L L
OFF | | | | i |
B
1 4 T8

Further information on this can be found in the instruction manual for the
control panel.

3. Start the SISTORE MX application software. See Section 5.16 Starting the
SISTORE MX application software and logging in.

4. Switch to configuration mode. See Section 5.17 Opening configuration mode
5. Select the System

6. Mark the checkbox Operating console. See Section
Ref4132e5aec849bcecl153e55¢502874cb114.6 Enabling control panel
control.

7. Click Apply.
2 The interface for the control panel is enabled.
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Connections

Signal SISTORE MX CKA4820
9-pin Sub-D socket 9-pin Sub-D plug
A (Rx/Tx +) 2 5
B (Rx/Tx -) 3 9
GND 5 6

CKAA4820 interface configuration

® Protocol: SIMATRIX RS232 or SIEMENS IVM
® Baud rate: 9600

e Parity: None

If you want to connect the CKA4820 operating console to a SISTORE MX via the internal COM1A
interface, install the RS-232C/RS-485 interface converter into the connection line.

5.2.2 SISTORE RemoteView

LAN

SISTORE MX / MX 3G

CKA4820 COMIA

J

Client PG

Fig. 8 SISTORE RemoteView — CKA4820 system overview

mie

A more detailed description of the connections can be found in the Installation Manual.

Prerequisite:

® The CKA driver is installed and the icon is displayed in the task bar. For
information on the subsequent installation of hardware drivers please refer to the
Installation Manual.

Connect the CKA4820 control panel to the client PC (see Fig. 8).

2. Configure the COM1A connection on the control panel for use as an RS232

e R A

Further information on this can be found in the instruction manual for the
control panel.

3. Start the SISTORE RemoteView application software. See Section 26.2

Starting SISTORE RemoteView.
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5.3

4. Switch to configuration mode. See Section 26.3 Opening configuration mode.
5. Select the System tab.

6. Mark the checkbox Operating console. See Section 26.14.7 Enabling
control panel control.

7. Click Apply.
2 The interface for the control panel is enabled.

Connections

Signal Client PC CKA4820
SISTORE RemoteView 9-pin Sub-D plug

GND 5 5

RXD 3 2

TXD 2 3

CKAA4820 interface configuration

® Protocol: SIMATRIX RS232 or SIEMENS IVM
® Baud rate: 9600

® Parity: None

Connecting the Multimedia Control Panel (SISTORE MX /

RemoteView)

jmie

jmie
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The Multimedia Control Panel (ShuttlePRO2, see Section 3 Details for ordering) is not a product of
Siemens Building Technologies Fire & Security Products GmbH & Co. oHG. It can be ordered from
Contour Design Ltd. (www.contourdesign.com) (product name: ShuttlePRO2).

The Multimedia Control Panel has been integrated and tested with SISTORE MX. Siemens Building
Technologies Fire & Security Products GmbH & Co. oHG can however not guarantee fault-free
operation of the Multimedia Control Panels and does not provide any support. In case of problems
with the product, please contact the manufacturer (www.contourdesign.com).

SISTORE MX { MX 3G

USE

Fig. 9 SISTORE - Multimedia Control Panel system overview

To install the Multimedia Control Panel on a SISTORE MX without DVD drive, you must carry out the
following steps:

1. Copy the files on the accompanying CD onto an external USB storage medium.
2. Plug the storage medium into a USB port on the SISTORE MX.

3. Launch the file Autorun.exe from the USB storage medium.

4. Proceed with step 4 in subsection Installing the Multimedia Control Panel.

Siemens Building Technologies

Fire Safety & Security Products

02.2009



Setup

-

] SISTORE MX [ MX 3G
L

Clignt-PC

Fig. 10  SISTORE RemoteView — Multimedia Control Panel system overview

A more detailed description of the connections can be found in the Installation Manual.

mie

Installing the software for the Multimedia Control Panel

1. Connect the Multimedia Control Panel to a USB port on the SISTORE MX or
on the client PC.

2. Place the CD in the CD/DVD drive.
2 The CD will start automatically.

3. If the CD does not automatically start, double click the file Autorun.exe.
2 The following dialog box opens.

b rammen e
Shuttle Devices

Windows Drivers

< STA A D
C'O INSTALL DRIVER

0\_,‘ ABOUT SHUTTLE DEVICES

BROWSE CD CONTENTS

SUPPORT

OTHER PRODUCTS

EXIT

=T Y ]

4. Click on INSTALL DRIVER.
2 The following dialog box opens.
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' Install Driver =121l
Shuttle Devices

Driver for Windows
98, 98SE, Me, 2000 and XP

IMPORTANT NOTES BEFORE INSTALLING THE DRIVER

MNote:
Connect your Shuttle device to any available USBE port, and allow
Windows to install its default driver.

[Windowsz 58 users: Windows 88 displays the Add New'Hardwsre Wizard which
asks you where to lock for drivers. Accept the standard search without optiens
{nc floppy drive, CD-ROM or user specified location]. In socme cases, you may
be prompted to insert the Windows 28 CO-ROM for necessary system files.]

After Windows installs the default USE driver, launch Setup.

Motes for Windows 2000 and XP users:

a) Installing the driver requires system-adminstrator security
privileges.

b} The Shuttle device driver is not digitally-signed by Microsoft. A
warning message may appear during the installation. Click OK to

proceed with the installation. CLAUNCH SETUP)

% MAIN MENU

5. Click LAUNCH SETUP.
= The following dialog box opens.

@ Contour Shuttle setup x|

Welcome to the Installation Wizard m

http:/ /www.contourdesign.com

Ywelcome to the Contour Shuttle Setup program. This program will inztall Contour Shuttle on
Wour computer.

It iz strongly recommended that you exit all Windows programs before running thiz Setup
pragram. Click Cancel to quit Setup and cloze any programs vou have running. Click Mest to
continue with the Setup program.

WiARMIMG: Thiz program iz protected by copuright law and international treaties.
IInauthaorized reproduction or distribution of thiz program, or any portion of i, may resulk in

zevere civil and criminal penalties, and will be prozecuted to the maximunn extent pozzible
under law.

— Contour Deszign, Inc.

Cancel |
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6. Click Next.
2 The following dialog box opens.

@ Contour Shuttle setup E x|

License Agreement

http:/ /www.contourdesign.com

Fleaze clozely read the following licensze agreement. Do you accept all the terms of the following
license agreement’?

Software Licensing Agreement ﬂ

By inztaling, copying or othenuize using the ShuttlePRO or Shuttlexpress Multimedia
Controller zoftware vou agree to be bound by the terms of the following license agreement. If
wou do not agree to the terms of thig icensze, vou should promptly return the product to itz
place af purchaze and destray all copies vau may have made af it ik ary farm:

Grant of Licensze - Contour Design, Inc. ["C01") grantz you thiz non-excluzive icense to use
the Software subject to the restrictions set forth below,

Definitions - "'The Software' means the ShuttlePRO or Shuttlekpresz Multimedia Controller
Software, itz components or derivative modules, and documentation along with any
upgrades, enhancements, cormections, or modifications provided by CO1 in any form, ;I

v ez | agree with all the terms of thiz license agreement

— Contour Deszign, Inc.

< Back I Mext > I Cancel |

7. Mark the checkbox Yes, | agree with all the terms of this license agreement.
8. Click Next.

2 The following dialog box opens.

@ Contour Shuttle setup x|

Destination Folder

http:/ /www.contourdesign.com

Select the destination folder where pou want to install Contour Shuttle, To install to a different
lozation, click Browsze, and zelect another folder.

Inztallation falder

C:MProgram FilezhContour Shuttle Browze. .. |

— Contour Design, Inc.

< Back

Cancel |

9. Click Next to install the software in the default directory.
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2 The following dialog box opens.

@ Contour Shutte setup x|

Ready to Install the Program m

http:/ fwww.contourdesign.com

Y'ou are now ready toingtall Contour Shuttle.

Prezs the Mext button to begin the installation or the Back buttan to re-enter the inztallation
information,

— Contaur Design, [he.

< Back

Caricel |

10. Click Next.
2 The software will be installed.

2 The following dialog box opens.

@ Contour Shuttle setup x|

Installation Complete m

http:/ /www.contourdesign.com

Contour Shuttle has been successzfully installed.
Prezs the Finizh button bo exit Setup progran.

[v ‘Open the Contour Control Panet

— Contour Design, Inc.

11. Mark the checkbox Open the Contour Control Panel.
12. Click Finish.
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> The software has been installed.

2 The Contour Shuttle Device Configuration dialog box opens.

Configuring the Multimedia Control Panel

Setup

Contour Shuttle Device Configuration x|
shuttlePRO w2 |,|:|,|:..;.|_||; |
Sekkings management —Device events control
Target application User action
|¢, Glabal Settings - |' Buttan 1 -
Compuker response
I Do Miakhing j
Commenkt
| Ik I Cancel Apply
Fig. 11 Contour Shuttle Device Configuration
13. Click Options.
2 The following context menu opens:
Create new setkings 4
Rename sethings
Change target applicatian
Change target device k
Rewert bo Factory: sethings
Remoyve sethings
Expork SEEQS
Export settings info
Rebuild the whale setkings File
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14. Select Import settings in the context menu.

2 The following dialog box opens.

Import settings il EI

Lok in: [ 23 SISTORE M B e s s A

alarm
backup
by B t Burn

El (u] =

4

Download
Map
pload
SISTORE My pref

by Documents

B

ty Computer

File: name: ISISTDHE k. pref j Open I
Filez aof type: ISEl:tings filee j Cancel |
g

15. Navigate to the directory where SISTORE MX or SISTORE RemoteView is

installed.
16. Open the file SISTORE MX.pref or SISTORE MX RemoteView.pref
17. Click Apply.

18. If you also want to use the Multimedia Control Panel with the SISTORE
Player, repeat steps 13 to 17 and import the file SISTOREPIlayer.pref.

19. Click OK.
2 The Multimedia Control Panel is ready for operation.

Information on the operation of SISTORE MX / SISTORE RemoteView and SISTORE Player using the
Multimedia Control Panel can be found in the SISTORE MX User Manual.

jmie
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5.4 Configuring alarm connection from Siemens LAN cameras
CCIx1345

Prerequisites:

® The Siemens LAN camera is installed. Further information on this can be found
in the installation manual for the camera.

® The recording mode for the appropriate LAN trigger input has been configured in
SISTORE MX. See Section 17.3 Configuring recording modes.

® A VLC media player is installed (only for live video display).

5.4.1 Matching IP ports

SISTORE MX supports up to 32 LAN trigger inputs (alarm inputs 101 to 132 in the
Alarm input tab). These inputs can be addressed via the IP HTTP port 13801 and
the IP SMTP port 13802.

The IP port of the LAN camera and the IP port of the SISTORE MX application software must be
identical.

mie

1. Start the SISTORE MX application software. See Section 5.16 Starting the
SISTORE MX application software and logging in.

2.  Switch to configuration mode. See Section 5.17 Opening configuration mode.
3. Select the Network tab.

LA trigger

HTTR/TCP |an
SMTF |25

Fig. 12 Network trigger data for Siemens CCIX1345 LAN camera

4. Enter the IP-HTTP/TCP port and the IP-SMTP port of the LAN camera in the
LAN trigger group field.
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5.4.2 Configuring a LAN camera

1.  Open the Internet Explorer.

2. Enter the IP address of the Siemens LAN camera in the Address field of the
Internet Explorer.

The default IP address of the Siemens LAN camera can be found on a label on the top of the device.
The IP address of the device can be changed subsequently. Please refer to the user manual for the
camera.

jmie

3. Press the Enter key.
4. Answer Yes in the Security alert which opens.
2 The following dialog box opens.

Login

Fig. 13  Camera login dialog

5. Enter admin in the User Name field.
6. Enter admin in the Password field.
7. Click Login.

= The device homepage will be opened.

] oo

Fig. 14  Device homepage

Language selection box

Menu line

Live image display area

BN |=

Streaming information
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8. Select the menu sequence Basic configuration > Configure alarm.

2 The alarm configuration dialog opens:

Configure Alarm

Mail SMS

FPower Ll

Login
Failure
Activity
Detection

[nput Alarm
Trigoer

ColourBEWY
switching

Temperature Settings
Above

normal lirmit

Above

high lirmit

Ahove

critical limit

et

Fig. 15  Alarm configuration

Tridger Level

Active High
@ Active Low

Active High
@ Active Low

Setup

9. Mark the checkbox Activity Detection under Mail if you want to be notified

when a motion is detected by a LAN camera.

10. Mark the checkbox Input Alarm Trigger under Mail if you want to be notified

when an alarm is triggered by a LAN camera.

11. Click Save.

= The settings have been saved.

12. Select the menu sequence Basic configuration > E-mail settings.
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2 The E-mail configuration dialog opens:
Send Email at
Fower Ll
Laogin Failure
Activity Detection TRIGGEROSPULSEES

Input Alarm Trigger  TRIGGERDSPULSE&ES

ColourfBEW
switching

Marmal
Temperature

High Temperature

Critical Temperature

Mail Settings

il Frorm SBT_FSP@E@siemens. oo
SMTF IP Address 192.168.0.24

SMTF Username

SMTP Passwaord

Custorm Text

SMS Settings

Email address of
hobile device

Set

Fig. 16  Email configuration

13. Enter an e-mail address for each of the events (e.g. alarm triggered) the
SISTORE unit is to be notified of by e-mail in the text fields under Send

Email at (see Fig. 15 and Fig. 16).

The e-mail addresses must contain the text assigned to the alarm input as defined in the SISTORE
MX application software, e.g. TRIGGER[XY]PULSE@c.com. See Section 12.2 Configuring internal
alarm inputs and USB alarm inputs. [XY] represents the desired LAN trigger input. Enter a figure

between 01 and 32 instead of [XY].

14. Enter an e-mail address in the Mail From text field.

15. Enter the IP address of the SISTORE MX in the SMTP IP Address field.

16. Click Save.
= The settings have been saved.

17. Click Log Out on the device homepage.

2 The alarm connection is now activated.
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5.5 Connecting the CCDA1425 dome camera

Adrass 3 Adrass 2 Adress 1

COM1/COMZ

CCDAT425 CCDA1425 CCDA1425 SISTORE MX / MX 33

Fig. 177 CCDA1425 dome camera — system overview

mie

A more detailed description of the connections can be found in the Installation Manual.

1. Connect the dome cameras to the SISTORE (see Fig. 17). Further
information on this can be found in the instruction manual for the dome
camera.

2. Start the SISTORE MX application software. See Section Fehler!
Verweisquelle konnte nicht gefunden werden. Starting the SISTORE MX
application software and logging in.

3. Switch to configuration mode. See Section 5.17 Opening configuration mode.

4. Mark the checkbox PTZ in the Cameras tab See Section 7.7 Configuring
pan/tilt control.

5. Choose the camera type from the first list box.
. Choose the interface from the second list box.

7. Click Apply.
= The interface for the dome camera is enabled.

Connections

Signal SISTORE MX CCDA1425
9-pin Sub-D socket

A (Rx/Tx +) 2 Data +

B (Rx/Tx -) 3 Data -

CCDA1425 interface configuration
® Baud rate: 9600

® Parity: None

® Dome CCDA1425
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5.6 Connecting the CCDA1435 dome camera

Adrass 3 Adress 2 Adress 1
COM2 (default)

CCDA 1435 CCDA 1435 CCDA 1435 SISTORE MX / MX 3G

CKAA820 |
COM1B

COM1 (default)

Fig. 18 Dome CCDA1435 — CKA4820 system overview

A more detailed description of the connections can be found in the Installation Manual.

jmie

Prerequisite:

® The CKA driver is installed and the icon is displayed in the task bar. For
information on the subsequent installation of hardware drivers please refer to the
Installation Manual.

1. Connect the dome cameras and the control panel to the SISTORE (see Fig.
18). Further information on this can be found in the instruction manuals for the
dome camera and the control panel.

2. Start the SISTORE MX application software. See Section Fehler!
Verweisquelle konnte nicht gefunden werden. Starting the SISTORE MX
application software and logging in.

@

Switch to configuration mode. See Section 5.17 Opening configuration mode.
4. Select the System tab.
5. Mark the checkbox Operating console.
2 The interface for the control panel is enabled.
6. Select the Cameras tab.
7. Mark the checkbox PTZ.
8. Choose the camera type from the first list box.
9. Choose the interface from the second list box.
10. Click Apply.
2 The interface for the dome camera is enabled.
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Connections

Signal SISTORE MX CCDA1435
9-pin Sub-D socket

A (Rx/Tx +) 2 Data +

B (Rx/Tx -) 3 Data -

CCDA1435 interface configuration
® Baud rate: 9600
® Parity: None

5.7 Connecting pan-and-tilt unit PT40

Video Input

SISTORE M § Mx 3G
CCBC133T

COMACOM2

CoCosm/

CDC0s02

Fig. 19  Pan-and-tilt unit PT40 — system overview

mie

A more detailed description of the connections can be found in the Installation Manual.

© ® N o g M

Connect the pan-and-tilt unit to the SISTORE (see Fig. 19).
Connect the camera to the SISTORE (see Fig. 19).

Further information on this can be found in the instruction manuals for the
pan-and-tilt unit, the control unit and the camera.

Start the SISTORE MX application software. See Section Fehler!
Verweisquelle konnte nicht gefunden werden. Starting the SISTORE MX
application software and logging in.

Switch to configuration mode. See Section 5.17 Opening configuration mode.
Select the Cameras tab.

Mark the checkbox PTZ. See Section 7.7 Configuring pan/tilt control.

Choose the camera type from the first list box.

Choose the interface from the second list box.

Click Apply.

2 The interface for the camera is enabled.
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Connections

Signal SISTORE MX CDC0501/0502 (J6)
9-pin Sub-D socket

A (Rx/Tx +) 2 Rx/Tx +

B (Rx/Tx -) 3 Rx/Tx -

5.8 Connecting pan-and-tilt unit CDD2410

CDDz410

Wideo Input

.

SISTORE Mx /MX 3G
= CCBC1337

COM1COM2

Converter

TTY | R5485

Fig. 20  Pan/tilt drive CDD2410 system overview

jmie

A more detailed description of the connections can be found in the Installation Manual.

44
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Connect the pan-and-tilt unit to the SISTORE (see Fig. 20).
Connect the camera to the SISTORE (see Fig. 20).

Further information on this can be found in the instruction manuals for the
pan-and-tilt unit, the converter and the camera.

Start the SISTORE MX application software. See Section Fehler!
Verweisquelle konnte nicht gefunden werden. Starting the SISTORE MX
application software and logging in.

Switch to configuration mode. See Section 5.17 Opening configuration mode.
Select the Cameras tab.

Mark the checkbox PTZ. See Section 7.7 Configuring pan/tilt control.

Choose the camera type from the first list box.

Choose the interface from the second list box.

Click Apply.

> The interface for the camera is enabled.
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5.9 Connecting SCU pan-and-tilt unit PT40P via controller
CDCO050x
RS485
/—\/ SISTORE MX / MX 3G
CDC0501/ CDC0501/
CDC0502 CDC0502
Fig. 21 Controller CDC050x — system overview
i A more detailed description of the connections can be found in the Installation Manual.

1. Connect the pan-and-tilt units via controller CDC0501 or CDC0502 to the
RS485 port (COM2) of the SISTORE (see Fig. 21).

2. Further information on this can be found in the product documentation for the
pan-and-tilt unit.

Connections

Signal SISTORE unit CDC0502 CDC0501 PT40P
9-pin Sub-D socket

A (Rx/Tx +) 2 Rx/Tx + Rx/Tx - Data +

B (Rx/Tx -) 3 Rx/Tx - Rx/Tx - Data -

5.10 Connecting SCU pan-and-tilt unit via controller CDCD2417

[\

RS485

CDCD2417

CDCD2417

Fig. 22

SISTORE MX/ MX 3G

Controller CDCD2417 — system overview
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A more detailed description of the connections can be found in the Installation Manual.

1. Connect the pan-and-tilt units via controller CDCD2417 to the RS485 port
(COM2) of the SISTORE (see Fig. 22).

Further information on this can be found in the product documentation for the
pan-and-tilt unit.

Connections

Signal SISTORE unit CDCD2417

9-pin Sub-D socket
A (Rx/Tx +) 2 Terminal 1 (Data +)
B (Rx/Tx -) 3 Terminal 2 (Data -)

CDCD2417 interface configuration
® Baud rate: 9600

e Parity: Odd
e Data bits: 8
® STOP bit: 1
5.11 Connecting the MX Multi-Channel Box RCI 0601 and cash
dispensers
G 1 GAA 2 GAA 3
RS232 RS232 R5232
T = Rolosor Reloso1 = RCI0601
MX-Bus || e | | adr2 | | Adra
RS4E5 COMACOM2
SISTORE MX /) MX 3G
Fig. 23  MX Multi-Channel Box RCI 0601 and ATM system overview
[ ]
l A more detailed description of the connections can be found in the Installation Manual.
1. Connect the MX Multi-Channel Box to the SISTORE unit (see Fig. 23).
2. Connect the cash dispensers to the MX Multi-Channel Box RCI 0601.
Further information on this can be found in the user manual for the MX Multi-
Channel Box RCI 0601.
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Start the SISTORE MX application software. See Section Fehler!
Verweisquelle konnte nicht gefunden werden. Starting the SISTORE MX
application software and logging in.

Switch to configuration mode. See Section 5.17 Opening configuration mode.
Select the System tab.

Mark the checkboxes Bank mode and Cash dispenser.

Click Apply.

= The settings will be saved.

Restart the software.

Make the appropriate settings in the Banking tab. See Section 20
Configuration of bank mode and Section 21 Configuration of cash dispenser
mode.

5.12 Connecting the MX Multi-Channel Box RCI 0601 and an access

reader (Kebin)

RE485

KeBinLosor
mil Stowerung

Mx-Bus | Rreioent

COM1ICOM2

SISTORE M/ Mx 3G

Fig. 24  MX Multi-Channel Box RCI 0601 and access reader — system overview

mie

A more detailed description of the connections can be found in the Installation Manual.

No a s

Connect the MX Multi-Channel Box to the SISTORE (see Fig. 24).
Connect the access reader to the MX Multi-Channel Box RCI 0601.

Further information on this can be found in the user manual for the MX Multi-
Channel Box RCI 0601.

Start the SISTORE MX application software. See Section Fehler!
Verweisquelle konnte nicht gefunden werden. Starting the SISTORE MX
application software and logging in.

Switch to configuration mode. See Section 5.17 Opening configuration mode.
Select the System tab.

Mark the checkboxes Bank mode and Cash dispenser.

Click Apply.

= The settings will be saved.

Restart the software.
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9. Make the appropriate settings in the Banking tab. See Section 20

Configuration of bank mode and Section 21 Configuration of cash dispenser
mode.

5.13 Connecting (Miniter) interface and access reader

Miniter-Lesor
iniice
® \fﬂ; (e |
REt COM1COMZ
SISTORE MX / MX 3G

Fig. 25 System overview: SISTORE MX — interface und access reader (Miniter)

A Cable (9-pin), plug-plug
2-3,3-2

B Null-modem cable (9-pin), plug-plug
2-3, 3-2,4-6, 5-5,6-4,7-8, 8-7

A more detailed description of the connections can be found in the Installation Manual.

jmie

1. Connect the interface to the SISTORE (see Fig. 25).

For this you require the converter 485SD9R (B&B), a 9-pin cable, Sub-D,
plug-plug, connections 2—3, 3—-2, and a null-modem cable, Sub-D, plug-plug,
connections 2-3, 3-2, 4-6, 5-5, 64, 7-8, 8—7.

2. Connect pin 7 of the Sub-D connector through an 81-Ohm resistor to 12 V.
See the figure below:

1|Pin7
2| +12V

3. Connect the access reader (Miniter) to the interface.
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4. Start the SISTORE MX application software. See Section Fehler!
Verweisquelle konnte nicht gefunden werden. Starting the SISTORE MX
application software and logging in.

Switch to configuration mode. See Section 5.17 Opening configuration mode.
Select the System tab.
Mark the checkboxes Bank mode and Cash dispenser.
Click Apply.
= The settings will be saved.

© N o o

©

Restart the software.

10. Make the appropriate settings in the Banking tab. See Section 20
Configuration of bank mode and Section 21 Configuration of cash dispenser
mode.

5.14 Connecting cash box systems

Kazsed Kassa? Kassed

MX-Bus [ | Adr.1 [ | ade2 | | Ade3

R3485

COM1/COM2

SISTORE MX / Mx 3G

Fig. 26 MX Multi-Channel Box RCI 0601 and cash box system — system
overview

i A more detailed description of the connections can be found in the Installation Manual.
Connect the MX Multi-Channel Box(es) to the SISTORE unit (see Fig. 26).
2. Connect the cash boxes to the RCI 0601.
Further information on this can be found in the user manual for the MX Multi-
Channel Box RCI 0601.
3. Start the SISTORE MX application software. See Section Fehler!
Verweisquelle konnte nicht gefunden werden. Starting the SISTORE MX
application software and logging in.
4. Switch to configuration mode. See Section 5.17 Opening configuration mode.
5. Select the System tab.
6. Untick the checkboxes Bank mode and Cash dispenser.
i Please note that banking mode and cash register mode are mutually exclusive.
49
Siemens Building Technologies
Fire Safety & Security Products 02.2009



Setup

7. Click Apply.
= The settings will be saved.

8. Make the appropriate settings in the Cash box tab. See Section 22
Configuration of cash box mode.

5.15 SISTORE unit — CKA4820 — SISTORE RemoteView — LAN
cameras

]LAN
SISTORE MX / MX 3G

- COM1/COM2

@

Fig. 27  SISTORE unit — CKA4820 — SISTORE RemoteView — LAN cameras
system overview

1 CKA4820 optional

2 MX server

3 Client PC with RemoteView

4 SISTORE MX: max. 64 LAN cameras various manufacturers
SISTORE MX 3G: max. 16 LAN cameras

A more detailed description of the connections can be found in the Installation Manual.

jmie

Prerequisite:

® The CKA driver is installed and the icon is displayed in the task bar. For
information on the subsequent installation of hardware drivers please refer to the
Installation Manual.

Connect the CKA4820 control panel to the SISTORE (see Fig. 27).
2. Configure COM1B on the control panel as an RS485 interface.

e R S

Further information on this can be found in the instruction manual for the
control panel.

3. Start the SISTORE MX application software. See Section Fehler!
Verweisquelle konnte nicht gefunden werden. Starting the SISTORE MX
application software and logging in.

4. Switch to configuration mode. See Section 5.17 Opening configuration mode.
5. Select the System tab.
6. Mark the checkbox Operating console.

2 The interface for the control panel is enabled.
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Connections
Signal SISTORE MX CKA4820
9-pin Sub-D socket 9-pin Sub-D plug
A (Rx/Tx +) 2 5
B (Rx/Tx -) 3 9
GND 5 6

CKA4820 interface configuration

® Protocol: SIMATRIX RS232 or SIEMENS IVM
® Baud rate: 9600

® Parity: None

If you want to connect the CKA4820 operating console to a SISTORE MX via the internal COM1A
interface, install the RS-232C/RS-485 interface converter into the connection line. For more
information, see 5.2 Connecting control panel CKA4820.

mie

5.16 Starting the SISTORE MX application software and logging in

1. Select the Windows menu sequence Start > Programs > SISTORE MX >
SISTORE MX.

—OR-

Double click the desktop shortcut SISTORE MX
[z'p)vj

ST TERERE )

2 The application software will be started.

® Once the SISTORE MX application software is started you can view alarm pictures without being
logged in.

mie

® To perform any functions or to exit the program you have to log in.

2. Click the Login @ button.

= The following dialog box opens.

S SISTORE MX login x|

Ilzer name: ||

Password: I

ﬁ Help Cancel | k. I

Fig. 28  SISTORE MX Login dialog

The user name and password are predefined. The entry is case-sensitive.

mie
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3. Enter "Administrator” in the User name field.
4. Enter "Administrator” in the Password field.
5. Click OK.

We advice to change the password after initial start-up. See Section 14.2.1 Creating and changing
user accounts.

jumie

5.17 Opening configuration mode

Changes can be made in the configuration mode only if no recording is taking place. While recording
is in progress you can only view the settings but you cannot make any changes.

jmie

1. Clickon
=2 Recordings in progress will be stopped.
2. Select the menu sequence Administration > Configuration...

| Administration

% onfiguration ...
E Plavback. ...

= The configuration mode will open.

If you switch to configuration mode while recording is in progress, an information message is
displayed. (See Fig. 29). If you confirm this message with Yes, you will not be able to make any
changes in the configuration mode. If you click No, the system will not switch to configuration mode.

mie

SISTORE MX X|

YWhile recarding iz running, anly restricted configuration is posziblel
. MHevertheless enter the configuration lewvel?

Yes Mo [BFz]

Fig. 29  Information message

5.18 Selecting other manuals

1. Click the icon in the toolbar (only possible in display mode and in
playback mode).

—OR-
Press F1.
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6 Network configuration

6.1  Entering the system name

The system name is used primarily for identification of the system during remote
access. Enter the location of the system, for example.

Syztem name

SISTORE M=

Fig. 30  The "System Name* text field in the "System" tab

Prerequisite:
® The SISTORE unit is connected to the network.
See Section 8.4 Configuring image parameters.

1. Select the System tab.
2. Enter the desired designation in the System name text field.
3. Click Apply.

= The setting will be saved.

6.2 Configuring the network connection

jumi @

If you operate the SISTORE MX application software or SISTORE RemoteView behind a firewall and
want to access via a network, open all ports in the firewall that are used by the software.

All users logged in to the SISTORE MX application software (locally or via
SISTORE RemoteView) can simultaneously view live images or recordings and
control switch outputs.

All connections between the SISTORE MX application software and users logged
in via SISTORE RemoteView will be terminated automatically when the following
events occur:

® The configuration of the SISTORE MX application software is overwritten.
e Configuration mode is started in the SISTORE MX application software.
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—+ FRemate access

— TCPYP parameters
TCFAP port I 40
Metwork, panel

max. clients 10 j

TCFAR port range 1100 - 1121

v B andwith limitation I 10000 j kEitds

TCFRAP I 192 168.0.90

Hast name | SISTORE WX

Fig. 31  "TCP/IP parameters® group field on the "Network* tab

Prerequisite:
® The SISTORE unit is connected to the network.

1. Select the Network tab.
2. Mark the checkbox Allow network access (see Fig. 36).
2 The TCP/IP parameters group field will be activated.

3. Inthe TCPI/IP Port field, enter the number of the port to be used by the
SISTORE RemoteView clients for connecting to the SISTORE MX application
software.

4. Inthe max. clients field, select the maximum number of
SISTORE RemoteView clients that are permitted to connect simultaneously to
the SISTORE MX application software (max. 16 clients).

It is recommended to limit the number of clients (e.g. < 5), since a large number of clients creates a
rather heavy load on the MX server.

jmie

5. Enter the initial value of the TCP/IP port range in the field for TCP/IP port
range.

2 The end value of the TCP/IP port range is determined automatically. It
depends on the max. clients value: two ports are needed for each client.

6. Click OK.
7. Answer Yes in the confirmation dialog.
= Your settings are saved. The SISTORE MX application software will close.
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6.3 Limiting bandwidth

The limitation of bandwidth can have the consequence that the SISTORE MX client reacts very slowly
to commands of a SISTORE RemoteView client.

jumie

v Bandwith limitation I 10000 :ll kEBitds

Fig. 32  "Bandwidth limitation“ checkbox on the "Network"

Prerequisite:
® The SISTORE unit is connected to the network.
See Section 8.4 Configuring image parameters.

Select the Network tab.
2. Mark the checkbox Bandwidth limitation.

3. Inthe kBit/s text field, enter the maximum bandwidth that the SISTORE MX
application software is to use for a connection to a SISTORE RemoteView
client.

4. Click Apply.
= The setting will be saved.

6.4 Configuring ISDN dial-in

Use the ISDN modem AVM FRITZ! USB v2.0.
We cannot guarantee proper function with other ISDN modems that have not been tested by us.

jumie

The SISTORE MX application software reacts only to ISDN calls with the service
indicator for data. Thus SISTORE RemoteView or the SISTORE MX application
software can be operated on an ISDN connection in parallel to ISDN devices with
other service indicators.
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6.4.1 Accept all incoming calls

—Iv Allow ISOM dial in

* Accept all incoming calls

" Accept MSH arly

[ Allow channel bundling

Fig. 33  "Accept all incoming calls® option on the "Network® tab

Prerequisites:

® The SISTORE unit is connected to the ISDN line. See Section 8.4 Configuring
image parameters.

® An ISDN modem is connected to the SISTORE unit.

Select the Network tab.
Mark the checkbox Allow ISDN dial-in.
Click the option field Accept all incoming calls.
Click Apply.
= Your settings will be saved.

Ao nh =

6.4.2 React to certain multiple subscriber numbers

— IV Allow ISON dial in

" Accept all incoming calls

= Accept M5SH ity

[ Allow channel bunding

Fig. 34  "Accept MSN only“ option on the "Network" tab

Prerequisites:

® The SISTORE unit is connected to the ISDN line.
See Section 8.4 Configuring image parameters.

® An ISDN modem is connected to the SISTORE unit.

1. Select the Network tab.

2. Mark the checkbox Allow ISDN dial-in.

3. Click the option Accept MSN ... only.

4. Enter the desired multiple subscriber number in the Accept MSN ... only text
field.

5. Click Apply.

= Your settings will be saved.
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6.4.3 Activating channel bundling

— Allow ISDM dial in

" Accept all incoming calls

% Accept MSH anly

v allow channel bundling

Fig. 35  "Allow channel bundling” checkbox on the "Network® tab

Prerequisites:
® An ISDN modem is connected to the SISTORE unit.
® Allow ISDN dial-in is configured.

See Section 6.4.1 Accept all incoming calls and Section 6.4.2 React to certain
multiple subscriber numbers.

1. Select the Network tab.
2. Mark the checkbox Allow channel bundling.
3. Click Apply.

= The setting will be saved.

6.5 Configuring the live image server

With SISTORE WebView you can access the live images and recordings of one or
more SISTORE units. To do so, enter an IP address and port number in the
SISTORE MX application software.

—Iv Picture server

Yideo server address |1 27.001

Yideo server port I 1080

Fig. 36  "Picture server® checkbox on the "Network* tab

Prerequisite:
® The SISTORE unit is connected to the network.
See Section 8.4 Configuring image parameters.

Select the Network tab.
2. Mark the checkbox Picture server.

3. Enter the IP address of the image server in the Video server address text
field.

4. Enter the port number of the image server in the Video server port text field.
5. Click Apply.

= Your settings will be saved.
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6.6 Controlling network access

6.6.1 Adding a connection filter

jumie

Please note when setting up filters for multiple subscriber numbers (MSNs) that these are
communicated differently depending on the telephone system. The formulation of a filter must match
the transmission method of your telephone system.

You can refuse certain telephone numbers and IP addresses network access to
the SISTORE MX application software. To do this set up an appropriate connection
filter in the Reject incoming calls list field. Wildcards (*) can be used to group IP
addresses or telephone numbers.

In order to make an exception for a telephone number or IP address in a group of
banned telephone numbers or IP addresses, add a connection filter for it to Allow
incoming calls.

Example:

In the list field Reject incoming calls set up the connection filter 127.* and in the list
field Allow incoming calls set up the connection filter 127.0.0.99.

jumie

IP addresses or telephone numbers for which a connection is refused receive no notification or no
error message.

58

2 None of the IP addresses beginning with 127. are allowed to access the
SISTORE MX application software except the IP address 127.0.0.99.

Allow connection

Allow incoming callz:

Filter I
0234

=S

1§

X

Fig. 37  "Allow incoming calls® filter list on the "Network" tab

Prerequisite:

® The SISTORE unit is connected to the network. See Section 8.4 Configuring
image parameters.

1. Select the Network tab.
2. Mark the checkbox Filter incoming calls.

3. Click the Add L= next to the filter list Allow incoming calls.

2 A new text field will be created in the Allow incoming calls filter list.

4. Enter the telephone number or IP address that you want to allow in the new
text field.

2 Repeat steps 3 and 4 as often as required if you want to create multiple
connection filters.
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5. Click Apply.
= The setting will be saved.

Reject connection

Feject incarming calls:

Filter Il
0123456 =

R 127001

Fig. 38 "Reject incoming calls” filter list on the "Network® tab

Prerequisite:
® The SISTORE unit is connected to the network.
See Section 8.4 Configuring image parameters.

1. Select the Network tab.

2. Click the Add L_—_I next to the filter list Reject incoming calls.

2 A new text field will be created in the Reject incoming calls filter list.

3. Enter the telephone number or IP address that you want to block in the new
text field.

2 Repeat steps 3 and 4 as often as required if you want to create multiple
connection filters.

4. Click Apply.
= The setting will be saved.

6.6.2 Editing connection filters

Filter |
Py|0123456 |K

Fig. 39  "Filter” text field on the "Network® tab

Prerequisite
® The SISTORE unit is connected to the network.
See Section 8.4 Configuring image parameters.

1. Select the Network tab.

2. Click on the connection filter you want to edit.
2 The text field will be framed.

3. Edit the connection filter.

4. Click Apply.
= The setting will be saved.
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6.6.3 Deleting connection filters

Deleting an individual connection filter

Filter |
*p|0123456 |X

Fig. 40  Connection filter text field on the "Network® tab

Prerequisite:
® The SISTORE unit is connected to the network.
See Section 8.4 Configuring image parameters.

1. Select the Network tab.
2. Click on the connection filter you want to delete.
> A Delete button EI will be displayed to the right of the connection filter.
3. Click on Delete.
=2 The selected connection filter will be removed from the filter list.
4. Click Apply.
= The setting will be saved.

Deleting all connection filters

Filter I '
iy 0123456 =

Fig. 41 Filter list on the "Network"* tab

Prerequisite:
® The SISTORE unit is connected to the network.
See Section 8.4 Configuring image parameters.

1. Select the Network tab.

X
2. Click the Delete J next to the filter list for which you want to delete the
filters.

3. Confirm the message that follows with OK.

If you no longer want to use connection filters: Unmark the checkbox Filter
incoming calls.

5. Click Apply.
= The setting will be saved.
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6.7 Setting the LAN connection speed

Prerequisite:

® The SISTORE unit is connected to the network. Further information on this can
be found in the SISTORE MX / MX 3G Installation Manual.

Connection speed [LAM]

i~ Automatic recogrition
¥ Fast connection [»= 100 MEit]
™ Slow conhection [D5L]

Fig. 42 "Connection speed (LAN)“ group field

We recommend not to select Automatic recognition.

mie

Select the Network tab.

2. Select whether you want to use a fast (= 100 MBit) or a slow (< 100 MBit)
connection in the Connection speed (LAN) group field.

3. If you do not know the connection speed, select Automatic recognition.
2 The speed will be recognized automatically.

4. Click Apply.
= The settings will be saved.
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6.8 Setting the maximum live image resolution

In order to reduce the CPU load of the server and the network load when
transmitting pictures from a SISTORE unit to a RemoteView client, the max.
resolution of the pictures to be transmitted can be defined.

Prerequisite:

® The SISTORE unit is connected to the network. Further information on this can
be found in the SISTORE MX / MX 3G Installation Manual.

~Live image

b airnuinn resolution;
I LTS - I

3207240
T334 7 288 i
400 * 200
E40 " 420
763 " 576
200 * E00
1024 * 7B
112807 360 i
1600* 1200
2043 * 1536 o

Fig. 43 "Live image” group field

1. Select the Network tab.
2.  Select the desired max. resolution in the Live image group field (see Fig. 43).

If the option Max. is selected, the images will always be transmitted with the highest resolution.

jmie

3. Click Apply.
=2 The settings will be saved.

62

Siemens Building Technologies
Fire Safety & Security Products 02.2009



Analog camera configuration

7 Analog camera configuration

7.1  Adding an analog camera

[ @] SISTORE M
v& Cameralll
-2 Cameral2
-2 Cameral3
-2 Camerald
-2 Cameral5
-2 Cameralf
-2 Cameral?
-2 Cameral8
.= Cameral3
-2 Camerall
e Camerall
-2 Cameral?
-.eEm Camerall
-.beEm Camerald
-.eEm Camerals
-.em Cameralf

Fig. 44  Camera list on the "Cameras* tab

Prerequisite:

® At least one analog camera is connected to the SISTORE unit. Further
information on this can be found in the SISTORE MX / MX 3G Installation
Manual.

1. Select the Cameras tab.

=

2. Click the Add button
2 A camera will be added in the camera list.

ol

Enter a name for the camera in the Name text field.

4. Enter a short description, such as information on the camera position, in the
Description text field.

5. Inthe Input field, select the number of the camera connection used by the
relevant camera.
6. Click Apply.
= Your settings will be saved.
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7.2 Deleting an analog camera

[ B SISTORE M
L #4 Carneralll
-HER Cameral?2
-HER Cameral3
-HEp Camerald
-HER Camerall3
e Cameralf
- Camerald?
- Camerald
e Cameral3
- Cameralld
- Camerall
- Cameral2
- Camerald
- Camerald
- Cameralb
- Cameralb

—

]

Fig. 45

64

Camera list on the "Cameras* tab

Select the Cameras tab.

Select the camera you want to delete from the cash box list.

Click the Delete button

Confirm the message that follows with OK.

Click Apply.

2 The setting will be saved.
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7.3 Configuring image parameters

Setting brightness, contrast and colour saturation

IMPORTANT

Malfunction due to too dark live image

With an image brightness of 0, the SISTORE MX receives only black images.
Motion detection no longer functions.

® Select the standard setting 50 %.

rImage parameters

1 {3‘

b -

2

@

I
i

[ black & white

Default image parameters

Brightness

Contrast

Colour saturation

[ W] SISTORE My

;& Camerall]
-.em Cameral2
-.jem Cameral3
-.Em Camerald
-.eEm Cameral5
-.em Cameralf
-.em Cameral?
-.eEm Camerald
-.jeEm Cameral3
-eEm Camerall
-JeEm Camerall
-.em Cameral?
-HER Cameral3
-HER Camerald
-HER Camerald
-HER Cameralf

S

x|

Fig. 46

Camera list on the "Cameras* tab
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Prerequisite:

® At least one analog camera is in the camera list. See Section 7.1 Adding an
analog camera.

Select the Cameras tab.

2. Select the camera for which you want to configure the image parameters from
the camera list.

3. Move the slide control to the right or left as desired.

If the selected analog camera is a black-and-white camera, mark the checkbox black & white. Then it
is not necessary to set the colour saturation.

jumie

4. Click Apply.
= The setting will be saved.

7.4  Selecting the video standard

The video standard is defined for all analog cameras in the camera list; mixed operation of PAL and
NTSC cameras is not possible.

jumie

—%ideno gtandard [global]

i pal  WTSC

Fig. 47  "Video standard (global) group field on the "Cameras* tab

1. Select one of the two video standards (PAL or NTSC) (see Fig. 47).
2. Confirm both messages that follow with OK.
= The setting will be saved.

7.5 Configuring the live image display

Prerequisite:

® At least one analog camera is in the camera list. See Section 7.1 Adding an
analog camera.

Always display live images
1. Select the Cameras tab.
Select the desired camera in the camera list.

2
3. Mark the checkbox Always visible ¥ 3ays visible
4

Click Apply.
= The setting will be saved.

If this checkbox is not marked, no live images will be shown in display mode if no local user is logged
in.

jumie
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Show live images on external video monitor
1. Select the Cameras tab.
2. Select the desired camera in the camera list.

3. Mark the checkbox External video monitor I Extemal video monitor .

4. Click Apply.
= The setting will be saved.

2 In the Video output tab, the live images of the selected camera can be
activated on an external monitor. In display mode, you can select a video
output on which the live image of this camera is to be activated by right-
clicking on the live image.

Display user-dependent live images

Here you can define which users are permitted to view the live image of a
particular analog camera. Users whose camera rights were not defined have no
access to the live image and recordings of this analog camera, also not via
SISTORE RemoteView and not via monitors connected to a video output.

1. Select the Cameras tab.
2. Select the desired camera in the camera list.
3. Click the Options ... button in the group field Rights.

Lzer rights
Options ... |

2 The following dialog box opens.

& Camera-Rights - "Camera01" _ x|
User name Izer rights |
i John Dioe Display

PTZ-Control
Plavback.

. I)J Help Cancel | (] 4 I
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4. Select the user in the user name field.
5. Inthe user rights field, select or deselect the checkboxes as desired.

6. Repeat steps 8 and 9 as often as required.

If a new user is created, this user automatically receives the same rights for each camera as the user
who created the new user.

If a new camera is created, all users automatically receive all rights for this camera at first. If individual
users are not to have all rights for the camera, these rights must be manually revoked after setting up

jumie

the camera.
7. Click OK.
8. Click Apply.

= The setting will be saved.

7.6  Configuring sound recording for an analog camera

The audio input (MIC or LINE) can be assigned to a camera (analog camera or
LAN camera). See Section 8.6 Configuring sound recording for a LAN camera.

The audio mixer of the operating system must be set correctly do that a recording can be made
(recording level, selection of the correct audio input).

If you are performing a search while recording is in progress, you have to wait about 10 min. until the
recorded sound can be reproduced. After this time the first recording file will be completed and sound
can be reproduced.

jumie

—v Audio recording

|82 11 kHz Mona =l

Fig. 48  "Audio recording® group fieldon the "Cameras* tab

Prerequisite:
® At least one analog camera is in the camera list. See Section 7.1 Adding an
analog camera.

Select the Cameras tab.
Mark the checkbox Audio recording.
Select the sound quality from the dropdown list.
Click Apply.
= The setting will be saved.

Ao bd-=
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7.7  Configuring pan/tilt control

An analog camera may possibly first need to be released via DIP switches or in the proprietary
camera configuration in order to control it via a serial protocol. Please note the relevant information in
the camera manual or information from the camera manufacturer.

jumie

SISTORE MX supports the protocols of the following analog cameras:

DM Dennard 2060
Fastrax 2

Fastrax 2E

Ganz ZC-S123P
Molynx

Panasonic WV-CS850
Panasonic WV-CS570
Panasonic WV-950
Pelco Spectra lll Se
Samsung SCC-643(P)
Sanyo VCC9300
Sensormatic SpeedDome Ultra |

Sensormatic SpeedDome

Sensormatic

Siemens CCAS1415 Molynx
Siemens CCAS1415 Siemens-S
Siemens CCAD1410
Siemens CCDA1415
Siemens CCDA1425/1435
Siemens CCDS1415
Siemens CCD2410
Siemens Mini Dome
Siemens SCUV22

Sony Evi-D30/D70
TP-D7720

Tab. 1 Analog cameras or protocols supported by SISTORE MX

Since different cameras from a manufacturer often use the same protocol, the list
of cameras or protocols above may cover more cameras than shown in the list.
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— v FTZ

Camera maodel
| @ DM-Dennard 2080 |

I COp1 vI Setup ... |

RS485 addiess | :I'

Positions .. |

[T Auto. pos.

Fig. 49 "PTZ* group field on the "Cameras" tab

,,-,_J.‘L SISTORE MX camera setup il

— Camera

.| 4] o
+

i =

ESC SPEC MEML

. 5 Help Cancel | ] I

Fig. 50 "SISTORE MX camera setup” dialog box opened with the "Setup .."
button on the "Cameras" tab

Prerequisite:

® At least one controllable analog camera is in the camera list. See Section 7.1
Adding an analog camera.

1. Select the Cameras tab.

2. Select the camera for which you want to configure the pant/tilt control from the
camera list.

3. Mark the checkbox PTZ.

Select an appropriate camera type for your camera from the Camera model
drop-down list.

5. Select the COM interface of the camera from the COM drop-down list.
6. Select the RS-485 address of the camera in the RS-485 address field.
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7. Click Setup...
2 The SISTORE MX camera setup window will be opened (see above).

= If there is one, the proprietary configuration interface for the camera will be
opened and display over the live image. Information on using the
configuration interface will be found in the camera manual.

8. Set up the camera using its proprietary configuration interface and/or via the
SISTORE MX camera setup functions.

=2 The arrow buttons as well as the +, -, ESC, SPEC and MENU buttons are
used to control the menus for the cameras. Depending on the camera type,
the designations of the buttons do not correspond to those of the respective
camera. The operating interface was designed as an all-purpose interface to
be able to control all cameras with it as much as possible.

9. Close the camera's proprietary configuration interface if applicable.
10. Click OK in the SISTORE MX camera setup dialog.
11. Click Apply on the Cameras tab.

= Your settings will be saved.

7.8 Configuring automatic camera positioning

SISTORE MX supports the protocols of various PTZ analog cameras.

See Section 7.7 Configuring pan/tilt control.

Defining camera positions

Depending on the camera up to 32 positions can be defined. The positions are saved in the camera.

°
l To ensure that several SISTORE MX servers can use the PTZ function simultaneously, version 2.60
or higher must be installed on all servers.
—v P12
Camera model
= DM-Dennard 2060 |

COM1 j Setup ... |

RS-485 addtess | 1 j

[T Auto. pos.

Fig. 51 "Positions..." button on the "Cameras* tab
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q_—'.i SISTORE MX camera position settings il

MHew poz. | Chanhae pos. |
Delete Fas. | Delete all |
49}| @
| [Tonz
p | [ |
Fos. | Dezcription | Duration [=] | | |
w1 Posi 10
»? Pos? 10
w3 Pos3 10

. 5 Help Cancel ak.

Fig. 52 The "SISTORE MX camera position settings“ dialog opened with the
"Positions...“ button on the "Cameras*“ tab

Prerequisite:

® At least one controllable analog camera is in the camera list. See Section 7.1
Adding an analog camera.

1. Select the Cameras tab.

2. Select the camera for which you want to configure the camera positioning
from the camera list.

3. Mark the checkbox PTZ.
4. Click the Positions ... button (see above).
2 The SISTORE MX camera positions settings dialog will be opened (see

above).
5. Move the camera to the desired position with the mouse via the control
element'\ & , with the keyboard or with a joystick.
6. Click New pos. to save a position or on Change pos to replace a position.
7. Click on the new position in the position list.
> The position will be framed. = 4 [Pos. 4 [10 = & X

8. Enter a position name in the Description text field.
9. Select the duration of the position display in the Duration (s) text field.
10. Click OK.
11. Click Apply on the Cameras tab.
2 Your settings will be saved.
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2 The following functions are available in this dialog.

Additional functions

Control element Camera control (pan, tilt, zoom). The speed is set by
@ moving the red dot with the mouse.
Delete pos. button Deletes the selected position
Delete all button Delete all positions in the position list
Please note: The positions will be deleted without
confirmation!
Button Start/stop automatic PTZ position cycle
LED icon If the LED icon is bright yellow, the camera is being
@ controlled
Up button Moves the selected position up in the position list
Down button Moves the selected position down in the position list

Activating automatic positioning (patrol)

—W p1z

Camera model
& DM-Dennard 2060 |

COM1 j Setup ...
RS-485 addiess | j

Positions ... |
[ &uto. pos.

Fig. 53  "Auto. pos.“ checkbox on the "Cameras" tab

Prerequisites:

® At least one controllable analog camera is in the camera list. See Section 7.1
Adding an analog camera.

® At least two camera positions have been defined for the selected camera. See
Section 7.8 Configuring automatic camera positioning

Select the Cameras tab.
Mark the checkbox PTZ.
Configure the panttilt control. See Section 7.7 Configuring pan/tilt control.
Define the positions (see above).
Mark the checkbox Auto. pos.
Click Apply.
= The setting will be saved.

o g s~ wbh-=
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7.9 Transferring recording settings

In the Cameras context menu you can specify that a particular recording setting or
all recording settings be transferred to all other cameras.
Prerequisites:
® The SISTORE MX application software has been started.
See Section 5.16 Starting the SISTORE MX application software and logging in.

The SISTORE MX application software is in configuration mode. See Section
5.17 Opening configuration mode.

1. Select the Cameras tab.

2. Right click on a configured camera in the camera list.
2 The Camera context menu will open.

3. Select Copy settings.
2 The context submenu will open.

4. Select the desired submenu item.

5. Click Apply.
= The setting will be saved.

7.10 Selecting camera types

°
l This function is only available if bank mode is activated. See Section 20.1 Enabling bank mode.

The following camera types are available for selection:
® Room camera (standard setting)
® Cash box camera:

The frame rate must be at least 1 image/second for ring recording, at least
2 images/second for holdup recording.

Cash box cameras may not have a PTZ control.
® Automated teller camera:

No panttilt control and no motion detection can be used in conjunction with this
camera type.

— Camera bype

‘=R Foom camera "l

Fig. 54 List box "Camera type“ on the "Cameras" tab

Prerequisite:

® At least one analog camera is in the camera list. See Section 7.1 Adding an
analog camera

1. Select the Cameras tab.

2. Select the desired camera type in the Camera type list box.

3. Click Apply.

2 The setting will be saved. The camera icon of the particular camera in the
camera list will change according to the selected camera type.
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7.11 Generate reference image

ie

A reference frame documents the setting of a camera (frame cut-out) at the time
when a reference frame was generated. Following installation and alignment of the
camera, the displayed reference frame section can be held and compared at any
time with the camera's current display locally on the server or by remote access
with RemoteView.

Prerequisite:

® At least one analog camera is in the camera list. See Section 7.1 Adding an
analog camera.

1. Select the Cameras tab.
2. Select the desired camera in the camera list.
3. Click Save reference image.

2 The reference image is saved.

The reference images are stored in the SISTORE MX main directory (e.g.
C:\Programs\SIEMENS\SISTORE MX) under the name camrefx.jgp, where x stands for the camera
number.

When saving a reference image for an analog camera you may be asked whether you want to
overwrite an existing reference image, even if there is none yet. In that case confirm with Yes to
generate the reference image.
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8 Configuring LAN cameras

8.1 General information on LAN cameras

Be aware of the following when using LAN cameras:

® Multiple users can access LAN cameras simultaneously. Simultaneous access
by multiple users lowers the frame rate.

® Settings made by a user on a LAN camera, such as modifying the image
parameters via a browser, have system-wide effects.

SISTORE MX supports the following LAN cameras:

Arecont Vision 1300, Vision 2100, Vision 3130 Day, Vision 3130 Night

Axis 205, 206/W, 206M, 207MW, 209FD, 210, 211, 211M, 212 PTZ, 213
PTZ, 216FD, 216MFD, 221, 223M, 225FD 231D+, 232D+, 233D, 240Q,
241Q, 2418, Generic HTTP Interface V1.0, VAPIX Interface

CBC MP2A, MP3DN Day, MP3DN Night

Convision | VISTABOX 6XX

Dallmeier DF3000 IP

Digilan TV7214

Eneo ENC-1003L

IQ invision | 1Q501, 1Q510, IQ511, 1Q603, 1Q 752, 1Q753, 1Q755
JvC VN-C10U; VN-C30U, VN-C625U, VN-C655U

Lumenera |LE175C, LE275C, LE375C

Mobotix D12 one or two cameras, M1 Models, M10 Models, M10D-Night,
M12 Models, M12D-Night, M22M

Panasonic | KX-HCM-280, WV-NF284, WV-NM100/G, WV-NP1000, WV-NP244E,
WV-NP472, WV-NS202, WV-NS320, WV-NW470, WV-NW9I60

Pixord 205

Samsung | SNC-L200

Siemens CCIC1410, CCIS1337-LP, CCIX1345, CFVA-IP, CVVA-IP,
CFMC1315 LP, CCID1410, CCMC1315 LP, TELSCAN WEB Server

Sony Generic HTTP interface, SNC-CS11, SNC-CS3P, SNC-DF40P,
SNC-M1/W, SNC-M3/W, SNC-P1, SNC-P5, SNC-RZ25P, SNC-Z30P/2,
SNC-RZ50P, SNC-Z20P, SNT-V704

Toshiba IK-WB21A

VINWP1 2051

Vivotek MJPEG Models, PZ6122, VS2402, IP7138

Depending on the functional scope of the LAN camera, many operating elements
of the LAN cameras tab may be disabled.

The SISTORE MX can handle mixed operation (various LAN cameras) and hybrid
operation (analog cameras and LAN cameras). Altogether a maximum of 32 LAN
cameras can be connected.

76

Siemens Building Technologies
Fire Safety & Security Products 02.2009



jumie

Configuring LAN cameras

SISTORE MX handles LAN cameras like local analog cameras. Limitation: LAN
cameras cannot be connected to analog video outputs.

Access to LAN cameras takes place with significantly greater latency than access
to analog cameras. The reason for this is the greater communication load between
the SISTORE MX and a LAN camera.

LAN cameras cause a significantly higher processor load of the SISTORE MX than
analog cameras. The frame rates required are the determining factor.

The operation of the system can be slow if all connections for analog cameras (32)
and LAN cameras (32) are used.

To keep the processor load below 90 %, we recommend setting the resolution of LAN cameras low
(CIF format). The image quality should be set to approximately 70 %. See Section 8.4 Configuring
image parameters.

Exact specifications for the image quality and the required hard drive capacity are
not possible with LAN cameras, since each LAN camera has different quality levels
and interprets specifications differently.

8.2 Adding a LAN camera

[ B SISTORE M

Q=) | AN camera?dll
- LAM camera?l
- AN camera?s
- AN camera?a
- AN camera?d
- AN camera?s
- AN camera?b
- AN camera?y
- AN -K.amerab
- AN -K.amerabh
- AN K .ameraby
- AN -K.amerabi
- | AMN-K.amerab

Fig. 55 Camera list on the "LAN cameras” tab
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Prerequisite:
® At least one LAN camera is connected to the SISTORE MX.

1. Select the LAN cameras tab.

=

2. Click the Add button
> A LAN camera will be added in the camera list.

3. Enter a name for the camera in the Name text field.

b

Enter a short description in the Description text field , e.g. information on the
camera position and the internal camera ID.
(For example: Door_1-CamG66).

5. Make the appropriate settings in the following fields:
— Camera model / protocol
- TCP/IP
- Image quality and size

o

Repeat steps 2-5 for each camera.
Click Apply.
= Your settings will be saved.

N

jmie

The "Service" functions are only available to users with administrator rights.

Adding LAN cameras via the video server

In conjunction with the video servers AXIS 241Q, AXIS 241S and Telscan Web, 4
analog signals can be converted into 4 digital signals. This allows you to configure
4 LAN cameras with the same |IP address.

Prerequisite:

® The analog cameras are connected to the video server.

Add the LAN cameras as described above.

2.  Select the desired video inputs of the analog cameras in the Video input
group field.

3. Click Apply.
= Your settings will be saved.
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8.3 Deleting LAN cameras

Prerequisite:

® At least one analog camera is in the camera list. See Section 8.2 Adding a LAN
camera.

Select the LAN cameras tab.
2. Select the camera you want to delete from the camera list (see Fig. 55).

3. Click the Delete button J

Confirm the message that follows with OK.
5. Click Apply.
=2 The setting will be saved.

8.4 Configuring image parameters

Setting brightness, contrast and colour saturation

Malfunction due to too dark live image

IMPORTANT Wlth an image brightness of 0, the SISTORE MX receives only black images.
Motion detection no longer functions.

— Select the standard setting 50 %.

~Irmage parameters

1__-ﬁ- Ij 1 1 1 1 1 1 1 1 1 1 Elf‘é
2P P W
P 0%

1 Brightness

Contrast

3 Colour saturation

The slide controls for the image parameters are not activated for every LAN camera. For some LAN
cameras the image parameters are instead set on the camera.

i
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80

[ B SISTORE M

E LAM cameradl
e LAN camerall
e LAN camera/2
e LAN camera/3
e LAN camera/d
e LAN camera/t
e LAN camera/B
e LAN cameral7?
e LAN-K.amerabh
e LAN-K.amerabE
e LAN-K.amerab?
e LAN-K.amerabd
e LAN-K.amerabd

Fig. 56  Camera list on the "LAN cameras” tab

Prerequisite:

® At least one analog camera is in the camera list. See Section 8.2 Adding a LAN
camera.

Select the LAN cameras tab.

2. Select the camera for which you want to configure the image parameters from
the camera list.

3. Move the slide control to the right or to the left.
4. Click Apply.
= The setting will be saved.

Setting image quality and resolution

® The higher the image quality, the less the image is compressed and the more network bandwidth is
required for its transmission.

® Which image sizes are available depends on the LAN camera used.

® The transmission of live images from SISTORE MX to SISTORE RemoteView takes place
independent of the image size set in CIF format (352 x 288 pixels).

— Image quality and zize

70 =

|704 « 578 |

Fig. 57 "Image quality and size® group field on the "LAN cameras* tab
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Prerequisite:

® At least one analog camera is in the camera list. See Section 8.2 Adding a LAN
camera.

1. Select the LAN cameras tab.

2. Select the camera for which you want to configure the image quality and size
from the camera list.

3. Enter the image quality in the text field %.
. Select the image size from the dropdown list.
5. Click Apply.
= The setting will be saved.

8.5 Configuring the live image display

i @

It is not possible to connect LAN cameras to a video output of the SISTORE MX.

Prerequisite:

® At least one analog camera is in the camera list. See Section 8.2 Adding a LAN
camera.

Always display live images
1. Select the LAN cameras tab.
Select the desired camera in the camera list.

2
3. Mark the checkbox always visible I always visible
4

Click Apply.
= The setting will be saved.

jumie

If this checkbox is not marked, no live images will be shown in display mode if no local user is logged
in.

Display user-dependent live images

Here you can define which users are permitted to view the live image of a
particular LAN camera. Users whose camera rights were not defined have no
access to the live image and recordings of this LAN camera, also not via SISTORE
RemoteView.

1. Select the LAN cameras tab.
2. Select the desired camera in the camera list.
3. Click the Options... button in the group field User rights

Lzer nights
Options ... |
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2 The following dialog box opens.

J¥ Camera-Rights - "Camera01™ X
% Iser rights |
ﬁ John Doe Displary

PTZ-Control
Playvback

. 5 Help Zancel | I I

4. Select the user in the user name field.

5. Inthe user rights field, select or deselect the checkboxes as desired.
6. Repeat steps 3 and 4 as often as required.

® If a new user is created, this user automatically receives the same rights for each camera as the
user who created the new user.

jumie

e If a new camera is created, all users automatically receive all rights for this camera at first. If

individual users are not to have all rights for the camera, these rights must be manually revoked
after setting up the camera.

7. Click OK.
8. Click Apply.
= The setting will be saved.

82

Siemens Building Technologies

Fire Safety & Security Products 02.2009



Configuring LAN cameras

8.6 Configuring sound recording for a LAN camera

8.6.1 Configuring sound recording via audio input

1]

The audio inputs of the SISTORE unit MX 3G / MX 3G DVD are not yet supported.

jumie

The audio input (MIC or LINE) can be assigned to a camera (analog camera or
LAN camera). See Section 7.6 Configuring sound recording for an analog camera.

The audio mixer of the operating system must be set correctly do that a recording can be made
(recording level, selection of the correct audio input). Sound (audio in) can be recorded using either
an external microphone or a microphone that is integrated in the camera.

—v Audio recording

|<§: 11 kHz Mono =l

Fig. 58 "Audio recording“ group field on the "Cameras* tab

Prerequisite:

® At least one analog camera is in the camera list. See Section 8.2 Adding a LAN
camera.

Select the LAN cameras tab.
Mark the checkbox Audio recording.
Select the sound quality from the dropdown list.
Click Apply.
= The setting will be saved.

Ao bd =

8.6.2 Configuring sound recording via network connection

It is possible to record several audio streams of various LAN cameras
simultaneously via a network connection.

mie

Audio recording is supported by the Siemens camera types CCID1410, CFMC1315 and CCMC1315
as well as by those Axis cameras which are addressed via the VAPIX API.

Prerequisites:

® At least one analog camera is in the camera list. See Section 8.2 Adding a LAN
camera.

® The camera model supports audio transmission via a network connection.

Select the Cameras tab.
Mark the checkbox Audio recording.
Select Camera in the list box.
Click Apply.
= The setting will be saved.

Ao bdh =
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8.7 Selecting the frame rate

The maximum frame rate is 100 images per second, distributed between 32 LAN
cameras max.

— Frames per zecond [global]

@100 80 25

Fig. 59  "Frames per second” group field on the "LAN cameras* tab

Prerequisite:

® At least one analog camera is in the camera list. See Section 8.2 Adding a LAN
camera

1. Select the LAN cameras tab.
2. Select the desired LAN camera in the camera list.

Poor recording quality due to too low frame rate

If the frame rate is too low, movements will no longer be recorded smoothly.
IMPORTANT ® The following reference value applies: maximum frame rate per camera = the
maximum frame rate of the SISTORE MX (100 frames/s) divided by the
number of LAN cameras connected to the SISTORE MX.

3. Select the option with the desired frame rate (see Fig. 59).
4. Click Apply.
= The setting will be saved.

If the frame rate is changed subsequently, the available disk capacity may not be indicated correctly in
the status bar as the calculation of the disk capacity is always based on the maximum frame rate.

jmie
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Configuring LAN cameras

SISTORE MX supports the protocols of the following PTZ LAN cameras:

AXIS 212 PTZ/213 PTZ

AXIS 231/232 D+, 233D

AXIS Generic HTTP
Interface V1.0 and V2.0

JVC VN-C30U

JVC VN-C625U

JVC VN-C655U

Panasonic KX-HCM280

Panasonic WV-NM100/G

Panasonic WV-NS202

Panasonic WV-NS320

Samsung SNC-L200

Sony SNC-M3/W

Sony SNC-P5

Sony SNC-RZ25P

Sony SNC-RZ30P

SONY Generic HTTP Interface

VIVOTEK PZ6122

Tab. 2

PTZ LAN cameras or protocols supported by SISTORE MX

mie

Since different cameras from a manufacturer often use the same protocol, the list of cameras or

protocols above may cover more LAN cameras than shown in the list.

Defining positions

mie

Depending on the camera up to 32 positions can be defined. The positions are saved in the camera.

)

"Positions ..." button on the "LAN cameras" tab
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,—,_—'.J‘ SISTORE MX camera position settings ﬂ

Mew pog. | Change poz, |
- Delete Pos. | Delete all |
o {Q}| @
4 ’J | ooz
/ [ o g | (o |
Poz. | Dezcription | Diwration [z] | | |
»1 Poz1 10
w2 Pos2 10
w3 Po3 10
E' =, - S 9
T e P Ty

. 5 Help Cancel (1] 9

Fig. 61 SISTORE MX camera position settings via the "Positions..." button on
the "LAN cameras" tab

Prerequisite:
® There is at least one PTZ LAN camera in camera list.

1. Select the LAN cameras tab.

2. Select the camera for which you want to configure the positioning from the
camera list.

3. Click Positions... .
2 The SISTORE MX camera position settings window will open.

P

Move the camera to the desired position.

/E :
You can control the camera with the mouse via the control element'\ ---"',
with the keyboard or with a joystick.

5. To save a position click New pos.
6. To replace a position click Change pos.
7. Click on the new position in the position list.

=
> The position will be framed. ‘# 4 [Pos. 4 [0 = EIx
8. Enter an appropriate position name in the Description text field.

9. Select the position dwell time in the Duration (s) field.
10. Click OK.
11. Click Apply on the LAN cameras tab.

= Your settings will be saved.
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Additional functions

Control element

Camera control (pan, tilt, zoom)

Delete pos. button

Deletes the selected position

Delete all button

Delete all positions in the position list

Please note: The positions will be deleted without
confirmation!

Button Start of automatic position cycle

LED icon If bright yellow: the camera is currently being moved
@

Up button Moves the selected position up in the position list

Down button

Moves the selected position down in the position list

Activating automatic positioning (patrol)

Paositionz ..
peere. |

Fig. 62 "Auto. pos.“ checkbox on the "LAN cameras" tab

Prerequisites:

® There is at least one PTZ LAN camera in camera list.

® At least two camera positions have been defined for the selected LAN camera.
See the Section "Defining camera positions" (above) for more information on

this.

a0 bd-=

Click Apply.

Select the LAN cameras tab.
Mark the checkbox PTZ.

Define the positions (see above).
Mark the checkbox Auto. pos.

= The setting will be saved.
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8.9 Releasing camera control

As long as a user is controlling a LAN camera, this camera is blocked for other
users. In the PTZ timeout group field you can define the period without input after
which the camera is released for all other users.

PTZ-Timeout

Azzumption af the contral after I 1 j minute[z] inachivity

1. Select the System tab.

2. Enter the period after which the network camera is to be released in the field
Assumption of the control after.

3. Click Apply.
= The setting will be saved.

8.10 Configuring access to LAN camera configuration

o
l The group field "Access to configuration” is not available for all LAN cameras.
— v Access to configuration
Lzer name Iadmin

FPaszward I------

Fig. 63  "Access to configuration" group field on the "LAN cameras" tab

Prerequisite:

® At least one LAN camera is connected to the SISTORE unit. See Section 8.2
Adding a LAN camera.

Select the LAN cameras tab.
Mark the checkbox Access to configuration.
Enter a user name in the User name text field.
Enter a password in the Password text field.
Click Apply.

= Your settings will be saved.

a0 bd-=
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8.11 Configuring live image access

—Iv Access toimages

|Jzer name Iimage

Pazzword I- e

Fig. 64  "Access to images" group field on the "LAN cameras" tab

Prerequisite:

® At least one LAN camera is connected to the SISTORE unit. See Section8.2
Adding a LAN camera

Select the LAN cameras tab.

Mark the checkbox Access to images.

Enter a user name in the User name text field.
Enter a password in the Password text field.
Click Apply.

o 0bd-=

= Your settings will be saved.

8.12 Opening the camera configuration dialog

Some LAN cameras (such as those from Mobotix) have a wide range of functions

that cannot be completely covered by the SISTORE MX application software.

Therefore you can access the configuration dialog of the LAN camera directly

using a browser.

— TCRARP
URL  [127.001

Browzer ... |
Port IE“:'

Fig. 65 "CP/IP* group field on the "LAN cameras" tab

Prerequisite:

® At least one analog camera is in the camera list. See Section 8.2 Adding a LAN
camera.

Select the LAN cameras tab.

Enter the IP address of the relevant LAN camera in the URL text field.
Enter the port number of the LAN camera in the Port text field.

Click Browser ...

Ao bd =

2 A browser window with the proprietary configuration dialog for the camera will
open.
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9 Configuring motion detection

9.1 Activating motion detection via SISTORE MX

v hotion detection

™| byicamera Options ... |

Fig. 66  "Motion detection“ checkbox on the "LAN cameras" tab

Prerequisite:

® At least one analog camera or LAN camera is in the respective camera list. See
Section 7.1 Adding an analog camera and Section 8.2 Adding a LAN camera.

1. Select the Cameras or LAN cameras tab.
2. Mark the checkbox Motion detection.
2 The Options ... button is enabled.

2 Motion detection via the SISTORE MX application software has been
activated.

3. Click Options ...

2 The SISTORE MX motion detection window will open. See Section 9.3
Configuring motion detection via SISTORE MX.

9.2 Activating motion detection by LAN camera

There are LAN cameras that can detect motion. When such a camera is
connected, the checkbox by camera on the LAN cameras tab is enabled.

v hdohion detection

¥ by camera Cptions ... |

Fig. 67  "Motion detection® checkbox on the "LAN cameras" tab

Prerequisite:

® At least one LAN camera that features "motion detection® is listed in the camera
list. See Section 8.2 Adding a LAN camera.

1. Select the LAN cameras tab.

2. Mark the checkbox Motion detection.
2 The Options ... button is enabled.

3. Mark the checkbox by camera.

4. Click Options ...
2 The following dialog box opens.
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SISTORE MX motion detection =]

— Parameter — kation

+ IMEITIEINIIIzEIN

I

T IMEITIEINEIEEIFF &  detected

C 1 | IMEITIEINIIIEF'LILSE

; 5 Help | Cancel | | k. I

Fig. 68 "SISTORE MX motion detection” dialog (by LAN camera)

2 The following commands in the Parameters group field are configured by
default:

; Command that activates motion detection (level to High)

The following commands are defined by default: MOTIONO1ON for the first LAN camera,
MOTIONO20ON for the second LAN camera, etc. up to MOTION320N.

1 Command that deactivates motion detection (level to Low)

The following commands are defined by default: MOTIONO1OFF for the first LAN camera,
MOTIONO2OFF for the second LAN camera, etc. up to MOTION320OFF.

J-L Command that switches motion detection in pulsed mode (Low -> High -> Low)
The level is set to "High" for 1 second and then to "Low" again.

The following commands are defined by default: MOTIONO1PULSE for the first LAN camera,
MOTIONO2PULSE for the second LAN camera, etc. up to MOTION32PULSE.

5. If you want to define other commands, please note the following:

— Itis recommended to always include the ID of the LAN camera in the
command.

— The command configured in the software of the LAN camera must be
consistent with the command defined here.

— Enter the commands in capital letters and without spaces.

— Information on how to configure TCP/HTTP and SMTP commands can be
found in the manuals for the respective LAN cameras.

6. Click OK.
= The settings will be applied.
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Configuring motion detection via SISTORE MX

.,-_-'." SISTORE MX motion detection
— Parameters
S ensitivity 10 j [1-30]
Object size 5 j %
—Iv Mazk

Calibrate

[t

Load ..

[

—Iv Time controlled parameter

— Camera

Optiong ... | * Mask1 © Mazk 2
~ Matian 1117706 013647
@ 0% v Acoustic signal -
 Drawing
Tool © o GFHEH Ca@ 9%
v g Co
Linewidth & — % — {7 =
E Help | Cancel | ] |

Fig. 69

software)
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"SISTORE MX motion detection® dialog (via SISTORE MX application
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9.3.1 Setting the sensitivity of motion detection

Use Sensitivity to determine how sensitively the SISTORE MX reacts to motions,
i.e. to the position change of an object.

With Object size you can govern the minimum size an object must have for it to be
registered by the SISTORE MX. The percentage refers to the object size in relation
to the size of the detection area. If no detection area is defined, the entire recording
area of the camera is taken as the detection area.

— Parameters
el 10 :l' [1-30]

Object zize I 5 j 4

Fig. 70  Motion detection parameters in the "SISTORE MX motion detection®
dialog

F

1

F

Prerequisite:
® The SISTORE MX motion detection window is opened.
See Section 9.3 Configuring motion detection via SISTORE MX.

Enter the sensitivity level in the Sensitivity text field.

2. Inthe Object size text field, enter the minimum size as of which objects are to
be registered.

3. Click OK.

9.3.2 Defining the detection area (mask)

You can define a detection area for analog and LAN cameras. Open the relevant
tab in the SISTORE MX application software.

You have three options to define a detection area for motion detection:

® Draw detection area

® Determine the detection area automatically

® Copy detection area (save and load)

Draw detection area

— v Mask
Calibrsts | on [ 10 = seconds
Invett | Delete |
Load ... | Save.. |
| Colour..Jig

Fig. 71 "Mask (= detection area)“ group field in the "SISTORE MX motion
detection® dialog
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94

— Dirawing
Tool © &~ CHE C@ @

ﬁ';? o
Linewidth & — % = {7 =

Fig. 72  "Drawing® group field in the "SISTORE MX motion detection® dialog

Prerequisite:
® The SISTORE MX motion detection window is opened.
See Section 9.3 Configuring motion detection via SISTORE MX.

—

Mark the checkbox Mask.
2 The Mask group field will be activated.
Select a drawing colour from the Colour... list box.

Activate the Pencil tool option Q ‘?
Select a shape tool in the Tool line.

o »w b

If you have chosen the Line shape tool g :

Select the line width.

Draw the detection area in the live image of the camera.
7. Click OK.

= The setting will be saved.

TIP: The eraser tool (Fled allows you to correct the detection area. All the shape
tools can be used together with the eraser tool.

o

TIP: It may be simpler for complex shapes to draw the negative of the detection
area and then click Invert .

Determining the detection area automatically

—v Mask
( Calibrate I on 10 ::ll seconds
Invert | Delete |
Load ... | Save ... |
o

Fig. 73  "Determining the detection area“ in the "SISTORE MX motion detection®
dialog

Prerequisite:

® The SISTORE MX motion detection window is opened. See Section 9.3
Configuring motion detection via SISTORE MX.

1. Mark the checkbox Mask.
2 The Mask group field will be activated.

2. Enterin the seconds text field the period during which the detection area
should be determined.

3. Click Calibrate.
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4, Confirm the message that follows with OK.
2 The detection area will be determined.

Copy detection area (save and load)

—v Mask

Calibrate I on I 10 ::ll seconds

Invert I Delete I
<‘ Load ... Save ... I >

T -

Fig. 74  "Copying the detection area“ in the "SISTORE MX motion detection®
dialog

Prerequisite:

® The SISTORE MX motion detection window is opened. See 9.3 Configuring
motion detection via SISTORE MX.

Saving the detection area
1. Click Save ... .
2 The Save As... dialog will open.
2. Select the directory in which to save the detection area file.
3. Enter afile name in the File name text field.
4. Click Save.
> The detection area file will be saved.

Loading the detection area
1. Mark the checkbox Mask.
2. Click Load ....
2 The Open dialog will open.
3. Select the detection area file you want to load.
4. Click Open.

= The detection area will be displayed on the live image in the
SISTORE MX motion detection dialog.
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9.3.3 Configuring the time control of the detection area

96

The SISTORE MX application software can switch between two detection areas
based on the time. This permits, for example, a different detection area to be used
during the day than the one at night. This function is only available to the
administrator.

—Iv Time contralled pararmeter

Options ... | 0 pask1 Mask 2

Fig. 75 "Time-controlled parameters® group field in the "SISTORE MX motion
detection® dialog

Prerequisite:
® The SISTORE MX motion detection window is opened.
See Section 9.3 Configuring motion detection via SISTORE MX.

® You are logged on as an administrator. See Section 14.2.5 Predefined user
accounts: Administrator and Installer.

1. Mark the checkbox Time controlled parameter.
2 The Time controlled parameter group field will be activated.

N

Select the option Mask 1 (= detection area 1).
3. Set the sensitivity of the motion detection.
See Section 9.3.1 Setting the sensitivity of motion detection.
4. Define a detection area in the live image of the camera.
See Section 9.3.2 Defining the detection area (mask).
5. Select the option Mask 2 (= detection area 2).
6. Repeat the steps 3 and 4.

N

Click Options ...
2 The SISTORE MX time control window will open.
8. Configure the time table. See Section 12.2.3 Configuring time control.

2 Mask 1 (detection area 1) will be used in the selected (blue) time segments;
mask 2 (detection area 2) will be used in the unselected (white) time
segments.

9. Click OK.

= Your settings will be saved.
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10 Configuring tamper detection

10.1 Opening the sabotage detection dialog

mie

Tamper detection is not possible with PTZ cameras.

v Anki-Tampering

Fig. 76  "Anti-Tampering" (= tamper detection) checkbox on the "Cameras" or
"LAN cameras"“ tab

J¥ SISTORE M sabotage detection |

— Parameters
. 50 o
Senzitivity =
ion 1 =
R eaction time = zecond(z)]
v task
[rvert | Delete |
Load ... | Save .. |
— Reference image

1A /06 0kaed?

— Drawing
Teol 0~ G Ca@ O 4@

g Co
Lingwidth & — % = {7 =

Save reference image |

£ E Help Cancel (]

Fig. 77  The "SISTORE MX sabotage detection® dialog opened with the
"Options ...“ button on the "Cameras" or "LAN cameras“ tab
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Prerequisite:

® At least one analog camera or LAN camera is in the camera list. See Section 7.1
Adding an analog camera or Section 8.2 Adding a LAN camera.

1. Select the Cameras or LAN cameras tab.
2. Mark the checkbox Anti-Tampering (see Fig. 76).
3. Click Options ...
2 The SISTORE MX sabotage detection window will open.

10.2 Setting the sensitivity of sabotage detection

98

Use Sensitivity to determine how sensitively the SISTORE MX application
software should react to motions, i.e. to the position change of an object.

With reaction time you can determine how much time should elapse before the
SISTORE MX application software registers changes in the detection area and
reports them as tampering.

Prerequisite:

® The SISTORE MX sabotage detection window is opened. See Section 10.1
Opening the sabotage detection dialog

— Parameters
o gl
Sengitivity =
R eaction time 85 j zecond(z)

Fig. 78 "Parameters® group field in the "SISTORE MX sabotage detection®
dialog

1. Enter a value in the Sensitivity text field (see Fig. 78).

2 The higher the value, the more sensitive the tampering detection function.
2. Enter a value in seconds in the Reaction time text field.
3. Click OK.
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10.3 Defining the detection area (mask)

You can define a detection area for analog and LAN cameras. Open the relevant
tab in the SISTORE MX application software.

You have two options to define a detection area for sabotage detection:
® Draw detection area
® Copy detection area (save and load)

Draw detection area

v Mask
[Feert | Delete |
Load .. | Save .. |

m|v

Fig. 79 "Mask" (= detection area) group field in the "SISTORE MX sabotage
detection® dialog

— Dirawing
Tod © ~ ¢ H @ 9%

g O
Lingwidth & — % — {7 =

Fig. 80  "Drawing“ group field in the "SISTORE MX sabotage detection“ dialog

Prerequisite:

® The SISTORE MX sabotage detection window is opened. See Section 10.1
Opening the sabotage detection dialog

—

Mark the checkbox Mask.
> The Mask (= detection area) group field will be activated.

2. Select a drawing colour from the Colour... list box.
3. Click the Pencil tool o) radio button .
4. Select a shape tool in the Tool line.
5. If you have chosen the shape tool Line o :
Select the line width.
6. Draw the detection area in the live image of the camera.

7. Click OK.
= The setting will be saved.

TIP: The eraser tool O, allows you to correct the detection area. All the shape
tools can be used together with the eraser tool.

Copy detection area (save and load)

Prerequisite:
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® The SISTORE MX sabotage detection window is opened. See Section 10.1
Opening the sabotage detection dialog

Saving the detection area
1. Click Save ...
2 The Save As... dialog will open.
2.  Select the directory in which to save the detection area file.
3. Enter afile name in the File name text field.
4. Click Save.
> The detection area file will be saved.

Loading the detection area
1. Mark the checkbox Mask.
2. Click Load ...
2 The Open dialog will open.
3. Select the detection area file you want to load.
4. Click Open.

= The detection area will be displayed on the live image in the
SISTORE MX sabotage detection dialog.

10.4 Saving a reference image

The sabotage detection function does not evaluate the reference image. It is only for purposes of
visual checking by the user.

jumie

— Reference image

S ave reference image

Fig. 81  "Save reference image" button in the "SISTORE MX sabotage detection”
dialog

Prerequisite:

® The SISTORE MX sabotage detection window is opened. See Section 10.1
Opening the sabotage detection dialog

1. Click Save reference image.
2. Answer Yes in the confirmation dialog.
2 The reference image of the camera will be saved.
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11  Configuring unit inputs and outputs

11.1  Configuring digital input

You can assign one of the following functions to each digital input:

e Start/stop of recording

Starting or stopping of recordings via external signal generator (edge or level).
o UPS power failure

Controlled shutdown of the SISTORE MX unit by the signal of a UPS device in
the case of power failure.

Recording will be stopped after 60 seconds, the SISTORE MX application
software closed and the operating system shut down (level).
® Shutdown

The SISTORE MX application software will be closed and the operating system
shut down (edge).
e Enable alarm

"Arming" by an external alarm input or switch. (SISTORE MX only triggers an

alarm if there is a signal on the corresponding digital input. This function is not
available in banking mode.)

jumi @

The function enable alarm can be assigned to a maximum of four digital inputs.

® Alarm connection

Alarm messages can be sent and the alarm images be activated on a SISTORE
RemoteView Client via an external signal generator. See Section 19.3
Configuring alarm notification.

The edge radio buttons allow you to determine whether the function is to be

« I =

triggered with a rising ( ) or with a falling ( L ) edge. (Edge = level

change)

The level sensitive checkbox allows you to determine whether a function ends
after an edge or continues to be performed until the next edge.

Example:

The recording should start when a door is opened and stop when the door closes.
The door opener generates a short signal upon opening and closing of the door,
which creates an edge. If the level sensitive checkbox is not marked, the
SISTORE MX records only short sequences when the door is opened and when it
is closed. If the checkbox is marked, the SISTORE MX records a longer sequence
from when the door opens until it is closed.

If the level sensitive checkbox is marked, the edge radio buttons have no
meaning.

The level sensitive checkbox is only marked if the Start/stop recording function
is selected.

101

Siemens Building Technologies

Fire Safety & Security Products

02.2009



Configuring unit inputs and outputs

Input #1

Input #2

Input #3

Input #

Input #5

Input #6

Input #7

® ©® @ © © © @ @

Input #8
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I'. Startsstop recording j IEHt # o [ L IV level sensitive
I Mo function j IEHt #2 o [ T [T | level sensitive
I Mo function j IEHt #3 o J_ L [T level sensitive
I Mo function j IEHt #4 v I L [T level sensitive
I Mo function j IEHt #2 o [ T [T | level sensitive
I Mo function j IEHt #3 ¥ J_ L [T level sensitive
I Mo function j IEHt #a4 O J_ L [T leve! sensitive
I Mo function j IEHt #4 o J_ 1_ [T | level sensitive

Fig. 82  Operating elements for digital inputs on the "Digital Input" tab

1. Select the Digital Input tab.

2. Select the desired function from the dropdown list.

3. Enter a name in the text field (max. 64 characters).

4. Select an edge to the right of the text field.

5. If you have selected the Start/stop recording function: Mark the checkbox

level sensitive if relevant.
6. Click Apply.

= Your settings will be saved.
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11.2 Configuring alarm output

11.2.1 Adding and deleting alarm outputs

[ B SISTORE M
il /3 outputi]
- 5&F Alarm outputdZ2
- 5AE Alarm outputd
- 5AE Alarm outputld
- 5lE Alarm outputls
- 5E Alarm outputE
- 5AF Alarm outputl?
- GE Alarm outputls

| &) x|

Fig. 83  Alarm outputs list on the Alarm output tab

Adding an alarm output

mie

You can add up to 8 pulsed or alternating alarm outputs.

1. Select the Alarm output tab.
2. Click one of the following icons:

Adding an alarm output
= Add an internal alarm output (via the SISTORE unit).

Adding a USB alarm output
@ Add an external alarm output (via USB module).

= A new alarm output will be added to the alarm output list.
3. Enter a name for the alarm output in the Name text field.

Enter a short description, such as information on the switch position, in the
Description text field.

5. Inthe Output field, select the number of the physical device output (or the I/O
card output).

6. Click Apply.
= Your settings will be saved.
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Deleting an alarm output

Prerequisites:

® The SISTORE MX application software has been started. See Section 5.16
Starting the SISTORE MX application software and logging in.

® The SISTORE MX application software is in configuration mode. See Section
5.17 Opening configuration mode.

Select the Alarm output tab.

Select the alarm output you want to delete in the list.

Click on the icon Delete alarm output J

Answer Yes in the confirmation dialog.

Click Apply.

= Your settings will be saved.

11.2.2 Selecting the switch action

You can define the response to an event for each alarm output. The following
options are available:

104

¥+« | Open switch contact
¥ ++ | Close switch contact
f«/ W | Negative switch pulse | ‘g 1o duration ITiII ik ITiII g | 40 ill s
t+ ]| |Positive switch pulse
For the actions negative switch pulse and positive switch
pulse you can set the switch pulse duration.
The switch pulse duration can be set to 16 minutes and
40 seconds max.
&+ [l | Alternating Frequency Wj Hz
You can set the frequency for the alternating action.
The step width is:
e 0.01 Hzat 0.01 Hzto 0.5 Hz
® 0.1Hzat0.5Hzto 1.0 Hz
e 10Hzat1.0 Hzto 5.0 Hz
The green LED icon is lit continuously in this mode,
since it does not show the switching state of the output
but rather its activity.
1. Select an alarm output in the alarm outputs list.
2. Select a switch mode in the Alarm output switch on alarm group field.
3. Select the pulse duration or frequency as necessary.
4. Test the function of the alarm output with the Test button.
5. Click Apply.

= Your settings will be saved.
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11.2.3 Event-based or time control of alarm outputs

i

An alarm output with a special function assigned to it is not available for the configuration of recording.

Special functions

|ﬁ?§ Mormal j Optiors... |
Fig. 84  Special functions input field on the Alarm output tab

The field selection Normal means: no special functions (see Fig. above).

Name of the special
function

Function

Remote controllable

The alarm output can be activated or deactivated by clicking the status LED
icon (in the status display of the switch outputs in display mode) (see Fig. 85).
You require the user right remote control (see Section 14.1.2 Global user
rights.)

Error

The SISTORE MX sends a signal over the corresponding alarm output if one of
the following faults occurs:

e UPS reports a power failure

e The SISTORE MX application software was not properly closed (for example
due to power failure or Watchdog)

e Recording could not be started

Fatal recording error

Hard drive full, recording stopped

Failure of a hard drive

e Windows device driver reports errors (event log)

Alarm

SISTORE MX sends a signal over the corresponding alarm output if an alarm
recording is being made. The signal will be sent as long as the alarm recording
lasts.

Motion

SISTORE MX sends a signal to the corresponding alarm output if a camera
has detected a movement.

The signal will be sent to the alarm output as long as the recording continues.

Loss of video

SISTORE MX sends a signal over the corresponding alarm output if at least
one camera has failed.

Camera sabotage

SISTORE MX sends a signal over the corresponding alarm output if camera
tampering has been detected.

Recording During recording a signal will be sent periodically via the corresponding alarm
output.
Time control The SISTORE MX sends a signal over the corresponding alarm output at the

specified times.

If you select this special function the Options ... button will be enabled.

Remote connection

The alarm output will be activated as soon as there is at least one connection
to a SISTORE RemoteView client.

Tab. 3

Special functions of the alarm outputs
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90000000
nao:||os||qno
| I —
1 z J 4

Fig. 85  Status of all alarm outputs in display mode

1 The special function remote controllable is not assigned to the alarm output, and the output is
inactive.

2 The special function remote controllable is assigned to the alarm output, and the output is
activated.

3 The special function remote controllable is not assigned to the alarm output, but the output is
configured.

4 The alarm output is not configured.

The status display of the alarm outputs is also shown in SISTORE RemoteView.
The status LED icons represent the alarm outputs in sequence (1 to 16) from the
top left to the bottom right.

Event-controlled alarm output activation/deactivation
1. Select the Alarm output tab.
2. Select a special function in the Special functions list box (see Fig. 84).

3. If you have selected the time control special function: Special functions of
the alarm outputs (see Tab. 3), entry Time control.

4. Click Apply.
= Your settings will be saved.

Time-controlled alarm output activation/deactivation

Prerequisites:

® The SISTORE MX application software has been started. See Section Fehler!
Verweisquelle konnte nicht gefunden werden. Starting the SISTORE MX
application software and logging in.

® The SISTORE MX application software is in configuration mode. See Section
5.17 Opening configuration mode.

® The special function time control is not assigned to the particular alarm output.

1. Select the Alarm output tab.
2. Mark the checkbox Time control.
2 The Options ... button is enabled.
3. Click Options ...
2 The SISTORE MX time control window will open.
4. Configure the time table. See Section 12.2.3 Configuring time control.

2 The alarm output is activated in the marked (blue) time segments and
deactivated in the unmarked (white) time segments.

5. Click OK.
= Your settings will be saved.
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11.3 Configuring video outputs

The number of video inputs and outputs depends on the type of unit (part number).
Further information on this can be found in the SISTORE MX / MX 3G Installation
Manual.

Up to 32 video inputs can be switched to four video outputs. You can select
independently among the following three modes for each video output:

Static mode

A fixed assignment of a camera is made to a video output. No live image except
that of the assigned camera can be displayed on a video monitor connected to this
output.

Event mode
Please note:

The prerequisite for this mode is that the Connection to monitor on the
Recording tab be marked (see Section 17.3 Configuring recording modes).

The SISTORE MX connects the camera in which a movement was detected in the
live image or for which an associated alarm input was triggered.

The selected camera remains connected for at least two seconds and 600 seconds
max. even if during this time another camera detects motion in the live image or
another alarm input is triggered. The camera dwell time can be set under "Display
mode" on the "System* tab.

Periodic mode

In this mode, all 32 analog cameras can be activated and their images be
displayed successively on the monitor.

SISTORE MX switches at a defined interval between the cameras that are entered
in the camera list and selected (see Fig. 88).

The following options can be selected in the static and event mode:

Manual

The fixed camera assignment (by definition and/or motion or alarm detection) can
be changed. Then you can connect a camera to another video output in display
mode via the live image context menu. The connection of a camera to one of the
four video outputs is also possible via SISTORE RemoteView.

Prerequisite:

® The SISTORE MX application software is in display mode. See Section 4.1.1
Display mode.

Right-click on the live image of the desired camera.
2. The live image context menu will open.

3. Select the desired video output (e.g. video output monitor 1) in the live image
context menu.
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PTZ

A PTZ camera is connected as soon as it is controlled.

Configuring the video outputs

Prerequisite:
® You have stopped all current recordings.

Select the Video output tab.

Select a tab, e.g. Output1 (see Fig. 86).

Mark the checkbox Activated.

Enter a name for the video output in the Name text field.

Auzgang 1 I Auzgang 2

il

b arne I.ﬁ.usgang 1

I—F Activated

Fig. 86  Name group field on the video output tab

5. Select an operating mode in the Mode group field (see Fig. 87).
~ bMode

[T Static N EE]
[~ Pz

™ Ewent [alarm or motion]

™ Periodically every I 0 ill secohds

Fig. 87  Mode group field on the Video output tab

The modes Event and Periodic can be activated at the same time. The selected cameras will then be
connected periodically until an event occurs or a camera is connected by manual selection. When the
preset alarm and post-alarm time has expired the output will return to Periodic mode.

When Static mode is selected, it is not possible to activate another mode.

6. If you have selected Static or Event mode, you can mark either or both
checkboxes Manual and PTZ.
—OR-
If you have selected Periodic mode, select the time after which another
camera shall be activated in the seconds field.

7. If you have selected Static or Periodic mode, select one or several cameras
in the cameras list. (See Fig. 88)
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s Camnerall
[] "= Cameral?
[ "= Cameral?
[ & Camerald
[ & Camerals
[ & Cameralf
[ & Cameral?
[ & Camerald
] %= Camerald
L] ‘=% Camerall
] "= Camerall
[ & Cameral?
[ & Camerall
[ & Camerald
[ & Camerals
[ & Cameralf

Fig. 88 Camera on the "Video output tab

8. Click Apply.
= Your settings will be saved.

Security settings for video outputs

The security setting Only active if user logged on (see Fig. 89) has the effect
that, regardless of the operating mode selected, no live images are shown via the
video outputs.

Prerequisites:

® No user is logged in to the system.
—OR-—

® The user logged in has no display right (see Section 18.1 General information on
user management).
—OR-

® The particular camera is not released for the logged-in user via the user

category (see Section 7.5 Configuring the live image display, or Section 8.5
Configuring the live image display).

1. Mark the checkbox Only active if user logged on in the security group field.
(See Fig. 89)

2. Click Apply.
= The setting will be saved.

SecLrity

[ Orly active if uzer logged on

Fig. 89  Security group field on the Video output tab
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12 Configuring alarm inputs

12.1 Adding and deleting alarm inputs

@I 5ISTORE M
@5 Alarm input00T
5 Alarm input002
5 Alarm input003
gfv’ Alarm input004
@5 Alarm input005
@5 Alarm input006
@5 Alarm inputD0?

gf" Alarm inputd02

Fig. 90  Alarm inputs list on the Alarm input tab

Adding an alarm input
1. Select the Alarm input tab.
2. Click one of the following icons:

................

Adding an alarm input
= Add an internal alarm input (via the SISTORE unit).

S Adding a USB alarm input
>|§€, Add an external alarm input (via USB module).

Adding a network alarm input
Add an external alarm input (via LAN camera).

=2 A new alarm input will be added to the alarm inputs list.

Internal alarm inputs are assigned sequential numbers 001...032, USB alarm inputs numbers
065...096, and network alarm inputs numbers 101...132.

jmie
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3. Enter a name for the alarm input in the Name text field.

i @

Names can be up to 16 characters long.

4. Enter a short description, such as information on the position, in the
Description text field.

5. Inthe alarm input field, select the number of the physical device input (the
trigger input of the 1/0 card).

6. Click Apply.
=2 The settings will be saved.

Deleting an alarm input
1. Select the Alarm input tab.
2. Select the alarm input you want to delete in the list.

3. Click the Delete alarm input button ﬁ
. Answer Yes in the confirmation dialog.
5. Click Apply.
= Your settings will be saved.

12.2 Configuring internal alarm inputs and USB alarm inputs

i

SISTORE MX supports up to 32 analog cameras with max. 100 images per second.

If a camera is in an alarm state, the set frame rate cannot be guaranteed for other cameras even if
they have higher priority.

12.2.1 Trigger edge configuration

jumi @

The trigger edge applies to all alarm inputs. It can be set separately only for LAN inputs. Apart from
that, it cannot be set differently for multiple alarm inputs.

With the trigger edge you can determine whether

® an alarm input normally carries voltage and the voltage is interrupted during an
t )

® or an alarm input carries voltage only in the case of an alarm and otherwise not

G

The level sensitive checkbox allows you to determine whether a recording ends
directly after an edge or continues until the next edge.

alarm ( e

Example:

The SISTORE MX should start recording when a door is opened and stop when
the door closes. The door opener (alarm input) generates a short signal (level
change / edge) upon opening and closing of the door. If the level sensitive
checkbox is not marked, the SISTORE MX records only short sequences when the
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door is opened and when it is closed. If the checkbox is marked, the SISTORE MX
records a longer sequence from when the door opens until it is closed.

Trigger edge [global]

O
S 3

Fig. 91  Trigger edge (global) group field on the Alarm input tab

Re-tngger

¥ level zensitive

Fig. 92 Level sensitive checkbox on the Alarm input tab

Select the Alarm input tab.
Select the alarm input you want to configure in the list.
Select a trigger edge in the Trigger edge (global) group field.
Mark the checkbox level sensitive if relevant.
Click Apply.
= The setting will be saved.

o oonNh-=

12.2.2 Configuring priority

112

The following priorities can be selected for alarm inputs:

® Normal (the alarm input icon in the alarm input list is red)

® Hold-up (the alarm input icon in the alarm input list is orange)

® Suspicion (only possible if bank mode is active; the alarm input icon in the alarm
input list is purple)

The priority of an alarm input plays a role in the configuration of the recording. (See

Section 17.3 Configuring recording modes). When an alarm with the priority hold-

up is triggered, active recordings with the normal alarm priority and movement

recordings are automatically ended. However, active recordings with the hold-up
alarm priority cannot be automatically ended.

Priciity

&+ Momal priority

. Suzpect alarm
™ Priority alarm .

Fig. 93  Priority group field on the Alarm input tab

1. Select the Alarm input tab.
2.  Select the alarm input you want to configure in the list.
3.  Select the priority of the alarm input in the Priority group field.
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12.2.3 Configuring time control

You can activate and deactivate alarm inputs under time control.

ie

Alarm inputs with the priority hold-up or suspicion cannot be activated or deactivated with time control.

v Time contral

Optians ... |

Fig. 94  Time control checkbox on the Alarm input tab

Select the Alarm input tab.
Select the alarm input you want to configure in the list.
Mark the checkbox Time control.
Click Options....
2 The following dialog box opens.

A

¥ SISTORE MX time control

o 0ol 300 £:00 301 12:00

|
]
Tuesday
Wwednesday 9
1
]

Thursday
Friday
Saturd
Sunday
Haliday

\ =
E=port E Impart
. 5 Help | Cancel | ]

Fig. 95 Click points in the "SISTORE MX time control“ dialog

mie

The alarm input is activated only in the marked (blue) time segments.

1

N

3

Siemens Building Technologies

Fire Safety & Security Products 02.2009



Configuring alarm inputs

5.

Configure the time table. See also Fig. 95 and the following table:

In general | Left-click to select, right-click to remove a selection

1 A click at this position affects the entire time table.

2 A click at this position affects a column (= one hour).

3 A click at this position affects an individual time segment (= 15 minutes).
4 A click at this position affects a row (= one day).

Tip: By clicking and dragging on the click points 2 or 3 you can select or deselect
multiple columns or time segments.

6.

Click OK.
= The setting will be saved.

Exporting a time control file

The Export button can be used to back up the time control file and transfer it to
other systems.

1.

2,
3.
4,

Click the Export button @
> The Save As... dialog will open.

Select the directory into which you would like to export the time control file.

Enter a file name in the File name text field.
Click Save.
2 The time control file will be exported.

Importing time control

You can import a saved time control file with the Import button.

jumie

If the time control has already been configured, this configuration will be replaced.
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1.

2,
3.

Click the Import button .

2 The Open dialog will open.
Select the time control file to import.
Click Open.

2 The time control file will be imported.
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12.2.4 Testing the configuration of an alarm input

Test

@  signal detected

Fig. 96  The signal detected LED icon on the Alarm input tab

1. Select the Alarm input tab.
2. Select the alarm input you want to test in the list.
3. Trigger the (physical) alarm input.

> The LED icon will appear bright green briefly if the signal of the alarm input
was detected.

12.3 Configuring network alarm inputs

12.3.1 Configuring priority

The following priorities can be selected for alarm inputs:

® Normal (the alarm input icon in the alarm input list is red)

® Hold-up (the alarm input icon in the alarm input list is orange)

® Suspicion (only possible if bank mode is active; the alarm input icon in the alarm
input list is purple)

The priority of an alarm input plays a role in the configuration of the recording. (See

Section 17.3 Configuring recording modes). When an alarm with the priority hold-

up is triggered, active recordings with the normal alarm priority and movement

recordings are automatically ended. However, active recordings with the hold-up
alarm priority cannot be automatically ended.

Frionity

' Momal priority

. Suzpect alarm
™ Priority alarm 2

Fig. 97  Priority group field on the Alarm input tab

1. Select the Alarm input tab.
2.  Select the alarm input you want to configure in the list.
3.  Select the priority of the alarm input in the Priority group field.
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12.3.2 Configuring time control

You can activate and deactivate alarm inputs under time control.

jumie

Alarm inputs with the priority hold-up or suspicion cannot be activated or deactivated with time control.

v Time cantral

Options ... |

Fig. 98  Time control checkbox on the Alarm input tab

Select the Alarm input tab.

Select the alarm input you want to configure in the list.
Mark the checkbox Time control.

Click Options....

o N =

2 The following dialog box opens.
¥ SISTORE MX time control

o 000 300 £:00 3:00 1200
Tuesday
Wwednesday

Thurzday
Friday
Saturd
Sunday
Haoliday

E=port % \ Impart
5 Help | Caricel | k.

Fig. 99  Click points in the "SISTORE MX time control"

jmie

The alarm input is activated only in the marked (blue) time segments.

116

Siemens Building Technologies

Fire Safety & Security Products 02.2009



Configuring alarm inputs

5. Configure the time table. See also Fig. 95 and the following table:

In general | Left-click to select, right-click to remove a selection

1 A click at this position affects the entire time table.

2 A click at this position affects a column (= one hour).

3 A click at this position affects an individual time segment (= 15 minutes).
4 A click at this position affects a row (= one day).

Tip: By clicking and dragging on the click points 2 or 3 you can select or deselect
multiple columns or time segments.

6. Click OK.
= The setting will be saved.

Exporting a time control file
The Export button can be used to back up the time control file and transfer it to
other systems.

1.  Click the Export button @
2 The Save As... dialog will open.
2. Select the directory into which you would like to export the time control file.
3. Enter a name in the File name field.
4. Click Save.
2 The time control file will be exported.

Importing time control

You can import a saved time control file with the Import button.

i

If the time control has already been configured, this configuration will be replaced.

1.  Click the Import button .
= The Open dialog will open.

2. Select the time control file to import.
3. Click Open.
2 The time control file will be imported.
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12.3.3 Configuring network commands

jmie

118

Some LAN cameras can send user-definable commands via the protocols SMTP
or HTTP/TCP. The SISTORE unit reacts to the text in the text fields (see Fig. 100).
If this text is consistent with the command received, an alarm signal will be
triggered.

The SISTORE MX application software receives messages via IP port 13801
(HTTP messages and TCP data) and IP port 13802 (SMTP, i.e. e-mail server). The
IP ports 13801 and 13802 are set by default.

® Basically, TCP is the fastest way to send messages, HTTP messages are slightly slower. E-mail
messages sent via SMTP are slower but not as slow as regular e-mail messages.

® The IP port of the LAN camera and the IP port of the SISTORE MX application software must be
identical. See Section 5.4.1 Matching IP ports.

® \With some cameras, it is not possible to change the IP port.
® The IP ports configured apply to all alarm inputs.

— LAN

£ ITHIGGEHEHEIN

Y ITFIIGGEFIEHEIFF

“ 1l ITHIGGEHEH PULSE

Fig. 100 Configuring LAN alarm inputs — Alarm input tab

1. Select the Alarm input tab.
2 The following commands in the Network group field are configured by default:

; Command that activates an input (level to High)

The following commands are defined by default: TRIGGERO1ON for the first input,
TRIGGERO020N for the second input, etc. up to TRIGGER320N.

1 Command that deactivates an input (level to High)

The following commands are defined by default: TRIGGERO01OFF for the first input,
TRIGGERO02OFF for the second input, etc. up to TRIGGER320FF.

J'I. Command that switches an input in pulsed mode (Low -> High -> Low)
The level is set to "High" for 1 second and then to "Low" again.

The following commands are defined by default: TRIGGERO1PULSE for the first input,
TRIGGERO02PULSE for the second input, etc. up to TRIGGER32PULSE.

2. If you want to define other commands, please note the following:

— lItis recommended to always include the ID of the LAN alarm input in the
command in order that the command can be allocated to the alarm input.

— The command configured in the software of the LAN camera must be
consistent with the command defined here.

— Enter the commands in capital letters and without spaces.

— Information on how to configure TCP/HTTP and SMTP commands can be
found in the manuals for the respective LAN cameras.

3. Click Apply.
= The settings will be applied.
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13.1

Map configuration

General information about maps

Map configuration

On the Map tab you can combine and link any number of maps (jpeg files) with
objects.

The following limitations apply:

® A maximum of 32 maps can be shown.

® The maps can be shown in a maximum of 2 hierarchy levels.

® A maximum of 192 objects can be placed.

® The minimum size of maps is 256 x 256 pixels.

® The maximum size of maps is 2048 x 2048 pixels.
® The colour depth must be 8- or 24-bit.

1.

Select the Map tab.

2 The following dialog box opens.

,-35-‘ SISTORE MX Configuration

x|

Spztem | EN Cameras | 'EBH LAN cameras I S?Alalm input | 5 Alam output I Digital input I \-"ideo output I @Watchdog | ﬁé Fiecaording | Metwork. I
= E-Mail and SM5 I Q FTP | % Alarm connection | £} Database | E Holidays I == Cash box

&} Map |

ﬁ User management | € Information

—Layer — Objects = | r— Export / Import— m—
Marmne: IL lani ' Camera Sl Ee :
ame; |Lageplan ~ e ot =0 Camerall SIEMENS
B @ @ g p— EH Camneral? E i :
=  Map N Cameral3 T sisToREMX .
e =0 Camerald 13' 3
Symbol; "./ j K Camerals =
' =R Cameralh |
m|m | — [ | 2 Camerall? -
=
(1 X | =1
SISTORE M — =
e Lageplanl i
T 1
/fg‘;/ Camerits |
[Aar;%-'.'i'n'pf&::nnz [:
________ |
Y N £
HF S Ha
i L
Camerald Cameral?
\ A : D
\ i | T
7 \ Cameral? Cameral4
S li— a
Aarm inputon 1 Y
oy — Fes
Camera0 1 |
5 Help | Apply Cancel | QK. |
Fig. 101 SISTORE MX — configuration of the map
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Display window

The map selected in the tree view will be shown in the display window with the set

objects. If the graphic of the map is larger than the display area, scroll bars will be
displayed.

e

The graphic of the map to be displayed is not scaled.

Tree structure

The tree view shows all the maps configured in SISTORE MX in their hierarchy. A
maximum of 2 hierarchy levels can be created.

Layer
Name Name of the map. The map will be displayed in the tree view with the
name entered here.
= Add map to the tree view
Ia Delete map selected in the tree view

@ Delete all maps

‘ Move map one position up/down.

Move map one hierarchy level to left/right. A maximum of 2 hierarchy
'- ‘ levels can be created (main levels and one subordinate level per
main level).

Export / Import

The following export and import functions are available:

E Export current layer

ﬂf' Export all layers

?1 Import layer
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13.2 Adding a map

® Maps must be present as JPG files. The minimum size of maps is 256 x 256 pixels, and the
maximum size is 2048 x 2048 pixels. The colour depth must be 8- or 24-bit.

® In single-monitor mode and with a screen resolution of 1280 x 1024 pixels it is recommended that
maps not exceed 800 x 600 pixels.

juuie

1. Select the Map tab.

2. Click the Add new layer @
2 The following dialog box opens.

d P
Lack in: | 23 SISTORE Mx = Q2 -
1 Alarm
I:I Burn
_1Download
|:| Map
3 pload
by Documentz
=
ty Computer
File name: camref j Open I
Filez of twpe: JPG-Farmat [ jpa) Cancel |

Fig. 102 "Open* dialog

3. Select the desired map.
4. Click Open.
2 The map will be added to the map list.
= The selected map will be shown in the display window.
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13.3 Deleting a map

Delete selected entry
1. Select the Map tab.
2. Click on the map to delete in the map list.

3. Click the button @

4. Answer Yes in the confirmation dialog.
= The entry will be deleted.

Delete all entries
1. Select the Map tab.

2. Click the button @

3. Answer Yes in the confirmation dialog.
> All entries will be deleted.

13.4 Linking a map

122

You can link maps. This means that you can open another map using an icon on
the map that is currently open.

Prerequisite:

® Several maps have been generated. See Section 13.2 Adding a map.

Linking a map
1. Select the Map tab.

2. Select the map on which you want to create a link to another map in the tree
view.

3. Select Map in the Objects group field.
= A list showing all maps is opened.

4. Select the map to which you want to create a link.

5. Click on the desired position of the link icon on the map.
= An icon will be inserted at this position on the map.

2 The placement of the object is confirmed in the selection list by a mark in the
checkbox.

6. Click Apply.
= The setting will be saved.
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13.5 Edit layer

13.5.1 Import layer

You can import a saved layer as a map file with the Import layer button.

1. Select the Map tab.

2. Click the Import button .

2 The following dialog box opens.

2l

Alarm
Burn
Download
Map
pload

SISTORE. map

My Documents
=
by Computer
File narne: I j Open

i

Files of type: I M ap file [*.map) j Cancel

Fig. 103 "Open“ dialog

3. Select the layer you want to import.
4. Click Open.
= The layer will be imported.
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13.5.2 Export layer

If the current configuration is composed of multiple layers, you can export a

particular layer or all layers.

1. Select the Map tab.
2. Click the button of the desired export function.
The following export functions are available:

ﬁ Export current layer

1}_ Export all layers

2 The following dialog box opens.

Savein: |1 SISTORE MX Q2

. #larm
ﬁ Burn
by B : Download
D Map
pload
SISTORE.map

%

by Documents

ty Computer

File name: Imad

i

Save az type: I Map file [*.map) i

Save

Cancel

Fig. 104 "Save As" dialog

3. Select the directory in which to save the layer(s).
4. Enter a name in the File name field.
5. Click Save.

= The layer will be saved.
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13.6 Edit object

13.6.1 Insert object

Prerequisite:

® The objects that are used in the map have been configured.

1. Select the Map tab.

2. Select an Object type in the Objects group field. The following object types
are available:

\ﬂ Camera object type:

With the camera object type you can indicate the direction of the camera
using one of the following icons:

] & % E & %

R T T S

: i~ | | Alarm input object type
B dm=

: = | | Alarm output object type

: i~ | | Map object type
: @ =

i......._1 | The map object type enables switching to another map listed in the tree.

)( Delete button

The delete button deletes all objects of the selected level.

=2 Depending on the object type selected, the available elements of this object
type will be shown in the selection list:

Camera |
2 Camerall
‘B Cameralz
"SR Camerall3
*E0 Cameralld
=R Cameralls
‘BN Camerals

Fig. 105 Selection list of the camera object type

3. Select the desired camera from the list.

> If a camera was selected in the selection list for the camera object type, its
live image is shown in the window at the top right.

4. Left-click on the desired position of the object on the map.
2 The object will be inserted at this position on the map.

2 The placement of the object is confirmed in the selection list by a mark in the
checkbox.

5. Click Apply.
= The setting will be saved.
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jmie

An object can be configured in multiple levels but only once in each level.

13.6.2 Change object

Individual objects within an object type can be changed subsequently.

Select the Map tab.

Select the desired object type in the Object field.
Select the desired object from the selection list.
Left-click on the object to be replaced on the map.

Ll

2 The following query appears:

SISTORE M x|

:() Do wou want to replace the element “dlarm inputD02' with “&larm input003"?
[

ez Mo

5. Answer Yes in the confirmation dialog.
= The object will be changed.

6. Click Apply.
= The setting will be saved.

13.6.3 Change camera icon

You can use the context menu to change the camera icon for a camera later on the
map.

1. Select the Map tab.
2. Right-click on the relevant camera icon.
= The following context menu will open:

Camera

DD
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3. Click on the desired camera icon.

= The icon to be changed will be replaced by the desired icon.
4. Click Apply.

= The setting will be saved.

13.6.4 Change object position

Select the Map tab.

Left-click on the relevant object.

Hold down the mouse button.

Move the object to the desired position.

A o

Release the mouse button.

= The object will be located at the desired position.
Click Apply.

= The setting will be saved.

o

13.6.5 Delete object

Deleting individual objects

1.  Remove the checkmark in front of the relevant object in the selection list.
—OR-
Select Delete from the context menu of the object.

Deleting all objects
1. Select the Map tab.

2. Click the 28 button in the Objects group field.
> All objects in the corresponding layer will be deleted.
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14 Configuring user and access management

14.1 General information on user management
14.1.1 User groups
There are four user groups:
® Administrator: has all rights
o Installer: has all rights except the administration right
® User administrator: has the rights user management, database management
and delete. The rights of the user group User can also be assigned.
® User: can have the rights start/stop, remote control, remote access, playback,
audio playback, export and cash dispenser search if they have been assigned.
Assign the user group Administrator only to users who install complete systems (such as system
i administrators).
For security reasons, assign all other users only the user group and rights they actually need. Then
input windows that are not needed will not be shown.
Assignment of rights to user groups
The following table gives information on the user groups and the assignment of
rights to these groups.
User rights Administrator | Installer User User
Administrator
Administration X - - -
Installation X X - -
Configuration X X - -
User management X X X -
Database X X X -
Deleting X X X -
Start/Stop X X X o
Live audio X X X o
Remote control X X X o]
Remote access X X X o
Playback X X X o)
Audio playback X X X o)
Cash box search X X X o
Export X X X o]
Display (cam) X X X o)
PTZ (cam) X X X o
Camera playback (cam) X X X 0
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X The user has this as a basic right

- The user never has this right

o] The user can have this right assigned

(cam)

Camera-specific right

+ The right can be individually configured

As can be seen in the table above, the user groups Administrator, Installer und
User Administrator have fixed, predefined rights. Only the user group User can
have individual rights assigned.

14.1.2 Global user rights

Global user rights apply to all cameras. Global user rights are described in the

table below.

User right

Description

Administration

e Configure all system settings

Installation

e Configure system settings, with restrictions

Configuration

e Create and delete users and assign rights
e Configure the user interface

e Configure hardware components

User management

e Create new users
e Deleting existing users

e Change the rights of users

Database e Edit the database during playback, for example:
management - Create a backup of the database
- Create a new database, test and repair the database and
re-index the database.
Prerequisite: playback right.
Deleting e Delete messages and recordings
Prerequisite: playback right.
Start/Stop e Start, pause and end recording.

e Terminate SISTORE MX

Remote control

e Activate and deactivate alarm outputs either locally at the
server or via RemoteView

e Control PTZ camera
Prerequisite: These have been configured appropriately

Remote access

® Log on to the system via SISTORE RemoteView

Remote maintenance and remote surveillance

Playback

e The prerequisite to receiving a camera-specific playback
right.

e Prerequisite for audio playback

Audio playback

e Play back audio recordings.

Prerequisite: playback right.
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14.1.3 Camera-related user rights

User right

Description

Export

Export recordings and save them in some form, for example:
e Create AVIs

e Create individual images (BMP or JPG)

e Printimages

Prerequisite: playback right.

CDM search

e Start a CDM search with a cash dispenser system and
activated bank mode

Playback authorisation is not mandatory for this. A user who
has CDM search authorisation without playback authorisation
can switch to playback mode but he can only carry out CDM
search functions. They see no logbook, for example.

The "CDM search” right is available in the user configuration,
but only for systems with a CDM license and activated bank
system.

130

Camera-related user rights are rights that can be assigned to a user only for
specific cameras. Camera-related user rights are described in the table below.

Right

Description

Display

e View the live images of a camera
DISPLAY is a camera-related authorisation

DISPLAY authorisation is not necessary to play the
recordings of a camera. The camera-related or global
playback authorisation is sufficient for this.

PTZ

e Control a PTZ camera

Prerequisite: DISPLAY authorisation for the particular
camera.

Playback

e Play the recordings of a camera

Prerequisite: Global playback authorisation

The playback right has no meaning for cash dispenser

cameras and cash box cameras. For cash dispenser

cameras the global CDM search right applies; for cash box

cameras the global cash box right applies.

e Start cash box search with a cash box system. This is only
possible for systems with a cash box license or only with
bank systems.
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14.2 User account configuration

14.2.1 Creating and changing user accounts

|lzer name | D ezcriptian |
ﬁ Adrninistrator Adrniristrator

€ Installer Installer

€ Jobn Do Uzer

Fig. 106 User account list on the User management tab

= izer

I arne; IJ ohin Dioe

Description: Iguard

Pazsward: I"""""‘
Pazzword
confirnation: I" tasnsee

¥ User can change password

£ Administratar
£ Inztaller

£ Uszer admin
£ Usger

Camera rights ...

Fig. 107 User group field on the user management tab

Prerequisite:
® You have the right user management. See Section 14.1.1 User groups.
1. Select the User management tab.

2. Click the Add button @ below the user account list.
> A new line will be added to the user account list.

If the text fields Name, Password and Password confirmation are not filled in completely or no user
rights have been assigned, an error message will be displayed.

mie

Enter a name for the user account in the Name text field.
Enter a short description in the Description text field.

Re-enter the password in the Password confirmation text field.

3
4
5. Enter a password with at least eight characters in the Password text field.
6
If users who are logged in to this account may change the password:

7.

Mark the checkbox User can change password.
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8. To assign a user category to the user, click the radio button Administrator,
Installer, Useradmin or User.

9. If you have chosen the User radio button:
Mark the desired checkboxes in the User rights group field.

= [ zer rights

™| Admiriztration
™| Installation

[T | Configuration
™| User management
[T Databaze

| Delete

¥ Stat/Stop

¥ Femate contral
¥ Femate access
¥ Playback

v Audio plapback
¥ E=port

Fig. 108 User rights group field on the user management tab

10. Click the Camera rights...
= The following dialog box opens.

& Camera-Rights - "Camera01" Xl
% Iser rights |
ﬁ John Dioe Display

PTZ-Control
Plavback.

. 5 Help Cancel | (] 4 I

11. Select the camera.

12. In the User rights field, select or deselect the checkboxes as desired.
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13. Repeat steps 2 and 12 as often as required.

e If a new user is created, this user automatically receives the same rights for each camera as the
user who created the new user.

e |f a new camera is created, all users automatically receive all rights for this camera at first. If
individual users are not to have all rights for the camera, these rights must be manually revoked
after setting up the camera.

14. Click OK.

14.2.2 Deleting user accounts

|lzer name | Dezcription |
€ Adminiztrator Adminigtrator

ﬁ Imstaller Imstaller

ﬁ Johin Doe User

Fig. 109 User account list on the User management tab

Prerequisite:
® You have the right user management. See Section 14.1.1 User groups.

Select the User management tab.
2. Select the user account you want to delete in the list.

3. Click the Delete button ﬁ
4. Answer Yes in the confirmation dialog.
> The user account will be deleted from the user account list.

14.2.3 Locking user accounts

mie

After a password is enter incorrectly three times, the user account will be blocked. To unlock: See
Section 14.2.4 Unlocking a user account.

User account

Unlock I ™ Urlock automatically after j rirutels

Fig. 110 Lock button on the User management tab

Prerequisite:
® You have the right user management. See Section 14.1.1 User groups.

Select the User management tab.

Select the user account you want to lock from the user account list.
Click Lock.

Click Apply.

Ao b=

= The setting will be saved. The user account is locked.
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14.2.4 Unlocking a user account

You can unlock a user account manually or automatically.

Lock I( Unlock I I Unlock automatically after I :}@

Fig. 111 User account group field on the User management tab

|' User account

Manually unlocking a user account

Prerequisite:
® You have the right user management. See Section 14.1.1 User groups.

Select the User management tab.
Select the user account you want to unlock from the user account list.
Click Unlock.
Click Apply.
=2 The setting will be saved. The user account is unlocked.

il

Automatically unlocking a user account

Prerequisite:
® You have the right user management. See Section 14.1.1 User groups.

Select the User management tab.

2. Select the user account you want to unlock automatically from the user
account list.

3. Mark the checkbox Unlock automatically after.
4. Enter a value in minutes in the minute(s) text field.
5. Click Apply.

2 The setting will be saved. The user account will be unblocked after the time
entered has passed.

14.2.5 Predefined user accounts: Administrator and Installer

jumie

Only use the user account Administrator if it is necessary!
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The software is shipped with two user accounts already set up: Administrator and
Installer. The associated passwords are Administrator and Installer respectively.

Change these passwords during the operational setup of the SISTORE MX unit.

Both of these user accounts cannot be deleted, and configuration of them is
restricted:

® Administrator: has all rights

® Installer: has all rights except the administration right

Users with only basic knowledge of SISTORE MX should only work with the user
account Installer or with another limited user account.
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14.2.6 Configuring the validity period of a password

Paszwiord optians

¥ Paszword never expires

" Paszword expires after I a0 ill day(z]

E wpiration renewal

Fig. 112 Password options group field on the User management tab

Limiting the validity period of a password

Prerequisite:
® You have the right user management. See Section 14.1.1 User groups.

Select the User management tab.
2. Select the option Password expires after.

3. Enter avalue in the day(s) field to indicate how many days the password is to
be valid.

4. Click Apply.
= The setting will be saved.

Extending the validity period of a password

Prerequisite:
® You have the right user management. See Section 14.1.1 User groups.

1. Select the User management tab.
2. Click Expiration renewal.
3. Click Apply.

2 The validity of the password will be extended by the number of days specified
in the day(s) text field. The date from which the extension is calculated is the
current one.

Removing the restriction of validity of a password

Prerequisite:
® You have the right user management. See Section 14.1.1 User groups

1. Select the User management tab.
2. Select the option Password never expires.
3. Click Apply.

=2 The setting will be saved.
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14.3 Enabling password-protected start of the SISTORE MX

application software

If password protection is enabled, a user name and password must be entered to

start the SISTORE MX application software.

Application start/stop

<Jv_Start with password guei§>

™ Automatic recording on start
[T Shutdown and exit

Fig. 113 Start with password query checkbox on the System tab

1. Select the System tab.

2. Mark the checkbox Start with password query.

3. Click Apply.
= The setting will be saved.

14.4 Configuring the logbook

14.4.1 Enabling extended logbook entries

If this option is enabled, an entry will be written in the logbook during printing,

saving of individual images or the export of sequences.

Options
™ Audio si
v Extended logbocok entrie
[T "2 user login

[V Bank mode | Cash dispenser

Fig. 114 "Extended logbook entries" checkbox on the "System" tab

1. Select the System tab.

2. Select the Extended logbook entries checkbox in the Options group field.

3. Click Apply.
2 The setting will be saved.

14.4.2 Compressing the database daily
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 Databaze reorganization

Compress daily at |03:15 j

[ Delete loghook enties older than I I j dayls]
[T Sendloghook excerpt af last 24h a3 e-mail

Fig. 115 "Database reorganization“ group field on the "Database” tab

—

Select the Database tab.

2. Set the time at which the daily compression shall take place in the Database

reorganization group field.
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3. Click Apply.
= The settings will be saved.

14.4.3 Deleting logbook entries automatically

— Databasze reorganization

Compress daily at IUE:'IE ﬁ

v Delete logbook entries older than 14 j day(s

[T | Sendogbon Bl

Fig. 116 "Delete logbook entries...“ checkbox on the "Database” tab

Select the Database tab.
Mark the checkbox Delete logbook entries....
Enter a value in the day(s) text field.
Click Apply.
= The setting will be saved.

Ao bdh =

These old logbook entries will be deleted when the next daily compression takes place (see Section
18.4.2: Compressing the database daily).

mie

14.4.4 Sending logbook excerpts automatically

This option is only available if the sending of e-mail is configured. See Section 19.1
Configuring e-mail notification.

If this option is enabled, SISTORE MX will send an e-mail every 24 hours with an
excerpt consisting of the entries of the last 24 hours from the logbook.

 Databaze rearganization

iyt [0115 =
Compress daily at |01:15 ==
v Delete logbaok entries older than 14 j day(s)
@ghmk excerpt of last 24h az e-mail

Fig. 117 "Send logbook excerpt..." on the "Database” tab

1. Select the Database tab.
2. Mark the checkbox Send logbook excerpt of last 24h as e-mail.
3. Click Apply.

=2 The setting will be saved.
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14.5 Enabling software triggering

jumie

The checkbox Enable software trigger is only available if bank mode is not enabled.

If this option is enabled, the SISTORE MX application software can communicate
with other programs, such as IVM.

Aufnahme

% nomale Aufldsung  [3524288)

Speicherbedart (Kompression) | 12 j kB /Bild
™ hohe Aufidsung [7O4=288]

v Widendateien verschliiszeln

v Softwaresteuerung

Fig. 118 "Enable software trigger checkbox on the "System* tab

1. Select the System tab.
2. Select the Enable software trigger checkbox in the Recording group field.
3. Click Apply.

= The setting will be saved.

14.6 Enabling control panel control

The Operating console group field is only visible if the CKA 4810 or CKA 4820 driver is installed.
Information on this can be found in the SISTORE MX / MX 3G Installation Manual.

jumie

v [perating conzole

COM | COMT vI

1000 =

Buttan delay oy me

Fig. 119 "Operating console” group field on the "System* tab

1. Select the System tab.
2. Mark the checkbox Operating console.
2 The Operating console group field will be enabled.

3. Select the interface to which your control panel is connected from the COM
dropdown field.

4. Enter a value in milliseconds in the Button delay text field.

2 If no keyboard input takes place within the specified time, the entry is
considered complete.

5. Click Apply.
= Your settings will be saved.
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Configuring multi-monitor mode

mie

anitor 1 | Monit0[2|

In order to use multi-monitor mode, the monitors must be configured in Windows: Start > Control
Panel > Display > Settings. Please note that the configuration of the monitors in Windows can only

be changed when the SISTORE MX application software is closed.

¥ Main maonitar
Default zereen split

IIE Auta. matrix j

v allow changes by user

v Start in full-screen mode

Wizible cameras |

- Event window

[v Show alarm on maonitor for at least
[v' Show motion alarm om monitor for at least

[ Ewvent vigw window blanked after

In;l
=l
=
ul—
2 |
=1

seconds

zeconds

zecaonds

1 Displaymanitar
[efault zcreen split

B
= | Sl changes by user

I Start ity full screen mode

1 Ewent monitar

™ Shious alarmm armoriton for &t least
™ Shows motion alarm o moritor, for tleast

[T Ewent iz window blarked after

I 0 ::ll secands

= seconds

I 0 ::ll secands

1 Sequence manitar
[ Static

™ Feriodically exery

[ Ewent [alarm or motion] on monitor at [east I 0 jl seconds

I 0 j zeconds

I~ tanually
= F1Z
| Shitting mode

" Camerall
N Cameral2
S Cameralld
"0 Camerald
N Camerals
" Camerals
¥ Cameral?
EN Camerald
S Cameralld
"M Camerall
" Camerall
S Cameral 2
"N Cameral 3
EN Camerald
=1 Cameral5
"N Cameralb

™ tfap manitor

¥ Message dialog monitor

SIEMENS !

SISTORE MX

Fig. 120 SISTORE MX — Configuration of multi-monitor mode with 2 monitors

In multi-monitor mode, the SISTORE MX application software supports up to 4
monitors. The individual monitors can be configured in the following manner:

® as main monitor

See Section 15.1 Configuring a monitor as the main monitor.

® as display monitor

See Section 15.2 Configuring a monitor as a display monitor.

® as event monitor

See Section 15.3 Configuring a monitor as an event monitor.

® as sequence monitor

See Section 15.4 Configuring a monitor as a sequence monitor.

® as site plan monitor

See Section 15.5 Configuring a monitor as a site plan monitor.

® as message dialog monitor

See Section 15.6 Configuring a monitor as a message dialog monitor.
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15.1 Configuring a monitor as the main monitor

/N

The main monitor displays the operator interface of the application software. The
application software can be configured and operated via this monitor.

IMPORTANT Exactly 1 monitor must be configured as the main monitor.

—1Iv Main monitor

— Default screen zplit — Exvent window
IlE Ao, matnis j IV Show alam on moritar for at least a :II geconds
v allow changes by uzer ¥ Show mation alarm on manitor far at least 0 :II geconds
[V Start in full-screen mode [V Event view window blanked after 2 :|I seconds

Fig. 121 Multi-monitor tab — Configuration of the main monitor

Prerequisite:
® The main monitor has not been configured yet.

1. Select the Multi-monitor tab.
2. Mark the checkbox Main monitor.

3. Select the desired view on the main monitor when the application software is
started in the Default screen split list box.

Option Meaning

Auto. matrix The live images of all configured cameras will be displayed.
No display No live images will be displayed until a user logs in.
<Number of cameras> The live images of x cameras will be displayed.

Event view The event view will be displayed.

Map The map is opened.

4. If the user is to be able to change the screen split during operation, mark the
checkbox Allow changes by user.

2 The buttons for selecting changing the screen split will be enabled.

5. If the display area is to be shown on the full screen of the main monitor when
the application software is started, mark the checkbox Start in full screen
mode.

mie

To exit full screen mode press Esc.
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6. If you want to view events on the main monitor, mark the corresponding
checkboxes and select the duration in seconds in the Event window group
field:

| Option | Meaning
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Option Meaning
Show alarm on monitor for at Minimum time for which an alarm event will be displayed. New
least ... seconds alarm events will not be displayed during this time.

You can select a time between 0 and 60 seconds. 0 seconds
means that an image will be removed from the screen as soon as
another alarm event occurs.

Show motion alarm on monitor | Minimum time for which a motion alarm event will be displayed.
for at least ... seconds New motion alarm events will not be displayed during this time.
You can select a time between 0 and 60 seconds. 0 seconds
means that an image will be removed from the screen as soon as
another motion alarm event occurs.

Event view window blanked Period of time after which the event view window will be blanked.
after ... seconds You can select a time between 2 and 300 seconds.

7. Select the cameras whose live images are to be displayed on the main
monitor by marking the corresponding checkboxes in the Visible cameras list
(see Fig. 120).

8. Click Apply.
= Your settings will be saved.

15.2 Configuring a monitor as a display monitor

The display monitor displays live images.

—Iv Display monitar
Default screen split

IIE Auto, matris j

v Allow changes by user

[ Start in full zcreen mode

Fig. 122 Multi-monitor tab — Configuration of the display monitor

Select the Multi-monitor tab.
2. Mark the checkbox Display monitor.

3. Select the desired view on the display monitor when the application software
is started in the Default screen split list box.

Option Meaning

Auto. matrix The live images of all configured cameras will be displayed.
No display No live images will be displayed until a user logs in.
<Number of cameras> The live images of x cameras will be displayed.

Event view The event view window is opened.

Map The map is opened.

4. If the user is to be able to change the screen split during operation, mark the
checkbox Allow changes by user.

= The buttons for changing the screen split will be enabled.

5. Ifthe display area is to be shown on the full screen of the display monitor
when the application software is started, mark the checkbox Start in full
screen mode.

To exit full screen mode press Esc.

mie
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6. Select the cameras whose live images are to be displayed on the display
monitor by marking the corresponding checkboxes in the Visible cameras list
(see Fig. 120).

7. Click Apply.
= Your settings will be saved.

15.3 Configuring a monitor as an event monitor

The event monitor displays events. An event can be either a movement or an
alarm.

When an event monitor has been configured, it is no longer possible to display events on the main
monitor.

jmie

—Iv Ewent monitar

W Show alarm on monitor for at least 0 jl zeconds
W Show motion alam on manitar for at least 0 ill zeconds
W Event view window blanked after 2 jl zeconds

Fig. 123 Multi-monitor tab — Configuration of the event monitor

Select the Multi-monitor tab.
2. Mark the checkbox Event monitor.

3. Mark the corresponding checkboxes and enter the duration in seconds in the
Event monitor group field:

Option Meaning
Show alarm on monitor for at Minimum time for which an alarm event will be displayed. New
least ... seconds alarm events will not be displayed during this time.

You can select a time between 0 and 60 seconds. 0 seconds
means that an image will be removed from the screen as soon as
another alarm event occurs.

Show motion alarm on monitor | Minimum time for which a motion alarm event will be displayed.
for at least ... seconds New motion alarm events will not be displayed during this time.

You can select a time between 0 and 60 seconds. 0 seconds
means that an image will be removed from the screen as soon as
another motion alarm event occurs.

Event view window blanked Period of time after which the event view window will be blanked.

after ... seconds You can select a time between 2 and 300 seconds.

4. Select the cameras whose event images are to be displayed on the event
monitor by marking the corresponding checkboxes in the Visible cameras list
(see Fig. 120).

5. Click Apply.
= Your settings will be saved.

15.4 Configuring a monitor as a sequence monitor

On a sequence monitor, live images can be displayed in an automatic cycle, by
event-based control, or by manual control.
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—1I¥ Sequence monitor
[T Etatic

[ Periodically every

Iw Ewent [alarm or motion] on monitor at least = zeconds

[ Manually

el I~ F1Z
[ Shifting mode

I 0 j seconds

Fig. 124 Multi-monitor tab — Configuration of the sequence monitor

Select the Multi-monitor tab.
2. Mark the checkbox Sequence monitor.
3. Mark the corresponding checkboxes and enter the duration in seconds as

necessary:
Option Meaning
Static A camera from the Visible cameras list is fixedly assigned to the
sequence monitor. The live image of no other camera can be
displayed on this monitor.
Manually The fixed assignment of a camera to a monitor (by activating

"Static“) can be changed using the context menu of the live
image in the display mode. A camera can now be activated on
another video output. It is also possible to activatw a camera on
one of the four video outputs via SISTORE RemoteView.

Event (alarm or motion) on monitor | Prerequisite: The checkbox Camera to monitor output on the
at least ... seconds Recording tab has been marked. See Section 17.3 Configuring
recording modes.

If an event occurs, the live image of the selected camera will be
connected to the sequence monitor. This live image will be
displayed at least for the set period of time even if there is an
event on another camera.

PTZ A PTZ camera is connected as soon as it is controlled.

Periodically every... seconds Cameras can be selected from the Visible cameras list and their
images be displayed successively on the sequence monitor. The
selected cameras will be switched in a preset cycle. The dwell
time can be set between 2 and 300 seconds.

Shifting mode Prerequisite: Shifting mode has been configured for 2 sequence
monitors.

The current alarm image is displayed on the first sequence
monitor. This alarm image will be shifted to the second sequence
monitor when another alarm occurs. The new alarm image will be
displayed on the first sequence monitor.

If shifting mode is not activated, the alarm images will be
displayed as the events occur on all sequence monitors

simultaneously.

4. Click Apply.
= Your settings will be saved.

143

Siemens Building Technologies

Fire Safety & Security Products

02.2009




Configuring multi-monitor mode

15.5 Configuring a monitor as a site plan monitor

On a site plan monitor, the site plan is displayed in full screen mode.
V¥ tdap manitor

™| iezzage dislog monitar
Fig. 125 Multi-monitor tab — Configuration of the site plan monitor

Prerequisite:
® A site plan has been configured. See Section 13 Map configuration.
® A site plan monitor has not been configured yet.

1. Select the Multi-monitor tab.
2. Mark the checkbox Map monitor.
3. Click Apply.

= The setting will be saved.

15.6 Configuring a monitor as a message dialog monitor

The message dialog monitor displays all pop-up dialogs. The main monitor can
also be configured as a message dialog monitor.

/!\ IMPORTANT Exactly 1 monitor must be configured as a message dialog monitor.

[ Map monitor

v Mezzage dislog monitar

Fig. 126 Multi-monitor tab — Configuration of the message dialog monitor

Prerequisite:
® A message dialog monitor has not been configured yet.

1. Select the Multi-monitor tab.
2. Mark the checkbox Message dialog monitor.
3. Click Apply.

= The setting will be saved.
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16 Configuring the user interface of the SISTORE MX
application software

16.1 Selecting the user interface language

Languages can be added to the SISTORE MX application software after installation. To do so, copy
the corresponding language files with the DLL extension into the C:\Program Files\CEVIS\SISTORE
directory.

jumie

Language
[ [BES enish |

Fig. 127 "Language" dropdown list on the "System" tab

Select the System tab.
2. Select a language version from the Language drop-down list.

If you select the entry automatic, the SISTORE MX application software
starts in the language set as the regional language in the operating system.

3. Confirm the message that follows with OK.
4. Click OK.
5. Answer Yes in the confirmation dialog.

2 The setting will be saved and the SISTORE MX application software will
close.

6. Start the SISTORE MX application software (see Section 5.16 Starting the
SISTORE MX application software and logging in).

2 The SISTORE MX application software now uses the selected language.
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16.2 Configuring the display area

16.2.1 Configuring the recording status display

In the Record status display group field, you can define whether the recording
status is shown as a symbol or a symbol and text on the live image or is not
shown.

kémera

04/07/0% 16:36:33

Fig. 128 Live image with recording status display overlaid

Fecord status dizplay
& 0if
* Sumbal
" Text and spmbal

Fig. 129 "Record status display" group field on the "System" tab

You can observe the changes you make on the live image.

jmie

1. Select the System tab.
2. Select the desired option in the Record status display.
3. Click Apply.

= The setting will be saved.
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16.2.2 Configuring live image dwell times

— Dizplay Mode
Switch camera on video monitor every I al ill gecond|z]
Show event on video monitar at least I 2 j second(z]

Switch camera group everny I 5 j second(s)

Fig. 130 "Display Mode" group field on the "System" tab

Prerequisite:

® At least one analog camera or LAN camera has been configured and is
connected to the SISTORE unit. See Section 7.1 Adding an analog camera or
Section 8.2 Adding a LAN camera.

Select the System tab.

2. Inthe field Switch camera on video monitor every select the period after
which the view is switched to the next camera.

3. Inthe field Show event on monitor at least choose how long live images are
to be shown during an event.

4. Select the period after which the next camera group will be displayed in the
box Switch camera group every.

Switching times can be selected between 2 and 600 seconds.

jumie

5. Click Apply.
2 The setting will be saved.

16.2.3 Blanking the event view window

When this option is activated, the event view window will be blanked after the preset post-event
recording time has expired (see Section 17.3 Configuring recording modes). This means that the
camera picture is displayed only during the alarm and the preset post-event recording time.

mie

1. Select the Multi-monitor tab.
2. Mark the checkbox Event view window blanked after.
¥ Ewent blackout

3. Set the number of seconds after which the event view window is to be
blanked using the arrow buttons.

4. Click Apply.
= Your settings will be saved.
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16.2.4 Enabling frame rate display

jumie

The Display framerate checkbox can be used to determine whether the frame rate
is shown on the live image. This function is only for checking the frame rate, and in
contrast to the name of the camera or the date and time, it is not saved.

The value shown can deviate from the actual frame rate.

The frame rate display appears only after recording 10 frames of the live image, after which a value is
calculated. At a slow frame rate this can require considerable time.

kémera

04/07/0% 16:36:33

Fig. 131 Live image with frame rate shown

¥ Display framerate

Fig. 132 "Display framerate” checkbox on the "System* tab

jmie

It is not necessary to stop the recording process.
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1. Select the System tab.
2. Mark the checkbox Display framerate.
3. Click OK.

= The setting will be saved.
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16.2.5 Showing motions

By marking the checkbox Show motions you can define that moving objects will
be marked in the live image. This function is only for checking the motion detection
parameters sensitivity and object size, and is not saved.

Prerequisite:

® Motion detection is enabled for the selected camera. See Section 9.1 Activating
motion detection .

It is not necessary to stop the recording process.

mie

1. Select the System tab.
2. Mark the checkbox Show motion.
3. Click OK.

= The setting will be saved.

16.2.6 Configuring text overlay for an analog camera

In the Text overlay group field you can define whether the video information
(name of the camera, time and date) is shown in the video image of the SISTORE
MX application software. Furthermore, the position of the video information as well
as the font and background colour can be defined. To facilitate an optimal
overview, it is recommended to show the video information at the same position in
all video images.

No text overlay will be shown on analog video monitors connected to the SISTORE unit.

juuie

04/07/0% 1636233

Fig. 133 Live image with video information overlay

149

Siemens Building Technologies
Fire Safety & Security Products 02.2009



Configuring the user interface of the SISTORE MX application software

Prerequisite:
® At least one analog camera is connected to the SISTORE unit.
See Section 7.1 Adding an analog camera.

v Tent averlay

¥ Background i~ Top left comer ™ Top right commer
¥ Date and time {*' Bottom left comer " Bottom right comer
Colors for text and background Text colour ... |v| | Backaround colour .. ||v|
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Fig. 134 "Text overlay" group field on the "Cameras" tab

1. Select the Cameras tab.

2. Inthe camera list, select the camera for which you want to overlay the video

information on the video image.

3. Mark the checkbox Text overlay.
2 The camera name will be overlaid.

4. Mark the checkbox Background.
=2 The camera name will be given a white background.
5. Mark the checkbox Date and time.
=2 The date and time will be overlaid.
There are four radio button options for determining the position of the video
information.
6. Select the desired option.
= The video information will be overlaid at the position selected.
7. Select the desired colour from the Text colour ... list box.
= The video information will be shown in the colour selected.
8. Select the desired colour from the Background colour ... list box.
2 The background of the overlay will be shown in the colour selected.
9. Click Apply.
= The setting will be saved.
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16.2.7 Configuring text overlay for a LAN camera

In the Text overlay group field you can define whether the name of the camera,
the time and the date are shown in the video image of the SISTORE MX
application software. Furthermore, the position of the overlay and the font and
background colour can be defined. To facilitate an optimal overview, it is
recommended to show the text at the same position in all video images.

Fig. 135 Live image with overlaid camera name, time and date

Prerequisites:

® At least one LAN camera is connected to the SISTORE unit. See Section 8.2
Adding a LAN camera.

—Iv Text overlay

v Background i Top left " Top right
v Date and time {* Baottomleft  © Bottom right

Test color .. |v| | Background calor ... ||v|

Fig. 136 "Text overlay" group field on the "LAN cameras" tab

Select the LAN cameras tab.

2. Inthe camera list, select the camera for which you want to overlay the text on
the video image.

3. Mark the checkbox Text overlay.

2 The camera name will be overlaid.
4. Mark the checkbox Background.

2 The camera name will be given a white background.
5. Mark the checkbox Date and time.

=2 The date and time will be overlaid.

There are four radio button options for determining the position of the text.
6. Select the desired option.
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2 The text will be overlaid at the position selected.
7. Select the desired colour from the Text colour ... list box.
= The text will be overlaid in the colour selected.
8. Select the desired colour from the Background colour... list box.

=2 The background of the overlay will be shown in the colour selected.
9. Click Apply.
= The setting will be saved.

16.3 Configuring system messages

Using the Audio signal checkbox, you can determine whether an audio signal is
given when a system message appears. Furthermore, it determines whether the
user can switch audio signals on and off in the display mode.

v &udio zsignal

Fig. 137 "Audio signal" checkbox on the "System" tab

1. Select the System tab.
2. Mark the checkbox Audio signal.
3. Click Apply.

= The setting will be saved.

16.4 Showing the on-screen keyboard

With the checkbox On-screen keyboard you can determine whether the on-
screen keyboard is to be displayed. The on-screen keyboard is a keyboard
substitute for systems without an external keyboard. It can be operated with the

mouse. The on-screen keyboard is displayed as required, e.g. when text has to be
entered.

¥ On-zcreen keyboard

Fig. 138 On-screen keyboard checkbox on the System tab

1. Select the System tab.
2. Mark the checkbox On-screen keyboard.
= The on-screen keyboard is displayed.

On-screen keyboard

A e I A

Col ol Sals =5 k6] 7] Call of=0l[a]l - |[<Bepd| Pase |
Tabo| 0wl e R rizfuf tfofef0u.|"s| Psbn]
( Caps || A S| D F|G|H[J[KIJL|OG|As| Enter| Home |
L shit [Pl v | x [ vB i nfimf:, [l fl_- | shit || End |

cul || wi]_an | =l T =]

Fig. 139 On-screen keyboard

3. Click Apply.
= The setting will be saved.
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16.5 Enabling automatic logout

In the Auto logout group field you can determine whether a user is automatically
logged out after a specified period of inactivity.

v Auto logouk

| minute(z] of
after 5 | inactivity

Fig. 140 "Auto logout" group field on the "System" tab

Select the System tab.
2. Mark the checkbox Auto logout.

3. Inthe minute(s) of inactivity field, specify the time after which the automatic
logout is to occur.

4. Click Apply.
= The setting will be saved.

Before the user is automatically logged off, the lock icon E in the status bar will flash for one
minute. If the user performs an action during this time, the icon will stop flashing and time starts
counting again.

jumie

16.6 Keeping the SISTORE MX application software in the
foreground

With the checkbox Always in foreground you can determine whether the
SISTORE MX application software is to be shown in the foreground at all times.
This prevents other program windows from covering the SISTORE MX application
software.

v always in foreground

Fig. 141 "Always in foreground" checkbox on the "System" tab

1. Select the System tab.
2. Mark the checkbox Always in foreground.
3. Click Apply.

=2 The setting will be saved.
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17 Recording configuration

17.1 Enabling automatic recording on start

Application start/stop
[ Start with pagsword query
LidowR and ex

Fig. 142 "Automatic recording on start" checkbox on the "System" tab

1. Select the System tab.
2. Mark the checkbox Automatic recording on start.
3. Click Apply.

= The setting will be saved.

17.2 Configuring video parameters

17.2.1 Selecting video resolution

°
l The resolution of LAN cameras is generally limited to the CIF format (352x288 pixels).
Fecording
Memory 100 _| LB /frame " nomal resalution  [352x288)
™ high resolution [F04w2E8]
™ Enable software tigger ¥ Encrypt video files & max. resolution  [FO4576)

Select the System tab.
2. Select the desired video resolution:
normal resolution: CIF format
high resolution: 2CIF format
max. resolution: 4CIF format (SISTORE MX 3G only)
3. Click Apply.
= The setting will be saved.

154

Siemens Building Technologies
Fire Safety & Security Products 02.2009




Recording configuration

17.2.2 Configuring video compression

i

Fecording
Memory 100 ;I KE /frame " nomal resalution  [352x288)
™ high resolution [F04w2E8]
[™ Enable software tigger ¥ Encrypt video files & max. resolution  [FO4576)

The higher the value in the Memory text field,

e the lower the compression

® the higher the picture quality

® the higher the hard drive capacity required

The compression set applies to all cameras connected to the SISTORE MX.

mie

1. Select the System tab.
2. Enter avalue in the Memory text field.

The value depends on the selected video resolution. See Section 17.2.1 Selecting video resolution.
normal resolution: a value between 10 and 40 kB/image

high resolution: a value between 20 and 80 kB/image

max. resolution: a value between 40 and 120 kB/image

3. Click Apply.
= The setting will be saved.

17.2.3 Enabling video encryption

R ecording
M ermnony 100 ;IkEUframe £ nomal resolution  (352+285]
™ high resolution [FO4w288]
[™ Enable software tigger ¥ Encrypt video files * max. resolution  [FO4576)

If video encryption is enabled, the recordings will be saved in an encrypted
format. Encrypted recordings cannot be played back with an ordinary video
playback program, but instead require the SISTORE Player for viewing. Video
encryption also affects the export of recordings.

Encrypted recordings have the file extension k26; unencrypted recordings have the
file extension avi.

1. Select the System tab.
2. Mark the checkbox Encrypt video files.
3. Click Apply.

= The setting will be saved.

mie

For information on the Enable software trigger checkbox please refer to Section 14.5 Enabling
software triggering.
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17.3 Configuring recording modes

17.3.1 General information about recording modes

On the Recording tab there are five sub-tabs, each of which corresponds to a
recording mode:

Recording mode/Sub- | Visibility Function
tab
Long-time recording Always visible Continuous recording of the live
image
Motion Only visible if motion detection is enabled for at least Recording of the live image if
one camera. motion is detected

See Section 9 Configuring motion detection.

Alarm input Only visible if at least one alarm input with normal Recording of the live image in

See Section 12 Configuring alarm inputs.

priority is configured. case of an alarm with normal

Priority alarm Only visible if at least one alarm input is configured as a | Recording of the live image in

See Section 12 Configuring alarm inputs.

priority alarm. case of a priority alarm

Software trigger Only visible if software control is enabled. Recording of the live image with

See Section 14.5 Enabling software triggering. a software trigger
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Tab. 4 Overview of the recording modes

The recording modes can

® be configured separately for each camera

® be combined with one another. See Section 17.3.2 Combination example for
recording modes.

The recording settings can be transferred easily to other cameras. See Section
17.3.3 Transferring recording settings.

The following colours in the time table have been assigned to the recording
modes:

® Blue: Long-time recording

® Green: Motion

® Red: Alarm input

No colour is assigned to the Priority alarm mode; it is always active if at least one
alarm input is configured as a priority alarm.

There is also no colour assigned to the Software trigger recording mode; it is
always active if software control is enabled.
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You have the following setting options in the recording modes:

— Pre-trigger period Pre-triggerdlang-time recording v Track length limitation
[uratiot; I ill i I —I z ’V Frame :ll ill day(z] I 0 ill howar(s]
— Post-tngger penod
[uratiam; I :ll ] I —I = Frame I :|I v Single shat 1 j frame(z]
W Logbook. entry ™ Camera to maritar, output V' wiite protection ™ &larm cal

I~ FTF ™ &larm list entoy IT| Can be cancelled by uzer
WV E-mail/SMS |5 Domirik. Lakat.. | I.-’-‘-.Iarm bei K.amera %C
Acoustic
message Ialarm.wav H ﬂ

¥ Alarm message I

Alarm output | Alarm input | a| W Enable alam
] & 01 Marmal O] @5 Alairn inputn? [ Eit#H
&0z Femgesteuesrt O g.ﬁ.larm input0z2 [~ Bitg2
O] @5 2lamn inputD0? [~ Bit#3
[ @ slam inputios I~ Bit#4
O Sf’-.i‘-.larm iput005 e
O gﬁ-.ﬁ.larm input1a1 [ P caritiol
g gi::m;;pbz:gz j I-i [ athing zelected j
1 B im0 - i mee—

Fig. 143 Control elements on the Recording tab

Setting

Function

Note

Pre-trigger period

Duration

The period prior to an event (movement,
alarm or software trigger) which is
recorded after the event occurs.

You can set a time between 10 s and
360 min.

Only available

e in the recording modes motion, alarm input,
priority alarm and software trigger

e if long-time recording is not enabled for all time
segments,

e if the Single shot checkbox is not marked.

Pre-trigger / long-
time recording

Frame rate

The frame rate at which the pre-alarm and
long-time recording is to be saved.

Applies to all recording modes of a camera; it
cannot be set differently for the various recording
modes.

Software trigger We recommend setting the
frame rate of cash box cameras to 2.0/s.

Track length
limitation

The limitation of the hard drive capacity
taken up by a camera. The SISTORE MX
application software checks the total
recording duration of the camera every
hour; if it exceeds the track length
duration, older recordings for this camera
will be overwritten.

Write-protected recordings will not be overwritten
and can thus be longer than the track length
limitation setting.

Use the track length limitation if you want to
prioritize cameras: limit the recording duration of
less important cameras in order to keep more
hard drive capacity free for more important
cameras.
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Setting

Function

Note

Post-trigger

The period which is recorded after an

Only available

period event. e in the recording modes motion, alarm input,
Duration You can set a time between 1 s and priority alarm and software trigger
360 min. e if the Single shot checkbox is not marked.
If another event is detected during the post-
trigger period, it is extended by the value set.
At least 10 frames will always be recorded.
The post-trigger period can also be controlled via
software (such as IVM); in this case, the software
control settings take priority over the settings of
the SISTORE MX application software.
Frame rate The frame rate at which the post-alarm Only available
recordings are to be saved. e in the recording modes alarm input, priority
alarm and software trigger
e if the Single shot checkbox is not marked.
e Software trigger We recommend setting the
frame rate of cash box cameras to 4.0/s.
Single shot Instead of a video sequence, only up to 5 | Only available in the recording modes alarm
single images will be recorded. These input, software trigger.
individual images will be recorded at the
maximum frame rate of the camera.
Logbook entry When an event occurs, an entry will be Only available in the recording modes alarm

written in the logbook.

input, priority alarm and software trigger and
suspicion

Camera to monitor
output

If an event occurs, the live image of the
selected camera will be activated on a
monitor.

Only available
e for analog cameras

e in the recording modes motion, alarm input,
priority alarm and software trigger

e f the checkbox "External video monitor” on the
"Cameras" tab is marked for the particular
camera.

e if a video output has been configured
appropriately.

Write protection

If enabled, the recordings of the selected
camera cannot be overwritten.

Only available in the recording modes alarm
input, priority alarm and software trigger.

Alarm call

In case of an event, a connection will be
made to a SISTORE RemoteView client
and the live image of the selected camera
is shown there.

Only available
e in the recording modes motion, alarm input
and priority alarm

e if the connection is configured on the Alarm
connection tab (see Section 19.3 Configuring
alarm notification).

The login to the SISTORE RemoteView client

takes place automatically.

Alarm list entry

When an alarm occurs, a list of the
incoming alarm messages can be
displayed on the SISTORE RemoteView
at the left edge of the screen.

Only available in the recording modes "Alarm
input® and "Software trigger” if the alarm
connection is configured on the "Alarm
connection” tab.
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Setting

Function

Note

Can be cancelled
by user

When the function alarm message is
activated, the user can cancel an alarm
after having acknowledged the alarm
message.

Only available in the recording modes alarm
input, motion detection and priority alarm.

FTP In case of an alarm, the alarm message Only available
will be stored as an MSG file and an alarm | ¢ i the recording modes motion, alarm input,
image as a JPG in the directory that was priority alarm and suspicion
selected on the FTP tab as root directory e if an FTP server is configured on the FTP tab.
of the FTP server.

E-mail/SMS When an event occurs, the text entered Only available in the recording modes alarm

will be sent by e-mail or SMS.

input, priority alarm if e-mail and/or SMS delivery
is configured on the E-mail and SMS tab (see
Section 19.1 Configuring e-mail notification or
Section 19.2 Configuring SMS notification).

The following variables can be used in the text:
® %C = camera name

® %X = date and time of the start of the event

Acoustic message

The acoustic signal selected is played
when an event occurs.

Only available in the recording modes motion,
alarm input and priority alarm

Alarm message

The text entered will be shown on the
screen when an event occurs.

Only available in the recording modes motion,
alarm input and priority alarm

Alarm output

When an event occurs, a signal will be
sent via the selected alarm outputs.

Only available in the recording modes motion,
alarm input, priority alarm and software trigger

This function can be used to control additional
devices.

Alarm input

When an assigned alarm input is
triggered, the live image of the camera will
be recorded even if the camera itself has
detected no movement.

Only available in the recording modes alarm
input and priority alarm

Enable alarm

Recording the live image of the selected
camera can be linked to additional
conditions here.

Only available in the recording modes motion,
alarm input and priority alarm. 4 digital inputs of
the SISTORE MX unit to which the enable alarm
function has been assigned can be selected as a
condition.

See Section 11.1 Configuring digital input.

PTZ control

During an event the selected camera
moves to the selected position.

Only available in the recording modes alarm
input, priority alarm and software trigger.

o if the selected camera is a PTZ camera.

At least one position must be saved for the
particular camera (see Section 7.8 Configuring
automatic camera positioning for PTZ analog
cameras and PTZ LAN cameras).

Each alarm input can be assigned a position.

Tab. 5

Setting options on the Recording tab
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17.3.2 Combination example for recording modes

You want to record the live image of a camera continuously at a frame rate of

10 ips. Additionally for Saturdays and Sundays, if a movement is detected the live
image should be recorded during the movement and up to 1 minute thereafter at
20 ips. To do so, proceed as follows:

Prerequisite:

® Motion detection is enabled for at least one camera. See Section 9 Configuring
motion detection.

Select the Recording tab.
Select a camera for which motion detection is enabled from the camera list.
Select the Longtime recording sub-tab.

Ao bdh =

Select all time segments in the time table. See Section 12.2.3 Configuring
time control.

5. Inthe Pretrigger/long-time recording group field under Frame, select the
value 10.0/s.

6. Select the Motion sub-tab.
Select all time segments for Saturday and Sunday.

8. Inthe Pretrigger/long-time recording group field under Frame, select the
value 20.0/s.

9. Inthe Post-trigger period group field under Duration: m enter the value 1,
and under s enter 0.

10. Click Apply.
2 Your settings will be saved. The time table will appear as follows:

.00 300 E:00 300 12:00 15:00 18.00 21:00 24.00

b orday
Tuesday
Wednesday
T hursday
Friday
Saturday
Sunday
Holiday

Fig. 144 Time table on the "Recording” tab
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17.3.3 Transferring recording settings

In the Copy settings context menu, you can specify that a certain number of
recording settings are transferred from a camera to one or more other cameras.

1. Select the Recording tab.
2. Right click on a configured camera in the camera list.

SISTORE Mx
AR 3 Camnerall]
-JE:F K.ameral2
-JE:F K.ameral3
E LAN carnerabS
E LAM camerabh

2 The following context menu will open:

Azsume this setking For all okher cameras

Azsume this setking For a selection of cameras

EE Assume all settings for all other cameras

[ . .
Assume all settings for a selection of cameras

You have four options:

Applying a setting to all other cameras
Prerequisite:

You are on the sub-tab for the setting which you want to apply to all other cameras,

. . QO Laongtime recardin
such as long-time recording - J

1. Select Assume this setting for all other cameras.

= The setting will be saved.

Applying a setting to a selection of cameras
Prerequisite:

You are on the sub-tab for the setting which you want to apply to a particular

. . . Q Longtime recording
selection of cameras, such as long-time recording

1. Select Assume this setting for a selection of cameras.
2 The following dialog box opens.
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162

& select cameras ... x|

[ ] Camerals
e Cameral2
e Camerall
[1 Camerald

{ 5 Help Cancel | | Apply I

Fig. 145 "Select cameras® dialog on the "Recording” tab

2. Mark the checkboxes in front of the desired cameras [ Camerald
3. Click Apply.
= The setting will be saved.

Applying all settings to all other cameras
1. Select Assume all settings for all other cameras.
= Your settings will be saved.

Applying all settings to a selection of cameras
1. Select Assume all settings for a selection of cameras.
2 The Select cameras window will appear.
2. Mark the checkboxes in front of the desired cameras ] Camerall4
3. Click Apply.
= The setting will be saved.
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17.4 Configuring the overwriting of recordings

jumie

If the hard disk capacity is exhausted and overwrite mode is not disabled (see
below), the oldest data will be overwritten.

Deactivating overwrite mode

With the checkbox Deactivate overwrite mode — stop recording you can
configure the SISTORE MX software to stop saving recordings as soon as the hard
drive capacity is exhausted. This means that no recordings will be deleted on the
hard drive to make room for further recordings.

If the hard drive capacity is exhausted, the message that recording has
stopped because no storage space is available will appear on the screen

IMPORTANT and an entry will be made in the logbook. Furthermore, the Error LED will be lit.
To switch off the indication manually, you must first make space available on
the hard drive by deleting old recordings (see the user guide).

This option is not available if bank mode is enabled.

[T Deactivate ovenarite mode - stop recording

Fig. 146 "Deactivate overwrite mode - stop recording® checkbox

1. Select the Database tab.
2. Mark the checkbox Deactivate overwrite mode - stop recording.
3. Click Apply.

= The setting will be saved.

Warning if overwriting relevant data

You can define how many days in advance you want to be notified before relevant
data is overwritten. The selected time should be smaller than the remaining
storage time of the hard disk as otherwise the warning will be sent immediately
after a recording is started.

In order to extend the remaining recording time before overwriting begins you can
either use a higher image compression or provide additional hard disk capacity.

i

If you delete a recording from this period manually, no warning message will be shown.

v wiaming if overwriting relesant data within I 14 j day(z]

Fig. 147 "Warning if overwriting relevant data“ checkbox

Select the Database tab.
2. Mark the checkbox Warning if overwriting relevant data within....

3. Select how many days in advance you want to be notified before relevant data
is overwritten in the day(s) list field.

4. Click Apply.
= Your settings will be saved.
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18 Configuring data storage

18.1 General information about the storage location

164

The SISTORE MX application software supports recording on separate hard drives
and hard drive partitions.

® Ensure that there is sufficient storage space on the target drive.

IMPORTANT ® Do not use external USB hard drives, since this can lead to data loss.

® Do not use CD/DVD writers as "substitute" hard drives, since these are not
supported by the SISTORE MX application software.

Drives enabled for recording

After activating the bank and cash dispenser operation (CDM mode), the drive D:\
is reserved for recording cash dispenser image files and is no longer available.

Use of network drives

All network drives for which the user has rights will be shown in the list of drives.
As soon as a network drive is selected, the local drives serve only as replacement
drives for if the network drive fails. If the network drive becomes available again
after it has been unavailable, recording will take place again on the network drive
after the next file change.

Network drives must generally be mapped, i.e. access to a network drive can only
occur via a drive letter and not via a shared name. Ensure that the network drive is
sufficiently fast and has enough bandwidth.

— Recaording media

[ &dC: 8501 MB [0 MB fres)

=ID: 97100 MB (77002 ME free)
=IE: 57100 MB (35033 ME fre=)
=IF 202695 MB (202542 ME free)

Fig. 148 Dirive list in the "Recording media“ group field
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18.2 Selecting a storage location for recordings

In the Recording media group field, you can specify the drives on which the video
data are to be saved.

Select the System tab.

2. Inthe Recording media group field, select the drives on which you want to
save the video data.

3. Click Apply.
= The setting will be saved.

Using maximum hard drive capacity

In order to ensure system stability, 15 % of the hard drive capacity is reserved for
the operating system. By marking the checkbox Use max. hard drive storage
capacity you can deactivate this limitation. However, this can lead to an unstable
and unusable system. We recommend not setting this option.

[T Usze ma. hard dizk storage capacity

Fig. 149 "Use max. hard disk storage capacity” checkbox on the "System* tab

Select the System tab.

2. If you want maximum usage of the hard drive capacity: Mark the checkbox
Use max. hard disk storage capacity.

3. Click Apply.
= The setting will be saved.

18.3 Selecting a storage location for the database

In the Database directory group field, you can choose another directory if the
database is to be stored somewhere other than in the SISTORE MX main
directory.

v [atabaze directony

C:%Program FileshSiemens\SISTORE b = |

Fig. 150 "Database directory” group field on the "Database" tab

1. Select the Database tab.
2. Mark the checkbox Database directory.

2 The following dialog box opens.

SISTORE MX x|

1

Ny

'I) In order to activate these changes the application haz to be restarted|

Ok

3. Click OK.
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4. Click the Open button H
2 The Select directory dialog will open.
5. Select the desired directory.
6. Click Select.
7. Click OK.
= You will be in display mode.
8. Answer Yes in the confirmation dialog.
2 The SISTORE MX application software will close.

jumie

If you wait longer than 10 seconds, the SISTORE MX application software will close automatically.

9. Start the SISTORE MX application software.

18.4 Configuring automatic backup

18.4.1 Selecting a storage location for backup

>

In the Backup group field, you can specify the drives on which the backup will be
saved. The SISTORE MX application software creates a new directory with each
backup in which a copy of the database is saved. The directory will be named after
the starting point of the backup:

YYYY-MM-DD-HH-MM-SS

YYYY |year
MM month
DD day
HH hour
MM minute
SS second

A dedicated subdirectory will be created for each camera.

Ensure that there is sufficient storage space on the target drive. See Section

IMPORTANT 18.1 General information about the storage location.
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In order not to affect the system performance too much the priority of the backup
process is lower than the priority of other processes. With a higher priority, it would
not be possible to record and play back at the same time. The backup process
takes a long time due to its low priority. An incremental backup should be complete
within 24 hours.

Backup directory (= |

1. Select the Database tab.
2. Mark the checkbox Backup.

3. Click the Open button H
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2 The Select directory dialog will open.
4. Select the desired directory.
5. Click Select.
6. Click Apply.

2 The setting will be saved.

18.4.2 Removing write protection

You can configure that the write protection of recordings will be automatically
removed after the backup is finished. More information on write protection can be
found in Section 17.3 Configuring recording modes and in the SISTORE MX User
Manual.

1. Select the Database tab.
2. Mark the checkbox Remove overwrite protection.
2 The recordings can be overwritten or deleted after the backup is finished.

18.4.3 Clearing the backup directory

With the checkbox Clear directory before, you can specify that all subdirectories
of the backup directory be deleted.

¥ Clear directory befare

Fig. 151 "Clear directory before“ checkbox on the "Database” tab

Select the Database tab.

Mark the checkbox Backup.

Mark the checkbox Clear directory before.
Click Apply.

Ll

= The setting will be saved.

18.4.4 Choosing the backup schedule

In order not to affect the system performance too much the priority of the backup
process is lower than the priority of other processes. With a higher priority, it would
not be possible to record and play back at the same time. The backup process
takes a long time due to its low priority. An incremental backup should be complete
within 24 hours.

Schedule
04:00 ﬁ LIk W ton W Tue W wed W Thu W Fi W 5at ¥ Sun

Fig. 152 "Schedule" group field on the "Database" tab

Select the Database tab.
Mark the checkbox Backup.
Select the time at which the backup is to take place in the time field.
Mark the checkboxes for the days on which the backup is to be performed.
Click Apply.
= The setting will be saved.

a0 bd-=
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18.4.5 Selecting the type of recordings for backup

168

In the Backup group field, you can specify whether a complete backup or an
incremental backup is to be performed.

Complete All data will be saved. The backup can take a lot of time and require a
lot of storage space.
Incremental All data generated since the last backup are saved.

In order not to affect the system performance too much the priority of the backup
process is lower than the priority of other processes. With a higher priority, it would

not be possible
takes a long tim
within 24 hours.

to record and play back at the same time. The backup process
e due to its low priority. An incremental backup should be complete

Type
¥ Longtime Iv High pricrity alarm [ Software tiggered
I tdation [T Suspect [T Cash box
v Alarm I Test [T | Cash dizpenzer

Fig. 153 "Type" group field on the "Database" tab

1. Select the
2. Markthec
3.

> The backu

If you want to save all the data select the option Complete

Database tab.
heckbox Backup.
£+ Complete ]

p can take a lot of time and require a lot of storage space.

4. If you want to save all the data generated since the last backup, select the

option Incremental

¥ |ncremental

5. Mark the checkboxes of the recording types you want to save in the backup.

6. Click Cameras... %l.

2 The Select cameras window will appear.

N

Select the

g

cameras the recordings of which you want to save in the backup.

Click Apply.

= The settings will be saved.
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19 Configuring alarm response

19.1 Configuring e-mail notification

19.1.1 Enabling e-mail notification

With the checkbox Send e-mail you can specify that an e-mail be sent if a warning
or problem occurs.

An e-mail is sent in the case of the following problems:
Camera is missing / available again Hard drive full, recording stopped

UPS reports power failure / power supply  Failure of a hard drive
restored

Hard drive online again after failure Relevant data overwritten
Recording could not be started SISTORE MX not properly closed
Fatal recording error

jumie

In case of a problem, only the main recipient will be notified.

Sending of these messages can take place via network/DSL or an installed
modem/ISDN. For the network option an SMTP mail server must be available on
the network.

Select the E-mail and SMS tab.

2. Mark the checkbox Enable e-mail/SMS notification
[¥ Enable e-mail/SkS notification )

3. Select the System tab.
Mark the checkbox Send E-mail ¥ Send E-Mail
5. Click Apply.
= Your settings will be saved.
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19.1.2 Setting notification via the SMTP server

jmie

1. Select the E-mail and SMS tab.
2. Enter the IP address or name of the outgoing mail server in the text field Name
or TCP/IP address.

Mame or TCPAP addiess:  |mailer@siemens. conl
This is either
o the IP address of the mail server available on the network
—OR-
e the IP address or name of an SMTP server of a service provider
—OR-

o the IP address or name of an ESMTP server of a service provider

SMTP (Simple Mail Transfer Protocol) is a protocol that is mainly used to feed email messages into a
network and transfer them.

ESMTP (Extended Simple Mail Transfer Protocol) is an advanced version of the SMTP protocol.

Example: 123.45.67.8 or mail.providername.com

The fields User name and Password must only be filled out if an ESMTP server is
used.

3. Enter the user name for the ESMTP server in the User name text field.

Uzer hame:

4. Enter the password for the ESMTP server in the Password text field.

Fazzword: I
5. Enter the object name or SISTORE MX server name in the e-mail address
format in the Sender text field.

Example: objectname@company.com
“Sender

Sender: Isiemens@sisture.mrd

jumie

If this information is not available, contact your network administrator or Internet service provider.
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6. Click Apply.
= The setting will be saved.
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19.1.3 Configuring the connection to the SMTP server

In the Connection to mail server group field, you can determine whether the
connection to the SMTP server takes place via a mail server on the local network
or via a dial-in connection (RAS).

® RAS connections must be configured beforehand via the operating system.

® Please ensure that the RAS server service does not use the same ISDN device as SISTORE MX,
because otherwise no connection to the SISTORE unit will take place.

i

1. Select the E-mail and SMS tab.

You have two options to specify the connection to the SMTP server:
2. Select the option via local area network (LAN).

¥ via local area network [LAM]

—OR-

Select the option via remote access service (RAS).

¥ wiaremote access service [FAS) I%( Lizt ermpty j R&S manager |

3. Select the desired connection from the dropdown list.
4. Click RAS manager.
2 The Network connection window will appear.

5. Select the desired connection
—OR-
Add a new connection.

6. If you have added an RAS connection or renamed one: close the Network
connection window and re-open it.

2 The newly added RAS connection will be shown.
7. Select this connection.

Give the RAS connection of an imported configuration and the RAS configurations of the original
device the same names.

i

8. Click Apply.
= The setting will be saved.
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19.1.4 Entering e-mail recipient data

Mail receiver: Iiuhn.dne@sentry.cnm Test mail |

Fig. 154 Mail recipient text field on the E-mail and SMS tab

Select the E-mail and SMS tab.
2. Select the Main receiver sub-tab.

3. Enter a main recipient for e-mail in the Mail receiver text field in e-mail
address format (mandatory).

Example: john.doe@security.com

® Multiple recipients can be entered in this text field. Separate the individual e-mail addresses with a
semicolon. The field is limited to 256 characters.

jumie

® In case of a problem, only the main recipient will be notified.

® This person will receive all e-mail natifications at any time of day or night.

4. Click Apply.
= The setting will be saved.

E-mail notification test

You can test whether a recipient receives an e-mail in case of a warning or
problem.
1. Click Test mail.
> A test e-mail will be sent to the selected recipient.
2. Check the e-mail inbox of the recipient.

19.1.5 Configuring time control

In the group field Time control, you can determine the period in which the second
through fifth recipient receives an e-mail. The main recipient receives all e-mail
notifications at any time of day or night.

¥ Time control

Select the E-mail and SMS tab.
Select the 2nd receiver sub-tab.
Mark the checkbox Time control in the Time control group field.

Ao nh =

Click Options ....
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2 The following dialog box opens.

J¥ SISTORE MX time control x|

1200 15:00 1BiIZIEI

bk arday
Tuezday
Wednesday
Thurzday
Friday
Saturday
Sunday
Haliday

. .)J Help | Canicel | k. I

Fig. 155 "SISTORE MX time control" dialog

5. Set the desired time period (see Section 12.2.3 Configuring time control).
Click OK.

7. Repeat steps 2 and 6 as often as required if you want to configure time
control for multiple recipients.

8. Click Apply.
= The setting will be saved.

19.2 Configuring SMS notification

19.2.1 Enabling SMS notification

With the checkbox Send SMS you can specify that an SMS be sent if a warning or
problem occurs.

An SMS is sent in the case of the following problems:

e Camera is missing / available again e Failure of a hard drive

o UPS reports power failure / power o Relevant data overwritten
supply restored

e Hard drive online again after failure e SISTORE MX not properly closed

® Recording could not be started e Fatal recording error

e Hard drive full, recording stopped

mie

In case of a problem, only the main recipient will be notified.

1. Select the E-mail and SMS tab.

2. Mark the checkbox Enable e-mail/SMS notification
¥ Enable e-mail/SkS notification )
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3. Select the System tab.

4. Mark the checkbox Send SMS ¥ Send SMS
5. Click Apply.
= Your settings will be saved.

19.2.2 Entering SMS recipient data

SMS receiver |'| 2345678302 online. de Test SM5 |

Fig. 156 "SMS receiver" text field on the "E-mail and SMS"

Select the E-mail and SMS tab.

2. Select the Main receiver sub-tab.

3. Inthe text field SMS receiver, enter the telephone number with the network
information as shown in the example.

Examples:

® D1 network: <telephone number>@t-d1-sms.de

® D2 network: <telephone number>@d2-message.de

® E network <telephone number>@smsmail.eplus.de

® E2: <telephone number>@o2online.de

SMS messages are sent to the mobile telephone via the e-mail function of the provider, thus it must
be enabled to receive e-mail SMS messages. The receipt of such SMS messages generally incurs
fees for the mobile telephone user.

jumie

4. Repeat steps 2 and 3 as often as required if you want to set up multiple
recipients.

In case of a problem, only the main recipient will be notified.

jumie

He receives all SMS messages at any time of the day or night if the relevant mobile telephone is
switched on.

5. Click Apply.
= The setting will be saved.

Sending a test SMS

You can test whether the main recipient receives an SMS in case of a warning or
problem.
1. Click Test SMS.
2 An SMS will be sent as a test.
2. Check whether the SMS arrives.
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19.2.3 Configuring time control

In the group field Time control, you can determine the period in which the second
through fifth recipient receives an SMS. The main recipient receives all SMS
notifications at any time of day or night.

¥ Time control

Select the E-mail and SMS tab.
Select the 2nd receiver sub-tab.
Mark the checkbox in the Time control group field.

DN

Click Options ....

2 The SISTORE MX time control window will open.
Configure the time table. See Section 12.2.3 Configuring time control.
Click OK.

7. Repeat steps 2 and 6 as often as required if you want to configure time
control for multiple recipients.

8. Click Apply.
= The setting will be saved.

o o

19.3 Configuring alarm notification

19.3.1 Configuring alarm notification over the network

You can configure alarm notification in case of alarms and errors over the
network.

In case of alarm or error messages, a connection will be made to a SISTORE
RemoteView client and the live image of the particular camera will be shown there.
Prerequisites:

® The SISTORE RemoteView application software has been started. See Section
26.2 Starting SISTORE RemoteView and logging in.

® The option Allow alarm connection is enabled in the SISTORE RemoteView
application software. See Section 26.4.2 Configuring the network connection.

1. Select the Alarm connection tab.
2. Select the main connection sub-tab.
3. Select the option Connect via LAN.

IP address I'I 27.0.01

Paort Ir

4. Enter the IP address in the IP address field.
5. Enter the port in the Port field.

6. Repeat steps 2 and 5 as often as required if you want to set up multiple
connections. You can set up max. 1 main connection and 4 alternative
connections.

f* Connect via LAN

=2 You can now configure the alarm notification.
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Notification in case of alarms
1. Select the Recording tab.
2. Select the Alarm input sub-tab.

3. Mark the checkbox Alarm call ¥ Alamcall

i In case of an event, the system attempts to call the main recipient via the main connection. If this
does not succeed, a call to the second recipient is made via the first alternative connection, etc.
4. Click Apply.
= Your settings will be saved.

Notification in case of errors

1. Select the System tab.

2. Mark the checkbox Alarm call in the Warnings I Alam call
S In case of an event, the system attempts to call the main recipient via the main connection. If this
l does not succeed, a call to the second recipient is made via the first alternative connection, etc.

3. Click Apply.
= Your settings will be saved.

19.3.2 Configuring alarm notification over ISDN

You can configure alarm notification in case of alarms and errors over ISDN.

In case of alarm or error messages, a connection will be made to a SISTORE
RemoteView client and the live image of the particular camera is shown there.
Prerequisites:

® An ISDN modem is connected to the SISTORE unit. A driver has been installed.

® The SISTORE RemoteView application software has been started. See Section
26.2 Starting SISTORE RemoteView and logging in.

® The option Allow alarm connection is enabled in the SISTORE RemoteView
application software. See Section 26.4.2 Configuring the network connection.

1. Select the Alarm connection tab.
2. Select the Main connection sub-tab.
3. Select the option Connect via ISDN.

Phore nurber IU?E'I 5350

ISDM channel bundling [+

' Connect via SO

4. Mark the checkbox ISDN channel bundling if necessary.

5. Repeat steps 2 and 5 as often as required if you want to set up multiple
connections. You can set up max. 1 main connection and 4 alternative
connections.

=2 You can now configure the alarm notification.

176

Siemens Building Technologies
Fire Safety & Security Products 02.2009



Configuring alarm response

Notification in case of alarms
1. Select the Recording tab.
2. Select the Alarm input sub-tab.

3. Mark the checkbox Alarm call IV Alarn cal )

In case of an event, the system attempts to call the main recipient via the main connection. If this
does not succeed, a call to the second recipient is made via the first alternative connection, etc.

jumie

4. Click Apply.
= Your settings will be saved.

Notification in case of errors
1. Select the System tab.

2. Mark the checkbox Alarm call ¥ &lameal i he Warnings section.

In case of an event, the system attempts to call the main recipient via the main connection. If this
does not succeed, a call to the second recipient is made via the first alternative connection, etc.

jumie

3. Click Apply.
= Your settings will be saved.

19.3.3 Configuring time control

In the Time control group field, you can determine the period during which an
alarm connection is to take place.

¥ Time contral

Prerequisites:

® The SISTORE RemoteView application software has been started. See Section
26.2 Starting SISTORE RemoteView and logging in

® The option Allow alarm connection is enabled in the SISTORE RemoteView
application software. See Section 26.4.2 Configuring the network connection.

1. Select the Alarm connection tab.
2. Select the 1. alternative connection sub-tab.
3. Mark the checkbox in the Time control group field.
4. Click Options ....
2 The SISTORE MX time control window will open.
5. Configure the time table. See Section 12.2.3 Configuring time control.
6. Click OK.

7. Repeat steps 2 and 6 as often as required if you want to configure time
control for multiple alternative connections.

8. Click Apply.
= The setting will be saved.
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19.4 Configuring the FTP server

/N

You can configure a connection to the FTP server on the FTP tab. In case of an
alarm, the alarm message will be stored as an MSG file and an alarm image as a
JPEG in the root directory on the FTP server. This procedure is based on a special
German standard (EBUS from Accelance). The root directory is in the Users
directory. Usually a dedicated root directory is created for each user of the FTP
server.

The alarm image and text file will be named after the starting point of the alarm:

YYYYMMDDHHMMSSxxxX.jpg

YYYY |year

MM month

DD day

HH hour

MM minute

SS second

XXX milliseconds

In case of an alarm, a subdirectory will be created which is named after the camera
for which the alarm occurred.

Ensure that there is sufficient storage space on the target drive. See Section

IMPORTANT 18.1 General information about the storage location.

¥ FTP enabled

— FTP semver
LRLAF: Iftp-imagine.de
Part; I:21 ¥ Passive FTF
Uzer name: ILISEH
FPaszward: Il-"u
Roat directaon: |5|5TDHE b FTH

Fig. 157 FTP server group field on the FTP

Configuring the FTP server

1. Select the FTP tab.

2. Mark the checkbox FTP enabled.

3. Enter the IP address of the FTP server in the URL/IP text field.

jumie

If this information is not available, contact your network administrator or Internet service provider.
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4. Enter the port number of the FTP server in the Port text field. The port is
usually 21.

5. If the SISTORE MX application software is operated behind a firewall, mark
the checkbox Passive FTP.

6. Enter the user name for the FTP server in the User name text field.
7. Enter the password for the FTP server in the Password text field.

8. Enter the name of the directory in which all alarm images are to be saved in
the text field Root directory.

If you have not entered a name in the text field Root directory, the alarm
images will be saved directly in the "Users" directory.

Using the FTP server

You can use the FTP server in the Recording tab in the following recording modes
(sub-tab of the Recording tab):

® Motion

® Alarm input

Priority alarm
® Suspicion

—

Select the appropriate sub-tab on the Recording tab .
Mark the checkbox FTP ¥ FTF
Click Apply.

= The setting will be saved.

Lol

19.5 Testing alarm response

You can simulate an alarm in order to test the configured alarm response.

mie

It is not necessary to stop the recording process.

Allow alarm simulation
1. Select the System tab.
2. Mark the checkbox Allow alarm simulation.
3. Click OK.
= The setting will be saved.

Simulate alarm

Prerequisites:
® Alarm simulation is allowed.

® At least one alarm input must have been configured. See Section 12 Configuring
alarm inputs.

—OR-
At least one camera that has motion detection activated must have been
configured as an alarm input. See Section 17.3 Configuring recording modes.
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1. Select the menu sequence Action > Simulate alarm ...
2 The following dialog box opens.

& SISTORE M¥ alarm simulation E

M3 08
B5 Axiz 231D
K.ameralZ
K.amera03
Alarmgeberd01
gﬁ" Alarmgeberd02
gﬁ" Alarmgeberd03
gﬁ" Alarmgeberd04
gﬁ" Alarmgeber 01
gﬁ" Alarmgeber! 02
gﬁ" Alarmgeber! 03
gﬁ" Alarmgeber! 04

| Alarm |

Autamatic
[ Periodic alarm every 600 g zeconds

[ Random alarm input selection

Help Cancel

2. To simulate a specific alarm select the desired alarm input or camera.

3. To simulate all alarms periodically one after the other, mark the checkbox
Periodic alarm every... and enter the time interval in seconds.

4. If the alarm inputs for the periodic alarm simulation are to be selected
randomly, also mark the checkbox Random alarm input selection.

5. Click on Alarm.

2 The alarms will be simulated.
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20 Configuration of bank mode

20.1 Enabling bank mode

i

Cash register mode and bank mode are mutually exclusive. Only one of the two tabs is available at
any time.

¥ Eank mode
Fig. 158 Bank mode checkbox on the System tab

1. Select the System tab.
2. Mark the checkbox Bank mode.
2 The following dialog box opens.

SISTORE MX x|

1

'I) In order to activate these changes the application haz to be restarted!
.

Ok

Fig. 159 SISTORE MX dialog

3. Click OK.

> The SISTORE MX application software will close.
4. Startthe SISTORE MX application software.

> The Banking tab will be shown.

20.2 Configuring the number of recordings

mie

In the Cash box parameters group field you can specify how many test, suspicion
and holdup recordings are saved on SISTORE MX.

Suspicion and holdup recordings will be made if an alarm input with suspicion or
holdup priority is assigned to a particular camera and sends an alarm to this
camera. Suspicion and holdup recordings are recorded in the logbook so that it is
possible to search selectively for these recordings at a later date.

Trial recordings are triggered manually by the user. Further information on this can
be found in the SISTORE MX User Manual.

For suspicion and holdup recordings, the SISTORE MX application software creates an internal write
protection that cannot be removed by the user. As soon as the set number of suspicion and holdup
recordings is reached, the system enables the oldest recording of the particular type to be deleted.
Afterward this recording is treated like an ordinary room recording and can be automatically
overwritten by the system if necessary.
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Cazh bow parameters

Huriber af zuzpect recardings 10 —I
Numbernflestrecordingsl j

=T

MHurnber of holdup recardings 10 j

Fig. 160 Cash box parameters group field on the Banking tab

Prerequisite:

® The SISTORE MX application software is in bank mode. See Section 20.1
Enabling bank mode.

Select the Banking tab.
Enter a value in the Number of test recordings field.
Enter a value in the Number of suspect recordings field.
Enter a value in the Number of holdup recordings field.
Click Apply.

= The settings have been saved.

o o0bd-=

20.3 Configuring forced logout

If one of two chip cards is removed from a card reader connected to SISTORE MX,
the system will force a logout. In order to log in again, both chip cards must be
inserted into the readers again.

If no delay has been configured, the logout will be forced the moment a chip card is removed from a
reader.

jmie

If a delay has been configured, the logout will be forced after the set period of time.

Setting a delay time for forced logout

Prerequisites:

® 2 chip card readers are connected to SISTORE MX and recognized by the
operating system.

® The SISTORE MX application software is in bank mode. See Section 20.1
Enabling bank mode.

Select the Banking tab.
Mark the checkbox Forced logout (see Fig. 161).
Set the time after which the logout is to be forced.
Click Apply.

=2 The settings will be saved.

A obh =

v Forced logout
after I 1 ill rinute(z]

Fig. 161 Forced logout group field
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21 Configuration of cash dispenser mode

21.1 Enabling cash dispenser mode

Cash register mode and bank mode are mutually exclusive. Only one of the two tabs is available at
any time.

i

Prerequisites:
® Bank mode is enabled. See Section 20.1 Enabling bank mode.

1. Select the System tab.
2. Mark the checkbox Cash dispenser.

2 Confirm the message that follows with OK.
3. Click OK on the System tab.
2 The following dialog box opens.

SISTORE MX X

The changes you have made need an application restart,
] Fleaze quit the application and restart it o,

Do pou wizh to cloge SISTORE kx now?

ez [Bg] Mo

Fig. 162 SISTORE MX dialog box

2 The SISTORE MX application software will close.

If you wait longer than 10 seconds, the SISTORE MX application software will close automatically.

jumie

4. Start the SISTORE MX application software.
= The Banking tab will show the cash dispenser mode.
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Configuring dilBM_PBM type

21.2 Configuring cash dispenser monitoring

1.
2,

Select the Banking tab.

(W] SISTORE M
IEM_PEM
don't use

dan't use

dan't use

dan't use

dan't use
dan't use

dan't use

Fig. 163 Cash dispenser list on the Banking tab

3.

Select the desired cash dispenser in the cash dispenser list.

Select the desired manufacturer or protocol from the Type dropdown list.

— Cash dizpenzer ¢ access control

Type |KEBA_Gaa

Speed I'I 200 - I
Parity ID 7 I
Data bits I? - I

Stop bitz |1 I Dptiu:uns...l

[ Camerali
G Cameral?
F¥ Camerall3
¥ Cameral4

=

Cash dizpenser...

Fig. 164 Cash dispenser / access control group field on the Banking tab

The SISTORE MX application software supports up to 8 automated tellers of
various manufacturers and protocols:

Cash dispenser Type Cross-reference

ASCOM IBM_PBM type

DIEBOLD IBM_PBM type

IBM IBM_PBM type

IBM_PBM IBM_PBM type

KEBA_GAA IBM_PBM type

KEBA_ZKS SNI_DREBA type Section 21.2.3: Configuring
the SNI_DREBA type

NCR NCR type Section 21.2.2: Configuring
the NCR type

SNI NCR type Section 21.2.2: Configuring
the NCR type

SNI_DREBA SNI_DREBA type Section 21.2.3: Configuring
the SNI_DREBA type

SNI_PBM IBM_PBM type
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2 The selected cash dispenser will be shown with the name of the manufacturer
or the protocol in the cash dispenser list.

2 The interface parameters speed, parity, data bits and stop bits are set
automatically. Further information on this will be found in the cash dispenser

documentation.

jumie

The combination 7 data bits and parity = none is not supported.

4. Click Options....

= The following dialog box opens.

.J:-f SISTORE MX cash dispenser options - IBM_PBM

— Cazh dizpenzer zpecific

Tel iti F T
Ficture per step / Telegram |3 vI —Date FegtEm poston o -
Diay |1 2 I'I 3
~ Picture recording Month |1 i |-| 1
First picture from step I I Vear IM— I.IE—
Second picture from ztep IF 'I
Third picture from step 11 = [ Time
H our I1 B I'I 7
— Time Minute |1B |'|E|
V' Timesynchionisation Cecond IEEI |21
Timeout 180 i =
—Fieldz
Timestep I-_“' 'I
ID-Ma. IEE IEEI
_ _ Barkcode |42 |49
— Delay of picture recarding 4 Seconds
Acount-Mr. IEEI ISE
Portrait a b
Arnaunt IEE |E1
Cash I b
Ao m Currency IU IU
Ficture to picture I'I "I S tatus Il:I Il:I
Tranzactionz-MNa. IEE IEE
~ Picture recording / Camera zequence Creditcard-MHo. IEH |44
Portrait 1 GA1_Port ||GA1_Port » [[Ga1_Port || | “Er ) Craditcard-distinetion
Telegrampozition I
Indication I
Cash1 |GA1_Port x| |Ga1_Port = |[GAT_Port ~|
Difference Telegramlength I
Room1  |GAT_Port > ||GAT_Part = | |G4T1_Port > | Defaul |

o

Help Cancel |

%

Fig. 165 Settings of the IBM_PBM cash dispenser type
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jumie

jumie
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The following settings can be made in this window:

The IBM, IBM_PBM, SNI_PBM, DIEBOLD, KEBA_GAA and ASCOM cash dispenser types work
according to the PBM (Personal Banking Machine) protocol from IBM. The settings options of these
cash dispenser types can differ a little from the settings options of the PBM type.

Picture per step/Telegram

Indicate here how many images per step/telegram are to be recorded.

Picture recording

The image recording for the images 1, 2 and 3 (or for the image group if multiple
images are recorded from one camera or various cameras for a telegram) will be
initiated based on the step ID, i.e. the step ID determines whether and when an
image or an image group is recorded. The setting for which steps are used is made
here with three configurable steps:

o First picture from step: for the first image recording

® Second picture from step: for the second image recording

o Third picture from step: for the third image recording

If no step is specified for the third image or for the image group, image 3 will be

recorded at a delay time (VZ_BILD_BILD) from image 2 which can be set in the
configuration.

In order for the cash dispenser link to ensure secure operation, at least two fields (step 3 and 10 or
11) in the cash dispenser must be enabled!

The enabling takes place directly on the cash dispenser via the “CI”. This involves the configuration
file “Custom.dat”.

Time

The following settings can be made in the Time group field:

® Time synchronization:
If multiple automated tellers are connected to a SISTORE MX system this
specification can define which ones synchronize the SISTORE MX system.

We recommend enabling time synchronization only for one interface (one cash
dispenser); if the cash dispensers have different times, this is urgently
necessary.

® Timeout:

After a set timeout period an active transaction is automatically ended. This is
necessary in order to close transactions properly for which the last specified step
is missing, for example with an account balance query. The specification of the
timeout is in seconds.
TIMEOUT=300
If a transaction is ended by a timeout, an archive entry with status=2 is made.

® Timestep:
The TIMESTEP parameter can determine which telegram is used for the

synchronization. This is to achieve optimal agreement of the time between the
SISTORE MX archive and the automated teller journal.
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Delay of picture recording

The following fields can be used to define the delay times in seconds between the
arrival of the telegram and the actual recording of the image:

® Portrait

® Cash

® Room

® Picture to picture

The picture to picture dropdown is enabled if a telegram is to result in multiple
images being recorded by a camera or an image each from various cameras.

Picture recording / Camera sequence

Here you set the sequence of the cameras for image recording at the various
telegram times.

Cash dispenser specific

Here there are default values which can be changed for the individual cash dispenser types.

jumi @

Date: day, month, year

Time: hours, minutes, seconds
Account number

Bank code

Amount

°
°

°

[ ]

[ ]

® Currency
e Status

® Transaction number
® Credit card number
°

ID no. (workstation ID)

To determine the positions from the telegram, the log mechanism in the file
GAA.ini in the [DEBUGINFQ] section is to be activated.

Then the telegrams can be represented via the log file DTC_GAA.log.

EC / Credit card distinction

The telegrams of EC cards and credit cards differ, depending on cash dispensers
or computing centres, by particular characteristic characters (such as blank
spaces), which are at a particular position in the telegram and also differ
sometimes in the length of the telegram. These characteristic characters are
identifiable by their ASCII code.

® Enter the position of the characteristic character, such as 39, in the field
"Telegram position".

Example

39 Position for differentiating between EC and credit card
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o Enter the ASCII code of the characteristic character in the field "Indication”, such
as the number "32" for a blank space. Example:

Example

37 Character for differentiation as ASCII code //e.g. Chr(32) =""

In exceptional cases, the telegram generated by a credit card is longer.

® Enter the difference in telegram length of the two card types in the
corresponding field, for example 7.

Example

7 /I Difference in telegram length between EC and credit card, for
example 7

With EC cards there is a blank space at position 39. Credit cards have no blank
space at this position. A blank space has the ASCII code "32".

Telegram for an EC card:
1

!

055067¥661011603105510991707126550105 0009807573 7 10000 ON

Telegram for a credit card:

De60676610116031059599920071591004D0411021285363 10000 OMN

3

Blank space at position 39; the ASCII code for a blank space is 32

No blank spaces

3 The difference in telegram length between an EC card and a credit card is 7 characters

1. Click OK.

You have two options to assign cash dispenser cameras:
2. Mark the checkbox in front of the desired camera in the cash dispenser
camera list.
—OR-
3. Right-click on the cash dispenser camera list.
2 The SISTORE MX context menu will open.

4. Mark Select all.
> All cameras will be selected.

You can assign a maximum of 3 cash dispenser cameras to each cash dispenser.

jumie

5. Inthe Stored for field, select the number of days that are to be saved and not
automatically overwritten.

6. In the Number of transactions field, select the number of transactions that
are to be saved and not automatically overwritten.
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~ Eeneral

Stared far I a0 j dav(z]

Mumber of =
tranzactions 50000 s

=]

Fig. 166 Cash dispenser / access General group field on the Banking tab

Cash dispenser recordings will be deleted if the storage period or number of transactions is exceeded
or if the recording capacity of the hard drive (D:\) is exhausted.

i

21.2.2 Configuring the NCR type

1. Select the Banking tab.
2. Select the desired cash dispenser in the cash dispenser list.

[ @] SISTORE M
----- EC |BM_PER
----- I don't uze
----- I don't uze
----- I don't uze
----- I don't uze
----- I don't uze
----- I don't uze
----- I don't uze

Fig. 167 Cash dispenser list on the Banking tab

3. Select the desired manufacturer or protocol from the Type dropdown list.

— Cash dizpenzer / access contral

Cazh dizpenzer...
Type |KEB:&_GM ﬂ (. Carneralll

? Cameral2

Speed |1 200 hl I
Parity I I

bﬁ' Cameral3
? Camerald

0 -
Databits |7 - ] R Camerall7 |
Stop bits |1 vI Elpti.:.ns,,,l

Fig. 168 Cash dispenser / access control group field on the Banking tab
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The SISTORE MX application software supports up to 8 automated tellers of
various manufacturers and protocols:

Cash dispenser Type Cross-reference

ASCOM IBM_PBM type Section 21.2.1: Configuring
dilBM_PBM type

DIEBOLD IBM_PBM type Section 21.2.1: Configuring
dilBM_PBM type

IBM IBM_PBM type Section 21.2.1: Configuring
dilIBM_PBM type

IBM_PBM IBM_PBM type Section 21.2.1: Configuring
dilBM_PBM type

KEBA_GAA IBM_PBM type Section 21.2.1: Configuring
diIBM_PBM type

KEBA_ZKS SNI_DREBA type | Section 21.2.3: Configuring the
SNI_DREBA type

NCR NCR type Section 21.2.2: Configuring the NCR
type

SNI NCR type Section 21.2.2: Configuring the NCR
type

SNI_DREBA SNI_DREBA type | Section 21.2.3: Configuring the
SNI_DREBA type

SNI_PBM IBM_PBM type Section 21.2.1: Configuring
dilBM_PBM type

2 The selected cash dispenser will be shown with the name of the manufacturer
or the protocol in the cash dispenser list.

2 The interface parameters speed, parity, data bits and stop bits are set
automatically. Further information on this will be found in the cash dispenser

documentation.

jumie

The combination 7 data bits and parity = none is not supported.

4. Click Options....
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.J:-‘;‘ SISTORE MX cash dispenser options - NCR

2 The following dialog box opens.

Picture per ztep / Telearam 1

Murnbe

— Mumber of Telegrams

J

~ Time

Timeot

¥ Timesprchronization

180 -

Partrait
Cazh

R oom

— Delay of picture recording 4 Seconds

Picture to picture

.

[=1 =]
1114

|

~ Picture recording £ Camera sequence

Pairtrait 1 IG-":"-1 _Part » | I =] I ]

Cazh 1

||3m_Pc.rt j| j| ~]

Room 1

||3m_Pc.ri, j| j| =

Configuration of cash dispenser mode

ol

Help Caricel | k. I

Fig. 169 Settings of the NCR cash dispenser type

The following settings can be made in this window:

ie

In contrast to the cash dispenser type SNI, for the NCR cash dispenser type only the field "Number" is

shown in the group field Number of telegrams.

Picture per step/Telegram

Indicate here how many images per step/telegram are to be recorded.
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Number of telegrams

Enter the number of telegrams sent by the cash dispenser here.

Time
The following settings can be made in the Time group field:
® Time synchronization:

If multiple automated tellers are connected to a SISTORE MX system this
specification can define which ones synchronize the SISTORE MX system.

It is recommended to enable time synchronization only for one interface; if the
cash dispensers have different times, this is urgently necessary.

® Timeout:

After a set timeout period an active transaction is automatically ended. This is
necessary in order to close transactions properly for which the last specified step
is missing, for example with an account balance query. The specification of the
timeout is in seconds.

TIMEOUT=300
If a transaction is ended by a timeout, an archive entry with status=2 is made.

Delay of picture recording / seconds

The following fields can be used to define the delay times in seconds between the
arrival of the telegram and the actual recording of the image:

® Portrait

® Cash

® Room

® Picture to picture

The picture to picture dropdown is enabled if a telegram is to result in multiple
images being recorded by a camera or an image each from various cameras.

Picture recording / Camera sequence

Here you set the sequence of the cameras for image recording at the various
telegram times.

1. Click OK.

You have two options to assign cash dispenser cameras:
® Mark the checkbox in front of the desired camera in the cash dispenser camera
list.
—OR-
® Right-click on the cash dispenser camera list.
2 The SISTORE MX context menu will open.
2. Mark Select all.
= All cameras will be selected.

jumie

You can assign a maximum of 4 cash dispenser cameras to each cash dispenser.
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3. Inthe Stored for field, select the number of days that are to be saved and not
automatically overwritten.

4. In the Number of transactions field, select the number of transactions that
are to be saved and not automatically overwritten.
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~ Eeneral

Stared far I a0 j dav(z]

Mumber of =
tranzactions 50000 s

=]

Fig. 170 Cash dispenser / access General group field on the Banking tab

Cash dispenser recordings will be deleted if the storage period or number of transactions is exceeded
or if the recording capacity of the hard drive (D:\) is exhausted.

i

21.2.3 Configuring the SNI_DREBA type

1. Select the Banking tab.
2. Select the desired cash dispenser in the cash dispenser list.

[ @] SISTORE M
----- EC |BM_PER
----- I don't uze
----- I don't uze
----- I don't uze
----- I don't uze
----- I don't uze
----- I don't uze
----- I don't uze

Fig. 171 Cash dispenser list on the Banking tab

3. Select the desired manufacturer or protocol from the Type dropdown list.

— Cash dizpenzer / access contral

Cazh dizpenzer...
Type |KEB:&_GM ﬂ (. Carneralll

? Camerall2
Speed I1 200 :I' S Cameral3
Parity I :I

|:| -
Data bitz |7 -

Stop bits |1 I Dptiuns...l

Fig. 172 Cash dispenser / access control group field on the Banking tab

The SISTORE MX application software supports up to 8 automated tellers of
various manufacturers and protocols:

Cash dispenser Type Cross-reference

ASCOM IBM_PBM type Section 21.2.1: Configuring
dilBM_PBM type
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Cash dispenser Type Cross-reference

DIEBOLD IBM_PBM type Section 21.2.1: Configuring
dilBM_PBM type

IBM IBM_PBM type Section 21.2.1: Configuring
dilBM_PBM type

IBM_PBM IBM_PBM type Section 21.2.1: Configuring
dilBM_PBM type

KEBA_GAA IBM_PBM type Section 21.2.1: Configuring
dilBM_PBM type

KEBA_ZKS SNI_DREBA type Section 21.2.3: Configuring
the SNI_DREBA type

NCR NCR type Section 21.2.2: Configuring
the NCR type

SNI NCR type Section 21.2.2: Configuring
the NCR type

SNI_DREBA SNI_DREBA type Section 21.2.3: Configuring
the SNI_DREBA type

SNI_PBM IBM_PBM type Section 21.2.1: Configuring
diiBM_PBM type

2 The selected cash dispenser will be shown with the name of the manufacturer
or the protocol in the cash dispenser list.

2 The interface parameters speed, parity, data bits and stop bits are set
automatically. Further information on this will be found in the cash dispenser
documentation.

jumie

The combination 7 data bits and parity = none is not supported.

4. Click Options....
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2 The following dialog box opens.

JFSISTORE MX cash dispenser options - SNI_DREBA

Picture per gtep / Telegram

E—

 Time
v Timesynchronization

Timeout 180 =

 Delay of picture recording / Seconds

—

Picture to picture

r Picture recording / Camera sequence

Fortrait 1 |GAT_Port x ||G41_Port = ||5&1_Part > |

Partrait 2 |GA1_Port x| |G&1_Fort > | |GA1_Port = |

Portrait 3 |G41_Port ¥ |[GA1_Part »|[Ga1_Port = |

Cashi  |GA1_Port = ||GAT_Port v ||GA1_Part = |

Cash2  |GA1_Port ¥ |[GA1_Part »|[Ga1_Port = |

[Ga1_Port > |[Ga1_Port > ||Ga1_Pod ~|

Fioom 1

Configuration of cash dispenser mode

o

Help |

Cancel | QK. I

Fig. 173 Settings of the SNI_DREBA cash dispenser type

2 The following settings can be made in this window:

jumie

In contrast to the cash dispenser type SNI_DREBA, with the cash dispenser type KEBA_ZKS no
settings can be made for Picture recording / Camera sequence.

Picture per step/Telegram

Indicate here how many images per step/telegram are to be recorded.
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Time
The following settings can be made in the Time group field:
® Time synchronization:

If multiple automated tellers are connected to a SISTORE MX system this
specification can define which ones synchronize the SISTORE MX system.

It is recommended to enable time synchronization only for one interface; if the
cash dispensers have different times, this is urgently necessary.

® Timeout:

After a set timeout period an active transaction is automatically ended. This is
necessary in order to close transactions properly for which the last specified step
is missing, for example with an account balance query. The specification of the
timeout is in seconds.

TIMEOUT=300
If a transaction is ended by a timeout, an archive entry with status=2 is made.

Delay of picture recording / seconds

The picture to picture field can be used to define the delay times in seconds
between the arrival of the telegram and the actual recording of the image:

The picture to picture dropdown is enabled if a telegram is to result in multiple
images being recorded by a camera or an image each from various cameras.

Picture recording / Camera sequence
Here you set the sequence of the cameras for image recording at the various
telegram times.
1. Click OK.
= The setting will be saved.

You have two options to assign cash dispenser cameras:

® Mark the checkbox in front of the desired camera in the cash dispenser camera
list.

—OR-
® Right-click on the cash dispenser camera list.
2 The SISTORE MX context menu will open.
2. Mark Select all.
= All cameras will be selected.

jumie

You can assign a maximum of 4 cash dispenser cameras to each cash dispenser.
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3. Inthe Stored for field, select the number of days that are to be saved and not
automatically overwritten.

4. In the Number of transactions field, select the number of transactions that
are to be saved and not automatically overwritten.
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~ Eeneral

Stared far I a0 j dav(z]

Mumber of =
tranzactions 50000 s

=]

Fig. 174 Cash dispenser / access control General group field on the Banking tab

Cash dispenser recordings will be deleted if the storage period or number of transactions is exceeded
or if the recording capacity of the hard drive (D:\) is exhausted.

i

21.3 Configuring access control

21.3.1 Adding and removing card readers

Prerequisites:

® At least one card reader is connected via an interface to a COM port of the
SISTORE MX. See Section 5.12 Connecting the MX Multi-Channel Box RCI
0601 and an access reader (Kebin) and Section 5.13 Connecting (Miniter)
interface and access reader.

® The options Bank mode and Cash dispenser are activated. See Section 20.1
Enabling bank mode and Section 21.1 Enabling bank mode.

Add a new card reader
1. Select the Banking tab.

=
2. Click the —— I button in the Access group field.
2 A new card reader is added to the list (see below).
T Acoens
SISTORE b Access control camerag
o L9 READERT

Door contral .. |

Aocezs contral ... |

Fig. 175 "Access" group field in the "Banking" tab
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Remove a card reader from the list
1. Select the Banking tab.

2. Select the card reader you wish to remove from the list.

3. Click the ﬁ button in the Access group field.

2 A confirmation dialog will be opened.
4. Click Yes in the confirmation dialog.

> The card reader is removed from the list.

21.3.2 Configuring the door control function

[T

The door control function has to be configured separately for each reader terminal.

The SISTORE MX door control distinguishes between 3 states:

I:l:l:l:l opened (door opens even if no card is presented)

E steered (door opens only if a valid card is presented)

EEEE closed (no access possible)

When changing from one state to another, please note the following:

from closed - to opened possible
from closed - to steered possible
from steered - to closed possible

from steered - to opened

not possible / the state must be set to
closed first and can then be set to opened

from opened - to closed

possible

from opened > to steered

not possible / the state must be set to
closed first and can then be set to steered

Prerequisites:

® The options Bank mode and Cash dispenser are activated. See Section 20.1
Enabling bank mode and Section 21.1 Enabling cash dispenser mode.

® At least one card reader is in the list. See Section 21.3.1 Adding and removing

card readers.

N -

3. Click Door control...

2 The following dialog box opens.
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Select the Banking tab.

Select the desired card reader from the list.
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¥ SISTORE M¥ Doorcontrol - READER 1 x|

opened | steered |

.00 300 G:00 900 12:00 15:00 18:00 2100 24:00

b ornday
Tuesday
YWwiedneszday
Thursday
Friday
Saturday
Sunday
Haliday

. 5 Help | Cancel | (] 4 I

Fig. 176 SISTORE MX Door control dialog (unconfigured state)

4. Select the opened tab.
5. Select the desired times by pressing the left mouse button.

2 The selected time period is displayed in the timeline in the form of a green bar
(see Fig. 177).

6. Select the steered tab.
7. Select the desired times by pressing the left mouse button.

2 The selected time period is displayed in the timeline in the form of a blue bar
(see Fig. 177).

You cannot switch directly from steered to opened state (or vice versa). You have to select closed
state first.

mie

,-',gf SISTORE MX Doorcontrol - READER 1 5[

opened steered |

iZI:DIZI 300 E:I|ZIIZI 900 1 2iIZIIZI 15:00 18:00 2100 24:00
[ T R B [ o

tonday M M

Tuesday M M

Wednesday | ————— ——
Thursday e ————— —
(T e e A —— ——
551112 | e e s e e e e e s e
501115 | e e et e e e e e e e e
ST S N S S S

. 5 Help | Cancel | k. |

Fig. 177 "SISTORE MX Door control" dialog (configured)

8. Click OK.
9. Click Apply.
= The settings will be saved.
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21.3.3 Configuring a black list

By means of a black list, individual cards or groups of cards can be denied access.

jmie

The black list has to be configured separately for each reader terminal.

B Accesscontrol - READERL

Prerequisites:

® The options Bank mode and Cash dispenser are activated. See Section 20.1
Enabling bank mode and Section 21.1 Enabling cash dispenser mode.

® At least one card reader is in the list. See Section 21.3.1 Adding and removing
card readers.

Add a new entry to the black list
1. Select the Banking tab.
2. Select the desired card reader from the list.
3. Click on Black list.
2 The following dialog box opens.

Acount-Mr. | Bankcode

| from | until | Bemark

4|

Add entry

Edit entry

Delete al

Delete entmy x

| 2

Help | Cancel (0]
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Fig. 178 Access control dialog

=
4. Click the New entry button J

= The following dialog box opens.
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& SISTORE M¥ Access entry - READER 1 |
Acount-Mr.: I
Bankcode: I
Remark: I
Diate A Tirne

: [1212/2007 =] [1212/2007 =]
1o ko
|11:59:11 = |11:59:11 =

: .)J Help | Cancel | k. I

Fig. 179 SISTORE MX Access entry dialog

5. Inorder to inhibit a single card, enter the account number in the Account-Nr
text field.

6. Inorder to inhibit all cards with a particular bank code, enter the appropriate
bank code in the Bankcode text field.

7. Enter a comment on the current entry in the Remark text field.

mie

Entries made in the Date / Time group field have no effect. A time limitation is currently not possible.

8. Click OK.
= The entry has been added to the black list.

9. Click OK in the Access control dialog.

10. Click Apply in the SISTORE MX Configuration dialog.
= The settings will be saved.

Edit black list entries
1. Select the Banking tab.
2. Select the desired card reader from the list.
3. Click on Black list.
2 The Access control dialog will open.
4, Select the black list entry you with to edit.

=
5. Click the ﬂEdit entry button.

2 The SISTORE MX Access entry dialog will open.

6. Edit the entries as desired.
7. Click OK.
= The black list entry has been edited.
8. Click OKin the Access control dialog.
9. Click Apply in the SISTORE MX Configuration dialog.

=2 The settings will be saved.
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202

Delete a black list entry
1. Select the Banking tab.
2. Select the desired card reader from the list.
3. Click on Black list.
2 The Access control dialog will open.
4. Select the black list entry you wish to delete.

5. Click the JDelete entry button.

2 A confirmation dialog will be opened.
6. Click Yes in the confirmation dialog.
= The black list entry has been edited.

N

Click OK in the Access control dialog.

L

=2 The settings will be saved.

Delete all black list entries
1. Select the Banking tab.
2. Select the desired card reader from the list.
3. Click on Black list.
= The Access control dialog will open.

4. Click the @Delete all entries button.

2 A confirmation dialog will be opened.
5. Click Yes in the confirmation dialog.

= All black list entries have been deleted.
6. Click OKin the Access control dialog.

7. Click Apply in the SISTORE MX Configuration dialog.

=2 The settings will be saved.

Click Apply in the SISTORE MX Configuration dialog.
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22 Configuration of cash box mode

221 Adding a cash box

mie

You can add up to 2 Sam4s cash boxes or 8 WINCOR cash boxes.

® Sam4s cash boxes are connected via the COM interface. WINCOR cash boxes are connected via
the Multi-Channel Box.

® Cash box mode and bank mode are not possible at the same time.

SISTORE M

x|

Fig. 180 Cash box list on the Cash box tab

1. Select the Cash box tab.

=
2. To add a Sam4s cash box, click the left J icon Add cash box.

=

3. Toadd a WINCOR cash box, click the right icon Add Cap cash box.
= A cash box will be added to the cash box list.

4. Enter a name for the cash box in the Name text field.

5. Click Apply.
= Your settings will be saved.
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22.2 Deleting a cash box

Select the Cash box tab.
2. Select the cash box you want to delete from the cash box list.

3. Click the Delete button @

4. Answer Yes in the confirmation dialog.
5. Click Apply.
= The setting will be saved.

22.3 Configuring cash box monitoring

1. Select the Cash box tab.
2. Select the desired cash box in the cash box list.

2 In the Parameters group field, the type, interface and the interface
parameters data rate, data bits, parity and stop bits are set automatically.
Further information on this will be found in the cash box documentation.

— Parameter
Type IGE Samds j
COM | comt =l

Drata rate Im
Crata bits m
Farity Im
Stop bitz m

Fig. 181 Parameters group field on the Cash box tab

® You can assign only one camera to each cash box and multiple cash boxes to each camera.

® We recommend setting the frame rate of cash box cameras in the Software trigger recording

mode to 2.0/s (pre-trigger/long-time recording) and 4.0/s (post-trigger period). See Section 17.3
Configuring recording modes.

jumie

3. Click Apply.
= The setting will be saved.
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22.4 Configuring filters

22.41 Creating a new filter

In the Filter group field you can specify that in the data stream (telegrams) sent by
the cash box either uninteresting data are deleted or that an alarm is triggered
when a filter word is received. All telegrams received are saved in the database.

® Filters must be set up individually for each cash box.

i o Filters for WINCOR cash boxes are already set up. You can however change these filters and
define new ones.
[EToRNG |'wiord filter x|
Fig. 182 Fields for defining the filter properties for Sam4s cash boxes
 Filter

STORMO Feceipt record B
SOFORTSTORND Receipt recard ew fier =
REDUZIERT bwo lines alarm call
RUCKGABE Receipt alarm call

i Delete all @
BOMABBRUCH line record
LEERGUT lire record
Back line record
Fleizch lire record —
Lebensmittel line record
Fuehlung T lire record
Obzt Gemue line recaord
Maonfood _Dr lire record
K.aeze lime record Eepal ﬁ
BD- lire record
Sonstiges line recaord
5B- line: reciord Impart §1
Diverse lime record
9230001 62551573230 bwo lines record ;I

Fig. 183 Fields for defining the filter properties for WINCOR cash boxes

1. Select the Cash box tab.

2. Click the New filter %
—OR-
Right-click on the background and select Add new filter from the context
menu.
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5.
6.

206

B R R

add new filker

Delete selected filker

Delete all filkers

Expork ...

Irnpork ...

2 The fields for defining filters will be opened.

Click on the arrow next to one of the list boxes.

Select the desired filter option from the dropdown list.

Filter options for Sam4s cash boxes:

Inactive No filter is used.

Word filter If the filter word occurs as a substring of the received line, the word
will be removed from the telegram.

Line filter If the filter word occurs as a substring of the received line, the
entire line will be removed from the telegram.

Alarm If the filter word occurs as a substring of the received line, an alarm

trigger will be triggered.

Receipt Defines the string a receipt begins with (e.g. "Welcome®)

start

Receipt end | Defines the string that ends a receipt (e.g. "Goodbye*)

Filter options for WINCOR cash boxes:

Line If the filter word occurs as a substring of the received line, the line
containing the filter word will be saved to the database.

Two lines If the filter word occurs as a substring of the received line, the line
containing the filter word and the subsequent line will be saved to
the database.

Receipt If the filter word occurs as a substring of the received line, the
entire receipt will be saved to the database.

Inactive No action is performed.

Record If the filter word occurs as a substring of the received line,
recording will be started.

Alarm call If the filter word occurs as a substring of the received line,
recording will be started and the alarm picture be displayed.

Enter the word to search for in the text field.

Click Apply.

= Your settings will be saved.
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22.4.2 Importing filters

You can import saved filters with the Import button.

1. Select the Cash box tab.

2. Click the Import button .

> The Open dialog will open.
3. Select the filters you want to import.
4. Click Open.

> The filters will be imported.

22.4.3 Deleting filters

Deleting a single filter
1. Select the Cash box tab.
2. Click in the text field of the filter you want to delete.

You have two options to delete a single filter:
1.  Right-click on the background.
2 The following context menu will open:

Add new Filker

Delete selected filker

Delete all filkers

Expart ...

Bk X X

Impart ...

2. Select Delete selected filter.
3. Answer Yes in the confirmation dialog.
= The entry will be deleted.

—OR-
1.  Click the Delete button after the filter you want to delete.

2. Answer Yes in the confirmation dialog.
= The entry will be deleted.

Deleting all filters
1. Select the Cash box tab.
2.  You have two options to delete all entries:
3. Right-click on the background.
2 The Filter context menu will open.
4. Select Delete all filters.
5. Answer Yes in the confirmation dialog.
= The filters will be deleted.
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—OR-

1.  Click the Delete all button @
2. Answer Yes in the confirmation dialog.
> All the filters will be deleted.

22.4.4 Exporting filters

The Export button can be used to back up filters and transfer them to other
systems.

Prerequisite:
® At least one filter has been configured. See Section 22.4 Configuring filters.

1. Select the Cash box tab.

2. Click the Export button @
2 The following dialog box opens.

Savein: | SISTORE M e N N

Alarm

Burn
cuskam rakrices
Download
languages
Map
MetworkCamera
Upload
= SISTORE Users, dat
SISTORE. dat

by Diocuments

by Computer

File name: EIIEITI:IFIE CazhFilter.dat j Save I
Save as ype: ISISTEIHE bl Formnat [*.dat) j Cancel |

Fig. 184 "Save As..." dialog

3. Select the directory in which to save the filter configuration.
4. Enter a name in the File name field.
5. Click Save.

= The filter configuration will be saved.
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22.5 Displaying cash box data
1. Select the Cash box tab.
2. Select the desired cash box in the cash box list.
3. Click Show data...
2 The following dialog box opens.
O ptionz
Cazh [rata
== all cash boxes j IHaw j
Fig. 185 Options group field in the SISTORE MX cash box data window
4. Inthe Cash dropdown list, select all cash boxes or select one cash box.
5. Select the desired option from the Data dropdown list.
Raw All data will be shown.
Codepage The data will be shown according to the codepage loaded.
Filtered The filtered data will be shown.
2 The data will be shown.
i Changes to the filter settings will be seen with the next data received.
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23 Configuration of holidays

23.1 Adding a holiday

23.1.1 Creating a new holiday

For time control, in addition to the weekdays there is another category of day: the
special day, such as holidays.

"Holidays" apply throughout the system and thus cannot be saved separately for an
object.

1. Select the Holidays tab.

2. Click the New entry button @
—OR-
Right-click on the background and select New entry from the context menu.

F1 Mew entry

Delete marked entry

Delete all entries

X
x
¥ Delete past entries

Expart ...

@ Impark ...

= Three fields for defining holidays will be opened.
121242007 single X

3. Enter a name for the holiday in the text field.

IHEW Year |

You have two options to define a date for the holiday:
4. Enter the desired date in the text field.
—OR-
Click on the arrow next to the list field.
=2 The calendar will open.
5. Select the desired day on the calendar.

For annual repetition enter the year as of which the repetition is to occur. For monthly repetition enter
the month and year as of which the repetition is to occur.

jumie
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bon Tue Wed Thu Fri Sat Sun
26 27 28 29 ;M 1 2
2 4 5 6 F 8 9
10 11 |EEB 12 14 15 16
17 18 13 20 21 22 23
24 25 26 27 28 29 A
A1 2 3 4 5 B

[ |Today: 1241242007

6. Select "single", "monthly" or "yearly" from the selection field.

pearly j

gingle

n'u:nnthli

7. Click Apply.
= The setting will be saved.

23.1.2 Importing holidays

You can import saved holidays with the Import button.

1. Select the Holidays tab.

2. Click the Import button .

> The Open dialog will open.
3. Select the holidays you want to import.
4. Click Open.

= The holidays will be imported.
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23.2 Deleting a holiday

212

Deleting marked entries
1. Select the Holidays tab.
2. Click on the text field of the entry to be deleted.

You have two options to delete a marked entry:
3. Right-click on the background.
2 The following context menu will open:

Mew enkry

Delete marked entry

Delete all entries

Delete past entries

Expork ...

B XX 2D

Irnpork ...

Fig. 186 Holidays context menu

4. Select Delete marked entry.
5. Answer Yes in the confirmation dialog.
= The entry will be deleted.

—OR-

6. Click the Delete button E after the entry you want to delete.

7. Answer Yes in the confirmation dialog.
= The entry will be deleted.

Delete all entries
1. Select the Holidays tab.

You have two options to delete all entries:

2. Right-click on the background.
2 The context menu will open.

3. Select Delete all entries.
4. Answer Yes in the confirmation dialog.
> The entries will be deleted.

—OR-
5. Click the Delete all button @

6. Answer Yes in the confirmation dialog.
= All entries will be deleted.
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Deleting past entries
1. Select the Holidays tab.

You have two options to delete past entries:
2. Right-click on the background.
= The context menu will open.
3. Select Delete past entries.
4. Answer Yes in the confirmation dialog.
= The entries will be deleted.

—OR-

5. Click the Delete old button.
6. Answer Yes in the confirmation dialog.
= The entries will be deleted.

23.3 Exporting holidays

The Export button can be used to back up holidays and transfer them to other
systems.

Prerequisite:
® At least one holiday has been configured. See Section 23.1 Adding a holiday.

1. Select the System tab.

2. Click the Export %
> The Save As... dialog will open.

3. Select the directory in which to save the holiday configuration.
4. Enter a name in the File name field.
5. Click Save.

2 The holiday configuration will be saved.
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24 Configuration management

241 Resetting the configuration

You can reset the configuration to the default settings using the Reset
configuration button. The settings you have made in the User management tab
will be maintained.

1.  Select the Information tab.
2. Click Reset configuration .
3. Answer Yes in the confirmation dialog.

2 The settings made in the System tab will be reset; the user configurations
and system settings remain unchanged.

24.2 Importing a configuration

You can import saved configuration files with the Import configuration button.

e |f the SISTORE unit has already been configured, this configuration will be replaced.

o Camera-specific rights can only be imported with the system configuration. When user
configurations are imported, the users have all camera rights. The user administrator must check
the assignment of rights individually.

jumie

1. Select the Information tab.

2.  Click the Import configuration Import user configuration

3. Answer Yes in the confirmation dialog.

2 The Open dialog will open.
4. Select the configuration file you want to import.
5. Click Open.

= The configuration file will be imported.

Following the import, check the drives enabled for recording in the System tab and all backup settings
in the Database tab. See Section 18 Configuring data storage. If the operating mode of the system
was changed, delete all old recordings or create a new database (see User Manual).

jumie
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24.3 Exporting the configuration

When exporting the configuration, not all of the settings are backed up. Some of the settings, e.g. the
language, cash dispenser or banking settings, will be lost during the export.

To duplicate a system please proceed as described in Section 24.4 Duplicating the system.

mie

The Export configuration button can be used to back up the system and user
configuration and transfer them to other systems.

1. Select the Information tab.

2. Click the Export configuration button J

2 The following dialog box opens.

Savein: | 3 SISTORE MX = O G-

Alarm

Burn

Download

Map

pload
| SISTORE Users, dat
SISTORE . dat

by Documentz

ty Computer

File name: EiIEiTI:I HE.da j Save
[~

|
Cancel |

Save az lype: ISISTDHE b3 format [*.dat)

Fig. 187 Save As dialog

3. Select the directory in which to save the configuration.
4. Enter a name in the File name field.

5. Click Save.
= The configuration will be saved.
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24.4 Duplicating the system

You can create a complete duplicate of your SISTORE MX setup by manually
copying the configuration files from a source to a target system.
Prerequisites:

® The SISTORE unit (source system) has been started.

® An external storage medium (e.g. USB stick) is connected to the SISTORE unit
(source system).

Close the application software on the SISTORE MX source system.

2. Inthe source system, navigate to the directory
"c:\program files\siemens\sistore mx®.

3. Copy the following configuration files from the directory to an external storage
medium (e.g. USB stick):

SISTORE.dat

SISTORE.bak

SISTORE.map

*.ini (all .ini files in the directory)

4. Start the target system.
5. Close the application software on the SISTORE MX target system.

6. In the target system, navigate to the directory
"c:\program files\siemens\sistore mx®.

7. Copy the configuration files from the external storage medium into this
directory.

2 The Confirm File Replace dialog opens.
8. Click Yes to All in the Confirm File Replace dialog.
=2 The system is duplicated.
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24.5 Printing the configuration

The Print configuration enables you to print out the configuration in formatted text
form without graphics. First define what is to be printed.

Prerequisite:
® At least one printer is installed on your computer.

1. Select the Information tab.

2. Click the Print configuration button Jj

2 The following dialog box opens.

&5 SISTORE MX print options X
~Heading — Themes
[ Print heading |I; ﬁpa?.l:;?:n
v Recording
Additional best: v User
I [~ Detaied

{ 5 Help | Cancel | ]

Fig. 188 SISTORE MX print options dialog

3. Mark the checkbox Print heading.

jumie

You can enter any text in the Additional text field. This will be shown on the title page and may not
be longer than 64 characters.

4. Mark the information categories you want to print in the Themes group field.
5. Mark the checkbox Detailed.
6. Click OK.
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24.6 Showing the configuration and system data overview

218

1. Select the Information tab.

2 The Hardware information field lists the technical data for the video recording

hardware installed.

—Hardware infarmation

Yideo capture hardware

Type:
Sernial number;

Cameraz:

Alarm inputs:

Alarm outputs:

Drigital inputs:

Analog video output;
Onboard watchdog:

b aw. zwitching zpeed:

Hetwork cameras

LAM-Cameraz:

| v

CTCS0
100000

16

43

g

4

o

ez
A0.0ffzec

32

[

2 The Software information field shows the version information. This
information is also saved in the configuration file. Thus SISTORE
RemoteView can also show with which software version (server) the
configuration was saved.

— Software information

Software version

" 2.80 Build 0075 - 10.12.2008
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24.7 Importing user configurations

You can import user configurations from a user configuration file using the Import
user configuration button.

o If the SISTORE unit has already been configured, this configuration will be replaced.

® Camera-specific rights can only be imported with the system configuration. When user
configurations are imported, the users have all camera rights. The user administrator must check
the assignment of rights individually.

jumie

1. Select the Information tab.
2. Click Import user configuration.

3. Answer Yes in the confirmation dialog.
2 The Open dialog will open.

4. Select the configuration file you want to import.
5. Click Open.
= The user configuration will be imported.

24.8 Opening operating system settings

You can access the operating system settings from the SISTORE MX application
software using the following buttons.

— Operating system zettings

Mouze | Keyl:uuardl Frinter | Audio |
I etiwark, | [ atetirme | Internatin:nnall Jopztick, |

1. Select the Information tab.
2. Click the appropriate button.
2 The operating system settings will be opened.
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25 Testing the Watchdog

The Watchdog restarts the system in case of certain events, such as a server
crash.

Function

A hardware Watchdog is integrated in the DVR system. In principle, this watchdog
is a timer which closes a relay contact after a specified time. In normal operation,
the timer is continuously restarted by the SISTORE unit so that it never runs out. If
the system gets into a state in which it no longer reacts and can no longer
reinitialize the watchdog, the timer runs out, the relay contact is closed and a
restart is triggered via the reset line of the system.

Watchdog test
1. Select the Watchdog tab.
2. Click Test.
> The SISTORE MX dialog will open.

jmie

If you want to avoid a reset of the system, pull the reset wire from the main board of the SISTORE MX
unit.
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3. Click Yes.
=2 The system will be closed down and restarted.
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26 SISTORE RemoteView

26.1 Software description

26.1.1 Program window

The program window is similar in appearance and function to that of SISTORE MX.
In the SISTORE RemoteView display mode, if there are multiple servers
connected, the status displays of the selected server will be shown.

8 B SISTORE RemoteYiew [beta] - (SERVER) =181 %]
7 —®=File View Administration Action ?
R %R EHDEOE B[ [e|s »[7|@ SIEMENS
Thu, 2341172006 1
Ll . : ' 14:48:35
| o
| 1 B i ' (- - - - - - - -
| 3 K ' AR XX XXX
R . ;
5 - - 171 ; . = —
TRl 1ol t 2 W 8
= H S~ rauh
| [N 3
2 & S
- = T
anersly anera :
1/23/06 18:08:35 11/23/06 154835 o [l Cameral o]
- ['gp Camerald
4 — o ['Em Camera20 - 2

amera
11/25/06 14:48:35

i [ Camera2l
ERCaL="1 CameraZZ?
[ Camera23

[vl'Em Camerad?
[l LAN camerab?

S [Cl'=m LAN K.amerabs
Lo [Cem LAN-Kamerabe

= : smmeus!

SISTOREMX
3

anera
11/25/06 14:48:35
B

The SISTORE RemoteView program window contains the following components:

System status and system information.

Camera list

The cameras associated with the connected servers are displayed below the corresponding
server.

Starting image

The starting image of the application will be shown if no PTZ camera is present or the logged in
user does not have the right to control a PTZ camera.

Display area for video images

Video images

Toolbar

menu bar

© (N (o o |

Title
The name of the current active server will be shown.

A status bar can be switched on or off at the bottom of the program window.
Further information on this can be found in the SISTORE MX User Manual.
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SISTORE RemoteView toolbar

Nearly all the functions of the software can be invoked using the SISTORE
RemoteView toolbar. Buttons with the same functions in SISTORE RemoteView
have the same appearance as in SISTORE MX.

Connecting to SISTORE MX

Close the connection to SISTORE MX

You can close a single connection or all at once.

® g

Show/hide logbook.

Login with a new user name.

A 5 03

Next display group.
Manual switching to the next camera group.

Automatic cycle
Automatic switching to the next camera group.

Fewer cameras.

More cameras. Clicking the arrow symbol will open a window showing the
possible display matrices.

Show alarm window.

An additional alarm window will be shown when an alarm occurs.

Open map.

Start recording.

Stop recording.

Start playback.

Start virtual guard rounds.

Open SISTORE RemoteView help.

o kv (& o E|E E ) K
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26.1.2 Status displays

SISTORE RemoteView

In the SISTORE RemoteView display mode, if there are multiple servers
connected, the status displays of the selected server will be shown. To enable a
server, the server or a camera of the server must be selected in the camera list.

Bl SISTORE RemoteView

= $5 Locshost [V2.65]
v ‘2 Camerall
e Cameralld
[TlEp Camerald
[1'em Cameralb
Wil Cameral

= F5 Server 119 [V260)
| 1'e Cameralil
vi'En Cameral
v e [T
[ 1= Camerald
[Cl'es Cameralf

Fig. 189 Camera list

Server-specific status displays

Time

Alarm outputs

Hard drive utilization
System operating time
Recording start/stop

Cross-server status displays

The cross-server status display reacts if one of the following events occurs on one
of the connected servers:

Motion

Alarm

Loss of video
Camera tamper
Fault
Connection
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26.1.3 Overview of functions

224

Single-server mode
® Configuration

Restarting the system
e Software update

® CDM and cash box search
® Delete

® View logbook

® User management

Multi-server mode

® Acknowledge sabotage

® Acknowledge malfunctions
® Cancel alarm

® User management

Server-specific functions
® Testalarm

® Cameras on monitor

e Start/stop recording

e Change user

® Logbook comment

Camera-specific functions

Camera-specific functions can be assigned directly to the server belonging to the
camera:

® Connection of a camera to an external monitor

® PTZ control

Multi-monitor mode

SISTORE RemoteView supports up to 4 monitors. The individual monitors can be
configured as:

® Main monitor

® Display monitor

® Event monitor

e Site plan monitor

® Message dialog monitor

User management

You can assign administration rights for SISTORE RemoteView to one or several
users.
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26.2 Starting SISTORE RemoteView and logging in

1. Select the Windows menu sequence Start > Programs > SISTORE MX
REMOTEVIEW > SISTORE MX RemoteView.

—OR-
Double-click on the desktop shortcut SISTORE MX RemoteView
[z'plr)rJ
L [ UREMA
FEnEEEN

=2 The application software will be started.

® Once the SISTORE RemoteView application software is started you can view alarm pictures without

°
l being logged in.
® To perform any functions or to exit the program you have to log in.
2. Click the Login button @
2 The following dialog box opens.
J¥ SISTORE Remoteview login x|
Uzer hame: I.-'-‘-.dministrat:::r
Password: |"-"uuu"
ﬁ Help Cancel | k. I
Fig. 190 "SISTORE RemoteView Login“ dialog
°
l The user name and password are predefined. The entry is case-sensitive.
3. Enter "Administrator® in the User name field.
4. Enter "Administrator® in the Password field.
5. Click OK.
: We advice to change the password after initial start-up. See Section 26.14.2 Creating and changing
l user accounts.

26.3 Opening configuration mode

Prerequisite:
® There is no connection to a server.

1. Select the menu sequence Administration > Configure RemoteView.
2 The configuration mode will open (see Fig. 191).
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The parameters for the SISTORE RemoteView application software are saved in the file
SistoreRemoteView.dat.

jmie

26.4 Configuring network connections

26.4.1 Entering the system name

The system name is used primarily for identification of the system during remote
access. Enter the location of the system, for example, as the name.

Prerequisites:
® The SISTORE unit is connected to the network.
® There is no connection to a server.

B SISTORE Remoteview Configuration x|
System | Networkl ﬁ Mapl Multimonitorl ﬁ zer managementl
— System name Language —Wiew
: ! ’7 Iﬁ English j [ Ahways in foreground

v Start maximized

r Display Modus . .
e [ "irtual guard" in full screen mode

v Use alarmlist

Switch camera group eveny 2 = zecond(z)

=]

v Audio signal
[ Al sound I Wl »

_| ¥ Popup on mation

¥ Popup on alam

[ Mation sound I 3' 3 ¥ Show server messages
T Auto logout —Iv Auto disconnect
i [ Je| P i Il= T
—1 Dperat ¥ Connection protocol

®

IC:\F'mgram FilesSiemens4SISTORE Mx R
Ok | COM1 v|

 Download directaory

Buttar delay 1000 j e

IC:\F'mgram FilezSiemenz4SISTORE M= R

®

) .l,.}J Help | Apply Caricel ak.

Fig. 191 SISTORE RemoteView — System tab

1. Select the System tab.

2. Enter the desired designation in the System name text field.
3. Click Apply.
= The setting will be saved.
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26.4.2 Configuring the network connection

i

If you operate the SISTORE MX application software or SISTORE RemoteView behind a firewall and
want to access via a network, open all ports in the firewall that are used by the software.

,a SISTORE Remote¥iew Configuration

Syztem Metwark. | ﬁ Mapl Multimonitorl ﬁ Llzer management

— Allow alam connection

TCPAP port | $1

TCPAP port range

Metwork panel |

&l ISEO dial ity

oo = [z
[1100 =5 ]

% focept Al incoming calls

) Accept SN only

TR |

2652552550

[T &llove channel bundling

Host name I

SISTORE-M

Help Apply Cancel 0k,

o nN =

Fig. 192 SISTORE RemoteView — Network tab

Prerequisite:
® The SISTORE unit is connected to the network.

Select the Network tab.
Mark the checkbox Allow alarm connection.
Confirm the message that follows with OK.

In the TCPI/IP port field, enter the number of the port at which the
SISTORE RemoteView application software can be reached. Typically port 41
is used.

5. Enter the initial value of the TCP/IP port range in the field for TCP/IP port
range.

6. The end value of the TCP/IP port range is determined automatically. It

depends on the max. clients value: two ports are needed for each client.
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jumie

The TCP/IP address is set during the configuration of the network card. If there is more than one
network card in a computer, it is possible that the TCP/IP address shown here will not be that of the
LAN card but instead one for another network card.

The host name is shown for information only and is not used by SISTORE RemoteView for any other
purpose.

7. Click Apply.
= Your settings will be saved.
2 An information message is displayed.

8. Click OK.
=2 You are prompted to restart the application.
9. Click Yes.

2 The SISTORE RemoteView application is closed.

26.4.3 Configuring ISDN dial-in

Accept all incoming calls

jumie

Use the ISDN modem AVM FRITZ! USB v2.0.
We cannot guarantee proper function with other ISDN modems that have not been tested by us.

228

The SISTORE MX application software and SISTORE RemoteView are not
downward compatible as of version 2.2.

The SISTORE RemoteView application software reacts only to ISDN calls with the
service indicator for data. Thus SISTORE RemoteView or the SISTORE MX
application software can be operated on an ISDN connection in parallel to ISDN
devices with other service indicators.

Prerequisites:

® An ISDN modem is connected to the SISTORE unit.

® An ISDN modem is connected to the client PC (SISTORE RemoteView).

Select the Network tab (see Fig. 192).

Mark the checkbox Allow ISDN dial-in.

Click the option field Accept all incoming calls.
Click the option Accept MSN ... only.

o oobdh-=

Enter the desired multiple subscriber number in the Accept MSN ... only text
field.

6. If 2 channels are to be permitted for an ISDN connection, mark the checkbox
Allow channel bundling.

7. Ensure that the checkbox Allow channel bundling is not marked if a B
channel is to be kept free for a separate line (such as an alarm system).

8. Click Apply.
2 The setting will be saved.
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26.5 Selecting the user interface language

Select the System tab (see Fig. 191).
2. Select a language version from the Language list box.

If you select the entry automatic, the SISTORE RemoteView application
software starts in the language set as the regional language in the operating
system.

Confirm the message that follows with OK.
Click Apply.
Select Exit in the File menu.

o 0~ o

Restart the SISTORE RemoteView application software.

2 The SISTORE RemoteView application software now uses the selected
language.

26.6 Configuring the display area

26.6.1 Selecting the initial display mode

Select the System tab (see Fig. 191).

2. Mark the desired checkbox in the View group field
(see Fig. 193).

3. Click Apply.
= The setting will be saved.

T Wiew
[T Always in foreground
¥ Start maximized
[ "irtual guard" in full-screen mode
¥ Use alarm list
¥ Popup on alam
¥ Popup on motion

¥ Show zerver meszages

Fig. 193 "View" group field on the "System" tab

Name of the checkbox Function

Always in foreground The SISTORE RemoteView application software
will always be shown in the foreground and
cannot be covered up by another application.

Start maximized The SISTORE RemoteView application software
will always open maximized and can be covered
up by other applications.

"Virtual guard” in full screen mode | The virtual guard will run in full screen mode.
Only video images will be visible. See Section
26.16 Virtual guard.
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Name of the checkbox Function

Use alarm list The alarm lists of the connected servers will be

displayed in SISTORE MX RemoteView.

Popup on alarm A pop-up window will open when an alarm
occurs.

Popup on motion A pop-up window will open when a motion is
detected.

Show server messages Messages that are displayed on the server are

also transferred to SISTORE RemoteView.

26.6.2 Configuring live image dwell times

Select the System tab (see Fig. 191).

2. Inthe field Switch camera group every in the Display Mode group field
select the period (between 2 and 600 seconds) after which the switch is to be

made to the next camera group.
3. Click Apply.
= The setting will be saved.

26.7 System message configuration

230

In the View group field you can specify that the SISTORE RemoteView application
software is automatically shown in the foreground if an alarm occurs or motion is

detected.

1. Select the System tab (see Fig. 191).
2. Mark the checkbox Popup on alarm in the View group field.
3. Mark the checkbox Popup on motion in the View group field.

In the Audio signal group field you can specify that an audio file is played if an

alarm occurs or motion is detected.
4. Mark the checkbox Audio signal.
> The Audio signal group field will be enabled.
5. Mark the checkbox Alarm sound.
2 The audio file will be shown in the text field.
6. Mark the checkbox Motion sound.
= The audio file will be shown in the text field.
7. If you want to select another audio file, click the Open button.
2 The Open dialog will open.
8. Select the desired audio file.
9. Click Open.
= The audio file will be shown in the text field.

10. If you want to play the audio file to test it, click the Play button.

= The audio file will be played.
11. Click Apply.
2 The setting will be saved.
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26.8 Enabling automatic logout

In the Auto logout group field you can determine whether a user is automatically
logged out after a specified period of inactivity.

v Auto logouk
it I 5 =l minutefs] of
anet = inactiviy

Fig. 194 "Auto logout" group field on the "System" tab

Select the System tab (see Fig. 191).
Mark the checkbox Auto logout.

3. Inthe minute(s) of inactivity field, specify the time after which the automatic
logout is to occur.

4. Click Apply.
= The setting will be saved.

e Before the user is automatically logged off, the lock icon E in the status bar will flash for one
minute. If the user performs an action during this time, the icon will stop flashing and time starts
counting again.

o [f the Auto disconnect option is activated, time will start counting after the connection has been
terminated. See Section 26.9.1 Enabling automatic termination of the connection.

i

26.9 Configuring connections

26.9.1 Enabling automatic termination of the connection

By activating the option Auto disconnect you can determine whether the
connection to the SISTORE unit is terminated automatically after a predifined
period of inactivity on the part of the user.

v Auto disconnect

5 =l minute(s) of

after il
=1 Inactrvity

Fig. 195 "Auto disconnect® group field on the "System* tab

Select the System tab (see Fig. 191).
2. Mark the checkbox Auto disconnect.

3. In the minute(s) of inactivity field, specify the time after which the
connection is to be terminated.

4. Click Apply.
= The setting will be saved.
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26.9.2 Enabling connection logging

In the Connection protocol group field, you can specify that logging takes place.
The images received by the RemoteView client will be saved to the selected
directory.

v LConnection protocal

C:4%Program FileshSiemens\SISTORE M R = |

Fig. 196 "Connection protocol" group field on the "System" tab

1. Select the System tab (see Fig. 191).
2. Mark the checkbox Connection protocol.
3. Click Open.
2 The Select directory dialog will open.
4. Select the desired folder.

Ensure that the selected storage medium has sufficient capacity, or select a network drive.

jumie

5. Click Select.
6. Click Apply.
= The setting will be saved.

26.9.3 Selecting the download directory

In the Download directory section you can specify in which directory the
configuration files are saved that are received from the server and needed for the
remote configuration.

1. Select the System tab (see Fig. 191).

2. Click the button Open in the Download directory group field.
2 The Select directory dialog will open.
3. Select the desired folder.

Ensure that the selected storage medium has sufficient capacity, or select a network drive.

jumie

4. Click Select.
5. Click Apply.
= The setting will be saved.
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26.9.4 Connecting to SISTORE MX

In multi-server mode it is possible to view live images or stored recordings from
different servers on the SISTORE RemoteView client. Connections can be made to
up to 10 servers simultaneously. The connected servers and the associated
cameras will be listed in the live image display area. Up to 10 x 96 = 960 camera
can be included in the list. It is possible to transmit live and recorded audio for both
and LAN and analog cameras.

jumie

® When several SISTORE RemoteView clients are at the same time connected to the same servers,
there is a higher network load and a higher CPU load of the server.

mie

There are three possible ways to set up a connection:
® Connecting to SISTORE MX using the toolbar

® Connecting to SISTORE MX via the address book
® Connecting to SISTORE MX via the map

As of version 2.80, the logon to the SISTORE MX application software will take place automatically if
the user name and password for SISTORE MX und SISTORE RemoteView are identical. If this is not
the case, the user will have to log in manually.

Connecting to SISTORE MX using the toolbar

mie

This function is not available during initial connection setup as the list only shows a history of the
connections.

mie

1.  Open the list box next to the icon Connect.
2 A list showing the connections to SISTORE MX servers appears.

#

M= 05
MwS-0z
MWS-HE
192,165.0.1
192,165.0.25
192.165.0.9
192.165.0.5

192.165.0.10

LU

192.165.0.47

The upper section of the list displays the links to up to 10 SISTORE MX servers that were dialled in
last. The bottom section of the list shows the first 10 entries of the address book. Favoured
connections will only be displayed if there are one or several entries in the address book.

2. Select a connection.
2 The connection will be established.

233

Siemens Building Technologies
Fire Safety & Security Products

02.2009



SISTORE RemoteView

Connecting to SISTORE MX via the address book
1. Open the address book. See Section 26.11.1 Opening the address book.
2. Select the desired connection.
3. Click on Connect.
=2 The connection will be established.

Connecting to SISTORE MX via the map

Prerequisite:
® The map is open. See Section 26.1.1 Program window.

1. Double-click on a server symbol in the map.
=2 The connection will be established.

26.10 Enabling the CCTV keyboard

26.10.1 Selecting the serial interface

Prerequisite:

® The CKA driver is installed and the icon is displayed in the task bar. For
information on the subsequent installation of hardware drivers please refer to the
Installation Manual.

Select the System tab (see Fig. 191).
Mark the checkbox Operating console.

3. Select the serial interface to which your control panel is connected from the
COM field.

4. Click Apply.
= The setting will be saved.

26.10.2 Enabling button delay

With the checkbox Button delay you can define the period after which input from
the CCTV keyboard is transmitted to the SISTORE RemoteView application

software.

1. Select the System tab (see Fig. 191).

2. Mark the checkbox Operating console.

3. Select a value for the button delay in the field Button delay.
4. Click Apply.

= The setting will be saved.

234

Siemens Building Technologies
Fire Safety & Security Products 02.2009



SISTORE RemoteView

26.11 Configuring the address book

26.11.1 Opening the address book

Prerequisite:
® You will be in display mode.

Open address book
1. Click the button Connect in the toolbar.
—OR-
Select the menu sequence File > Setup connection.
2 The following dialog box opens.

JF SISTORE RemoteYiew address book

Search [~ Show al Scan network

M armne | Address

< | i

Connect

Edit entry

Add new entry

Move up

Maove down

Delete entry

Delete all
entries

x|

TCRAAP |:n:|rt| 40

%

(™.

|@ |@ |h |# |III1’

. 5 Help | Cancel |

K.

:

Fig. 197 SISTORE RemoteView address book
2 The fields Name and Address will be shown.

26.11.2 Show all

Prerequisite:

® The address book is open. See Section 26.11.1 Opening the address book.

1. Mark the checkbox Show all.

2 The fields Connection, Duration, Cameras, Server name/IP address, are

displayed.
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S SISTORE RemoteYiew address book

Scan netwark TCRAP port | 40

v Shaw

Rl

I Search

Calneras Server name A |IP address RaS | Phone = mﬁ

& e : Connect iy -
[ 8= Mvs-02 2 15 all cameras 40
O MWS-HE 3 15 all cameras 192.168.0.48 40
Oa -,"‘?,EI_ 192.168.0.1 4 15 o camera 192.168.0.1 40 E dit entry
[ 8, 1592.168.0.25 5 15 no camera 192.168.0.25 40
[] 8=, 152.168.0.9 g 15 no camera 192.168.0.9 40
[ 8=, 1592.168.0.5 7 15 all cameras 1592.168.0.5 40 Add <k

. FEW ek =
[] = 192168010 ] 15 N CaMErs 1592.168.010 40 =
[ 8=, 192.168.0.47 g 15 N CaMErs 192.168.0.47 40
[ Bs 192.168.0.22 10 15 N CaMErs 192.168.0.22 40 ||
[ Bs192.168.0.132 1 15 N CaMErs 192.168.0132 40 Mave up t
[ Bs 192.168.0.133 12 15 N CaMErs 192.168.0133 40
O 192.158.0.19 13 15 N CaMErs 192.168.019 40
[ =5 192.168.0.18 14 15 nocamera  192.168.0.18 40 Move down {
O 192.188.0.1? 15 15 N CaMErs 192.168.017 40
O 192.1E8.D.1B 16 15 ho camera 192.168.018 40
[ §=182 168.0.32 17 15 hio CaMErs 192.168.0.32 40 Delete entry @
O 152 168.0.30 18 15 ho Camera 192.168.0.30 40
=} AT N T — o g
Fl | | > entries

.')J Help | Cancel | k. I
Fig. 198 SISTORE RemoteView address book
Field Meaning
Name In the Name field you can activate the Virtual guard function for the

particular connection. See 26.16 Virtual guard.

Address Location of the SISTORE unit.

Connection | The Connection field is a function of the virtual guard. It indicates the
order in which the connections to the devices will be set up.

Duration The Duration field is a function of the virtual guard. Here you can
define for how long the pictures supplied by the cameras at the site
that is currently connected to RemoteView will be displayed when the
virtual guard function is activated.

Cameras Clicking in this field will open a window. Here you can select the

cameras, audio connections and LAN connections to be
displayed in the address book.

Server name
| IP address

Server name or the IP address of the server.

Port Number of the port.

RAS Number of the RAS connection.
Phone Phone number of the ISDN connection.
number
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26.11.3 Adding an entry

Prerequisites:
® The address book is open. See Section 26.11 Configuring the address book.

1. Click the Add new entry @ button.
2 The following dialog box opens.

J¥ SISTORE RemoteView address book entry x|

M amne I

Server location I

Connect via

* LAN " RasS £ SON

Server IF address I

Server part |4|:|

R4S connection I%( Lizt empty j

RAS manager |

Server phone number I

ISDMN channel bundling ]

Setup connechion |

.)J Help | Cancel | k. I

Fig. 199 SISTORE RemoteView address book entry dialog

2. Select the desired connection type in the Connect via section. Make sure that
the necessary configurations have been made for each connection type.

3. Make the necessary entries in the text fields.

® |t is possible to make several entries for an IP address in the address book. This permits cameras
to be combined in groups and their pictures to be displayed over different connections.

e Only ciphers and the symbols () - can be entered in the text field Server phone number.
@ Filling in the field Server location is optional.

i

4. Control connect
5. Click on Connect.
> The connection will be established.

2 The progress of the data transmission is displayed in a window. When the
progress display reaches 100 % the connection has been set up and the
window is closed.
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To set up a connection you must have the authorisation "remote access". Remote access also has to
be authorised in the configuration mode of SISTORE MX in the "Allow network access" field.

jumie

2 A password query dialog will open.
6. Enter your user name and password.
7. Click OK.

= The connection has been established.

26.11.4 Editing entries

Prerequisites:
® The address book is open. See Section 26.11.1 Opening the address book.
1.  Select the entry you with to edit.

2. Click the Edit entry button .

2 The Address book entry dialog box will open. For information on editing
address book entries see Section 26.11.3 Adding an entry.

26.11.5 Deleting entries

Prerequisite:
® The address book is open. See Section 26.11 Configuring the address book.

Deleting individual entries
1. Click on the text field of the entry to be deleted.
2. Click on Delete entry .
3. Answer Yes in the confirmation dialog.
=2 The entry will be deleted.

Delete all entries

1. Select Delete all entries.

2. Answer Yes in the confirmation dialog.
= All entries will be deleted.

26.11.6 Sorting entries

Using the buttons Move up and Move down you can set the sequence of the
connections. This order of priorities will also be used by the virtual guard and for
rapid connection set-up.

Prerequisites:

® The address book is open. See Section 26.11 Configuring the address book.

1. Sort the address book entries according to the order of the connection. Click
on the column header Connection.

2. Click Move up.
= The entry will be moved up.
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3. Click Move down.
= The entry will be moved down.
4. If you need to sort several entries, repeat steps 1 and 2 as necessary.

26.11.7 Specifying the camera selection

Using the button % *, you can select the cameras whose live images are to be
displayed after a connection has been set up.

In the SISTORE RemoteView application software, a maximum of 36 cameras can be displayed
simultaneously. In the live picture, in contrast to SISTORE MX the titles “REC*, “STOP* or “DET" are
not available.

mie

Prerequisite:
® The address book is open. See Section 26.11.1 Opening the address book.

1. Click on the desired connection.
= The button _I appears.
2. Click the _I button.
2 The Select cameras window will open.

= A connection to the selected server will be established in the background.
2 The Please wait dialog window opens.

There are two options for how the cameras are shown in the Select cameras
window:

® The connection to the server has been established.
The cameras configured on the server are listed (with name).

Hselect cameras ... x|

[] Camerals
f=n Cameral?
f=n Camerall3
[] Camerald

. .)J Help Cancel | | Apply I

Fig. 200 Select cameras — with server connection

—OR-
® No connection to the server has been established.
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A numbered list is shown for selection of the cameras. The camera names are
displayed only if there is a connection to the server.

jumie

Nos. 1 to 64 of the list are reserved for analog cameras, no. 65 and higher are for LAN cameras.

A select cameras ... x|
[] rocamera [] 10 ] =22 ] 4 ] 46
[] all cameras [] 11 ] 22 [] 3= [] 47
] Audio HRE [ 24 ] 3 ] &
=2 ] 13 2= [ a7 ] 44
e (12 ] 14 O 26 ] 38 (] 50
IR ] 15 [ 27 ] = ] s
=i ] 18 ] 2= ] 40 ] &z
1] 05 ] 17 ] 29 14 ] &3
] o8 HRE ] a0 ] 42 [] &4
] o7 19 1 ] 43 ] 55
] o= ] 20 ] 3z ] 44 ] =&
[] 09 d=A ] 33 ] 45 ] &7
1 | i
i .')J Help | Cancel | Apply I

Fig. 201 Select cameras — without server connection

3. Tick the checkbox next to the desired camera.

4. Repeat this step until you have selected the required cameras.

jumie

The options No cameras and All cameras allow a fast selection of cameras.

26.11.8 Searching for SISTORE MX servers

5. Click Apply.
= The setting will be saved.

240

You can search for SISTORE MX servers in the address book using the Search
button. Using the Scan network button you can search the local network for a
SISTORE MX server.

Prerequisite:

® The address book is open. See Section 26.11 Configuring the address book

You have two options to search for a SISTORE MX server:
1. Click on Search.
2 The address book will be searched for SISTORE MX Servers.

> All existing SISTORE MX Servers on the network will be displayed.

—OR-

2. Enter the port in the TCP/IP Port text field.
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The search is performed only on a specified port. If there are SISTORE MX servers in the local
network with different ports, a search will have to be made for each port. This function is currently only
available for class C networks yyy.yyy.yyy.xxx (yyy are fixed, xxx variable).

3. Click on Scan network.
4. Answer Yes in the confirmation dialog.
2 The local network will be searched for SISTORE MX servers.

2 All SISTORE MX Servers that are not yet listed in the address book will be
entered there automatically.

jumi @

In view of the restrictions of the operating system version Windows XP ServicePack 2, the Search
network procedure can take several minutes.

26.12 Configuring the map

In SISTORE RemoteView, maps are configured for the following objects:
Addresses (= locations of SISTORE units) and other maps. For this, the SISTORE
unit must have been configured in the SISTORE RemoteView address book.

In the SISTORE MX configuration software, maps of the objects that are connected
to the SISTORE units (cameras, alarm inputs, alarm outputs, maps) are
configured.

When both maps have been configured, the map will be transferred to SISTORE
RemoteView as soon as a connection between the SISTORE unit and the
SISTORE RemoteView client is set up.

1. Select the Map tab.
2 The following dialog box opens.
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,—{g‘,‘ SISTORE RemoteYiew Configuration 5'
S_l,lsteml Metwork (@) Map | Multi-monitorl € User managementl
 Layer r— Objects  Export A Import— [ Addresses
Marme: IMap1 ' Addresses (e
" Map ﬁ Edit entry
3| m| ® -
[ 85 192.168.0.1 lg. &dd new entry o
Symbal [ B 192.166.0.25 =1 =
t [18m192168.09
4= |— = | [ 2519216805
" ¥ [ §5192168.0.10 =] | Delete entry @
M @109 1conaz hd -
1 | v
. 5 Help | Apply Cancel ak,
Fig. 202 SISTORE RemoteView — Map tab
2. Configure the map using the following icons.
Layer
Name Name of the map. The map will be displayed in the tree view with the
name entered here.
e .
= Add map to the tree view
Iﬁ Delete map selected in the tree view
@ Delete all maps
— Move map one position up/down.
242
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<=

)

Move map one hierarchy level to left/right. A maximum of 2 hierarchy
levels can be created (one subordinate level per main level).

Objects

Addresses | The addresses entered in the phone book will be listed. The addresses
can be placed on the map just like in the case of SISTORE MX (see
below).

Map Alls the maps available in SISTORE RemoteView will be displayed.
Using this option the maps can be linked (see Section 13.4 Linking a
map).

x Delete an address from the list.
Export / Import
ﬁ Export current layer
1_;3' Export all layers
?1 Import one or several layers
Addresses
Edit the selected address book entry
A Add a new connection to the address book
x Delete the selected entry
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26.12.1 Importing a map

Maps are imported automatically when a connection to the server is established.
Changes made to server maps are automatically transferred to SISTORE
RemoteView the next time a connection is made.

1. Select the Map tab.
2. Click on Import.

2 The Open dialog will open.
3. Select the map to import.
4. Click Open.

=2 The map will be imported.

Remote configuration of the map on the server is not possible!

jumie

26.12.2 Exporting a map

Prerequisite:

® The SISTORE MX application software has been started. See Section 5.16
Starting the SISTORE MX application software and logging in.

1. Select the Map tab.
2. Click on the map to export in the map list.

3. Click the Export J

2 The Save As... dialog will open.
4. Select the directory in which to save the map as a *.map file.

You can save the map as a *.map file on an external data medium, on a network drive, or locally in
the map directory on the RemoteView client, e.g.: C:\...\SISTORE MX\Map.

jumie

5. Enter a name in the File name field.
6. Click Save.
7. Click Apply.

= The map will be saved.

Remote configuration of the map on the server is not possible!

jumie
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26.12.3 Placing address objects on the map

An address object can be placed on several maps, however only once per map. A maximum of 192
objects can be placed.

mie

Select the Map tab.
Select the Addresses option in the Objects group field.
Select the appropriate address object in the address list.
Left-click on the desired position on the map.

2 The address object will be placed on the map.

o nN =

[}

The placement of the address object is confirmed in the selection list by a mark in the checkbox.

26.12.4 Deleting address objects from the map

Select the Map tab.
2. Select the Addresses option in the Objects group field.

3.  Remove the checkmark in front of the relevant address object in the address
list.
—OR-
Right-click on the particular object and select Delete from the context menu.
2 The address object will be deleted.
4. Click Apply.

= The setting will be saved.
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26.12.5 Selecting the map view

View of the site plan without connection to a server
Prerequisite:

® A user is logged on to SISTORE RemoteView.
® There is no connection to a server.

1.  Click the button Show map in the toolbar.
2 The following view of the map will appear.

B SISTORE RemoteYiew [beta] =1 R
File View Administration Action 7

& | FEE CE JIEEE slii® SIEMENS
SISTORE Remateview -

R} BAnkz_L

Fig. 203 SISTORE RemoteView map without server connection
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View of the site plan with connection to a server

1. Select the menu sequence File > Setup connection.
—OR-—
Click the button Connect in the toolbar.

2 The address book will open.

J¥ SISTORE RemoteYiew address book x|
I Search ¥ Show all San netwark TCP/IP port IT
Cameras Server name / |P addresz FAS | Phone r & c aﬁ
ohrnect gl

[ B 502 2 e
[ 25 Mvs-HE 3 15 all cameras 192.168.0.48 40
O -,'-'?g 192.168.01 4 15 no camera 192.168.01 40 Edit entry
[ 25 192.168.0.25 5 15 o Carers 192.168.0.25 40 | S
[1%5132.168.0.9 B 15 o Carers 192.168.0.9 40
O Eg 192.168.0.5 7 15 all cameras 192.168.0.5 40 A )‘%bl
[] 8,192 168.0.10 a 15 1o Camera 192.168.0.10 40 =
[ 8= 192.168.0.47 ] 15 no camera 192168047 40 -
[ % 192.168.0.22 10 15 1o Camera 192.168.0.22 40 ||
[ % 192.168.0.132 ik 15 1o Camera 192.168.0.132 40 Move up t
[ 2= 192.168.0.133 12 15 1o Camera 192.168.0.133 40 —_—
[ % 192.168.0.19 13 15 1o Camera 192.162.0.19 40
[ =519z 168,018 14 15 nocamers  192168.0.18 40 Hlelden i
[ 2 192.168.0.17 15 15 1o Camera 192.162.017 40 -
[ 2% 192.168.0.16 16 15 1o Camera 192.162.0.16 40
Oa -,'-":'g 192.168.0.32 17 15 o camera 192.168.0.32 40 Delete enty @
[ % 192.168.0.30 18 15 1o Camera 192.162.0.20 40 | S
[ % 192.168.0.39 19 15 1o Camera 192.162.0.29 40 - Delate 4l
ﬁ‘m—mmm“m - o D - | LlJ entries @

5 Help | Cancel | Ok I

Fig. 204 SISTORE RemoteView address book

2. Select a server.
3. Click the button Connect.
2 The following dialog box opens.

¥ SISTORE RemoteYiew login x|
IJzer name: I.-'-‘-.dministratu:ur
Faszword: I-------------

ﬁ Help Cancel | ] I

Fig. 205 SISTORE RemoteView Login

4. Enter your user name and password.
5. Click OK.
2 The connection to the server has been established.

mie

Only one connection can be established to a server at a time.
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6. Click the map display button in the toolbar.
2 The following view of the map will appear.

34 SISTORE RemoteView - (192.168.6.107)

File “iew  Administration Action 7
8% 4 EE i) ® u» SIEMENS

Mo, 29.05.2006

16:27:43

S e Vo

4 W

S a— Y

o] ~

- = &Y
b3

lachttresar ! z
23, 05,06 162745 ] q / ._ P Camera Description ~
. SISTORE Remoteview . o . h?GA‘I_Gelt:lfac:h K.amerals

@ BANKZ_1 ?GM_Portrét Kameral3

? G&1_Raumn  Kameralf
ENGA_Foyer K.amerald
EHGSA Persein...  Kamerals
S Kundeneing..  Kamerald

(_, | .

1€

Fig. 206 SISTORE RemoteView map with server connection

If you move the mouse pointer over an object on the map in this view, the following
object information will be shown in an tooltip:

® Object name and description
e |P address and port of the server
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26.13 Configuring multi-monitor mode

mie

In order to use multi-monitor mode, the monitors must be configured in Windows: Start > Control
Panel > Display > Settings. Please note that the configuration of the monitors in Windows can only
be changed when the SISTORE MX application software is closed.

Syztem Metwork | fay Map tulti-moritor | €% 1ser management

Monitor 1 Moritor 2 M anitar 3 M anitar 4

b air monitor

= Addresszes
Show alarm on monitor for at least a - Feconds 2L o2 07

- =
Show mation alarm o monitar for at least a - SECOnds I-_:';E'- M L8

M NWS [NWS-02)
Event views window blanked after 2 - econds 25 M 11 2,70
[¥]#Mezzage dialog monitor
) ﬂj Help ] [ Apply ] [ Cancel ] [ (]

Fig. 207 SISTORE RemoteView — Multi-monitor tab

SISTORE RemoteView supports up to 4 monitors. The individual monitors can be
configured as:

® Main monitor
See Section 26.13.1 Configuring a monitor as the main monitor.
® Display monitor
See Section 26.13.2 Configuring a monitor as a display monitor.
® Event monitor
See Section 26.13.3 Configuring a monitor as an event monitor.
e Site plan monitor
See Section 26.13.4 Configuring a monitor as a site plan monitor.
® Message dialog monitor
See Section 26.13.5 Configuring a monitor as a message dialog monitor.
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26.13.1 Configuring a monitor as the main monitor

The main monitor displays the operator interface of the application software. The
application software can be configured and operated via this monitor.

/!\ IMPORTANT Exactly 1 monitor must be configured as the main monitor.

b ain rmaritar

. s

Show alarm on moritor for at least 0 - Eeconds
. . Y

Show mation alarm on maonitor for at least 0 - Feconds
. B Fs

Ewvent view window blanked after 2 - Eeconds

Fig. 208 Multi-monitor tab — Configuration of the main monitor

Prerequisite:
® The main monitor has not been configured yet.

Select the Multi-monitor tab.
2. Mark the checkbox Main monitor.

3. If you want to view events on the main monitor, mark the corresponding
checkboxes and select the duration in seconds.

Option Meaning
Show alarm on monitor for at Minimum time for which an alarm event will be displayed. New
least ... seconds alarm events will not be displayed during this time.

You can select a time between 0 and 60 seconds. 0 seconds
means that an image will be removed from the screen as soon as
another alarm event occurs.

Show motion alarm on monitor | Minimum time for which a motion alarm event will be displayed.
for at least ... seconds New motion alarm events will not be displayed during this time.

You can select a time between 0 and 60 seconds. 0 seconds
means that an image will be removed from the screen as soon as
another motion alarm event occurs.

Event view window blanked Period of time after which the event view window will be blanked.
after ... seconds You can select a time between 2 and 300 seconds.

4. Mark the checkboxes of the SISTORE units whose live images are to be
displayed on the main monitor in the Addresses server list.

5. Click Apply.
= Your settings will be saved.
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26.13.2 Configuring a monitor as a display monitor

The display monitor displays live images.

Fig. 209 Multi-monitor tab — Configuration of the display monitor

1. Select the Multi-monitor tab.

2. Mark the checkbox Display monitor.

3. Mark the checkboxes of the SISTORE units whose live images are to be
displayed on the display monitor in the Addresses server list.

4. Click Apply.

= Your settings will be saved.

26.13.3 Configuring a monitor as an event monitor

The event monitor displays events. An event can be either a movement or an

alarm.

mie

When an event monitor has been configured, it is no longer possible to display events on the main

monitor.

N Fs

Show alarm on moritor for at least 0 - Seconds
. . F

Showe mation alarm an monitor far at least 0 - Feconds
. . Fs

Event view window blanked after 2 - Seconds

Fig. 210 Multi-monitor tab — Configuration of the event monitor

1. Select the Multi-monitor tab.

2. Mark the checkbox Event monitor.

3. Mark the corresponding checkboxes and enter the duration in seconds.

Option

Meaning

Show alarm on monitor for at
least ... seconds

Minimum time for which an alarm event will be displayed. New
alarm events will not be displayed during this time.

You can select a time between 0 and 60 seconds. 0 seconds
means that an image will be removed from the screen as soon as
another alarm event occurs.

Show motion alarm on monitor
for at least ... seconds

Minimum time for which a motion alarm event will be displayed.
New motion alarm events will not be displayed during this time.

You can select a time between 0 and 60 seconds. 0 seconds
means that an image will be removed from the screen as soon as
another motion alarm event occurs.

Event view window blanked

after ... seconds

Period of time after which the event view window will be blanked.
You can select a time between 2 and 300 seconds.
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4. Mark the checkboxes of the SISTORE units whose event images are to be

displayed on the event monitor in the Addresses server list.
5. Click Apply.
= Your settings will be saved.

26.13.4 Configuring a monitor as a site plan monitor

26.13.5 Configuring a

On a site plan monitor, the site plan is displayed in full screen mode.

b ap manitar

Fig. 211 Multi-monitor tab — Configuration of the site plan monitor

Prerequisite:

® A site plan has been configured. See Section 26.12 Configuring the map.

® A site plan monitor has not been configured yet.

1. Select the Multi-monitor tab.
2. Mark the checkbox Map monitor.
3. Click Apply.

= The setting will be saved.

monitor as a message dialog monitor

/N

The message dialog monitor displays all pop-up dialogs. The main monitor can

also be configured as a message dialog monitor.

IMPORTANT Exactly 1 monitor must be configured as a message dialog monitor.

252

[*|Meszage dialog monitor

Fig. 212 Multi-monitor tab — Configuration of the message dialog monitor

Prerequisite:
® A message dialog monitor has not been configured yet.

1. Select the Multi-monitor tab.
2. Mark the checkbox Message dialog monitor.
3. Click Apply.

= The setting will be saved.
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26.14 Configuring user management

There are 2 user groups in SISTORE RemoteView:

® Administrator: An administrator has the user right Configuration for SISTORE
RemoteView as well as the user right Re-Play (offline evaluation) for local
evaluation of databases. Further information on this can be found in the
SISTORE MX User Manual.

® User: A user does not have the user rights Configuration and Re-Play (offline
evaluation).

"Users® need 2 user accounts: 1 account for the SISTORE MX application software
and 1 account for SISTORE RemoteView. If you create two accounts with identical
user names and passwords the user will have to log on only once (as of V2.80).

User rights must be assigned in the SISTORE MX application software. See
Section 14 Configuring user and access management. The user right
Configuration is assigned separately for SISTORE MX and SISTORE
RemoteView; this means that a user who has been granted the right
Configuration in the SISTORE MX application software does not automatically
have this right for SISTORE RemoteView as well.

J¥ SISTORE RemoteYiew Configuration x|
S_I,lsteml Networkl i Mapl Mulimanitor €% User management |
Uzer name | Dezcription | [ User . o
€ Administrator Administrator Name: IUser sar nights
€ User ™| Eonfiguration
Description: I
PaSSWD[d: I............
Pazzword
confirmation: I""""""
W User can change password
= Administratar
% User
— Pagzword optionz
% Password never expires R
= wtend walidit |
" Password expites after | 500 :|I day[z] ~
- User account
Lack Wrlazk | [ Unlock automatically after 0 ::ll rmirites]
= X
) .:)J Help | Apply | Annulla Ok
Fig. 213 SISTORE RemoteView — User management tab
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26.14.1 Predefined user account Administrator

jumie

Only use the user account Administrator if it is necessary!

The software is delivered with the user account Administrator already set up. The
password assigned to it is "Administrator. Change the password after initial start-

up.

This user account cannot be deleted and it can be configured only to a limited
extent.

® Administrator: has all rights

Users who have only basic knowledge of SISTORE MX should only use user
accounts.

26.14.2 Creating and changing user accounts

|lzer name | D'ezcription |
ﬁ Adrniristrator Adrninistratar

€ Installer Inztaller

€ Jobn Do Uzer

Fig. 214 User account list on the User management tab

= [zer

I arne; I.Ju:uhn Do

D escription: Iguar.j

Pazzword: I"""""""“'"‘

Pazzwiord

confirmation: I""""""""""
¥ User can change password
 Administrator
o Lzer

Fig. 215 User group field on the user management tab

Prerequisite:
® You have the right Configuration.
1. Select the User management tab.

2. Click the Add button @ below the user account list.
> A new line will be added to the user account list.

jumie

If the text fields Name, Password and Password confirmation are not filled in completely or no user
rights have been assigned, an error message will be displayed.
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Enter a short description in the Description text field.
Enter a password with at least eight characters in the Password text field.
Re-enter the password in the Password confirmation text field.

No o A

If users who are logged in to this account may change the password, mark the
checkbox User can change password.

8. To assign the user to a user group, select on of the options Administrator or
User.

9. Click Apply.
= Your settings will be saved.

26.14.3 Deleting user accounts

| Uszer name | Description |
€ Adminiztrator Adriniztratar
€ Installer Inztaller
€ Jobn Doe Uzer

Fig. 216 User account list on the User management tab

The user account “Administrator cannot be deleted.

ie

Prerequisite:
® You have the right Configuration.

Select the User management tab.
2. Select the user account you want to delete in the list.

3. Click the button Delete ﬁ
4. Answer Yes in the confirmation dialog.
> The user account will be deleted from the user account list.

26.14.4 Locking user accounts

After a password is enter incorrectly three times, the user account will be blocked. To unlock: See
Section 26.14.5 Unlocking a user account.

mie

|' User account

Unlock I [T Unlock automatically after I 0 j minute(s]

Fig. 217 Lock button on the User management tab

Prerequisite:
® You have the right Configuration.

1. Select the User management tab.
2. Select the user account you want to lock from the user account list.
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3. Click Lock.

4. Click Apply.
= The setting will be saved.
= The user account is locked.

26.14.5 Unlocking a user account

You can unlock a user account manually or automatically.

Prerequisite:
® You have the right Configuration.

Unlock I [T Unlock automatically after I 0 j minute(s]

Fig. 218 User account group field on the User management tab

|' User account

Manually unlocking a user account
1. Select the User management tab.
2.  Select the user account you want to unlock from the user account list.
3. Click Unlock.
4. Click Apply.
= The setting will be saved.
= The user account is unlocked.

Automatically unlocking a user account
1. Select the User management tab.

2. Select the user account you want to unlock automatically from the user
account list.

3. Mark the checkbox Unlock automatically after.
. Enter a value in minutes in the minute(s) text field.
5. Click Apply.
= The setting will be saved.
2 The user account will be unblocked after the time entered has passed.

26.14.6 Configuring the validity period of a password

Prerequisite:
® You have the right Configuration.

Fazsword options

% Pazeword never expires

" Paszword expires after I a0 ill day(s]

E xpiration renewal

Fig. 219 Password options group field on the User management tab

Limiting the validity period of a password
1. Select the User management tab.
2. Select the option Password expires after.
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3. Enter a value in the day(s) field to indicate how many days the password is to
be valid.

4. Click Apply.
= The setting will be saved.

Extending the validity period of a password
1. Select the User management tab.

2. Click Expiration renewal.

3. Click Apply.

2 The validity of the password will be extended by the number of days specified
in the day(s) text field. The date from which the extension is calculated is the
current one.

Removing the restriction of validity of a password
1. Select the User management tab.
2. Select the option Password never expires.
3. Click Apply.
= The setting will be saved.

26.14.7 Enabling control panel control

v [perating console

COM | COM1 vI

Button delay 1000 :ll ms

Fig. 220 "Operating console® group field on the "System* tab

Prerequisites:

® The CKA driver is installed and the icon is displayed in the task bar. For
information on the subsequent installation of hardware drivers please refer to the
Installation Manual.

® A control panel is connected to the client PC.

1. Select the System tab.
2. Mark the checkbox Operating console.
> The CCTV keyboard group field will be enabled.

3. Select the interface to which your control panel is connected from the COM
dropdown field.

4. Enter a value in milliseconds in the Button delay text field.

= If no keyboard input takes place within the specified time, the entry is
considered complete.

5. Click Apply.
= Your settings will be saved.
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26.15 Configuring SISTORE MX via SISTORE RemoteView

SISTORE RemoteView can be used for remote configuration of a SISTORE MX
server. This function corresponds to the function for importing a configuration,
except that a configuration file is sent by remote data transfer to the server.

Transmission errors should be detected by a checksum contained by the configuration file. If the
checksum is incorrect, the configuration will not be imported.

jumie

For changes to the configuration the same dialogs are used as in the SISTORE
MX application software.

The functions of the dialogs and dialog elements are therefore the same.

The following limitations apply in this regard:

® It is not possible to display motion detection.

® Recording media (hard drive partitions) cannot be changed.
® A database directory cannot be specified.

® The language version cannot be changed.

® The option "Always in foreground" cannot be changed.

® The option "On-screen keyboard" cannot be changed.

® Network parameters cannot be changed.

Prerequisite:

® The SISTORE MX application software is in display mode. See Section 4.1.1
Display mode.

Banking mode, cash dispenser mode and the recording media cannot be activated/deactivated via
SISTORE RemoteView.

jmie

You have two options to configure a SISTORE MX server:

e Option A: online, i.e. transmission of the configuration, changing of the
configuration, loading of the configuration, starting of the configuration on the
server.

—OR-
® Option B: offline, i.e. an existing configuration is edited without a connection to

the server, then a connection is established and the configuration is sent to the
server.
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26.15.1 Online configuration (option A)

1.  Set up a connection to the server. See Section 26.9.4 Connecting to
SISTORE MX.

2. Select Configuration ... in the Administration menu (see Figure below).

Administration

% Configuration ...

E Re-Plaw ...

_& Skark virtual guard

@  Configure Remotetiew ...

Fig. 221 SISTORE RemoteView — Administration menu

3. Answer Yes in the confirmation dialog.

SISTORE RemoteYiew x|

2

Do pou wigh to edit the configuration of the suztern "SISTORE "7

Yes Mo

Fig. 222 SISTORE RemoteView — configuration option for the server

= The configuration file will be transferred from the server and saved in the
download directory.

2 SISTORE RemoteView will switch to configuration mode.
2 The file will be opened automatically.

4. Change the configuration.
5. Click Apply.
6. Answer Yes in the confirmation dialog.

SISTORE RemoteYiew |

::—) Should the configuration be gent to "SISTORE kM=" now? The connection will be clozed in this casze.
-

Yes Mo

Fig. 223 SISTORE RemoteView — sending the server configuration

2 The transmission will be performed.
> After receiving the configuration, the server will import and apply it.

ie

Recording will be stopped for a few seconds. The connection to RemoteView will be terminated.

7. Check whether the server is recording again and everything is running
properly.
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jumie

2 The transfer of a new configuration is recorded as information in the server's
logbook. The logbook will also indicate whether the server has accepted and
applied the new configuration.

e If a configuration contains more cameras than are available on the recording system, only the first
cameras of the configuration will be applied. All further cameras will be ignored.

® This also applies for objects that are in a configuration but are not physically present in the
recording system.

e Settings which cannot be configured remotely, such as recording drives, network settings or
deleting or adding LAN cameras, will not be applied by the server from the new configuration. For
these parameters the existing settings will continue to be used. This is to avoid malfunctions.

jmie

A malfunctions may result in a server restart triggered by the Watchdog. The malfunction will possibly
be corrected by the restart.

Restarting the server manually via SISTORE RemoteView

If the server can be reached by remote data transfer, it can be restarted via the
SISTORE RemoteView application software.

1. Select Restart system from the Action menu.

26.15.2 Offline configuration (option B)

260

1. Select Receive configuration from the File menu.
File
Setup connection ...

@. Disconneck remote

Change user

 Receive configuration

e Send configuration

User managet ...

Receive file ...

NIRRT

Send file ...

Execute player program ...

Exit

i

Fig. 224 SISTORE RemoteView: File menu

2 The SISTORE RemoteView application software receives a copy of the
configuration from the SISTORE MX server

2. Edit the configuration. A remote data transfer connection is not required for

this.

3. Select Send configuration from the File menu.

2 You can select a file and send it to the SISTORE MX server.
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26.15.3 Defining the detection area (mask)

jumi @

Prerequisite:

® The SISTORE MX application software is in display mode. See Section 4.1.1
Display mode.

1. Set up a connection to the server. See Section 26.9.4 Connecting to
SISTORE MX.

Select Configuration... in the Administration menu.

3. You can generate and change the detection area of cameras via remote
configuration. The drawing of the detection area is performed as in the
SISTORE MX application software. See Section 9.3.2 Defining the detection
area (mask).

® The pencil drawing tool is not available.

e |f the camera is not in operation, the mask will be shown in a gray window. You can still draw the
mask, but this leads to a very inexact result.

26.15.4 Setting image quality

i

Prerequisite:

® The SISTORE MX application software is in display mode. See Section 4.1.1
Display mode.

1.  Set up a connection to the server. See Section 26.9.4 Connecting to
SISTORE MX.

Select Configuration... in the Administration menu.

3. You can generate and change the image quality of the cameras via remote
configuration.

e If you have not selected an image quality, the default quality (LAN) of the system will be used.

® There is no feedback from the system regarding detected motions (graphics, audio signals, signal
lamp).
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26.15.5 Changing user data

Prerequisites:

® The SISTORE MX application software is in display mode. See Section 4.1.1
Display mode.
® You have the user rights configuration, remote access and user administration.

1.  Set up a connection to the server. See Section 26.9.4 Connecting to
SISTORE MX.

2. Select Configuration... in the Administration menu.

You can change user data via remote configuration. However, for security reasons,
this is only possible with Option A (online).

See Section 26.15 Configuring SISTORE MX via SISTORE RemoteView.

The procedure is similar to that with the SISTORE MX server. The changed user
data are transmitted to the SISTORE MX server when the user administration
dialogs are closed.

26.16 Virtual guard

26.16.1 Starting and terminating the virtual guard

Starting the virtual guard
There are several possibilities to start the virtual guard:

Using the mouse:
1. Click the button Start virtual guard in the toolbar.
—OR-—
Select Start virtual guard in the Administration menu.
Using the command line:
1.  Enter the following command in the command line: -vguard
—OR-—
Enter the following command in the command line: SistoreRemoteView.exe —
vguard

jumie

While the virtual guard is running in SISTORE RemoteView, it is not possible to establish a
connection to the RemoteView client if an alarm occurs.
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Terminating the virtual guard

You have two options to end the virtual guard:

1. Click the button ﬁ in the toolbar.
—OR-

Select the menu sequence Administration > Terminate virtual guard.

Logging on to the server

A log-in on the server takes place automatically. The user rights for this automatic
log-in, however, are very restricted. Replay and configuration are not possible.

If you wish to reach further rights:

1. Click Login @

2 The SISTORE RemoteView Login dialog box is opened.
2. Enter another user name in the User name text field.
3. Enter the appropriate password in the Password field.

jumie

The virtual guard will be interrupted, i.e. there is no automatic disconnection and reconnection if the
user performs such an action.

26.16.2 Configuring the virtual guard

The virtual guard performs the following tasks:

® Time-controlled, automatic connection to various recording systems in a specific
order

® Display predefined cameras
® Terminate the connections after a specified time

The connection data are taken from the address book.

Prerequisite:
® The address book contains connection entries. See Section 26.11 Configuring
the address book

1. Select Connect from the File menu.
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2 The following dialog box opens.

J¥ SISTORE RemoteYiew address book x|
I Search ¥ Show all Scan network TCPAP part I 40
Mame Cameras Server name / |P addrezs | Port | BAS | Phone = c mb
15 SEs o ; B S
O -,'-'?g MWS-02 2 15 all cameras rivs-02 40 =
O MWS-HE 3 15 all cameraz 192.168.0.48 40
O B8 19216501 4 15 ARy 192 16501 40 T
O B8 192 168.0.25 5 15 ARy 192 168025 40 ="
[ 8= 192.168.0.9 E 15 N Camera 192.168.0.9 40
[ ¥% 192.168.0.5 7 15 all cameraz 192.168.0.5 40 Add h
= REW entry =
[ §9:,192.168.0.10 a 15 hio CaMEra 192.168.0.10 40 =
(] B8,192.168.0.47 5 15 ho camera 192.168.0.47 40 -
O 192.168.0.22 10 15 hio Cammera 192.168.0.22 40 [
O 192168.0.132 11 15 hio CaMEra 192 168.0.132 40 Move up t
O -,'-L?g 192168.0.133 12 15 no camera 192.168.0.133 40
[ 2% 192.168.0.19 13 15 N Camera 192.162.0.19 40
] =5 192.168.0.18 14 15  nocamera 192168018 40 Mave down I
[ 8% 192.168.0.17 15 15 hio CaMEra 192.168.017 40 -
(| 192.168.0.16 16 15 hio CaMEra 192.168.0.16 40
[ §=,182 168.0.32 17 15 nO Cammera 152.168.0.32 40 Delete entry @
O 192.168.0.30 18 15 hio CaMEra 192 168.0.30 40 |
JfErmmrs 1 e s i e g
4 | | » entries

5 Help | Cancel | Ok, I

Fig. 225 SISTORE RemoteView address book

2. Mark the checkbox Show all.
2 The fields Duration and Cameras will be shown.
3. Click the Add new entry button.
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2 The following dialog box opens.

& SISTORE RemoteYiew address book ent

SISTORE RemoteView

Mame I

Server location I

Connect via

" AN " RAS

£ S0

Server IF address I

Server port |4|:|

RAS connection

Ih( Lizt empty
RAS manager |

Server phone number I

150N channel bundling ]

Setup connechion |

5 Help |

Cancel | ] I

Fig. 226 SISTORE RemoteView address book entry dialog

4. Select one or more connections in the address book.

5. Click OK.
> The address book is closed.

2 The selected connections will be copied to the guard function and be
displayed in the configuration dialog of the virtual guard.

6. Set a connection duration in seconds for each connection.

7. Select the cameras whose live images are to be displayed after a connection
has been set up. See Section 26.11.7 Specifying the camera selection.

8. Change the sequence of the connections using the buttons Move up and

Move down.

mie

Clicking the button Delete all entries deletes all entries from the address book.
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26.17 File transfer

Using the file transfer function you can transfer files from the server to SISTORE
RemoteView and vice versa.

Prerequisite:

® There is a connection to a version 2.70 or higher server.

Sending files
1. Select the menu sequence File > Send file....
2 The following dialog box opens.

SISTORE RemoteYiew File transfer

— Femoteliew

C:AProgram FilezhSiemenzhSIST ISISTDHE_ENU.EIII = |

—Server

ISISTDHE_ENU.:III

i 5 Help | Canicel | ak. I

Fig. 227 SISTORE RemoteView File transfer dialog

2. Inthe RemoteView group field, select the file you want to send.
3. Select the target directory in the Server group field.
4. Enter the file name in the text field in the Server group field.

® The name of the target file must match the name of the source file.

jumie

o File transfer is only possible if the selected directory exists on the server and the file to transfer is
not opened. Thus the file SISTORE.exe cannot be transferred, for example.

5. Click OK.

Receiving files
1. Select the menu sequence File > Receive file....
> The file transfer window will open.
2. Inthe RemoteView group field, select the file you want to receive.
3. Select the source directory in the Server group field.
4. Click OK.
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27 Configuration of Windows system settings

27.1 Synchronizing the time with an NTP server

An NTP server always provides the current time. This is a cyclical synchronization
method, i.e. the time is updated at regular intervals.

In order to synchronize the time of the SISTORE unit or client PC with an NTP
server, the IP address of the NTP server must be specified.

1. Select Start > Programs > Accessories > Command Prompt in the
Windows start menu.
2 The command prompt is opened.

SWINNT system32' cmd.exe

C:sWINNT >net time /setsntpaoo. 20 . 00 . 3000

2. Enter the following command:
net time /setsntp: . xxx. XXX. XXX
Enter the IP address of the NTP Server for xxx.xxx.XxX.XXX.

The IP address of an appropriate server can be found in the Internet or you can contact your system
administrator.

ie

3. Restart the SISTORE unit or your client PC or enter the following command in
the command prompt:

net stop w32time
net start w32time
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27.2 Changing the language version in Windows XP

1.  Click the Windows Start menu.
2. Select Settings -> Control Panel.
= The following dialog box opens.

E- Control Panel

File  Edit

=101 x|
L

View Favorites  Tools  Help

—
(

OBack - O - l.@

fJSEarch H..- Folders

5 3 X 9|

address | Cantral Panel =l &
) = — (8 - T il
i o =14 i i
& ¥ D @B 9 P 8 v 4
Accessibiity  Add Hardware Add or Administrative  Automatic  Data Sources [RELE=li @l Display Folder Cptions Fonts
COptions Remov... Tools Updates {ODBC)
P o= D @ % kL % L e
Game Internet Keyboard Maouse Metwark  Metwork Setup Phone and  Power Options  Printers and  Regional and
Controllers Options Connections Wizard Modem ... Faxes Language ...
22 2 9 9 ¥ ¥ 8 e &€ <
Scanners and  Scheduled Security Sounds and Speech System User Accounts  \Windows Wireless Link Wireless
Cameras Tasks Center Audio Devices Firewsall Metwork Set...

Set the date, time, and time zone for your computer. | i
3. Click Date, Time, Regional and Language Options.
2 The Date, Time, Regional and Language Options window will open.
4. Click Regional and Language Options.
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2 The following dialog box opens.

Configuration of Windows system settings

Regional and Language Dptions =] d A

Fegional Options | Languages I

— Standardz and farmats

datez, and time.

Samplez

Thiz option affects how zome programs format numbers, cumencies,

Select an item to match its preferences, or click Customize to chooze
woLr o formats:

Custormize... |

Mumber: |123.456.759.00

Currency: [£123.456,769.00

Time: |17:46:45

short date: - 12/12/2007

Long date: |1 2 December 2007

— Lacatian

To help services provide you with lozal infarmation, such as news and
weather, select pour present location;

Germary

=~

o |

Cancel | Smply |

5. Select the Regional Options tab.

6. Make the following settings on the tab:

Standards and formats

English (United Kingdom)

Location

Germany

7. Click Apply.
8. Select the Languages tab.
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Regional and Language Options d A

Fiegional Options ~ Languages |

— Texst zervices and input languages
To wiew or change the languages and methods you can uge to enter

tewt, click Details.

~ Supplemental language support
ozt languages are installed by default. To install additional languages,
zelect the appropriate check box below.

[T Installfiles for comples soipt and rght-to-=ft languages (ineluding
Tihai]
[T | Installfiles for East Asian languages

Language uzed in menus and dialogs

| English =l

k. Cancel Smply

9. Click Details....
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2 The following dialog box opens.

Text Services and Input Languages =] d A

Settings | Advanced |

— Default input language

Select one of the inztalled input languages to use when pou start your
compuker.

~Inzstalled zervices

Select the services that you want far each input language shown in the
lizt. Uze the Add and Remove buttons to modify this list.

B English (United Kingdom) j

25 Handwriting Recagnition
= [Drawing Pad
= Wrike Anyihere
- Wiiting Pad ——
Keyboard

B

= United Kingdom ﬂl
_ & Spesch Recognition | | Properes |

— Preferences

Language Bar... | F.ep Settings... |

k. I Cancel | Apply |

10. Make the following settings on the Settings tab:

Default input language ‘ English (United Kingdom) ‘
11. Click Apply.
12. Click OK.

13. Select the Advanced tab.
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Regional and Language Options d A

Regional Options | Languages  Advanced |

— Language for non-Unicode programs

Thiz gyztemn setting enables non-Unicode programs to display menus
and dialogs in their native language. |t does naot affect Lnicode
programs, but it does apply to all users of thiz computer.

Select a language to match the language version of the non-Unicode
programs pou want to use:

~ Code page converzion tables

10000 [MAC - Foman) i’
[ 10001 [MaC - Japanese]

[ 10002 [MaAL - Traditional Chinesze Bigh)

O 10003 [MAL - Korean)

[] 10004 MAC - Avabic]

[ 10005 [MAL - Hebrew] ;I

— Default uzer account zettings

[ apply all settings to the cument uzer account and ta the default
uzer profile

k. I Cancel | Smply |

14. Make the following settings on the Advanced tab:

Language for non-Unicode programs ‘ German (Germany)
15. Click Apply.
16. Click OK.

> The system will restart.

27.3 Setting the time zone

1.  Click the Windows Start menu.
2. Select Settings -> Control Panel.

2 The Control Panel window will open.
3. Click Date and Time.
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2 The following dialog box opens.

PRIE

Date & Time | Time Zone |

—Date — Time

February . K e L .

S 6 7 8 9 10 11 g :
1z 13 14 15 17 1a
19 20 21 22 23 24 IS5

26 27 28
[17:33:24 =

urrent time zone; W, Europe Standard Time

4. Select the Time Zone tab.

Date and Time Properties

Date & Time  Time Zone |

Iw mukomatically adjust clock For dawlight saving changes

(0] 4 I Cancel apply

5. Select the desired time zone.

6. Mark the checkbox Automatically adjust clock for daylight saving
changes.

7. Click Apply.
Click OK.
= The settings have been saved.
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28 Disposal

All electrical and electronic products should be disposed of separately from the municipal waste
stream via designated collection facilities appointed by the government or the local authorities.

This crossed-out wheeled bin symbol on the product means the product is covered by the
European Directive 2002/96/EC.

The correct disposal and separate collection of your old appliance will help prevent potential
negative consequences for the environment and human health. It is a precondition for reuse and
recycling of used electrical and electronic equipment. For more detailed information about
disposal of your old appliance, please contact your city office, waste disposal service or the shop
where you purchased the product.

29 Appendix

29.1 Video formats supported

The image files created by SISTORE MX have the file extension ".k26" or ".avi",
depending on the setting. These are files in a format similar to AVI, though the k26
files can only be viewed with the SISTORE Player. The AVI files can be played
back with any ordinary media player if an appropriate CODEC is installed in the
operating system.

The recordings have a resolution of 352 x 288 pixels (CIF) for normal picture
quality, 704 x 288 pixels (2CIF) for high picture quality, and 704 x 576 pixels (4CIF)
for maximum picture quality (SISTORE MX 3G only). See Section 17.2.1 Selecting
video resolution.

Data volume per image / compression

CIF

10 — 40 kB/frame

2CIF

20 — 80 kB/frame

4CIF

40 — 120 kB/frame (SISTORE MX 3G only)
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29.2 Bandwidth calculation examples

29.2.1 Analog cameras

Appendix

e

29.2.1.1 MJPEG transmission to SISTORE RemoteView

® The measurements were performed with SISTORE MX V2.70 and SISTORE RemoteView 2.70.
o All the cameras were configured identically for long-time recording.

o All the cameras configured on the server were connected to SISTORE RemoteView. The server was always in display mode while recording was in progress. The live
images of the connected cameras were displayed on the SISTORE RemoteView.

® During the tests with analog cameras no LAN cameras were configured on the server.

1 camera 4 cameras
Limit Remote Frame Rate | connected to SISTORE RV connected to SISTORE RV
® ?
T T
£ . 3 £ 2 3
s s ® * o £ 9 *
) 5 ] = o 5 ] =
- 1] —~ | O — = —~ |® — o —
E s S %2 | & S TS ©|2 %
o o |2 5 c8rc| 8 |BO 2|5 |2 2
) s Qe ¢ (€5 0 B = sm O |2 © €S 0
2 o QL LgE L | o gax O geE L | s L
10 6.2 166 7.5 1 2.2 265 11 2
25 12.5 330 10 2 4.3 503 13 3
50 12.5 330 10 2 6.75 778 18 6
100 12.5 333 10 2 12.5 1459 26 12
w/o 12.5 335 10 2 12.5 1459 26 12
10 6.2 166 8.5 1 2.2 263 11 2
25 12.5 330 10 2 4.3 503 14 4
50 12.5 330 10 2 6.75 785 18 6
100 12.5 330 10 2 12.5 1468 26 12
w/o 12.5 331 10 2 12.5 1459 26 12
Tab.6  SISTORE MX 4/50 — 12.5 ips/camera
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1 camera 4 cameras 8 cameras
Limit Remote Frame Rate | connected to SISTORE RV connected to SISTORE RV connected to SISTORE RV
° £ ° £ ° £
© © ©
o ] o ] o ]
£ © 3 £ = 3 £ = 3
e < 9 x O 9 x I 9 =<
2 s 2 s | g T |84 | | ¢ S 2 s
E |3 S 2 5| E 2 %8 Tz T E 3 S T |2
o ~ | P Q S O ~ [T wn S o C Q c o T = C (]
% = |5 Qs c @ % = |§m o |25 ¢ (<€ ] @ s 8 g (€
2 X |m (SIS a8 | 2Linxy NlgEeE L gL | 2 o ac ? @R
10 6.25 166 7.5 1.3 2.1 255 9 2 1.2 288 10.5 2.3
25 6.25 164 7.5 1.3 34 411 11 3.3 24 558 13.5 4.5
50 6.25 164 8 1.3 6.25 756 15.5 5.8 3.4 795 17.5 6
100 6.25 164 7.5 1.3 6.25 761 15.5 5.8 6.25 1440 25.5 11
w/o 6.25 164 7.5 1.3 6.25 761 15.5 5.8 6.25 1456 25 11
10 6.25 162 8.5 1.3 2.1 253 10 2 1.2 286 11 2.3
25 6.25 162 9.5 1.3 34 410 12 3.3 2.4 558 14.5 4.5
50 6.25 166 8 1.3 6.25 760 15.5 5.8 3.4 796 17.5 6
100 6.25 163 8.5 1.3 6.25 761 16.5 5.8 6.25 1450 26 11
w/o 6.25 169 8.5 1.3 6.25 760 16.5 5.8 6.25 1456 25.5 11
Tab. 7 SISTORE MX 8/50 — 6.2 ips/camera
1 camera 4 cameras 9 cameras 16 cameras
Limit Remote Frame Rate | connected to SISTORE RV connected to SISTORE RV connected to SISTORE RV connected to SISTORE RV
? ? ® k:
£ = o £ = o £ = o £T | = -]
o £ 2 x o £ @ x o £ s x o £ qa’ @ x
o B &R 5 2 o a8 R 5 - o o PN 5 - o To |8 _ |5
E s o c H € 'S oc R S H o c R S 22|90 G |2 &
3 o= © 3 o= © 3 o= © 3 o=
© S v g ] © 20 g .o O =~ |BBo g ] c IS 20w | tg 2|2 2
] R o ® [ ] & o Qo ce o % = © 0 Qo © c Q % = © 0 Qg O ceo 0o
o m ¥ [SYKe] [S) o [ 4 [SYRe] Qs P 2 myx (SR Qs P o oY 88 L g P

H

10 3.1 82 0.7 1.6 191 8.5 1.5 1 278 10 25 0.6 295 11 25
25 3.1 82 8 0.7 3.1 375 10.5 25 1.6 426 12 1.4 720 15 5
50 3.1 82 0.7 3.1 368 10.5 25 3.1 817 17 1.7 866 18 7
100 3.1 84 6.5 0.7 3.1 371 11 2.5 3.1 835 16.5 6 3.1 1546 25.5 12
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1 camera 4 cameras 9 cameras 16 cameras
Limit Remote Frame Rate | connected to SISTORE RV connected to SISTORE RV connected to SISTORE RV connected to SISTORE RV
w/o 3.1 83 6.5 0.7 3.1 372 11 25 3.1 830 17 6 3.1 1533 25.5 12
10 3.1 82 7 0.7 1.6 188 10 1.5 1 280 11 25 0.6 296 11 25
25 341 82 75 0.7 3.1 372 11.5 25 1.6 422 12.5 3 1.4 720 16 5
50 3.1 82 7.5 0.7 3.1 369 11.5 25 341 817 18 6 1.7 890 19 7
100 341 83 8 0.7 3.1 368 11.5 25 341 826 17,8 6 3.1 1545 27 12
w/o 3.1 84 8 0.7 3.1 375 11 25 341 835 18 6 3.1 1559 27 12
Tab. 8 SISTORE MX 16/50 — 3.1 ips/camera
1 camera 4 cameras 9 cameras 16 cameras
Limit Remote Frame Rate | connected to SISTORE RV connected to SISTORE RV connected to SISTORE RV connected to SISTORE RV
= = E = - § < - E < » E
o £ 2 x o £ 2 x o £ 2 x o £ 2 x
%’ g = §§ = S = %’ g = §°\=° = g = 3 g = §f = g = & g = §§ = g =
RIS R R I R I Y
8| 885|988 |gc| 82| 828|983 S gt | 82| 88 (g8 S|gc | 22| 82 (g8 8 g d
10 6.2 133 12 1 21 176 13 1 1 203 14 1 0.6 230 15
25 6.2 129 12 1 34 280 15 2 21 404 16 3 1.4 550 18
50 6.2 130 12 1 6.2 520 17 4 3.1 605 19 5 24 900 24
100 6.2 131 11 1 6.2 521 17 4 6.2 1200 27 10 34 1280 28 11
w/o 6.2 130 12 1 6.2 521 17 4 6.2 1210 27 10 6.2 2372 41 19
10 6.2 131 13 1 2.1 175 14 1 1 201 16 1 0.6 230 17 2
25 6.2 129 13 1 34 280 15 2 21 402 19 3 1.4 542 20 4
50 6.2 130 13 1 6.2 519 19 4 3.1 603 21 5 2.4 900 26 7
100 6.2 130 13 1 6.2 519 20 4 6.2 1207 29 10 34 1280 31 11
w/o 6.2 130 13 1 6.2 521 19 4 6.2 1208 29 10 6.2 2356 44 19
Tab. 9 SISTORE MX 32/100 — 6.2 ips/camera
277
Siemens Building Technologies
02.2009

Fire Safety & Security Products



Appendix

4 cameras 9 cameras 16 cameras 32 cameras
Limit Remote Frame Rate | connected to SISTORE RV connected to SISTORE RV connected to SISTORE RV connected to SISTORE RV
° £ o £ o £ o
S 2 s Z s Z s 3
£ = o £ = o £ = o £ = o
© < o ) © < 9 x © < o x © < 9 x
g T 8 -8 | ¢ T 8 -8 o~ ¢ T -8 -8 o~ ¢ 3 2 s =
S = |8 = = S = |8 = = S = |8 = m S 8 =
5 | 202(8.2/18 8| §_| 2021(8.%(8 | S| 8.21(8.,213 8| 5_| f,208.2|3,°¢
% >| §m2|eT ol _o| w=2| §m |2 e |f _o| w=| Gm oS S| o | @ =| § a° T 3
22| px V9P RL| 22| ax D@ L@RL| 22| nx N jgEeELj@RP| 22X | p Q £ Qc P
10 1.6 138 13 1 1 210 13 1 0.6 225 13 2 0.3 260 15 2
25 3.1 268 13 2 1.6 308 15 2 14 541 16 4 0.7 646 18 5
50 3.1 270 13 2 3.1 610 17 5 1.7 645 18 5 1.4 1225 21 10
100 3.1 264 13 2 3.1 610 18 5 3.1 1170 25 10 1.7 1480 29 12
w/o 3.1 264 14 2 3.1 611 19 5 3.1 1177 26 10 3.1 2729 43 22
10 1.6 139 14 1 1 210 14 1 0.6 222 16 2 0.3 260 18 2
25 3.1 268 15 2 1.6 314 16 2 1.4 541 18 5 0.7 645 20 5
50 3.1 268 15 2 3.1 617 20 5 1.7 640 21 5 14 1220 23 10
100 3.1 264 15 2 3.1 610 20 5 3.1 1170 27 10 1.7 1485 31 12
w/o 3.1 263 15 2 3.1 608 20 5 3.1 1188 28 10 3.1 2728 46 22
Tab. 10 SISTORE MX 32/100 — 3.1 ips/camera
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29.2.1.2 MPEG transmission to SISTORE RemoteView

Appendix

Limit Remote Frame Rate

1 camera

connected to SISTORE RV

4 cameras

connected to SISTORE RV

ips/camera
(RV)

Bandwidth in

KB/s

(Server)

?
= o £ .
o = o o
n X Y < n
PN 5 o T &R
8 = |2 = £ S =~ 8%
8. g Z g S 'Umqa) gk
1 —_ 1
Q_g R b = ga 7] Q-g
9o % gs P 2 ¥ | ¥ © |0

(Server)

@ network load

in %

(Server)

10 6.2 45 11 0.4 2.2 68 16 0.6
25 12,5 102 19 0.9 43 137 25 1
50 125 104 18 0.9 6.7 206 34 1.6
100 125 107 19 0.9 12.5 392 56 3
w/o 12.5 105.5 18 0.9 12.5 384 56 3
10 6.2 46 13 0.4 2.2 75 18 0.6
25 12,5 103 19 0.9 43 134 25 1
50 125 102 19 0.9 6.7 209 34 1.6
100 125 102 18.5 0.9 12.5 385 57 3
wio 125 101 19 0.9 12.5 384 56.5 3
Tab. 11 SISTORE MX 4/50 — 12.5 ips/camera
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1 camera 4 cameras 8 cameras
Limit Remote Frame Rate | connected to SISTOR_E RV connected to SISTgRE RV connected to SISTgRE RV
£ g § £ g E £ é E
22| §88|5:3lc=8)| 22 8283|8853 | 22|88 8 s 3lg= 8
| OF (352 x268) 25 KBimage setfor ecordng

10 6.25 45 11 0.35 21 63 14 0.5 1.2 61.5 16 0.5
25 6.25 44 11 0.35 34 102 20 0.8 24 115 24 0.9
50 6.25 44 12 0.35 6.25 187 30 1.5 34 157 30 1.2
100 6.25 44 11 0.35 6.25 188 30 1.5 6.25 304 50 25
w/0 6.25 49 11 0.35 6.25 186 30 1.5 6.25 292 50 2.5
10 6.25 44 11.5 0.35 21 62 15 0.5 1.2 62 16 0.5
25 6.25 44.5 11.5 0.35 34 102 20 0.8 24 112 25 0.9
50 6.25 44.5 12.5 0.35 6.25 187 31 1.5 34 157 30 1.2
100 6.25 45 12 0.35 6.25 189 31 1.5 6.25 304 50 25
w/o 6.25 45 12 0.35 6.25 189 315 1.5 6.25 315 52 25

Tab.12 SISTORE MX 8/50 — 6.2 ips/camera
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1 camera 4 cameras 9 cameras 16 cameras
Limit Remote Frame Rate | connected to SISTORE RV connected to SISTORE RV connected to SISTORE RV connected to SISTORE RV
° £ ° £ ° £ ° £
© © © ©
£ % E £ % E £ ‘_: g £ ‘_: §
o £ % I~ © £ o x o £ 2 x o £ ? =
g 3 2 5 g 3 2 5 | ¢ 3 @ 5 g 3 3 5
E 3 8 2 £ 3 8 2 B E 3 3 2 E 3 3 S 5
o = o © © o =) o ko b o =) .. @ o Tw .. @ 2
@ §@ a2 < F; §@ s c. 3| @ §@ 5 < K §@ a® 5| &
=3 o ¥ Q£ Q k=3 m ¥ Q. QX L2 = m ¥ Q £ (OIS =3 [\ 4 Q £ QX L
10 3.1 22 8.5 0.2 1.6 50 12 0.35 1 58 15 0.5 0.6 58 15.5 0.5
25 3.1 23 8.5 0.2 3.1 92 18 0.7 1.6 93 19 0.7 1.4 125 26 1
50 3.1 23 8.5 0.2 3.1 92 18.5 0.7 3.1 170 31 1.3 1.7 144 29.5 1.2
100 3.1 22.5 9 0.2 3.1 99 18 0.8 3.1 181 31 1.5 3.1 261 47 2.2
w/o 3.1 23 8.5 0.2 3.1 96 18 0.7 3.1 181 31 1.5 3.1 272 47 2.2
10 3.1 22.5 9.5 0.2 1.6 48 13 0.35 1 58 16 0.5 0.6 60 16.5 0.5
25 3.1 23 9 0.2 3.1 94 19 0.7 1.6 87 20 0.7 1.4 125 26.5 1
50 3.1 23.5 9 0.2 3.1 92 19 0.7 3.1 172 32 1.3 1,8 157 31 1.2
100 3.1 23 9.5 0.2 3.1 95 18.5 0.8 3.1 177 31 1.5 3.1 270 48 2.2
w/o 3.1 24 9.5 0.2 3.1 96 20 0.8 3.1 179 32 1.5 3.1 272 48 2.2
Tab. 13 SISTORE MX 16/50 — 3.1 ips/camera
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1 camera 4 cameras 9 cameras 16 cameras
Limit Remote Frame Rate | connected to SISTORE RV connected to SISTORE RV connected to SISTORE RV connected to SISTORE RV
° £ ° £ o £ ° £
s ° s ° s ° s °
£ r 3 £ r 3 £ r 3 £ . 3
© £ ® * © £ ? * © £ ® x o £ ? x
) S 7] = ) S 7] = ) 5 7] = o 5 n e
E |3 8 g E | s 8 g E | s 8 g E | s 8 S
S o Sec|e K o Sec|e K e fec|e 9 e Sec|¢
] S& a3 c s So o3 c @ < 0 Q. © < o © 0 2. <
o m X Q £ Qo R o m X Q £ Q R o m X Q £ Q =3 m X Q £ Q X
10 6.2 19 13 0.15 2.1 26 15 0.25 1 32 17 0.3 0.6 41 19 0.4
25 6.2 21 13 0.15 3.4 49 19 0.5 2.1 67 22 0.5 1.4 100 28 0.8
50 6.2 20 13 0.15 6.2 79 25 0.7 3.1 94 28 0.8 2.4 151 36 1
100 6.2 20 13 0.15 6.2 84 25 44 1 3.4 45
w/o 6.2 13 6.2 1 6.2 2
10 2.1 26 16 0.2 1 33 19 0.3 0.6 42 19 0.4
25 6.2 19 15 0.16 34 Y 20 0.35 2.1 62 24 0.5 1.4 93 29 0.8
50 6.2 21 15 0.16 6.2 79 26 0.7 3.1 95 30 0.8 2.4 145 38 1
100 6.2 20 15 0.16 6.2 81 26 0.7 6.2 183 46 1 3.4 214 47 1
w/o 6.2 20 15 0.16 6.2 81 26 0.6 6.2 178 46 1 6.2 360 75 2
Tab. 14 SISTORE MX 32/100 — 6.2 ips/camera
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4 cameras 9 cameras 16 cameras 32 cameras
Limit Remote Frame Rate | connected to SISTORE RV connected to SISTORE RV connected to SISTORE RV connected to SISTORE RV
T e T T
3 -] P4 T 3 T S -]
£ 2 3 £ 2 3 £ . 3 £ 2 3
) £ 2 > ) < 9 p g £ 2 ~ g s @ ~
(7] ° 7] 5 (7] ° n ° [ o 7] ° [ ° 0 °
£ 'S 3 £ 'S 3 £ 'S 3 £ 'S 3
© 2 o E © 2 o E © 2 o E [+ 2 o E
X 2o 50 ) X 2o 5 Qe L 20 52 Qe X 2o 5 e
@ G m ac ce @ G m 2 ce @ sm a° ce @ G m a° <
2 m X 8 .S 8 £ 2 m X Q. 8 £ 2 m X 8 £ Q £ 2 m X (SR Q.
10 1.6 20 14 0.15 1 38 17 0.3 0.6 39 17 0.3 0.3 66 21 0.4
25 3.1 39 17 0.3 1.6 51 19 0.4 1.4 95 24 0.8 0.7 170 30 1
50 3.1 40 17 0.35 3.1 93 28 0.8 1.7 113 28 1 1.4 310 44 2
100 3.1 38 17 0.3 3.1 88 27 0.7 3.1 186 41 1 1.7 53 2.5
w/o 3.1 17 0.3 3.1 0.7 3.1 184 1 5
10 1.6 20 15 0.15 1 32 18 0.3 0.6 41 19 0.3 0.3 68 22 0.4
25 3.1 42 18 0.3 1.6 50 20 0.4 1.4 90 26 0.8 0.7 161 30 1
50 3.1 36 19 0.32 3.1 85 29 0.7 1.7 110 30 0.9 1.4 302 45 2
100 3.1 36 19 0.3 3.1 85 28 0.7 3.1 188 43 1 1.7 358 54 2.5
w/o 3.1 35 20 0.3 3.1 84 29 0.7 3.1 178 43 1 3.1 630 86 5
Tab. 15 SISTORE MX 32/100 — 3.1 ips/camera
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29.2.2 LAN cameras

® The measurements were performed with SISTORE MX V2.80 and SISTORE RemoteView 2.80.

® All measurements were performed using Siemens LAN cameras type CCIX1345. All the cameras were configured identically for long-time recording.
® Only cameras that had been configured were connected to the network.

e

o All the cameras configured on the server were connected to SISTORE RemoteView. The server was always in display mode while recording was in progress. The live
images of the connected cameras were displayed on the SISTORE RemoteView.

® During the tests with LAN cameras no analog cameras were configured on the server.

29.2.2.1 MJPEG transmission to SISTORE RemoteView

Limit Remote 1 camera configured on the server 2 cameras configured on the server 5 cameras configured on the server
Frame Rate and connected to SISTORE RV and connected to SISTORE RV and connected to SISTORE RV

@ network load in %

Bandwidth in KB/s
(Server w/o RV)
Bandwidth in KB/s
KB/s transmitted
@ processor load in
Bandwidth in KB/s
Bandwidth in KB/s
(Server with RV)
KB/s transmitted
@ processor load in
@ network load in %
Bandwidth in KB/s
(Server w/o RV)
Bandwidth in KB/s
KB/s transmitted
(Server to RV)
@ processor load in
@ network load in %

s S S
& & &
= o =S
s S s
— — —
(9] o (9]
c c c
[ [ [0}
2 25 25

(RV)
(RV)
(RV)

|
00 o las Jes |20 [0 Js Ja  Jes Jror [1e2 s |5 |1 |2 |01 o2 [29 [16 |

100 12 828 1187 365 26 10 4 1338 1486 188 38 12 1 3952 3858 | 98 83 31
Tab.16 SISTORE MX 32/100 — 12 ips/camera

SISTORE MX NVS

mie

NVS PC: Microsoft Windows XP Professional SP 3; Intel Xeon CPU 5150 @ 2.66 GHz 2.66 GHz; 3.00 GB RAM
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5 cameras configured on the server
and connected to SISTORE RV
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S/aX ul yipimpueg

1 camera configured on the server
and connected to SISTORE RV
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(1oniag)

%
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pepiwsuel} s/gy
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S/g) ul yipimpueg

Limit Remote Frame Rate

1713

5906

4210

12

284

692
1108

12
SISTORE MX NVS - 12 ips/camera

1000

Tab. 17

29.2.2.2 MPEG transmission to SISTORE RemoteView

5 cameras configured on the server
and connected to SISTORE RV
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ejowes/sdy

2 cameras configured on the server
and connected to SISTORE RV
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1 camera configured on the server and

connected to SISTORE RV
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Limit Remote
Frame Rate

3442 94 82 41
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o
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Tab.18 SISTORE MX 32/100 — 12 ips/camera
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SISTORE MX NVS

mie

NVS PC: Microsoft Windows XP Professional SP 3; Intel Xeon CPU 5150 @ 2.66 GHz 2.66 GHz; 3.00 GB RAM

286

1 camera configured on the server 5 cameras configured on the server
Limit Remote Frame Rate | and connected to SISTORE RV and connected to SISTORE RV

" " £ B " " £ 8
X o X S g _ |8 T X 2] 2 o2 3
£ K £x £ |s o £ K £ £ > |5 o
g £ £ £ %X |3 x g £9| ££| & |3 x
g 53 5= ce (o 5 ] 3| 33| 5§28 S
© ) ) S0 |9 2 © EG) R s o (8 H
o T 2 T 2 oz |2 @ o T 2 T 2 o 2 |2 ]
9 g3 g3 m3 |2 < @ S8 §&|l mgl|e <
o m £ m £ ¥ % |8 [} 2 a L] oa®P| ¥ 2Ln Q

Tab.19 SISTORE MX NVS — 12 ips/camera
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Index

30 Index
Brightness 65, 79
2 Button delay 234
2CIF| 154, 274
C
4 Camera configuration dialog 89
4CIF| 154, 274 Camera positioning |71
Camera positions |71,/85
A Camera setup |71

Access reader 47,/48
Access to configuration |88
Access to live image 89
Accessories
SISTORE MX 18
SISTORE MX 3G |19
Address book | 234, 235, 237,238,/ 239| 240
Administrator | 134, 253, 254
Alarm connection 101} 177
Alarm input' 110/ 111}, 112,113} 115
Alarm messages 177
Alarm notification |175
ISDN 176
Alarm output| 103, 104, 105} 106
Alarm response |179
Alarm simulation (179
Alternating | 104
Always in foreground | 153
Analog camera |63,/64, 65, 66, 68, 69, 71, 74, 75
Audio 68,83
Audio recording |68, /83
~ via network connection 83
Audio signals | 152}/230
Auto logout | 153} 231
Automatic backup |166
Automatic camera positioning |73
Automatic positioning |73, /87
Automatic termination of the connection |231

B

Backup| 166, 167
Automatic | 168
Complete 168
Incremental 168
Backup directory 167
Bandwidth | 275
MJPEG transmission | 275
MPEG transmission | 279
Bank mode | 181, 182
Banks| 181, 182, 184, 189,193, 198|200
Black list| 200, 201,/202
Blanking the event view window (147

Camera type |74
Cameras 63, 64, 65, 66, 68, 69, 71, 74, 75, 149
Black/white |66
Camera-specific functions | 224
Card reader | 197
Cash box camera |74
Cash box data 209
Cash box mode | 203, 204,/ 205, 207,/208, 209
Cash box parameters | 181
Cash box system (49
Cash boxes| 203, 204, 205, 207,/208, 209
Cash dispenser See CDM
Cash dispenser camera |74
Cash dispenser mode 1183
Cash dispenser type | 184,/189/|193
CCDA1425 |41
CCDA1435 |42
CCIx1345 37
CDCO050x 45
CDCD2417 45
CDD2410 |44
CDM 46, 189, 200
Settings| 186, 191,/ 195
CDM monitoring | 184
Change interval 1 230
Channel bundling 57
CIF 154,274
CKA4810 25
CKA4820 |28, 50
Clear directory before 167
Colour saturation 65,79
Colours in the time table | 156
Commands (91,/118
Compression | 155
Configuration management 214,/215/|216,217/
218|219
Configuration mode 23, 52,/225
Connection
Allow ~ |58
Reject ~ 159
Connection filter |58,,/59, 60
Connection protocol 232
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Connection set-up | 233, 234
Connection speed 61
Contol panel | 234, 257
Contrast 65,79

Control panel |25, 28, 138
Control panel control |257
Controller 45

Copy settings |74, 161

D

Data memory | 164
Data volume per image 274

Database| 136, 137, 163, 165|167
Database reorganization | 136, 137

Date and time | 272
Default screen split | 140} 141
Details for ordering (17

Detection area 93,94, 95, 96, 99, 100/ 261

Digital input | 101
Display mode |21, 223
Display monitor | 141
Disposal | 274

Dome (41,42

Door control | 198
Download directory 232
Dwell time | 147

E

Edge See level change

E-mail and SMS| 169, 170, 171,172,173, 174,175

Enable alarm | 101
Eraser |94, 99

Error messages (177
ESC 71,141

Event 107

Event monitor | 142
Event window | 140

F

File transfer See file transmission

File transmission |266
Filtered 205, 207,/208
Forced logout | 182
Frame rate 84
Framerate | 148

FTP server 178,/179

H

Hardware information 218
Help |52

Holidays' 210, 211,/212/|213
HTTP/TCP |37

Hybrid operation |76

288

Icons
Camera icon 126

SISTORE RemoteView 222

Image format |80
Image parameters |79
Image quality 80, 261

Information| 214, 215, 217, 218//219

Installer 134
Interface |48
Invert |94

IP cameras See LAN cameras

IP port | 37, 54,/118
ISDN 55,56, 57, 228
IVM | 138

K

k26274
Kebin |47

L
LAN See network

LAN cameras 37, 38,50, 76, 77,79, 81,/83,84,

85,88,/89,90,/151|284
Image quality |77
LAN connection speed 61
Language 145, 229, 268
Layer| 123,124
Level change | 101
Level-sensitive | 101, 111
LINE 68, 83

Live image |62, 66, 81, 89, 147|230

~ on external monitor 67
Always visible |81
User rights |81

User-dependent display 67

Live image server 57
Logbook | 136, 137
Login |51,/225
Long-time recording | 157
Low frame rate |84

Main monitor | 140
Manual |52, 107

Map| 119] 121, 122|234 | 241,/ 244|246 | 247

Address object | 245
Layer| 120, 123,/ 124
Objects| 125,126,127
Mask See detection area
Memory | 155
MENU 71
Message dialog monitor | 144
MIC |68, 83
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Miniter |48,/ 197
Mixed operation 76
Motion detection |90, 92, 93, 149, See motion
detection
Setting sensitivity 93
MSN 228
Multi Channel Box |46,/47,|49
Multimedia Control Panel 30
~ configuration |35
Installing the software |31
Multi-monitor| 139, 140, 141,142, 144,147,224,
249
Display monitor | 251
Event monitor | 251
Main monitor | 250
Message dialog monitor 252
Site plan monitor 252
Multi-server mode | 224, 233

N

Network | 53, 55,56, 57, 58,/59, 60, 61,62, 175.
227,228

Network access 58

Network alarm input | 115|116

Network cameras See LAN cameras

Network commands (118

Network connection | 226|227

Network trigger 37

NTP Server 267

NTSC 66

NVS|284

O

Object size |93

On-screen keyboard | 152
Operating mode | 107, 108
Operating system settings 219
Overwrite mode | 163

P

PAL |66
Panl/tilt control |69, 85
Pan-and-tilt unit |43, 44,45
Parameters (91
Part numbers
SISTORE MX (17
SISTORE MX 3G |19
Password 135, 136, 256
Patrol | 73, 87
Periodic 107
Picture server See live image server
Playback mode |22
Port |89
Positions |71, 85
Post-trigger | 158

Pre-trigger period | 157
Priority 112,115
Protocols 69
Analog cameras 69
CDM 184, 190, 193
LAN cameras 76
PTZ LAN cameras |85
PT40 43
PT40P 45
PTZ 71,85, 88, 108

R

RCI0601 |46, 47,49
Reaction time 98
Receipt | 206

Index

Recording| 138/ 154, 156, 160, 161,/ 163|165, 167

See recording
Recording modes | 156,160
Recording status display | 146
Reference image |75,/ 100
Regional and Language Options | 268|272
Remote access 24
Remote configuration 258
offline 260
online | 259
Resolution |80,/ 274
High ~' 155
Live image |62
Max. ~ 155
Normal ~| 155
Room camera |74
RV See SISTORE RemoteView

S

Safety instructions 11
Schedule | 167

Security settings [109
Sensitivity |93,/98
Sequence monitor | 142
Serial port | 234
Server-specific functions | 224
Show motions 149
Shutdown | 101
Single-server mode | 224
SISTORE MX NVS 284
SISTORE Player |274
SISTORE RemoteView 24| 221
SISTORE WebView |24, 57
Site plan monitor 144
SMS| 173, 174,175

SMTP |37

SMTP server | 170} 171
Software triggering | 138
SPEC |71

Special function | 105
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Index

Specifications |13
SISTORE MX 13
SISTORE MX 3G |15
Start display mode |229
Start with password query | 136
Start/stop recording | 101
Static | 107
Status displays 223
Cross-server ~ 223
Server-specific ~| 223
Storage location | 164,/ 165, 166
Switch action | 104
Symbols
Hazard symbols |12

System 88&/ 136, 138/ 145, 146,/ 147, 148|149,
152|153/ 154/ 155,/165|179, 181|183/ 213

214,/226./229| 230,/231//232/|/234, 257
System configuration |25
System messages | 152, 230
System name 53, 226

T

Tamper detection 97, 98, 100, See tamper
detection

Target readers 11

TCP/IP 54,89

Technical Data 13

Test 115,/220

Text overlay | 149}/ 151

Time control| 106, 113|116,/ 172,/175,|177

Time control file ' 114|117

Time zone | 272

Time-controlled parameters 96

Trigger edge [111
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U

UPS power failure | 101

URL |89

User 253

User account| 131|, 133, 134, 254, 255| 256
User configurations 1219

User data | 262

User groups | 128

User management 128, 131, 133, 134, 135|224

253,|254 /255,256
User rights | 128
Camera-related ~ | 130
Global ~| 129
Using maximum hard drive capacity |165

\'

Video compression | 155

Video encryption | 155

Video file encryption | 155

Video formats | 274

Video information | 149

Video output| 107, 108|109

Video resolution | 154

Video server |78, See live image server
Video standard |66

View | 229

Virtual guard | 262, 263

Virtual keyboard See on-screen keyboard

w

Warning notices |12
Watchdog 220

Test| 220
Windows system settings 1267
Write protection | 167

Siemens Building Technologies
Fire Safety & Security Products

02.2009






Issued by

Siemens Building Technologies

Fire & Security Products GmbH & Co. oHG
D-76181 Karlsruhe

www.buildingtechnologies.siemens.com

© 2009 Copyright by
Siemens Building Technologies

Data and design subject to change without notice.
Supply subject to availability.

Document no. A24205-A336-B280
Edition 24.02.2009



	SISTORE MX SISTORE RemoteView Configuration Manual
	Contents
	1 Safety
	1.1 Target readers
	1.2 Work safety information
	1.2.1 Handling
	1.2.2 Operational setup
	1.2.3 Installation
	1.2.4 Storage
	1.2.5 Service and maintenance

	1.3 Meaning of the written warning notices
	1.4 Meaning of the hazard symbols

	2 Technical data
	2.1 SISTORE MX / MX DVD
	2.2 SISTORE MX 3G / MX 3G DVD

	3 Details for ordering
	3.1 SISTORE MX / MX DVD
	3.2 SISTORE MX 3G / MX 3G DVD

	4 Software description
	4.1 SISTORE MX application software
	4.1.1 Display mode
	4.1.2 Playback mode
	4.1.3 Configuration mode

	4.2 SISTORE RemoteView
	4.3 SISTORE WebView

	5 Setup
	5.1 Connecting control panel CKA4810
	5.1.1 SISTORE unit
	5.1.2 SISTORE RemoteView

	5.2 Connecting control panel CKA4820
	5.2.1 SISTORE unit
	5.2.2 SISTORE RemoteView

	5.3 Connecting the Multimedia Control Panel (SISTORE MX / RemoteView)
	5.4 Configuring alarm connection from Siemens LAN cameras CCIx1345
	5.4.1 Matching IP ports
	5.4.2 Configuring a LAN camera

	5.5 Connecting the CCDA1425 dome camera
	5.6 Connecting the CCDA1435 dome camera
	5.7 Connecting pan-and-tilt unit  PT40
	5.8 Connecting pan-and-tilt unit CDD2410
	5.9 Connecting SCU pan-and-tilt unit PT40P via controller CDC050x
	5.10 Connecting SCU pan-and-tilt unit via controller CDCD2417
	5.11 Connecting the MX Multi-Channel Box RCI 0601 and cash dispensers
	5.12 Connecting the MX Multi-Channel Box RCI 0601 and an access reader (Kebin)
	5.13 Connecting (Miniter) interface and access reader
	5.14 Connecting cash box systems
	5.15 SISTORE unit – CKA4820 – SISTORE RemoteView – LAN cameras
	5.16 Starting the SISTORE MX application software and logging in
	5.17 Opening configuration mode
	5.18 Selecting other manuals

	6 Network configuration
	6.1 Entering the system name
	6.2 Configuring the network connection
	6.3 Limiting bandwidth
	6.4 Configuring ISDN dial-in
	6.4.1 Accept all incoming calls
	6.4.2 React to certain multiple subscriber numbers
	6.4.3 Activating channel bundling

	6.5 Configuring the live image server
	6.6 Controlling network access
	6.6.1 Adding a connection filter
	6.6.2 Editing connection filters
	6.6.3 Deleting connection filters

	6.7 Setting the LAN connection speed
	6.8 Setting the maximum live image resolution

	7 Analog camera configuration
	7.1 Adding an analog camera
	7.2 Deleting an analog camera
	7.3 Configuring image parameters
	7.4 Selecting the video standard
	7.5 Configuring the live image display
	7.6 Configuring sound recording for an analog camera
	7.7 Configuring pan/tilt control
	7.8 Configuring automatic camera positioning
	7.9 Transferring recording settings
	7.10 Selecting camera types
	7.11 Generate reference image

	8 Configuring LAN cameras
	8.1 General information on LAN cameras
	8.2 Adding a LAN camera
	8.3 Deleting LAN cameras
	8.4 Configuring image parameters
	8.5 Configuring the live image display
	8.6 Configuring sound recording for a LAN camera
	8.6.1 Configuring sound recording via audio input
	8.6.2 Configuring sound recording via network connection

	8.7 Selecting the frame rate
	8.8 Configuring automatic camera positioning
	8.9 Releasing camera control
	8.10 Configuring access to LAN camera configuration
	8.11 Configuring live image access
	8.12 Opening the camera configuration dialog

	9 Configuring motion detection
	9.1 Activating motion detection via SISTORE MX
	9.2 Activating motion detection by LAN camera
	9.3 Configuring motion detection via SISTORE MX
	9.3.1 Setting the sensitivity of motion detection
	9.3.2 Defining the detection area (mask)
	9.3.3 Configuring the time control of the detection area


	10 Configuring tamper detection
	10.1 Opening the sabotage detection dialog
	10.2 Setting the sensitivity of sabotage detection
	10.3 Defining the detection area (mask)
	10.4 Saving a reference image

	11 Configuring unit inputs and outputs
	11.1 Configuring digital input
	11.2 Configuring alarm output
	11.2.1 Adding and deleting alarm outputs
	11.2.2 Selecting the switch action
	11.2.3 Event-based or time control of alarm outputs

	11.3 Configuring video outputs

	12 Configuring alarm inputs
	12.1 Adding and deleting alarm inputs
	12.2 Configuring internal alarm inputs and USB alarm inputs
	12.2.1 Trigger edge configuration
	12.2.2 Configuring priority
	12.2.3 Configuring time control
	12.2.4 Testing the configuration of an alarm input

	12.3 Configuring network alarm inputs
	12.3.1 Configuring priority
	12.3.2 Configuring time control
	12.3.3 Configuring network commands


	13 Map configuration
	13.1 General information about maps
	13.2 Adding a map
	13.3 Deleting a map
	13.4 Linking a map
	13.5 Edit layer
	13.5.1 Import layer
	13.5.2 Export layer

	13.6 Edit object
	13.6.1 Insert object
	13.6.2 Change object
	13.6.3 Change camera icon
	13.6.4 Change object position
	13.6.5 Delete object


	14 Configuring user and access management
	14.1 General information on user management
	14.1.1 User groups
	14.1.2 Global user rights
	14.1.3 Camera-related user rights

	14.2 User account configuration
	14.2.1 Creating and changing user accounts
	14.2.2 Deleting user accounts
	14.2.3 Locking user accounts
	14.2.4 Unlocking a user account
	14.2.5 Predefined user accounts: Administrator and Installer
	14.2.6 Configuring the validity period of a password

	14.3 Enabling password-protected start of the SISTORE MX application software
	14.4 Configuring the logbook
	14.4.1 Enabling extended logbook entries
	14.4.2 Compressing the database daily
	14.4.3 Deleting logbook entries automatically
	14.4.4 Sending logbook excerpts automatically

	14.5 Enabling software triggering
	14.6 Enabling control panel control

	15 Configuring multi-monitor mode
	15.1 Configuring a monitor as the main monitor
	15.2 Configuring a monitor as a display monitor
	15.3 Configuring a monitor as an event monitor
	15.4 Configuring a monitor as a sequence monitor
	15.5 Configuring a monitor as a site plan monitor
	15.6 Configuring a monitor as a message dialog monitor

	16 Configuring the user interface of the SISTORE MX application software
	16.1 Selecting the user interface language
	16.2 Configuring the display area
	16.2.1 Configuring the recording status display
	16.2.2 Configuring live image dwell times 
	16.2.3 Blanking the event view window
	16.2.4 Enabling frame rate display
	16.2.5 Showing motions
	16.2.6 Configuring text overlay for an analog camera
	16.2.7 Configuring text overlay for a LAN camera

	16.3 Configuring system messages
	16.4 Showing the on-screen keyboard
	16.5 Enabling automatic logout
	16.6 Keeping the SISTORE MX application software in the foreground

	17 Recording configuration
	17.1 Enabling automatic recording on start
	17.2 Configuring video parameters
	17.2.1 Selecting video resolution
	17.2.2 Configuring video compression
	17.2.3 Enabling video encryption

	17.3 Configuring recording modes
	17.3.1 General information about recording modes
	17.3.2 Combination example for recording modes
	17.3.3 Transferring recording settings

	17.4 Configuring the overwriting of recordings

	18 Configuring data storage
	18.1 General information about the storage location
	18.2 Selecting a storage location for recordings
	18.3 Selecting a storage location for the database
	18.4 Configuring automatic backup
	18.4.1 Selecting a storage location for backup
	18.4.2 Removing write protection
	18.4.3 Clearing the backup directory
	18.4.4 Choosing the backup schedule
	18.4.5 Selecting the type of recordings for backup


	19 Configuring alarm response
	19.1 Configuring e-mail notification
	19.1.1 Enabling e-mail notification
	19.1.2 Setting notification via the SMTP server
	19.1.3 Configuring the connection to the SMTP server
	19.1.4 Entering e-mail recipient data
	19.1.5 Configuring time control

	19.2 Configuring SMS notification
	19.2.1 Enabling SMS notification
	19.2.2 Entering SMS recipient data
	19.2.3 Configuring time control

	19.3 Configuring alarm notification
	19.3.1 Configuring alarm notification over the network
	19.3.2 Configuring alarm notification over ISDN
	19.3.3 Configuring time control

	19.4 Configuring the FTP server
	19.5 Testing alarm response

	20 Configuration of bank mode
	20.1 Enabling bank mode
	20.2 Configuring the number of recordings
	20.3 Configuring forced logout

	21 Configuration of cash dispenser mode
	21.1 Enabling cash dispenser mode
	21.2 Configuring cash dispenser monitoring
	21.2.1 Configuring diIBM_PBM type
	21.2.2 Configuring the NCR type
	21.2.3 Configuring the SNI_DREBA type

	21.3 Configuring access control
	21.3.1 Adding and removing card readers
	21.3.2 Configuring the door control function
	21.3.3 Configuring a black list


	22 Configuration of cash box mode
	22.1 Adding a cash box
	22.2 Deleting a cash box
	22.3 Configuring cash box monitoring
	22.4 Configuring filters
	22.4.1 Creating a new filter
	22.4.2 Importing filters
	22.4.3 Deleting filters
	22.4.4 Exporting filters

	22.5 Displaying cash box data

	23 Configuration of holidays
	23.1 Adding a holiday
	23.1.1 Creating a new holiday
	23.1.2 Importing holidays

	23.2 Deleting a holiday
	23.3 Exporting holidays

	24 Configuration management
	24.1 Resetting the configuration
	24.2 Importing a configuration
	24.3 Exporting the configuration
	24.4 Duplicating the system
	24.5 Printing the configuration
	24.6 Showing the configuration and system data overview
	24.7 Importing user configurations
	24.8 Opening operating system settings

	25 Testing the Watchdog
	26 SISTORE RemoteView
	26.1 Software description
	26.1.1 Program window
	26.1.2 Status displays
	26.1.3 Overview of functions

	26.2 Starting SISTORE RemoteView and logging in
	26.3 Opening configuration mode
	26.4 Configuring network connections
	26.4.1 Entering the system name
	26.4.2 Configuring the network connection
	26.4.3 Configuring ISDN dial-in

	26.5 Selecting the user interface language
	26.6 Configuring the display area
	26.6.1 Selecting the initial display mode
	26.6.2 Configuring live image dwell times 

	26.7 System message configuration
	26.8 Enabling automatic logout
	26.9 Configuring connections
	26.9.1 Enabling automatic termination of the connection
	26.9.2 Enabling connection logging
	26.9.3 Selecting the download directory
	26.9.4 Connecting to SISTORE MX

	26.10 Enabling the CCTV keyboard
	26.10.1 Selecting the serial interface
	26.10.2 Enabling button delay

	26.11 Configuring the address book
	26.11.1 Opening the address book
	26.11.2 Show all
	26.11.3 Adding an entry
	26.11.4 Editing entries
	26.11.5 Deleting entries
	26.11.6 Sorting entries
	26.11.7 Specifying the camera selection
	26.11.8 Searching for SISTORE MX servers

	26.12 Configuring the map
	26.12.1 Importing a map
	26.12.2 Exporting a map
	26.12.3 Placing address objects on the map
	26.12.4 Deleting address objects from the map
	26.12.5 Selecting the map view

	26.13 Configuring multi-monitor mode
	26.13.1 Configuring a monitor as the main monitor
	26.13.2 Configuring a monitor as a display monitor
	26.13.3 Configuring a monitor as an event monitor
	26.13.4 Configuring a monitor as a site plan monitor
	26.13.5 Configuring a monitor as a message dialog monitor

	26.14 Configuring user management
	26.14.1 Predefined user account Administrator
	26.14.2 Creating and changing user accounts
	26.14.3 Deleting user accounts
	26.14.4 Locking user accounts
	26.14.5 Unlocking a user account
	26.14.6 Configuring the validity period of a password
	26.14.7 Enabling control panel control

	26.15 Configuring SISTORE MX via SISTORE RemoteView
	26.15.1 Online configuration (option A)
	26.15.2 Offline configuration (option B) 
	26.15.3 Defining the detection area (mask)
	26.15.4 Setting image quality
	26.15.5 Changing user data

	26.16 Virtual guard
	26.16.1 Starting and terminating the virtual guard
	26.16.2 Configuring the virtual guard

	26.17 File transfer

	27 Configuration of Windows system settings
	27.1 Synchronizing the time with an NTP server
	27.2 Changing the language version in Windows XP
	27.3 Setting the time zone

	28 Disposal
	29 Appendix
	29.1 Video formats supported
	29.2 Bandwidth calculation examples
	29.2.1 Analog cameras
	29.2.1.1 MJPEG transmission to SISTORE RemoteView
	29.2.1.2 MPEG transmission to SISTORE RemoteView

	29.2.2 LAN cameras
	29.2.2.1 MJPEG transmission to SISTORE RemoteView
	29.2.2.2 MPEG transmission to SISTORE RemoteView



	30 Index
	2
	4
	A
	B
	C
	D
	E
	F
	H
	I
	K
	L
	M
	N
	O
	P
	R
	S
	T
	U
	V
	W



<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles true
  /AutoRotatePages /All
  /Binding /Left
  /CalGrayProfile (Dot Gain 20%)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Warning
  /CompatibilityLevel 1.4
  /CompressObjects /Tags
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJDFFile false
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.0000
  /ColorConversionStrategy /LeaveColorUnchanged
  /DoThumbnails false
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams false
  /MaxSubsetPct 100
  /Optimize true
  /OPM 1
  /ParseDSCComments true
  /ParseDSCCommentsForDocInfo true
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo true
  /PreserveFlatness true
  /PreserveHalftoneInfo false
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts true
  /TransferFunctionInfo /Apply
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 300
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages true
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 300
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.50000
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages true
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /ColorImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 300
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages true
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 300
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.50000
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages true
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /GrayImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 1200
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages true
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 1200
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50000
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile ()
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /Description <<
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000500044004600206587686353ef901a8fc7684c976262535370673a548c002000700072006f006f00660065007200208fdb884c9ad88d2891cf62535370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef653ef5728684c9762537088686a5f548c002000700072006f006f00660065007200204e0a73725f979ad854c18cea7684521753706548679c300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /DAN <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>
    /DEU <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>
    /ESP <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>
    /FRA <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>
    /ITA <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>
    /JPN <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>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020b370c2a4d06cd0d10020d504b9b0d1300020bc0f0020ad50c815ae30c5d0c11c0020ace0d488c9c8b85c0020c778c1c4d560002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken voor kwaliteitsafdrukken op desktopprinters en proofers. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <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>
    /PTB <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>
    /SUO <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>
    /SVE <FEFF0041006e007600e4006e00640020006400650020006800e4007200200069006e0073007400e4006c006c006e0069006e006700610072006e00610020006f006d002000640075002000760069006c006c00200073006b006100700061002000410064006f006200650020005000440046002d0064006f006b0075006d0065006e00740020006600f600720020006b00760061006c00690074006500740073007500740073006b0072006900660074006500720020007000e5002000760061006e006c00690067006100200073006b0072006900760061007200650020006f006300680020006600f600720020006b006f007200720065006b007400750072002e002000200053006b006100700061006400650020005000440046002d0064006f006b0075006d0065006e00740020006b0061006e002000f600700070006e00610073002000690020004100630072006f0062006100740020006f00630068002000410064006f00620065002000520065006100640065007200200035002e00300020006f00630068002000730065006e006100720065002e>
    /ENU (Use these settings to create Adobe PDF documents for quality printing on desktop printers and proofers.  Created PDF documents can be opened with Acrobat and Adobe Reader 5.0 and later.)
  >>
  /Namespace [
    (Adobe)
    (Common)
    (1.0)
  ]
  /OtherNamespaces [
    <<
      /AsReaderSpreads false
      /CropImagesToFrames true
      /ErrorControl /WarnAndContinue
      /FlattenerIgnoreSpreadOverrides false
      /IncludeGuidesGrids false
      /IncludeNonPrinting false
      /IncludeSlug false
      /Namespace [
        (Adobe)
        (InDesign)
        (4.0)
      ]
      /OmitPlacedBitmaps false
      /OmitPlacedEPS false
      /OmitPlacedPDF false
      /SimulateOverprint /Legacy
    >>
    <<
      /AddBleedMarks false
      /AddColorBars false
      /AddCropMarks false
      /AddPageInfo false
      /AddRegMarks false
      /ConvertColors /NoConversion
      /DestinationProfileName ()
      /DestinationProfileSelector /NA
      /Downsample16BitImages true
      /FlattenerPreset <<
        /PresetSelector /MediumResolution
      >>
      /FormElements false
      /GenerateStructure true
      /IncludeBookmarks false
      /IncludeHyperlinks false
      /IncludeInteractive false
      /IncludeLayers false
      /IncludeProfiles true
      /MultimediaHandling /UseObjectSettings
      /Namespace [
        (Adobe)
        (CreativeSuite)
        (2.0)
      ]
      /PDFXOutputIntentProfileSelector /NA
      /PreserveEditing true
      /UntaggedCMYKHandling /LeaveUntagged
      /UntaggedRGBHandling /LeaveUntagged
      /UseDocumentBleed false
    >>
  ]
>> setdistillerparams
<<
  /HWResolution [2400 2400]
  /PageSize [612.000 792.000]
>> setpagedevice


