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Chapter 1 - Introduction

1. Introduction

Overview

Thank you for purchasingtheASUSWLAN Card. TheASUSWLAN Cardis
aPCMCIA compliant “wireless’ network interface card (NIC) for any computer
equipped with aPC Card dot (available mainly in Notebook PCs).

The ASUS WLAN Card is designed to be fully compliant with both the
|[EEEB02.11b wirelessloca areanetwork (WirelessLAN) standards. Asaresult
of the completion of the standard, theinteroperability of WireessLAN products
among multiple manufacturers will be guaranteed. The ASUS WLAN Card
product provides high-speed, standards-based Wireless LAN solutions.

TheASUSWLAN Card configuration utility isauser-friendly application that
hel psyou quickly setup multipleroaming nodesusing theASUSWLAN Card.
You can even export the configuration settings to a file and import them to
other computers for fast multiple installations using ASUS Mobile Manager.
WirelessL ANsare complementary extensionsto existing wired LANS, offering
compl ete mobility while maintai ning continuous network connectivity to both
corporate and home Intranets. They add a new level of conveniencefor LAN
users. PC users stay connected to the network anywhere throughout abuilding
without being bound by aL AN wires. Thisisaccomplished through the use of
ASUSWLAN AccessPointsor ASUSWLAN Home Gateways. ASUSWLAN
Home Gateways with built-in Internet gateway capability, allows your family
to shareabroadband Modem and one | SPaccount simultaneoudy from different
rooms without wires! ASUS WLAN products can keep you connected
anywhere, any time.
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Chapter 2 - Installation

2. Installation

System Requirements

To begin using the WLAN Card, you must have the following minimum
requirements:

*  Windows XP/2000/M E/98SE

o Standard PCMCIA Slot Typelll

« 32MB system memory or larger

e 300MHz processor or higher
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Installation Procedures

Important: Install the WLAN card utilities before inserting the WLAN
Card into your computer.

Follow these two easy steps before using the WLAN card.
1. Install the WLAN card utilities and driver from the support CD.

2. Insert the WLAN card into your computer.

8 ASUS WLAN Card



Chapter 2 - Installation

Installing the WLAN utilities and driver

Follow these ingtructions to install the WLAN card utilities and driver. Insert
the support CD and an autorun menu will appear. If your autorun is disabled,
double click SETUP.EXE in theroot directory of the support CD.

Install ASUS WLAN Card Utilities/Driver

Click to run the setup installation program

Uninstall ASUS WLAN Card Utilities/Driver
Read/Install User Documentation
Explore this CD

Browse our Web Site

1. Select your language and click Install
WLAN Card Utilities/Driver.

InstallShield Wizard

Information
Please read the following text.

Text

‘Wireless LAN Card Utility for Windows 38/ME /2000/XP
Copyright (C) 2004. Al rights reserved.

Thank you for purchasing 802.11b/g WLAN Card!

NOTICE

Hardware Requirements v
14| »

IrstaliShield

InstallShield Wizard - x|

Select Program Folder
Please select a program folder.

Setup will add program icons to the Program Folder listed below. ‘You may type a new folder
name, or select one from the existing folders list. Click Next to continue.

Program Folders:
IW/LAN Carc
Existing Folders:

Administrative Tools

|

InstallShield

<Back Newt> Cancel |

5. Click Next to place icons in the default pro-
gram folder or type another folder name.

1 x|

Welcome to the InstallShield Wizard for WLAN

Card Utilities/Driver

The InstaliShieldR Wizard will install WLAN Card

Utilities/Driver on your computer. To continue, click Next.

< Back Cancel I

2. Click Next on the Welcome screen.
InstallShield Wizard x|

Choose Destination Location
Select folder where Setup will install files.

Setup will instal WLAN Card Utilities/Driver in the following folder.

To install to this folder, click Next. To install to a different folder, click Browse and select
another folder.

D Folder
[C:\Plogram Files\WLAN Card Utilities

InstafiShield

< Back

4. Click Next to use the default Destination
Folder or click Browse to select another folder.

InstallShield Wizard Complete

The InstallShield Wizard has successfully installed WLAN Card
Utilities/Driver. Before you can use the program, you must
restart your computer.

@ Nes, | want to restart my computer now.:

€ No, | wil restart my computer later.

Remove any disks from their drives, and then click Finish to
complete setup.

< Back Finish I Cancel I

6. When Setup is complete, click Finish to exit
the installation wizard and restart Windows.

ASUS WLAN Card
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Chapter 2 - Installation

Wireless Option 7@
‘windows supports 802.11b/g wireless networking with the “Wireless Zero Configuration
service, Select the following operations about how to configure the 'WLAN Card.

" Only use Windows wireless function
¢+ iOnly use utilites and disable Windows wireless funciort

7. Windows XP users: When the program is 8. Carefully insert the WLAN card into your

launched for the first time (during Windows computer’s PC card slot. Windows will au-
restart), you will be asked which function to tomatically find and configure the WLAN
use. Select to use utilities for more func- card using the drivers installed in the previ-
tions. ous steps.
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Orientating the Antenna

The ASUS WLAN Card has two integrated antennas, one external
omnidirectional antenna and the other is a built-in diversity antenna. It is
recommended that you adjust the external antenna straight up for maximum
range and higher link quality. Lower the external antenna when transporting
your Notebook PC.

External omnidirectional antenna

Internal diversity antenna

Inserted with antenna down Inserted with antenna up

10 ASUS WLAN Card



Chapter 2 - Installation

Reading the WLAN Status Indicators

The part of the WLAN Card that protrudes out of the PCM CI A socket consists
of two LEDs that indicate the status of the WLAN Card .

Air LED * °F

Power LED ‘ =

—
L
©

+—

n

'

<)
>

o

Air LED
OFF:  Nowireless activity.
Blink:  Transmitting or receiving wireless data.

Power LED

OFF: No power or error.
ON: Power ON.

ASUS WLAN Card 11
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Chapter 2 - Installation

One Touch Wizard (new wireless LAN)
Use the One Touch Wizard to setup your wireless connection.

ASUS ONE TOUCH WIZARD 3]

Welcome to the wireless setup wizard.

The Wizard will help you configure you wireless LAN, Intemet
and home network settings.

Please select the operation mode that you want to use.
Operation Mode
@ Create a new wireless LAN (AP)
& One Touch (Recommended for home users)
" Customized (Qffice and advanced users)

" Connect to an existing wireless LAN (Station)

Click Next to continue.

X Cancel

1. Select Create a new... and click Next to
use the simplest configuration or select an-
other option first.

ASUS ONE TOUCH WIZARD 3]

A’ Congratulations!
° &
- You have finished setting the wireless LAN!
-
) &

| N
g

Click Next to continue the “Intemet Connection Sharing
Setup™(ICSS). ICSS allows you to share Intemet connection
with other computers in your wireless network.

Click Finish to close the wizard.

R
& <Back ||[  Finish

3. Setup is complete. Click Finish to exit the
wizard or click Next to continue with more
advanced features.

ASUS ONE TOUCH WIZARD 3]

Select your Intemet connection from the following
list.

The recommended Interet connection is :

Seednet (WAN Miniport (PPPOE])

Connections:

Local Area Connection 13 (Realtek RTL8133 Famiy PCI Fast Et
1334 Connection 5 (1334 Net Adapter)

dialup? (Softy32 Data Fax Modem)

Seednet (WAN Miniport (PPPOE))

Dialup Configuration (Soft/32 Data Fax Modem)

asus hinet (WAN Miniport (PPPOE))

[V Enable frewal (Recommended)

Click Next to start the auto-configuring process.

Gcpack | mewrm | X Concel |

5. Select your Internet connection from the list.

ASUS ONE TOUCH WIZARD X

The SSID is your computer's identification in a wireless LAN.
You must have the same SSID as that of the AP or another
station to establish connection.

SSID [defaut

The enciyption feature secures you wireless data
commurnication.

You must have the same encryption as that of the AP or another
stalion to establish connection.

I~ Data enciyption (WEP-enabled)

Click Next to statt the auto-configuiing process.

X Cancel

2. Enter the SSID name of the access point that
you wish to connect to. Select Data encryp-
tion if secured connections are enabled.

ASUS ONE TOUCH WIZARD

J/' Make sure that your Internet connection is working properly.
/a1 s

f Broadband connection or
A Dialup connection
—d

Wireless devices cannot connect to the Internet if the Internet
connection is not working properly.

& My computer is connected to the Intemet. Start the ICSS setup now.
" Check my Intemet connection or create a new one.

4. Click OK to start ICSS setup.

Important Information 3]

Congratulation! You have finished setting the Soft AP.

(3) 1-Write down your wireless LAN settings in a piece of paper or save them in
a text file for reference.

Proxy Server proxy.asus.com.tw:80
SSID = default

Enciyption WEP 64 bit

Keyl 55BE698C74

Key2

Key3

Keyd

Note: Other wireless LAN devices must use the above settings to establish
connection.

2.You can click the task bar icon or launch the ONE TOUCH WIZARD again if
you wish to change the settings.

Internet connection with other wireless LAN devices failed ?
1. Is your soft AP properly connected to the Internet ? You can:

* check the cable connections among the xDSL/Cable modem. Hub/Switch,
and the soft AP.

* check your Internet settings. Contact your Internet Service Provider for
assistance.
2. Are the proxy server, SSID. and encryption settings of your wireless LAN
devices the same as that of the soft AP ?
3. Some firewall function in other applications could prevent Internet
sharing.Disable the firewall function of these applications if some wireless
clients can not access the Internet through the soft AP.

6. Setup is complete. You can review your set-
tings here.

ASUS WLAN Card



Chapter 2 - Installation

One Touch Wizard (existing LAN)

Use the One Touch Wizard to setup your wireless connection.

ASUS ONE TOUCH WIZARD X

ASUS ONE TOUCH WIZARD 3]

Welcome to the wireless setup wizard. " Configure your wireless LAN settings

& Connect t isting wireless LAN
The Wizard will help you configure your wireless LAN, Intemet e

and home network settings. The Wizard will now search your wireless LAN environment for available

wireless networks. The wireless networks found is displayed on the table
below.

Wireless LAN that has the best signal:
ABC (00:0C:6E:BD:EE:98)
Wireless LAN that you want to connect to:

‘WL530g (00:0C:6E:BD:EE:38)

Please select the operation mode that you want to use.
Operation Mode

" Create a new wireless LAN (AP)
& On

Available Networks
T d for
SSID. | cH [ RsSI | Enciyption ~
¢ Customized (Office ced users [AwL304PG-33 1 84 WEP
stzug 5 87 0ff
(¢ Connect to an existing wireless LAN (Station) 46118 1 .9 WP v
<

>

Search Again

Number of known wireless network(s): 3

Click Next to continue.

N
= S
Lwm
Q ¢
© O
-
°&

X Concel &gk | ne> o | X Cancel |

1. Select Connect to... and click Next touse 2. Select an AP from the available networks.
the simplest configuration or select another
option first.

ASUS ONE TOUCH WIZARD 3]

Your wireless LAN card is connected to an AP.
Cunient wireless LAN selings:

Station Mode - Infrastructure
BSSID: 00:0C:6E:BD:EE:38
SSID: WL530g

Channel: 5

Encryption: Off

Congratulations! You have finished setting the wireless LAN!
Click Finish to close the wizard.

<A <Back A

3. Setup is complete. Click Finish to exit the
wizard.

ASUS WLAN Card 13
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Chapter 2 - Installation

Configuring the WLAN utility

After ingaling the WLAN Card Utilities, you will need to make
some settings before being able to use your wireless connection.
Double-click the WLAN Control Center icon to start the utility.

(? Wireless Settings ]

@‘ Activate Configuration 4
‘% Mobile Manager

& site Monitor
& Help 4
Jﬂi Change Mode

‘\q' Preferences
? nbout Control Center

X Exit Control Center

EN & Le N7 1049 AM

1. Right-click the WLAN icon and select “Wire-
less Settings”

WLAN Card Settings X

Site Survey |
Avalable Networks
BSSID [ ssip [cnlmssi [Type]
PAO0E01878B6:37 AN 6 43 AP
[Jooocees0rF2a4 AP baRed 1 63 AP
444444484444 G 10 88 STA
DEIEIE[HBNJSBS 6df 6 79 AP
020007347888 gtar 0 8 STA
020423043805 VPC 188 STA
About
Link State
= 1a)
= < >
Saye as profie Number of known wikeless network(s}: 6
3 ox =
X Cancel L‘ _I
? Heb

3. Use “Site Survey” if you don't know the
name of your access point(s).

|

[ % | Connecion | 1P Cortig|

d [0011] 802.11b/g Wireless LAN Card

g
‘ Config Association State : Connected - 00:0C:6E:95:20:0E
I o)
i SSID:
| d Test
‘ Survey MAC address : 00:0E:A6:22:4E:B7
& Current Channel: 1
i About Current Data Rate : [tiMbes |

connect the one that has the best signal level.

([ Link State Radio State: Radio On Disable Radio
‘ da Scan again for available wireless networks and
; Rescan

)
A

To connect to one wireless network, your
ok Change SSID WLAN Card and wireless network must specify
= the same SSID.
i View the wireless networks that are within range|
! X Cancel SeachtConnect | o e
‘ ? Heb

5. Check the “Status” page to see the “Asso-
ciation State”. It should show “Connected -
XXEXXXXXXKEXX XX

% Basic | Encuypton |

Status ~ Network Type

oa & Infiastiucture

Config ~ffNetiork Name (5510)
Y)d [Test
Survey N

& iAuto |

€ AdHoc

Abowt | |- pataRate
Link State

<0 [Fuily Auto =
7 beply ~ PSMode

CAM (Constantly Awake mods) ~
ok | [ by =l
Others

X Cencel WEP Advanced

? Hebp

2. Set the Network Name (SSID) to the same
name as the SSID set in your wireless ac-
cess point.

WLAN Card Settings 3]
Basic  Encyption | SoftAP |
Select disable or enable WEP Enciyption
If you enable encryption, please note only stations in the network
conligured with identical WEP Keys wil be able lo communicate.

[v Data encryption (WEP enabled)
[V Network Authentication (Shared mode)

g tig 143

‘Wieless Network Key (WEF)
Survey Key Fomat: Hexadecimal dgts i %\
Hexadecimal digits k3
3 KeyLengh
~ 1 z d 3
About Monual Assign o8 e (26 diats)
Link State
d0
Save as profie & Automatic Generation
Bestpvaso: [oomoce
4 oK Select one as your Defaul Key => Key1 v
X Concal [T —"
? Help Key 1
Kew 2

4. Encryption settings must also match those
set in the access point. Ask your network
administrator about settings if necessary.
Click Apply to save your settings

x|

% Status IP Config |
Status Thioughput (bytes/sec)
&> |7Tlansmitled. 0 Received: 640 ’
S? " Frame Error
onfig 5 ;
Transmitted: |0 Received: |0 ’
= C— b
s | ~ Connection Quali
Survey Signal Strength : Not Joined
@ Link Qually - NotJoined
ap |
Link State.
. Boply
ok
X o
7 Hep

6. You can also see the connection quality on
the “Connection” page. Click OK to exit the

utility.

14
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Chapter 2 - Installation

Soft AP (Windows XP Only)

Soft AP mode allows the WLAN card to act as a virtua access point. The
computer needsto be connected to awired network using an Ethernet connection
in order to provide network accessto WLAN clients.

WLAN Card Settings X) WLAN Card Settings 3]
% Basic | Encryption Soft AP | % Basic | Enciption SotAP I
Soft AP / STA Mode Soft AP /7 STA Mode —
Status eI Status AN >
& € Station Mode @ [Solt AP Mode & " Station Mode & Soft AP Mode o
J d 5 o
Corfig = RT2500 Wireless LAN Config =L RT2500 Waeless LAN = 0p)]
b I Intemnet Cad b I Internet Cad O v
Survey _- Survey P N _- c 9
] k =" S
>3 - o2 O35
About = Foryry  Home Network About r Farary  HomeNetwork
Link State — Link State —
(s ]3] (s Ja]
Avaiable Network Connections Please diag and diop to setup ] Available Network Connections Please drag and drop to setup
Sa‘j‘“ pofle | [ TocalArea Commection eaik ATL pauragmet Connsclion S":";” ""I"” & Wsiess Notwork Connecion [elF s
Eook & Wirsless Network Connection (intelF IfICS i not enabled, you will be apph & 1394 Connection (1334 Net Adapter) IfICS is not enabled, you vill be
9 ok A prompted to setup network 3 ok prompted to setup network
X £ 1394 Connection (1334 Net Adapte) bige X Concel bidoe
? Hebp 7 Hep

1. Select Soft AP Mode 2. Drag and drop a wired network connection

next to the globe icon.

= .
@ B Wireless Settings
d Basic | Encryption Soft4P |
S Sot AP / STA Mode
%j ¢ Station Mode & SotAP Mode @ Help b
Config ,% Erﬁsoow-emsun
Ao Intemet ’ ¥
d A S Change Mode
Survey @m_!
g ¥ Enable |CS ! @
About [ Enable Fiewal By Home Netwoik & Preferences
Link State e
30 % about Control Center
Sm? . Avadable Network Connections .’E“?[Ti :3 and drop to setup ] . »
v A‘:‘y & Wireless Network Connection (NelF Sjaing) s ¥ Exit Contraol Center
&F 1334 Connection (1334 Net Adapter) If ICS is not enabled, you will be
o mm - j
x Cancel e.
? Hebp

3. Enable ICS* and Firewall if desired. Refer
to Windows help for information on “Inter-
net Connection Sharing”.

4. You can easily switch between Soft AP and
Station mode by right clicking the taskbar
icon and selecting “A-S Change Mode”.

*|ICS is used to share this computer’s Internet connection with the rest of the computers on your
network. When this computer is connected to the Internet, communication to and from the Inter-
net to all the computers on your network are sent through this computer, called the host com-
puter. Other computers can send and receive email and access the Web as if it were connected

directly to the Internet.

ASUS WLAN Card



Chapter 2 - Installation

Soft AP (Windows XP Only) Cont.
Soft AP mode allows for Access Control configuration.

Access Control

TheAPprovidesfacilitiesto limit thewireless clientsthat associate withit and
the data packets that can forward through it. Filters provide network security
or improve performance by eliminating broadcast/multicast packets from the
radio network.

The Access Control List (ACL) contains MAC addresses for wireless clients
allowed to associate with the AP. This provides security by preventing
unauthorized access. TheAPal so usesadisallowed address|ist of destinations.
Thisfeature prevents the APfrom communicating with specified destinations.
This can include network devices that do not require communication with the
AP oritswirelessclients.

ASUS WLAN Card Settings X
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ASUS WLAN Card Settin X

% Status I Connection | Association Table | % Soft &P | Access Control |
Status @ Status o [—_l
& Qﬂ [0067) ASUS 80211 Network Adapter N Network Authentication: Open =
d d Data encryption: Disabled <
Config Association State : AP Mode Config
(S | S default > | Wieless Network Key (WEP)
MAC address : 00:0C:6E:58:66:05 % \;ﬁ
3
& Current Channel : 1 g
About Current Data Rate : 54 Mbps About &
Link State Radio State: Radio On Link State
~
3 ok 9 ok [—:l
X Cancel X Cancel
? Help ? Hep

Status Page

ASUS WLAN Card Settings X

I Access Control |

Soft AP / STA Mode
(" Station Mode

& Soft &P Mode

=
About r ey Home Network

Encryption Page

ASUS WLAN Card Settings 3]

@

=]
9
s
=
3

58S
&
=

(=
3
E4
w g
@
@

Basic | Enclyplion| Soft 4P {4

The Access Control List provides the MAC addresses of wireless

clients allowed or not allowed to as:

Access Control Policy

onfig | ASUS 802.11g Network
b ! Internet Adapter b ! Access Control List
@; = 4‘
& & MAC Address

sociate with the Soft AP.

Disable <

a—

Available Network Connections ]PC'ga[sle diag acnd diop to setup
ntemet Connection
£&F Local Area Connection 13 (Realte A Sharing).

£ 1334 Connection 5 (1394 NetAd | IfICS is not enabled, you wil be

3 ok X prompted to setup network 3 ok
Koo | [ s B Koo
? Hep ? Hebp

Enter a MAC Address on the Access Control
page and select “Accept” or “Reject” or “Dis-
able” from the pull-down menu.

Clicking Apply after configuring Soft AP will
show the “Access Control” tab.

16 ASUS WLAN Card



Chapter 2 - Installation

Soft AP (Windows XP Only) Cont.

ASUS WLAN Card Settings X WLAN Card Settings X
% ‘a Status | Connection | Association Table 'E_VEHLEﬂ
e MAC Address | S Event Time | Message I
%j 00-0D-88-93-10-42 %j 2004/02/13-1454.06 STA 00-04-23-46-85-3F associated
Config Conhg
! o
Survey o
AN =
2 = . S
About About ()] U)
Link State Link State =
’ Q ¢
L © O
3 ok 3 ok
X Cancel X Cancel Clear Log
? Hep 7 Hep

Soft AP Mode will also provide two extra tabs The Event Log tracks messages associated
on the Status pages - Association Table and with the Soft AP.

Event Log. The Association Table shows clients

that are currently connected to the Soft AP.

IMPORTANT: If the end points of a chain are connected to each

& other aloop is created. Normally it is advised to avoid loops involv-
ing bridges as it can lead to performance breakdowns, and broad-
cast and multicast storms.

ASUS WLAN Card 17
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3. Software Reference

Chapter Overview

The WLAN Card software includes several utilities:

« WLAN Control Center — Makes it easy to launch applications and
activate network location settings.

* Wireless Settings—Allows users to control the WLAN Card.

Additional Reference

*  Windows XP Wireless Properties - Brief overview of the wireless
settings provided in Windows XP.

Windows XP Wireless Options

The wireless options shown below is only available for Windows XP. The
first time you run the Control Center utility, it will automatically show.
Select one of the radio buttons to decide which interface to use with your
WLAN Card.

Only use XP wireless function —

‘Windows supports 802.11b/g wireless networking with the Wireless Zero Configuration

O n I y u Se “ WI n d OWS X P” W I r eI ess service. Select the following operations about how to configure the WLAN Card.
network setti ngs to confi gure the £ Only use Windows wireless function
W L A N C ard . & Only use our WLAN utilities and disable Windows wireless function

Only use utilities and disable XP
wirelessfunction —Only use“WLAN
Card utilities’ to configure the WLAN Card. (recommended)

You can return to the Wireless v Wireless Radio On
Option setting at any time by left Wireless Radio Off
clicking the control center icon and

. . ] 0\ Search & Connect
choosing “Wireless Option”.

Wireless Opion m

Taskbar Left-Click Menu

ASUS WLAN Card
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Chapter 3 - Reference

WLAN Control Center

Control Center is an application that makes it easy to launch applications
and activate network location settings. Control Center starts automatically
when the system boots. Whenever Control Center is running, you will see
a Control Center icon displayed on the Windows taskbar.

Starting the Control Center manually
o Select WLAN Control Center in Windows Start menu.
or

e Doubleclick theWLAN Control Center icon onthe desk-
top.

Using the Control Center Taskbar

The Control Center Taskbar menu display the following information:

» Thelink quality of the WLAN Card (Excellent, Good, Fair, Poor,
Not Linked)

*  Whether the WLAN Card is connected to the Internet (Blue: Con-
nected, Gray: Not Connected)

Wireless Connection: WL30APGE-39
EN & )% 541FM

Taskbar Icon and Status (station mode)

e &L X 11017 am

Taskbar Icon and Status (access point mode)

20
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Wireless Status Icons (on the taskbar)

Do

Do

Excellent link quality and connected to I nternet (Infrastructure)

—  Good link quality and connected to I nternet (Infrastructure)
D@

Fair link quality and connected to I nternet (Infrastructure)

L

O

Poor link quality and connected to I nternet (Infrastructure)

't

D
&

Not linked but connected to I nternet (Infrastructure)

~ Excellent link quality but not connected to Internet (Infrastructure)
Good link quality but not connected to Internet (Infrastructure)
Fair link quality but not connected to Internet (Infrastructure)

' Poor link quality but not connected to Internet (Infrastructure)

S
(<))
]
e
(<))
@)
©
S
+
c
(@]
@)

Lo B B B I

* Not linked and not connected to I nter net (Infrastructure)
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Taskbar Icon - Right Menu
Right-clicking the taskbar icon shows the following menu items:

Wireless Settings — Launches Wireless Settings application.
Activate Configuration —Allows you to set which profile to use.
M obile Manager — Launches Mobile Manager application.

Site Monitor — Launches the Site Monitor application.

Change Mode (Windows XP Only) - Configures your card in Station
(STA) or Soft Access Point (Soft AP) mode. In STA mode, your card
connects to an access point to access awireless network or the Internet.
In Soft AP mode, your card transmits and receives signals to and from
other WiFi devicesin awireless network.

Pr efer ences— Customi zesthe way the Control Center program behaves.
You can create a Control Center shortcut on the desktop. You can also
set whether Control Center starts up with Windows.

Exit — Closes the Control Center program.

Taskbar Icon - Left Menu » Wireless Radio On

L eft-clicking the taskbar icon shows the Wireless Radio OFF
following menu:

_ _ 0\ Search & Connect
* Wireless Radio On — Turns the

wireless radio ON. Wireless Option

« Wireless Radio Off — Turns the =
wireless radio OFF.

 Search & Connect — View the
properties of available Access Points within range.

*  WirdessOption (Windows XPonly) — Setsyour Windows XPwire-
less networking environment.

Taskbar Left-Click Menu

Double-clicking the taskbar icon:

Taskbar Icon - Launch Wireless Settings m ‘3
S —

» Launches the Wireless Settings application. EEEE

22
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Wireless Settings Utility

Wireless Settings is an application that allows you to control your WLAN
Card. Use Wirdless Settingsto View or Modify the configuration settings and
monitor the operational status of your PC Card. Once Wireless Settings is
launched, you can seethetabbed property sheet. Thisproperty sheet iscomposed
of tabbed “pages’, each with its own group of feature-specific settings.

Starting Wireless Settings

* Open the Windows Control Panel, and then double-click the WLAN
Card Settingsicon.

or

* Click the Windows Start button, select Programs | ASUS Utility |
WLAN Card | Wireless Settings.

or

* Right-click the Control Center icon on the Windows taskbar, select
Wireless Settings.

NOTE: If you have more than one WLAN device, you will be given a
device selection window when you launch the “Wireless Settings”
utility. Select the appropriate model if you face this situation.

Status - Status Tab

You can view the information about the WLAN Card from the general
menu. These fields are blank if the WLAN Card does not exist. You can
turn OFF the WLAN Card by clicking the “ Disable Radio” button.

ASUS WLAN Card Settings X ASUS WLAN Card Settings 3]

% Status | Connection | 1P Confg | % Status | Connection | Association Table |
Stat « Status @
& d [0067) 4SUS 802.11g Network Adapter & a [0067) 4SUS 802.11g Network Adapter
Config Association State : Connected - 00:11:22:33:44:55 Conlfig Association State : AP Mode
% SSID: default %ﬂ 551D : defaut
Survey MAC address : 00:0C:BE:58:66:05 MAC address : 00:0C:6E:58:66:05
& Current Channel : 6 g Current Channel : 1
About Current Data Rate : 11 Mbps About Current Data Rate : 54 Mbps
Link State Radio State: Radio On Disable Radio Link State Radio State: Radio On
<D .
----- Scan again for available wireless networks and
Bescan connect the one that has the best signal level.
&
Save as profile Toc ct to one wireless network, your
Change SSID WLAN Card and wireless network must specify
»'11 the same SSID. ‘_‘
H 0K View the wireless networks that are within range b QIS
earch & Connect .
X Cancel 54, of this computer. X Cancel
? Hep ? Help
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Association State
Displays the connection status as follows:

Connected - The station is now associated with one wireless LAN device.
When operating in Infrastructure mode, this field shows the MAC address of
the Access Point with which you are communicating. When operating in Ad
Hoc" mode, this field shows the virtual MAC address used by computers
participating in the Ad Hoc™ network.

Scanning... - The station is now attempting to authenticate and associate with
the desired Access Point or Ad Hoc™ node.

Disconnected - Thelink is connected, but no beacon received.

SSID

Displaysthe Service Set Identifier (SSID) that the card is either associated or
intending to join.

MAC address

Indicates the hardware address of the card. MAC addressisaunique identifier
for networking devices (typicaly written astwel ve hexadecima digitsOthrough
9 and A through F, six hexadecimal numbers separated by colons, i.e.
00:E0:18:F0:05:C0).

Current Channel

Displaystheradio channel that the card iscurrently tuned. Thisnumber changes
astheradio scans the available channels.

Current Data Rate
Displays the current transmit data rate in megabits per second (Mbps).

"See Chapter 5 - Glossary
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Radio State
Showsthe wirdless radio ON or OFF. o 30

Radio On - When thewirelessradio isturned ON, thefollowing icon O
appears in the upper left of the Settings property page. al

Radio Off- When thewirelessradioisturned OFF, thefollowingicon u
appearsin the upper left of the Settings property page. -

Rescan —Forcetheradio to rescan all available channels. If your link quality
or signal strength is poor, rescanning can be used to push the radio off a
weak Access Point and search for a better link with another Access Point.
This function will take some time to compl ete.

Change SSID — Click on thisto set the SSID.

Search & Connect — Click on this to connect to an avail able network.

Save as Profile

L ater, when you make individual settings, you may want to use profilesto
save your settings. Profiles will help you combine all your settings for
work, home, roaming, and other |ocations so that you do not have to repeat
individual settings. When you travel from work to home, for example,
choose a“home” profilethat containsall your settingsfor home use. When
you travel back to work, choose an “office” profile.

% Save Profile @
Survey ‘You can save the following wireless settings to the one WLAN o1 have ek seme shanges. 1o fofhe save conigure
configuration profile or choose New to create configuration profile. =
o2 =7
About fi 5 : . . .
ik Stte B defoul El Click apply first if you have not.
<0

Save IJ Cancel
12%

Activate Configuration

Auto roaming isenabled by default and will automatically switchto stronger
access points. You can uncheck it if you have many access points and do

not want to constantly switch to different networks. If you want to use a

particular profile. You can also check it here.
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Status - Connection

You can view the current link statistics about the WLAN Card. These
statistics are updated once per second and are valid only if the WLAN
Card exists.

ASUS WLAN Card Settings 3

Frame Sent/Received

Transmitted : |1 Received: |0
<
C

Frame Error

Transmitted: |0 Received: 0

d Connection Quality
Survey

Signal Strength : | Fair (39%)

About Connection Quality

Saye as profile

9 ok
X Cancel
? Help

Frame Sent/Received
Transmitted - The number of frames that were transmitted.

Received - The number of frames that were received.

Frame Error
Transmitted - The number of frames that were not successfully transmitted.

Received - The number of frames that were not successfully received.

Connection Quality

Signal Strength - Reflects the signal level related to the Access Point or Ad
Hoc node the station is currently connected to. Ratings are: Excellent, Good,
Fair, and Poor.

Overall Connection Quality

It isderived from the current "Signal Strength”. A graph displays aconnection
quality range between 0 and 100 percent.

26
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Status - IP Config

IP Config tab shows all the current network configuration information for
the WLAN Card. Useit to verify your network settings.

IP CONFIG will display all the current TCP/IP configuration values
including the IP address, subnet mask, default gateway and Windows
Internet Naming Service (WINS) and DNS configuration.

ASUS WLAN Card Settings X

% Slalusl Connection |PCOangI
Host Information
Status Host Name wanhui-xp.example.com
%ﬂ DNS Servers 19216811 |
Node Type Mized

Config NetBIOS Scope ID
% IP Routing Enable

NetBIOS Resolution Uses DNS

L) WINS Proxy Enable %

& Ethernet Adapter Information c

Physicaléddress 00-0C-BE-58-66-05 =

o0 IP Address 192.168.1.2 5

Link State Subnet Mask 255.255.255.0 (Vp)

d D Default Gateway 192.168.1.1 n

"""" DHCP Server 19216811 =

Primary WINS Server 0.0.0.0 ®)

Save as profile Secondary WINS Server 0.0.00 ©

Lease Obtained Fri Sep 24 11:00:14 2004 E

i ok Lease Expires Sat Sep 2511:00:14 2004 ;
X Concel IP Release IP Renew Ping

? Hep

Button

| P Release - Clicking thisbutton will attempt to releasethe DHCP | P address
for the WLAN Card in case you wish to remove your |P address.

| P Renew - Clicking thisbutton will attempt to renew the DHCP | P address
for the WLAN Card in case you want to obtain a new |P address.

NOTE: The IP Release and IP Renew buttons can only be used on
the WLAN Card that is configured with DHCP.
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Config - Basic

L ets you can change the WLAN Card configurations without rebooting your
compuiter.

ASUS WLAN Card Settings X
Q Basic | Encrypti icati
j ypllonl Authenllcatnnl Soft APl
Status Network Type
é " &dHoc
%"“9 Network Name (SSI1D)
| defaul ~] ﬁ

Survey Channel
@ IAulo LI
About Data Rate

Link State
<0 [ Fixed 11 Mbps ~l

Others
Save as profile
Encryption Advanced Troubleshooting

o ok

x Cancel
? Help

I nfrastructur e— Select the Infrastructure mode to establish aconnection with
an Access Point. Your computer is able to access wireless LAN and wired
LAN (Ethernet), via an associated access point. The Channel field turns to
“Auto” when “Infrastructure” is selected.

Ad Hoc—Sdlect the“ Ad Hoc” mode to communi cate directly with each other
without using anAccessPoint. An“AdHoc” network istypically formed quickly
and easly without pre-planning. For example, share meeting notes between
networked computers in a meeting room.

Network Name (SSID)

Usethe SSID field to configurethe SSID for the WLAN Card. You can enter
anew SSID or select one from the drop-down list box. SSID stands for
“Service Set Identifier”, which is a string used to identify awireless LAN.
You will only be able to connect A ccess Points which has the same SSID as
theoneyou set. Usedifferent SSIDsto segment thewirelessL AN andincrease
security. SSIDs must all be printable characters and having a maximum of
32 case sengitive characters, such as“ WirelessLAN”.

NOTE: Set the SSID to a null string, if you wish to allow your station
to connect to any Access Point it can find. But you cannot use null
string in Ad Hoc mode.

28
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Channel

Use the Channel field to select the radio channel for WLAN Card. In an
"infrastructure’ network, your WLAN Card will automatically select the correct
frequency channel required to communicatewith anAccessPoint, thisparameter
will befixed in "Auto" and cannot be changed. In an"Ad Hoc" network, you
can decide the channel number for the WLAN Card. Any WLAN Card can
communicate in the same network if they have the same frequency channel
Setting.

Theradio channelsyou may use depend on theregulationsin your country. For
United States (FCC) and Canada (IC), channels 1 to 11 are supported. For
Europe (ETS!), channels1to 13 are supported. For operationin Japan (MKK),
channels 1 to 14 are supported.

Data Rate

Sdlect the transmit data rate (fix or auto). The data rates supported for the
WLAN Cardsare:

Auto — The adapter will adjust to the most suitable transmission rate.
Fix — 11g: Fix datarateto 1, 2, 5.5, 6, 9, 11, 12, 18, 24, 36, 48, or 54 Mbps.
11b: Fix datarateto 1, 2, 5.5, or 11 megabits per second.
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Others
Encryption — Click on thisto show the "Encryption” tab.

Advanced — Click on this to show the "Advanced" tab. In most cases, the
default values do not have to be changed.

Troubleshooting — Click on thisto show the Troubleshooting utility.

Click Apply to save and activate the new configurations.
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Config - Encryption

Lets you configure the Wireless LAN Card encryption settings. For data
confidentiality in a wireless environment, IEEE 802.11 specifies a Wired
Equivaent Privacy (WEP) agorithm to offer transmission privacy smilar to
wired network. TheWEPuseskeysto encrypt transmit datapacketsand decrypt
received data packets. The encryption process can scrambleframebitsto avoid
disclosureto others. The WPA (Wi-Fi Protected A ccess) isanimproved security
system for 802.11 that encryption data sent over radio waves. The WPA was
developed to overcome the weakness of the WEP protocol.

Network Authentication: <

Data encryption: TKIP v
ASUS WLAN Card Settings ASUS WLAN Card Settings X
% Basic Encryption Aulhenlicalion] Soft Ap] % Basic ’ Enciyption Authentication ISoltAPI
Status Status Authentication Type PEAP v
|[Network Authentication: Open B

< <

d Data encryption: Disabled v d Identity | |

Config ,— Config

b % Tunneled Authentication

d Wireless Network Key (WEP) d Protocol  |EAP-MSCHAP v2 v

Survey $ i Identiy | Password
,ﬁ :I' = tg

& P I~ Use Client certificate

About About

Link State Link State
J0 d D [v Validate server certificate
Certificate issuer: |Micvosoll Root Certificate Authority LI
@ @’ - [ Allow Intermediate certificates
Save as profil o Save as profile
 Bony Server Name: I
3 ok ’—_I 3 ok " Server name must match exactly
x C:ncel x Cancel ¢~ Domain name must end in specified name
? Hep ? Help

Network Authentication

Becausethereisno preciseboundinwirelessLANS, it needsto beimplemented
in another mechanism to provide higher level of security. That is where
Authentication services come in. If a mutua authentication relationship has
not been established between stations and A ccess Point, an association cannot
be established.

Open - Select this option alows the network to operate on an Open System
mode. A null authentication algorithm. A station can authenticate with any
other station or Access Point and without checking any WEP Key, evenif one
exists.

Shared - Select this option alows the network to operate on an Shared Key
mode. In a Share Key Authentication system, four-step exchange of framesis
required to validate that the station is using the same WEP Key as the Access
Point.

30
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WPA-PSK - Specifies the use of a preshared key with infrastructure mode.
Enables WPA Preshared key, which enables your client adapter to associate to
Access Point using WPA-PSK.

WPA-None - Specifiesthe use of apreshared key with Ad Hoc mode.

WPA - The network is operating in IEEE 802.1x authentication mode. This
mode is environmentswith aRADIUS (Remote Access Dia-in User Service)
infrastructure. In aRADIUS environment, various Extensible Authentication
Protocol (EAP) are supported, including PEAPR, TLS'Smart Card, TTLS, and
LEAP.

Data encryption

For open and shared authentication mode, the selection of encryption type are
Disable and WEP. For WPA-PSK and WPA authenti cation mode, it must support
TKIP (Tempora Key Integrity Protocol) encryption, and may support AES
(Advanced Encryption Standard) encryption.

Disabled - Disable the encryption function.

WEP - A WEP Key is used to encrypt your data before it is transmitted over
the air. You will only be able to communicate with wireless devices that have
use the same WEP keys.

TKIP: TKIP uses an encryption agorithm methods which is more stringent
than the WEP algorithm and a so uses existing WLAN calculation facilitiesto
perform encryption operations. TKIP verifies the security configuration after
the encryption keys are determined.

AES. AESis a symmetric 128-bit block encryption technique which works
simultaneously on multiple network layers.

Wireless Network Key

Selecting “TKIP’ or “AES’ in the encryption filed is used as a password to
begin the encryption proceed. Note: 8 to 63 characters are required.

Wireless Network Key (WEP)

Thisoption isenable only if you enable WEP Encryption. The WEPKey isa
64 bits (5 byte) or 128 bits (13 byte) Hexadecimal digitsthat isused to encrypt
transmit data packets and decrypt received data packets.

ASUS WLAN Card
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Key Format

You can enter the WEP Key asaHexadecimal digits (0~9, a~f, andA~F), or as
ASCII characters, based on the state of the Key Format.

Key Length

For 64 bits encryption, each Key contains exactly 10 hex digits, or 5 ASCI|
characters. For 128 hitsencryption, each Key contains exactly 26 hex digits, or
13 ASCII characters.

Two ways to assign WEP keys

1. Manual Assignment - When you click this button, the cursor appears
in the field for Key 1. For 64-bit encryption, you are required to enter
four WEP K eys. Each Key contains exactly 10 hex digits (0~9, a~f, and
A~F). For 128-bit encryption, you are required to enter four WEPKeys.
Each Key contains exactly 26 hex digits (0~9, a~f, and A~F).

2. Automatic Generation - Type a combination of up to 64 letters, num-
bers, or symbols in the Passphrase column, then the Wireless Settings
Utility uses an algorithm to generate four WEP Keys for encryption.

NOTE: This function ease users from having to remember their pass-
words and is compatible to some existing WLAN utilities, but it is
not very secure. “Manual Assignment” is more secure.

Select one as your Default Key

The Default Key field lets you specify which of the four encryption keysyou
useto transmit data on your wireless LAN. You can change the default key by
clicking onthedown arrow at theright of thisfield, selecting the number of the
key you want to use and then clicking the Apply button. Aslong asthe Access
Point or station with which you are communicating has the same key in the
same position, you can use any of the keys as the default.

You then click theApply button to create your encryption keys. After you click
the Apply button, the Wireless Settings Utility uses asterisks to mask your

keys.
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64/128bits versus 40/104bits

You may be confused about configuring WEP encryption, especialy when
using multiple wireless LAN products from different vendors. There are two
levels of WEP Encryption: 64 bits and 128 hits.

Firstly, 64 bit WEP and 40 bit WEP are the same encryption method and can
interoperate in the wireless network. Thislower level of WEP encryption uses
a 40 bit (10 Hex character) as a “secret key” (set by user), and a 24 bit
“Initialization Vector” (not under user control). This together makes 64 bits
(40 + 24). Somevendorsrefer tothislevel of WEPas40 bitsand othersrefer to
thisas 64 bits. Our WirelessLAN products use the term 64 bitswhen referring
to thislower level of encryption.

Secondly, 104 bit WEP and 128 bit WEP are the same encryption method and
can interoperatein the wireless network. Thishigher level of WEP encryption
uses a 104 bit (26 Hex character) asa*” secret key” (set by user), and a 24 bit
“Initialization Vector” (not under user control). This together makes 128 bits
(104 + 24). Somevendorsrefer tothislevel of WEPas 104 bitsand othersrefer
to this as 128 bits. Our Wireless LAN products use the term 128 bits when
referring to this higher level of encryption.
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Status - Advanced

This section allows you to set up additional parametersfor the wireless router
function. We recommend that you use the default values for dl itemsin this
window.

ASUS WLAN Card Settings 3

% Basic I Encryption | Authentication Advanced | Soft AP ]
Status . .
s __\}' This page is for advanced users only. We do not
! -7 recommend you to change these settings.
Config
© RTS Threshold : [2347 =
Survey Eragmentation Threshold : | 2346 :Jl
g Preamble Mode : ILong L]
About .
Link State Frame Bursting : |Enabled ~|
<0 .
e 549 Mode : [202.116 Only ~|
54qg Protection : A v
Saye as profile I uto —I
Power Output : |100% |
9 ok
X Cancel Alfterbumer : |Disabled ﬂ
? Hebp

RTS Threshold (0-2347)

The RTS/CTS (Request to Send/Clear to Send) function is used to minimize
collisions among wireless stations. When RTS/CTS is enabled, the router
refrains from sending a data frame until another RTS/CTS handshake is
completed. Enable RTS/CTS by setting a specific packet size threshold. The
default vaue (2347) is recommended.

Fragmentation Threshold (256-2346)

Fragmentation isused to divide 802.11 framesinto smaller pieces (fragments)
that are sent separately to the destination. Enable fragmentation by setting a
specific packet size threshold. If there is an excessive number of collisonson
the WLAN, experiment with different fragmentation values to increase the
reliability of frame transmissions. The default value (2346) is recommended
for normal use.

Preamble Mode

This parameter is used to control whether frames will transmit with the Long
or Short Preamble. The default valueis Long Tx Preamble.

34

ASUS WLAN Card



Chapter 3 - Reference

Frame Bursting

Frame Bursting technology isstandards-based Wi-Fi performance enhancement
technology that improves wireless network efficiency and boosts throughpui.

549 Mode

54g LRS (Limited Rate Support) - isused to communicate with older 11b
clientsthat only support 4 rates. But 54g cards can still use dl 12 rates.

54g Auto - support both 802.11b and 802.11g adapters.
54g Perfor mance - will support ONLY high-performance 54g adapters.

All of these modes only pertain to when the STA is creating their own IBSS
network.

802.11b only - support both 802.11b adapters.
All of these modes only pertain to when the STA is creating their own IBSS
network. The default ad-hoc modeis 802.11b only.

549 Protection
Extended Rate PHY (ERP) protection mechanism of 802.11g definition.

Auto —Automatically change as AP announcement.
Enabled - Always send frame with protection.
Disabled - Always send frame without protection.

Power Output
Indicates transmit power level.

Afterburner

It'sisaproprietary solution to take advantage of the high datarate (125 Mbps),
the consumer will have to possess awireless card and router compliant with
the Afterburner technology.

Click Apply to save and activate the new configurations.
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Survey - Site Survey

Usethe Site Survey tab to view statistics on the wireless networks available
to the WLAN Card. The Site Survey tab is read-only with no user
configurable data fields. Use the Site Survey tab to view the following
network parameters.

SSID: View the SSID (service set identification) of the available networks.
CH: View the direct-sequence channel used by each network.

RSSI: View the Received Signa Strength Indication (RSSI) transmitted
by each network. This information is helpful in determining which net-
work to associate to. The vaueisthen normalized to adBm value.

Encryption: View wireless network encryption information. All devices
in the network should use the same encryption method to ensure the com-
munication.

BSSID: View themediaaccess control (MAC) address of the Access Point
or the Basic Service Set ID of the Ad Hoc node.

ASUS WLAN Card Settings X
QI Site Survey I
Status Available Networks
& SSID | cH| RssI| Secuity | BSSID |
d default 6 90 O 00:11:22:33:44:55
Config E DATA 1M 79 WEP 00:11:2F:00:00:08

Y) D ham-test 172 Off 00:90:4C:4E:00:2D
d EWLE!OAPGGS 1 -85 WEP 00:E0:18:F4:44:5F
Survey DABC L Off 00:0C:6E:BD:EE:9B

D webcamtest 1 79 Off 00:0C:6E:6F:16:06

About
Link State

Saye as profie Number of known wireless network(s): 6

9 ok
X Cancel Seach I |
? Help

NOTE: Some Access Points can disable broadcasting SSID to hide
themselves from “Site Survey” or “Site Monitor” for added security
but still allow you to join if you know their SSID.

Buttons

Sear ch — Scan all available wireless networks and show the scan result in
the “ Available Network List”.

Connect — To associate a network, select it from the “ Available Network
List” and click this button.
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Ping
% Status | Connection | IP Config Ping |
The Ping tab allows you to verify the j%s phssms [EST s
connection of your computer with e | o 0 Tmew [0
another computer in a network. To S e e
A ) o Reply fiom 192.168.1.1: bytes=32 imes<10ms TTL=64
ping a connection: FR s o 1121 ez i T
About Reply from 192 1831,13 byteST32 times<10ms TTLi64
Reply from 192.168.1.1: bytes=32 times<10ms TTL=64
Lig%te Ping statistics for 192.168.1.1: .
1. Type the IP address of the R oo o
. . . Minimum = 1ms, Maximum = 8ms, Average = 1ms
Connectlon you Want to Verlfy In Sa!e%pmﬁle
the IP Address field. Ax
Cancel
? Help

2. Configure the ping session by
assigning the size and count of
packet to send, and the time limit for a ping session to continue (in
milliseconds).

3. Click the Ping button.

During the ping session, the Ping button toggles into a Stop button. Click
Stop anytime to cancel the ping session.

The session field displays information on the verified connection including
the roundtrip time (minimum, maximum, and average) and packets sent,
received, and lost after a ping session.

0
(@)}
c
—
i
(<b)
0]
2
=
@)
©
c

Click the Clear button to clear the session field.
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About - Version Info Tab

Uses the Version Info tab to view program and WLAN Card version
information. The program version information field includes the Copyright
and utility version. The version information includes the NDIS version,
driver name, and driver version.

WLAN Card Settings 3 = " 3 |

& Wireless Settings
Config Copyright (C) 2004. &l rights reserved.

% Yersion 1.9.8.0
Survey

Version Information

g Ndis Version : ‘ 50 |

g About Driver : |C:\WINllT\systm32‘DRWERS$m2500,sys i
a Link State Ditver Vérsion: ]
2 o <0 river Version : {2.2.2.0 I
= 5 [

" © v tooly

N o

D = # ok

= W

5 X Cancel

«Q

7 ? Help

This screen is an example only. Your version
numbers will be different from what are shown here.

38 ASUS WLAN Card



Chapter 3 - Reference

Link State
WLAN Card “Link State” icon appearson theleft side 1
of theWLAN Card Settings. Use theicon to view the O
current signal status. Statuz
{:;_
% [] Excellent Link Quality (Infrastructure) - |
Config
< Good Link Quality (Infrastructure) %
Survey
<2 B Fair Link Quality (Infrastructure) E}
About
&% [ Poor Link Quality (Infrastructure) Link State "
S0 g
< 1 Not linked (Infrastructure) ©
x @i ((//))
Sawve az prafile %
v tpply T
Al ok 2
x Cancel
? Help
Exit Wireless Settings &
5 il
To exit Wireless Settings, you can click OK or Cancel. aiia;;ie

This utility may be closed at any time and from any tab. I ok
If you did not save the configuration settings, you will [ x_ e
be prompted to do so. 7 hep
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Ad Hoc

TheWirdessLAN card when set to Ad Hoc mode can connect to other wireless
device(s) in a wireless network called an Ad Hoc network. To connect the
Wirdless LAN card to another wireless device:

1. LaunchtheWireless Settingsutil- [EEETS &)
. . . (] Site Survey l
ity by double-clickingtheControl | & 7%
i i i - <> BSSID [ ssio [cHlmssi  [Type|
Center icon in theWindows® task 8 | (e 08
bar S 00:0CBE:BD:F244 AP_bdf2a4 1 83 AP
. P 44:44:44:44.44:44 st 10 88 STA
% EUU E0:18:F4:45.08 glcv 6 79 AP
2. Click the Survey button to scan Suunmes v n s o
availablewirelessdevice(s) within | .
- Link State
the Wireless LAN card’'s range. | <o
Select the wireless device you 8 ’
(n . . . Saye as profils Number of known wireless network(s): 6
S, wishto connect. A wirelessdevice | 4.,
— P Seach
- . . - . - X Cancel
= isindicated by thisicon (@ ). 2 b
L
(9]
Py
@
% HLAN Card Setings X WLAN Card Settings X
S % Bsic | Encypton| \é Bas Encyption | soiteap |
8 Status [P isak s - Select disable or enable WEP Enciyption
i (< zstrctie € AdHoc & B K v el b Comeok
i ~ Network Name (SSID) Config I Data encrypton (WEP enabled)
3 ffex =l ek oot Kag P
Survey L e Suvey Key Format Il:exodecimd dots %
> [euto =l s Key Lengh ,
s Data Rat Lib;;e 128 bits (26 digt
<0 | Fully Auto | P Ja]
&/ Loy =RS T;i; R —— ;] Su!:s noie + Automatic Generation
Q.QK s  Apply Passphrase : I xxxxx o
X Cancel WEP Advanced ok Select one as your Default Key => Key1 -
. X Coren [Rey Flaiaion %
¢ Heb ? Hep ]

3. Click the Config button to con- 4. Click the Encryption tab if your
figurethe device settings. Set the selected wireless device has an
Network type to Ad Hoc, then enabled WEP encryption«ia ).

enter theNetwork Name (SSI D) Obtain the WEP encryption keys

and Channel of wireless device from the network administrator,
you wish to connect. Click Ap- then enter theminthe Key 1 ~ 4
ply when done. fields. Click Apply when finish.

IMPORTANT! The encryption settings of the Wireless LAN card and
the wireless device must be identical to establish a connection.
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WLAN Cand Seftings § x| WLAN Card Settings x|
@ | Connection | 1P Config| @ .
A {:(g [0011] 802.11b/g Wireless LAN Card ' li:r;\slri;led :‘ ”0.7' Received r ‘
Q3
Corfig Associaton State : [Connected - 00.0C:6€-95.20.0E ] Config Fieme ,E"°'_ -
% SSID - [Test | Pj &mm.e ’ ﬁul;y— e ‘
Survey MAC address : |00:08:46:224E:87 | Survey Signal Stiength : [ Notloned
@ Current Channel i | & Link Quality: [ Ntoned
Current Data Rate : [11 Mbps | out Gverall Connection Qualty
Lgsola‘:le ot [RaioOn | DisableRadio | L el : 7'
T e 2
:‘!lﬂgD:/ Change 551D i@%%;‘::f;lﬁ‘:ﬁ::’hﬁmw v;;: A
X Cancel Search & Connect g’m;mﬁ:ﬁ networks tht are yatin 1engs X Cencel — Link Qualty __ — Signal Strength |
? Hebp 7 Help
5. Clickthe Statusbuttontoverify 6. Click the Connection tabto dis-
iIf theWirelessLAN card iscon- play the connection strength and
nected to the device. If connec- link quality between theWireless
tion is established, the Associa- LAN card and the wireless de-
tion State field shows “Con- vice.

nected - XX:XX:XX:XXXXXX"

(<]
(&)
=
o 8
o8
80)
o X
S ©
{=
]
@)
=
@)
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Windows XP Wireless Properties

# Control Panel

File Edit View Favorites Tools Help

€) @ - l? /j\‘ Search |( - Folders > (2 x n '
Address |3 Control Panel
X D W P R W

Add or Administrative Date and Time
Remov... Tools

Accessibilty  Add Hardware
Options

Display  Folder Options

2P = D @ b g
Intel® Internet Keyboard Mouse Network. Phone and  Power Options P
Graphics...  Options (IR, Modem ...
) 9 ¥ B @A 8 «
k € :
=7 4 \)_! @
Scheduled Sounds and Speech System Taskbar and User Accounts Wireless Link.
Tasks Audio Devices Start Menu

1. Double-click System icon in the Control Panel.

PIX]

Wireless Network Connection Status

General ‘ Support
Connection
Status: Connected
Duration: 01:38:13
Speed: 11.0 Mbps
Signal Strength: T onnll
Activity -
Sent — ¥ ~—  Received
Packets: 21157 | 14,619
[ Properties *’ Disable l

Close

3. The “General” page will show status, dura-
tion, speed, and signal strength. Signal
strength is represented by green bars with
5 bars meaning excellent signal and 1 bar
meaning poor signal.

" Network Connections EEx
File Edt View Favorites Tools Advanced Help >
Qe - © ¥ Pseacr [Zrones [ (3 X ©) [

Address | @) Network Connections v B

LAN or High-Speed Internet

Local Area Connection
Enabled
T_ Y Reaktek RTL8139 Family PCI F

| wizard

n 198 | New Connection Wizard

Wireless Network Connection

A

2. Double-click WLAN ...

-+ Wireless Network Connection Properties @

| General | Wireless Networks | Authentication | Advanced|
Use Windows to configure my wireless network settings

Available networks:
To connect to an available network, click Configure.

é} d?fiw Configure
T wireless

Preferred networks:

Automatically connect to available networks in the order listed

below:

i Move u
(P wireless

[ Add... ][ Remove ][ Properties ]

Learn about setting up wireless network
confiquration.

[ ok ][ cance |

4. The “Wireless Networks” page will show
Available networks and Preferred networks.
Use the Add button to add the “SSID” of
available networks and set the connection
preference order with the Move up and
Move down buttons. The radio tower with
a signal icon identifies the currently con-
nected access point.

42

ASUS WLAN Card



Chapter 3 - Reference

Windows XP Wireless Properties (Cont.)

-+ Wireless Network Connection Properties @

| General | Wireless Networks | Authentication lAdvancedA

Select this option to provide authenticated network access for
wired and wireless Ethemet networks.

Enable network access control using IEEE 802.1X

EAP type: | Smart Card or other Certificate M|

Authenticate as computer when computer information is available

[[] Authenticate as guest when user or computer information is
unavailable

[ ok |[ cancel |

5. The “Authentication” page allows you to add
security settings. Read Windows help for
more information.

-+ Wireless Network Connection Properties @

| General | Wireless Networks | Authentication | Advanced |

Internet Connection Firewall

[] Protect my computer and network by limiting or preventing
access to this computer from the Intemet

Learn more about Intemet Connection Firewall
Intemet Connection Sharing

[] Allow other network users to connect through this
computer's Interet connection

Learm more about Intemet Connection Sharing.

[ ok ][ cance |

6. The “Advanced” page allows you to set fire-
wall and sharing. Read Windows help for
more information.

ASUS WLAN Card

43

0
(&)
=
=
()
Q.
o
st
o
()]
(%]
(]
()]
—



—
=
@)
=
O
D
n
>
@)
o
=3
>
«Q

¥ J191deyd

Chapter 4 - Troubleshooting

4. Troubleshooting

Thefollowing troubleshooting guides provide answers to some of the more
common problems, which you may encounter while installing or using
WLAN Card products. If you encounter difficulties that are not mentioned
in this section, please contact Wireless LAN Technical Support.

Verify if the WLAN Card is installed correctly.

When the WLAN Card setup is complete, you can verify if the driver has
been setup properly. Right click My Computer, select Properties, and
click the Device Manager tab. Then double-click the Networ k adapters
icon; you should see “802.11g Network Adapter” with an icon of an
expansion card. There should not bea“!” or “?’ (problem) or “x” (disabled)
symbol over thisicon.

There is a yellow exclamation mark or a yellow question mark
in Device Manager in front of my WLAN Card.

To resolvethe problem, you should update/reinstall the WLAN Card driver.
In “Device Manager”, right click 802.11g Network Adapter, select
Properties, and select Driver tab. Click on Update Driver button, then
follow the “Update Device Driver Wizard” to complete the driver
installation.

Cannot connect to any Access Points
Follow the procedure below to configure your WLAN Card.

a. Verify that the “Network Type” isin “Infrastructure” mode.

b. Verify that the “SSID” of your WLAN Card is set to the same “SSID”
of an Access Point.

c. Verify that the“Encryption” typeisthe same asthat of an Access Point.
If you enabled “WEP” encryption, you must also set the same WEP
Keys on both sides.
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Cannot connect to a Station (WLAN Card)
Follow the procedure below to configure your WLAN Card.

a. Veify that the “Network Type” isin “Ad Hoc” mode.

b. Verify that the “SSID” of your WLAN Card is set to the same “ SSID”
of the other station (or another WLAN Card).

c. Veify that the “channel” of the WLAN Card is “Auto” or set to the
same “channel” of the other station (or another WLAN Card).

d. Verify that the “Encryption” type is the same as the other station (or
another WLAN Card). If “WEP” encryption is enabled, you must set
the same “WEP’ Keys on both stations.

Bad link quality or bad signal strength

Therearetwo possiblereasons. Firstisradio interference, keep the environment
around the WLAN Card away from microwave ovens and large metal objects.
Thentry to reorient theWLAN Card antenna. Second isthe distance, decrease
the distance between your WLAN Card and the Access Point or station (or
another WLAN Card).

The TCP/IP protocol did not bind to the WLAN PC Card.

Thiswill occur when the computer already hassix TCP/IPbindingsin Windows
98 or ten bindingsin Windows Me. Theselimits areimposed by the Microsoft
operating system.

Solution: If your computer aready has the maximum number of TCP/IP
bindings, remove one of the network adaptersfrom the Network configuration
before installing the WLAN Card driver.

ASUS WLAN Card
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Chapter 5 - Glossary

5. Glossary

Access Point (AP)

An networking device that seamlesdy connects wired and wireless networks. Access
Points combined with a distributed system support the creation of multipleradio cells
that enable roaming throughout afacility.

Ad Hoc

A wireless network composed solely of stations within mutual communication range
of each other (no Access Point).

Basic Rate Set
This option alows you to specify the data transmission rate.

Basic Service Area (BSS)
A st of stations controlled by a single coordination function.

Broadband

A type of data transmission in which a single medium (such as cable) carries
severa channels of dataat once.

Channel

An instance of medium use for the purpose of passing protocol data units that may be
used s multaneoudly, in the same volume of space, with other instances of medium use
(on other channels) by other instances of the same physical layer, with an acceptably
low frame error ratio due to mutual interference.

Client
A client isthe desktop or mobile PC that is connected to your network.

COFDM (for 802.11a or 802.119)

Signa power alone is not enough to maintain 802.11b-like distances in an 802.11a/g
environment. To compensate, anew physical-layer encoding technology was designed
that departsfrom thetraditional direct-sequence technology being deployed today. This
technology is called COFDM (coded OFDM). COFDM was developed specificaly
for indoor wireless use and offers performance much superior to that of spread-spectrum
solutions. COFDM works by breaking one high-speed data carrier into several lower-
speed subcarriers, which are then transmitted in parallel. Each high-speed carrier is20
MHz wide and is broken up into 52 subchannels, each approximately 300 KHz wide.
COFDM uses 48 of these subchannels for data, while the remaining four are used for
error correction. COFDM delivers higher data rates and a high degree of multipath
reflection recovery, thanks to its encoding scheme and error correction.
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Each subchannel in the COFDM implementation is about 300 KHz wide. At the low
end of the speed gradient, BPSK (binary phase shift keying) is used to encode 125
Kbps of data per channel, resulting in a 6,000-Kbps, or 6 Mbps, data rate. Using
guadrature phase shift keying, you can double the amount of dataencoded to 250 Kbps
per channdl, yielding a12-Mbpsdatarate. And by using 16-level quadrature amplitude
modulation encoding 4 bits per hertz, you can achieve a data rate of 24 Mbps. The
802.11a/g standard specifiesthat al 802.11a/g-compliant products must support these
basic datarates. The standard also letsthe vendor extend the modulation scheme beyond
24 Mbps. Remember, the more bits per cycle (hertz) that are encoded, the more
susceptible the signa will beto interference and fading, and ultimately, the shorter the
range, unless power output is increased.

Default Key

This option alows you to select the default WEP key. This option allows you
to use WEP keys without having to remember or write them down. The WEP
keysgenerated using the Pass Phraseiscompatiblewith other WLAN products.
The Pass Phrase option is not as secure as manua assignment.

Device Name

Also known as DHCP client ID or network name. Sometimes provided by an
| SP when using DHCP to assign addresses.

DHCP (Dynamic Host Configuration Protocol)

This protocol allows a computer (or many computers on your network) to be
automatically assigned asingle |P address from a DHCP server.

DNS Server Address (Domain Name System)

DNS alows Internet host computers to have a domain name and one or more IP
addresses. A DNS server keegpsadatabase of host computersand their respectivedomain
names and | P addresses, so that when a user enters a domain name into the Internet
browser, the user is sent to the proper IP address. The DNS server address used by the
computersonyour homenetwork isthelocation of the DNSserver your | SPhasassigned.

DSL Modem (Digital Subscriber Line)
A DSL modem uses your existing phone linesto transmit data at high speeds.

Direct-Sequence Spread Spectrum (for 802.11b)

Spread spectrum (broadband) usesanarrowband signal to spread the transmission over
asegment of theradio frequency band or spectrum. Direct-sequenceisaspread spectrum
technique where the transmitted signal is spread over a particular frequency range.

Direct-sequence systems communicate by continuoudly transmitting aredundant pattern
of bits called a chipping sequence. Each bit of transmitted data is mapped into chips
and rearranged into a pseudorandom spreading code to form the chipping sequence.
The chipping sequence is combined with a transmitted data stream to produce the
output signal.

ASUS WLAN Card

a7

>
—
(]
(%))
(7))
(@]
Q)




Chapter 5 - Glossary

Wireless mobile clients receiving a direct-sequence transmission use the spreading
codeto map the chipswithin the chipping sequence back into bitsto recreate the origina
data transmitted by the wireless device. Intercepting and decoding a direct-sequence
transmission requires a predefined algorithm to associate the spreading code used by
the transmitting wireless device to the receiving wireless mobile client.

Thisagorithmisestablished by IEEE 802.11b specifications. The bit redundancy within
the chipping sequence enabl esthereceiving wirelessmobileclient to recreatetheorigina
data pattern, even if bits in the chipping sequence are corrupted by interference. The
ratio of chips per bit is called the spreading ratio. A high spreading ratio increases the
resistance of the signal to interference. A low spreading ratio increases the bandwidth
availableto the user. Thewirelessdevice usesaconstant chip rate of 11Mchips/sfor all
data rates, but uses different modulation schemes to encode more bits per chip at the
higher datarates. The wireless deviceis capable of an 11 Mbps data transmission rate,
but the coverage areais less than a 1 or 2 Mbps wireless device since coverage area
decreases as bandwidth increases.

Encryption

This provides wireless data transmissions with alevel of security. This option alows
you to specify a64-bit or a128-bit WEPkey. A 64-bit encryption contains 10 hexadecimal
digitsor 5ASCII characters. A 128-bit encryption contains 26 hexadecimal digitsor 13
ASCII characters.

64-bit and 40-bit WEP keys use the same encryption method and can interoperate on
wireless networks. Thislower level of WEP encryption uses a40-bit (10 hexadecimal
digitsassigned by the user) secret key and a24-bit Initialization Vector assigned by the
device. 104-bit and 128-bit WEP keys use the same encryption method.

All wirelessclientsin anetwork must haveidentica WEPkeyswith the accesspoint to
establish connection. Keep arecord of the WEP encryption keys.

Extended Service Set (ESS)

A set of one or more interconnected basic service set (BSSs) and integrated
local area networks (LANS) can be configured as an Extended Service St.

ESSID (Extended Service Set ldentifier)

You must have the same ESSID entered into the gateway and each of its wireless
clients. The ESSID isauniqueidentifier for your wireless network.

Ethernet

Themost widdly used LAN accessmethod, whichisdefined by thel EEE 802.3 standard.
Ethernet isnormally ashared mediaLAN meaning all devices on the network segment
share total bandwidth. Ethernet networks operate at 10Mbps using CSMA/CD to run
over 10-BaseT cables.
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Firewall

A firewall determines which information passes in and out of a network. NAT can
create a natural firewall by hiding alocal network’s IP addresses from the Internet. A
Firewall prevents anyone outside of your network from accessing your computer and
possibly damaging or viewing your files.

Gateway

A network point that manages all the data traffic of your network, as well as to the
Internet and connects one network to another.

IEEE

The Institute of Electrical and Electronics Engineers. The |IEEE sets standards for
networking, including Ethernet LANS. | EEE standards ensureinteroperability between
systems of the same type.

IEEE 802.11

|EEE 802.xx is a set of specifications for LANs from the Institute of Electrical and
Electronic Engineers (IEEE). Most wired networks conform to 802.3, the specification
for CSMA/CD based Ethernet networks or 802.5, the specification for token ring
networks. 802.11 defines the standard for wireless LANS encompassing three
incompatible (non-interoperable) technol ogies. Frequency Hopping Spread Spectrum
(FHSS), Direct Sequence Spread Spectrum (DSSS), and Infrared. 802.11 specifies a
carrier sense media access control and physical layer specificationsfor 1 and 2 Mbps
wirelessLANS.

IEEE 802.11a (54Mbits/sec)

Compared with 802.11b: The 802.11b standard was designed to operate in the 2.4-
GHz ISM (Industrial, Scientific and Medical) band using direct-sequence spread-
spectrum technology. The 802.11astandard, on the other hand, was designed to operate
in the more recently alocated 5-GHz UNII (Unlicensed National Information
Infrastructure) band. And unlike 802.11b, the 802.11a standard departs from the
traditional spread-spectrum technology, instead using afrequency division multiplexing
scheme that's intended to be friendlier to office environments.

The 802.11a standard, which supports data rates of up to 54 Mbps, isthe Fast Ethernet
analog to 802.11b, which supports datarates of up to 11 Mbps. Like Ethernet and Fast
Ethernet, 802.11b and 802.11auseanidentical MAC (MediaAccess Control). However,
while Fast Ethernet uses the same physical-layer encoding scheme as Ethernet (only
faster), 802.11auses an entirely different encoding scheme, called OFDM (orthogonal
frequency division multiplexing).

The802.11b spectrumis plagued by saturation from wireless phones, microwave ovens
and other emerging wireless technologies, such as Bluetooth. In contrast, 802.11a
spectrum isrelatively free of interference.
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The 802.11a standard gains some of its performance from the higher frequencies at
which it operates. The laws of information theory tie frequency, radiated power and
distance together in an inverse relationship. Thus, moving up to the 5-GHz spectrum
from 2.4 GHz will lead to shorter distances, given the sameradiated power and encoding
scheme,

Compared with 802.11g: 802.11ais a standard for access points and radio NICs that
is ahead of 802.11g in the market by about six months. 802.11a operates in the 5GHz
frequency band with twelve separate non-overlapping channels. As a result, you can
have up to twelve access points set to different channelsin the same area without them
interfering with each other. This makes access point channel assignment much easier
and significantly increasesthe throughput the wirelessLAN can deliver withinagiven
area. In addition, RF interference is much less likely because of the less-crowded 5
GHz band.

IEEE 802.11b (11Mbits/sec)

In 1997, theInstitute of Electrical and Electronics Engineers (I EEE) adopted the 802.11
standard for wireless devices operating in the 2.4 GHz frequency band. This standard
includes provisions for three radio technologies. direct sequence spread spectrum,
frequency hopping spread spectrum, and infrared. Devicesthat comply withthe 802.11
standard operate at a data rate of either 1 or 2 Mbps.

In 1999, the |EEE created the 802.11b standard. 802.11b is essentialy identical to the
802.11 standard except 802.11b provides for data rates of up to 11 Mbps for direct
sequence spread spectrum devices. Under 802.11b, direct sequence devicescan operate
at 11 Mbps, 5.5 Mbps, 2 Mbps, or 1 Mbps. This providesinteroperability with existing
802.11 direct sequence devices that operate only at 2 Mbps.

Direct sequence spread spectrum devices spread a radio signal over a range of
frequencies. The IEEE 802.11b specification allocates the 2.4 GHz frequency band
into 14 overlapping operating Channels. Each Channel correspondsto adifferent set of
frequencies.

IEEE 802.11g

802.11g isanew extension to 802.11b (used in mgjority of wireless LANstoday) that
broadens 802.11b's data rates to 54 Mbps within the 2.4 GHz band using OFDM
(orthogonal frequency division multiplexing) technology. 802.11g alows backward
compatibility with 802.11b devices but only at 11 Mbps or lower, depending on the
range and presence of obstructions.

Infrastructure

A wireless network centered about an access point. In this environment, the access
point not only provides communication with the wired network but also mediates
wireless network traffic in the immediate neighborhood.
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IP (Internet Protocol)

The TCP/IP standard protocol that defines the | P datagram as the unit of information
passed across an Internet and provides the basis for connectionless packet delivery
service. IPincludesthe |ICMP control and error message protocol asan integral part. It
provides the functional equivalent of ISO OSl Network Services.
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IP Address

An P addressis a 32-bit number that identifies each sender or receiver of information
that issent acrossthe Internet. An IP address hastwo parts. theidentifier of aparticular
network on the Internet and an identifier of the particular device (which can beaserver
or aworkstation) within that network.

ISM Bands (Industrial, Scientific, and Medicine Bands)

Radio frequency bandsthat the Federal Communications Commission (FCC) authorized
for wirelessLANSs. The|SM bands are located at 902 MHz, 2.400 GHz, and 5.7 GHz.

ISP (Internet Service Provider)

An organization that provides access to the Internet. Small ISPs provide service via
modem and ISDN while the larger ones also offer private line hookups (T1, fractiona
T1, etc.).

LAN (Local Area Network)

A communications network that serves users within a defined geographical area. The
benefits include the sharing of Internet access, files and equipment like printers and
storage devices. Specia network cabling (10 Base-T) is often used to connect the PCs
together.

MAC Address (Media Access Control)
A MAC address is the hardware address of a device connected to a network.

NAT (Network Address Translation)

NAT masksaloca network’sgroup of IPaddressesfrom the externa network, allowing
alocal network of computersto share asingle | SP account. This process allows al of
the computers on your home network to use one IP address. Thiswill enable accessto
the Internet from any computer on your home network without having to purchase
more | P addresses from your | SP.

NIC (Network Interface Card)

A network adapter inserted into acomputer so that the computer can be connected to a
network. It is responsible for converting data from stored in the computer to the form
transmitted or received.

Packet
A basic message unit for communication across a network. A packet usually includes

routing information, data, and sometimes error detection information.
Pass Phrase

The Wirdless Settings utility uses an agorithm to generate four WEP keys
based on the typed combination.
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PCMCIA (Personal Computer Memory Card International Association)

The Personal Computer Memory Card I nternational Association (PCMCIA), develops
standards for PC cards, formerly known as PCMCIA cards. These cards are available
in three types, and are about the same length and width as credit cards. However, the
different width of the cards rangesin thicknessfrom 3.3 mm (Typel) to 5.0 mm (Type
1) to 10.5 mm (Type I11). These cards can be used for various functions, including
memory storage, land line modems and wireless modemes.

PPP (Point-to-Point Protocol)

PPPisaprotocol for communication between computersusing aserid interface, typicaly
apersona computer connected by phonelineto a server.

PPPoE (Point-to-Point Protocol over Ethernet)

Point-to-Point Protocol isamethod of secure datatransmission. PPP using Ethernet to
connect to an ISP,

Preamble

Allows you to set the preamble mode for a network to Long, Short, or Auto.
The default preamble mode is Long.

Radio Frequency (RF) Terms: GHz, MHz, Hz

The international unit for measuring frequency is Hertz (Hz), equivaent to the older
unit of cycles per second. One megahertz (MHz) is one million Hertz. One gigahertz
(GHz) isone hillion Hertz. The standard US electrical power frequency is 60 Hz, the
AM broadcast radio frequency band is0.55-1.6 MHz, the FM broadcast radio frequency
band is 88-108 MHz, and wireless 802.11 LANs operate at 2.4 GHz.

SSID (Service Set Identifier)

SSID isagroup name shared by every member of awireless network. Only client PCs
with the same SSID are allowed to establish a connection. Enabling the Response to
Broadcast SSID requests option alowsthe deviceto broadcast its SSID in awireless
network. Thisallows other wireless devices to scan and establish communication with
the device. Unchecking this option hides the SSID to prevent other wireless devices
from recognizing and connecting to the device.

Station
Any device containing | EEE 802.11 wirel ess medium access conformity.
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Subnet Mask

A subnet mask isaset of four numbersconfigured likean | P address. It isused to create
| P address numbers used only within a particular network.
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TCP (Transmission Control Protocol)

The standard transport level protocol that provides the full duplex, stream service on
which many application protocols depend. TCP alows a process or one machine to
send a stream of data to a process on another. Software implementing TCP usually
residesin the operating system and usesthe | Pto transmit information acrossthe network.

WAN (Wide Area Network)

A system of LANS, connected together. A network that connects computers located in
separate aress, (i.e., different buildings, cities, countries). The Internet is awide area
network.

WECA (Wireless Ethernet Compatibility Alliance)

Anindustry group that certifies cross-vender interoperability and compatibility of IEEE
802.11b wirdless networking products and to promote that standard for enterprise, small
business, and home environments.

WPA (Wi-Fi Protected Access)

Wi-Fi Protected Access (WPA) isan improved security system for 802.11. It is part of
the 802.11i draft security standard. WPA encompasses TKIP (Temporal Key Integrity
Protocol) along with MIC (Message Integrity Check) and other fixes to WEP such as
Wesk IV (Initidization Vector) filtering and Random IV generation. TKIPuses 802.1x
to deploy and change temporary keys as opposed to static WEP keys once used in the
past. It is a significant improvement over WEP. WPA is part of a complete security
solution. WPA a so requires authentication serversin enterprise security solutions.

Requirements

(1) A WPA compatible Access Point or Wireless router, (2) Operating system updates
that support WPA. In XP, an updated Windows Zero Config service is needed. Users
can download the Windows XPWPA patch here:

http://microsoft.com/downl oads/detail s.aspx ?Family| d=009D8425-CE2B-47A4-ABEC-274845DCOE91& displaylang=en

Please note that this patch requirestheinstallation Windows X P Service Pack 1, which
isavailable here: http://mww.microsoft.com/WindowsX P/pro/downl oads/servicepacks/
spl/default.asp

For earlier Windows Operating systems, a\WPA capable supplicant isrequired such as
Funk Software's Odyssey Client.

WLAN (Wireless Local Area Network)

Thisisagroup of computers and other devices connected wirelessly inasmall area A
wireless network isreferred to asLAN or WLAN.

ASUS WLAN Card
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Chapter 6 - Appendix

6. Safety Information

Federal Communications Commission

This device complies with FCC Rules Part 15. Operation is subject to the
following two conditions:

» Thisdevice may not cause harmful interference, and

» This device must accept any interference received, including interfer-
ence that may cause undesired operation.

This equipment has been tested and found to comply with the limitsfor aclass
B digital device, pursuant to Part 15 of the Federal Communications
Commission (FCC) rules. These limits are designed to provide reasonable
protection against harmful interference in a residentia installation. This
equipment generates, uses, and can radiate radio frequency energy and, if not
installed and used in accordance with the instructions, may cause harmful
interference to radio communications. However, there is no guarantee that
interference will not occur in a particular ingtalation. If this equipment does
cause harmful interference to radio or television reception, which can be
determined by turning the equipment off and on, the user is encouraged to try
to correct the interference by one or more of the following measures:

* Reorient or relocate the receiving antenna.

* Increase the separation between the equipment and receiver.

» Connect the equipment into an outlet on acircuit different from that to
which the receiver is connected.

» Consult the dealer or an experienced radio/TV technician for help.

WARNING! The use of a shielded-type power cord is required in
order to meet FCC emission limits and to prevent interference to
the nearby radio and television reception. It is essential that only
the supplied power cord be used. Use only shielded cables to con-
nect I/O devices to this equipment. You are cautioned that changes
or modifications not expressly approved by the party responsible
for compliance could void your authority to operate the equipment.

Reprinted from the Code of Federal Regulations #47, part 15.193, 1993.
Washington DC: Office of the Federal Register, National Archivesand Records
Administration, U.S. Government Printing Office.
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FCC Radio Frequency Interference Requirements

M PE Statement: Your device containsalow power transmitter. When device
Is transmitted it sends out Radio Frequency (RF) signal.

This device is restricted to INDOOR USE due to its operation in the 5.15 to
5.25GHz frequency range. FCC requires this product to be used indoors for
the frequency range 5.15 to 5.25GHz to reduce the potential for harmful
interference to co-channel of the Mobile Satellite Systems.

High power radars are allocated as primary user of the 5.25 to 5.35GHz and
5.65 to 5.85GHz bands. These radar stations can cause interference with and /
or damage this device.

FCC RF Exposure Guidelines (Access Points)

ThisWireless LAN radio device has been evaluated under FCC Bulletin OET
65C and found compliant to the requirements as set forth in CFR 47 Sections
2.1091, 2.1093, and 15.247(b)(4) addressing RF Exposurefrom radio frequency
devices. The radiation output power of thisWirelessLAN deviceisfar below
the FCC radio frequency exposure limits. Nevertheless, this device shall be
used in such a manner that the potential for human contact during normal
operation — as a mobile or portable device but use in a body-worn way is
strictly prohibit. When using this device, a certain separation distance between
antennaand nearby persons hasto be kept to ensure RF exposure compliance.
In order to comply with the RF exposure limits established inthe ANSI C95.1
standards, Access Point equipment should be installed and operated with
minimum distance [20cm] between the radiator and your body. Use only with
supplied antenna. Unauthorized antenna, modification, or attachments could
damage the transmitter and may violate FCC regulations.

CAUTION: Any changes or modifications not expressly approved
in this manual could void your authorization to use this device.

ASUS WLAN Card
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Chapter 6 - Appendix

FCC RF Exposure Guidelines (Wireless Cards)

This device has been tested for compliance with FCC RF Exposure (SAR)
limitsin typical portable configurations.

In order to comply with SAR limits established in the ANSI C95.1 standards,
itisrecommended when usngaWLAN Card adapter that theintegrated antenna
Is positioned more than [2.5cm] from your body or nearby persons during
extended periods of operation. If the antennais positioned less than [2.5cm]
from the user, it isrecommended that the user limit the exposure time.

Canadian Department of Communications

This digital apparatus does not exceed the Class B limits for radio noise emissions
from digital apparatus set out in the Radio Interference Regulations of the Canadian
Department of Communications.

This Class B digital apparatus complies with Canadian ICES-003.
Cet appareil numérique de la classe B est conforme a la norme
NMB-003 du Canada.

Operation Channel for Different Domains

N. America 2.412-2.462 GHz ChO01 through CH11
Japan 2.412-2.484 GHz ChO01 through Ch14
Europe ETSI 2.412-2.472 GHz ChO01 through Ch13
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France Restricted Frequency Band

Some areas of France have a restricted frequency band. The worst case
maximum authorized power indoorsis:

e 10mW for the entire 2.4 GHz band (2400 MHz—2483.5 MH2z)
e 100mW for frequencies between 2446.5 MHz and 2483.5 MHz

NOTE: Channels 10 through 13 inclusive operate in the band 2446.6
MHz to 2483.5 MHz.

Therearefew possibilitiesfor outdoor use: On private property or ontheprivate
property of public persons, use is subject to a preliminary authorization
procedure by the Ministry of Defense, with maximum authorized power of
100mW in the 2446.5-2483.5 MHz band. Use outdoors on public property is
not permitted.

In the departments listed below, for the entire 2.4 GHz band:

e Maximum authorized power indoorsis 100mwW
e Maximum authorized power outdoorsis 10mwW

Departmentsin which the use of the 2400-2483.5 MHz band is permitted with
an EIRP of less than 100mW indoors and less than 10mW outdoors;

01 Ain Orientales 36 Indre 66 Pyrénées

02 Aisne 37 Indreet Loire 67 BasRhin

03 Allier 41 Loir et Cher 68 Haut Rhin

05 HautesAlpes 42 Loire 70 Haute Sabne
08 Ardennes 45 Loiret 71 Sabneet Loire
09 Ariege 50 Manche 75 Paris

11 Aude 55 Meuse 82 Tarn et Garonne
12 Aveyron 58 Niévre 84 Vaucluse

16 Charente 59 Nord 88 Vosges

24 Dordogne 60 Oise 89 Yonne

25 Doubs 61 Orne 90 Territoire de Belfort
26 Drome 63 Puy du Dome 94 Va de Marne
32 Gers 64 PyrénéesAtlantique

Thisrequirementislikely to changeover time, alowing you to useyour wireless
LAN card in more areas within France. Please check with ART for the latest
information (www.art-telecom.fr)

NOTE: Your WLAN Card transmits less than 100mW, but more than
10mW.

ASUS WLAN Card
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