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Overview

This document contains sections on everything you need to know to install Traffic
Analyst including estimated time of completion. It is organized into the following
sections:

Section 1: Switch Preparation
Before you can poll, the switch may need to be prepared. Read the sections for those
switch types you are interested in, and if necessary, take the actions required to get them

ready.

The following table provides a list of the switch types supported by Traffic Analyst and
the approximate time it takes to prepare them for polling.

Switch Type Estimated Preparation Time
Siemens Hicom 300E and 9751 Models 30 and 80 15 minutes
Siemens 9751 Models 10, 40, 50, 70 and ROLM 9000 15 minutes
Siemens HiPath 3000/Hicom 150 15 minutes
Siemens HiPath 4000 120 minutes
Siemens OpenScape Voice 15 minutes
Nortel SL1 and M1 — All Models 30 minutes
Avaya — All Models 30 minutes

Section 2: Software Installation

This section takes you through installation of Traffic Analyst, which includes the Traffic
Analyst Server and the Web Server Component.

The following table provides the estimated time it takes to install the software.

PC Type Estimated Preparation Time

Traffic Analyst Server and Web Server Component 10 minutes

Section 3: Installation of Additional Devices

This section covers issues like buffer boxes, FTP Servers and automatically starting
Traffic Analyst. You may be able to skip all of these to Screenshots.

JANUARY 2011
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Section 1: Preparation

The preparation required for each type of switch is described in this section.

1.1. Server preparation for the Traffic Analyst Installer

M Make sure Internet Information Services (IIS), IIS 7 for windows 2008 is installed on the Traffic Analyst
server.

Make sure .NET Framework 3.5 is installed on the Traffic Analyst server.

Windows 2008 R2 need to “Start” the Application Pool for ASP .NET V2.0 Also “Enable 32-Bit
Applications, this must be set to True. This is set in IIS Application Pool under Advance Settings.

1.2. Siemens HiPath 4000

1.2.1. Pre-Installation Notes

»  For the Siemens HiPath 4000, Traffic Analyst will pull CDR data from the Unix-side of the
switch. The software will configure the HiPath for data collection. For a list of AMO that
will be configured please contact Impact Technologies Helpdesk. Data collection and switch
configuration uses a TCP/IP connection.

» Go to Section 2 titled “Traffic Analyst Software Instructions”. To use this setup you will need
the following:

= Access to a PC that is on the same network as the switch
= Switch IP Address

= Switch Password required

=  Browser (Microsoft Internet Explorer) on the PC

1.3. Siemens OpenScape Voice

1.3.1. Pre-Installation Notes

For an OpenScape Voice switch, you may need to configure the switch to prepare CDR
data for Traffic Analyst. This is the case if you have more than one OpenScape Voice
switch, or if your OpenScape Voice switch is networked with a HiPath 4000 switch.

Go to your OpenScape Voice Common Management Portal, which you access via a
browser. Log in as “Administrator” with your password. Once you access the software,

go to the OpenScape Voice tab.

Next, select the “Administration” option under the OpenScape Voice tab.

JANUARY 2011 IMPACT TECHNOLOGIES, INC 6
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SIEMENS

Domain: [system =] obld: | |[ save |

User: administrator @system

Settings Help Logout

Operation & Maintenance | RGS700 ‘OpensScape Voice “ Users & Resources

General | Administration | Business Group Global Translation and Routing Maintenance

Available Switches [vmBkv4] - List Media Servers = ey
|vm5kv4 LI

@) This list shows all media servers accessible by the selected switch. Media Gateway must be blocked before deletion.

¥ Switch Settings for Media Servers Elements per lﬁ'
Jd Media Servers PRgE! E
¥ Intercepts
A Media Server Audit
@ Languages
» Signaling Management
¥ General Settings
| CDR Settings
© SOAP/XML Client
@ Operation Mode
@ CLLI Information

@ DB Settings
i

Nao items

Feature Profiles
P Licensing Management

» Call Admission Control
Management

» Routing Gateways
» Templates

0 Elements Block ][ unblock ][ Add-. ][ Edit. ][ Delete

From this next tab, choose the “General Settings” option from the list of the left. (If you
have more than one OpenScape Voice switch, choose the appropriate switch and repeat
the following steps for each of the OpenScape Voice.)

Select the CDR Settings option under General Settings. You will see a Configure CDR
settings window display.

On the Configure CDR settings window, select “Pull” as the “CDR Delivery Method”.
The PISN ID is the same as the Node ID in Traffic Analyst, so you can set those three
fields to anything you wish, but the same three values separated by dashes must be set on
the OpenScape Voice Switch Properties Communication tab in Traffic Analyst for the
Node ID.

nBlkv4] - CDR setti - Windows Internet Explorer I o [l

.;g-'ﬁ [vm8kv4] - CDR settings ¢ ?

@- CDR settings configuration

[ General ] | Dptions
Transfer Configuration
Here you can select the COR generation method:
CDR. Delivery Method: Ih
FTP Control Port: B

PISM ID:

Billing Server
Here you can configure Billing server:
Hostname: [
Username: | |
]
Password: mreses |

New Password: |
I — =

@ Cancel |
| G

H100% - 4

Done l_ ’_ l_ l_ l_ l_ |0 Internet
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You can check the fields on the Options tab, but they don’t normally need to be changed.
The default of 30 days for the data retention period is good unless you are worried about
disk space and want to lower it. Normally, Traffic Analyst will collect this data daily
regardless, so this data retention period here is only helpful if Traffic Analyst hasn’t
collected for some reason and needs to go back and get older data.

Select “OK” when you are finished.

It is recommended that you set up customer IDs for each business group. For instruction
on how to do this, please continue reading the next section.

1.3.1.1. Creating Customer IDs for Business Groups (optional)

Creating Customer Identification numbers for each business group will allow you to sort
report data by business group.

To edit this information, select “Business Group” from under the OpenScape Voice tab.

SIEMENS
e T = User: administrator @system

Settings Help Logout

[ Home | ‘Operation & Maintenance I'[ re8700 | Users & Resources |
General Administration Im_\ Global Translation and Routing Maintenance
Available Switches [vm8kv4] - List Business Groups ¢ ?
[rmlesa =l @) This st shows sl the BGs you are allovied to administer.
» Quick Tasks m A.d“anted Apply Filter “ Clear Filter ] E\aments. 0 =
¥ Business Group Lists i berees
Business Groups r A Business Group Display Number Number of Members  Default Office Code I?:::‘If a5 Remark
Available Business Groups O Bt 1200 FP_BG1 Mo
BG2 =l i oee 31500 1 FP_BG2 Ne
» BG Options
» Profiles
» Teams
» Statistics
» Branch Office
Available Branch Offices
[rain office |
» Members
» Private Numbering Plans
Available Private Humbering Plan
[nP_BG2 (Default) =
> Transiation 21tems [ add.. ][ Eedit. |[ Delete

» Destinations and Routes

Next, select a business group from the list presented by clicking the business group’s
name.
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_ [vm8ky4] - Business Group: BG1 - Windows Internet Explorer =10] x|
[vm8kv4] - Business Group: BG1 o ?
o Modifies the selected Business Group.
|mi Services Feature Profiles Options Access Control List
Business Group
The display number will be shown when a subscriber makes an external BG call.
Business Group: BG1
Remark:
Display Number: 5619231500
Default Office Code: +1(581) 82 u
Default DLS Server: l_J
Message Detail Records
Please enter data for identification of customer during Message Detal Recording and activate Message Detail Recording,
Customer Identification:
Activate:
[ ] w Cancel

Dane [ [ [ [ [&nternet [®100%e - 4

In the
General tab of the Business Group window, find the “Message Detail Records” section at
the bottom of the screen. Complete the “Customer Identification” field by entering a
string of numbers by which you will identify this business group in reports.

Note: Each business group is not required to have a unique Customer ID. Unique IDs are
useful for sorting by business group in reports, however there may be times when you
want two or more business groups tied to the same Customer ID. For instance, if you
have a site that requires using two business groups and you want to identify the site as a
whole in the report, it is acceptable to give both groups the same ID.

Select the “Activate” checkbox to activate the customer identification for this business
group.

Click “OK” when you are finished to save your changes.

1.4. Instructions for allowing Traffic Analyst APl access to the
OpenScape Voice Switch

Configuring the OSV to allow access by Traffic Analyst requires using the command line
interface of the OSV. This is started by running the command line interface (CLI) which
is started by running the command “startCli”. Su — srx, sysad. The person following
these instructions must know how to log into the SSH shell of the OSV and have all the
user names and passwords required to use the CLI. Impact Technologies cannot supply
the passwords for a customer site. In the example below, the freeware tool “PUTTY” is
used for the SSH connection.

Once a SSH connection is established and the correct user name and password entered, a
system prompt (probably “#”) appears. Enter “su — srx”. Another system prompt then
appears (probablye “$” this time). At this point enter “startCli”. Any entry message with
a “Login:” prompt something like the image below should appear.

JANUARY 2011 IMPACT TECHNOLOGIES, INC 9
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10.152.55.10 - PulTY

At the “Login:” prompt, enter
“sysad”. You should then see the
main menu.

lig1ry

Main Menu:

Pick option 6,Application-Level
Management. You’ll then see the
Application-Level Management
menu.

£10.152.55.10 - PulTY
i £ 11k

Appli
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#10.152.55.10 - PulTY,

Now pick option 8, Network
Element Security
Management

. . . £ 10.152.55.10 - PuTTY
Pick option 4, Packet Filter n

Rules Security Management.

k

ement

Now we need to create a rule that will given the PC running Traffic Analyst access to the OSV API.

You will need to know the IP address of that PC.
You will also need to enter a mask to go with that IP address.

To allow access for only that one IP address, use the mask value 255.255.255.255. Or you could
allow access by any PC on that subnet by using a mask of 255.255.255.0.

JANUARY 2011 IMPACT TECHNOLOGIES, INC 11
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To create a new rule, pick option 1, Create.

For the Packet Filter Rule Name, enter “Traffic”.

For the description, enter “TA Rule”.

Then hit enter at the Remote FQDN prompt.

Enter the IP address of the PC running Traffic Analyst at the Remote IP prompt.
Then enter the mask you chose at the Remote NetMask prompt.

Hit enter at the Transport Protocol prompt.

Then enter 3 for bothways at the Direction prompt.

You can just hit enter at the rest of the prompt until you get to the

“Do you want to execute this action prompt” where you hit enter again.

The session should look something like the session show below.

Hit enter again and you’ll be back at a

menu.

£10.152.55.10 - PuTTY.
R

nl

2 99

on: 1
Filter Rule Name « Length 83 (max length: lefaulc: |

th

The OSV is now configured to give access to the PC running Traffic Analyst. Just hit 99 at each menu as
they appear to exit out of the CLI.

1.5. Siemens HiPath 3000/Hicom 150

1.5.1. Pre-Installation Action Items

For these switches, Traffic Analyst does not actually poll the data as in making a
connection to the switch and getting data. Instead the switch constantly sends data that
Traffic Analyst will retrieve. Once a day Traffic Analyst processes the previous day’s
data, in addition to hourly data processing.

Traffic Analyst will retrieve data from the switch, HiPath Manager or HiPath 5000 RSM.
If retrieving the data directly from the switch, you will use a TCP/IP connection. If

JANUARY 2011
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retrieving the data from HiPath Manager or HiPath 5000 RSM, you may use a TCP/IP
connection or network file access. If you will be retrieving data from HiPath Manager or
HiPath 5000 RSM via TCP/IP, the File Transfer Protocol (FTP) must be used.
If the data is sent via TCP/IP connection, the TCP/IP protocol must be unimpeded. In
particular no router, firewall, or other network device should restrict use. Ask your
network administrator for further details.

> Note: Consoles and Console Groups are not supported.
If retrieving data from the switch, HiPath Manager, or HiPath 5000 RSM, there are
settings that must be configured on Hicom Assistant or HiPath Manager or before Traffic

Analyst can poll.

> Note: Siemens Hicom 150 is administered by Hicom Assistant or HiPath Manager.
Siemens HiPath 3000 is administered by HiPath Manager.

> Note: Only OfficeCom and OfficePro are supported when using Hicom Assistant.

Below are the settings for Hicom Assistant or HiPath Manager.

1.5.1.1. Configure Call Charges Output Format

By - 4 - L N -E .= .Dy ... D
#- 58-S -Q-%-F- Z- (B84
IS— - Output et Calbos F.wnu:[ Account codes
FHY i bR I
1~ Fommat of Call Recoods: 1 ~CDR systers
= 5 LASTLOAD kDS W Comgrersad Ouput ;
ﬁ:x ™ Last 4 dgis suppesszed gt st
HG 1500 ¥ Logmcomngcale Outonst foemat
s Sattings ¥ Call Duration g
% B Sstup daten ¥ 0nFirong =i
5 5 Cordese ™ Dot SN E
= E1 Lines / netwodang & Dacinal forsat
%MW":‘U T~ Dhwply sscasts insbood cf uels
a: ﬂ m:“!gd Im'.n&_ ¥ Dutgrng sehou conmecton, COR ot station Hone =
5 ™ Ductput LCF rumber outgaing m =
- % Smmp;mn. e datod COR perbre ore
B Neteush - | MRATT tose =
jsa ' Cutomer datatiase pemicul 22 pot 2cgicas =]
= yeteem shabuy
= B Spemaide Callirio 24 poet Applcat ¥
= ) Call charges.
LAN zaitrge t
= | ne
ol | sl | &

When configuring the call charges output format, make sure the Format of Call Records section is
filled out as such:

Compressed Output — checked
Last 4 digits suppresses — optional

Log incoming calls — checked

JANUARY 2011 IMPACT TECHNOLOGIES, INC 13
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Call Duration — checked

On Ringing — checked (option not available in Hicom Assistant)

Output MSN — unchecked

Decimal Format — checked

Display amounts instead of units — unchecked

Outgoing without connection — checked

Output LCR number outgoing or dialed number incoming — unchecked

Next, in the Output format dropdown (located in the CDR systems section of the window), select
LAN-TCP-Client (or None if using HiPath 5000 RSM).

You must click the Apply button to save the changes. (All changes must be sent to the HiPath

before data collection can begin.)

Click the Lan settings... button to access the following display:

LAN- Settings

LAM-Settings |
—LCDR spstem
" TFTP- Clignt
[P Addr
Sienwer 1 I a a 0 a
Server 2 I 1] 1] o .0
Cycle Jonomon =3 Hommlss)
& TCP- Client Dutput farmmat
File: farmat
IP- Addr. I 192 0168 . B . 58 27063
& TFTP-Server
Separator
Thiesheidl 60 =
Close Apply | Help |

The LAN settings must be as follows:

TCP-Client — selected

IP-Addr — IP address of the Traffic Analyst server (or of the HiPath 5000 RSM)

(port) — 27069 (This is the switch port. If this must be something different please contact
Impact Technologies for assistance.)

File format — DOS

JANUARY 2011
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Separator - ;
You must click the Apply button to save the changes.

If retrieving data from HiPath 5000 RSM, it must be configured to receive CDR data
from the switch.

When the above activities are done, go to the section entitled “Traffic Analyst Software
Installation”.

1.6. Siemens Hicom 300E and 9751 Models 30 and 80

1.6.1. Pre-Installation Notes

» Note: For normal data collection, Traffic Analyst will poll the Siemens Hicom 300 switches
and 9751 Model 30 and 80 switches once a day, usually in the early morning hours. Up to ten
days of data may be stored and available on the UNIX partition of the switch.

» Note: For CDR data collection, available only with the web-based version of Traffic Analyst
and the purchase of the CDR module, Traffic Analyst will retrieve data from a buffer box
once or more than once per hour.

» Note: If the switch is a Siemens 9006.6 there will already be an FTP user name and
password defined. Username = tal and password = tal, and will be used only if Traffic
Analyst will be connecting to the switch using TCP/IP (LAN connection).

» Note: Traffic Analyst can alternately connect using TCP/IP to a Siemens 9006.6 switch
under the following conditions:

1. The switch must have a network daughter board installed and LAN
connectivity configured and enabled.

2. The TCP/IP protocol must be unimpeded between the Traffic Analyst
system and the Switch. In particular no router, firewall, or other network
device should restrict the use of the well-known FTP ports. Ask your
network administrator for further details.

» Note: If previous traffic studies have been run using BELAU, you should delete these
studies before polling with Traffic Analyst. Use the AMO “belin” to delete these studies.

1.6.2. Installation Instructions

As you complete each of the following activities, put a check mark in the box next to
each of the following items:

1.6.2.1. Confirming the Switch Software Release

Software release 9006.3 with SMRG6 or a later version must be installed on the switch. The
software release must be installed on the switch before Traffic Analyst can poll. Confirm that
the software is installed on the switch.

JANUARY 2011 IMPACT TECHNOLOGIES, INC 15
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1.6.2.2. Obtain Switch Username & Password

Obtain the switch user name and password that must be defined and available for Traffic
Analyst to log-on to the switch. The username and password must provide access to the
"UDSC" menu and contain the LTDR (List Traffic Data Retrieval) option. It is OK if other
menu options also appear. Suggested to use the rsca username.

1.6.2.3. Running the AMO Command

The following AMO command should be performed on the RMX side of the switch unless the
switch is a Siemens 9006.6. This command starts up LTDR and the associated traffic
metering on the switch:

exec-xapc:Al,"act.ltdr -save 10";

The number 10 in the above command represents the number of days of traffic data that will
be stored on the Unix partition of the switch. It can be a value from 1 to 10. If there is any
concern that the Unix partition on the switch may be low on disk space, then reduce this
number to 3. Please note that in the above command, there are spaces between “ltdr” and the
“—save”, and again between “-save” and “10”. The command does end with a semi-colon.

If the switch is a Siemens 9006.6, LTDR is automatically on and set to store 10 days by
default.

1.6.2.4. Obtaining a Serial Connection to the Switch

Obtain a Unix switch serial port that will be available for the traffic server to use. If you are using
your switch’s LAN connection, then see below. Traffic can use a dial-up or direct connection.
Traffic will connect with the switch once a day, usually in the early morning, for approximately 20
minutes to an hour. The connection to the Traffic computer can be over a modem (US Robotics
Sportster 56K is recommended), a data line or via direct RS-232 cable. Traffic can work with
LeeMah keys, if they are in place.

» Note: When the above activities are done, go to the section entitled “Traffic Analyst
Software Installation”.

1.7. Siemens 9751 Models 10, 40, 50, 70 and ROLM 9000

1.7.1. Pre-Installation Notes

»  For these switches, Traffic Analyst will poll once a day, usually in the early morning hours
for the previous day’s data. The day’s data consists of interval-by-interval results for 50
intervals. The interval length is defined on the switch and we recommend 1 hour intervals.

» Traffic Analyst issues the LIST TRAF ALL ALL PAST ALL command to get the following
data:

e  trunk groups
e console groups
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e consoles

e lines

e internode or INL

e tone senders

e  DTMF registers

e rotary senders

e conference bridges

e cvent and peg counts
e PhoneMail

e gsystem information

»  After polling, the data is parsed and stored into hourly results in the Traffic Analyst database.

1.7.2. Installation Instructions

As you complete the following activities, put a check mark in the box next to each of the
following items:

1.7.2.1. Confirming the Switch Software Release

Software release 9004.0.38 or later must be installed on the switch. The software release must be
installed on the switch before Traffic Analyst can poll. Confirm that the software is installed on
the switch.

1.7.2.2. Obtain Switch Username & Password

A CLI User name and password must be defined and available for Traffic Analyst to log on
with. It should provide access to the following commands:

LIST TRUNK_GROUP NAME (In Config)
LIST TRAF

LIST ATC_GROUP ALL (optional) (In Config)

1.7.2.3. Obtaining a Serial Connection to the Switch

A serial port on the switch must be made available for the traffic server to log onto. Traffic will
connect with the switch once a day, usually in the early morning, for approximately 20 minutes to
an hour, although large model 70s can take multiple hours. The connection to the Traffic computer
can be over a modem, a data line or via direct RS-232 cable, for Model 70’s we recommend a
direct RS-232 connection. Traffic can work with LeeMah keys, if they are in place.
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1.8. Nortel SL1 and M1 - All Models

1.8.1. Pre-Installation Notes (Call Accounting)

» For CDR data, Nortel switches create CDR files that can be pulled from the switch using FTP.
Alternatively, the CDR data can be streamed to a buffer box, with the data being pulled from
the buffer box using FTP.

» The CDR parameters should be set to output the “New” SL-1 CDR format. This corresponds
to setting the FCDR in LD 17 to “NEW”.

» NOTE: If CDR has not already been configured on your switch, we recommend you request
support from your switch manufacturer to help set up your switch for CDR output. Or, you
may also want to reference Nortel’s Call Detail Recording System Administration Guide.

1.8.2. Pre-Installation Notes (Network)

» For Network data on Nortel switches, data must be polled or captured every interval or it will
be lost. Intervals are defined on the switch and can be an hour or 4 hour in length. Traffic
Analyst can directly poll the switch on an interval-by-interval basis, or it can work with a
variety of buffer boxes to get the data. If buffer boxes are used, multiple days worth of past
data may be available for polling.

» Traffic uses Load 2 to get and store the following traffic data reports (the switch report
numbers are in parenthesis):

e Network (TFC001)

e  Trunk Group (TFC002)

e  Console Group (TFC003)

e  Console Member (TFC004)
e Feature (TFCO005)

e Network Loop (TFS001)

e Service (TFS002)

e Dial Tone Delay (TFS003)
e  Processor (TFS004)

e Selected Terminal (TFS005)
e Junctor (TFS007)

e [P Phone Zone Traffic (TFS016)
e DSP Peg Count (TFC012)

»  After polling, the Network data is parsed and stored into hourly results in the Traffic Analyst
database.

1.8.3. Installation Instructions

As you complete the following activities, put a check mark in the box next to each of the
following items:
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1.8.3.1. Configuring the Switch

Traffic data is the only data that should be configured on the port. CDR, alarms, and
maintenance messages must be output to a separate port from the LD 2 traffic data. The
data streams cannot be sent to the same port.

1.8.3.1.1. Choose the Type of Configuration

1.8.3.1.1.1. Polling Directly from the Switch via Serial Port

If Traffic is polling the switch (rather than a buffer box), and the switch is release 23 or
less, then a serial port must be configured for access and a password must be available for
Traffic to log on with. LD 2 must be accessible from this port. If the switch is release 25
or higher or Succession 3.0, 4.0, 5.0 connection can be made via serial or TCP/IP.

1.8.3.1.1.2. Polling Directly from the Switch via TCP/IP using FTP

If the switch is release 25 or higher or Succession, then Traffic Analyst can communicate
to the switch via TCP/IP using File Transfer Protocol (FTP). Data will be retrieved from
the switch disk. The FTP protocol must be unimpeded and the switch login requires a
Debug username and password. It is required to have DBA-Package 351. Follow the
below commands on the switch.

To enable output of traffic data to the disk (buffer): (Up to 2 MB of data will store
on the disk.)

LD117 ENL BUF TRF

To verify outputs of traffic data is enabled:
LD117 STAT BUF

The below status should reply.
TRF ENL

The switch must then be configured to send the LD2 data.

1.8.3.1.1.3. Polling Directly from the Switch via Rlogin

For rlogin access:
Username: This should be CPSIDnnnn where nnnn are combinations of
ZEero or ones.
IP or hostname of the switch: Network IP address to the switch.
Note: no password is required
For interactive shell access, Levell or Level2:
Username
Password

1.8.3.1.1.3.1. Traffic Analyst Interaction

Following is the interaction Traffic Analyst will programmatically have with the Nortel
switch each hour. With the exception of the first and last step, these represent the same
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steps used by Traffic Analyst with a serial connection or IP connection using a Lantronix
UDS-10 terminal server.

o  Establish the rlogin session with the Nortel switch. “rlogin -1 CPSIDnnnn
nnn.nnn.nnn.nnn” where the four digits after “CPSID” are a set of ones and zeros,
and nnn.nnn.nnn.nnn is the IP Address of the Nortel switch.

e  Once the rlogin connection is established enter a <Return> to launch the Nortel
interactive shell. Login using your level 1 or level 2 password:

=  >LOGI <respond with username>

=  PASS? <respond with password>
e After the log-in confirmation message type a return.

e At ‘“>” prompt enter: LD 2
e At”.” prompts invoke Load 2 commands to retrieve traffic data, such as:

= .Invc02
= .Invc03
= Invsl

e  When finished with Load 2 commands type four (4) asterisks “****”,
e At “>” prompt type LOGO to logout.
e  Drop the rlogin connection.

These commands can be performed by hand for confirmation. The first step with require
third party software (such as SecureCRT) to establish the rlogin connection. Depending
on the software used the input sequence of the rlogin process may differ from that shown
above.

1.8.3.1.1.4. Polling Directly from the Switch via SSH

If the switch is Succession 6.0 or higher Traffic Analyst can communicate to the switch
via SSH.

For SSH access:
Username: This should be CPSIDnnnn where nnnn are combinations of
ZEero or ones.
IP or hostname of the switch: Network IP address to the switch.
Note: no password is required
For interactive shell access, Levell or Level2:
Username
Password

1.8.3.1.1.4.1. Traffic Analyst Interaction

Following is the interaction Traffic Analyst will programmatically have with the Nortel
switch each hour.

e  Once the SSH connection is established enter a <Return> to launch the Nortel
interactive shell. Login using your level 1 or level 2 password:
=  >LOGI <respond with username>
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=  PASS? <respond with password>

e  After the log-in confirmation message type a return.
e At ‘“>” prompt enter: LD 2
e At”.” prompts invoke Load 2 commands to retrieve traffic data, such as:

= Invc02
= .Invc03
= Invsl

e  When finished with Load 2 commands type four (4) asterisks “****”,
e  Drop the SSH connection.

These commands can be performed by hand for confirmation. The first step with require
third party software (such as SecureCRT) to establish the rlogin connection. Depending

on the software used the input sequence of the SSH process may differ from that shown

above.

1.8.3.1.1.5. Polling from a Buffer Box

If you are using a buffer box, it must be configured properly. The switch must be
configured to output its LD 2 data to the buffer box. The buffer box must be configured
so that Traffic can access the data. Buffer boxes support a variety of connectivity and
output options, from serial (modem) access to TCP/IP using FTP or Telnet support. See
the section entitled “Working With Buffer Boxes™ later in this document for a list of
buffer boxes supported and information on configuring them for access by Traffic
Analyst.

1.8.3.1.2. Running the Switch Command for LD 2

To prepare your switch to send the LD2 data to the port, you will need to type the
following at a command prompt on the switch:

SSHS [Enter]

113112 the first 2 digits represent the beginning date and the last 2 the
ending date. (1/1 —12/31 = all year)

0231 the first 2 digits represent the times of storage and the last is the
interval. (Midnight to Midnight and 1 hour intervals)

1234567 these numbers represent the days of the week to be stored.
(Sunday — Saturday)

SSHC [Enter]

113112 the first 2 digits represent the beginning date and the last 2 the
ending date. (1/1 —12/31 = all year)

0231 the first 2 digits represent the times of storage and the last is the
interval. (Midnight to Midnight and 1 hour intervals)
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1234567 these numbers represent the days of the week to be stored.
(Sunday — Saturday)

» Note: When the above activities are done, go to the section entitled “Traffic Analyst
Software Installation”.

1.9. Avaya - All Models

1.9.1. Pre-Installation Notes

Avaya switch CDR data is retrieved either from the switch’s hard disk (called Survivable
CDR) or the CDR may be streamed to a buffer box. CDR parameters should be
configured to output CDR in the “Expanded” format.

» NOTE: If CDR has not already been configured on your switch, we recommend you request
support from your switch manufacturer to help set up your switch for CDR output.

Avaya switch Network data is retrieved using the ASA (Avaya Site Administration) tool.
There are 2 steps to prepare the ASA to collect data from the switch, Defining A Voice
System Connection and Data Collection Scheduling. All data is retrieved from the
switch using ASA and stored on the local hard drive or network drive. Traffic Analyst
then uses these files to create data. A decision as to the frequency of when data will be
collected, hourly or daily, needs to be made before switch setup and then Traffic Analyst
will have to be setup accordingly. If data will be polled hourly, the trunk groups need a
flag turned on to allow hourly measurements.

» NOTE: ASA must be running at all times for Network data collection from the switch to
occur.

1.9.2. Installation Instructions (Call Accounting)

After CDR data collection is set-up on your switch, you will need to activate retrieval of
it in the Traffic Analyst Administrative Tool. You can do this on the Communications
screen while setting up your switch. On the bottom portion of this screen, you will
designate where the CDR data is being retrieved from. For detailed instructions on setting
up your Avaya switch in Traffic Analyst, please see the section entitled “Avaya Data
Directory Communications” in the Traffic Analyst Administrative Guide.

1.9.3. Installation Instructions (Network)
As you complete the following activities, put a check mark in the box next to each of the

following items:

1.9.3.1. Configuring ASA (Avaya Site Administration)

This configuration has 2 steps, Defining A Voice System Connection and Data
Collection Scheduling (Hourly or Daily).

1.9.3.1.1. Defining A Voice System Connection

O Define the connection.
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1. Start ASA and select File | New Voice System.

Avaya Site Administration

Ayvaya Site Administration needs to be connected to a Voice System to function fully, and you do not
hawve a connection to a Yoice System set up. Pleaze select one of the follmwing:

{* Add Mew Yaice Spstem
" Load Existing Systems From a Shared Svstem File

If you zelect Cancel, you cah set up a connection to a Yaoice Spstem later by clicking an the "New Voice
Sypstern” icon in the toolbar, or you can load a shared system file from Tools: Options.

Cancel Help

S

2. Choose Add New Voice System and select OK.

Add Yoice System

Enter the name of the Voice Spstem,

You can make thiz name up, or you can uze the name that your
organization haz already given to thiz system.

Woice Systern Mame: [ky Switch

Thiz name will appear in Avaya Site Administration windaws to
reprezent thiz Vaoice Spetem. It does nat have amy effect on the
actual Woice System,

Shared Spstems
% Local System

" Shared Svstem

¢ Back I Meut » I Cancel Help
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Add Yoice System i E x|

Enter a Voice System Name and select Next.

How are vou connecting the Avapa Site Adminiztration computer to
the Voice System?

Chooze thiz option if your computer will dial inta the Yaoice
Suztern uzing a modern or data module.

" Direct serial port connection

Chooze this option if your computer will be connected directly
to the VYoice System via a serial cable.

= MNetwork connection

Chooze thiz option if your computer and vour Yoice System
are connected via a computer retwark.

™| Support launching of &vava S& with parameters

¢ Back I Meut » I Cancel Help

4. Choose the type of connection used to communicate with the switch then select
Next.

Modem or data module
Direct serial port connection
Network connection

a) For Modem or data module connection:
add Yoice System = 5 x|

Modem or Data Module Connection

Y'ou have indicated that pou will be connecting your Avaya Site
Adminiztration computer to this Yoice Swyetem uzsing a telephone line
and a modern or data module.

Which type of modem or data module are you using?

T S -

The optichz in the abowve list meet the needs of most of our
cuztomers. |f you don't know which option to chooze, click Help.

If pou can't find the option pou need, and pou want bo add pour own,

click Edit Devices.
Edit Devices... |

< Back | Hests | Cancel | Help

Choose Device from the drop-down list and select Next.
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Add Yoice System
Modem or Data Module Connection

Wwhich port on your computer are yau uzsing b connect to your
modern or data module?

Port; [N

If you do not know, click Help or ask the people in your organization
who helped install and zet up the computer.

< Back I Mest > I Cancel | Help

Choose the appropriate Port from the drop-down list and select Next.

Add Yoice System k x|
Port Settings
Specify the following values for this conhection.
Baud Rate: -
Data Bits: IE 'I
Barity: I Mone = I
Stop Bits: |1 'I
Flows Control: IHardwale 'I
If you do not know what settings to use, azk the people in your
arganization whao set up the Yaice System.
< Back I Mest > I Cancel | Help |
Choose the appropriate Port Settings for the communication device
and select Next.
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Add Yoice System

X
Modem or Data Module Connection

Wwhat phone number should the modem or data module dial to access
your Yoice Spatem?  This number will be different depending on
whether you are connecting to the Yoice System via the INADS port,
the MNetcon port, or & modern pool.

Enter the phone number, exactly az the modem or data moduls
should dial it, below.

Phiore number: ||

If you do naot know the number, ask the people in your organization
who zet up the Yoice Syatem.

< Back | Mewt s | Cancel | Help |

Add Yoice System

Enter the Phone Number of the switch to be dialed, making sure to
include any outside access numbers if necessary, then select Next.

X
Modem or Data Module Connection

Hiw long do pou want Avapa Site Administration to spend attempting
to establish a connection to the Yoice System before it stops trying?
Enter 0 if you want it to try indefinitely.

Timeout for establishing a connechion; 40 Seconds

Haw lang do pou want Avapa Sike Administration to leave anidle
connection up? Enter O if pou want it to stay up indefinitely,

Timeaut far sustaining an idle connection: ID ISeconds 'I

Are you connecting to a Prologis Yoice System with a data module?
" Yes * No
You may need to set a timeout value in vour modem or data module's

initialization string. Click Help or refer ta the modem or data module's
manal.

< Back I Mest > I Cancel | Help

Leave this screen at the default values and select Next.

b) For Direct serial port connection:

JANUARY 2011

IMPACT TECHNOLOGIES, INC 26

CONFIDENTIAL AND PROPRIETARY



TRAFFIC ANALYST INSTALLATION GUIDE

Add Yoice System 3 x|
Direct Connection

You have indicated that you will be connecting vour Avaya Site
Adminigtration computer to this Yoice System using a single, serial
cable.

Wwhich port on pour computer are pou uzing b conhect to the Yoice
System?

Por -

If pou da hot knaw, click Help or azk the people in your arganization
who helped install and set up the computer,

< Back I Mest > I Cancel | Help |

Choose the appropriate Port from the drop-down list and select Next.

Add Yoice System 3 x|
Port Settings

Specify the following values for this conhection.

Baud Rate:

-
Data Bits: m
Earity: lm
Stop Bits: m
Flows Control: m

If you do not know what settings to use, azk the people in your
arganization whao set up the Yaice System.

< Back I Mest > I Cancel | Help |

Choose the appropriate Port Settings for the communication device
and select Next.

For Network connection:
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Add Yoice System

Metwork Connection

You have indicated that you will be connecting pour Avaya Site
Administration computer to this Yoice System through a computer
netwark.

Lovaya Site Administration muzt know the “fully qualified domain
name' [FADN] of the Yoice System, or its IP address.

FODM or IP address: ||

Far exarmple, an FADM might be:
computername. department. compary, com

Optionally, you can enter the P address. For example:
100212123211

If you do not know the FODM or IP address. ask the people in your
argahization wha set up the Yoice Systen, or the people whao et up
your computer network,

< Back | Mewt s | Cancel Help

Add Yoice System

Enter the FQDN or IP address of the switch.

Metwork Connection

Awapa Site Administration must alzo know the TCPYIP port number of
the Yoice System.  The port is bagically a number for a software
program that, when combined with the FADM or IF addrezs, enables
twio devices on a network to communicate.

Computers commonly use TCPAP port number 23 for making telnet
connections. Tao use a different port number, enter it below:

TCPAP Port Number. [EE

If you do not know the TCPAR port number, ask the people in your
arganization whao set up the Yoice Spstern, or the people who set up
your computer netwark.

]

< Back I Mest > I Cancel | Help

Accept the default TCP/IP Port Number of 23 and select Next.
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Add Yoice System

X
Metwork Connection

Hiw long do pou want Avapa Site Administration to spend attempting
to establish a connection to thiz Yoice System before it stops tiving?
Enter 0 if you want it to try indefinitely.

Timeout for establishing a connechion; 40 Seconds

Hows long do pou want Awvapa Site Administration to leave anidle
connection up? Enter O if pou want it to stay up indefinitely.

Timeout for gustaining an idle connection; IU ISeconds 'I

< Back I Mest > I Cancel Help

Accept the defaults and select Next.

5. Choose I want Avaya SA to log me in automatically.

Add Yoice System

Wwhen you use Avana Site Adminiztration, each time you perfarm an
activity on the Yoice System, it will ask for a login 1D and password.

Chooze the option vou want,

&% want Avaya 54 to log me in automaticall

Thig option zaves you from having to enter a login [0 and
paszword every time pau need to access thiz Woice Systenm.
Howewver, pour Woice Spstem iz vulnerable to unauthonzed use
if anyone manages to gain access to pour computer and knows
Itiz the only allowed option if "Support Launching of Avaya 54
Wwith Parameters' has been checked.

want to log in manually each time

Thiz option protects the Yaice Syetem fram unauthorized uze,
Howewer, vau will be required ta enter a login ID and
pazsword every time you perform an action ok this Voice
Systemn, and it prevents you from zcheduling activities torin
in your abzence.

< Back I Meut » I Cancel Help

Select Next.

6. Enter the Login ID (Super-user permissions) and choose either Password or

ASG radio button.
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Add Yoice System

x|

Enter the lagin |0 that Awvaya Sike Administration zhould zend to the
Woice System when it attempts to login you in automatically.

Lagin [0 ||

Haz thiz login been given a password, or does it have "Access
Security Gateway'' [A55] enabled?

% Pazsword is required for this login

A5G is enabled for this login

|Unlezs someone told you that A5G iz enabled for thiz lagin 1D, it
probably iz not.

IF pou do not know, guess. Then click the Test button at the end of
thiz wizard. 1f you gueszed wrona, an erar mezzage will tell pou if
ASG iz enabled or not,

< Back Fent Cancel Help

Select Next.
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a) For Password option:

Add Yoice System ]
Enter the password that Avaya Site Adminiztration should use when
logaing into the Yoice System:
Pazzword: ||
Pazsword [again]: I
I you do not know this information, ask the people in your
organization whao set up pour Voice Spstem,
< Back et Cancel Help
Enter Password then select Next.
b) For ASG option:
Add Yoice System ]

Enter the secret key that Avaya Site Administration should use ta log
into the YWoice System:

Secret Key:

If you do not know this information, ask. the people in yaur
organization who set up vour Yoice System,

< Back et Cancel Help

Enter Secret Key and select Next.
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7. Review the Summary Screen.

Add Yoice System ] x|

Waice System Surmmarny:

Add a systern to dvaya Sike Adminiztration .
Woice Spstem MName = My Swaitch

Connection Information:
Type = Modem/D ata Module
Device = Analog modem
COM Port = COM1
Dial String = 17634932926

Part S ettings:
Baud Rate = 9600
Byte Size =12
Farity = Hone _I
-

|F the above information is incomect, elick Back unbl you find the
soreen where you can comect i,

IF it iz corect, click Test to try out the connection. Tn |

Cancel | Help |

¢ Back

Select Test to attempt the connection with the switch. If test fails, make
appropriate changes to the communications until the test is successful then select
Next.

8. Select Finish to complete the setup.

Add Yoice System : |

Test Successful |

You have supplied Avava Sike Administration with the informatior it
need: to connect to the Voice System named "My Switch'', The
cannection has been tested and iz functioning properly.

Chck Finizh to zave this information and exit the wizard.

f'ou can return to this information later to modity as appropriate. To
da g0, simply right-click thiz Yoice System in the Tree tab and choose
Froperties,

To zet up ahother Yoice System, click the Mew Yoice System icon in
the Toolbar.

< Back Cancel Help
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1.9.3.1.2. Data Collection Scheduling

U Data Collection may be scheduled daily or hourly with Traffic Analyst. Data
collection will be scheduled hourly when an hourly alarm is assigned to a switch.
Follow the appropriate instructions below based on how data collection is scheduled
within Traffic Analyst.

1.9.3.1.2.1. Hourly Scheduling

Four reports must be polled from the switch in order to perform Hourly Polling of Traffic
Analyst. They are summarized below:

Traffic Data Reports
Report Data Description
aca-parameters Trunk Group listing.

trunk-group summary Hourly summary of traffic on all trunk groups except Personal
Central Office Line Groups.

Alarm Reports

Report Data Description

outage-trunk Lists a maximum of five trunks in each group that were out of
service when sampled.

lightly-used-trunk Lists the five trunk members with the lowest number of calls.

Scheduling Hourly Reports
1. Open ASA.
2. If more than one switch is defined select System | Target System.. | <desired switch>

3. Inthe Tasks tab, under the Advanced section, click on Report.

L Avaya Site Administration =10l

=]

File Edit Wiew System Action Tools Window Help

@|’@|@| EI %||E|X|| I&l%l EI Ig My Test Switch
E———

Fi| Create New Template

Fault & Performance
3y Tasks |'E Tree |
Ready UM A
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In the Command(s) field enter:

list measurements trunk-group hourly <group #>;list aca-parameters;list
measurements outage-trunk last-hour;list measurements lightly-used-trunk last-hour;

Note: The first command “list measurements trunk-group hourly <group>;” must be
entered for each trunk group.

Example:
A switch has 5 trunk groups with trunk group number 1,2,3,10,15. The Command(s)
list would be:

list measurements trunk-group hourly 1; list measurements trunk-group hourly
2;list measurements trunk-group hourly 3;list measurements trunk-group
hourly 10;list measurements trunk-group hourly 15;list aca-parameters;list
measurements outage-trunk last-hour;list measurements lightly-used-trunk
last-hour;

Report Properties ﬂ

Cormand(z]:

IIist aca-parameterslizt meazurements tunk-group j 0k, I
% Sereen capture to default printer Cancel |
™ Export screen capture to fils Help |

i~ Expart fields ta file

The first command “list measurements trunk-group hourly <group #>" must be enter
for each trunk group.

Select Export fields to file then select OK.
Select Append to existing file.
Select Append to existing file always.
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8.

10.
11.

Report Properties il

 Command(s]:

3 Ilist aca-parameters list measurements trunk-groupj ok I
Cancel |
Help |

™ Screen capture to default printer
" Export screen capture b file

& Export figlds to file

Export to file:

IC:\Program Filez\AwapahSite Administrationtuze J
vV Append to existing file?

v Append to existing file always?

[ Send report output file to &-mail address(es):

Enter e-mail address(ez) to be uzed for notification. One of
the: follawing farmats should narmally be used:

- Internet Mail  5MTP:username@domain. com

- Microzoft Mail MS:netwaork /postoffice/uzemame

- CC kaill CCMAIL:uzemame at postoffice

=
k3

& Lssume anje-mail ciient will be running

1 Wse an e-mail prafile:

Select the Browse (...) button next to Export to file field.

Export Formakt

X|

Chooge the file name and formatting options
é for thiz export.
Export file: Cancel |

IE:'\F‘ngram Filez\AwvapahSite Admini _I
[ Append to existing file?

Field delimiter: Text qualifier:
| ] B Il

™| Export column titles on first row?

Sample expart;

"datal"."dataZ" "datad"
"datal" "data2","datad"

Help |

Select Append to existing file.
Select the Browse (...) button next to Export file ficld.

Change the File name to hourlydata.txt. If multiple switches, either create a
separate folder for each switch or make the filename unique (e.g.

ChicagoHourlyData.txt, BostonHourlyData.txt, etc.).
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Lok jr: Ia My Switch j o I-:-_ai( -

Filz name: |hu:uur|_|,ldata.t:-:t Open I
Files of bype: IData Expart [= txt] j Cancel |
o

12. Select the target directory from which Traffic Analyst will retrieve the file.
13. Select Open.

14. Select OK.

15. Select OK.
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16.

17.

18.
19.
20.
21.

Enter the desired start date. This should be the first date you want to start doing
Traffic analysis.

Scheduler x|

— Start
P:QJ Enter the date and time at which pou wizh thiz zchedule to commence.

& Qaterl Thursday .  May 20,2004 =] Iime:l 500 PR ==

— Recurmence Pattern

-  Once The tagk will run at the dat.e and time: zpecified
e above, and then repeated:
¥ Frequent
£ weekly Ewvery I'l_ haur(z] ID_ minLte(z]
i Monthly

v Dizconnect from system after tazk haz been proceszed?

k. I Cancel Help

Enter a 12:10:00 AM for the Time. If your start date is today you will need to
readjust the time of day to be 10 minutes after the next hour. This allows the switch
time generate the data for the previous time interval. So if it is currently 1:40 PM set
the time to 2:10:00 PM.

Select Frequent as the Recurrence Pattern.
Enter Every 1 hour(s) and 0 minute(s).
Select Disconnect from system after task has been processed.

Select OK.

1.9.3.1.2.2. Daily Scheduling

Four reports must be polled from the switch in order to perform Daily Polling of Traffic
Analyst. They are summarized below:

Traffic Data Reports

Report Data Description

aca-parameters Trunk Group listing.

trunk-group hourly 24 Hour summary of traffic on all trunk groups. Must be run

for each Trunk Group

Alarm Reports

Report Data Description
outage-trunk Lists a maximum of five trunks in each group that were out of
service when sampled.
lightly-used-trunk Lists the five trunk members with the lowest number of calls.
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Scheduling Daily Reports

1.
2.
3.

L{: Avaya Site Administration (] 3
File Edit Wiew System Action Tools Window Help

Open ASA.
If more than one switch is defined select System | Target System.. | <desired switch>

In the Tasks tab, under the Advanced section, click on Report.

@|ﬂ|7§| EI %Ilﬂlxll IE @,I@I =) My Test Switch 'I)E ¥

Fault & Performance
""‘i Tasks I'E Tree I

Ready

General

[

4,

In the Command(s) field enter:

list measurements trunk-group hourly <group#>;list aca-paramenters;list
measurements outage-trunk yesterday;list measurements lightly-used-trunk yesterday

Note: The first command “list measurements trunk-group hourly <group>;” must be
entered for each trunk group.

Example:
A switch has 5 trunk groups with trunk group number 1,2,3,10,15. The Command(s)
list would be:

list aca-parameters;list measurements trunk-group hourly 1;list measurements
trunk-group hourly 2;list measurements trunk-group hourly 3;list
measurements trunk-group hourly 5;list measurements trunk-group hourly
11;list measurements trunk-group hourly 41;list measurements outage-trunk
yesterday;list measurements lightly-used-trunk yesterday

Report Properties ﬂ

Cormand(z]:

IIist aca-parameterslizt meazurements tunk-group j 0k, I
% Sereen capture to default printer Cancel |
™ Export screen capture to fils Help |

i~ Expart fields ta file
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5. Select Export fields to file.

Report Properties il

LCommand(z]:

Ilist aca-parameters list meazurements trunk-group j K I
{” Screen capture to default printer Cancel |
" Export screen capture bo file Help |

¢ Export fields to file

Export to file:
IC:\F'rogram Files'fwapahSite Adminiztrationtuse J
v &ppend to existing file?

v Append to existing file alwaps?
[ Send report autput file to e-mail address(es]:

Enter e-mail addreszs(es] to be uzed for notification. One of
the following formats should normally be used:

- Internet bail  SMTP:uzermame@domain. com
- Microzoft Mail  tMS:network/postaffice usermame
- CC Mail CCMAIL:usemame at postoffice

2l
hd

% Azzume an e-mail client wil be mnning
€ Uze anemail profile:

6. Select Append to existing file.
7. Select Append to existing file always.
8. Select Browse (...) next to the Export to file field.

Export Format ﬂ

Choose the file name and formatting options

for thiz export.

Export file: Cancel |
It:'xF'n:ngram Filez AvapahSite Admini _I Help |

[ Append to existing file?

Field delimiter: Text qualifier:
| = =

™| Export column titles on first row?

Sample expart;

“datal","data2","datad"
“datal".'"data2","data3"

9. Select Append to existing file.
10. Select Browse (...) next to the Export file field.
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11. Change File name to dailydata.txt. If multiple switches, either create a separate
folder for each switch or make the filename unique (e.g. ChicagoDailyData.txt,
BostonDailyData.txt, etc.).

File name: Idailyu:lata.t:-ct Open I
Files of tupe: IData Expart [*.txt] j Cancel |
e

12. Select the target directory from which Traffic Analyst will retrieve the file.

13. Select Open.
14. Select OK.
15. Select OK.

16. Enter the desired start date (tomorrow or later). This should be the first date you
want to start doing Traffic analysis.

Scheduler x|

— Start
Pﬂj Enter the date and time at which you wizh this schedule to commence.

L Date: | Fridsy . [E} 21,2004 v| Iime: [1215:004M =

— Recurmence Pattern

. ~ The tazk will run on the following days of the
Once week, starting from the date and time specified
above.
™ Frequent
+ WwWeekly ¥ Mon ¥ Thu ¥ Sun
¥ Tue v Fii
" Monthly Wowed ¥ Sat

¥ Disconnect from system after task has been processed?

(] I Cancel Help
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17. Enter 12:15:00 AM for the Time. You will need to adjust the time of day if the
switch is in a different time zone. You will want to poll 15 minutes after midnight on
the switch.

18. Select Weekly for the Recurrence Pattern.

19. Select all days of the week.

20. Select Disconnect from system after task has been processed.
21. Select OK.

1.10. Cisco Unified Communications Manager

1.10.1. Pre-Installation Notes

For a Cisco Unified Communications Manager switch, you need to make sure the switch
is properly configured to prepare CDR data for Traffic Analyst. This involves
configuring the Cisco Communication Manager Administration, as well as the Cisco
CDR Repository Manager.

1.10.1.1. Cisco Communication Manager Administration

Go to the Cisco Communications Manager Administration tool, which you access via a
web browser. Once you access the software, go to System > Service Parameters.

Select a server, if needed, as well as the service Call Manager (active). Note: All
parameters except cluster-wide parameters must be set for each server. If you don’t see
the parameters described below, choose the Advanced button to display the complete list
of Service Parameters.

Under System Parameters, set the CDR Enabled Flag to true.

The CDR Log Calls With Zero Duration Flag can be left set to false, though it can also
be set to true if you want to see these records in your CDR reports.

Under Clusterwide Parameters (Device — General), if Traffic Analyst Call Accounting
reports are licensed, we recommend setting Call Diagnostics Enabled to enabled and
Show Line Group Member DN in finalCalledPartyNumber CDR Fields to true.

The Display FAC in CDR setting is up to the user but only appears in Traffic Analyst if
Call Accounting is licensed.

The Add Incoming Number Prefix to CDR, located under Clusterwide Parameters
(Device — Phone), is also up to the user’s preference but only appears in Traffic Analyst

if Call Accounting is licensed.

Next, from the main Cisco Communication Manager Administration window, select
System > Enterprise Parameters.

CDR File Time Interval should be left at the default value of 1 minute.

JANUARY 2011

IMPACT TECHNOLOGIES, INC 41
CONFIDENTIAL AND PROPRIETARY



TRAFFIC ANALYST INSTALLATION GUIDE

If you are using Traffic Analyst for more than one cluster, make sure that Cluster ID is
set to a unique string of characters.

The other CDR settings under Enterprise Parameters do not apply to Traffic Analyst’s
CDR processing.

1.10.1.2. Cisco CDR Repository Manager

The Cisco Unified Communication Manager sends CDR files to the Cisco CDR
Repository Manager which then distributes the files to other applications.

To configure the Cisco CDR Repository Manager, open Cisco Unified Serviceability.
Choose Tools > CDR Management.
The General Parameters can be left at their default values.

Under the Billing Application Server Parameters, click on the Add New button to add
a new Billing Application Server.

Enter or modify all the parameters for the FTP server to which you want the CDR files
sent:

e Host Name/ IP Address
e User Name

e Directory Path.
Choose FTP for the Protocol.

Note: Traffic Analyst collects CDR data from a user-supplied FTP server where the
Cisco Communications Manager deposits the files. If you are installing Traffic Analyst
Advanced, the FTP server that is included with Microsoft IIS can be used. For maximum
reliability, we recommend a dedicated FTP server, or even a non-disk based FTP server
such as a Scannex ip.buffer buffer box.
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Section 2:

Traffic Analyst Software Installation

Before installing the software, the switch(es) should be prepared for polling.

Make sure all required Windows components have been installed. It is advised to double
check for these.

e Net Framework 3.5 or greater
e IIS or IIS 7 if using Windows 2008

Important Note: You must have administrative privileges to successfully install. Log in
to Windows with an administrative user name and password before beginning the
installation.

Traffic Analyst can be licensed as a stand-alone program on a single computer, or it can
be configured for a client-server environment.

In a client-server environment, you install Traffic Analyst on both server and clients, but
there are slightly different installation steps. All switch polling and database storage is
done on the server. Clients have a few of the functionality that can be performed from the
server, but there are some slight delays that occur with real-time updates during switch
polling. You should install the main server first, before any clients.

Before installing the software, the switch(es) should be prepared for polling.

Important Note for Windows 2003, 2008: You must have administrative privileges to
successfully install. Log onto Windows with an administrative user name and password
before beginning the installation.

Important Notes for Windows 7, 2008, Vista: The ISAPI Redirector (provided by
Tomcat) is no longer reliable enough to work on newer releases of IIS 7. Microsoft has
stated that the ISAPI Redirectors should be phased out. Applications that depend on this
feature should use ARR (Application Request Routing) instead. ARR is an extension
module for IIS 7. There are special instructions for configuring TrafficWeb to work with
newer versions of IIS 7, using ARR. See Configuring IIS with ARR (Windows 7, 2008,
Vista) in the Appendix for instructions.

Also, for full functionality, you may need to make sure that install directories are set to
“Full Control.”

2.1. Installing a Traffic Analyst Server or client

Follow the steps below to install a Traffic Analyst configuration. Please note that if the
Setup program finds DLL files on your system that are older than the DLLs it will install,
it asks you if you want to replace them. Select the "Install new and keep old DLL" option
in this event.

Put the CD you received from Impact Technologies in your CD drive. Or, if you are
installing from a network directory, locate the directory where the Impact Technologies
CD has been copied.
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Run the ImpactInstall.exe program. Note: If using Windows Server 2008, right-click
ImpactInstall.exe and select “Run as Administrator.” This is done so that proper
security access is given to the install process.

The following windows appears:

=

Welcome to the Traffic Analyst Install Ltility. This installer will allow you to install,
upgrade and uninstall Traffic Analyst components.

Select the Traffic Analyst companents below that you are licensed to install. i any
Traffic Analyst components are cumently installed on this server, they are denoted
below in bald fort.

™ Application Server [ OnTr=Q Application Server
™ OnTraQ Link ™ OnTraQ Client
™ Web Service

To accept all defaults (ncluding all license agreements) check "Silent Mode ™
™ Silent Mode

Select the operating system of this server: [~ 22bit0S [ 64bit 05

Install | Upgrade |

if you want to uninstall one or more of the Traffic Analyst components, select the
bolded components above and click on "Uninstall.”

Uninstall |

Licensed | Network | Console CDR OnTraQ

Application Server X X X X
OnTraQ link X
Web Server X X X

OnTraQ Application

Server

OnTraQ Client

OnTraQ Application Server must be installed on the same server as CAP Management.
Silent Mode — check if all defaults are preferred

You must select an operating system. 32 bit or 64 bit. If you are not sure go to Start —
Accessories-System Tools — System Information System Type will tell you if 32 bit or

64 bit. X86 based PC = 32 bit

Click on Install for first time installation.
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In this example we are going to install the Application Server and Web Service on a 32
bit OS.

I Traffic Analyst Install Utility -0 x|

Welcome to the Traffic Analyst Install Litility. This installer will allow you to install,
upgrade and uninstall Traffic Analyst components.

Select the Traffic Analyst companents below that you are licensed to install. i any
Traffic Analyst components are cumently installed on this server, they are denoted

below in bald fort.
¥ Application Server [ OnTra@ Application Server
™ OnTrQ Link ™ OnTraQ Client
¥ Web Service

To accept all defaults (ncluding all license agreements) check "Silent Mode ™
I Silert Mode

Select the operating system of this server: [ 226t 0S| 64bit 0S

install | Upgrade |

If you warnt to uninstall one or more of the Traffic Analyst components, select the
bolded components above and click on " Uninstall ™

Uninstall |

B |

Click on Application Server and Web Service, 32 bit OS and click on Install

iifa Database Server Setup i =lo1x]
1 1

Welcome to the Database Server
Installation Wizard

It iz gtrongly recommended that you exit all Windows programs
befare running this setup pragrann.

Click Cancel to quit the setup program, then close any programs
you have running. Click Mest to continue the inztallation.

WARMINMG: This program iz protected by copyright law and
international treaties.

Unautharized repraduction or distribution of this pragrani, ar any
portion of it, may rezult in zevere civil and criminal penalties, and
will be prosecuted to the marimum extent possible under law,

Cancel

¢ Bacl

Click Next
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i'a‘!:“ Database Server Setup ;lglil

License Agreement
Y'ou must agree with the license agreement below to proceed. . A

-

/

Impact Technologies License Agreement

THIS IS AN AGREEMENT BETWEEN IMPACT TECHNOLOGIES,
INC. ("Impact") AND YOU, THE END USER. BY CONTINUING
WITH INSTALLATION, YOU INDICATE YOUR ACCEPTANCE OF
THE TERMS AND CONDITIONS SET FORTH BELOW. IF YOU DO
NOT AGREE WITH THEM, YOU SHOULD INDICATE BELOW AND
RETURN THE PRODUCT TO IMPACT OR THE DEALER THAT =l
+ 1 accept the licenze agreement
| do not acocept the license agreement

Beset | < Back | Ment » I Cancel

Wize Inztallation *Wizard [R]

Accept license agreement and click on Next

{i? Database Server Setup o ] S

Database Name
The fallowing infarmation iz uzed by Databaze Server. . "

Enter a name for pour databaze server,

Databaze-Server-lmpact-Computer Mame

Wize [nstallation Wizard®

< Back | Mewut » I Cancel |

The computer name will append to the default database name Database-Server-
Impact, it is suggested to accept this name and click Next. If you change the name
just make a note of the new name as you can not have two installations with the

same database name.
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i'a‘!:“ Database Server Setup ;lglil

Destination Folder
Select a folder where the database server will be installed.

The Wize Installation Wizard will inztall the files for Databagze Server in the following
falder.

Tainztall inta & different folder, click the Browse button, and select another folder.
Y'ou can chooze not ta inztall D atabaze Server by clicking Cancel to exit the Wize
Installation wizard.

" Destination Folder

D:*mpact Technologies\Common DatabazelSAa11h Browse |

Wize Inztallation *Wizard [R]

Cancel

Click on Next. If you need to change the drive you will do so here.

Must be a local drive.

{i? Database Server Setup I ]

Updating System

The features pou zelected are curently being ingtalled,

Wize Ingtallation Wizard [R]

Installation will start.
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Database Server Setup

=101 ]
Database Server has been
successfully installed.

Click the Finigh button ta exit thiz installation,

. =loix
Welcome to the Traffic Analyst
Installation Wizard

It iz strangly recommended that you exit all Windows programs
before running this zetup program.

Click Cancel tao quit the setup pragram, then close any programs
wou have unning,  Click Hext to continue the installation,

WARMIMG: This program iz protected by copuright law and
international treaties.

Unauthorized reproduction or distribution of thiz program, or ang
portion of it, may result in zevere civil and criminal penalties, and
will be prozecuted to the maximum extent pozzible under law,

Cancel |

Click on Next
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IELE

License Agreement
Y'ou must agree with the license agreement below to proceed. . A

-

/

Impact Technologies License Agreement

THIS IS AN AGREEMENT BETWEEN IMPACT TECHNOLOGIES,

INC. ("Impact”) AND YOU. THE END USER. BY CONTINUING

'WITH INSTALLATION. YOU INDICATE YOUR ACCEPTANCE OF
THE TERMS AND CONDITIONS SET FORTH BELOW. IF YOU DO
NOT AGREE WITH THEM., YOU SHOULD INDICATE BELOW AND
RETURN THE PRODUCT TO IMPACT OR THE DEALER. THAT =l

+ 1 accept the licenze agreement
| do not acocept the license agreement

Beset | < Back | Ment » I Cancel

Wize Inztallation *Wizard [R]

Accept the license agreement and click on Next
=0l x]

User Information
Enter the following information to pergonalize your ingtallation, . r

Full Mame: ITraffic Analyzt User

Organization: IImpact Technologies, Ihc)|

The zettingz for thiz application can be installed for the current uzer or for all ugers that
share this computer. Y'ou muzst have administrator rights to install the settings for all
uzerz. Install thiz application for:

{® Amyone wha uses this computer

= Only for me [setupuser)

Wize Ingtallation Wizard [R]

< Back | Mewut » I Cancel

Click on Next
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JRI=IE

Destination Folder
Select a folder where the application will be installed.

The Wize Installation Wizard will inztall the files for Traffic Analpzt in the following folder,
To install inte a different folder, click the Browse button, and select anather folder,

Y'ou can chooze not ta inztall Traffic Analyst by clicking Cancel to exit the Wise
Installation wizard.

" Destination Folder

D:4mpact Technologies'T raffic Analyst, Browse |

Wize Inztallation *Wizard [R]

Cancel

Click on Next. If you need to change the drive you will do so here. Must select a
drive with the appropriate disk space available.

Must be a local drive.

i Traffic Analyst Setup

Installation Configuration

Set property values uzed for configuring the installed application.

Pleaze enter the name of your databaze zerver.

The default databaze buffer zsize iz 512 MEB. Y'ou may increase the buffer zize for better
performance. |f you have 2 GB of RAk, a buffer zsize of 1024 is recommended.

Database server name:

IDatabase-Server-lmpacl-Eomputer Marne

Databaze zerver butfer size:

|1024

Wize [nstallation Wizard®

< Back | Mewut » I Cancel |

Default is 512. If you have 2 GB RAM enter 1024, IF 3GB RAM enter in 1536.

Click on Next
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{& Traffic Analyst Setup B ] 5 |
Updating System
The features you zelected are cunrently being installed.
B s

Copying rew files. ..

Time remaining: 4 seconds

Wize Inztallation *Wizard [R]

i:{l‘ Traffic Analyst Setup

=0l ]

Traffic Analyst has been
successfully installed.

Click the Finizh button to exit thiz installation.

< Back

LCanzel |

Application server is now completed. See Section 2.2 “Installing Web Application” for
step by step instructions.

The other components selected for installations will start now. When completed the

Install Utility Screen will appear. All installed components are now displayed in “Bold”
letters.
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I Traffic Analyst Install Utility -0 x|

Welcome to the Traffic Analyst Install Litility. This installer will allow you to install,
upgrade and uninstall Traffic Analyst components.

Select the Traffic Analyst companents below that you are licensed to install. i any
Traffic Analyst components are cumently installed on this server, they are denoted
below in bald fort.

[ Application Server [ OnTraQ Application Server
[ OnTra@ Link ™ OnTral Client
[~ Web Service

To accept all defaults (ncluding all license agreements) check "Silent Mode ™
I Silert Mode

Select the operating system of this server: [~ 226t 0S5 [ 64bit 0S

install | Upgrade |

If you warnt to uninstall one or more of the Traffic Analyst components, select the
bolded components above and click on " Uninstall ™

Uninstall |

B |

2.1.1. Installing Traffic Analyst Client on Workstation

Before installing the client software you will need to know the database name of the database
installed on Traffic Analyst server. Also IP or Host name of the server where the database is
running.

Copy the TrafficAnlaystClientSetup.msi file from the Install CD to the workstation for
installation.

Follow the install wizard:

2 Traffic Analyst Client Setup ] o=l
B W T TS

Welcome to the Traffic Analyst
Client Installation Wizard

It iz strangly recommended that you exit all Windows programs
before mwnning this zetup program.

Click Cancel to quit the getup program, then close any programs
yaou have running.  Click Mext to continue the installation.

WARMING: This program is protected by copyright law and
international treaties.

Unautharized reproduction or disgtribution of thiz prograr, or any
partion aof it, may result in zevere civil and criminal penalties, and
will be prozecuted to the maximumn extent possible undar law.

Cancel
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i'._% Traffic Analyst Client Setup I ] 3

License Agreement
“r'ou must agree with the license agreement below to proceed.

Impact Technologies License Agreement

THIS IS AN AGREEMENT BETWEEN IMPACT TECHNOLOGIES,
INC. ("Impact”y AND YOU, THE END USER. BY CONTINUING
WITH INSTALLATION, YOU INDICATE YOUR ACCEPTANCE OF
THE TERMS AND CONDITIONS SET FORTH BELOW. IF YOU DO
INOT AGEEE WITH THEM, YOU SHOULD INDICATE BELOW AND
RETURN THE PRODUCT TO IMPACT OR THE DEALER THAT =l
¢ |l accept the licenze agreement:
| do not accept the license agreement

Reset | < Back I MNest » I Cancel I

Wige |nstallation Wizard [R)

i'._% Traffic Analyst Client Setup I ] 3

User Information
Enter the following information to personalize your installation,

Full Mame: IT raffic Analyst Uszer

Organization: Ilmpact Technaologies, [nc.

The settings for thiz application can be installed far the current uzer or for all uzers that
share thiz computer. “r'ou must have administrator rights to install the settings far all
uzers. [nztall thiz application for:

& Anyone who uges this computer

€ Only for me [zetupuzer]

Wige |nstallation Wizard [R)

< Back I MNest » I Cancel I

i'-;‘ Traffic Analyst Client Setup

Destination Folder
Select a folder where the application will be installed.

The Wize Installation *Wizard will inztall the files for Traffic Analyst Client in the following
folder.

Tainstall into a different falder, click the Browse buttan, and select another folder.
'ou can choogze not ba ingtall Traffic Analyst Client by clicking Cancel to exit the ‘Wize
Installation ‘wizard.

D:Mmpact Technologies Traffic Analpst Client' Browse |

" Destination Folder

Wwise |nstallation wWizard [R)

Cancel
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i Traffic Analyst Client Setup

Installation Configuration

Set property values used far configuring the installed application.

Wige |nstallation Wizard

Fleaze enter the name of your databaze server.

Databaze server name:

D atabagze-Server-lmpact-Cormputer Marme

Optionally zpecify the computer [host] name or IP address aszociated
with the database server. If this infarmation iz not specified, a meszage
will be broadeast b the netwark in search of the databaze servers host
ayztem when the client starts.

Computer [host) name or IP address:

or Host name of data

Enter [P Addr

< Back I MNest » I Cancel

2.1.2. Adding Traffic Analyst to the Startup Folder

You can add Traffic Analyst to the Startup folder so that it starts up automatically

whenever its computer is rebooted. Here are the steps:

1.

Create a shortcut to the Traffic Analyst program file named ta2000.exe. On most
systems, this is found in the c:\Impact Technologies\Traffic Analyst\bin directory.
Copy this shortcut into the Startup Folder.

After the short cut is finished, right click on the shortcut and select "Properties" from
the pop up menu.

Go to the Shortcut Tab. In the Target field add the argument -w60 to the end of the
line. This delays the startup for 60 seconds, which should give enough time for any
other applications you are loading to come up first. Be sure a space exists between
the application file and the command line option. Your target string may appear as
below.

C:\Program Files\ta2000\bin\ta2000.exe -w60

2.2. Installing Web application

Before the Web application can be installed make sure that IIS is installed. Also, if using
a Windows Server 2008, Application Request Routing (ARR) also needs to be installed

and configured.

As the Web installation starts the Install Wizard will appear and start the preparation of

the Java Virtual Machine.
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InstallShield Wizard

Fleaze wait...

will quide wou through the rest of the process.

g Inztall5hield® iz preparing the [nstallShield YWizard, which
1]

Freparing J avaltm] Yirtual M achine. ..

Next the License screen will appear Accept license after reviewing and click on Next

#« Traffic Web Installer

e
s

InstallShield

Flease read the following license agreement carefully.

=0l x|

Impact Technologies License Agreement

THIS I8 AN AGREEMENT EETWEEN IMPACT TECHNOLOGIES, INC. ('lmpact’) AMD YOL
THE EMD USER. B COMTIMUING WITH INSTALLATION, YOU INDICATE YOUR
ACCEPTANMCE OF THE TERMS AND COMDITIONS SET FORTH BELOWY. IF YOU DO MO
AGREEWITH THEM, YOU SHOULD INDICATE BELOW AND RETURMN THE PRODUCT
TOIMPACT OR THE DEALER THAT SOLD YOU THIS PRODUCT, AMD ALL AMOUNTS
PAID FOR THIS PRODUCT WILL BE REFUMDED

Impact grants you the non-exclusive right to use one copy oTthe enclosed sofware
program {'Software”) on a single computer. You may not use, copy, of maodify the Softwar
except as expressly provided in this agreement.

The Software and all accompanying witten materials ('Documentation”) are protected by
United States copyright 1aws and international treaty provisions. You may copy the

* | accept the terms ofthe license agreement.

" | do not accept the terms ofthe license agreement.

2 |

Cancel |

A window displays prompting you to accept the default installation directory for Traffic

Analyst Web. Accept the default or browse to select a different location for the

installation, and then click on Next.
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#« Traffic Web Installer N B ] 4

Click Mext ta install "Traffic Weh" to this directary, or click Browse to install to a different
directony.

&

Directory MNarne:

IVIPACT - -
b |C:1F'rogram Filesimpact TechnologiesiTrafficweb

ijﬁt Browse... |

Installstield

= Back " hexd = Cancel

A window appears asking for the URL (Universal Resource Locator) for your database. If
the web component is being installed on the same machine as the Traffic Analyst Server
(recommended), then the URL is jdbc:sybase: Tds:localhost:2638. 1f the web component
and Traffic Analyst Server are not installed on the same system, then the URL will be the
same except replace localhost with the computer name of the Traffic Analyst Server.

& Traffic Web Installer N o ] 4

Database Connection URL

In order to connect to your database, you must provide a Universal Resource Locatar
(LIRL) for vour database. This is a Java JDBC standard for connecting to a database.

it

Ifyou are installing this web component on the same machine as the Traffic Analyst

T[ﬂfﬁl‘ Server, the URL is;

jdbe:sybase Tds:localhost 2638

Ifthe Traffic Analyst Serverwas installed on a different machine then replace "localhost! in
the URL with the other machine's host name or [P address, something like this:

jdhe:sybase Tds TrafficSernver: 2638

Connection URL
jdhcsyhase Tds:localhost 2638

[rstallShiald

= Back Cancel
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A window displays showing the location and size of the installation. Click on Next to continue. If you
wish to change anything, click on Back to return to the appropriate window.

& Traffic Web Installer

(Ol %
_ Traffic Weh will he installed in the following location:
ﬁ CAProgram Filesiimpact TechnologiesiTraffickyeb

T[ilfﬁl.‘ for a total size:
112.1MBE
Ihstall=tield
=Back || Mew= Cancel
You will then see an “Installing Traffic Web...Please wait.” window.
B Traffic Web Installer B o ] 21

|
Installing Traffic YWeb... Please wait.

o i

Traffic

CAProgram Filestimpact Technologie. \exetype bat

[ | 2%
Cancel |

IrstallShield

When the progress shows 100%, there may be a few minutes before the next window
appears while the configuration finishes. When finished, a window appears showing the
installation as successful. Click on Finish to complete and exit the installation.
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#g Traffic ¥eb Installer oy ] 54

The InstallShield Wizard has successfully installed Traffic Web. Choose Finish to exitthe

| wizard.

Traffic

Inetallshield

Please note that you may see a window prompting you to reboot if the install had to
update any files that were already in use on your system. After you restart your computer
(if necessary), you are finished installing Traffic Analyst on this machine.

To start Traffic Analyst Web browser enter the URL http://server ip address/trafficweb/

The next section, Installation of Additional Devices, is only necessary if you need to
setup a Lantronix device or buffer boxes for polling by Traffic Analyst.

If these sections aren't necessary of you, go onto the document entitled Traffic Analyst
Users Guide, found on the Traffic Analyst CD.
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Section 3:

Installation of Additional Devices

3.1. Lantronix Device Server

Traffic Analyst works with the UDS-10 Device Server manufactured by Lantronix.

Lantronix UDS-10 Setup

To configure the Lantronix, the following Network information is needed:

¢ A static IP address

¢ Subnet Mask IP Address

¢ Gateway IP Address

Connect via PC serial port to UDS-10 serial port using Standard Modem cable.

Using HyperTerminal or ProComm Plus, start a session and configuring the comm port to
9600, 8, N, 1.

Bitz per second: I SE00

Lo

Diata bits: IB j
B arity: IN.:.ne j
Stop bits: |1 j

Lo

Elaw contral; IHardware

Bestore Defaulkz |

k. I Cancel | Apply |
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While powering on the UDS-10, hold down the “x” key on the keyboard until the UDS-

10 Menu appears.

¢ Hit [Enter] to get to the Change Setup menu.

¢ Hit O (zero) and [Enter].

¢ Enter the static IP address that you will be using.

¢ Answer “Y” to Set Gateway.

¢ Enter the gateway address the same way as the IP address.

¢ Netmask: You will need to enter the number of bits that match your network
configuration. Please refer to the IP Addressing section of the Lantronix

Installation Guide that came with the Lantronix Device to determine the correct

setting.

¢ “Change telnet config password” hit N and [Enter]

¢ When back at the Change Setup menu, select 9 and [Enter]. This will save your

settings and disconnect you from the UDS-10.

Connect the UDS-10 to the network via an Ethernet cable. Once connected, the “link”

light should be a steady green (which means that it is connected to the network) and the

“net Tx/Rx” flashing yellow (which shows network traffic).

If everything is configured correctly, connection via the IP Address should be available.

Go to Start...Run and type in “telnet xx.xx.xx.xx 9999” (where x represents the IP

address you assigned the UDS-10). The 9999 after the IP address will signify that we are

going in on the maintenance port.

If the port the Lantronix is connected to will be something other than 9600, §, N, 1, then
the Channel 1 configuration will need to be changed. From the Main Menu, select option

1 and change the fields to correspond to the correct information.

The device is now ready to connect to the port of the PBX.

To use the Lantronix with Traffic Analyst software you will need to install the Comm

Port Redirector software.

Note:

The IP Port is the port number configured on the Lantronix. IP port number 10001 is the

default and is recommended. Only change the default port number if this has been

changed during the Lantronix setup. Check the option for a Lantronix password if one

has been configured. Then enter the password. See Lantronix Installation Guide for more

information.

3.2. Working with Buffer Boxes

Traffic Analyst works with the following buffer boxes. If you are using a buffer box that

is not on the list, contact Impact Technologies for assistance.
o Western Telematic's PollCat NetLink

e Western Telematic’s PollCat NetLink Jr (NLJ-512)
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e Scannex

Following is a discussion on setting up these boxes.

3.2.1. Western Telematic

3.2.1.1. PollCat Netlink — NetLink Jr

Traffic Analyst can poll data from Western Telematic's PollCat NetLink via TCP/IP or
modem. It does this once a day, usually just after midnight and before the next day starts.
The PollCat Netlink will accumulate all data for a day and provide it to Traffic Analyst
on request.

Before you start, make sure that you have a Ethernet connection, if polling via TCPIP,
available at the switch since the PollCat must be connected to your network once
configuration is complete. Or if not polling via TCPIP you will need a modem line to
connect to the PollCat.

Once you turn on the PollCat, you should see the Green light above “ON” and a flashing
amber light above “RDY”.

To setup PollCat for TCPIP:

Connect to PollCat via Modem (PollCat has built in internal 56K modem) or Direct
Connect from your PC serial port (comm port) to the Console Port (DCE). These port are
located on the back of the PollCat. You can use ProComm or HyperTerminal for this.
Default settings for Direct Connect are 9600 8, N, 1 and 57600, 8, N, 1 for Modem.
After 3 unsuccessful attempts at the PollCat password, the PollCat will disconnect you.
Once connected, hit [Enter] to get the Main Menu. If you get ERROR instead of the Main
Menu, it is looking for a password. By default, the password is SUPER and is case-
sensitive.

Once at the Main Menu, type in 22 (Port Configuration) and hit [Enter].

On the Port Configuration Menu, type in 6 (Network Port) and hit [Enter].

The following items need to be changed on the Network Port screen:

1. IP Address — This is a static IP address that your Networking or IT department must
assign.

2. Subnet Mask — This may or may not need to be changed. You will have to check with
your Networking or IT department.

3. Gateway Addr - This is a IP address that your Networking or IT department must
supply you with.

To change these items, select the appropriate number that corresponds to the item you
need to change.

Enter each address as needed and then hit [ESC] to return to the Port Configuration
Menu.
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This portion will need to be completed if polling with TCPIP or Modem:

Now select PBX Port A, PBX Port B or PBX Port AUX, whichever one that the Traffic
data will be coming in on, and hit [Enter]. For POLLCAT Jr. (NLJ-512), you will only
have a PBX Port A. Settings 1-4 for the PBX Port MUST match the settings to the port
you are going to be using on the PBX, otherwise the PollCat will not be able to
communicate with the switch.

Hit [ESC] until you are back at the Main Menu.

You need to SAVE the parameters to the PollCat otherwise if power is lost to it, the
changes made will be lost.

To save, type 7 (Save Parameters) and hit [Enter]. Answer Y at the “Sure?”” prompt and
hit [Enter]. Hit [Enter] after it has saved to return to the Main Menu.

Back at the Main Menu, type 8 (Exit Command Mode) and hit [Enter]. You should get an
on-screen message of “Command Mode Exited”. At this point you can close your
terminal program (HyperTerminal, ProComm, etc...)

Since we have added the TCP/IP address to the PollCat, we need to test it to make sure
that we can communicate with it since Traffic Analyst will only use the TCP/IP
connection to communicate with the PollCat. Make sure you are testing it from the
computer that will have Traffic Analyst installed on it. You will need to use telnet, which
is a standard Windows program. Click on the Start button, then Run or get to a Command

Prompt (DOS prompt). Type in “telnet xx.xx.xx.xx”” without the quotes and where “x” is
the IP address of the PollCat that you assigned to it. This should open a new window.

NOTE: If you get a message that says “Cannot connect to xX.xX.XX.xx”’, then you either
have the wrong IP address or something is not configured correctly on the PollCat.

You should now see “POLLCAT-NETLINK” on the screen. This does require a
password to access it. By default it is SUPER and is case-sensitive. You will not see the
password as you type it. Make sure you hit [Enter] after you type in the password. You
should now get a READY message. Hit [Enter] to get to the Main Menu. You can now
make future changes using the telnet connection.

Once you have finished configuring the PollCat, you now need to connect it to your
switch. There is a cable supplied with the PollCat that has one end marked as “PBX” and
the other end as “POLLCAT”. There is also a connector that is marked as “Null
Connector” which you need to connect to the “PBX” end of the cable before plugging it
into your PBX.

Once you have plugged in all the cables, including the Ethernet connection, the PollCat
should be ready to accept data from the PBX. You will have to configure your switch to
export the data on the port we are connected to.

To assist in this set-up, here is how Traffic Analyst works with the PollCat NetLink:

Traffic Analyst will try to access the Command Mode of the PollCat through TCP/IP port
#23, using the Host Name or I[P Address defined in its Switch Communications settings
or via a modem using the Modem number and baud/parity rate you set up. These settings
need to match what is setup in the PollCat.
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Traffic Analyst first looks for the prompt "PollCat-NetLink" and if it sees it, Traffic
Analyst sends the password defined in its Switch Communications settings and waits for
a "Ready" prompt to display. (Note: the password is case sensitive, so be careful that it is
entered into Traffic Analyst correctly.)

If Traffic Analyst does not see the "PollCat-Netlink" prompt, it looks for the "Ready" prompt
anyway, and proceeds if it finds it. It also looks for the "Enter Selection" prompt, meaning that the
PollCat menu has been enabled for a network connection, and if found, Traffic proceeds
appropriately. If none of these prompts appear within the timeout time, then Traffic Analyst stops
and logs a failure.

3.

Assuming Traffic Analyst has obtained Command Mode with the PollCat, it issues the
following command to retrieve the data: ~B01,STD,SP

Where SP is PA (port A), PB (port B) or PX (auxiliary), whichever port is used to collect
traffic data and defined in Traffic Analyst's Switch Communication settings. The STD

command segment requests standard (non-alarm) records.

All data up to the END DATA message will be collected. Traffic will then issue this
command: ~B25,Y

This resets all records in the port's current memory partition.

Last, Traffic issues the 2B09 command to exit the Command Mode and discontinue the
connection.

3.2.2. Omnitronix

3.2.2.1. Poll-Safe

Traffic Analyst can poll data from Omnitronix Poll-Safe buffer box PS680 or PS635 via a
modem. It does this once a day, usually just after midnight and before the next day starts.
The Poll-Safe will accumulate all data for a day and provide it to Traffic Analyst on
request.

The size of the buffer box should be able to hold enough records for a full day and maybe
two days if a problem happens when trying to dial into the buffer box. For sizing
recommendation, usually a 2MB unit is large enough but it is a good idea to connect
Impact Technologies if you have questions on which buffer box is right for you.

Please refer to your user manual to setup the buffer box to your switch.

To configure the buffer box you will need to connect to the buffer box using ProComm or
Windows HyperTerminal. You will see the Connect message soon but it may 10 seconds
or so before you see the Answer String of POLLSAFE PS680 or POLLSAFE PS635p.

At this point you should be able to enter commands and see responses from the Poll-Safe.
You will want to type a *B (hold the Control key down and type a B).

Now you can type STATUS or a question mark (?). You should see a status display
transmitted. Next you will want to go through the SETUP. It is very important to setup
the date and time, the baud rate and parity setting of the input port. This is the port that
will be connected to the port of your PBX. These settings will need to match the port
settings of the PBX exactly. Compress will also need to set to OFF.
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Once you have finished configuring the Poll-Safe, you now need to connect it to your
switch. The Input port is Configured as DTE port, most PBX ports are configured as
DCE therefore most likely required configuration is a just a straight through cable. If the
PBX port is also DTE you will need a NULL modem adapter also.

Connect the serial cable to the Poll-Safe Input port. When this connection is properly
made, the RXD IN LED should turn GREEN. Ifthe RXD IN LED is RED then
something is not correct and you should try a different cable. If it is neither RED nor
GREEN, then insert the null modem adapter between the Poll-Safe and the cable from the
PBX or you can change the jumpers to the Poll-Safe to be DCE. You will need to
reference your user’s manual for information.

The RDX IN LED will be GREEN and will flicker RED when data is being transmitted
from the PBX.

Since the Poll-Safe PS680 can understand PollCat commands Traffic Analyst will use
those commands for the Poll-Safe. The Poll-Safe PS635 does not understand the PollCat
command so the Poll-Safe commands are used to access the data and clear the buffer
after data collection has occurred.

3.2.3. Scannex

Traffic Analyst can poll data from the Scannex once an hour (or more frequently if
needed).

When you set up Traffic Analyst for use with the Scannex, you will need to enter a user
name and password that the Scannex will recognize. You will also need to enter the
filename of the file Traffic Analyst will retrieve. Consult your Scannex documentation
for this information.

There is a utility available from the Scannex website, SE Discoverer, that you can use to
help you with the Scannex set up. As of this writing, the URL for downloading this

Scannex utility is as follows:

SE Discover program - http://www.scannex.com/tools/setup_sediscover.exe

Please note that this URL can change at any time, so you may have to go to scannex.com
to search for it.

You can also download the IP User Manual at:
http://www.scannex.com/docs/ipbuffer manual 20080502.pdf

Again, this URL is subject to change.

3.2.3.1. Setting up the Scannex ip.buffer

Assuming you are connecting it to the LAN (with a direct connect serial cable to the
PBX), connect the ip.buffer to your LAN (and the serial cable to the PBX) and connect to
power outlet.

1. Open up SE Discover program.
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2. Click on the Spyglass icon. The ip.buffer should now be seen in the box below.

Single click the buffer and then click the World symbol.

® Scannex Buffer Discover =10l x|

File Route Action

STYwm i

Serial | Mame | b | IP | Subnet: | Gateway |__interface P _| Loeal TP
00-02-8E-10-02-5C  Scannex M 10.2.1.195 255.255,255.0 10.2.1.1 10.2.1.148 H 10.2.1.148

3. This should now take you to the web browser page of the ip.buffer. Click on the Set-

up tab and enter the Username (admin) and Password (secret).

*Jip.buffer webserver - Mozilla Firefox 8] x|

Ele Edt Vew Hstory Bookmarks Tooks Help >

G@' c X o I5"|http:ﬁ1ﬂ.2.1‘195fslatus.shtm ﬁff - "Gnugle )"' ) -

| "] customize Links | | Fres Hotmal | ] windows Matketplace [ windows Media | | windows # Getting Started 5. Latest Headlines Mast Visited 2] Most visited

Source Storage Destination iR

Channel 1
"Channel1"

Comt || 0 ” FTP server

Modem Idle |

Authentication Required x|

& username and password are being requested by http://10.2.1.195. The site says: "p.buffer”

0% [0/ 26b]
00B-12-03 17:4

User Mame: [ admin

Systern

[Click t

Password: [ eesees

Cstop & auto-refresh (5 secon Cancel

Version IFECF1.63.48 2002 0226 / i5.0.10

=Scannexii

| wating for 10.2.1.195 Il £

4. Click on Global Settings.
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buffer webserver - Mozilla Firefox —[=] x|

Fle Edt Mew Hitory Bookmarks Tooks Help

ﬁg e X < I?m ‘http:ﬁm‘z‘l‘195fsetupfsettlr\gs‘shtm (X |GﬂDG‘E Pl -
1] Custorrize Links | | Free Hotmail | | Windows Marketplace [0 Windows Media | | Windows % Getting Started 5 | Latest Headines (2] Most Visited [ Most Visited

/2) Do you want Firefox to remember this password? Remember | Neverfor Thissite | Mothow | E3

l

Device Name W Mame of the ip. buffer
— Metwork & System show / hide

_ Powrer & Battery Settings show / hide
— Dial-in Settings show / hide
TSR Dicl-Cut Settings show 7 hide
_ Email Servers show / hide
T il Alerts show 1 fide
_ FTP Server show / hide
_ Web Server show / hide

SAVE Cancel

Version IFECF1. 63,48 2008-02-26 /15.0.10

=Sscannexii

| bone o

5. Now click on Network (Network & System) settings ............show tab.

¥ip.buffer webserver - Mozilla Firefox =[x

File Edt View History Bookmarks  Took  Help

ag € 2 L[S itp10.2.1.195 sctupfsettings. shiminetworkal F '\Gungle Pl
"] Customize Links | | Free Hotmail | | Windows Markstplace [ Windows Media | | Windows % Getting Started 5. | Latest Headines |2] Most isited [ 3] Most Visited

/) Do you wank Firefax to remember this passwword? Remermber | Neverfor ThisSite | mothow | B

Device Name W Mame of the ip. buffer
— Network & System show ¢ hide

LAN/Ethernet

Assignment m multiboming ¢ fide Fixed or dynamic (P gddress
Fized IP W Address (changes are immediate on savel)
Subnet lm Metwork subnet
Gateway lr Defautt sateway

SNMP
Destination [o55 255 255,255 SNMP outpat. Default = 255.255,255.255 (broadeast)

Name servers

DNS 11197 168.0.1 Primary ONS server 1
DNS 2 [oes os5 255, 255 Secondary DS server

Bandwidth Limiting

Max data [ kiytels Destination datg rate across Ethernet, Off=0

— Fower B Battery Settings show ¢ hide
— Dial-in Settings show / hide
RPN el -Cut Settings show / hide =l

Dane [

6. Change the fields to match your chosen IP address Subnet & Gateway, and then go
to the bottom of the page and click Save.

7. Click on Global Date & Time and check to be sure that the time is correct. Click on
Save when satisfied.

8. Click on Channels ....Channel 1.
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9. In Source, the default should be Com 1 Serial, which is correct.

10. In Destination, select the correct output, FTP Server. Then click the Show tab to
adjust the settings to your requirements.

¥Jip.buffer webserver - Mozilla Firefox == x]
Fle Edt View Hstory Bockmarks Teoks  Help
G - e & L[S meoz L ssiseupiamel smtc= #destination 77 - | Q] coea JER—

| ) customize Links | | Free Hotmail | | Windows Marketplace [ Windows Media | | Windows @ Getting Started = | Latest Headines [ Most Visited (8] Most Visited

Name fchorng|1 The name of the channel {don't use spaces)
[ cource |EEIEREIE EEVREY e st
— FTP sarver =] show ¢ hide How to deliver the data
FTP server
Username |5(an1 FTP Global | hide Username for this channel {case sensitive)
Password |scan1 Password (case sensitive),
Filename |:haﬂne|1.dat Fitename
Compression [ore 5] Send pormal or compressed
Limit [5 b Limit transfer size. D=na {imit
Autodelete [nojets afier download = Automatically delete the date when downfoaded?
Data Markers
Prefix I Prefix string. Blank = no prefix
See manual for formats,
Suffix I Suffix string. Blank= no suffix
Mote: Suffix not used for TCP real-time connections
Data Security
Data [ jngncrypted - Whether to protect the data sent
Encryption Note: You must also program an encryption key in Setup/Enceyption Keys!
TR <torage settings show ¢ hide.
S . : =l
[Done [

11. Inthe Autodelete field, make sure that Delete After Download is selected.

12. Note the Username, Password, and Filename in the FTP Server section. This
information needs to be entered in the Traffic Analyst Communication tab for this
switch. It’s the information that Traffic Analyst will use to access the buffer box.
The file name is the name of the file containing the CDR data that Traffic Analyst
will retrieve.

13. When you are finished, click on Save. Your buffer box should be set up properly
now. You may now close the Scannex ip buffer web-browser page.
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Section 4:

Appendix

4.1. Configuring IIS with ARR (Windows 7, 2008, Vista)

@) web Platform Installer 2.0 o — o] x|

Select the Web Platform products below or choose "Customize” to select individual packages.

Follow the steps below to ensure that TrafficWeb is properly configured for using IIS to
send Web requests to and from the TrafficWeb application via Tomcat services.

NOTE: If not already on the server, IIS must be installed first, before installing ARR. To
check if IIS is installed, open Administrative Tools from the Control Panel and then open
the IIS Manager. If you are unable to open IIS, it probably is not installed.

First, download and install ARR version 2.0 or later. To find an available download, enter
“Microsoft Application Request Routing” into your favorite search engine. Once this is
downloaded, run the installer. (Note: The ARR installer displays a dialog near the end of
the install - which mentions the location of the log file. Make sure you examine this log
file. The installer does not alert the user of all install errors; therefore, you must manually
read this log file before assuming the installer worked.)

Follow these instructions when using Web Platform Installer to install ARR.

Select the Web Platform tab. Then, under Web Server, select Customize.

What's New? e
Web Server

Vieh Blatfarm Click to include the recormmended products

Easily manage, deploy and hostweb applications, sites and services with the Internet

Information Services (IS} Web Server. Expand the capabilities of your IS web server with

Web Applications :
the latest extensions.

Options Install Exit

Customize

Frameworks and Runtimes

Click to include the recommended products

Powerful frameworks and runtimes help you build and run web applications, sites and
services quickly and easily, The ASP.MET Framework provides rich functionalities that are
adlaptable to a wide range of projects, Run peopular web applications with ASP.NET and P...
Customize

Database
Click to include the recemmended products

Data-enable your web applications with SQL Server: a complete database engine with best e
in class ease of use and manageahility, Take advantage of the rich reporting, business
intelligence and tools support.

Customize

Tools ./ x

Next, select the Application Request Routing option, located under the Common HTTP
Features heading.
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%) Web Platform Installer 2.0 i =1o] ]

Select the Web Platform products below or choose "Customize” to select individual packages.

‘ What's New? Back to Web Platform

Ll v w | ;I
‘ Webiflatior [ ISAPI Extensions (Installed) ®

‘ Web Applications [ ISAPIFilters (Installed) ®

[ Server SideIncludes @

— Commeon HTTP Features
[¥ Static Content (Installed) @® L
[¥ Default Document (Installed) ®
[¥ Directory Browsing (Installed) @
[¥ HTTP Errors (Installed) @
[T HTTP Redirection @
¥ Application Request Routing 2.0 @
[T URLRewrite 20 @

— Compatibility -
[# 156 Metabase Compatibility (Installed) ®
[# 156 WMI Compatibility (Installed) @

Options Install Exit

Click the Install button. Another window will appear. Click “I Accept” to agree to
Microsoft license terms. Note: You may be prompted to reboot your computer after the
installation is complete. If so, reboot your computer and continue with configuration.

When ARR is finished installing, a window will appear informing you that the install was
successful. Select Finish to close this window.

web Platform Installation il |

v Congratulations! You have successfully installed the following products:
Web Farm Framewerk 1.0

External Cache 1.0

URL Rewrite 2.0

Application Request Routing 2.0
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After ARR is successfully installed, open the IIS Manager. You are going to configure
IIS with a new ARR “Rewrite URL” rule.

To configure IIS and ARR, click on the main IIS entry in the IIS Manager tree. You
should see an “Application Request Routing” option. Select this option to open ARR.

& Internet Information Services (IIS) Manager i

=181

@—gi [Gi b WIN-K2CGZKASOER »

|m ®| i |®'

Ele View el

€- |78

W5 Start Page
=95 WIN-KICGZKASOER (WIN-K2CG
£} Application Pools
Sites
2 Server Farms

Q‘? WIN-K2CGZKAS0ER Home
Groupby: Area T
ASP.NET
; . N - 5
& 9 B2 B ¥
= 0 = L] ,—c’} .‘231
\NET NET .METTrust  Application  Connection  Machine Key  Pages and Providers
Compilation  Globalization Levels Settings Strings Controls
& &
Session State  SMTP E-mail
ns
R 1y
W& 494 o 2 & £
Authentication Compression Default Directory Error Pages Handler HTTP
Document  Browsing Mappings Respo...
S B = M sl
i i ie| <l e gl ==
ISAPT and CGI  ISAPT Filters Logging MIME Types Modules Cutput Server URL Rewrite
Restrictions Caching Certificates

Open Feature

Manage Server
Restart

L2

b Start

B stop
View Application Pools
View Sites

@ Help

Online Help

The following screen appears. Select Server Proxy Settings from the sidebar on the right
to go on to the next step.

& Internet Information Services (IIS) Manager i

@—67) [Ga b WIN-K2CGZKASOER ¥

Fle View Hep

Q-8
o Start Page
=45 WIN-K2CGZKASOER, (WIN-K2CG,
i[5} Application Pools

%] Sites

i =6 Default Web Site

i B aspnet_dient

, 1 system_web
-5 Server Farms

G‘i! Application Request Routing Cache

Use this feature to view runtime statistics for Application Request Routing. Use the Actions to configure disk cache settings and
manage cached content.

Drive Location = | Priority | Health Status | utiizatio

| Manimum Size (GE)

=181
| @ -
cns

Cache Management
Cache Configuration...
Cache Control Rules...
Drive Management
Add Drive...

Add Secondary Drive...
Proxy

Server Proxy Settings...

@ Heb

Onling Help

A new screen, labeled Application Request Routing, will appear. A sample configuration

for this screen with recommended settings is provided on the next page.

It is important that the following fields are filled out accordingly:

Enable proxy — checked
HTTP Version — Pass through
Keep alive — checked

Time-out — enter an amount of time; 120 seconds recommended

Reverse rewrite host in response headers — checked

Preserve client IP in the following header — X-Forwarded-For

The remaining fields may either be left as the default or changed as needed.
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“E Internet Information Services (TI5) Manager — i

=10l =]

@g |83 v wInKICGIRASIER ¥

File View Help

|G~ %@ -

Q- |2 |8 U? Application Request Routing
T 7
€5 Start Page
B qa WINK2CEZKASOER (WIN-K2CG Use this feature to configure proxy settings for Application Request Routing.
{2} Application Pools
-8 Sites
| @ Default Web Site ~Proxy Seding
-] aspnet_dient HTTP version:

i Enable proxy

L e ||| ot H
531 Server Farms
¥ Keep alive

Time-out (seconds):
[r20

¥ Reverse rewrite host inrespanse headers
r—Custom Headers

Preserve client IP in the following header:
|k-Forwarded For

¥ Include TCP port from dlient IP

Eorwarding proxy header value:

—Cache Setting

Memary cache duration (seconds):

6

I Enable disk cache

[T Enable reguest consalidation

Query string suppart:

[tanore query string =l

—Buffer Setting

Response buffer (KB):

[aoss

Responsebuffer threshald (KB):
[02s

Scroll down to see the rest of the fields on this screen.

—Proxy Chain

Proxy server:

Exampie: proxy.contoso.com:B080

[~ Proxy Type

C use URL Rewrite to inspect incoming reguests
 Enable 55L offloading

Reverse proxy:

Ll

‘@ The changes have been successfully saved. |

(i) Server routing rules have not been meatsd,
e Click "Use URL Rewrite to inspect incoming
requests” to create these rules.

1more alert(s)

ISr Apply

B¢ cancel

45 Back to ARR Cache

Advanced Routing
URL Rewrite...

@ Help

Cnline Help

q | 1] [Eremrms v |1 comertimn

Configuration: ‘localhost’ applicationHost.config

S5

Once this is configured, click Apply (located on the right sidebar in the Application
Request Routing screen) to save your changes. Then, click on the URL Rewrite...

option, also located in the right sidebar.

The URL Rewrite screen will appear. Select Add Rule(s)... from the right sidebar.

JANUARY 2011 IMPACT TECHNOLOGIES, INC

CONFIDENTIAL AND PROPRIETARY

71



TRAFFIC ANALYST INSTALLATION GUIDE

"E]nternet Information Services (IIS) Manager . _|o il
@7¢J [ €3 » WINKICGIKASOER b J W @ -
Ele  Wiew Help
= @] URL Rewrite Addens
Londl = HESH] -8 %' Add Rul=(@)...
& Start Page 3
45 AR EgEaS] | "r°vies Teitng capabiltes based on rules for the requested LRL addrecs and the cantent of an HTTP response. Manage Server Variables
2} Appication Pocls Inbound rules that are applied to the requested URL address: View Server Variables. ..
B “— Sites Mame [ Input | Match Pa Manage Providers
! -G Default Web Sitz i )
: =[] aspret_dient View Rewrite Maps...
-] system_web View Providers...
331 Server Farms Outbound Rules al

View Preconditions...
View Custom Tags...

@ relp

Orline Help

An Add Rule(s) dialog box will appear. Under Inbound Rules, select Blank Rule and
click OK.

21 x|
Select & rule template:

Inbound rules -

" Blank rule |2 Rule with rewrite map

3% Request blocking

Inbound and Outbound Rules
|8 User-friendly URL

Outbound rules

ﬁ, Blank rule
Search Engine Optimization (SEQ) o
@ Fnforce lnwercase IR s ;I

Select this template to create a new inbound rule without any preset values, This template opens the "Edit Rule”
page that vou can use to define a new rewrite rule for changing the requested URL address,

Ok I Cancel |

You are now on the Edit Inbound Rule screen. Designate a name (e.g. TomcatProxy) for
this rule in the Name field and make sure these fields are filled out as follows:

o Requested URL — Matches the pattern

e Using — Wildcards

e Pattern — trafficweb*

e Ignore case — checked

e Action type — Rewrite

e Rewrite URL — http://127.0.0.1:8080/trafficweb/{R:1}
e Append query string — checked

e Stop processing of subsequent rules — unchecked
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‘? Internet Information Services (IIS) Manager

Ele wiew Help

€-Hihe

H Qg Start Page

Sites

331 Server Farms

o [=]
@@ [ 83 » WIN-K2CGZKASOER » | & = @
@ Edit Inbound Rule 5
[ S/ Apply
Name: 5 cancel
=45 WIN-K2CGZKASOER (WIN-K2CG ITumEa(mev
2} Application Fools €3 Back to Rules
@ Hep
E--e Default Web Site Match URL (o) Online Help
i B aspret_client I
e Requested URL: Using:
-] system_web
[matches the Pattern =l Wildcards =]
Pattern:
[raffioneb=

17 Ignore case

Test pattern... |

| Conditions

| Server Variables

Action
Action type:

IRa'.\'ribe 5 I

— Action Properties

Rewrite URL:

I?.ttp:/’;‘lET.0.0.l: 8080/trafficweb/{R:1}

=2 Append guery string

O Stop processing of subsequent rules

4 | v| [Elreatures view |\ Content view

Configuration; localhost' applicationHost, config

&

Be sure to click Apply (in the right sidebar) to save your changes.
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