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Chapter 1 - Introduction

1. Introduction

Overview

Thank you for purchasingtheASUS802.11g WLAN AP. TheASUS 802.11g
APisanAccess Point designed to befully compliant with |EEE pre 802.11g
and 802.11b standards. 802.11g isaproposed (to befinalized) new extension
to 802.11b (used in majority of wireless LANs today) that broadens
802.11b's data rates to 54 Mbps within the 2.4 GHz band using OFDM
(orthogonal frequency division multiplexing) technology. 802.11g allows
backward compatibility with 802.11b devicesbut only at 11 Mbpsor lower,
depending on the range and presence of obstructions.

Wireless LANSs are complementary extensions to existing wired LANS,
offering complete mobility while maintaining continuous network
connectivity to both corporate and home Intranets. They add anew level of
convenience for LAN users. PC users stay connected to the network
anywhere throughout a building without being bound by a LAN wires.
Thisisaccomplished through the use of ASUSA ccess Points. ASUSA ccess
Pointswith built-in Internet gateway capability, allowsyour family to share
a broadband Modem and one | SP account simultaneously from different
rooms without wires! ASUS WLAN products can keep you connected
anywhere, any time.

ASUS 802.11g Access Point
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Chapter 1 - Introduction

The ASUS Wireless Family

The ASUSWirelessfamily contains a several wireless network solutions for
802.11g & 802.11b wirelesslocal area networksin the home or office.
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Access Point or Client

The ASUS WLAN 802.11g
AccessPaint (WL -300g) creates
a wireless network using the
IEEE 802.11g and 802.11b
wireless standards.

The ASUS 3in 1
Pocket Access Point
(WL-330g) creates a
wireless network
using the IEEE
802.11g/b wireless
standards.

The ASUSWLAN Gateway (WL-500g) createsa The ASUS WLAN 802.11g Pocket Router (WL-
wireless network using the IEEE 802.11g/b wirdless 530g) creates a wireless network using the IEEE
standards and allows sharing a single Internet 802.11g and 802.11b wireless standards and allows

connection. sharing asingle Internet connection.
PCMCIA Client Compact Flash (CF) Client
The ASUS WLAN PC Card (=~ ) The ASUS802.11b Wireless
] (WL-1079) is a wireless LAN CF Card (WL-110) isalEEE
| adapter that fitsintoa PCMCIA || 802.11bwirelessLAN adapter
Typell dot in aNotebook PC and that fitsinto a Compact Flash
creates a wireless Network USING || asus spacetin Type Il slot in a Portable
the IEEE 802.11g/b wireless | utwg=tavere Il Digital Assistant (PDA).
gandards_ IEEE 802.11b 11 Mbps
|

(The illustrations are not to scale.)
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Chapter 1 - Introduction
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PCI Client -3
The ASUS WLAN
PClI Card (WL-
1389) is a wireless
LAN adapter that fits

into a standard PCI
dot in a desktop PC
and createsawireless
network using the
¥ |EEE 802.11g/b
: wireless standards.

USB Access Point or Client USB Client

— 1 The ASUS USB Wireless
e T LAN Adapter (WL-160g)
creates a wireless network
using the IEEE 802.11g/b
wireless standards and

connects to any computer q
using USB2.0 connectivity.

UWJ TheASUSUSB WirelessL AN Adapter (WL-167g)
- @@ is thumb-sized and creates awireless network using

the |EEE 802.11g/b wireless standards and connects
to any computer using USB2.0 connectivity.

Access Point & File Server

The ASUS WLAN 802.11g Access Point (WL-
HDD) creates a wireless network using the IEEE
802.11g and 802.11b wireless standards. Also serves
as afile server (wireless network attached storage).

(The illustrations are not to scale.)

ASUS 802.11g Access Point 9
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Chapter 1 - Introduction

System Requirements

To beginusing theASUS 802.11g WL AN AP, you must have the following
minimum requirements:

* An Ethernet (10Base-T or 10/100Base-TX) adapter for wired client

o At least one 802.11g (54Mbps) or one 802.11b (11Mbps) wireless
adapter for wireless mobile clients

e TCP/IP and an Internet browser installed

The Product Package
Each ASUS 802.11g AP comes with:

One ASUS 802.11g WLAN Access Point

One ASUS 802.11g WLAN Access Point Quick Start Guide
One power adapter (5 Volts DC, 1 Amp)

One support CD (utilities and user’s manual)

One RJ-45 Ethernet cable (straight-through)

One Bracket for ceiling mounting

One Bracket for office partition mounting

One Sticker for wall mounting alignment

10
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Chapter 1 - Introduction

Wireless Performance

This section provides the user with ideas for how to improve the performance
of aASUSWLAN network.

Site Topography

For optimal performance, locate wireless mobile clients and the ASUS AP s
away from transformers, heavy-duty motors, fluorescent lights, microwave
ovens, refrigerators, and other industrial equipment. Signal |oss can occur when
metal, concrete, walls or floors block transmission. Locate the ASUSAPsIn
open areas or add the ASUS AP s as needed to improve coverage.

Microwave ovens operate in the same frequency band as the ASUS AP .
Therefore, if you use a microwave within range of the ASUS AP you may
notice network performance degradation. However, both your microwave and
your the ASUS AP will continue to function.

Range

Every environment is unique with different obstacles, barriers, materids, etc.
and, therefore, it isdifficult to determine the exact range that will be achieved
without testing. However, has devel oped some guidelinesto estimatetherange
that userswill seewhen the product isinstalled in their facility, but thereareno
hard and fast specifications.

Radio signals may reflect off of some obstacles or be absorbed by others
depending on their construction. For example, with two 802.11b radios, you
may achieve up to 1000’ in open space outdoors where two deviceshavealine
of sight, meaning they see each other with no obstacles. However, the same
two units may only achieve up to 300" of range when used indoors.

By default, the ASUS AP will automatically adjust the data rate to maintain a
usable radio connection. Therefore, aclient that is close to the ASUSAP may
operate at higher speeds while a client that is on the fringe of coverage may
operate at lower speeds. As mentioned earlier, you can configure the datarates
that the ASUS AP will use. If you limit the range of datarates available to the
ASUSAP, you may reducethe effectivewirelessrange of theWLAN coverage.

Site Surveys

A ste survey (utility provided with the ASUS WLAN Cards) analyzes the
installation environment and provides users with recommendations for
equipment and its placement. The optimum placement differ depending onthe
ASUSAP design and specifications.

ASUS 802.11g Access Point
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Chapter 1 - Introduction

Roaming Between ASUS APs

If there are multiple ASUS APs on the network, then a wireless mobile
client may seamlessly roam from one ASUS AP to another.

Each ASUS AP creates its own wireless cell or coverage area. Thisisalso
known as a Basic Service Set (BSS). Any wireless mobile client can
communicate with a particular ASUS AP if it is within the ASUS AP's
coverage area.

If the cells of multiple ASUS APs overlap, then the wireless mobile client
may switch from oneASUSAPto another asit travel sthroughout thefacility.
During the hand-off from one ASUS AP to another, the wireless mobile
client maintains an uninterrupted connection to the network. Thisisknown
as “roaming.”

Multiple ASUS APs connected to a common Ethernet network form an
Extended Service Set (ESS). All members of an Extended Service Set are
configured with an ID, known as the SSID or ESSID. Wireless mobile
clients must be configured with the same SSID as the ASUS APs on the
network; a client can only roam between ASUS APs that share the same
SSID.

Roaming Guidelines
e ANnASUSWLAN Card can only roam between APs of the same type.
o Al ASUSAPs must have the same SSID.

o All computers with ASUSWLAN Cards must have the same SSID as
the Access Points that they will roam between.

* If WEP encryption is enabled, then all ASUS APs and client adapters
must use the same encryption level and WEP Key(s) to communicate.

« The ASUSAPS cells must overlap to ensure that there are no gaps in
coverage and to ensure that the roaming client will always have a
connection available.

 ASUSAPs that use the same Channel should be installed as far away
from each other as possible to reduce potential interference.

e Itisstrongly recommended that you perform a site survey using the
utility provided with the ASUS WLAN Card to determine the best
location for each ASUS AP in the facility.

12
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Chapter 1 - Introduction

ASUS 802.11g AP Status Indicators

There are three LEDs on the front of the ASUS 802.11g WLAN AP, as

shown here.
R

Power (Amber)

Air (Green)
Link (Green)
Power LED
OFF: No power or performing boot sequence
ON: System ready

Blinking:  Firmware upgrade failed

Air LED
OFF: No power
ON: Wireless function ready

Blinking:  Transmitting or receiving data (wireless)

Link LED
OFF: No power
ON: Has physical connection to an Ethernet network

Blinking:  Transmitting or receiving data (through Ethernet wire)

Power Requirements

The ASUS 802.11g APrequires power from an external power supply. The
ASUS 802.11g AP shipswith a UL listed, Class 2 power supply (5V, 1A).

1. Introduction

ASUS 802.11g Access Point
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Chapter 2 - Hardware Installation

2. Installation

This chapter describestheinstallation procedurefor theASUS 802.11gAP
and includes a description of the LEDs found on the unit.

Installation Procedure
Follow these steps to install the ASUS 802.11g WLAN AP.

1. Determinethe best location for the ASUS 802.11g WLAN AP. Keep in
mind the following considerations:

» Thelength of the Ethernet cable that connects the Access Point to
the network must not exceed 100 meters.

» For standard placement, try to place theAccess Point on aflat, sturdy
surface as far from the ground as possible, such as on top of a desk
or bookcase, keeping clear of metal obstructions and away from
direct sunlight.

» For external antenna mounting, install the external antennas so that
they are clear of obstructions; refer to the documentation that came
with the antennas for mounting and installation instructions.

* Trytocentrally locate the Access Point or its antennas so that it will
provide coverage to all of the wireless mobile devicesin the area.

» Use only the power supply that came with this unit. Other power
supplies may fit but the voltage and power may not be compatible.

9INpado0ld
alempleH ‘'z

Note: It is the responsibility of the installer and users of the ASUS
802.11g AP to guarantee that the antenna is operated at least 20
centimeters from any person. This is necessary to insure that the
product is operated in accordance with the RF Guidelines for Hu-
man Exposure which have been adopted by the Federal Communi-
cations Commission.

2. Place the Access Point in the desired location. Wall mounting is also
possible for the Access Point. Refer to the section entitled “Wall
Mounting Option” on the next page for detalils.

3. Attach one end of an RJ-45 Ethernet cable to the Access Point and
attach the other end to the RJ-45 10Base-T port of anetwork hub, switch,
router, or patch panel (possibly on awall).

14 ASUS 802.11g Access Point



Chapter 2 - Hardware Installation

4. Attach oneend of theAC power adapter, included in the product package,
to the back of theASUS 802.11g AP and the other end to apower outlet.
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Mounting

Note: Use the Access Point only with the power adapter supplied in
the product package. Using another power supply may damage the
Access Point.

The Power LED on the front of the Access Point will light up when the unit
Is powered ON. In addition, the green Link LED will turn ON to indicate
that the Access Point has a physical Ethernet network connection.

Wall Mounting Option

Out of the box, the ASUS 802.11g AP is designed to sit on a raised flat
surface like afile cabinet or book shelf. The unit may also be converted for
mounting to awall or ceiling.

Follow these steps to mount the Access Point to awall:

Remove the base by pressing the tab and sliding the base.
Remove the side cover to expose the mounting hooks.

L ocate the screws provided with the Access Point.

Mark two holesin aflat surface using the provided hole template.
Tighten the two provided screws until only 1/4” is showing.

L atch the Access Point onto the two screws.

© ks wbdhpE

Note: Readjust the screws if you cannot latch the Access Point onto
the screws or if it is too loose.

ASUS 802.11g Access Point 15
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Chapter 2 - Hardware Installation

Step 1
Before: After:
i i
: |7
||
~_ |
i
Step 2

Note: Mounting brackets are provided for you to hang the ASUS
802.11g AP on an office partition or office ceiling.

16 ASUS 802.11g Access Point



Chapter 3 - Software Configuration

3. Software Configuration

Configuring the ASUS 802.11g AP

The ASUS 802.11g AP can be configured to meet various usage scenarios.
Some of the factory default settings may suit your usage; however, others
may need changing. Prior to using the ASUS 802.11g AP, you must check
the basic settings to guarantee it will work in your environment.

Configuring the ASUS 802.11g AP is done through a web browser. You
need a Notebook PC or desktop PC connected to the ASUS 802.11g AP
(either directly or through a hub) and running a web browser as a
configuration terminal. The connection can be wired or wireless. For the
wireless connection, you need an |EEE 802.11g/b compatible device, e.g.
ASUSWLAN Card, installed in your Notebook PC. You should also disable
WEP and set the SSID to “default” for your wireless LAN device.

If you want to configurethe ASUS 802.11g AP or want to accessthe Internet
through the ASUS 802.11g AP, TCP/I P settings must be correct. Normally,
the TCP/IP setting should be on the I P subnet of the ASUS 802.11g AP.

Note: Changing TCP/IP settings may require rebooting your PC.
When rebooting, the ASUS 802.11g AP should be switched ON and
in the ready state.

ASUS 802.11g Access Point
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Chapter 3 - Software Configuration

Advanced IP Settings

If you want to set your | P address manually, the following default settings

of the ASUS 802.11g AP should be known:

e |Paddress192.168.1.1

e Subnet Mask 255.255.255.0.

If you set your computer’s P manually, it needsto be on the same segment.

For example:

o IPaddress192.168.1.xxx (xxx can be any number between 2 and 254 that is
not used by another device)

o Subnet Mask 255.255.255.0 (same asthe ASUS 802.11g AP)

o Gateway 192.168.1.1 (thisisthe ASUS 802.11g AP I P address)

« DNS192.168.1.1 (ASUS 802.11g AP 1P address or your own).

— W Local Area Connection 5 LAM ar High
0 - i
0 Disable
% o) Wizard Status
= = Repair
é' g ng" il Mewy Connection Y
= #plore . .
v o Search for Computers. . Bridge Connections

bap Metwork Drive. . Create Shortout

Dizconnect Metwork Drive...

Create Shortcut Fename

Rename

Properties

- Local Area Connection Properties . Internet Protocol (TCP/IP) Properties

General
General | 4dvanced

c . ‘Y'ou can get P settings assigned automatically if your network suppoarts
onhect using: thiz capability. Othenwize, you need to azk your network. administrator for

E&8 Broadcom Metxtreme Gigabit Ethernet the appropriate [P settings.

- Obtain an IP address automaticall
t &

(®) Use the following IP address:

This connection uzes the following items:
IP address: 192 168 . 1 . 2

El Client for Microsaft Metwork s
.@ File and Printer Sharing for Microsaft Mebworks Subnet mask:
42 305 Packet Scheduler Default gateway: 192.168. 1 . 1
L3 | nternet Protocal [TCPAIR)

Install... () Usze the following DMS server addreszes:

Prefered DMS server:

285 255 255 0

Dezcription

Transmiszion Control Protocol/intemnet Protocal. The default Altermate DHS server:
wide area network protocol that provides communication
across diverse interconnected networks.

I Ok I}J[ Cancel ]
1.

[ Show icon in natification area when connected

OK ] [ Cancel
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Chapter 3 - Software Configuration

Installing the ASUS WLAN Utilities

Follow these steps to install the ASUS WLAN Utilities in Microsoft
Windows. Insert the support CD. Double-click setup.exe (in theroot of the
support CD) if your autorun has been disabled.

ASUS 802.11g WL, %E e —

‘whelcome ta the ASUS B0Z2.17g'WLAN AP Utilities
Setup program.  This program will install 455

Install ASUS WLAN AP Utilities = 80211gWLAN AP Utiities on your computer.

. _ It iz strongly recommended that you exit all Windows programs
Uninstall ASUS WLAN AP Utilities befare tunning this 5 stup program

Click Cancel to quit Setup and then close any programs you
hawe running. Click Mext to continue with the S etup program.

Readilnstall Quick Start Guide and User's Manual

WARMING: This program is pratected by copyright law and
Explore CD-ROM ; international treaties.

Unauthorized reproduction or distribution of this program, or any
portion of it, may result in severe civil and criminal penalties, and

Browser our Web Site 0 € I
will be prosecuted to the mayimurn extent possible under law.

m@ Cancel

(1) Click Install...Utilities. (2) Click Next after reading the welcome

%)
(D)
)
screen v =
' —_
© =
Software License Agreement &‘ Choose Destination Location ; )
- = o
Please read the following License Agreement. Press the PAGE DOWHN key to see Setup wil install ASUS 802,11 wWLAN AP Litilities in the B

the rest of the agreement, fallowing folder. (f) c
Ta install ta this folder, click Next —
- y 8

Ti tall to a different folder, click B d select anoth
A5US 80211 WLAN AP Utiity 1.0.0.1 for Windows 38/ME/2000/4F s e ™ 1%

Copyright [C) ASUSTek COMPUTER IMC. All Rights Reserved.
You can chooge not to install ASUS 802.17g WLAN AP Utilities c
| by clicking Cancel to exit Setup -
Thank you for purchasing A5US5 802.11g WLAN AP
NOTICE
HardwareHeuuvememtS Destination Folder
3
- C:h WBSUSNB02. 11 WLAN AP Utilities Browse...

Do you accept all the terms of the preceding License Agreement? |f you chooze Mo, Setup
will cloge. Toinstall A5US 802,11 g wWLAN AP Utiities, you must accept this agreement.

¢ Back Yes Mo < Back Cancel |
(3) Click Yes after reading the license (4) Click Next to accept the default
agreement. destination folder or click Browse to
specify another path.
Select Program Folder rz‘ Setup Complete

Setup has finizhed ingtalling ASUS 802.11gWLAN AF Utilities
Oh your compter.

Setup can launch the Read Me file and ASUS 80217 g'wLaM
AP Ultilities. Choose the options pou want below,

Setup will add program icons to the Program Folder listed below.
“r'ou may type a new folder name, or select one from the existing
Folders list. Click Mest to continue.

PFrogram Folders:

Ezisting Folders:

Acministrative Tooks

S5
ASUS Bluetooth S oftware

A5US Lty
Click. Finish to complete Setup.

<

< Back Hest > |: | Cancel ‘

(5) Click Next to accept the default (6) Click Finish when setup is complete.
program folder or enter another name.

ASUS 802.11g Access Point 19
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ASUS WLAN Utilities

After installation, you can launch the utilities through the Start menu.

Arccessories
Administrative Tools

Games
Microsoft CFfice Toaols

Skartup

B AsUs Utility

- v w v w

T R SR T Device Discovery
WLAM Card » % Firrmware Restoration

&t

Programs

< ¢ Favortes i | |1§’j‘ Uninstall A51S 802,11 WLAN AP Ltiities
[Fa
:»; Docurments 3
EC
[} ettings 3
B
F Search 3

Help and Support

Rur...

Log OFF. ..

D) sShut Down,..

;| Windows XP Professional

BE Qe

Connecting to the ASUS WLAN Web Manager

Wired Ethernet Connection

Besides using anetwork hub, you can also connect aLAN cable from your
computer to the ASUS 802.11g AP using either astraight or crossover cable
because the ASUS 802.11g AP has auto-crossover capability.

Wireless Connection

If you are using a Notebook PC with awireless adapter, you can connect to
the ASUSWLAN Web Manager without awired Ethernet connection. Just
make sure your TCP/IP settings are set correctly.

20
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Device Discovery

Run the ASUS WLAN Device Discovery from the Start menu and click

Config on the device.

% Device Discovery

Device | 551D | IP Address

Subnet M azk Frinter

defailt 1392168.1.1

"~y 300g

ﬁg Config d\g E Search |

M Exit |

Mumber of found dewvice(s): 1

Manually Entering the Address

You can aso open your PC’s web browser and enter the |P address of the
ASUS 802.11g AP: http://192.168.1.1

3

TCP/IP Properties

to the zelected device, you need to change the |P address of pour PC

2 “four PC and the selected device are on different subnet. Ta configure
to be on the same subnet as the device.

Adapter: Broadcom Met<treme Gigabit Ethernet j
[~ Use DHCP
IP ddiess: [192.168. 2 . 2 |
Subnet Mask: [255 . 255 . 255 . 1 |
Gateway

Default G ateway: | . . . |

DNS
Ereferred DNS Server: | _ N N |

Alternate DNS Server: | . . B |

Dromain Suffix Search Order: |

Use commal,) to separate entries.

LCancel |

(This is the wrong setting.)

If your computer’s IP is not on the
same subnet astheASUS 802.11gAP
(192.168.1.X), you will be asked to
change it. The IP address can be any
number from 2 to 254 that isnot used
by another device. Gateway is not
required.

192 .168 . 1] . 2
255 .255 .255. D

(This is the correct setting.)

Note: You can also change your TCP/IP settings through Windows
network properties as shown earlier.

ASUS 802.11g Access Point
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Chapter 3 - Software Configuration

?‘J Veu) must restart windlows For dle b sy A 030 ok wanek b restat now?

(]

Note: If you cannot find any the
ASUS 802.11g APs due to a
problem in the IP settings, push
and hold the “Restore” button
on the ASUS 802.11g AP over
five seconds to restore factory
default settings.

User Name and Password

Once connected, awindow will ask for
the User name and Password in order
tologin. Thefactory default valuesare
“admin” and “admin”.

=)
92
o
—
—
=
Q
=
@D

SallNN NVIM

Home Page

Restart your Windows if you are
asked to.

Restore

Connect to 192.168.1.1

9

A bl

WL300g

User name:

Passward:

I ﬂ admin VJ

[CJremember my passwaord

|_ Ok %_J[ Cancel

After logging in, youwill seetheASUS 802.11g APhome page. The default
pageswill befor the A ccess Point mode. Router and Home Gateway modes

are described later in this manual.

ASus

Access Point

ASUS WL300g

Access Point

L

e Quick Setup allows users to complete basic setting by
just answering several questions.

e 802.11g and WPA supports up to 54Mbps transmission
rate, backward compatibility with 802.11b and
interoperable security enhancement.

« Status & Log log status of system in details.

This site is best viewed with IE 5.0 or above.

Click NEXT to start Quick Setup _NEXT
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Access Point Mode

In “Access Point” mode, the ASUS 802.11g AP will operate as a MAC
layer learning bridge and forward packets between wireless mobile clients
and the Ethernet network.

A wireless LAN that uses the ASUS 802.11g AP in “Access Point” mode
generally consists of one or more 802.11g/b Access Points and one or more
wireless mobile clients that have an 802.11g/b adapter installed.

The ASUS 802.11g AP maintains a table of MAC addresses, which it has
learned are located either on the Ethernet network or on the radio network
by monitoring the source address of packetsit receives. For example, if the
ASUS 802.11g APreceives a packet over itsradio, it createsan entry inits
table for the node that sent the packet and labels the entry as a member of
the radio network. The ASUS 802.11g AP removes an entry from the table
after five minutes of inactivity.

When the ASUS 802.11g AP receives a packet from the Ethernet network,
it compares the packet’s destination address with the node addresses listed
initstable. If the packet’s destination addressis not in the table, the ASUS
802.11g AP will forward the packet to the wireless mobile clients. If the
packet’s destination address is listed in the table as a member of the radio
network, the ASUS 802.11g AP will forward the packet to the wireless
mobile clients. If the packet’s destination addressis listed in the table as a
member of the Ethernet network, the ASUS 802.11g AP will not forward
the packet to the wireless mobile clients. The ASUS 802.11g AP applies
the same principles to determine if a packet received over its radio should
be forwarded to the Ethernet network.

The ASUS 802.11g AP forwards all broadcast packets to wireless mobile
clients. Giventhis, theASUS 802.11g AP can only support alimited amount
of network traffic. It is recommended that you only usethe ASUS 802.119g
AP on networks that contain less than 512 nodes.

The number of wireless mobile clients that can be supported by the ASUS
802.11g AP depends on the amount of information that each client exchanges
with the network. Therefore, the number of clients that can be supported
by one ASUS 802.11g AP will vary based on the applications in use and
how frequently network information is accessed.

ASUS 802.11g Access Point
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Chapter 3 - Software Configuration

Quick Setup

Click Next to enter the Quick Setup page. Follow the
instructions to setup the ASUS 802.11g AP. Tips are given
when you move your cursor over each item.

Configure Wireless Interface

Access Point

+ Quick Setup allows users to complete basic setting by
just answering several questions.

e 802.11g and WPA supports up to 54Mbps transmission
rate, backward compatibility with 802.11b and
interoperable security enhancement.

+ Status & Log log status of system in details.

This site is best viewed with IE 5.0 or above.

Click NEXT to start Quick Setup NEXTQ

Quick Setup

Configure Wireless Interface

First step to set yor wireless interface is to give it a name, called SSI1D. In
addition, if you would like to protect transmitted data, please select the
Security Level and assign a password for authentcatlon and data
transmission If it Is required.

S5ID:

[sefeut

Security Level:

Phassphrase:

WEP Key 1 {10 or 26 hex digits):
WEP Key 2 {10 or 26 hex digits):
WEP Key 3 (10 or 26 hex diglts):

'WEP Key 4 (10 or 26 hex digits):

Default Key:

Access Point

First step to set your wireless
interface isto give it a name, called
SSID. In addition, if you would like
to protect transmitted data, please
select Security Level as Medium or
High. Selecting Medium allowsonly
those users who use the same WEP
key to connect to this access point
and to transmit data with 64-bit or
128-bit WEP encryption. Selecting
High allowsonly those userswho use
the same WPA pre-shared key to
connect to this access point and to
transmit data with TKIP encryption.

(See next few pages for item
descriptions.)

If you would like to perform other
settings, click an item on the menu
to reveal a sub menu. Follow the
instructions to setup the ASUS
802.11gAP. Tipsaregiven whenyou
move your cursor over each item.

24
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Wireless

Click an item on the menu to reveal a submenu. Follow the
instructionsto set up theASUS 802.11g AP Tipsaredisplayed
when you move your cursor over an item.

Interface
Wireless - Interface
S3ID: Joey&Elsa
Channel I Auto
Wireless Mode: Auto - [054g Protection
Authentication Method: Open System or Shared Key «
WPA Encryption:
WPA Pre-Shared Key: ]
WEP Encryption: dona -
WEP Key 1 (10 or 26 hex digits): _
WEP Key 2 (10 or 26 hex digits): _
WEP Key 3 (10 or 26 hex digits): ]
WEP Key 4 (10 or 26 hex digits): I
Key Index: .
Metwork Key Rotation Interval:

Restora Firigh Apply
SSID

The SSID is an identification string of up to 32 ASCII characters that
differentiate one ASUS 802.11g AP or Access Point from other
manufacturers. The SSID is also referred to as the “ESSID” or “Extended
Service Set ID.” You can use the default SSID and radio channel unless
morethan one ASUS 802.11g APisdeployed in the same area. In that case,
you should use adifferent SSID and radio channel for each ASUS 802.11g
AP All ASUS Wireless APs/Routers and ASUS 802.11¢g/802.11b WLAN
client adapters must have the same SSID to allow awireless mobile client
to roam. By default, the SSID is set to “default”.

ASUS 802.11g Access Point
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Chapter 3 - Software Configuration

Wireless (Cont.)

Channel

The 802.11g and 802.11b specifications supports up to 14 overlapping
channels for radio communication. To minimize interference, configure
each ASUS 802.11g APto be non-overlapping; select Auto from the Channel
drop-down list to enable the system to select aclear channel during boot up
as your operating channel.

Ensurethat ASUS 802.11g A Ps sharing the same channel (or channelswhich
are close in number) are as far away from each other as possible, based on
theresults of your site survey of thefacility. Thereisasite survey utility on
the ASUS 802.11g AP setup CD.

Wireless Mode

This field indicates the 802.11g interface mode. Selecting “Auto” alows
802.11g and 802.11b clients to connect to the ASUS 802.11g AP. Selecting
“54g Only” maximizes performance, but prevents 802.11b clients from
connectingtotheASUS802.11g AP. If “54g Protection” ischecked, G-Mode
protection of 119 traffic isenabled automatically in the presence of 11b traffic.

Authentication Method

Thisfield enablesyouto set different authentication methodswhich determine
different encryption schemes. The relationship between Authentication
Method, WPA Encryption, WPA Pre-Shared Key, WEP Encryption,
Passphrase, and WEP Keysislisted in the following table. If al your clients
support WPA, using “WPA-PSK” is recommended for better security.

Authentication WPA / WEP WPA Pre-Shared Key
Method Encryption Passphrase WEP Key 1-4
Open or shared key None Not required Not required
WEP (64 bits) 1-64 characters 10 hex
WEP (128 hits) 1-64 characters 26 hex
Shared key WEP (64 bits) 1-64 characters 10 hex
WEP (128 bits) | 1-64 characters 26 hex
WPA-PSK TKIP only 8-63 characters Not required
AES only 8-63 characters Not required
WPA TKIP only Not required Not required
AES only Not required Not required
Radius with 802.1x Auto Not required Not required
WEP (64 bits) 1-64 characters 10 hex
WEP (128 bits) | 1-64 characters 26 hex

26
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WPA Encryption

When “WPA-PSK” authentication method isused, the newly proposed TKIP
(Temporal Key Integrity Protocol) or AES encryption schemes are applied.

WPA Pre-Shared Key

Selecting “TKIP” or “AES” in the WPA Encryption, thisfield isused asa
password to begin the encryption process. Note: 8 to 63 characters are
required.

WEP Encryption

Traditional WEP encryptionisapplied when“Open or Shared Key”, “ Shared
Key” or “Radius with 802.1x” authentication methods are selected.

NOTE: When “WPA” or “WPA-PSK” authentication methods are se-
lected, you still can set WEP encryption for those clients that do
not support WPA/WPA-PSK. Please note that Key Index for WEP
key is limited to 2 or 3 when both WPA and WEP encryption are
supported at the same time.

64/128-bit versus 40/104-bit

The following section explains low-level (64-bit) and high-level (128-bit)
WEP Encryption schemes:

64-bit WEP Encryption

64-bit WEP and 40-bit WEP are the same encryption method and can
interoperate in a wireless network. This level of WEP encryption uses a
40-bit (10 Hex character) encryption scheme as a secret key, which is set
by the user, and a 24-bit “Initialization Vector” scheme, which isnot under
user control.

Together these two schemes make a 64-bit (40 + 24) encryption scheme.
Some vendorsrefer to thislevel of WEP as40-bit and othersrefer to thisas
64-bit. ASUS WLAN products use the term 64-bit when referring to this
lower level of encryption.

128-bit WEP Encryption

104-bit WEP and 128-bit WEP are the same encryption method and can
interoperate on a wireless network. This level of WEP encryption uses a
104-hit (26 Hex character) encryption scheme as a secret key which is set
by the user, and a 24-bit “Initialization Vector”, which is not under user
control.

ASUS 802.11g Access Point
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Chapter 3 - Software Configuration

Wireless (Cont.)

Together these two schemes make a 128-hit (104 + 24) encryption scheme.
Some vendors refer to thislevel of WEP as 104-bit and othersrefer to this
as 128-bit. ASUS WLAN products use the term 128-bit when referring to
this higher level of encryption.

Passphrase

Selecting “ WEP-64bits’ or “WEP-128bits’ in the Encryption field generates
four WEP keys automatically. A combination of up to 64 letters, numbers,
or symbolsisrequired. Alternatively, leavethisfield blank and typein four
WEP keys manually.

WEP-64bit key: 10 hexadecimal digits (0~9, a~f, and A~F)
WEP-128bit key: 26 hexadecimal digits (0~9, a~f, and A~F)

Note: The ASUS WLAN family of products uses the same algorithm
to generate WEP keys, eliminating the need for users to remember
passwords and to maintain compatibility between products. How-
ever, using this method to generate WEP keys is not as secure as
manual assignment.

WEP Key

You can set a maximum of four WEP keys. A WEP key is either 10 or 26
hexadecimal digits (0~9, a~f, and A~F) based on whether you select 64bits
or 128bitsinthe WEP pull-down menu. TheASUS802.11g APand AL L of
itswireless clients MUST have at |east the same default key.

Key Index

The Default Key field lets you specify which of the four encryption keys
you useto transmit dataon your wirelessLAN. Aslong astheASUS 802.11g
AP or wireless mobile client with which you are communicating has the
same key in the same position, you can use any of the keys as the default
key. If the ASUS 802.11g APand ALL of itswireless clients use the same
four WEP keys, select “key rotation” to maximize security. Otherwise,
choose one key in common as the default key.

Network Rotation Key Interval

Thisfield specifiesthetimeinterval (in seconds) after which aWPA group
key is changed. Enter ‘O’ (zero) to indicate that a periodic key-change is
not required.

28
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Wireless

Click thisitem on the menu to reveal asub menu. Follow
the instructionsto setup the ASUS 802.11g AP. Tips are
given when you move your cursor over each item.

Bridge

AP Mode: Hybrid
AP Only

Channel: WDS Only
Hyhrid

AP Only

Wireless - Bridge

Wrndess bridge (also keown a5 Wireliss Distabution System or WDS) function allows you bo
connect to one or many APs through wireless,

a 8

U

AP Mode: AP Only &
Channal: [
Connect to APs In Remote Bridge Lisi?  ves © N0
Allaw anon ymaus? ves © No
Remote Bridge List [oe!

AT Address

|
Wireless - Bridge
Wirgless brdge (also known as Wreless Destnbution System or WDS) function allows you to
CONRBEE 1o St O many APs through wirslass,

a 4
L=
o000
e "
LB
tybiid =
QgL

AP Mode: [Hvbrid 3
Channel: B =
Connect to APs In Ramote Bridge List? ves T Mo
Allew anonymeus? T ves T Mo
Remote Bridge List Dl

MAC Address

| st | Finish | Apphy

WDS Only

Wireless - Bridge

Wireless bnoge (also known &5 Wire
connect to one

Distnbution System or WD'S) function allows you to
t to one or many APs throwgh $

wless

AP Mode: [0S Oriv g

Channal: 6 |

Connect ta AP in Remote Bridge List? vou . Mo

Allow anonymous? Yes © No

Remote Bridge List 0ol

MAC Address

ASUS 802.11g Access Point
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Wireless bridge (also known as Wireless Distribution System or WDS)
allows you to connect to one or many Access Points.

Access Point

AP Mode configures the ASUS 802.11g AP for a specific purpose. By
default, the ASUS 802.11g APis set to serve as an “ Access Point” where a
wireless mobile client can connect wirelessly to awired Ethernet network.

WDS Only

WithWDS, theASUS 802.11g AP can only communicate with other Access
Points.

Hybrid
Hybrid allows you to use the ASUS 802.11g AP both as an access point
and as awireless bridge.

Channel
Both A ccess Pointsin Wirel ess Bridge mode must be set to the same channel.
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Connect to APs in Remote Bridge List (Yes/No)
Select Yes to connect to access pointsin the remote bridge list.

Allow anonymous? (Yes/No)
Select Yes to allow users without accounts to connect.

Note: If “Connect to APs in Remote Bridge List” and “Allow Anony-
mous” are both setto “No”, it means that this AP will not connect with
other APs and therefore the AP mode setting will return to “AP Only”.
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Remote Bridge List

MAC Address

Enter the MAC address of thetarget ASUS 802.11g APin order to designate
which ASUS 802.11g AP will be the partner for thisASUS 802.11g AP.

You can setup your wireless environment as shown in this figure:

3. Software
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Note: The contentin braces “()” is the MAC address in the Remote
Bridge List of the AP. For example, WB1 have the MAC address of
WB in its Remote Bridge List.

Inthiscase, therearesix ASUS 802.11g APsand they arelinked aswireless
bridges. Take one of them, named WB, as an example. WB isnot in “AP
Only” mode and “Connect to APs in Remote Bridge List” is set as“Yes’,
so it can connect to WB3. Meanwhile, “allow anonymous’ is set as “Yes’
or “Allow anonymous’” is set as “No” but it has the MAC addresses of
WB1, WB2, and WB4 in the “Remote Bridge List”, so it can be connected
by WB1, WB2, and WBA4.
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Wireless

Click thisitem on the menu to reveal asub menu. Follow the
instructionsto setup theASUSwirelessrouter. Tipsare given
when you move your cursor over each item.

Access Control

ey Pull down menu items:

cartain wirsl tati to bypass access

e Disable (noinfo required)
L 4 list.
3

= = Accept (need to input information)

Access Control List

AC A Reject (need to input information)

Feestore | Finish Apply |

To add security, the ASUS 802.11g AP hasthe ability to only associate with
or not associate with wireless mobile clients that have their MAC address
entered into this page.

The default setting of “Disable” will allow any wireless mobile client to
connect. “Accept” will only allow those entered into this page to connect.
“Reject” will prevent those entered into this page from connecting.

Adding a MAC Address

To add aMAC address, enter the 12 hexadecimal characters into the white box
next to “MAC Address.” and click the Add button. The MAC address will be
placed inthe contral list below. Only atotal of 31 MAC addresses can be entered
into this page so determine which will be the lesser; those you wish to accept or
those you wish to rgect and click the appropriate“MAC Access Mode’.

Note: Click the “Finish” button to save your new settings and re-
start the ASUS 802.11g AP or click “Save” and restart later.
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Wireless

Click thisitem on the menu to reveal a sub menu. Follow the
instructions to setup the ASUS 802.11g AP. Tips are given
when you move your cursor over each item.

RADIUS Setting

Wireless - RADIUS Setting

This section allows you to set up additional parameters for authorizing
wireless clients through RADIUS server. It is required while you select
“Authentication Method® in *Wireless - Interface” as "WPA" or *Radius with
BO2.1x".

Server IP Address:
Server Port: 1812
Connection Secret: |
Reslore Finish Apply

Thissection allowsyou to set up additional parametersfor connection with
RADIUS Server. It isrequired while you select “ Authentication Method”
as“WPA” or “Radius with 802.1x” in “Wireless — Interface”.

Server |P Address - This field specifies the IP address of the RADIUS
server to use for 802.1X wireless authentication and dynamic WEP key
derivation.

Server Port - Thisfield specifiesthe UDPport number used by theRADIUS
server.
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Connection Secret - This field specifies the password used to initialize a
RADIUS connection.

Note: Click the “Finish” button to save your new settings and re-
start the ASUS 802.11g AP or click “Save” and restart later.
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Wireless

Click an item on the menu to reveal asubmenu. Follow the
instructions to set up the ASUS 802.11g AP. Tips are
displayed when you move your cursor over an item.

Advanced

Wireless - Advanced This section allows you to set up
I et glows veu ety seanenat praneres e wreess s e v grjdjtional parametersfor thewireless
router function. We recommend that
you use the default values for all

Hide SSID: C ves T o

Set AP lsolated? C ves o

Data Rate(Mbps): [Ae =]
P St P = items in this window
Fragmentation Threshald: [ '
RTS Threshold: ,?
DTIM Interval: ,l—
Heacon Interval: ,lrﬂ—
Enable Frame Bursting? Disabled =
Extended Mode: [Farwos =]
Hadio Power: ,lq_
_Finish_| Agply

Hide SSID - By default, “No” is selected so that wireless mobile users can
see your ASUS 802.11g AP's SSID and join. If “Yes’ is selected, your
ASUS 802.11g AP will not show in site surveys by wireless mobile clients
and they will have to manually enter your ASUS 802.11g AP's SSID. If
you want to restrict access to “your” ASUS 802.11g AP, thisisa simple
way to do it but for security reasons, don’t forget to change the SSID to
something other than “ default”.

Set AP Isolated - Selecting Yes to prevent wireless client from
communicating with each other.

Data Rate (Mbps) - Thisfield allowsyou to specify the transmission rate.
Leave on “Auto” to maximize performance versus distance.

Basic Rate Set - This field indicates the basic rates that wireless clients
must support. Use “1 & 2 Mbps’ only when backward compatibility is
needed for some older wireless LAN cards with a maximum bit rate of
2Mbps.

34
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Wireless (Cont.)

Fragmentation Threshold (256-2346) — Fragmentation is used to divide
802.11 frames into smaller pieces (fragments) that are sent separately to
the destination. Enable fragmentation by setting a specific packet size
threshold. If there is an excessive number of collisions on the WLAN,
experiment with different fragmentation values to increase the reliability
of frametransmissions. The default value (2346) isrecommended for normal
use.

RTSThreshold (0-2347) - The RTS/CTS (Request to Send/Clear to Send)
function is used to minimize collisions among wireless stations. When
RTS/CTS is enabled, the router refrains from sending a data frame until
another RTS/CTS handshake is completed. Enable RTS/CTS by setting a
specific packet size threshold. The default value (2347) is recommended.

DTIM Interval (1-255) — DTIM (Delivery Traffic Indication Message) is
awireless message used to inform clientsin Power Saving Mode when the
system should wake up to receive broadcast and multicast messages. Type
the time interval in which the system will broadcast aDTIM for clientsin
Power Saving Mode. The default value (3) is recommended.

Beacon Interval (1-65535) — This field indicates the time interval in
millisecondsthat a system broadcast packet, or beacon, issent to synchronize
thewireless network. The default value (100 milliseconds) isrecommended.

Enable FrameBursting? —Thisfield allowsyou to enable frame-bursting
modeto improve performance with wireless clientsthat al so support frame-
bursting.

Radio Power — Radio Power can be set between 1 to 84 but the default
value is recommended.

ASUS 802.11g Access Point
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Chapter 3 - Software Configuration

IP Config

Click thisitem on the menu to reveal asub menu. Follow the
instructions to setup the ASUS 802.11g AP. Tips are given
when you move your cursor over each item.

LAN
IP Config - LAN Selection items:
Get IP Automatically? * yez © Mo YeS nO |nf0 I' U| rEd
IP Addross: ( . eq . ) .
o _ =2 1 No (need to input information)
(Fo ] Coem) Click Apply or Finish if you make

any changes.

Get IP Automatically

Select Yes (default) or No to get IP address automatically from a DHCP
server.

Yes

This parameter determinesif the ASUS 802.11g AP will send out a DHCP
request during bootup. If you have a DHCP server on the network, set this
option so that the ASUS 802.11g AP can receive an automatic |P address
assignment.

If you have a DHCP (Dynamic Host Configuration Protocol) server on the
network, then the DHCP server will automatically assgntheASUS 802.11gAP
an |Paddresswhen the ASUS 802.11g APis powered up. To determinewhat |P
address has been assigned to theASUS 802.11g AP, review the |Paddress on the
“Status’ page available on the “Main Menu”.

No

The ASUS 802.11g AP also accepts a static | P address. You may manually
configure the IP address and subnet mask on the “IP Config” page. Enter
an | P address and a subnet mask in the field provided to assign the ASUS
802.11g AP a static IP address. If you don’'t know your Gateway setting,
leave it empty (not 0.0.0.0).
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System Setup

Click thisitem on the menu to reveal a sub menu. Follow the
instructions to setup the ASUS 802.11g AP. Tips are given
when you move your cursor over each item.

Operation Mode

System Setup - Operation Mode

WL200g support two operation modes to meet different requirements from
different group of people. Please select the mode that match your
situation.

In Access Point mode, ethernet port and wireless
devices are set to locate in the same local area
network. Those WAN related functions are nol
& Access Point supported here,
Explaining with technical terms, access point mode is,
NAT is disabled, lan port and wireless port of WL300g
are bridged together,

In this mode, we suppose you use the only ethernet
port of WL300g to connect to Internet through ADSL or
Cable Modem. and, there are many people In your
environment share the same IP to ISP,

-

Heme Gateway Explaining with technical terms, gateway mode is , NAT
is enabed, WAN connection is allowed by using PPPOE,
or DHCP client, or static 1P, In addition, some features
which are useful for home user, such as UPnP and

DDNS, are supported.
Apply I
!

The ASUS 802.11g AP supports two
operation modes to meet different
requirements from different groups of
people. Please select the mode that
matchesyour networking requirements.

Home Gateway

In this mode, we suppose you use the
Ethernet port to connect to Internet
through ADSL or Cable Modem. And,
there are many people in your
environment share the same IPto ISP

Technically, gateway modeis, NAT isenabled, WAN connection isalowed by
using PPPoE, or DHCPclient, or gatic IP. In addition, some featureswhich are
useful for home user, such as UPnPand DDNS, are supported.

Access Point

In Access Point mode, Ethernet port and wireless devices are set to locate in the
same loca areanetwork. Those WAN related functions are not supported here.

Technically, access point modeis, NAT isdisabled, one wan port and four LAN

ports are bridged together.

By default, the ASUS 802.11g AP operates in Access Point mode.

ASUS 802.11g Access Point
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Chapter 3 - Software Configuration

Home Gateway Mode P

WL300g support two operation modes to meet different roquirements from
different group of people. Fease select the mode that match your
situstion,

There are three operation modes in the ASUS
802.11g AP. The default operation mode of the e
ASUS 802.11g AP is Home Gateway Mode.
Please refer to “System Setup” — “Operation
Mode” indetail. To start quick setup, click Next
to enter the “Quick Setup” page. Follow the
instructions to setup the ASUS 802.11g AP.

Quick Setup in Home Gateway Mode

Flease choose the time rone where you are locating in.

Time Zone: (GMT-11:00) Midway lsland, Samoa =
[EHT-1T00) Wedway stand, Samaa__ |~

(GMT-10000) Hawsii

(GMT-09.00) Alaska

(GMT-0800) Pacific Time

(GMT-07-00) Mountain Time

[GMT-07-00) Ari

(GMT-06 100) C

(GMT-06:00) Middl

(T-05.00

(GMT-05 100) Eas

(GMT.04 00

(GMT-04:00) B

[EMT-03.00 ‘u

(GMT-0% 00) 8 s

(GMT-02:00; N‘ d—NIarmc

(GMT) Gambia, Libéna, Morocco

[GMT) England

In Access Point mode, athomet port and winless
devioes ane set to locate In the sams: local ares
netwark, Those WAN related functions are ot
supprted hese

Exglaining with technical terms, scoess point mode is,
HAT is disabhed, lan port and wineless port of WL300g
ae bridged togathes

In this morbe, we suppose you sse th only ethamet
port of W1300g to connact to Intemet throigh ABSL o
Cable Modem. And, there are many peophe in your
environ t share the same o 15P.

Explaining wllh ln:l mical berms, gateway mode ks, HAT
Is enabed, WAN conn esCtion I: nlluMsd by using PF?ul.
of nncwl |l of static 1P, In (IUIIIol some featuses
which arm useful far hama usar, such as UPIP and
DONS, ame supported

Select your time zone or the closest

region. Click Next to continue.

Select the connection type. Click

WLbuUb suppnrts SEVEr, aI kinds of connel:tlnn tD Jnlamel thmugh its WAN pnrt Please select H
oty you e T i, smfore ot an et s e e pan e INGXT 1O contlnue.

runnected wL oo0b's WAN port tu y’our [l L or cable Mndem

= Cable Madem or other connection type that gers IP amsmanically.

_'_:__}\DSL ion that requires and p I, It is known as PPPoL.
“ apsL lan that requires " f and IF address. It is known as PPTP.
' ABSL or ather conmection type that uses static 1P addeess,

] e

Select “No” to enter the information

:,T.:f:m..'.:..,? e R v manually. “Yes’ will disablethefield.
" Click Next to continue.

Default Gateway:

Get DNS Server autamatically? © Yos G o

DNS Sarver 1:
DNS Server 2:
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Home Gateway Mode (Cont.)

Quick Setup To set up your wireless interface,
e et e e e e v o s o YOU MUSt first give it an SSID
e o o ord for authentication and data (Service Set Identifier). The SSID

IS a unique identifier attached to
packets sent over WLANS. This
identifier emulates a password
when a wireless device attempts
communication on the WLAN.
Because an SSID distinguishes
WLANS from each other, access
L e e the b st o fome sty encn e points and wireless devices trying
e to connect to aWLAN must usethe
same SSID.

Security Level:
Passphrase:

WEP Key 1 (10 or 26 hex digits):
WEP Key 1 (10 or 26 hex digits):
WEP Key 1 (10 or 26 hex digits):
WEF Key 1 {10 or 26 hex digits):

Dafault Fey:

Save & Restart

SavediRestart

Also, if youwant to protect transmitted data, select amiddle or high Security
Level.

Medium: Only allows those users with the same WEP key to connect to
this access point and to transmit data using 64-bit WEP or 128-bit WEP
encryption.

o
L —
S
=
=
o
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™

Home Gateway

High: Only allowsthose userswith the sameWPA pre-shared key to connect
to this access point and to transmit data using TKIP encryption.

Click Finish to continue. You are prompted to save the settings. Click
Save& Restart to save the settingsto the ASUS 802.11g AP and enable the
new settings.
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Chapter 3 - Software Configuration

Virtual Server and Dynamic-DNS (DDNS)

NAT Setting - Virtual Server

To make services, e WWW, FTP, provided by a server in your local network accessible for
outside users, you should specify 3 local 1P addr to the wer. Then, add th ddrgs:
network protocol type, port numbar, and name of the service in the following list. Based on the
list, the gateway will forward service request from outside users to the corresponding local
server.

Enable Virutal Sarver? Fves T N
Virtual Server List Dal
Well Known Uger Defined »
User Defined
Local I Port Range  |FTP pian
TELNET
SMTP
DHE
FINGER
HTTP
POP3
SHMP
SNME TRAR
IP Config - Miscellaneous
Enable UPnP? ® vos © No
Enable Web Access from WAN?  vos © No
Enable Log for Access from WAN?  vos € No
Remote Log Server:
Time Zone: (GMT-11:00) Midweay lsland, Samaa  »
NTP Server: 131.107.1.10

DDNS Setting

Dynamic-DNS (DDNS) allows you to @xport your sarver to Intemet with an unique name, even
though you have no static 12 address. Currently, two DONS clients are embedded in WL300g. You
can chek Free Toal below to start with @ free tnal account.

Enable the DDNS Client?

o, @
Tes  No

Sarver: WWW DYNDNS ORG % | Free Tria

User Hame or E-mall Address:

Fassword or DDNS Key:
Host Name:

Enable wildcard? “ ves ¥ Mo

Update Manually:

Virtual Server allows you to make
services, like WWW, FTP, provided
by a server in your local network
accessible for outside users. DDNS
allows users to export host names to
the Internet through aDDNS service
provider. Each time your ASUS
802.11g AP connect to the Internet
and get an IPaddressfrom an ISP, this
function will update your IP address
to the DDNS service provider
automatically, so that any user on the
Internet can access your servers
through apre-defined nameregistered
inaDDNS service provider.

Note: Currently, clients connected to DynDNS or TZO are embedded
in ASUS 802.11g AP. You can click Free Trial link behind each DDNS
service provider to start with a free trial account.

40
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WAN to LAN Filter

Date to Enable WAN to LAN Filter:
P tha P £ gat

PR P B

ACCEPT »

——

Time of Day 10 Enable WAN 1o LAN Filter:
Packets(WAH 10 LAN) not specified will be:

Filterad ICMP{WAN 1o LAN) packet types:

WAN to LAN Filter Table

Well Known Uger Defined el
e Dainaea

Source I Port Range Wi Protocel
{ ]

I |IJI:ALF'LAYI:I<‘.'\:."J|CK mE [ e ~
TELNET
FTP
MSN Messanger
MIRC
NETMEETING(1)
NETMEETING(Z)
MNETMEETING3)
NETMEETING4

Fiestore | Finish Apphy

WAN to LAN Filter

Date to Enable WAN to LAN Filter:
P tha P £ gat

PR P B

ACCEPT »

——

Time of Day 10 Enable WAN 1o LAN Filter:
Packets(WAN 10 LAN) not specified will be:

Filterad ICMP{WAN 1o LAN) packet types:

WAN to LAN Filter Table

Well Known User Defined o
Usser Dufined

Source IP Port Range  [WWW Protocel
{ ]

I |IJI:AL PLAYER/GUICK TME [~ [Top ~
TELNET
FTP
MSN Messanger
MIRC
NETMEETING(1)
NETMEETING(Z)
MNETMEETING3)
NETMEETING 4

FRestore | Finish Apphy

Internet Firewall - Basic Config

Enabling Firewall(SPI Firewall) will provide basic protection for WL300g and devices behind it. 1If
you want to filter out specified packets, please use WAN vs, LAN filter in next page.

Enable Firewall? ® ves T Mo
Logged packels type: |Nnne 'I
Enabila Wab Access from WAN? Cves T o

Part of Wab Accass fram WAN: @
Respand |PR Roquest from WAN? C s ® o
Respand Ping Request from WAN? © s ® o
Rustore Funigh Apply

Internet Firewall

LAN & WAN filter allows you to
block specified packets between
LAN and WAN inapre-defined time
interval. URL filter allows you to
block specific URL accessfrom your
local network.

Note: The only Ethernet port in
ASUS 802.11g AP is used for
WAN connection in “Gateway”
mode. If you still hope to config-
ure ASUS 802.11g AP through
Ethernet port, please remember
to enable “Web Access from
WAN” in “Internet Firewall - Ba-
sic Config”.

ASUS 802.11g Access Point
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Chapter 3 - Software Configuration

System Setup

Click thisitem on the menu to reveal asub menu. Follow the
instructions to setup the ASUS 802.11g AP. Tips are given
when you move your cursor over each item.

Change Password

System Setup - Change Password

Mow Password:

Retype Hew Password

This page will alow you to change the default password “admin” (lower
case) to any password of you choice. You can enter any usable characters
between 1-16 characters long (cannot be left blank). Click Save button to
save your new password. If you forget the ASUS 802.11g AP’s password,
you can reset the ASUS 802.11g AP to its factory settings (see
troubleshooting).
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Note: The password is case sensitive.
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System Setup

Click thisitem on the menu to reveal asub menu. Follow the
instructions to setup the ASUS 802.11g AP. Tips are given
when you move your cursor over each item.

Firmware Upgrade

System Setup - Firmware Upgrade Firmware Upgrading !
Follow instructions listed below: System is upgradingl Please wait until home page of WL300g sefing is shown up again

1. Check if any new version of firmware is available on ASUS website. Mote: It takes about 80 seconds.

2. Dewnload a proper version to your local machine.
thir dowsiloadid file in the “Hew Femwan File®,

0 WL300. It spends about 10 seconds.

Product 1D MQ
Firmwara Versl 1819
Hew Firmware Flle: s

3. Software
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This pagereportsthe Flash Code (Firmware) versioninstalled intheASUS
802.11g AP. Periodically, a new Flash Code is available for the ASUS
802.11g APson ASUS' s Web site. You can update theASUS 802.11gAP's
Flash Code using the Firmware Upgrade page under the Advanced Setup
menu of the Web Manager. If you are experiencing a problem with your
ASUSWLAN equipment, a Technical Support representative may ask you
to give your device's Flash Code (Firmware) version.

Note: The firmware upgrade takes approximately 60 to 90 seconds.
When the firmware upgrade is completed, you will be directed to
the home page.
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Chapter 3 - Software Configuration

System Setup

Click thisitem on the menu to reveal asub menu. Follow the
instructions to setup the ASUS 802.11g AP. Tips are given
when you move your cursor over each item.

Setting Management

System Setup - Setting Management

This function alows you to 5ave Current settings of WLI00g to a file, or load settings from
a file.

Save As a File

Move your curser over -|EG€ | k th nght but! 1 mouse and select "Save As...
1o save Lulrerll g of WL 'JOOg . (Note: While you save current settings to &
fil, 1t will b J I flash )

Load From a File

r the path of & d ded file lI N v Selttin gl'l ow .
I =k Ilpl I to I lI I J.‘l ?nn_; It I k w time to firish !Iu' process
J I the rhoo!

Now Satting File: [(Browss.. |

Upload |

This function allows you to save current settingsto afile, or load settings
from afile.

Save As a File

Move your cursor over the HERE link on the web page. Then click the
right button of mouse and select Save As... to save current setting into a
file.

Note: When current settings are saved to file, it will be saved to flash
as well.

Load From a File

Specify the path of and name of the downloaded file in the New Setting
File below. Then, click Upload to write the file to. It takes a few time to
finish the process and then the system will reboot.

New Setting File
Click Browseto locate thefile.
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System Setup

Click thisitem on the menu to reveal asub menu. Follow the
instructions to setup the ASUS 802.11g AP. Tips are given
when you move your cursor over each item.

Factory Default

System Setup - Factory Default

lick the Restore button ta clear all sattings and restore the factary defaults. Then, wait for the

click the
hame gateway to reboot.
Restore

Restoring Factory Default Settings

Web Manager

You can reset all settingsto their factory defaults through the web manager
using the “ Factory Default” pagein “Advanced Setup”. Click the Restore
button and wait about 30 seconds beforetrying to accesstheASUS 802.119g
AP,

3. Software
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Hardware

You can reset all settingsto their factory defaults manually by pushing the
“Restore” button in ahole on the back of the ASUS 802.11g APwhileitis
ON. Use a pen or straightened paper clip to hold the “Restore” button
depressed over 5 seconds until the power LED on the front of the ASUS
802.11g AP starts blinking.

Note: You will be notified when factory default settings are restored
while using the web manager.
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Status & Log

Click thisitem on the menu to reveal asub menu. Follow the
instructions to setup the ASUS 802.11g AP. Tips are given
when you move your cursor over each item.

Status Wireless

Status Status & Log - 11g Interface

Sytem Up Time: [1Day: THour: 17 i : & 5ec mode  : AP only =

[Channel @ 1
Lm |rllarfa:a [Stations List
p

1P Address: [152.168.1.1

ubret Mask: [os 295 2550

Fefresh Hadio Contral: Dizable | Enable
Refresh
System Up Time

Shows how long the ASUS 802.11g AP has been running since the last
bootup.
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LAN Interface

IP Address

Shows the IP address of the ASUS 802.11g AP. When getting IP
automatically, it is necessary to see the | P address from this screen.

Default Gateway
Shows the default gateway | P address if entered. This can be blank.
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Firmware Restoration

The Firmware Restoration utility is an emergency rescue tool that can
automatically search out an ASUS 802.11g AP that has failed during a
firmware upload and re-upload a firmware that you specify. A failed
firmware upgrade will causethe ASUS 802.11g APto enter afailure mode,
waiting for the Firmware Restoration utility to find and upload a new
firmware. The process takes about 3 to 4 minutes.

Note: This is not a firmware upgrade utility and cannot be used on
a working ASUS 802.11g AP . Normal firmware upgrades must be
done through the web manager.

[TICIEREER P G Device Discovery The Firmware Restoration utility IS
) WLan Card ¥ @l Firmware Restaration launched from the Windows Start menu.

| Uninstall ASUS 802,119 WLAN AP Utiities

3. Software
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A Firmware Restoration |

E3
Filemarne: || Browse..,

Status

once you have specified a file, click the "Upload" button.

Upload Close

Using a Hub
If you have problems uploading afirmware while using anetwork hub, try
connecting your computer directly to the LAN port. Either 10Base-T or
100Base-TX connections can be used.
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Chapter 4 -Troubleshooting

4. Troubleshooting

TheASUSAPIsdesigned to be very easy to install and operate. However, if
you experiencedifficulties, usetheinformationinthischapter to help diagnose
and solve problems. If you cannot resolve a problem, contact Technical
Support, as listed on the front of this manual.

Common Problems and Solutions

Problem
The ASUS AP does not power up:

Solution

o Check for faulty ASUSAP power supply by measuring the output voltage
with an electrical test meter.

e Check failed AC supply (power outlet)

Problem

Cannot communicate with the ASUS AP through a wired network
connection.

Solution

» Verify network configuration by ensuring that there are no duplicate | P
addresses. Power down the devicein question and ping the assigned | P
address of the device. Ensure no other device responds to that address.

» Check that the cables used have proper pin outs and connectors or use
another LAN cable.

* Check that the hub, switch, or computer that the ASUSAPIs connected
and that all devices support 10M bps speed.

Thisiswhat you will seeif you connect the ASUS 802.11g APto a

10/100 Mbps Hub Pure 100 Mbps Hub
Hub LED ON OFF
Access Point (Link) LED ON ON

So you will not know if the connection is bad from the ASUS AP Link
LED aone, you will haveto look at the Hub LED if you are not sure what
kind of hub the ASUS AP is attached to.
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Problem ==
TheASUSAPDevice Discovery ill cannot find or connect to

the ASUS AP after verifying the IP address and LAN cable, ™
changes cannot be made, or password islogt. O

M

e

Solution

In case the ASUS AP is inaccessible, you can restore the
ASUSAP sfactory default settings. Use astraightened paper Dj
clip to press the button located in the hole on the back of the ‘O
ASUSAP and keep it depressed over 5 seconds. The power l

LED will darken and then light up when reset is successful.

Reset to Defaults

ilo |t
L5500

Thefollowing arefactory default values. These valueswill be present when you
first receive your the ASUS AP, if you push the reset button on the back of the
ASUSAP over 5seconds, or if yourestore factory settingsthrough theASUS

AP software.
Name Default Value

Wireless - Interface _E’
SSID default S
Channel 6 >
Encryption (WEP) None =
Broadcast SSID No =

Wireless - Bridge =
AP Mode Access Point Only <

Wireless - Access Control

MAC Access Mode Disabled

IP Config - LAN
IP Address 192.168.1.1
Get IP Address Automatically Yes
Subnet Mask 255.255.255.0
Gateway (blank)

System Setup - Password
Operation Mode
User Name
Password

Access Point
admin
admin

ASUS 802.11g Access Point
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Chapter 4 -Troubleshooting

Problem
My ASUS WLAN Card will not associate with the ASUS AP.

Solution
Follow these steps:

1.

Make sure that your WLAN Card is of the same specifications as the
WLAN Access Point.

Try to bring the devices closer together; the ASUS WLAN Card may
be out of range of the ASUS AP.

Confirmthat theASUSAPand ASUSWLAN Card havethesame SSID.

Confirm that the ASUS AP and ASUS WLAN Card have the same
Encryption settings, if enabled.

Confirm that the ASUS AP’ sAir and Link LEDs are solid green.

Confirm that the authorization table includes the MAC address of the
ASUSWLAN Card if “Authorization Table” is enabled.

Confirm that the operational mode is “Access Point” mode.

Confirm that the ASUS AP and ASUS WLAN Card have the same
preamble mode.

Problem
The throughput seems slow.

Solution

To achieve maximum throughput, verify that your antennas are well-placed,
not behind metal, and do not have too many obstacles between them. If
you move the client closer to the ASUS AP and throughput increases, you
may want to consider adding asecond ASUSAPand implementing roaming.

Check antenna, connectors and cabling.
Verify network traffic does not exceed 37% of bandwidth.

Check to see that the wired network does not exceed 10 broadcast
messages per second.

Verify wired network topology and configuration.
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Problem
| cannot find the ASUS APs using the ASUS AP Discovery.

Solution

To configurethe ASUS AP through an ASUSWLAN Card, your computer
must be in the same subnet of the ASUS AP. You cannot find the ASUS
APs with subnet different from your computer within the same gateway.
You must change your computer to the same subnet asthe ASUSAP. The
factory default subnet of the ASUSAPis"192.168.1.1".

Problem
How do | upgrade the firmware on the ASUS AP?

Solution

Periodically, a new Flash Code is available for the ASUS APs on the ftp
siteat ftp://ftp.asus.com. You can update theASUSAP s Flash Code using
the software described in this User’'s Manual.

ASUS 802.11g Access Point
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5. Appendix

External Antenna Connector

Slide the right side cover back to reveal the antenna connector.
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Operating frequency range

The DSSS PHY shall operate in the frequency range of 2.4 GHz to 2.4835
GHz as allocated by regulatory bodies in the USA and Europe or in the
2.471 GHz to 2.497 GHz frequency band asallocated by regulatory authority
in Japan.

Number of operating channels

The channel center frequencies and CH ID numbers shall be as shown
below. The FCC (US), IC (Canada), and ETSI (Europe) specify operation
from 2.4 GHz to 2.4835 GHz. For Japan, operation is specified as 2.471
GHz to 2.497 GHz. France allows operation from 2.4465 GHz to 2.4835
GHz, and Spain allows operation from 2.445 GHz to 2.475 GHz. For each
supported regulatory domain, all channels marked with “Yes” shall be
supported.

Inamultiple cell network topology, overlapping and/or adjacent cellsusing
different channels can operate simultaneously without interference if the
distance between the center frequencies is at least 30 MHz. Channel 14
shall be designated specifically for operation in Japan.

DSSS PHY frequency channel plan

(Regulatory Domains)
CHID Frequency X'10' X20" X30' X371 X'32' X'40'
FCC IC ETSI  Spain France  MKK

1 2412MHz Yes Yes Yes - - Yes
2 2417 MHz Yes Yes Yes - - Yes
3 2422 MHz Yes Yes Yes - - Yes
4 2427 MHz  Yes Yes Yes - - Yes
5 2432 MHz Yes Yes Yes - - Yes
6 2437 MHz Yes Yes Yes - - Yes-
7 2442 MHz  Yes Yes Yes - - Yes
8 2447 MHz Yes Yes Yes - - Yes
9 2452 MHz Yes Yes Yes - - Yes
10 2457 MHz  Yes Yes Yes Yes Yes Yes
11 2462 MHz  Yes Yes Yes Yes Yes Yes
12 2467 MHz - - Yes - Yes Yes
13 2472 MHz - - Yes - Yes Yes
14 2484 MHz - - - - - Yes

ASUS 802.11g Access Point
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Glossary

Access Point (AP)

An networking device that seamlessly connects wired and wireless networks.
Access Points combined with a distributed system support the creation of
multiple radio cells that enable roaming throughout afacility.

Ad Hoc

A wirelessnetwork composed solely of stationswithin mutual communication
range of each other (no Access Point).

AES(Advance Encryption Standard)

AES is the U.S. government’s next-generation cryptography algorithm,
which will replace DES and 3DES. Thisencryption key protocol isapplied
in 802.1i standard to improve WLAN security. AES will require new
hardware, in contrast with TKIP that can be used on existing wireless
devices.

Basic Service Area (BSS)
A set of stations controlled by a single coordination function.

Broadband

A typeof datatransmissioninwhich asingle medium (such ascable) carries
several channels of data at once.

Channel

An instance of medium use for the purpose of passing protocol data units that
may be used simultaneoudly, in the same volume of space, with other instances
of medium use (on other channels) by other instances of the same physical
layer, with an acceptably low frame error ratio due to mutua interference.

Client
A client is the desktop or mobile PC that is connected to your network.

54
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COFDM (for 802.11a or 802.119)

Signa power aone is not enough to maintain 802.11b-like distances in an
802.11a/g environment. To compensate, a new physical-layer encoding
technology was designed that departs from the traditional direct-sequence
technology being deployed today. This technology is called COFDM (coded
OFDM). COFDM wasdevel oped specifically for indoor wirdessuseand offers
performance much superior to that of spread-spectrum solutions. COFDM
works by breaking one high-speed data carrier into several lower-speed
subcarriers, which are then transmitted in parallel. Each high-speed carrier is
20 MHz wide and is broken up into 52 subchannels, each approximately 300
KHzwide. COFDM uses48 of these subchannelsfor data, whiletheremaining
four are used for error correction. COFDM delivers higher data rates and a
high degree of multipath reflection recovery, thanks to its encoding scheme
and error correction.

Each subchannel in the COFDM implementation is about 300 KHz wide. At
thelow end of the speed gradient, BPSK (binary phase shift keying) isused to
encode 125 Kbps of data per channedl, resulting in a 6,000-Kbps, or 6 Mbps,
data rate. Using quadrature phase shift keying, you can double the amount of
data encoded to 250 Kbps per channdl, yielding a 12-Mbps data rate. And by
using 16-level quadrature amplitude modul ation encoding 4 bits per hertz, you
can achieve a data rate of 24 Mbps. The 802.11a/g standard specifies that al
802.11a/g-compliant products must support these basic datarates. The standard
asoletsthe vendor extend the modulation scheme beyond 24 M bps. Remember,
the more bits per cycle (hertz) that are encoded, the more susceptiblethesigna
will beto interference and fading, and ultimately, the shorter the range, unless
power output isincreased.

Device Name

Also known as DHCP client ID or network name. Sometimes provided by
an | SP when using DHCP to assign addresses.

DHCP (Dynamic Host Configuration Protocol)

This protocol allows a computer (or many computers on your network) to
be automatically assigned a single IP address from a DHCP server.

DNS Server Address (Domain Name System)

DNS alows Internet host computers to have adomain name and one or more
IP addresses. A DNS server keeps a database of host computers and their
respective domain namesand | P addresses, so that when auser entersadomain
name into the Internet browser, the user is sent to the proper |P address. The
DNS server address used by the computerson your homenetwork isthelocation
of the DNS server your ISP has assigned.

ASUS 802.11g Access Point
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DSL Modem (Digital Subscriber Line)
A DSL modem uses your existing phone lines to transmit data at high speeds.

Direct-Sequence Spread Spectrum (for 802.11b)

Spread spectrum (broadband) uses a narrowband signal to spread the
transmission over asegment of the radio frequency band or spectrum. Direct-
sequenceisaspread spectrum technique where the transmitted signal isspread
over aparticular frequency range.

Direct-sequence systems communicate by continuoudy transmitting aredundant
pattern of bitscalled achipping sequence. Each bit of transmitted datais mapped
into chips and rearranged into a pseudorandom spreading code to form the
chipping sequence. The chipping sequence is combined with a transmitted
data stream to produce the output signal.

Wireless mobile clients receiving a direct-sequence transmission use the
spreading code to map the chips within the chipping sequence back into bitsto
recreate the original data transmitted by the wireless device. Intercepting and
decoding a direct-sequence transmission requires a predefined agorithm to
associate the spreading code used by the transmitting wireless device to the
receiving wireless mobile client.

This algorithm is established by IEEE 802.11b specifications. The bit
redundancy within the chipping sequence enablesthereceiving wirelessmobile
client to recreate the origina data pattern, evenif bitsin the chipping sequence
are corrupted by interference. Theratio of chips per bit is called the spreading
ratio. A high spreading ratio increasestheres stance of thesignal to interference.
A low spreading ratio increasesthe bandwidth availableto the user. Thewireless
deviceusesacongtant chiprate of 11M chips/sfor al datarates, but usesdifferent
modul ation schemes to encode more bits per chip at the higher datarates. The
wirelessdeviceiscapableof an 11 Mbpsdatatransmissionrate, but the coverage
areaislessthanal or 2 Mbpswirel essdevice since coverage areadecreasesas
bandwidth increases.

Encryption
This provides wireless data transmissions with alevel of security.

Extended Service Set (ESS)

A set of one or moreinterconnected basic service set (BSSs) and integrated
local area networks (LANS) can be configured as an Extended Service Set.

ESSID (Extended Service Set Identifier)

You must havethe same ESSID entered into the gateway and each of itswireless
clients. The ESSID isauniqueidentifier for your wireless network.
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Ethernet

The most widely used LAN access method, which is defined by the IEEE
802.3 standard. Ethernet isnormally ashared mediaL AN meaning all devices
on the network segment share total bandwidth. Ethernet networks operate at
10Mbps using CSMA/CD to run over 10-BaseT cables.

Firewall

A firewall determines which information passesin and out of anetwork. NAT
can create anatura firewall by hiding aloca network’s I P addresses from the
Internet. A Firewall prevents anyone outside of your network from accessing
your computer and possibly damaging or viewing your files.

Gateway

A network point that manages al the datatraffic of your network, aswell asto
the Internet and connects one network to another.

|IEEE

TheInstitute of Electrical and Electronics Engineers. The |EEE sets standards
for networking, including Ethernet LANs. |IEEE standards ensure
interoperability between systems of the sametype.

|[EEE 802.11

|EEE 802.xx isaset of specificationsfor LANsfrom the Ingtitute of Electrical
and Electronic Engineers (IEEE). Most wired networks conform to 802.3, the
specification for CSVMIA/CD based Ethernet networksor 802.5, the specification
for token ring networks. 802.11 defines the standard for wireless LANs
encompassi ng three incompatible (non-interoperabl e) technol ogies: Frequency
Hopping Spread Spectrum (FHSS), Direct Sequence Spread Spectrum (DSSS),
and Infrared. 802.11 specifiesacarrier sense mediaaccess control and physical
layer specificationsfor 1 and 2 Mbpswireless LANS.

|IEEE 802.11a (54Mbits/sec)

Compared with 802.11b: The 802.11b standard was designed to operate in
the2.4-GHz I SM (Industrid, Scientific and M edical) band using direct-sequence
spread-spectrum technology. The 802.11a standard, on the other hand, was
designed to operate in the more recently allocated 5-GHz UNII (Unlicensed
Nationa Information Infrastructure) band. And unlike 802.11b, the 802.11a
standard departsfrom thetraditional spread-spectrum technology, instead using
a frequency divison multiplexing scheme that's intended to be friendlier to
office environments.

The 802.11a standard, which supports data rates of up to 54 Mbps, isthe Fast
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Ethernet analog to 802.11b, which supports data rates of up to 11 Mbps. Like
Ethernet and Fast Ethernet, 802.11b and 802.11ause anidentical MAC (Media
Access Control). However, while Fast Ethernet uses the same physical-layer
encoding scheme as Ethernet (only faster), 802.11a uses an entirely different
encoding scheme, called OFDM (orthogonal frequency division multiplexing).

The802.11b spectrumisplagued by saturation from wirel essphones, microwave
ovensand other emerging wirel esstechnol ogies, such asBluetooth. In contrast,
802.11a spectrum isrelatively free of interference.

The802.11astandard gainssomeof its performance fromthe higher frequencies
at which it operates. The laws of information theory tie frequency, radiated
power and distance together in an inverserelationship. Thus, moving up to the
5-GHz spectrum from 2.4 GHz will lead to shorter distances, given the same
radiated power and encoding scheme.

Compared with 802.11g: 802.11ais a standard for access points and radio
NICs that is ahead of 802.11g in the market by about six months. 802.11a
operates in the 5GHz frequency band with twelve separate non-overlapping
channels. As aresult, you can have up to twelve access points set to different
channelsin the same areawithout them interfering with each other. Thismakes
access point channel assignment much easier and significantly increases the
throughput the wireless LAN can deliver within agiven area. In addition, RF
interference is much less likely because of the less-crowded 5 GHz band.

|IEEE 802.11b (11Mbits/sec)

In 1997, the Institute of Electrical and Electronics Engineers (IEEE) adopted
the 802.11 standard for wireless devices operating in the 2.4 GHz frequency
band. This standard includes provisions for three radio technologies. direct
sequence spread spectrum, frequency hopping spread spectrum, and infrared.
Devicesthat comply with the 802.11 standard operate at adatarate of either 1
or 2 Mbps.

In 1999, the | EEE created the 802.11b standard. 802.11bisessentially identica
to the 802.11 standard except 802.11b providesfor datarates of up to 11 Mbps
for direct sequence spread spectrum devices. Under 802.11b, direct sequence
devices can operate at 11 Mbps, 5.5 Mbps, 2 Mbps, or 1 Mbps. This provides
interoperability with existing 802.11 direct sequence devicesthat operate only
at 2 Mbps.

Direct sequence spread spectrum devices spread aradio signal over arange of
frequencies. The IEEE 802.11b specification allocates the 2.4 GHz frequency
band into 14 overlapping operating Channels. Each Channel correspondsto a
different set of frequencies.
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IEEE 802.11g

802.11g is a proposed (to be finalized) new extension to 802.11b (used in
majority of wireless LANSs today) that broadens 802.11b's data rates to 54
Mbps within the 2.4 GHz band using OFDM (orthogonal frequency division
multiplexing) technology. 802.11g alowsbackward compatibility with 802.11b
devicesbut only at 11 Mbps or lower, depending on the range and presence of
obstructions.

Infrastructure

A wireless network centered about an access point. In this environment, the
access point not only provides communi cation with thewired network but also
mediates wireless network traffic in the immediate neighborhood.

IP (Internet Protocol)

The TCP/IP standard protocol that defines the |P datagram as the unit of
Information passed acrossan I nternet and providesthe basisfor connectionless
packet delivery service. IPincludesthel CM P control and error message protocol
asanintegra part. It provides the functiona equivaent of 1ISO OSl Network
Services.

IP Address

An IP address is a 32-bit number that identifies each sender or receiver of
information that is sent across the Internet. An |P address has two parts: the
identifier of aparticular network on theInternet and anidentifier of the particular
device (which can be a server or aworkstation) within that network.

ISM Bands (Industrial, Scientific, and Medicine Bands)

Radio frequency bandsthat the Federal Communications Commission (FCC)
authorized for wirelessLANSs. The ISM bands are located at 902 MHz, 2.400
GHz, and 5.7 GHz.

ISP (Internet Service Provider)

An organization that providesaccessto the Internet. Small ISPsprovide service
via modem and ISDN while the larger ones aso offer private line hookups
(T1, fractiona T1, etc.).

LAN (Local Area Network)

A communications network that serves users within a defined geographical
area. The benefits include the sharing of Internet access, files and equipment
like printers and storage devices. Specia network cabling (10 Base-T) isoften
used to connect the PCs together.
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MAC Address (Media Access Control)
A MAC addressisthe hardware address of a device connected to a network.

NAT (Network Address Translation)

NAT masksalocal network’sgroup of |Paddressesfrom the externa network,
alowing a local network of computers to share a single ISP account. This
processallowsall of thecomputerson your home network to useonel Paddress.
Thiswill enable accessto thelnternet from any computer on your home network
without having to purchase more I P addresses from your ISP

NIC (Network Interface Card)

A network adapter inserted into a computer so that the computer can be
connected to anetwork. It isresponsible for converting datafrom stored in the
computer to the form transmitted or received.

Packet

A basic message unit for communication across a network. A packet usually
includesrouting information, data, and sometimeserror detection information.

PCMCIA (Personal Computer Memory Card International Association)

The Personal Computer Memory Card International Association (PCMCIA),
develops standards for PC cards, formerly known as PCMCIA cards. These
cards are available in three types, and are about the same length and width as
credit cards. However, the different width of the cardsrangesin thicknessfrom
3.3mm (Typel) to 5.0 mm (Typell) to 10.5 mm (Typelll). These cardscan be
used for various functions, including memory storage, land line modems and
wireless modems.

PPP (Point-to-Point Protocol)

PPPisaprotocol for communication between computersusing aserid interface,
typicaly apersonal computer connected by phone lineto aserver.

PPPoE (Point-to-Point Protocol over Ethernet)

Point-to-Point Protocol is a method of secure data transmission. PPP using
Ethernet to connect to an ISP

Radio Frequency (RF) Terms: GHz, MHz, Hz

Theinternationa unit for measuring frequency isHertz (Hz), equivalent to the
older unit of cycles per second. One megahertz (MHz) is one million Hertz.
One gigahertz (GHz) is one billion Hertz. The standard US electrical power
frequency 1s60 Hz, the AM broadcast radio frequency band is0.55-1.6 MHz,
the FM broadcast radio frequency band is 88-108 MHz, and wireless 802.11
LANsoperate at 2.4 GHz.
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RIP (Routing Information Protocol)

Routing Information Protocol (RIP1) is defined as a means by which routing
equipment can find the best path for transmitting data packetsfrom one network
to another. Upgrades have been madeto the RIP1 protocol, resultingin Routing
Information Protocol Version 2 (RIP2). RIP2 was devel oped to cover some of
the inefficiencies of RIPL.

Metric: RIP metric is a value of distance for the network. Usualy RIP
incrementsthe metric when the network informationisreceived. Redistributed
routes default metric offset is set to 1. These rules can be used to change the
metric offset only for the matched networks specified or excluded in the Route
Metric Offset table. But the metric offset of other networksis still set to 1.

SSID (Service Set ID)

SSID is a group name shared by every member of a wireless network. Only
client PCswith the same SSID are allowed to establish a connection.

Station
Any device containing |EEE 802.11 wireless medium access conformity.

Subnet Mask

A subnet mask isaset of four numbers configured likean I P address. Itisused
to create | P address numbers used only within a particular network.

TCP (Transmission Control Protocol)

Thestandard transport leve protocol that providesthefull duplex, Sream service
on which many application protocols depend. TCP alows a process or one
machineto send astream of datato aprocesson another. Softwareimplementing
TCP usually resides in the operating system and uses the P to transmit
information across the network.

TKIP (Temporal Key Integrity Protocol)

TKIPisusedin WPA to replace WEP with a new encryption algorithm that
Is stronger than the WEP algorithm but that uses the calculation facilities
present on existing wireless devices to perform encryption operations.

WAN (Wide Area Network)

A system of LANS, connected together. A network that connects computers
located in separate aress, (i.., different buildings, cities, countries). The lnternet
isawide area network.
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WECA (Wireless Ethernet Compatibility Alliance)

Anindustry group that certifiescross-vender interoperability and compatibility
of IEEE 802.11b wireless networking products and to promote that standard
for enterprise, small business, and home environments.

WEP (Wired Equivalent Privacy)

ThelEEE 802.11b standard specifies an optional encryption feature, known
asWired Equivalent Privacy or WEP, that is designed to provide awireless
LAN with a security level equal to what is found on a wired Ethernet
network. WEP encrypts the data portion of each packet exchanged on the
802.11b network using either a 64-bit or 128-bit encryption algorithm. In
addition, WEP is also used in conjunction with the optional Shared Key
Authentication algorithm to prevent unauthorized devicesfrom associating
with an 802.11b network.

WLAN (Wireless Local Area Network)

Thisisagroup of computers and other devices connected wirelessy inasmall
area. A wireless network isreferred to asLAN or WLAN.

WPA (Wi-Fi Protected Access)

Wi-Fi Protected Access is a specification, which offsets encryption and
authentication improvementsthat are stronger than the Wireless Encryption
Protocol (WEP), which it is meant to replace.

WPA-PSK (Wi-Fi Protected Access — Pre-Shared Key)

WPA-PSK is a special mode of WPA for home environment without a
Remote Authentication Dial-In User Service (RADIUYS). It isrequired to
enter a password into their access point or home wireless gateway and
each clientsthat is on the wireless network to keeps out eavesdroppers and
other unauthorized users by requiring al devices to have the matching
password.
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6. Safety Information

Federal Communications Commission

This device complies with FCC Rules Part 15. Operation is subject to the
following two conditions:

» Thisdevice may not cause harmful interference, and

» Thisdevice must accept any interferencereceived, including interference
that may cause undesired operation.

This equipment has been tested and found to comply with the limits for a
class B digital device, pursuant to Part 15 of the Federal Communications
Commission (FCC) rules. These limits are designed to provide reasonable
protection against harmful interference in a residential installation. This
equipment generates, uses, and can radiate radio frequency energy and, if
not installed and used in accordance with theinstructions, may cause harmful
interference to radio communications. However, there is no guarantee that
interference will not occur in a particular installation. If this equipment
does cause harmful interferenceto radio or television reception, which can
be determined by turning the equipment off and on, the user is encouraged
to try to correct the interference by one or more of the following measures:

» Reorient or relocate the receiving antenna.

* Increase the separation between the equipment and receiver.

» Connect the equipment into an outlet on acircuit different from that to
which the receiver is connected.

» Consult the dealer or an experienced radio/TV technician for help.

WARNING! The use of a shielded-type power cord is required in
order to meet FCC emission limits and to prevent interference to
the nearby radio and television reception. It is essential that only
the supplied power cord be used. Use only shielded cables to con-
nect I/O devices to this equipment. You are cautioned that changes
or modifications not expressly approved by the party responsible
for compliance could void your authority to operate the equipment.

Reprinted from the Code of Federal Regulations #47, part 15.193, 1993.
Washington DC: Office of the Federal Register, National Archives and
Records Administration, U.S. Government Printing Office.

ASUS 802.11g Access Point

63

R
S
c
o
Q
Q
<
To)




Xlpuaddy ‘9

Chapter 6 - Safety Statements

FCC Radio Frequency Interference Requirements

MPE Statement: Your device contains a low power transmitter. When
deviceistransmitted it sends out Radio Frequency (RF) signal.

This device isrestricted to INDOOR USE due to its operation in the 5.15
to 5.25GHz frequency range. FCC requiresthis product to be used indoors
for the frequency range 5.15 to 5.25GHz to reduce the potential for harmful
interference to co-channel of the Mobile Satellite Systems.

High power radars are allocated as primary user of the 5.25 to 5.35GHz
and 5.65 to 5.85GHz bands. These radar stations can cause interference
with and / or damage this device.

FCC RF Exposure Guidelines (Access Points)

This Wireless LAN radio device has been evaluated under FCC Bulletin
OET 65C and found compliant to the requirements as set forth in CFR 47
Sections 2.1091, 2.1093, and 15.247(b)(4) addressing RF Exposure from
radio frequency devices. The radiation output power of thisWirelessLAN
deviceisfar below the FCC radio frequency exposure limits. Nevertheless,
this device shall be used in such a manner that the potential for human
contact during normal operation —asamobile or portable device but usein
a body-worn way is strictly prohibit. When using this device, a certain
separation distance between antenna and nearby persons has to be kept to
ensure RF exposure compliance. In order to comply with the RF exposure
limits established in the ANSI C95.1 standards, Access Point equipment
should be installed and operated with minimum distance [20cm] between
the radiator and your body. Use only with supplied antenna. Unauthorized
antenna, modification, or attachments could damage the transmitter and
may violate FCC regulations.

CAUTION: Any changes or modifications not expressly approved
in this manual could void your authorization to use this device.
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FCC RF Exposure Guidelines (Wireless Cards)

This device has been tested for compliance with FCC RF Exposure (SAR)
limitsin typical portable configurations.

In order to comply with SAR limitsestablished intheANSI C95.1 standards,
it is recommended when using a WLAN Card adapter that the integrated
antennais positioned more than [2.5cm] from your body or nearby persons
during extended periods of operation. If the antennais positioned less than
[2.5cm] from the user, it is recommended that the user limit the exposure
time.

Canadian Department of Communications

Thisdigital apparatus does not exceed the Class B limitsfor radio noise emissions
from digital apparatus set out in the Radio Interference Regulations of the Canadian
Department of Communications.

This Class B digital apparatus complies with Canadian ICES-003.
Cet appareil numérique de la classe B est conforme a la norme
NMB-003 du Canada.

Operation Channel for Different Domains
N. America 2.412-2.462 GHz ChO01 through CH11

Japan 2.412-2.484 GHz ChO01 through Ch14
Europe ETS 2.412-2.472 GHz ChO01 through Ch13
France 2.457-2.472 GHz Ch10 through Ch13
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France Restricted Frequency Band

Some areas of France have a restricted frequency band. The worst case
maximum authorized power indoorsis:

e 10mW for the entire 2.4 GHz band (2400 MHz—2483.5 MHZz)
e 100mW for frequencies between 2446.5 MHz and 2483.5 MHz

NOTE: Channels 10 through 13 inclusive operatein the band 2446.6
MHz to 2483.5 MHz.

There are few possibilities for outdoor use: On private property or on the
private property of public persons, use is subject to a preliminary
authorization procedure by the Ministry of Defense, with maximum
authorized power of 100mW in the 2446.5-2483.5 MHz band. Use outdoors
on public property is not permitted.

In the departments listed below, for the entire 2.4 GHz band:
e Maximum authorized power indoors is 100mw

e Maximum authorized power outdoorsis 10mwW

Departments in which the use of the 2400-2483.5 MHz band is permitted
with an EIRP of less than 100mW indoors and less than 10mW outdoors:

01 Ain Orientales 36 Indre 66 Pyrénées

02 Aisne 37 Indreet Loire 67 BasRhin

03 Allier 41 Loir et Cher 68 Haut Rhin

05 HautesAlpes 42 Loire 70 Haute Sabne
08 Ardennes 45 Loiret 71 Sabneet Loire
09 Ariege 50 Manche 75 Paris

11 Aude 55 Meuse 82 Tarn et Garonne
12 Aveyron 58 Nievre 84 Vaucluse

16 Charente 59 Nord 88 Vosges

24 Dordogne 60 Oise 89 Yonne

25 Doubs 61 Orne 90 Territoire de Belfort
26 Dréme 63 Puy du D6me 94 Val de Marne
32 Gers 64 PyrénéesAtlantique

This requirement is likely to change over time, allowing you to use your
wireless LAN card in more areas within France. Please check with ART
for the latest information (www.art-telecom.fr)

NOTE: Your ASUS WLAN Card transmits less than 100mW, but more
than 10mW.
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Licensing Information

This product includes copyrighted third-party software licensed under the
terms of the GNU General Public License.

Please see The GNU General Public License for the exact terms and
conditions of this license.

Specially, the following parts of this product are subject to the GNU GPL:

e TheLinux operating system kernel

* Theiptables packet filter and NAT software

* The busybox swiss army knife of embedded linux
* The zebrarouting daemon implementation

e Theudhcpd DHCP client/server implementation

* The pptp-linux PPTP client implementation

* Therp-pppoe PPPOE client implementation

* The pppd PPP daemon implementtion

» Thedproxy DNS proxy implementation

» The bridge-utils package

All listed software packages are copyright by their respective authors. Please
see the source code for detailed information.

Availability of source code

ASUSTek COMPUTER Inc. has eposed the full source code of the GPL
licensed software, including any scripts to control compilation and
installation of the object code. All future firmware updates will also be
accompanied with their respective source code. For more information on
how ou can obtain our open source code, please visit our web site.
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The GNU General Public License

GNU GENERAL PUBLIC LICENSE
Version 2, June 1991

Copyright (C) 1989, 1991 Free Software Foundation, Inc.
59 Temple Place, Suite 330, Boston, MA 02111-307 USA

Everyone is permitted to copy and distribute verbatim copies of this
license document, but changing it is not allowed.
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Preamble

The licenses for most software are designed to take away your freedom to
shareand changeit. By contrast, he GNU Genera Public Licenseisintended
to guarantee your freedom to share and change free software—to make
sure the software is free for all its users. This General Public License
appliesto most of the Free Software Foundation’s software and to any ther
program whose authors commit to using it. (Some other Free Software
Foundation softwareiscovered by the GNU Library General Public License
instead.) You can apply it to your programs, too.

When we speak of free software, we are referring to reedom, not price.
Our General Public Licenses are designed to make sure that you have the
freedom to distribute copies of free software (and charge for this serviceif
you wish), that you receive source code or can get it if you want it, that you
can chnge the software or use pieces of it in new free programs; and that
you know you can do these things.

To protect your rights, we need to make restrictions that forbid anyone to
deny you theserightsor to ask you to surrender therights. Theserestritions
trangdlate to certain responsibilities for you if you distribute copies of the
software, or if you modify it.

For example, if you distribute copies of such a program, whether gratis or
for afee, you must give the recipients al the rightsthat ou have. You must
make sure that they, too, receive or can get the source code. And you must
show them these terms so they know their rights.

We protect your rights with two steps. (1) copyright the software, and (2)
offer you this license which gies you legal permission to copy, distribute
and/or modify the software.

Also, for each author’s protection and ours, we want to make certain that
everyone understands that there is no warranty for thisfree software. If the
software is modified by soeone else and passed on, we want its recipients
to know that what they have is not the original, so that any problems
introduced by others will not reflect on the original authors’ reputations.

Finally, any free program is threatened constantly by sftware patents. We
wish to avoid the danger that redistributors of a free program will
individually obtain patent licenses, in effect making the program proprietary.
To prevent this, we have made it clear that any patent must be licensed for
everyone's ree use or not licensed at all.

The precisetermsand conditionsfor copying, distribution and modification
follow.
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Terms & conditions for copying, distribution, & modification

0. This License applies to any proram or other work which contains a
notice placed by the copyright holder saying it may be distributed under
the terms of this General Public License. The“Program”, below, refers
to any such program or work, and a“work based on the Program” means
eitherthe Program or any derivative work under copyright law: that is
to say, awork containing the Program or a portion of it, either verbatim
or with modifications and/or translated into another language.
(Hereinafter, translation is included without limitaton in the term
“modification”.) Each licenseeis addressed as “you”.

Activities other than copying, distribution and modification are not
covered by this License; they are outside its scope. The act of running
the Program is not restricted, and the otput from the Program is covered
only if its contents constitute awork based on the Program (independent
of having been made by running the Program). Whether that is true
depends on what the Program does.

1. You may copy and distribute verbatim copis of the Program’s source
codeasyou receiveit, in any medium, provided that you conspicuously
and appropriately publish on each copy an appropriate copyright notice
and disclaimer of warranty; keep intact all the notices that refer to this
License and o the absence of any warranty; and give any other recipients
of the Program a copy of this License along with the Program.

You may charge a fee for the physical act of transferring a copy, and
you may at your option offer warranty protection in exchang for afee.

2. 'You may modify your copy or copies of the Program or any portion of
it, thus forming a work based on the Program, and copy and distribute
such modifications or work under theterms of Section 1 above, provided
that you also meet all ofthese conditions:

a) You must cause the modified files to carry prominent notices stat-
ing that you changed the files and the date of any change.

b) Youmust cause any work that you distribute or publish, that in whole
or in part contains or sderived from the Program or any part thereof,
to be licensed as awhole at no charge to all third parties under the
terms of this License.
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c) If the modified program normally reads commands interactively
when run, you must cause it, when started unning for such interac-
tive use in the most ordinary way, to print or display an announce-
ment including an appropriate copyright notice and a notice that
there is no warranty (or else, saying that you provide a warranty)
and that users may redistribute th program under these conditions,
and telling the user how to view acopy of thisLicense. (Exception:
if the Program itself is interactive but does not normally print such
an announcement, your work based on the Program is not required
to print an announement.)

Theserequirements apply to the modified work asawhole. If identifiable
sections of that work are not derived from the Program, and can be
reasonably considered independent and separate works in themselves,
then this License, and itsterms, d not apply to those sections when you
distribute them as separate works. But when you distribute the same
sections as part of awhole which isawork based on the Program, the
distribution of the whole must be on the terms of this License, whose
permissons for other licensees extend to the entire whole, and thus to
each and every part regardless of who wroteit.

Thus, it is not the intent of this section to claim rights or contest your
rightsto work written entirely by you; rather, theintent isto xercise the
right to control the distribution of derivative or collective works based
on the Program.

In addition, mere aggregation of another work not based on the Program
with the Program (or with awork based on the Program) on a volume
of astorageor distribution medium does not bring the other work under
the scope of this License.

. 'You may copy and distribute the Program (or awork based on it, under

Section 2) in object code or executableform under theterms of Sections
1 and 2 above provded that you also do one of the following:

a) Accompany it with the complete corresponding machine-readable
source code, which must be distributed under the terms of Sections
1 and 2 above on a medium customarily used for software inter-
change; or,
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b) Accompany it with awritten offer, valid for at least three years, to
give any third party, for a charge no more than your cost of physi-
cally performing source distribution, a complete machine-readable
copy of the corresponding source code, to bedistributed under the
terms of Sections 1 and 2 above on a medium customarily used for
software interchange; or,

c) Accompany it with the information you received as to the offer to
distribute corresponding source code. (This alternative is alowe
only for noncommercial distribution and only if you received the
program in object code or executable form with such an offer, in
accord with Subsection b above.)

The source code for a work means the preferred form of the work for
making modificationsto it. For an executable work, complete source
code means all the source code for all modules it contains, plus any
associated interface definition files, plus the scripts used to control
compilation and installation of the executable. However, as a spcial
exception, the source code distributed need not include anything that is
normally distributed (in either source or binary form) with the major
components (compiler, kernel, and so on) of the operating system on
which the executable runs, unlessthat omponent itself accompaniesthe
executable.

If distribution of executable or object code is made by offering access
to copy from adesignated place, then offering equivalent accessto copy
the source code from the same place counts as distribution of te source
code, even though third parties are not compelled to copy the source
along with the object code.

. You may not copy, modify, sublicense, or distribute the Program except
asexpressly provided under thisLicense. Any attempt otherwiseto cop,
modify, sublicense or distribute the Program is void, and will
automatically terminate your rightsunder thisLicense. However, parties
who have received copies, or rights, from you under this License will
not have their licenses terminated so long as sch parties remain in full
compliance.
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5. You are not required to accept this License, since you have not signed

it. However, nothing else grantsyou permission to modify or distribute
the Program or its derivative works. These actions are prohibite by law
If you do not accept thisLicense. Therefore, by modifying or distributing
the Program (or any work based on the Program), you indicate your
acceptance of thisLicenseto do so, and all itsterms and conditions for
copying, distributing or modifing the Program or works based on it.

. Each time you redistribute the Program (or any work based on the

Program), the recipient automatically receivesalicensefromtheoriginal
licensor to copy, distribute or modify the Program subject to these trms
and conditions. You may not impose any further restrictions on the
recipients exercise of therightsgranted herein. You are not responsible
for enforcing compliance by third parties to this License.

. If, as a consequence of a court judgmentor allegation of patent

infringement or for any other reason (not limited to patent issues),
conditions are imposed on you (whether by court order, agreement or
otherwise) that contradict the conditions of this License, they do not
excuse you from the coditions of thisLicense. If you cannot distribute
so asto satisfy simultaneously your obligations under this License and
any other pertinent obligations, then as a consequence you may not
distribute the Program at all. For example, if a patent license ould not
permit royalty-free redistribution of the Program by all thosewho receive
copies directly or indirectly through you, then the only way you could
satisfy both it and this License would be to refrain entirely from
distribution of the Program.

| any portion of this section is held invalid or unenforceable under any
particular circumstance, the balance of the section isintended to apply
and the section as awhole is intended to apply in other circumstances.

It is not the purpose of this sectin to induce you to infringe any patents
or other property right claims or to contest validity of any such claims;
this section has the sole purpose of protecting the integrity of the free
software distribution system, which is implemented by public licens
practices. Many people have made generous contributions to the wide
range of software distributed through that system in reliance on
consistent application of that system; it is up to the author/donor to
decide if he or she is willing to distribute softare through any other
system and a licensee cannot impose that choice.
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Thissection isintended to make thoroughly clear what isbelieved to be
a conseguence of the rest of this License.

. If the distribution and/or use of the Program is restrictd in certain
countries either by patents or by copyrighted interfaces, the original
copyright holder who places the Program under this License may add
an explicit geographical distribution limitation excluding those countries,
so that distribution is permtted only in or among countries not thus
excluded. In such case, this License incorporates the limitation as if
written in the body of this License.

. The Free Software Foundation may publish revised and/or new versions
of the General Public Licensfromtimetotime. Such new versionswill
be similar in spirit to the present version, but may differ in detail to
address new problems or concerns.

Each version is given a distinguishing version number. If the Program
specifies aversion number of his License which appliesto it and “any
later version”, you have the option of following thetermsand conditions
either of that version or of any later version published by the Free
Software Foundation. If the Program does not specify aversion number
f this License, you may choose any version ever published by the Free
Software Foundation.

10. If you wish to incorporate parts of the Program into other free programs

whose distribution conditions are different, write to the author to ask
for permision. For software which is copyrighted by the Free Software
Foundation, writeto the Free Software Foundation; we sometimes make
exceptions for this. Our decision will be guided by the two goals of
preserving the free status of all derivatives of our fre software and of
promoting the sharing and reuse of software generally.
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NO WARRANTY

11. BECAUSE THE PROGRAM IS LICENSED FREE OF CHARGE,
THERE IS NO WARRANTY FOR THE PROGRAM, TO THE
EXTENT PERMITTED BY APPLICABLE LAW. EXCEPT WHEN
OTHERWISE STATEDIN WRITING THE COPYRIGHT HOLDERS
AND/OR OTHER PARTIES PROVIDE THE PROGRAM “AS IS’
WITHOUT WARRANTY OFANY KIND, EITHER EXPRESSED OR
IMPLIED, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED
WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A
PARTICULAR PURPOSE. TH ENTIRERISKASTOTHE QUALITY
AND PERFORMANCE OF THE PROGRAM IS WITH YOU.
SHOULD THE PROGRAM PROVE DEFECTIVE, YOU ASSUME
THE COST OF ALL NECESSARY SERVICING, REPAIR OR
CORRECTION.

12. IN NO EVENT UNLESS REQUIRED BY APPLICABLE LAW OR
AGREED TO IN WRTING WILL ANY COPYRIGHT HOLDER, OR
ANY OTHER PARTY WHO MAY MODIFY AND/OR
REDISTRIBUTE THE PROGRAM AS PERMITTED ABOVE, BE
LIABLETOYOU FOR DAMAGES, INCLUDINGANY GENERAL,
SPECIAL, INCIDENTAL OR CONSEQUENTIAL DAMAGES
ARISING OUT OF THE USE OR INABILITY TO SE THE
PROGRAM (INCLUDING BUT NOT LIMITED TO LOSS OF DATA
OR DATA BEING RENDERED INACCURATE OR LOSSES
SUSTAINED BY YOU OR THIRD PARTIESORA FAILURE OF THE
PROGRAM TO OPERATEWITHANY OTHER PROGRAMS), EVEN
IF SUCH HOLDER OR OTHER PARTY HAS BEEN ADVISED
OFTHE POSSIBILITY OF SUCH DAMAGES.

END OF TERMSAND CONDITIONS
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