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Package Contents

Contents of Package:

m D-Link Air DWL-520
2.4 GHz Wireless PCI Adapter

m Manual and Drivers on CD
B Quick Installation Guide

If any of the above items are missing, please contact your reseller.

System Requirements:

A computer or laptop with an available 32-bit PCI slot

Windows XP/2000/Me/98SE

At least 32 MB of memory and a 300 MHz processor

An 802.11b Access Point (e.g., DWL-900AP+) for Infrastructure
mode, or an 802.11b wireless adapter for Ad-Hoc mode

(e.g., DWL-650.)

Please refer to earlier versions of this manual if you have a previ-

This manual applies specifically to the DWL-520 revision E1.
& ous version of the DWL-520.




Introduction

The D-Link Air DWL-520 Wireless PCI Adapter is an 802.11b wireless adapter that
supports speeds up to 11Mbps* when used with a desktop computer.

The DWL-520 is compatible with existing 802.11b devices such as the D-Link Air and
AirPlus family of products including the DWL-650 and DWL-650+ Wireless Cardbus
Adapters, the DI-514 and the DI-614+ Wireless Routers, DWL-700AP and DWL-900AP+
Wireless Access Points and the DWL-122 Wireless USB Adapter.

The DWL-520 is an ideal way to connect your desktop computer to a Wireless Local Area
Network (WLAN). After completing the steps outlined in the Quick Installation Guide
(included in the package) you will have the ability to share information and resources,
such as files and printers, and enjoy the freedom that wireless networking delivers.

The DWL-520 has the newest, strongest, most advanced security features available
today. When used with other 802.11 WPA (Wi-Fi Protected Access) and 802.1x compatible
products in a network with a RADIUS server, the security features include:

WPA: Wi-Fi Protected Access which authorizes and identifies users based on a secret
key that changes automatically at a regular interval. WPA uses TKIP (Temporal
Key Integrity Protocol) to change the temporal key every 10,000 packets (a
packet is a kind of message transmitted over a network.) This insures much
greater security than the standard WEP security. (By contrast, the older WEP
encryption required the keys to be changed manually.)

802.1x: Authentication which is a first line of defense against intrusion. In the
Authentication process the Authentication Server* verifies the identity of the
client attempting to connect to the network. Unfamiliar clients would be denied
access.

For home users that will not incorporate a RADIUS server in their network, the security
for the DWL-520, used in conjunction with other WPA-compatible 802.11 products, will
still be much stronger than ever before. Utilizing the Pre Shared Key mode of WPA, the
DWL-520 will obtain a new security key every time it connects to the 802.11 network.
You only need to input your encryption information once in the configuration menu. No
longer will you have to manually input a new WEP key frequently to ensure security.
With the DWL-520, you will automatically receive a new key every time you connect,
vastly increasing the safety of your communication.

* Not all servers can provide Authentication.

*’Maximum wireless signal rate based on IEEE Standard 802.11b specifications. Actual data throughput will
vary. Network conditions and environmental factors, including volume of network traffic, building materials
and construction, and network overhead lower actual data throughput rate.”
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Features & Benefits

Provides a simple and inexpensive way to connect your desktop computer
to a wireless network at home, at the office, or in public places

Fully compliant with the 802.11b standard and interoperable with all existing
802.11b-compliant devices

Quick and Easy Installation- The DWL-520 installs quickly and easily into a
standard PCI 2.2 slot in a desktop computer. By following the simple steps outlined
in the Quick Installation Guide, you can connect to an available wireless network
in a matter of seconds

High Performance 32-bit PCI - The high capacity PCI interface utilized by
the DWL-520 ensures optimal performance in transmitting a wireless signal
within the desktop computer. By utilizing a standard PCI 2.2 interface, the
DWL-520 ensures a wide range of compatibility with motherboards used by
PC manufacturers

B Provides high-speed wireless connection up to 11Mbps*

B Operates in the 2.4GHz frequency range

Maximum reliability, throughput and connectivity with automatic data rate
switching

Supports infrastructure networks via an access point and peer-to-peer
communication in ad-hoc mode

User-friendly configuration and diagnostic utilities

Provides a measure of security for the information transmitted over a wireless
network with high data encryption at 64 or 128-bit WEP

Stronger Security than ever before with WPA - Wi-Fi Protected Access authorizes
and identifies users based on a secret key that changes automatically at a regular
interval, for example:

B TKIP (Temporal Key Integrity Protocol), in conjunction with a RADIUS
server, changes the temporal key every 10,000 packets, ensuring
greater security

B Pre Shared Key mode means that the home user, without a RADIUS
server, will obtain a new security key every time he or she connects
to the network, vastly improving the safety of communications on the
network

Extra Protection - 802.1x Authentication in conjunction with the RADIUS
server verifies the identity of wireless clients wishing to gain access to the
WLAN

*’Maximum wireless signal rate based on IEEE Standard 802.11b specifications. Actual data throughput will
vary. Network conditions and environmental factors, including volume of network traffic, building materials
and construction, and network overhead lower actual data throughput rate.” 5



Wireless Basics

D-Link wireless products are based on industry standards to provide easy-to-use and
compatible high-speed wireless connectivity within your home, business or public
access wireless networks. D-Link wireless products will allow you access to the data
you want, when and where you want it. You will be able to enjoy the freedom that
wireless networking brings.

A Wireless Local Area Network (WLAN) is a cellular computer network that transmits
and receives data with radio signals instead of wires. WLANs are used increasingly in
both home and office environments, and public areas such as airports, coffee shops
and universities. Innovative ways to utilize WLAN technology are helping people to work
and communicate more efficiently. Increased mobility and the absence of cabling and
other fixed infrastructure have proven to be beneficial for many users.

Wireless users can use the same applications they use on a wired network. Wireless
adapter cards used on laptop and desktop systems support the same protocols as
Ethernet adapter cards.

People use WLAN technology for many different purposes:

Mobility - Productivity increases when people have access to data in any location
within the operating range of the WLAN. Management decisions based on real-time
information can significantly improve worker efficiency.

Low Implementation Costs — WLANs are easy to set up, manage, change
and relocate. Networks that frequently change can benefit from WLANs ease of
implementation. WLANSs can operate in locations where installation of wiring may be
impractical.

Installation and Network Expansion - Installing a WLAN system can be fast
and easy and can eliminate the need to pull cable through walls and ceilings. Wireless
technology allows the network to go where wires cannot go - even outside the home
or office.

Scalability — WLANSs can be configured in a variety of ways to meet the needs of
specific applications and installations. Configurations are easily changed and range
from peer-to-peer networks suitable for a small number of users to larger infrastructure
networks to accommodate hundreds or thousands of users, depending on the number
of wireless devices deployed.

Inexpensive Solution - Wireless network devices are as competitively priced as
conventional Ethernet network devices.



Wireless Basics (continued)

The DWL-520 is compatible with 802.11b wireless products, which include:

D-Link Air DWL-650,D-Link AirPlus DWL-650+
2.4GHz Wireless Cardbus Adapter used with laptop computers

D-Link AirPlus DWL-520+
2.4GHz Wireless PCI cards used with desktop computers

D-Link Air DWL-700AP, D-Link AirPlus DWL-900AP+
2.4GHz Wireless Access Points

D-Link Air DI-514, D-Link AirPlus DI-614+, DI-714P+
2.4GHz Wireless Routers

Standards-Based Technology
Based on the IEEE 802.11b standard, the DWL-520 is also interoperable with existing
compatible 2.4GHz wireless technology with data transfer speeds of up to 11Mbps.

Installation Considerations

The D-Link Air DWL-520 lets you access your network using a wireless connection from
virtually anywhere within its operating range. Keep in mind, however, that the number,
thickness and location of walls, ceilings, or other objects that the wireless signals must
pass through, may limit the range. Typical ranges vary depending on the types of
materials and background RF (radio frequency) noise in your home or business. The
key to maximizing wireless range is to follow these basic guidelines:

1 Keep the number of walls and ceilings between the DWL-520 and other network

devices to a minimum - each wall or ceiling can reduce your D-Link Air Wireless
product’s range from 3-90 feet (1-30 meters.) Position your devices so that the
number of walls or ceilings is minimized.

Be aware of the direct line between network devices. Awall thatis 1.5 feet thick
(.5 meters), at a 45-degree angle appears to be almost 3 feet (1 meter) thick.
At a 2-degree angle it looks over 42 feet (14 meters) thick! Position devices
so that the signal will travel straight through a wall or ceiling (instead of at an
angle) for better reception.

Building Materials can impede the wireless signal - a solid metal door or
aluminum studs may have a negative effect on range. Try to position wireless
devices and computers with wireless adapters so that the signal passes through
drywall or open doorways and not other materials.

Keep your product away (at least 3-6 feet or 1-2 meters) from electrical
devices or appliances that generate RF noise.
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Getting Started

With its default settings, the DWL-520, when activated, will connect
with other D-Link Air products, right out of the box.

There are basically two modes of networking:

B Infrastructure — using an Access Point or Router, such as
the DI-514 or the DI-614+

B Ad-Hoc — directly connecting to another computer, for peer-to-
peer communication, using wireless network adapters on
each computer, such as two or more DWL-520 wireless
network adapters

On the following pages we will show you an example of an Infrastructure Network
and an Ad-Hoc Network.

An Infrastructure network contains an Access Point or Router. The Infrastructure
Network example shown on the following page contains the following D-Link
network devices (your existing network may be comprised of other devices):

B Awireless router - D-Link Air DI-514, D-Link AirPlus DI-614+

B Alaptop computer with a wireless adapter -
D-Link Air DWL-650

B Adesktop computer with a wireless adapter -
D-Link Air DWL-520

B A Cable modem - D-Link DCM-201

LEDs

LED stands for
Light-Emitting
Diode. “ :

Power: Solid green light indicates connection to the network
Activity: Blinking green light indicates activity on the network



Getting Started (continued)
Setting up a Wireless Infrastructure Network

Internet @

DWL- 520

Radius Server ¥ with Desktop PC

(Optional)

- DWL-650
@ Computer 1 @ with Laptop PC

Please remember that D-Link Air wireless devices are pre-configured to connect

together, right out of the box, with their default settings.
For a typical wireless setup at home (as shown above), please do the following:

You will need broadband Internet access (a Cable or DSL-subscriber line into
your home or office).

g Consult with your Cable or DSL provider for proper installation of the modem.

Connect the Cable or DSL modem to your broadband router (see the Quick
Installation Guide included with your router.)

Install the D-Link Air DWL-520 wireless PCIl adapter into an available PCI slot
6 on your desktop computer. (See the Quick Installation Guide included with
the DWL-520.)

Install the D-Link Air DWL-650 wireless Cardbus adapter into a laptop computer.
(See the Quick Installation Guide included with the DWL-650.)

If you wish, you may connect a computer that is equipped with an Ethernet
network adapter (such as a DFE-530TX+) to the router also.

A RADIUS Server is optional. Connect a RADIUS Server to your network to
6 use all the features of WPA. (Without a RADIUS Server you can still use the

WPA Pre-Shared Key mode.) RADIUS Authentication can also be provided by

another service provider over the Internet and remote to your network site.9



Getting Started (continued)
Setting up a Wireless Ad Hoc Network

D-Link Air
DWL-650

D-Link Air Laptop
DWL-520

<7

1
2
©

Install the DWL-520 into the desktop computer.
(See the Quick Installation Guide included with the product for
installation instructions.)

Install the DWL-650 wireless Cardbus adapter into a laptop computer.
(See the Quick Installation Guide included with the product.)

Set the wireless configuration for the adapters to Ad-Hoc mode, set
the adapters to the same channel, and assign an IP Address to each
computer on the Ad-Hoc network. (See Box below)

IP Address

When assigning IP Addresses to the computers on the network, please remember
that the IP Address for each computer must be in the same IP Address range
as all the computers in the network, and the subnet mask must be exactly the
same for all the computers in the network.

For example: If the first computer is assigned an IP Address of 192.168.0.2 with a
Subnet Mask of 255.255.255.0, then the second computer can be assigned an IP
Address of 192.168.0.3 with a Subnet Mask of 255.255.255.0, etc.

IMPORTANT: If computers or other devices are assigned the same IP Address,
one or more of the devices may not be visible on the network.

10



Using the Configuration Utility

D-Link Air DWL-520 uses the Configuration Utility as the management software.
The utility provides the user an easy interface to change any settings related to the
wireless adapter. After you have completed the installation of the DWL-520 (refer to
the Quick Installation Guide that came with your purchase) whenever you start the
computer, the Configuration Utility starts automatically and the system tray icon is
loaded in the toolbar (see illustration below*.) Clicking on the utility icon will start the
Configuration Utility. Another way to start the Configuration Ultility is to click on
Start>Programs>D-Link Air>D-Link Air Utility.

If you are using Windows XP, you can use either the Zero Configuration Utility or the
D-Link Configuration Utility.

To use the D-Link Configuration Utility with XP, right-click
on the Wireless network icon in the taskbar in the lower
right-hand corner of your computer screen.

In the window that appears, select View

-1 Wireless Network Connection 8 Properties

RIX)

Available Wireless Networks and C'|ICk = e
the Advanced button. The screen at right —
will appear i st coriiae my cess netwoik setings )
Available network s
. lo connect to an avalable network, click Lonhgure.
Select the Wireless Networks tab. I — e
| 3 _onfig
| 1 testt
Uncheck the box in the properties window Prefened netuotks:
that enab'es Windows Configuration. .:lmaﬁcah connect to avalable networks in the order listed
Learn about 2cfing up wircless notworl:
configuration. Advanced

After you have done this, you can then use the D-Link
Configuration Utility with XP by clicking on the D-Link Q g E 2120 P
Configuration Utility icon.

*Configuration Utility icon in
the system tray

If the icon does not display in the taskbar, then click on E
this icon on your desktop to open.

Ealinlye ali

L3ty 1 1




Using the Configuration Utility (continued)

After clicking on the Configuration Ultility icon, the Link Info screen will display the
settings for the DWL-520:

Status:
Displays the MAC Address of the Link Info
Access Point or Router to which the

. . D-Link Air Uil
DWL-520 is associated Diertis — g
-_ Status Assnciated ASSIO=00-00-CA-AC AL FE
SSID: ‘ DLk s SSID Wufaull

The Service Set Identifier is the name Confiquration Frequency 0211
assigned to the wireless network. Wiieloss Mudy JoKastnueiure

The factory SSID setting is default. e S e
# Rate 55 Mbps
Site Survey Channel B Rescan I
Freq ue_nC_y: About = Signal Quality
802.11b indicates that the DWL-520 Signal Stength  [53%  Link Quality 8%
is communicating in the 2.4GHz — ——

band.

= Packet Count

Transmit Receive
Wireless Mode:
Either Infrastructure or Ad-Hoc

=500
u
will be displayed here. (Please see

the Getting Started section in this manual for an explanation of these two modes.)
Encryption:
You can see if WEP (Wired Equivalent Privacy) is Enabled or Disabled here.

Tx Rate:
Tx Rate settings are automatically determined for an optimal speed up to a maximum
of 11Mbps.

Channel:
The channel selection is automatically determined by the DWL-520.

Signal Strength/Link Quality:

Displays the Link Quality for the DWL-520 wireless connection to the Access Point.
The Signal Strength represents the wireless signal between the Access Point and
the DWL-520. The percentage coincides with the graphical bar.

Packet Count:
Displays the statistics of the data packets that are transmitted and received.

Rescan Button:
Rescans for the strongest signal in your environment and associates with that Access
Point or Router.

12



Using the Configuration Utility (continued)

SSID:
Service Set |dentifier is a name that identifies a Configuration
wireless network. Access Points and wireless (BT i aar ity =]

devices attempting to connect to a specific WLAN [ —
(Wireless Local Area Network) must use the same Wisiess Wads [utssnctre 3
SSID. The default setting is default. i Fm 3

Wireless Mode:
Click on the pull-down menu; select from the
following options:

Infrastructure - connecting to the WLAN —
using an Access Point.(This is the default —
setting).

Ad-Hoc — wireless mode used when IP Settings

connecting directly to a computer equipped

Wlth a ereless adapter na peer'tO'peer @ Obtain an IP Addiess Automatically
environment. = (O Assign the following IP Address
Data Encryption: P Addoss [

" Submnet Mask ’7
Select Enabled or Disabled. B b — —

Authentication:

Choose one Of the fo”owing modes ®  Obrain DNS Server Addiess Automanically
open Authentication _ the DWL_520 |S = O Use the following DNS Server address
visible to all devices on the network Erarai e S '

. . Alierate DHS Server ﬁ
Shared Authentication — allows
communication only with other devices with | el

identical WEP settings
Auto — will automatically adjust to the
Authentication mode of the wireless Access Point or Router
Key Length:
Select the key length and either ASCII or hexadecimal format.
Keys 1-4:
Select the default key

Hexadecimal digits consist of the numbers 0-9 and the letters A-F

ASCII (American Standard Code for Information Interchange) is a code for
representing English letters as numbers from 0-127

IP Settings:
When you click IP Settings in the Configuration window, the pop-up screen above
will appear. Configure the IP Settings in this window.

Click Apply to save changes. 13



Using the Configuration Utility (continued)

Ad-Hoc Channel: Advanced

All devices in the Ad-Hoc network

2 D-Link Air Utitity
must be set to the same channel r

Lakiote Adhoc Channel Ehanne“ ! -

Profile IP Settings: Losfigation Profile IP Settings  |Disable =
i | Advanced

You can Enable or Disable ) Advanced | PowerMode  [oaos 3]

the IP Settings portion of
your profile here. If you
select Disable you will need P
to configure the IP Address
information each time you
connect to a network. If
you select Enable you

will maintain the same IP
Address information each
time you connect to a

Site Survey

Launch Utility on Startup Enakble i

Data Packet P

Fragmentaton Threshold 2432
2432

RTS Threshold

network.

Power Mode:
Launch Utility on Startup:

Disable -this default setting consumes the most power
Enable - this setting consumes the least power

Select Enable or Disable

Data Packet Parameter:
Set the Fragmentation Threshold and the RTS Threshold. Please see below.

Fragmentation Threshold:

This value should remain at its default setting of 2432. If you experience a high
packet error rate, you may slightly increase your Fragmentation Threshold within the
value range of 256 to 2432. Setting the Fragmentation Threshold too low may result
in poor performance.

RTS Threshold:

This value should remain at its default setting of 2432. If inconsistent data flow is a
problem, only a minor modification should be made.

Click Apply if you have made any changes
14



Using the Configuration Utility (continued)

Available Network:

The top section of the window displays the Available Networks. Scroll up and down
the list and highlight the network to which you wish to connect. Click on the Connect

button.

Profile:

In the lower half of the screen, you can manage the profiles that you have created for
the wireless network at home, at the office and in public places. Scroll up and down and
highlight the profile that you wish to configure. You can Add or Remove a profile, or
configure the Properties of the profile in order to connect with an available network.

Refresh: Site Survey

Click on Refresh to get the

2] D-Link Air Utility

most updated list of available

networks. Link Info

Configuration

Configure:

Highlight an existing network
and click Configure; the
configuration window on the
next page will appear.

Advanced

[> e Sy

About

Advanced:

Highlight a network; click
Advanced and the screen
on the next page will appear.

Add:

=
Available Network
88D [mAcESSD) | Signal|
i manhatianr. . 00:40:05:B1:20.E1 4f 84%
& newportroom  00:40:05:01:21:0C d 02'}‘ _]
i sddlink 00.80.C6.19.83.10 ] ?4? |
i default 00:40:05:61:20:45 J ?D% |
i sddlink 00:40:05:BA57-0F 4| 55%
¢ idefault 00:80:CH:ACASFE o 5BY% Configure I
i 614+ 00:40:05:56:30:4F ]  56%
<. o '.'__';_;
Profile Mj
G defaull
Add i
Remove I
i Properties I
Connect

Click Add and the screen on the next page will appear.

Remove:

Highlight a network profile; click Remove to remove a network from the profile list.

Properties:

Highlight a network profile; click Properties and the screen on the next page will appear.

Connect:

Highlight a network profile; click Connect to connect to that network.

Rescan:

Click Rescan to rescan and connect to the strongest signal.

15



Using the Configuration Utility (continued)

Site Survey > Add

Advanced

In this window you can select the

Advanced

-

type of network connection.

Click OK to save the changes.

@ Infrastructure and Ad-hoc network

O Infrastructure network only

| O Ad-hoc network only

O Automatically connect to non-preferred

networks

—x )

If you clicked on Add, you
can configure, in this window,
all the properties of a profile
that you wish to add to the
network.

Configuration, Add or Properties

Configuration

If you clicked on Configuration
or Properties you can configure,
in this window, all the properties
of a profile that already exists in
the network.

SSID | default

Wireless Mode Ilnfrastructure

lData Encryption ]Disahled "

[

If you select WPA in the
Authentication field, please
see detailed instructions for
configuring WPA on the
following pages.

If you choose to use the IEEE
802.1X feature, please see the
detailed instructions on the
following pages.

Click OK to save the /

changes.

Authentication ]Open

zl

Key Length | ]t i _“J
J 1
J 2|
.
J 4
IP Settings
ok | Cancel |

16



Using the Configuration Utility (continued)

Site Survey > Configuration > 802.1X
To use 802.1x and to configure its settings, please do the following:

IEEE 802.1X -
Select Enabled.

Configuration

SSID | default

Wireless Mode IInfrastructure

Data Encryption IDisabIed

Authentication IOpen

[Key Length I i

1

=

SLOLSLe

Click Authentication Config

Advanced Security Settings

Select the EAP Type you
want to use. Configure the
information needed for

authenticating.

Inner Authentication Protocol.

For an explanation of
the terms shown in this
window please see the

following pages.

Bolwanved Secumy Sellmyy

‘ VUL Massphrise | |

- lE.iF'-MSC‘I-A:'W._ wll

H

EAF Typu: PEA=

llapr CEMArATE |

D Walidate Server Earifinats

User Mamec Domaln Hame |

Hasswart |

Condinm Hasswartl |

1ILS Identity | |

Trusted CA List.

Click OK

17



Using the Configuration Utility (continued)
802.1x > Advanced Security Settings > EAP Types

EAP Type

Inner Authentication
Protocol

Information needed
for Authenticating

EAP-TLS

Certificate
User Name

EAP-
MSCHAPv2

User Name
Password
Domain Name

LEAP

P—

User Name
Password

EAP-TTLS

PAP

TTLS Identity
User Name
Password

CHAP

TTLS Identity
User Name
Password

MSCHAP

TTLS Identity
User Name
Password
Domain Name

MSCHAPv2

TTLS Identity
User Name
Password
Domain Name

18




Using the Configuration Utility (continued)
802.1x > Advanced Security Settings > EAP Types (continued)

EAP Type Inner Authentication Information needed
Protocol for Authenticating
TTLS Identity
EAP-MD5 User Name
Password
EAP TTLS Identity
- User Name
EAP-TTLS Generic Token Card Password
TTLS Identity
EAP-MSCHAPvV2 User Name
Password
Domain Name
EAP-MD5 User Name
Password
User Name
PEAP EAP-MSCHAPvV2 Password
Domain Name
EAP- User Name
Generic Token Card Password

802.1x > Advanced Security Settings > Definitions of Terms

Validate Server Certificate:

Check Validate Server Certificate to verify the identity of the authentication server
based on its certificate when using EAP-TTLS, PEAP, and EAP-TLS. (This is
checked by default.)

Certain protocols, such as EAP-TTLS, PEAP, and EAP-TLS, allow you to verify the
identity of the authentication server as the server verifies your identity. This is called
mutual authentication.

You can select trusted authentication server certificates using the Add button at the

Trusted CA List (at the bottom of the Advanced Security Settings page).
19



Using the Configuration Utility (continued)

802.1x > Advanced Security Settings > Definitions of Terms (continued)

Domain Name:

Each server has a domain name that uniquely identifies it. That domain name is normally
contained in the Subject CN field of the server certificate. A server domain name ends
with the name of a larger administrative domain, to which the server belongs.

TTLS Identity:

EAP-TTLS has a unique feature that other protocols do not offer. Because it sets up an
encrypted tunnel for your credentials, it is also able to pass your login name through that
tunnel. That means that not only are your credentials secure from eavesdropping, but
your identity is protected as well. Thus, with EAP-TTLS you have two identities: an inner
one, and an outer one. The inner identity is your actual user name. Your outer identity
can be completely anonymous. Set your outer identity in the TTLS Identity field.

Trusted CA List:

The Trusted CA List allows you to configure which authentication servers you trust
for the purpose of logging you in to the network.

Click Add at the Trusted CA List at the bottom of the Advanced Security Settings page.
Select the Trusted CA that you want to add and click OK.

et chmst EX

Sl o D o TN ¢
[ A
=H | = |
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Using the Configuration Utility (continued)
Authentication > WPA

1 D-Link Air Utitity <)
Available Network
351D | MACESSID) |_signala
i manhstianr. 00:40:05:B1:20.E1 4 84%
5 DA TRO 1 newporiroom  00:40:05:01:21:0C ] UZ'}:IE ,ﬂl
Select the available i sudlink 00.80.C6.19.83.10 ?4%!'
network to which you Ad 5 i default 00:40:05:81:20045 ] 70% |
want to connect. ¥ idefaull” T ODEDCEACASTE 4| 509 '@
> Site Survey LB SRR S| P )
] (2]
Abo Profile Advahced
Click Configure. = —
Add |
iJ Remuove l
_IJ Propem'esl
Connect
Canfiguration - - ]
W |.'.I'|r' Ir.
WAraless Koda |Ir‘|aE:rJ¢tJra j
Select WPA in the i Emigmativn |I:||:. alne J
Authentication field. Anilandraring |[EEE

K Lenylh |22 b lbiod) - H:.-:.-|Jn:.'|'|J

IFFF mAx |rn; v j

2 |

Click Authentication

Config { eaceoen )
Fhin;l
[ I Canol |

—

w'n

LOL L@

1

After you click Authentication Config, the Advanced Security Settings screen will appear.
Complete the Advanced Security Settings configuration. Please see pages 17-20 of this
manual to find out more about the Advanced Security Settings. 21



Using the Configuration Utility (continued)
Authentication > WPA-PSK

B -Link Air Utitity =
Available Network
3SID | MACESSID) | sig_@;ﬂ
i manhstianr. 00:40:05:B1:20.E1 4 84%
. ontig 0 & newportroom  00:40:05:01:21:0C j UZ'}ilz ﬂl
Select the available i sudlink 00B0.CBA9BIID ] 74%
network to WhICh you Ad 2 i default 00:40:05:61:2D:45 ] ?D‘Y-| |
S T e S Iy
want to connect.  idefaull T OOE0:CEACASFE 559 '@
| Site Survey = o RS B g
<] (2
Aba Profile Advahced
Click Configure. 5 —
==
.__.-[J Remuove l
i Properties
O\ WPA-PSK does ¥ _]c .
n onn
not require a o
RADIUS Server Rsen |
in the network.
Canfiqur ation EI

£25ID I Lol Broacurniiy

Wircloss Mode IInf’:stru::'._n::

Select WPA-PSK in Dara Encrypilon |E- nbilcd E
the Authentication Authentlcatlon =
field.

Koy Lengih |E34 b 42458 70 -Inuudn:inj

IEEE 602.1% |0 oab od

#

1]

i

A I R

|
s
|

Click Authentication

Config [ authertication Carfig | '
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Using the Configuration Utility (continued)

Authentication > WPA-PSK (continued)

Advanced Security Settings

Aulv el Sevurily Selliings

Enter the WPA

WM A Masaphrase
Passphrass. _"( phose | D

EAP Typu: I

B | i3

Isar Cafdicate I

B

) Walidate Serser Crrfificate

(| BV Hamnl Damain Namre

Paesmsrud I

Cunlirrri Pumvmdl

TTLS Identity |

Click OK.

The configuration is done. : o ]' cancd |

About

B D Link Air Utitity

Link Info
The About screen gives Advanced
you the MAC address,
Utility Version and the Site Survey
Driver Version of the
DWL-520. (> About ]

Ad

i 7 Copyright 2003
Configuration D-Link A/r pyng

D-Link Air Cunfligurativn

2.4GH Wireless UWtility

 Adapter

pter Informati

MAC Address MN-NA-AN-GAANEN

Utility Version %3.1.5.30606

Driver Version 5.140.0523 2003
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Networking Basics

Using the Network Setup Wizard in Windows XP

In this section you will learn how to establish a network at home or work, using
Microsoft Windows XP.

Note: Please refer to websites such as http.//www.homenethelp.com
and http://www.microsoft.com/windows2000 for information about networking
computers using Windows 2000, ME or 98SE.

Go to Start>Control Panel>Network Connections
Select Set up a home or small office network

Hetwork Setup Wizand

Welcome to the Network Setup
Wizard

Thiz wizard will help vou zet up thiz computer ba run an your
netwark. Swfith a netwaork wou can:

+ Share an Internet connection

+ Setup Internet Connection Firewall
+ Share files and folders

+ Share a printer

To continue, click Mest.

[ Cancel

When this screen appears, click Next.
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Networking Basics (continued)

Please follow all the instructions in this window:

Network Setup Wizard

Before you continue._.

Before you continue, review the shecklist for creating & networks

Then, complate the following steps:

= Install the network cards, modems, and cables.

+ Tum on all computers, printers, and external modems.
+ Connect ta the Intemet,

Wwhen you click Mext, the wizard will search for a shared Intemet connection on your network.

T o)

Click Next

In the following window, select the best description of your computer. If your
computer connects to the internet through a gateway/router, select the second option
as shown.

Network Setup Wizard

Select a connection method.

Select the statement that best describes this computer:

() This computer connects directly ta the Internet. The ather computers on my network connect
ta the Intermet through thiz computer.

"Wiew an emample,

() Thiz computer connects ta the Internet through another computer on my network or through
a regidential gateway.,
“Wiews an example.

Learn maore about home or small office network configurations.

< Back 'l Mest = Jl[ Cancel

Click Next
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Networking Basics (continued)

Enter a Computer description and a Computer name (optional.)

Click Next

Network Setup Wizard

Give thiz computer a description and name.

(Qomputer deszcription: | Iary's Computer |)

Examples: Family Room Computer or Monica's Computer

(Egmputer name: | Office |)
Examples: FAMILY or MONICA

The current computer name iz Office

Learn more about computer names and descriptions.

Enter a Workgroup name. All computers on your network should have the same
Workgroup name.

Click Next

Network Setup Wizand

Mame your network.

Mame your network. by specifying a workaroup name below. All computers on your network,
zhould have the same workaroup name.

Wworkgroup name; | Accounting
Exarﬂes: HOME or OFFICE

< Back Hest » ] [ Cancel

\e——
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Networking Basics (continued)

Please wait while the Network Setup Wizard applies the changes.

Network Setup Wizard

The wizard will apply the following zettings. This process may take a few minutes to complete
and cannot be interrupted.

Ready to apply network settings__.

Settings:
Metwork settings: A
Computer description: Mary's Computer
Computer name: Cffice
“Workgroup name; Accounting
The Shared Documents folder and any printers connected ta this computer have been §
shared. ‘
|

To apply these setings, click Mest.

[ < Back 'l Mest = ][ Cancel

When the changes are complete, click Next.

Please wait while the Network Setup Wizard configures the computer.
This may take a few minutes.

Network Setup Wizard

Pleaze wait while the wizard configures thiz computer for home or small office networking. Thiz
process may take a few minutes.

Please wait..
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Networking Basics (continued)

In the window below, select the option that fits your needs. In this example, Create

a Network Setup Disk has been selected. You will run this disk on each of the
computers on your network. Click Next.

Network Setup Wizard
You're almost done...

= You need to run the Metwork Setup 'Wizard once on each of the computers an your
y netwark. To run the wizard on computers that are not running *Windows =P, you can uge
the “wWindows <P CD or a Metwork. Setup Disk.

‘what do you want to do’?

(®)iCreate a Network Setup Digki

(C) Use the Metwaork Setup Disk | already have
() Uge my Wwindows <P CD

O Just firish the wizard; | don't need to run the wizard on other computers

(=

Insert a disk into the Floppy Disk Drive, in this case drive A.

Network Setup Wizard
Insert the disk you want to use.

Inzert a disk the inta the following disk drive, and then click Mest.

3% Floppy [&:]

If pou want ko format the digk, click Format Digk.
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Networking Basics (continued)

Copying...

P9 )

Please wait while the wizard copies files. ..

[ ]| Cancel |

Please read the information under Here’s how in the screen below. After you complete
the Network Setup Wizard you will use the Network Setup Disk to run the Network
Setup Wizard once on each of the computers on your network. To continue click
Next.

Metwork Setup Wizard
To run the wizard with the Network Setup Disk. .. %

\il) Complete the wizard and restart thiz computer. Then, uze the Metwork Setup Digk to run

the Metwork Setup Wizard once on each of the other computers on pour network.
Here's how:
1. Inzert the Metwork Setup Dizk into the next computer pou want to netwaork.

2. Open My Computer and then open the Metwaork Setup Disk.
3. Double-click "netzetup.”

[ < Back
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Networking Basics (continued)

Please read the information on this screen, then click Finish to complete the
Network Setup Wizard.

Network Setup Wizard

Completing the Metwork Setup
Wizard

Yau have successfully zet up this computer far home or zmall
office netwarking.

For kelp with home or small office networking, zee the
following topics in Help and Support Center:

+ Uzing the Shared Documents folder
+ Shanng fles and holders

Ta zee ather computers on your netwark, click Start, and then
click My Metwark, Places.

To cloge this wizard, click Finigh,

N
cBack || Finish |
\——

The new settings will take effect when you restart the computer. Click Yes to restart
the computer.

System Settings Change iI:I

P ¥ou must restart your computer before the new settings will take effect,

]

Do you wank o restark your computer now?

You have completed configuring this computer. Next, you will need to run the Network
Setup Disk on all the other computers on your network. After running the Network
Setup Disk on all your computers, your new wireless network will be ready to use.
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Networking Basics (continued)
Naming your Computer

To name your computer, please follow these directions:In Windows XP:

m Click Start (in the lower left corner of the screen)

m Right-click on My Computer

m Select Properties and click

Internet ___) My Documents
Internet Explarer
=
1 E-mail <) My Recent Documents  »
Outlook Express

__“f} My Pictures

W oiririand Promipk -} My Music

v M5h Explorer I!I *y Computer
= Open
. ) @ My Network  Explore
Sindows Media Player Search...

r B’ Control Panel|  Manage
o B, Windows Mavie Maker

e Map Mebwork Drive. ..
-, e ) Disconnect hetwork Drive. ..

@ Tour Windows KP -
J:é Frinters and F Show on Desktop

y | Files and Settings Transfer | Rename

B Select the Computer
Name Tab in the System
Properties window. | System Rest

General
S |

System Properties

cUpdstes | Femote
Hardware | Advanced

Windows uzes the following infarmation to identify pour computer
on the netwark,

H You may enter a Computer Caomputer deseription:

Dgsquptilon 'fIYOU WlSh; For example: “'Fitchen Computer or “Man's
this field is optional. Cormputer”.
Full computer name.  Office
wiorkaroup: Accounting
T o uze the Metwork, [dentification Wizard to join &
[ To rename the Computer domain and create a local user account, click Metwork Heinok D
ID.

and join a domain, Click

Change_ To renarne this computer ar join a domnain, cick Change.

31



Networking Basics (continued)
Naming your Computer

M |n this window, enter the
Computer name

B Select Workgroup and enter
the name of the Workgroup

B All computers on your
network must have the same
Workgroup name.

B Click OK

Computer Name Changes

Y'ou can change the name and the membership of this
computer. Changes may affect access o network resources.

Computer name:
| Office

Full computer name:

Office

More...

tember of
() Domair:

| |
(=) wWorkgroup:
I Accounting |

Checking the IP Address in Windows XP

The wireless adapter-equipped computers in your network must be in the same IP Address
range (see Getting Started in this manual for a definition of IP Address Range.) To check
on the IP Address of the adapter, please do the following:

B Right-click on the Local Disable

Area Connection icon

in the task bar Repair

Bl Click on Status

Wiew Gywailable Wireless Nebworks

Open MNebwork Connections
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Networking Basics (continued)
Checking the IP Address in Windows XP

This window will appear. Wireless Network Connection £ Status |1|[$_<|

Gereral K Suppart D

Internet Pratocal [TCPAAF)

| Click the Support

tab Address Type: Agzzigned by DHCP
[ Paddess 1921680114

Subnet b azk: 255.255.255.0

Default Gateway: 192.168.0.1

Details...

[ ] Click Close

Close

Assigning a Static IP Address in Windows XP/2000

Note: Residential Gateways/Broadband Routers will automatically assign IP Addresses
to the computers on the network, using DHCP (Dynamic Host Configuration Protocol)

technology. If you are using a DHCP-capable Gateway/Router you will not need to
assign Static IP Addresses.

If you are not using a DHCP capable Gateway/Router, or you need to assign a Static
IP Address, please follow these instructions:

e |!-' Control Panel
Tour Windows %P e e
[ | Go to Start @ =7
ﬁ Printers and Faxes
i | Files and Setkings Transfer =
Wizard
‘ 9) Help and Support
’y Pairt :
. Search
B Double-click on # e
Control Panel :
All Programs D B Run...

ﬁ] Log Cff F5| Turn OFF Compuber




Networking Basics (continued)

Assigning a Static IP Address in Windows XP/2000

B Double-click
on Network
Connections

B Right-click on Local Area
Connections

B Double-click on
Properties

B Control Panel

Addeess | D Control Panel

m'_ Contral Panel

@ Switch to Category View

" Netwark Uannectinns

File Edt  Weew Favoriles  Took  Acheaied  Help

Qe () - (F | Dsearh [ roters [

ridcvece [ Matwark Connections

. MName
Mebwork Tasks LAM or High Speed Internct

[E] create amew
o tion

ek up & hame o smal
~ office network

Lisable thes network

q device

§, Repair this connection

W) Rename this connection

W Wisw status of thic
connection

[ Chsarnge settings of tis
conme i

i Views o change seitings For this cannactian, such s adapter, protocal, or madem canfigur |
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Networking Basics (continued)
Assigning a Static IP Address
in Windows XP/2000

B Click on Internet Protocol
(TCPI/IP)

B Click Properties

P

- Wireless Network Connection 3 Properties
[ Generalu: Advanced

Connect using:

H8 D-Link Air DWL-520 Wireless PClAdapter

| vl gtlient for Mizrozaft MNetwarks
v S File: and Printer Sharing for Microsoft Mebworks

D escription

Transmigsion Control Protocol/lnternet Protocol. The default
wide area network protocol that provides communication
| actoss diverse interconnected networks.

Shows icon in notification area when connected

[ 0K ][ Cancel ]

B In the window below, select Use the following IP Address. Input your IP
Address and subnet mask. (The IP Addresses on your network must be
within the same range. For example, if one computer has an IP Address
of 192.168.0.2, the other computers should have IP Addresses that are
sequential, like 192.168.0.3 and 192.168.0.4. The subnet mask must be
the same for all the computers on the network.)

IePgA,d1d9r2es1$6:802 |I9I‘I‘I Protocol (TCPSIP) Properties @@
Subnet Mask: Yaou t:ar.1 get P settings assigned automatically if your netvwork supports
255255255 O m ;?;:gfﬁ?;mii:gw need to ask yowr network. administrator for
Default Gateway: () Obtain an IP address automatically
Enter the LAN IP Address of | (QUstheilonmsieadiess) -
the wireless router. (D-Link I otbhots 198, 08, B ¢ |
wireless routers have a LAN |P || Subnetmask | Z0.20.%5. 0 )
Address of 192.168.0.1) i e ey
B Select Use the fOIIOWing (@) I;Is.x.a.lhe fullowmg[)NS s;r;'e.:r';a:ldr.en;x)
DNS server address. Enter Eratenod DNG sefiie: T1%2.168. 0 . 1 |
the LAN IP Address of the Hltesnate NS sprver
wireless router. (D-Link
wireless routers have a LAN
IP Address of 192.168.0.1) —
Ok Cancel
B Click OK

You have completed the assignment of a Static IP Address. (You do not need to assign

a Static IP Address if you have a DHCP-capable Gateway/Router.)
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Networking Basics (continued)
Checking the Wireless Connection

by Pinging in Windows XP and 2000*

B GotoStart>Run> EEE o

type emd. A window
similar to this one
will appear. Type
ping XXX.XXX.XXX.
XXX, where xxx is
the IP Address of
the Wireless Router
or Access Point. A

good wireless con- s\Docunentz and

nection will show
four replies from
the Wireless Router

168.08.58

or Acess Point, as
shown.

Checking the Wireless Connection
by Pinging in Windows Me and 98*

B Goto Start > Run
> type command.
A window similar
to this will appear.
Type ping XXX.XXX.
XXX.XXX Where xxx  LEargssy 192.
is the IP Address of LESHEAEEES
the Wireless Router i
or Access Point. A
good wireless
connection will show
four replies from
the wireless router
or access point, as
shown.

[F:“\Documents and Settil

ion 5.1.26881
t Corp.

h3>ping 192.168.8.58

*You may be pinging different IP Addresses than the ones pictured here, however the

procedure for pinging remains the same.)
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Troubleshooting

This chapter provides solutions to problems that can occur during the installation and
operation of the DWL-520. Read the following descriptions if you are having problems.
(The examples below are illustrated in Windows XP. If you have another operating

system, these solutions will still apply although the appearance on your computer
screen may differ.)

1. Check that the drivers for the DWL-520 are installed properly.

SRS orrnand Prommpk @ Open

E Gg M Explore
> VOB Windows Movie Maker 2 Search...
O 10 ot1a D
My Computer > B, . Manage
Properties v M3 Explorer | Map Network Drive. ..
}';é Pr|  Disconnect Mebwork Drive, ..
® Windows Madia Player | Show on Desktap

@) He  Rename

@ Tour YWindows xP = -
1 Properties

All Programs D

B Selectthe -
Hardware System Proparties
Tab System Restors Autom i) Remats
Gersal Computss M ame | Atvarcad
Bdd Heidwars Wizad
*E The Add Hardwans Wizard halps you inetal hardwers
Add Hardhsans ‘wizand
. . | danage
B Click Device Srepneatn ,
Tha Davica Hanauua (1] agmg haﬁiwala daf?; nste'ihia-:l
an poul compuier, Llsa the Device Manages 1o change the
Manager peopeties ol sy devica

[ DvivesSigirg Jﬁ Device Manags: ﬂ

Hardwaane Profiles

Hardwans profiles provvide & wap fan you 1o set up and stors
difesant hasdware combiguiations.

Haderare Prolies:

oot ]

37



Troubleshooting (continued)

B Double-click
on Network
Adapters

Right-click on D-Link Air
DWL-520 Wireless PCI
Adapter

Select Properties
to check that the
drivers are installed

properly

Look under Device
Status to check that the
device is working

properly

B Click OK

M=l %

Device Manager

File
- = & 2
LIMK-5Y205216H;

D.i-éatteries
[ I Computer
| cge Disk drives
] Fé Display adapters
s DVD/CD-ROM drives
|-i=} Floppy disk contrallers
- M, Floppy disk drives
- IDE ATA/ATAPI controllers
% Infrared devices
|- Keyboards
’_'_', Mice and other pointing devices
Modems
Manitars
= E& Metwork adapters
B D-Link Air DWL-520 Wireless PCI Adapter(rev.D)
B [g PCMCIA adapters
- o Ports (COM & LPT)
[+ %% Processors
=, Sound, video and game controllers
[+ “® Storage wolumes

+- o System devices
[+ Universal Serial Bus controllers

action  Wiew Help

¥

s = B = B R = B =

l

[ [ ]

ALY =

0 link die WL 40 Wi, PCT didagrms

LT T ] T " T M
B e i o . g
|[ERRLAT o rrgem
i ke
n ol F 0w [ i 1 E el

el 1N e

o isemerdoms o Ti Eow ol cwn
mw e -
| P el wm I

s y

=
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Troubleshooting (continued)

2. | cannot connect to the Access Point or the wireless router.

B Make sure that the SSID on the DWL-520 PCI adapter is exactly the
same as the SSID on the Access Point or wireless router.

B Move the DWL-520 and Access Point or wireless router into the same
room and then test the wireless connection.

B Disable all security settings. (WEP, MAC Address Control, AES)

B Turn off your Access Point and the computer with the DWL-520. Turn
on the Access Point, and then turn on the computer with the DWL-520.

B Refresh the DWL-520 Utility

3. The DWL-520 Power and Link lights are not on.

B Check to see if the DWL-520 PCI adapter is firmly inserted into the PCI
slot of your computer.

4. | forgot my Encryption key.

m Resetthe Access Point to its factory default settings and restore the DWL-
520 Wireless PCI Adapter to the factory default settings. (The default
settings are listed in the Using the Configuration Utility section in this

manual.)

5. The computer does not recognize the DWL-520 PCI Adapter.

B  Make sure that the DWL-520 Wireless PCI Adapter is properly seated in
the computer’s PCI slot.

B If Windows does not detect the hardware upon insertion of the adapter,
make sure to completely remove drivers that were previously loaded. To

remove the drivers, do the following:
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Troubleshooting (continued)

A. Under Tools> select Folder Options...> select View > under
Hidden files and folders > select Show hidden files and
folders

B. Uncheck Hide extension for known file types > click on
Apply

C. Search for the files DWL520.INF and DWL520.SYS. Remove
these files from the INF and SYSTEM32 (DRIVERS) folders in
the Windows directory. Note: Windows XP and Windows 2000
will rename .inf files that have not received WHAQL certification
into oem.inf files (e.g., oem1.inf.)

6. The computer with the DWL-520 installed is unable to connect to
the wireless network and/or the Internet.

Check that the LED indicators for the broadband modem are indicating
normal activity. If not, there may be a problem with the broadband
connection.

Check that the LED indicators on the wireless router are functioning
properly. If not, check that the AC power and Ethernet cables are firmly
connected.

Check that the IP Address, subnet mask, gateway, and DNS settings are
correctly entered for the network

In Infrastructure mode, make sure the same Service Set Identifier (SSID)
is specified on the settings for the wireless clients and access points.
The SSID factory default setting for the D-LinkAir and AirPlus products
is default. (Double-click on the WLAN icon in the taskbar. The Link Info
screen will display the SSID setting.)

In Ad-Hoc mode, both wireless clients will need to have the same SSID.
Please note that it might be necessary to set up one client to establish a
BSS (Basic Service Set) and wait briefly before setting up other clients.
This prevents several clients from trying to establish a BSS at the same
time, which can result in multiple singular BSSs being established, rather
than a single BSS with multiple clients associated to it.
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Troubleshooting (continued)

B Check that the Network Connection for the wireless client is configured
properly. Select AP (Infrastructure) when connecting to an access point and
select Ad-Hoc mode when connecting without an access point. Double-
click on the WLAN icon in the taskbar > click on Configuration to change
the settings for the wireless adapter.

B If Security is enabled, make sure that the correct encryption keys are entered
on both the DWL-520 and the access point. Double-click on the WLAN icon
in the taskbar > click Encryption. Check to see that the key selected is set
to the same key as other devices on the network.

7. How can | troubleshoot distance issues using the DWL-520.

B Move the DWL-520 and Access Point or wireless router into the same
room and then test the wireless connection.

B Change the channel of the Access Point.

B Move devices within the line of sight
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Technical Specifications

Standards

IEEE 802.11b

Temperature

Humidity:

Operating: 32°F to 131°F (0°C to 55°C)
Storing: -4°F to 167°F (-20°C to 75°C)

Operating: 10% - 90%, non-condensing
Storage: 5% - 95%, non-condensing

Antenna Type:

m Single dipole antenna with reverse SMA connector

Emissions:

FCC part 15b

Physical Dimensions:

m L=6.10inches (155mm)

m W =5.51inches (140mm)

m H=.90inches (23mm)
Weight: Interface:

B .20 Ibs. (909) m PCI 32-bit
Bus Type: Operating Voltage:

m PCl22 m SVDC +/- 5%
Warranty:

m 1 Year

System Requirements:

Computer with an available PCI slot
Windows XP/2000/Me/98SE

At least 32MB of memory and a 300 MHz processor

An 802.11b Access Point (e.g., DWL-900AP+) for Infrastructure
mode; or an 802.11b wireless adapter (e.g., DWL-650) for Ad-Hoc
mode. 42



Technical Specifications (continued)
Data Rates:
m 1, 2,5.5, 11Mbps* (with Automatic Fallback)

Operating Channels:
B 1-11 United States (FCC)
Encryption:

B Supports 64-bit or 128-bit WEP encryption
Frequency Range:

B 2.4-2497 GHz
Media Access Control:

m CSMA/CA with ACK

Transmit Output Power:
m 14dBm

Receiver Sensitivity: Nominal Temp Range

m -84dBm for 11Mbps @ 8% PER (Packet Error Rate)
E -90dBm for 2Mbps @ 8% PER (Packet Error Rate)

Modulation Techniques
m CCK (11Mbps)
m CCK (5.5Mbps)
m DQPSK (2Mbps)
m DBSK (1Mbps)

Modulation:
m Direct Sequence Spread Spectrum

Key Management:
m Automatic Dynamic Key Allocation (ADKA) through public key

Range:

B Indoors - up to 328 feet (100 meters)*

*Environmental factors may adversely affect range

*’Maximum wireless signal rate based on IEEE Standard 802.11b specifications. Actual data throughput will
vary. Network conditions and environmental factors, including volume of network traffic, building materials
and construction, and network overhead lower actual data throughput rate.” 43



Technical Support

You can find software updates and user documentation on the D-Link website.

D-Link provides free technical support for customers within the United States and
within Canada for the duration of the warranty period on this product.

U.S. and Canadian customers can contact D-Link technical support through our
website, or by phone.

Tech Support for customers within the United States:
D-Link Technical Support over the Telephone:
(877) 453-5465
24 hours a day, seven days a week.

D-Link Technical Support over the Internet:
http://support.dlink.com
email:support@dlink.com

Tech Support for customers within Canada:
D-Link Technical Support over the Telephone:
(800) 361-5265
Monday to Friday 8:30am to 9:00pm EST

D-Link Technical Support over the Internet:
http://support.dlink.ca
email:support@dlink.ca

44




Warranty and Registration
(USA only)

Subject to the terms and conditions set forth herein, D-Link Systems, Inc. (“D-Link”) provides this Limited
warranty for its product only to the person or entity that originally purchased the product from:

. D-Link or its authorized reseller or distributor and

. Products purchased and delivered within the fifty states of the United States, the District of Columbia,
U.S. Possessions or Protectorates, U.S. Military Installations, addresses with an APO or FPO.

Limited Warranty: D-Link warrants that the hardware portion of the D-Link products described below will
be free from material defects in workmanship and materials from the date of original retail purchase of the
product, for the period set forth below applicable to the product type (“Warranty Period”), except as otherwise
stated herein.

1-Year Limited Warranty for the Product(s) is defined as follows:

e Hardware (excluding power supplies and fans) One (1) Year
e Power Supplies and Fans One (1) Year
e  Spare parts and spare kits Ninety (90) days

D-Link’s sole obligation shall be to repair or replace the defective Hardware during the Warranty Period at
no charge to the original owner or to refund at D-Link’s sole discretion. Such repair or replacement will be
rendered by D-Link at an Authorized D-Link Service Office. The replacement Hardware need not be new or
have an identical make, model or part. D-Link may in its sole discretion replace the defective Hardware (or
any part thereof) with any reconditioned product that D-Link reasonably determines is substantially equivalent
(or superior) in all material respects to the defective Hardware. Repaired or replacement Hardware will be
warranted for the remainder of the original Warranty Period from the date of original retail purchase. If a
material defect is incapable of correction, or if D-Link determines in its sole discretion that it is not practical to
repair or replace the defective Hardware, the price paid by the original purchaser for the defective Hardware
will be refunded by D-Link upon return to D-Link of the defective Hardware. All Hardware (or part thereof)
that is replaced by D-Link, or for which the purchase price is refunded, shall become the property of D-Link
upon replacement or refund.

Limited Software Warranty: D-Link warrants that the software portion of the product (“Software”) will
substantially conform to D-Link’s then current functional specifications for the Software, as set forth in the
applicable documentation, from the date of original retail purchase of the Software for a period of ninety (90)
days (“Warranty Period”), provided that the Software is properly installed on approved hardware and operated
as contemplated in its documentation. D-Link further warrants that, during the Warranty Period, the magnetic
media on which D-Link delivers the Software will be free of physical defects. D-Link’s sole obligation shall
be to replace the non-conforming Software (or defective media) with software that substantially conforms
to D-Link’s functional specifications for the Software or to refund at D-Link’s sole discretion. Except as
otherwise agreed by D-Link in writing, the replacement Software is provided only to the original licensee,
and is subject to the terms and conditions of the license granted by D-Link for the Software. Software will
be warranted for the remainder of the original Warranty Period from the date or original retail purchase. If
a material non-conformance is incapable of correction, or if D-Link determines in its sole discretion that it
is not practical to replace the non-conforming Software, the price paid by the original licensee for the non-
conforming Software will be refunded by D-Link; provided that the non-conforming Software (and all copies
thereof) is first returned to D-Link. The license granted respecting any Software for which a refund is given
automatically terminates.

Non-Applicability of Warranty: The Limited Warranty provided hereunder for hardware and software of D-
Link’s products will not be applied to and does not cover any refurbished product and any product purchased
through the inventory clearance or liquidation sale or other sales in which D-Link, the sellers, or the liquidators
expressly disclaim their warranty obligation pertaining to the product and in that case, the product is being
sold “As-Is” without any warranty whatsoever including, without limitation, the Limited Warranty as described
herein, notwithstanding anything stated herein to the contrary.

Submitting A Claim: The customer shall return the product to the original purchase point based on its return

policy. In case the return policy period has expired and the product is within warranty, the customer shall
submit a claim to D-Link as outlined below:
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Governing Law: This Limited Warranty shall be governed by the laws of the State of California. Some states
do not allow exclusion or limitation of incidental or consequential damages, or limitations on how long an
implied warranty lasts, so the foregoing limitations and exclusions may not apply. This limited warranty provides
specific legal rights and the product owner may also have other rights which vary from state to state.

Trademarks: D-Link is a registered trademark of D-Link Systems, Inc. Other trademarks or registered
trademarks are the property of their respective manufacturers or owners.

Copyright Statement: No part of this publication or documentation accompanying this Product

may be reproduced in any form or by any means or used to make any derivative such as translation,
transformation, or adaptation without permission from D-Link Corporation/D-Link Systems, Inc., as
stipulated by the United States Copyright Act of 1976. Contents are subject to change without prior notice.

Copyright® 2002 by D-Link Corporation/D-Link Systems, Inc. All rights reserved.

CE Mark Warning: This is a Class B product. In a domestic environment, this product may cause radio
interference, in which case the user may be required to take adequate measures.

FCC Statement: This equipment has been tested and found to comply with the limits for a Class B digital
device, pursuant to part 15 of the FCC Rules. These limits are designed to provide reasonable protection
against harmful interference in a residential installation. This equipment generates, uses, and can radiate
radio frequency energy and, if not installed and used in accordance with the instructions, may cause harmful
interference to radio communication. However, there is no guarantee that interference will not occur in a
particular installation. If this equipment does cause harmful interference to radio or television reception,
which can be determined by turning the equipment off and on, the user is encouraged to try to correct the
interference by one or more of the following measures:

. Reorient or relocate the receiving antenna.

. Increase the separation between the equipment and receiver.

. Connect the equipment into an outlet on a circuit different from that to which the receiver is
connected.

e  Consult the dealer or an experienced radio/TV technician for help.

For detailed warranty outside the United States, please contact corresponding local
D-Link office.

FCC Caution:
The manufacturer is not responsible for any radio or TV interference caused by unauthorized modifications
to this equipment; such modifications could void the user’s authority to operate the equipment.

This device complies with Part 15 of the FCC Rules. Operation is subject to the following two
conditions: (1) This device may not cause harmful interference, and (2) this device must accept any
interference received, including interference that may cause undesired operation.

IMPORTANT NOTE:

FCC Radiation Exposure Statement:

This equipment complies with FCC radiation exposure limits set forth for an uncontrolled environment.
The antenna(s) used for this equipment must be installed to provide a separation distance of at least
eight inches (20 cm) from all persons.

This equipment must not be operated in conjunction with any other antenna.

[ Register your D-Link product online at http://support.dlink.com/register/ ]
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