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1 WELCOME

IPCAM is an integrated wireless IP Camera solution. It combines a high quality digital video
Camera with network connectivity and a powerful web server to bring clear to your desktop from
anywhere on your local network or over the Internet.

The basic function of IPCAM is transmitting remote video on the IP network. The high quality
video image can be transmitted with 30fps speed on the LAN/WAN by using MJPEG hardware
compression technology.

The IPCAM is based on the TCP/IP standard. There is a WEB server inside which could support
Internet Explore. Therefore the management and maintenance of your device become more
simply by using network to achieve the remote configuration, start-up and upgrade firmware.
You can use this IPCAM to monitor some special places such as your home and your office. Also
controlling the IPCAM and managing image are simple by clicking the website through the
network.

1.1 Features

e Powerful high-speed video protocol processor

e High Definition Color CMOS Sensor

e 300K Pixels

¢ |R night vision (03 Range:10m; 04 Range:20m; 05 Range:30m;)

e Optimized MJPEG video compression for transmission

e Multi-level users’ management and passwords definition

e Embedded Web Server for users to visit by IE

e Wi-Fi compliant with wireless standards IEEE 802.11b/g

e Supporting Dynamic IP (DDNS) and UPnP LAN and Internet (ADSL,Cable Modem)
e Giving alarm in cause of motion detection

e Supporting image snapshot

e Support multiple network protocols: HTTP/TCP/IP/UDP/STMP/DDNS/SNTP/DHCP/FTP
e Support WEP/WPA/WPA2 encryption

e Support Daylight Saving Time

e Support MSN

e Support Gmail
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1.2 Packing List

Untie the pack and check the items contained against the following list:
e IPCAMx1

e Wi-Fi Antennax1 (only available for wireless model)

e DC Power Supplyx1

e Quick Installation Guidex 1

e CDx1 (Include IPCAM user manual. IP camera tool)

e Network Cablex1

e Mounting bracketx1(option)

NOTE: Please Contact us immediately in the case of any damaged or short of contents.

1.3 Product views

1.3.1 Front View

- Antenna

FIB903W FIB904W FIB905W

Figure 1.1
Infrared LED: 18IR LEDs(model 03)/24 IR LEDs (model 04)/60 IR LEDs (model 05)
LENS: CMOS sensor with fixed focus lens
WIFI Antenna: Wireless Antenna

1.3.2 Back View
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Reset

HReset

i I'Hlnl e S— DC 5 Poweer dack Febd5 Port DC 5V Poweer Jack R4S Port
FI8903 WFIS904W FI8905W
Figure 1.2

LAN: RJ-45/10-100 Base T

Power: DC 5V/2A Power supply

RESET BUTTON:Press and hold down the RESET BUTTON for 5 seconds. Release the power
button and IP camera will be reset back to the factory default parameter.

1.3.3 Bottom View

There are three stickers at the bottom of the camera; it is the important feature of original

Foscam cameras. If your camera does not have these three stickers, it may be a clone one.
Clone Foscam cameras could not use original firmware and obtain our good after service.

—&MN of FOSCAM

MAC address of
weiredl conneclion

___MAC midress of wireless
COnmection

FI8903W

AC sddress of wareless
[R R

C abdress of aired
ninéction

of FOSCAM

FI8904W

Wirgless

N

FI8905W

Figure 1.3

1.4 Preparations before use

1.4.1 Software installation

(1) Put the small CD in the CD driver of your computer. Open the CD; find the software as

instruction;
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(2) Double click IPCamSetup.exe and install the software as instruction.

¥elcome

]

‘wislcome to the IF Camera Setup piogram. This program wil inztall IF
Carnera on pour computer.

It iz ghrongly recommended that vou exit all \Windows programs before
running this Setup program.

Click Cancelta quit Setup and then eloze any programs: pou have wnning.
Click Hest to continue with the Setup piogram.

“WiaRMIMG: This program is protected by copiright law and international

treatics.

Unauthaoized reproduction or distribution of thiz program, or any poetion of it,
may resul in severa civil and criminal penaties, and will be prozsecuted ta
the rasimunm exster: pozsible under .

Cancel

Figure 1.4
(3) Only click Next, you will complete the software installation.

Eeady To Install

Setup now has enough information o stark instaling [P Camera.

Click Back 1o make any changes before continuing. Click Cancel to exit
Setup.

« Back Cancel

Figure 1.5
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Finished X

Setup haz finizhed copying files to your computer.

Before you can use the program, you must restart Windows or your
commputer,

% “Yes, | want to restart my computer now.

" Mo, | will restart my computer later.

Remowve any disks from their dives. and then chck Close to complete setup.

Figure 1.6

The computer restarts upon installation completion and an icon appears on the desktop
automatically.

=r

3

IP Carnera Tool

]

NOTE: If you use Windows7 and could not find the icon on desktop after install the IP camera
tool, please check if the path of the camera port to is correct.

For example, as it was pointing to C:\Windows\System32\I[PCamera.exe.
Please fix this by pointing the shortcut to the correct path C:\indows\SysWOW64\IPCamera.exe.
After this you could use the shortcut without any problems.

CAUTION: Before installing and using the product, please read the following precautions
carefully and make sure they are fully understood.

Use only the power adapter attached with the product. Use unauthorized power adapter may
cause damage to your IP Camera. IP Camera terminal shall be installed in an indoor
environment where the rain or snow could not pour it.

1.4.2 Hardware preparation

Follow the steps below to set up your camera hardware connections. Make sure to follow each
step carefully to ensure that the camera operates properly.

(1) Fixthe antenna at the back of the camera.

(2) Plug the network cable into the camera and then into your Cable/DSL router.

(3) Plug the power adapter into the camera and then into the power outlet.
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CAUTION: Make sure to only use the power adapter supplied with IPCAM. Using a

non-approved power adapter may damage the camera.

(4) The camera takes approximately 30 seconds to start up before it displays an IP address on
the IP Camera Tool (details: 2.1)

(5) When the camera is powered and network cable plugged correctly. The small green light
(network jack) will turn on and the small yellow light will flash. The network light will blink.
(about 1~2 times per second) The power light will turn on too.

2 SOFTWARE OPERATION

2.1 IP Camera Tool

When the Device has been mounted properly, you can double click the icon “IP Camera Tool”

=0
|2 3]
E ‘-

IP Carnera Tool

and a dialog box as Figure 2.1 will pop up.

g3« IP Camera Tool : ' E=REE >

Gicp Http://192_168. 11.99:8000

Anonymous Http://102.168. 11.119

Http://192.168. 11. 197:8085

Subnet doesn’ t match, dbclick to change !

//192. 168. 11. 100: 8090

Figure 2.1
The software searches IPcam automatically over LAN.
There are 3 cases:
(1) If no Camerain LAN. After about 1 minute search, the Result Field will show “not found IP
Server” and the program shut automatically.
(2) If IP Cameras having been installed within LAN. All the IP Cameras will be listed and the
total number is displayed in the result field as shown in Figure 2.1.
(3) The IP Cameras installed within LAN do not share the same subnet with the monitoring PC.
A prompt as shown in result field (prompt: Subnet doesn’t match, dbclick to change!). Click
the left mouse button to choose the prompt and click the right mouse, choose Network
Configuration to set the IP address of the Camera to the same subnet as LAN. (Figure 2.5)
You can choose obtain IP from DHCP server or set a static IP for the camera. (Figure 2.4)

NOTE: If you could not find the camera’s IP on the IP camera tool.
Please check if DHCP is enabled in your router, or disable MAC address filter.
Make sure that firewall doesn’t block the camera.

Six Options

Choose the IP Camera list and Click right mouse button; there are six options, Basic Properties,
Network Configuration, Upgrade Firmware, Refresh Camera List, Flush Arp Buffer and About IP
Camera Tool as shown Figure 2.2.
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{iZ3 IP Camera Tc:u:_ﬂ — - g = |sEk
Anonymous Subnet doesn’ 1 match, dbclick to change 1
Anonymous Subnet doesn’ t Basic Properties
E:Exj:x: g;;ﬂ;f 332'3;??' Metwork Configuration

Upgrade Firmwars
Refresh Camera List
Flush Arp Buffer
Ahout IP Carmera Toal

Figure 2.2
Basic Properties
There are some devices’ information in the Basic Properties, such as Device ID, System
Firmware Version, and Web Ul Version. (Figure 2.3)

If there are several cameras on the list, you can choose basic properties to check the device 1D
and recognize the IP address belong to which camera you set up, such as Device ID is
00606E8C5058, you can find the same MAC ID sticker at the bottom/back of the camera.

Each camera has its only MAC ID. Sometimes, if you couldn’t find the camera’s IP on the IP
Camera Tool. May be the firewall block it, you can add this MAC ID to your router and give it a
fixed IP or add the MAC ID as a trusted site. There are two MAC addresses, one is Wired MAC
and the other is WIFI MAC.

IE'E-‘E Basic Properties

Dlevice 1T 000000000001

System Firmware Wersiom SRR

feb U Yer=iom 4.9 15

Figure 2.3
Network Configuration
In this page, you can configure the Network parameters.
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@ IP Camera Tool “ 5 - jl= =] % |

Anonymous Network Configuration e e
Anonymous -

i e B bt ais TP Eoan n@
sarah
inonymous IF Adires: R
Gicp
foscamdemo Subnet Mask i
Anonymous
Anonymous Gatewsy J B e s e
|| |Anonymous IS Serwver | T
Anonymous R
Http Fort G0
Uzer :ladm:i.n
Pas=word J I
0K | Cancel
]
Figure 2.4
Obtain IP from DHCP server: If checked, the device will obtain IP from DHCP server. In other
words, the camera will have a dynamic IP. (Make sure the Router which the camera connects
has DHCP function and DHCP is enabled).
.:3“' IPCamera Toal P st l=|8] 5=
i -
_ Anonymous Network Configuration e o
Anonymons
Anonymous i i
.EII.DII.FI.U'IJ.S ]_. Obtain TP from DHCP serser g b
ANODFMOUS 192 1/8 .11 .100 |
S IF Address : " 3
Anunylm.ls Svbnet Masl POE 2ES PER 0O
Gicp 1————— | |
foscandemo Gatevay 192 163 .11 . 1 E !
L DHS Server ]202 C96 134 .33
| | "
Hitp Fort G080
Usar ad.min I
Pazszword .
0K | Canzel ]
Figure 2.5

IP Address: Fill in the IP address assigned and make sure it is in the same subnet as your
computer or router. ( the first three sections are the same)

Subnet Mask: The default subnet mask of the equipment in our LAN is: 255.255.255.0.You can
find the subnet mask in the basic information of your router or the locally-attached of your PC.
Gateway: Make sure it is in the same subnet with PC’s IP address. Here gateway is your router’s
LAN IP.

DNS Server: IP address of ISP network provider. You can find the DNS server in your router or
check the locally-attached of your computer. Locally-attached of PC contains your PC’s IP
address, gateway and DNS server. Normally, there are two DNS servers. Here you can also set
the DNS server the same with gateway.

Http Port: The defult lan port is 80.You can set another port number, such as port 8005, 85,
8100.etc.
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User: Default administrator user name is admin
Password: Default password is blank, no password.

NOTE: If the prompt “Subnet doesn’t match, dbclick to change!” appeared, please enable DHCP
and choose obtain IP from DHCP server or set camera’s |IP address and gateway once again.

Upgrade Firmware
Enter the correct User and Password to upgrade system Firmware and Web Ul. If you upgrade
the camera, Please upgrade system firmware first and then upgrade web Ul. Or it may
damage the camera.
Please download the firmware package under the correct type of your camera before upgrade.
Follow the upgrade document in the package carefully to upgrade. Please look readme first
before you upgrade.
CAUTION: Please don’t upgrade the firmware freely. Sometimes, your camera may be damaged
if operate wrong during upgrade. If your camera works well with the current firmware, we
recommend you’d better not upgrade it.
NOTE: If you download the firmware. Please check if bytes of the two .bin file are exactly the
same with the size in readme. If it fits, you can upgrade it. If not, please download the firmware
again until the bytes are exactly the same with the official size. Otherwise, your camera would be
crashed by the firmware which loose frame.

E IP Camera Tool . - =|lef] ¥

- //192_168.11.100: 8090

Gicp Anonymous Upgrade Firmware
foscamdemo
Anonymous

sarah User Jadmin
Anonymous

Anonymous

Fassword |

| Upgrade System Firmware ||

Upgr
— Tpgrade fleb UL — .
| :] firmw

[1]:4

12

system
e first

Figure 2.6

Refresh Camera List
Refresh camera list manually.

Flush Arp Buffer
When wired and wireless of the camera both are fixed IP address. There is a problem you may
encounter is can search the camera IP but can’t open the camera webpage. You may try to use
flush Arp buffer.

About IP Camera Tool
Choose here and you can see the version of the IP Camera Tool.

10
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2.2 Camera Login

You can access the camera through IP Camera Tool or IE, Firefox, Google chrome, safari or
other stand browser directly.

(1) Double click the IP address of the IP Camera listed (Figure 2.1).The browser you use will be
opened automatically and display the camera login page. (Figure 2.8)

(2) Access the camera by IE browser directly, type in the camera’s IP address. For example:

YR = =

- @& Device(Anonymous) -Windows.hw_

OO > I_gi.hﬁn.:ﬂl92.1!58.:11.100:8090,-‘ |

e = - — —

Wk [Q Device(Anonymous) [_l
| Figure 2.7

Real-time IP Camera Monitoring System

Propose using 1024 * 768 screen reselution

LME

Figure 2.8

The default user is admin, no password.
There are two modes to login. If you use IE browser, please choose activeX mode to login. If you
use Firefox or Google chrome, please choose server push mode to login. (Figure 2.9)

11
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Real-time IP Camera Monitoring System

Englich Sponich Deursch Fremeh Imliam  Folikd

ActiveX Mode (For IE Browser)

EESE]' ' admin
EPassu‘ord J
) If you use |E browser,choose
here to login

ogin

Server Push Mode (For FireFox. Google Browser)

/!*‘;;u: J} If you use firefox, Google chrome,safari,choose

here to login
| Arrentlon: I

Cane sensitive
Propoze wsing 1024 * 768 screem resolution

Figure 2.9

For IE browser
Fill in user name and choose the first login.

£~ Dovice(sarah) - Windews Internet Explerer

O+ | e &l e sl lial-
Fr Ik Vew Foweoes Toob Hex x B
derrarie | o = EFccHonad &

| 8 Deenisarah: | i~ B
Vs st vt co e U oo oo sk o e B Aokt Lontr | okl e'Fon ool e rs vk e i 1 rou trnk e e s et acchon ad et bl oe oo cun, e b,

Real-time IP Camera Manitoring System

@00 @@
@@ Qe

08D | drsabled

Al ety pe mecord

eoo0eo
1Q 10 10
© 0 «©

For Dparsion
For Admindsirator

A e fi~ himm -

Figure 2.10
The first time you login the Ul. You will meet activeX prompt like the picture above. (Figure 2.10)
Please click right button on the information and choose Run Add-on.

12
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Rl Ede Ve Faeoitis  Teol  Hel w W -

o Favorkes | o @@ » D Freatatnad @ -

4 Devicesarah) G- E v Page - Sefety - Took -
) This sk snst 1 ron the Pl g ackd-in: TVIN_JCarn At Condral Pedle! rom Certeol ot & nat avlabie' 97— o - and waart b sl & b run, chek b

Fum fud-on an i Wbk s

Realtime IP Camera Monitoring System What's the st
Inhor westion B Help
[ Device Sians |

@0 0-@@
@@ 9@
T
(=

Q8D | disabied I

Figure 2.11
You will see the picture below (Figure 2.12). Click Run and it will return to the login interface. Fill
in the user name and choose login again.
You will see living video. (Figure 2.13)

f Faverbes | g 8 = Errericmal g -
8 e ) - B T v Papr - Sefety - Todk - -

B This mebeske woanks bo non the Following add-on: TV _1PCan E St wed Condrgl Med, e’ from 'Contmol naere b ok avallzble’, IF pou boust the web ste and Bhe adc-om and wenk bo 2 lowr k Eoorun, ok mere.
Real-time IP Camera Monitoring System

Uingglaciad Inlernel Explorer - Securily Warning
E.' :'E E.' E "@ 0 o Mk b o Hhes e controk
HP @ D@ Tt D4M_IPCama Activetd Conkend Mode
Fublshar: [onteol nsre i nok swsls bls

Choose Run—_[_rr__ | sotrn

This Schived control wes prevwoushy added to vour compuber when you instalied
arother program, or w e ek ses rstsled Youshoud oaly e f s
rant the publsher anc Bhe psbaibs raquestng . What's thernk?

-Ier:-r Adminisirator

Figure 2.12
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Real-time [P Camera Menitoring System

Device Stalus
Amnmymmecns

10@:@ @@
@ e:@@

Far Operator

Ceip O miiror
Reslution | E4D'JED o
Blode a0 HE b
Fps= |Max w
Brghitecs gl 6 | gl
Comtbaet gl 1 |

Defenlt &1
Figure 2.13
NOTE: If you could not view living video after run the activeX. Only a red cross in the

center of the video or just a black screen. Please change another port number to try. Don’t use
port 80.Use port 85, 8005 or 8100 to try.

Make sure that firewall or antivirus software on your computer does not block the activeX. If you
could not run the activeX as the way above, please shut down the firewall or antivirus to try
again.

For Firefox, Google chrome, safari or other standard browser.

Fill in user name and choose the second login mode to login.

It may ask you for user name and password again before you login the UI.

After you enter user name, you will see Device Status of the camera.

Real-time IP Camera Monitoring System

vevieo i
Device ID POl e sl |
Dewice Firmwsre Version 11. 25, 2. 38
Desrice Enmbeded Web UL Wersiom 2.4.9.15
Aldaz Anonymons
Alarm Statuns Hone
DDHS Status o 4ction
PuE Statuz Hoo fction
NI Status Ho dction
Figure 2.14

Click Live Video, you will see living video.

14
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Real-time IP Camera Monitoring System

Device Status

Live Video
D Flip D Mirror
Fescluticon 640480 W

Mede Gl HT W

Erightroeeiged 6 |
Comtrast .- d .-

refrazh caera pacaas

Znapshet

Device Management

Figure 2.15

2.3 Device Status

For IE browser
If the camera is well connected. The light of the device status will show green.
Or it will show yellow. If it shows yellow, please check if the activeX is enabled or change another

port number to try again.

Real-time |IP Camera Monitoring System

Dewvice Status

@eeee

‘@' 9:0@

For Operator
It Tl Mo
Basoluiicn (540460 -
Ideds S0 HE e
Eps [GEES i
Brigiresy e |5 | (o
Coutmst (oo [4 | G

Defut 411

For Adm inistrator

Figure 2.16
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If you want to view device information. Choose For Administrator and then click Device info.

Real-time IP Camera Monitoring System

Deevice ID Q00000000001

Drevice Firmware Version 1125238

Dievice Embeded Web UL Version 24913

Alias Anomymons

Alarm Stams Mone

ODNS 3tatus Mo Action
fail Service Settings L A Lo
MSN Settings MSEN Stans Mo Actien
Alarm Service Settings

Figure 2.17

For Firefox, Google chrome and safari
When you login the Ul. You will see Device Status which is same like Device Info in IE browser.
(Figure 2.14)

2.4 For Visitor

For IE browser

Real-time |IP Camera Monitoring System

Davice Status

For Opearator
For Admink

Figure 2.18

16
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Multi-device window: The firmware inside the camera supports max 9 cameras monitoring at
the same time. You can add the other cameras in multi-device settings.

OSD: OSD is used to add timestamp on the video. There are five colors for the characters.
Add timestamp onrecord: If you wan to add timestamp on record, choose the checkbox.

@: When you enable motion alarm, camera will record automatically and store the recording
file to the folder you set. This icon is used to control the folder pop-up automatically or not.

@: When you click the icon, the camera video will play.
'@: this icon is control camera stop.
@: Click this icon to snap the picture.

@: Click the record icon. The camera will begin recording and store the .avi file to the folder you

set. (Figure 3.3) Click again it will stop.
For Firefox, Google chrome and safari
You will see the picture like Figure 2.14 when you login the camera as visitor.

2.5 For Operator

For IE browser
Click for operator. You will see the following picture. (Figure 2.19)

Real-time IP Camera Monitoring System

Anconymons

9299 @@

For Wisilor

For Dparatar

There are two resolution 640*480 and 320*240

Far Administrator

Figure 2.19
Flip & Mirror: You can choose flip or mirror if you set up the camera in a special position.
Mode: There are three modes. (50HZ, 60HZ and outdoor)
Brightness and Contrast are also used to adjust the quality of the video.

17
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For Firefox, Google chrome and safari

Click Live Video. You can see the difference from |IE and Firefox.

In IE, there is a button for default all the settings. In Firefox, the snapshot button is under for
operator. Add the other two function; refresh video and refresh parameters. (Figure 2.20)

Real-time |IP Camera Monitoring System

Live Video
D Flip DH: TCoT

Eesolution A40ed30 -
Haods B0 HI w
Frightnessigel|6 |kl

Contrast ;Ild -

reEreabh camers parans

Snapxhot

Device Management

~ Figure 2.20

2.6 For Administrator
For IE browser

Click For Administrator. You will see the Device Status.
It contains device ID, firmware version of the camera and other status of the camera.

18
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Real-time I[P Camera Manitoring System

) Dekesaws
Davice I QOO0 L

Device Frrmmware Version 1125238

Device Embeded Welb UT Version 24.9.13

Alias Anotrymons

Alarm Smams MNope

DDNE Status No Actipa

UPnP Starus Mo Acton

MEN Srams Mo Action

Figure 2.21

For Firefox, Google chrome and safari
Click Device Management and you will enter the settings page for administrator.

Real-time IP Camera Monitoring System
Device Status

_LiveVideo L
Device Management [IEEFIELY [anomzmens

| Sutmir | Refrash

Salfings
Uscrs Sctlings
Basic Network Setfings

Wirelezs Lan Sethings

ADSL Setings

|r_|g:a :

FTP Service Sefings

Reglors Fac
Rebaat Devies

log

Figure 2.22
We can see the difference from Figure 2.21 and Figure 2.22.
Figure 2.22 has the three following options that Figure 2.21 does not have.
Device Info: In fact. Click Device Status when you use Firefox or Google browser. You will see
the same information with Figure 2.21.
Multi-Device Settings: The function is controlled by the activeX, so if you use Firefox or Google
browser. It is impossible to use this function.

19
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Back: In Firefox or Google browser. Itis easy to click Live Video or Device Status to go back.
NOTE: Record and multi-device function are controlled by activeX controller, so if you use firefox
or google chrome, it is impossible to find these options.

3 How to do settings in For Administrator

3.1 Alias Settings

Default alias is anonymous. You can set a name for your camera here. Such as Ipcam, then click
Submit after change this. The alias name supports special character.
Alias |Ipca|'n |
[ Submit | | Refrash |

Figure 3.0
3.2 Date & Time Settings
Choose clock timezone of your country. You can choose Sync with NTP Server (Figure 3.1a) or

Sync with PC Time(Figure 3.1b). If you want to advance time ,the option of Daylight Saving
Time is right for you . Choose advance time as you like(Figure 3.2)

Device Clock Timse Wednesday, May 11, 2011 &40:31 PM

Device Clock Timezone (GMT +08:00) Beijing. Singapore. Taipei w |

Sync with NTP Server N 1 —

Nip Server | time. nist gav 2 | 2

Svnc with PC Time EI B

Daviight Saving Time O

;I Submit | | [Refresh ]
3
Figure 3.1a
 Date&TimeSettings

Device Clock Time Wednesday, May 11, 2011 §:45:08 PM
Device Clock Timezons | (GMT +08 00) Beijing, Singapore, Taipei v
Sync with NTP Server O
Sync with PC Time 2 .
Daylight Saving Time B8

Refresh
, G

Figure 3.1b
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Device Clock Time Wednesday, May 11, 2011 7:33:48 PM

Device Clock Timezone (GMT +08:00) Beijing. Singapore Taipsgk v

Svnc with NTP Server 0 \ 1

Sync with PC Time = The time is WednesdayMay 11,2011 6:53:48PM
Daviight Saving Time 3 befare setting Daylight Saving Time

Advance Time 60 »

P
frash
4 \\__‘___Submﬂ Refres

Figure 3.2

3.3 User Settings

You can set permission for visitor, operator and administrator.
Click Submit after finish these settings. The camera will reboot.

User Password Group

1

Wisitor v

admin

‘

LiISer

=
ipram (1] (| Oparator

!

Wisitar

Wisitar
@ | Refresh |
2

Choose a path for record and alarm record
3

Set Record Path F-ialam |
Set AlarmRecond Path F wideo | "

e —————

|

|

| e,

| Wisitor -
|

|

|

-

Figure 3.3
Here you can set record path and alarm record path for the camera. Click Browse and choose
path for them. Record path will store the recording file when record manually. (Click record icon
to record. Figure 2.18)
Alarm record path will store the recording file when motion trigger. (Set motion alarm first. (Figure
3.30)
The both default path is C:\Documents and Settings\All Users\Documents.
NOTE: In Windows7 or Vista, if you could not change the record path. Please set as
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below:

Windows7 or Vista's security level is higher than Windows XP/2000.For "set record path"
function, user should add the Device IP address to the IE's "Trusted sites' first. The step is:

IE browser Tool Internet Proper Security Trusted sites Sites Add

3.4 Multi-Device Settings

The firmware inside the camera can support max 9 device monitoring at the same time.

3.4.1 Add camerasin LAN

In Multi-Device Settings page, you can see all devices searched in LAN. The 1st Device is the
default one. You can add more cameras in the list in LAN for monitoring. The inside software of
camera supports up to 9 IP Cameras online simultaneously. Click The 2nd Device and click the
item in the Device List in LAN, Alias, Host and Hitp Port will be filled in the boxes below
automatically. Enter the correct username and password then click Add. Add more cameras in
the same way. After add all cameras. Please choose Submit.

Multi-revice Settings

Anonymous 192 163 056

IPcam Demo(192.158.0.66

Anonymausi 192163 . ?5] R : -
Anonymaus192.168.0.63) Click it,alias host

Device ListinLan

1 and http port will be
The 15t Devien This Device filled in the folli::jmwng
The 2nd Device IPeam Demo( 192 168.0.66) boxes automatically

Alias  |[Pcam Demo |
Host | 192.160.0.66 |
Hitp Port 8079 2
R |ipcam fFﬁter user and password

Pazzword seess

= ( _ﬂ_‘ | Remove
The 3rd Device Wona
The 4th Device MNons
The 5th Device Nones
The 6th Device Nong
The 7th Device Nonez
The 8th Device None
The 9th Device Naons
Figure 3.4
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Multi-Device Settings

FI906W-4(192. 166.11.34

Anonymous{192.168.11.90)

Deevice List in Lan sarah(192.168.11.197)
jAanonymous(132.168.11.67)

Refrech |

1 s

The 15t Dremsic e This Device

The Ind Dewce FIER06W =4[ 192 168 11.34)
The Jrd Device Anonymous(192.165.11.87)
The dth Tremnce Auongrmone] 192 16511 90)
‘The 3th Drence Hone

The 6th Device Mons

The Tth Device Hone

The 31h Drevice Mone

‘The Hh Device Hone

Attention: IFyou want to accese the device from intermet, be sure the host snd port that you et can be aocesged

Click submit after you add all the cameras

Figure 3.5
Choose For Visitor and then click four windows. You will see all the four cameras you add.

Real-time IP Camera Monitoring System

@@ @ @ @
‘@ 0@@
ot ofH

oz black =

] Add imsestamp on record

ee oo
1Q :0 :0
0 1D O
10 10 920

F‘ul{]puru[ur

For Administrator

Figure 3.6
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Real-time IP Camera Monitoring System

=z

Davice Status
PP
@@ :0:0@
‘@ @ @@
ol oHsH

08D | black =

] Add timestamp on resond

000
1Q 0 :0
‘:© O <O
l‘@ 10 20

Faor Operator

| For Administrator

Figure 3.7

3.4.2 Add cameras in WAN

If you want to view all cameras in internet. (remote computer) You need add them use DDNS
domain name. Firstly, make sure all of the cameras you will add can be accessed in internet.
(View How to set DDNS settings in Quick Installation Guide)

Login the first camera use DDNS domain name and port.

1o Actm, .
EOAE Saken I:q-unu Sorcesd hetp! M loyrendll. dyndne, or g BOGD ]

Make sure each camera you need add could
login with DDNS name and port

Figure 3.8
If you have several cameras, you can use the same DDNS domain name; only need set different
port number for each camera.
Click Multi-Device Settings. Choose The 2nd Device. Fill in the 2nd camera’s name, DDNS
domain name, port number. Enter user name and password and then choose Add. (Figure 3.9)
NOTE: Here Host must be filled in the second camera’s DDNS domain name, not its LAN IP.
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Multi-Dievice Settings

Anonymous(182.168.0.67) -
Anonymous(192 1660 197)
sarah({192.168.0.105)

Demer Lt Ananymous(192 168 0 109) ~
The 1zt Dewvica This Device The 2nd camera's nama
1 Mone

2 Alias Fill in the 2nd

3 | Host  jcamipcamera.dyndns.ong |camera'5 DDNS host
The 2nd 4% Tort |806E not LAN IP
camera's port : . .
P User [admin | Enter the 2nd camera's user
S Password [eeree [name and password
Add
The 3rd Device 6 Mone
The 4th Devics MNone
The 3th Device Mone
The 6th Device MNone
The 7th Device None
The Eth Device Mone
The 9th Device None
Figure 3.9

Add the other cameras in the same way. Click Submit after add all of them.

Multi-Drevice Settings

Desace List in Lan

The 13t Device
The 2nd Device
The 3rd Device
The 4th Device
The 5th Device
The &th Device
Tha Tth Device
The 8th Device
The 9th Device

Anonyrmousi192 169.0.109)
Anonyrnousi 192 163 0.60)
garah({192.168.0.105)]
Anonymous(192.153.0.61) hd

L1l |}

Thiz Device

sarah( foscamipcamera dyndns.org)

Nons
None
Nonz
Nons
MNonz
Attantian: If vou want to access the device from intemet, be sure the host end part that vou set can be accessad
froefuintarnat.
| Refrash |

Click Submit after finishing all the settings

Figure 3.10

Go back to video window. You will see all of the cameras in internet.

When you out of town, you can use the first camera’s DDNS domain name and port to view all

the cameras via internet.
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Real-time IP Camera Monitoring System

Dewvice Status

@:0:@ @@
‘@ Q@@
0aD  black -

] Add imsestamp on record

000
1@ 0 :0
0 1D O
10 :0 0

For Operator

For Administrator

Figure 3.11

3.5 Basic Network Settings

If you want to set a static IP for the camera, you need set Basic Network Settings. Keep the
camera in the same subnet of your router or computer.

Basic Nemwork Sentings
Obtain [P from DHCP Server O
IP Addr 1182.166.0.109
Subaet Mask 265 2652550
Gateway 192.168.0.1
DN§ Sarver 192.168.0.1
Hitp Port 3100
Netwotk Lamp

| Submit | | Resfresh |

Figure 3.12

It is the same result if set these settings in IP Camera Tool. (Figure 2.5)
If you don’t know subnet mask, gateway and DNS server. You can check your computer’s local

area connection. It contains all the information.
The step is Control Panel Network Connections  Dbclick Local Area Connections

Choose Support  Details. You will see all the information in it. (Figure 3.14)
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*. Metwork Connections

File Edi

Qe - © - F | Oseac [ Foiers | [7H]-

hibdece W Mamork Canrections

LN or High-Speed Internet L Local hrea Connection Status

Metwork Tasks 2
Locel frea Cornschion EB("IEIIEJ
[E crese arew ) Canrected, Frewalied
| ol

cennzctin Romabeds RTLE12908 0 Correclion shahs

Q Set up ahome or small :
oI ret ek, Addrezs Tyne: assgred bpOHCP

[~1 ;ﬁﬁm IF i 192.163.080

& Cisable this nebaork Subeal Mack: 20256, 2500

devke
% Repar this cornsction Diefout Gobeay: 192.168.01

Iq Rename this connecton = _I:I Indls. . g
L. Click here

& view stanus of this

Fawarites Tools  Advanced | #

conneckion
Change setbings of this “indoves did ot detect problems witdy (his Frepai
connackion connecsion | poo cavent connect. cick
Fieqail.
Other Places
@ Conted Parel
g Py Plekwicrk Places
|D My Documerts
L
Figure 3.13
HES
advanied  Help a

fckess | Watwork Corredtions v Yo
* __LANor High-Speed Internet ! Local Area Connection Status
Mebtwork Tasks r
T MNetwark Conneclion Details
[ Ceete 2 nen Cornechad, Frawalad
EE ' 1 Rmslbsk ATLBIIHGL0: Fa|  Hetwok Conreclion Dstals
2 ?;#fnima il | Fropang Valug
g Flryscal&ddisss 00-EQDOH0-23401
- mmﬂa&et th&lsame Subnet Mas_.k anfl rhecelz, ILEDID IS
ay of the camera with—y || subeer sk 255 255 250
;;’GLII' Cratault Gelesnay 19216001
. |HCF Sarven 192,168
8 Fepairthis cnfiection i Lanze Ohtained 01072317 2044
q Fename this ronnectian = Lease Evpiles 2010-7-23 13 2044
CIME S 20286 13433
are two DNS servers, ] 19215801
n set any of them. [t
ith gateway is also Of|
Ot Places
@ Cortrol Parel
g My Mebsork Flaces
u Iy Dot s
W My Computer
Cinze

Figure 3.14

If you don’t know DNS server, you can set it the same with gateway.
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3.6 Wireless LAN Settings

Please view How to set Wireless LAN Settings in Quick Installation Guide.

3.7 ADSL Settings
modern [P-Cam |
Figure 3.15

When connected to the Internet through ADSL directly, you can enter the ADSL username and
password obtained from ISP.

Uzing ADSL Dialup L]
ADSL User SZ10763952765089 |
ADSL Password |t|uuuu |
[ Submit ] [ Reiresh ]
Figure 3.16
3.8 UPnP Settings

Choose Using UPnP to MAP Port and then click Submit.

Using UPnP to Map Port
| Subrmit ] | Refresh |
Figure 3.17

Here the software inside the camera for UPnP only contains port forwarding now. It also has
much relation with security settings of your router, sometimes, it may show error information. So
we recommend you do port forwarding manually in your router.

3.9 DDNS Service Settings

Please view the detail information in Quick Installation Guide about How to set DDNS Service
Settings.
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3.10 Mail Service Settings

If you want the camera send emails when motion trigger. You need set Mail Service Settings.
Please set these settings as the following picture. (Figure 3.18)

| Sender cuivao3di@gmail_com | Mailbox for sender must
Receiver 1 vaoyan1a0@sohu cam suppori: SMTP
Receiver 2 | Mailbox for receiver need not 3
Receiver 3 | support SMTP,you can set 4
Receiver 4 | TECEIVErs
EMTP Server |smtp.;j|n'.ai| com 3 Fnter SMTP server for
SMTE Port s > a sender

Transport Laver Security

Need Authentication
SMTP Uszer
SMTP Password

Report Internet IP by Mail

STARTILS =|| 5
Gnail onfy support TLS ar port 463 and support STARTTLS at

port 23/587.
#
curyao23@gmail .com 6
[ser name and
LR R 24 ]
— password

8 [ Test F’lease set at first, and than test.
;’]'SFmi'tqD Refiesh |
7} e

Figure 3.18

Make sure your mailbox for sender support SMTP. Here you can fill in four receivers to receive
images. SMTP port usually is 25, some SMTP server have its own port, such as 587 or 465.And
Transport Layer Security usually is None . But if you use Gmail , Transport Layer Security must
be TLS or STARTTLS. And SMTP Port must be 465 or 25 or 485 ,which port you choose should
be decided by which Transport Layer Security you choose.

NOTE: Please click Submit first before choose Test.

You will see the test result after click Test.

& Dewvicefsarah) - Windows Internet Explorer

o iy 2] 192.16.., |*|| | #2 | K |f€ |p "

.

Flie  Edit  Wew  Favorkzs  Toals  Hep w -

 Fevorkes | i @8

[ 8 Dedcesara)

= @& FrecHoomal @ | =
- B | gm0 - Page - GSafety - Tads - (-

Test ... Succeed

Done

& Internet: 3 ~ Hioow -

Figure 3.19

If it prompts these following errors when you click Test. Please check whether the information
you filled in are incorrect. Make sure all of them are correct and try it again.

1) Can not connect to the server
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2) Network Error. Please try later

3) Server Error

4) Incorrect user or password

5) The sender is denied by the server. Maybe the server need to authenticate the user, please
check it and try again

6) The receiver is denied by the server. Maybe because of the anti-spam privacy of the server
7) The message is denied by the server. Maybe because of the anti-spam privacy of the server
8) The server does not support the authentication mode used by the device

Report Internet IP by Mail—If choose it, you will receive emails which contain internet IP. When
camera power on or Internet IP changed, it will send the internet IP by mail. (For example:
IPCAM's urls is http://119.123.207.96:8068). Make sure the port is map to the router correctly.

3.11 MSN Settings

When you forget the domain name of the camera,but you want access it from remote place,what
can you do when this happens?

In case of this thing happening,set MSN.

Apply a MSN ID for IPCAM first,then do as the picture.

e foscam31@hotmail com | |1 Fill in the username and pssword
Pazzword LTI | of the MSHNID you applied for
camera
Ifl:scamﬁ@hmmall com I 2

MSHN ID in this list can chat with
camera youcanset 10 ID

MSN Friends List

[ Submit | )| Refiesh |
3 (Click Submit after finishing all the settings
Figure 3.20
After submit,The one who in MSN Friends list login MSN,and then he can chat with camera .For
example:
“foscam 13”(look Figure 3.20,it is contained in the MSN Friends List) login MSN,double click the
icon of “foscam31 “(it is the MSN ID you applied for camera ,Figure3.20) ,he or she can chat with
IPCAM(Figure 3.21)
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#r foscam3 1@ hotmail.com

Call {zames Activities Inwite

foscam31l@hotmail.com (availzble)

LILY =zava: i
o
e e Enter "url*

fozcamil@hotmall. com Says:
« http:/ 183, 37,48, 137:800

The web gite of TPCAM, enter it in the
browser,you can visit IPCAM

Last message received at 17:09 on 2011-4-26.

|

- @- @ ¢  Ea- ZA
Figure 3.21

So,add your MSN ID to the MSN Friend List ,you can chat with camera and get the access

address and then access the camera.

Note: When you login the camera by IP Camera Tool,you can’t login MSN ID of camera at the
same time.

3.12 FTP Service Settings

If you want upload images to your FTP server. You can set FTP Service Settings.

FTP Server 192.166.0.50

ETP Post [21 |
FTP User |sarsh |
FTP Pazaword |l-l-i "
FTP Upload Folder [+ |
FTP Mode [ParT ¥
' ease zer arfirst, and then test.
Upload Imags Now
Upload Interval (S=conds) 0 |

[ Bubmit | [ Refresh |

Flease click Submit first hefore test

Figure 3.22
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FTP Scrver fip.mygenseal.com |
FTP Port 21 ]
FTP User Videotest@mgensaal cnni
FTP Password Ty

FTP Upload Folder / |
FTP Mode PASV v

Pleaze zet at first, and then test.
Upload Image Now [#]
Upload Interval (Seconds) 30 |

| Submit | | Refrash |

Figure 3.23
FTP server: If your FTP serveris set up in LAN, you can set as Figure 3.22
If you have a FTP server which you can access in internet, you can set as Figure 3.23
FTP Port: Usually the portis 21
FTP Upload Folder: Make sure that the folder you plan to store images exists. For camera
couldn’t create the folder itself. Also, the folder must be erasable.
FTP Mode: It supports standard (POST) mode and passive (PASV) mode
Upload Image Now: It will upload images when you choose the checkbox. Here Upload
Interval refers to the time between the current image and the next image.
Click Submit after these settings. Then click Test. You will see the following picture.

{= Pevice{sarah) - Windows Internet Explarer ]

e Y2 |a£ 192, L6&.0. L0% 'v'| B | [ || 3 |I* ye!
Fia  Edic  “iew Faworibes  Tools  Help x ‘ﬁ e
e Favortes | s B * @ Freeramal £ -
! - - »
@8 Device(carah) i - B | = - Page v Safeby v Toos v el
Test ... Suco
Diang &0 Irkermst Ve 0% -
—
Figure 3.24

If it prompts error information as follows.

1) Can not connect to the server. Please check FTP Server is correct or not.

2) Network Error. Please try later.

3) Server Error.

4) Incorrect user or password. Please check the username and password is correct or not.
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) Can not access the folder. Please be sure the folder exists and your account is authorized
) Errorin PASV mode. Please be sure the server support PASV mode
)

o O1

7) Errorin PORT mode. PASV mode should be selected if the device is behind a NAT
8) Can not upload file. Please be sure your account is authorized

Please check if parameters you filled in are correct or not. The format of image is like
00606E8C1930(sarah)_0_20100728114350_25.jpg

Please check if your FTP server supports this format of file name

3.13 Alarm Service Settings

If you enable Motion Detect Armed. It will send mail alerts and upload images when motion

trigger.
fotion Drelect Armed I?J!*Choose it

Mation Detect Sensibdity 0 - If the number is bigger and the
sensibilitvis higher

hiotion Compensation Fl | :
e —a There will not be so much false alarm when
il Madina = Jightchanges
Unload [mage on Alarm [F]
Scheduler [
[ Submit ] | Retesh |

Figure 3.25
Drevice 1D 000000000001
Device Firmware Version 11.25.2.38
Device Embeded Web Ul Version 24915
Alias Anonyrous

Motion Detect . .

Alarm Status ‘ on Detect Alarm | Motion trlgger
DDMS Status Mo Action
UPnP Status Mo Action

Figure 3.26

If motion trigger after you enable Motion Detect Armed. Alarm Status will turn to Motion Detect
Alarm.
There are five representation of alarm.

1) The light turns red when motion trigger.

Device Status

Annymous

(@0 @@ @

‘@ @ @@

Figure 3.27
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2) Plug an earphone or a speaker in the computer; you can hear beep sound when the light
turns red.
3) The camera will record automatically It will recording for one minute after motion trigger.
You can find the recording file in the folder which you set to store alarm record. (Figure 3.3)
4)  Send mails when motion trigger.
If you want to receive images when motion trigger. You need set Mail Service Settings first.
(Figure 3.18) Then set motion alarm as follows:

Iotion Detect Armed
Ilotion Dretect Sensibility 10 -
Ivlotion Compensation ]
Send Mail on Alarm | Choose it
Upload Image on Alarm [
Scheduler |
{1 Suhmifj] [ Refresh ]
Figure 3.28

If you want the camera send mails in a special time range, not all the time when motion trigger,
but only during the time you wish. You can choose Scheduler and set time range for motion
alarm. (Figure 3.30)

5) Upload images via FTP server when motion trigger.
If you want upload images to FTP server when motion trigger. You need set FTP Service
Settings first. (Figure 3.22/3.23) Then set motion alarm as below picture.

Iiotion Dretect Arrned Fil

Ifotion Dietect Sensibility 1n -

Motion Cotnpensation &

send Wiail on Alarm F |
Mgm—m Choose it

Upload Interval (Seconds) @x You cam set o dnterval for upleading Mnuges

Scheduler [
.
{[Suhmit)] [ Refresh ]

Figure 3.29
There are two ways to alarm.
1) Alarm at any time when motion trigger.
Don’t choose Scheduler. The camera will alarm at any time when motion trigger.
2) Planto alarm.
If you want the camera alarm during the time you set. You need choose Scheduler and set time
range. (Figure 3.30)
Click left button on the box of time range. It will turn blue. If you want delete it, just click left button
on itagain. It will turn to gray.
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Motiin Detect Armed )
Motion Detect Sensibiity i -
IMotion Compensation i
Send Mall on Alarm )
Upload Image on Alaremn B
[S-chedx;ln' -f_'.‘f'_] Choose 1t
Day 0 | 2 = S - };-—5-—1' 12 13 14 15 16 17 18 19 2021 2223
sen  JHNENRNEEND HIRRnInamn
Tue
Wed
Thn
Fri imi
Sat
@[ Refiesh |
Figure 3.30

3.14 Upgrade Device Firmware

When you upgrade the camera, please upgrade system firmware first and then upgrade Web Ul.

Upgrade Device Firmware | | Browse.. | | Submit
(Operade| Device Fmibeded Web U1 % ((Browse.. | [ Submit |
Upgracfe system firmware pgrade Web Ul

Figure 3.31
Click Browse, choose the correct bin file and then click Submit to upgrade.
Don’t shut down the power during upgrade until the IP camera tool finds the camera again.

3.15 Backup & Restore Settings

If you don’t want to set all parameters that you’ve set already. You can click Submit and all the
parameters you set will be store as a parameters bin file next time.And then ,you could get all
parameters which you set before when you login it again

Bactag ([ Submit )

il
Reztore E:\params.hin Erawse...
Click Submit to store parameters Load the parameters bin file

Figure 3.32 35
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3.16 Restore Factory Settings

If you choose restore factory setting. All parameters will return to factory settings.

Real-time IP Camera Monitoring System

[Device Info

Submt
Restore E ‘thurd-dewnkad params [ Browse__ | [ Submit |

Message (rem webpage

) A yousure to reore Factory seltings

!

Figure 3.33

3.17Reboot Device

Here click reboot device is the same as plug the power and re-plug it.

3.18 Log

Here log record that who access the camera.

Tue, 2010-11-30 09:25:36 admin 192.168.11.66 access 4
Tue, Z2010-11-30 09:Z6:10 admin 192.1658.11.66 access
Figure 3.34
3.19 Back

Here if you choose back, you will go back to video window.
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4 APPENDIX

4.1 Frequently Asked Questions

NOTE: Any questions you would meet, please check Network connections firstly. Check the

working status revealed by the indicators on the network server, hub, exchange and network
card. If abnormal, check the network connections.

4.1.1 | have forgotten the administrator username and/or password

To reset the administrator username and password, Press and hold down the RESET
BUTTON for 30 seconds. Releasing the reset button, username and password will turn to the
factory default administrator username and password. please power on the camera before reset
Default administrator username:  admin

Default administrator password:  No password

4.1.2 Subnet doesn’t match, dbclick to change

If IP Camera Tool shows error information “Subnet doesn’t match, dbclick to change!” Please
choose Obtain IP from DHCP server. (Figure 2.4)

If it still show this error after obtain IP from DHCP server. Please check local area connection of
your computer, change subnet, gateway of the camera. Keep them in the same subnet of your
computer. (Figure 2.5)

4.1.3 No Pictures Problems

The video streaming is transmitted by the ActiveX controller. If ActiveX controller isn’t installed
correctly you will see no video image. There are two ways to resolve this problem:

1) Install “IP Camera Tool”, ActiveX controller is installed simultaneity (recommendable) . (Figure
2.10~Figure 2.12)

2) Download ActiveX controller and set the safety property of IE in the PC when you view it first

time: IE browser  Tool Internet Proper Security Custom Level ActiveX control and
Plug-ins. Three options of front should be set to be “Enable”, The ActiveX programs read by the
computer will be stored. As follows:

Enable: Download unsigned ActiveX controls

Enable: Initialize and script ActiveX controls not marked as safe
Enable: Run ActiveX controls and plu-ins
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Sifect o pone o Wew o change securly satbings.
@ V¥ v

Interrat  Local Rtraret Tnsted stes Rad  JEHNDS

+ Securily Settings - Internel fone

i f;;) [nsabl= Al
Internek ) Enable
0 THs zone s far Inbemek wehtes, 4] Dawirlaad sgned Active cankrels ack secure)
oucept tese lted i trustad and () Crsabie
resHched Zones., () Enehle [nct secive) =
L-:J Prampt (recommended)
Secutky kel fore this 20ne 4 Download nsigred Actives contrels (ot secure)
Aloawed lveds For this zane: Madium to Hich 7 Dasable (recommended)
*edimm-high G_J Enahle [nck secure)
L - Appronriats for most webstes () Prampt
-Prompts before downleading patentd @ Intiakze and seapt Active controls nok marked 25 safe For 5
contant ) Misable (recommended)
- Unsigned ackives controls wil rob be . [y g—
() Prampt

o Aun oty oantrods and plugins |

| ] ") nAmsrdcbvabar e =
| Cusbon devel, £ ¥ :
Rasat dlzones *Tak=s =fFect after you restart Inbermet Explorer

Resst custam settngs

Rasat to |r-1=.du-n—|-c|j1 i) | Reset,,,

Lo J{ ca

I o ) [ coead |

Figure 4.1
If you allow the activeX running, but still could not see living video, only a red cross in the center

of the video. There is a yellow light in the device status. ©
Not green. Please change another port number to try. Don’t use port 80, use port 85, 8005.etc.

Anonymous Network Configuration

[ Obtain IF from DHCF serwver

IF fddress 192 185 .11 .100
Subnet Maslk |255 255 255 . O

Gateway |19z 183 .11 . 1
DHS Server |20z .96 .134 .33

Http Fort IBD‘BD

User Iadmin

Fazsword l

ok | Cancel |

Figure 4.2
NOTE: Make sure that your firewall or anti-virus software does not block the camera or activeX.
If you could not see video, please shut down firewall or anti-virus software to try again.
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4.1.4 Can’t access IP camera in internet

There are some reasons:

1 ActiveX controller is not installed correctly (see more details: Figure 2.10~Figure 2.12).
2 The port which camera used is blocked by Firewall or Anti-virus software. Please change
another port number and try again. (Figure 4.2)

3 Port forwarding is not successful (see more details in Quick Installation Guide—How to set
DDN Service settings)

Double check these settings and make sure they are correct.

4.1.5 IP Camera Tool could not find camera’s IP

Please check if the camera works well. Check if network cable is loose or not.

Make sure DHCP is enabled in your router, don’t enable MAC address filter.

Make sure that firewall or anti-virus software does not block the camera. You can add the
camera as a trusted site in your firewall or anti-virus software.

4.1.6 UPnP always failed

UPnP only contains port forwarding in our recent software. Sometimes, it may be failed to do port
forwarding automatically because of firewall or anti-virus software. It also has much relation with
router’s security settings. So we recommend you do port forwarding manually. You can view
your camera in internet successfully after you do port forwarding manually in your router.

4.1.7 Couldn’t find the shortcut on desktop after install IP camera tool

If you use Windows7 or Vista, You could not find the shortcut on desktop after install the IP
camera tool, please check if the path of the tool port to is correct or not.

For example, as it was pointing to C:\Windows\System32\IPCamera.exe.

Please fix this by pointing the shortcut to the correct path
C:\Windows\SysWOW64\IPCamera.exe. After this you could use the shortcut without any
problems.

4.1.8 | can’t change the record path

When you use Windows7 or Vista, you may be not able to change the record path for the
security settings of computer. Please add the camera as a trusted site to solve this issue. The
step is

IE browser Tool Internet Proper Security Trusted sites Sites Add
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4.1.9 | can’t find multi-device settings and record icon

Record and multi-device function are controlled by activeX controller.
So if you use Firefox, Google chrome and safari, it isimpossible to use these function.

4.1.10 Camera can not connect wireless

If your camera could not connect wireless after you set wireless settings and plug out the cable.
Please check whether your settings are correct or not. (details: Wireless LAN settings in Quick
Installation Guide)

Normally, camera can’t connect wireless mainly because of wrong settings.

Make sure broadcast your SSID; use the same encryption for router and camera. Share key
should not contain special characters, only word and number will be better. Don’t enable MAC
address filter.

4.1.11 | can’t see other cameras which in multi-device when remote access

If you want to view all the cameras in WAN. Make sure that each camera you add in multi-device
settings can be logon use DDNS name and port number. Use DDNS domain name to fill in the
host checkbox, not camera’s LAN IP. (details: How to add cameras in WAN)

4.1.12 Only see black screen or unreasonable code when remote login

If you could access the login page in remote place, it indicates that your DDNS settings are

correct. You could not see living video but only some undefined characters, it may be the internet
speed problems, especially the camera work on Wi-Fi.

4.2 Default Parameters

Default network Parameters

IP address: dynamic obtain

Subnet mask: 255.255.255.0

Gateway: dynamic obtain

DHCP: Disabled

DDNS: Disabled

Username and password

Default administrator username:  admin
Default administrator password:  No password

4.3 Specifications

ITEMS FIB903W/FI8904W/FI8905W
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Image Sensor

Image Sensor

High Definition Color CMOS Sensor

Display Resolution

640 x 480 Pixels(300k Pixels)

Lens(03) f:3.6mm or f: 6mm (IR Lens)
Lens(04) f: 3.6mm or f: 6mm (IR Lens)
Lens(05) f:6mm, or f: 8mm or f:12mm , F:1.2(IR Lens)
Mini. lllumination 0.5Lux
Lens Lens Type Glass Lens
Video Image Compression MJPEG
Image Frame Rate 15fps(VGA),30fps(QVGA)

Resolution 640 x480(VGA), 320 x 240(QVGA)
Flip Mirror Images Vertical / Horizontal
Light Frequency 50Hz, 60Hz or Outdoor

Video Parameters

Brightness, Contrast

Communication

Ethernet

One 10/100Mbps RJ-45

Supported Protocol

HTTP,FTP,TCP/IP,UDP,SMTP,DHCP,PPPoE, DDNS,UPnP,GPRS

Wireless Standard

IEEE 802.11b/g

Data Rate

802.11b: 11Mbps(Max.) 802.11g: 54Mbps(Max.)

Wireless Security

WEP & WPA & WPA2 Encryption

Infrared Light(03)

18 IR LEDs, Night visibility up to 10 meters

Infrared Light(04)

24 IR LEDs, Night visibility up to 20 meters

Infrared Light(05)

60 IR LEDs, Night visibility up to 30 meters

Dimension(03)

135(L) x65(W) x65mm(H)

Dimension(04)

140(L) x75(W) x80mm(H)

Dimension(05)

245(L) X196(W)X112(H)mm.

Gross Weight(03) 1020 g(carton box package)
Gross Weight(04) 1150 g(carton box package)
Gross Weight(05) 1320 g(carton box package)
Net Weight(03) 910g (accessories included)
Net Weight (04) 1000g (accessories included)
Net Weight (05) 1180g (accessories included)
Power Power Supply DC 5V/2.0A (EU,US,AU adapter or other types optional)
Power Consumption 5.5 Watts (Max.)
Environment Operate Temper. 0°~55°C (32°F ~131°F)

Operating  Humidity

20% ~ 85% non-condensing

Storage Temper.

-10°C ~ 60° (14°F ~ 140°F)

Storage Humidity 0% ~ 90% non-condensing
PC Requirements CPU 2.0GHZ or above
Memory Size 256MB or above
Display Card 64M or above
Supported OS Microsoft Windows 2000/XP/Vista/Windows7/mac
Browser IE 6.0, IE7.0, IE8.0 firefox,goolge chrome,safari or other standard
browsers
Certification CE,FCC

Warranty

Limited 1-year warranty
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5 OBTAINING TECHNICAL SUPPORT

While we hope your experience with the IPCAM network camera is enjoyable and easy to use,
you may experience some issues or have questions that this User’s Guide has not answered.
Please contact support and ask for help.
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