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1. Introduction

Thank you for choosing the INTELLINET NETWORK SOLUTIONS SOHO Network Camera.
This SOHO Network Camera sends live video through 10/100 Mbps wired network to a web
browser or camera viewer across Internet anywhere in the world! This compact,
self-contained unit lets you keep an eye on your home, your kids, and your
workplace—whatever’s important to you.

How does the Camera do all of this? Unlike standard “Web cams” that require an attached PC,
the SOHO Network Camera can connect directly to a network. The MJPEG video
compression produces a high quality, high frame-rate, 640 x 480 video stream.

The included 16-channel Camera Viewer utility lets you record the video to your local hard
drive, “live” or on a predetermined schedule. Use the instructions in this Guide to help you
integrate the Camera into your network. These instructions should be all you need to get the
most out of the SOHO Network Camera.

2. Package Content

One SOHO Network Camera

One Power Adapter

One Camera Stand

One Category 5 Ethernet Cable, 1 m

One Quick Installation Guide

One CD (Including Manual/Utility/Driver)

If any of the above items are missing, please contact your supplier.

3. System Requirement

System requirement for PC, MAC or Notebook PC to access the SOHO Network Camera are:
OS System: 2000, XP + SP2, Server 2003, Vista

IE Version: 6.0.29 + SP2 or above

CPU: Intel Pentium Ill 750MHz above or Intel Celeron 1GHz above

Memory Size: 128MB (256MB recommended)

DirectX 9.0 or above

VGA card with fully DirectX 9.0 supported.

VGA Card Resolution: 800 x 600 or above



4. Hardware Installation

41. LED and Focusing

The Camera head and its focus ring allow you to modify the aim and focus of the Camera.
To adjust the Camera’s focus, rotate the dark focus ring.

There are four LEDs indicating the camera status and networking status.

. Power
When the camera is power on, the LED will light.

* LAN
When the SOHO Network Camera is linking to wired network, the LED is lighting. The
LED is flashing when video is transmitted or received through wired network.

Wireless SMA Connector
(Wireless Model Only)

LED Green:
LAN Activity

Focus Ring

This LED has

no function.

LED Blue: /

Power On




4.2, Camera Ports

The Camera features three ports and a Reset button.
. Power
The Power port is where you can connect the power adapter.
. LAN
The LAN port is where you can connect the Ethernet network cable.
«  WLAN (Antenna Connector)
This round connection is standard Reverse SMA connector where any antennas with
Reverse SMA connector can connect to the SOHO Network Camera..
. Reset
1. If problems occur with your SOHO Network Camera, press the reset button
with a pencil tip (for less than 2 seconds) and the SOHO Network Camera
will re-boot itself, keeping your original configurations.
2. If problems persist or you experience extreme problems or you forgot your
password, press the reset button for longer than 5 seconds and the SOHO
Network Camera will reset itself to the factory default settings (warning:
your original configurations will be replaced with the factory default

settings).
Sy
Power Jack LAN Port Reset Button




4.3. Installation Procedure

1. Unpack the SOHO Network Camera package and verify that all the items listed in Chapter
2 are provided.

2. Connect the SOHO Network Camera to your network by attaching the network cable from
the switch/router to the UTP port of the SOHO Network Camera.

3. Connect the power adapter to the SOHO Network Camera and plug the power adapter in
the power outlet. The SOHO Network Camera will be powered on. When the SOHO
Network Camera is ready, the Ready LED will light.

4. Make sure that you have installed the correct VGA driver and DirectX 9.0 or above.

Note: It is highly recommended that you use the power adapter shipped with the SOHO
Network Camera, do NOT use any other power adapter from any other sources.



5. Software Installation

Follow the simple steps below to run the Install Wizard to guide you quickly through the
Installation process. The following installation is implemented in Windows XP. The installation
procedures in Windows 2000/Server 2003 and Vista are similar.

1. Insert the CD shipped along with the SOHO Network Camera into your CD-ROM drive.
The “Autorun.exe” program should be executed automatically. If not, run “Autorun.exe”
manually from “Autorun” folder in the CD.

2. The Install Wizard will show four selections. Select the program you want to install or click
“Exit” to install the program later. Select “Install Administrator Utility & Camera Viewer”.

Internet Camera Install Wizard

Install Administrator Utility & Camera Viewer
Install Camera Viewer
User Guide

Exit




3. The system will start the installation procedures. Click “Next” to continue installation.

Internet Camera - InstallShield Wizard E

Welcome to the InstallShield Wizard for Internet
Camera

The InstallShield Wizard will install Internet Camera
zoftware on pour computer. Including Admin program and
camera viewer. To continue, cliek Nest. To cancel the
program, click Carncel.

< Back q Meut = ? Cancel

4. If you wish to install the software program in an alternate location, click “Change”;
otherwise click “Next” to move on to the next step.

Internet Camera - InstallShield Wizard

Choose Destination Location

Select folder where setup will instal files.

G Inztall Intermet Camera to:
C:\Program Files\Internat Camera

|rstallShield

< Back ﬂ Mext » ? Cancel




5. Click “Install” to start installing the program.

L
Internet Camera - InstallShield Wizard m

Ready to Install the Program

The wizard is ready to begin installation.

Click Inztall to begin the installation.
IF you want ta review or change any of your installation settings, click Back. Click Cancel ta exit
the wizard.
|rztallShield
<Back @ Install [ Cancel

6. The system will install the program automatically.

L
Internet Camera - InstallShield Wizard

Setup Status

Intemet Camera Setup iz performing the regquested operations.

Instaliing

C:\Program Files!Internet Camerawtilutil. exe

|rztallShield

Cancel




7. Click “Finish” to complete the software installation.

Internet Camera - InstallShield Wizard

InstallS hield Wizard Complete

The InztallShield Wizard has successiully installed Intemet
Camera software. Click Finish to exit the wizard,

- -
<Back (C_Finish 9 | Cancel

8. "Administrator Utility“ will be run automatically after installation. On the SOHO Network
Camera first page, the cameras found in the network are listed in the left window. Choose
the one you want to configure and click “Setting Wizard” to proceed.

Internet Camera

Internet Camera Admin Software
LAN Auto Discover Information of Camera
IC-433C5C sion: v1,.19
’ [=1 Metwork Information
IP: 192.158.2.3

Subnet Mask: 255.255.255.0
Gateway: 192.168.2.254

“N” means the DNS Server: 168.95.1.1
. d Video Port: 4321
camera IS new and - s Web Port: 80
not configured. UPnP: Disable
DDMS: Disable

=1 Wireless Information
Wireless Connection: Disable
Metwork Type:
S5ID: any
Status: Disconnect
Resolution: 320x240

(Do Seiig) Cocng skl




9. Please enter the default password “1234” and click “OK” to login to the IP setup page.

Input the Passwornd

Mame: |admin
Password: || m

10. SOHO Network Camera is working through the network (TCP/IP Protocol). The IP
address and subnet mask setting must be correct, or you cannot access to the camera.
The wizard program will detect the IP address status of your network automatically and
suggest a free IP address for the Camera. You can accept the suggested value or enter
the value manually. If you enter the value manually, please be aware that the “Subnet
Mask” must be the same for both the camera and the PC. Click “Finish” to apply the
configuration.

Internet Camera Config Wizand &|

Internet Camera Mame: |IC-433C5C

IP Address: |1U-U- 11.250

Subnet Mask: |255 +255 .0 . 0

Gateway: |1|:J.U 111

Video Port: |4321

Cancel

11. This wizard will pop up a window to ask you if you want to run the “Camera Viewer” and
see the video of the Camera immediately. Select “OK” to run “Camera Viewer”.



Eun Camera ¥iewer [E|

Do wou want 10 Bun Camera Viewer 7

12. The “Camera Viewer” will show the video automatically. Congratulations, you can use the
camera through the network to view the video from now on.

10



6. Using the Administrator Utility

The Administrator Utility allows users to search and setup the cameras located within the
Intranet or on the Internet. From the utility, users can view all the information of the selected
camera; furthermore, it provides a setting wizard, which can guide users to add the camera to
the network easily and promptly.

There are two ways to run the Administrator Utility as follows.
1. Click “Start”, select “Programs\IP Camera\Admin Utility” to run the utility.

]

IF Camer

2. Double click the “IP Camera Admin” icon ' ™2 to run the utility.

Once the utility is started, it will search all the cameras within the network. To do more settings,
please refer to the description in the following sections.

Internet Camera

o

Intemet Gamamm Software
LAN Auto Discover Information of Camera
N 1c-433C5C Firmware Version: v1.19
[=1 Network Information
IP: 192.168.2.3

Subnet Mask: 255.255.255.0
Gateway: 192.168.2.254
DMS Server: 168.95.1.1
Video Port: 4321
webPort: 50

UPnF: Disable

DONS: Disable
=1 Wireless Information

Wireless Connection: Disable

Metwork Type:

S5ID: any

Status: Disconnect

Resolution: 320x240

1



6.1. General Setting

Internet Camera

o Y

Internet Camera Admin Software

LAN Auto Discover Information of Camera

M 1c-433C5C Firmware Version:
[= Metwork Information

IP:

Subnet Mask:

Gateway:

DNS Server:

Video Port:

Internet Add = Delete Web Port:

D uUnknown Camera 1 UPnP:
DDNS:

= Wireless Information
Wireless Connection:
Metwork Type:
S5ID:
Status:
Resolution:

LAN
Auto Discover Click the button will search the camera within the network.
Camera List The list shows the camera name and the setup status of the

camera.

N |t means the camera is in the default setting.

It means the camera is configured before.

Add Click “Add” will appear a window for you to enter the IP Address
of the camera on the Internet.

Delete Click “Delete” to delete the camera from the list.
Camera List The list shows the camera name and the connect status of the
camera.



D Unknown Camera 1 |t means the camera is disconnected or not in
the Internet.

M It means the camera is connected.

Information of Camera

Camera Information It displays all information of the selected camera. The information
includes Firmware Version, Network Information, IP Address,
UPNnP Setting, DDNS Setting, Resolution and E-mail setting, etc.

Camera Setting

Detail Setting Click “Detail Setting” to do more setting of the camera such as IP
address, Resolution, password and firmware upgrade, etc.

Setting Wizard Click “Setting Wizard” to setup the necessary setting for the

camera.




6.2. Detail Setting

When you click the “Detail Setting”, a screen will pop up for you to enter the “Administrator
Name” and “Password”. The default value is as follows.

Name: “Admin”

Password: “1234”

Internet Camera

Internet Camera Admln Software
LAN Auto Discover Information of Camera
N 1c-433C5C Firmware Version: v1,19
[=1 Network Information
IP: 192.168.2.3

Subnet Mask: 255.255.255.0
Gateway: 192.168.2.254
DMS Server: 168.95.1.1
Video Port: 4321
webPort: 0

UPnP: Disable

DONS: Disable
[=] Wireless Information

Wireless Connection: Disable

Metwork Type:

S5ID: any

Status: Disconnect

Resolution: 320x240

Input the Passwornd

Mame: Iadmin
Password: || E

If the name and password you enter are correct, you can start to setup the camera.

14



6.2.1. Network Setting

Network Settings | wireless Settings | E-Mail Settings | PPPoE Setti 4 | »

CHCP : i Enable {* Disable

Camera Mame: |IC"'f5"rC"-'C5C

IP.ﬁ.ddress:| m . 0 .11 . 250

Subnet Mask: | 255 .255 . 0 . O

Gateway:|1ﬂ-ﬂ L1101

DMS Server: | 168 . 95 . 1 . 1

Video Port: |4321

Web Port: |3':I

Cancel |

Network Setting

SOHO Network Camera
Name

IP Address

Subnet Mask

Gateway

The default camera name is “IC1500WG”. It is recommended to
name a meaningful name for the camera.

Enter an unused IP Address within the IP address range used on
your LAN. If the IP Address of your LAN is from the 192.168.2.1
to 192.168.2.254, you can set an unused IP Address from the
range for the camera, for example: 192.168.2.250.

The Subnet Mask field must match the subnet setting on your
LAN. For example: 255.255.255.0.

The Gateway is used to forward frames to destinations in a
different subnet on the Internet. The Gateway setting must be the

15



same with the gateway used by the PCs on your LAN.

DNS Server DNS Server (Domain Name Server) that translates names to IP
addresses. Set the same DNS Server as the PCs on your LAN.

Network Setting

Video Port The Video Port is used to transmit or receive the video streaming

in the network. The default port setting is “4321”. If you want to
view the video from the camera, the port setting should be
correct.

Web Port This camera support web connection, the default web port is 80.
Since the web server may use port 80, you can use a different
port for the camera. If you change the web port from 80 to 8080,
you must type http://192.168.2.3:8080 to connect the camera

through the web browser.

6.2.2. Wireless Settings (*Wireless Model Only)

Edit Internet Camera &l
Metwork Settings  Wireless Settings lE-MaiI Settings | PPPoE Settings | FTP Settings | Date / Time Settings | Resolul 4 | *
Wireless Connection  * Enable (" Disable
Available Network Metwork Information
551D Signal
6F_EMAX MEDIUM Metwork Type
551D
< | Channel
Refresh | Connect Add to Profile BSSID
Profile List Encryption
Profile M... | SSID Channel Metwork ... | Encryption
Signal Strength
< It
Add | Edit | Delete ‘ Activate |
Cancel

16



Utility will site survey automatically or you can press “Refresh” button to survey the AP router
manually.

Available Metwork

S5ID Signal
Searching .... Flease Wait.

Connect Add to Profile

After site survey procedure, there will show existing AP SSID.

Available Metwork

S5ID Signal
6F_EMAX MEDIUM

£ *

Refresh | Connect Add to Profile

Then press “Connect” to connect AP router or press “Add to Profile” to configure the Wireless
WEP and WPA encryption.

Available Metwork

SSID Signal
&6F_EMAX MEDIUM

< b4

Refresh | Connect | Add to Profile )

17



Edit Profile

)

Profile Name |Proﬁle_1

551D |6F_EMAX

Channel 11 |
Netwark Type (* Infrastructure  AdHoc
Authentication Type |None j

Encryption Type

WPA Pre-Shared Key  [WPA-PSK

Key Length VWPAMNone

Key Format v i

Default Key

Key 1

Key 3

|
|
Key 2 |
|
|

Key 4

OK | Cancel |

There are WEP(Open System/Shared Key) ,WPA-PSK,WPA2-PSK and WPANone encryption
settings. You can choose one to match AP router wireless settings.

After set the profile, Please remove the LAN cable then IP Camera will connect to AP router

g

LED Status Diagram

automatically.

Internet | Internet

Wired Setting Environment Wireless Setting Environment

You must configure the wireless settings from wired environment. Then you can
remove the wired cable and start wireless connection.

18



6.2.3. E-Mail Setting

Edit Internet Camera |g|

Metwork Settings ] Wireless Settings  E-Mail Settings IPPP::E Setf 4 | ¥

Send a Test Email |

Redipient E-Mail Address: |

SMTP Server: |

Sender E-Mail Address: |

SMTP Authentication: { Enable {+ Disable

Username: |

Password: |

Cancel |

E-Mail Settings

Recipient E-Mail Address  This camera supports “Snap Shot” and “Motion Detection”
functions. You can snapshot a picture and send the picture by
E-Mail. Enter the E-Mail Account for receiving the picture.

SMTP Server Enter the SMTP Server for the E-Mail sending.

Sender E-Mail Address Specified the e-mail address of the e-mail sender.

Authentication Enable or Disable the SMTP Authentication function
Username When Authentication is enabled, input the SMTP Username.
Password When Authentication is enabled, input the password.

19



Send a Test Email Press this button to send a test e-mail to your mailbox. You can
use this function to test if your setting is correct.

6.2.4. PPPoOE Settings

Edit Internet Camera ?
Wireless Seth'ngs] E-Mail Settings PPPoE Settings lFI'PSEth'ngs i
PPPoE

" Enable {+ Disable

Username: |

Passwaord: |

mTU: |
Cancel |

PPPoE Settings
Enable/Disable If enable the PPPoE function, IP Camera will use PPPoE for

network connection first. The default value is “Disable”.

Username Enter the Username of PPPoE connection.
Password Enter the Password of PPPoE connection
MTU A maximum transmission unit (MTU) is the largest size packet or

frame, specified in octets (eight-bit bytes), that can be sentin a

packet or frame based network such as the Internet.

20



6.2.5. FTP Settings

Edit Internet Camera |E|

E-Mail Settings ] PPPoE Settings FTF Settings ]Date f Time Settin 4 | ¥

FTP Server: |

FTP Port: |21

User Name

: |
Password: |
Remote Folder: |

Passive Mode: (s Enable  { Disable

Cancel ‘

FTP Settings

FTP Server This camera supports “Motion Detection” functions. When Motion
Detection event occurred, you can record the pictures to FTP
server. Enter the FTP address for receiving the pictures.

FTP Port Enter the port of the FTP server.

User Name Specify the user account of ftp server.

Password Specify the Password of your ftp account.

Remote Folder Specify the folder of the fip site that you want to store the video.

Passive Mode If your Camera is under NAT, you usually need to enable this
feature.

21



6.2.6. Date / Time Settings

Edit Internet Camera |E|

PPPOE Settings | FTP Settings Date / Time Settings |Reso|utior1 | 4 [»]

* Set Date/Time manually

r="1] T =l
|200?,f 110 = |TFosnez -
" NTP Server
Time Zone |{GI'-1T+UB:UU} Taipei |

MTP Server : Ipoul.ntp.nrg

Cancel |

Date / Time Settings

Set Date/Time manually  Set the current Date and Time.

NTP Server Synchronize the Date and Time with NTP server.
Time Zone Select the time zone that your camera put on.
NTP Server Specify the IP Address of the NTP Server.

22



6.2.7. Resolution

Edit Internet Camera |X|

Date / Time Settings Resolution |Aduar1::ed Settingsl Users I Te A I ’I

Resolution: |320x240 |

175%144
540x480

Cancel | oK |

Resolution

Resolution Select the desired video resolution format. Larger resolution
requires more bandwidth. 640 x 480 is “VGA” format. 320 x 240 is
“CIF” format. 176 x 144 is “QCIF” format.

23



6.2.8. Advanced Setting

Date /Time Settings | Resolution Advanced Settings |Users | Tc 4|

UPnP
" Enable {* Disable
DDMNS
" Enable {* Disable
Provider: |D1anNS ﬂ

Domain Name: |ddﬂ5-hﬂst

Account: |ddns—accour1t

EXEEEEETEETETEST
Password: |

Cancel |

Advanced Settings

UPNnP When the UPnP function is enabled, the camera can be detected
by UPnP compliant system such as Windows XP. The camera
will be displayed in the Neighborhood of Windows XP, so you can
directly click the camera to view the video through web browser.

DDNS Many internet connections use a "Dynamic IP address", where
the Internet IP address is allocated dynamically whenever the
Internet connection is established. Internet users should know the
IP Address of the camera when they want to connect to the
camera every time. DDNS is designed to solve this problem, by
allowing users to connect to your LAN using a domain name,
rather than an IP address.

24



Enable/Disable Enable or disable DDNS function of the camera.

Provider Several companies provide DDNS service. This camera supports
the service from DynDNS who is one of the DDNS providers.

Domain Name The domain name given by DynDNS is
“registername.dyndns.com”. Enter the domain name that you
register for the camera from DynDNS web site.

Account Enter the login name for the DDNS service.

Password Enter the password for the DDNS service.

6.2.9. Users

Edit Internet Camera

Date [ Time Settings ] Resolution ] Advanced Settings  Users lTnoIs ] About ] i
Administrator
Login Mame: ‘ Mew Password: ‘
Current Password: | Confirm Mew Password: |
User
User Mame Password Confirm Password

[~ User Account 1 [ r [
[ User Account 2 I— I— I—
[ User Account 3 I— I— I—
| User Account 4 I— I— I—

Administrator Setting the password of Administrator account

25



Current Password

New Password

Confirm New Password

User

Enter the current password of the camera.

Enter the new password you want to use for the camera.

Retype the new password to confirm the setting.

Setting the user account and password. Your camera can support
4 user account.

6.2.10. Tools

Edit Internet Camera [‘5__(|
Resolution ] Advanced Settings ] Users Tools l.ﬁ.buut ] il L

Firmware Yersion: v1.19

Firmware Update |

Reset to Default |

LED Light OFF |

Cancel

26



Tools

Firmware Version Display current firmware version.

Firmware Update You can upgrade camera’s firmware via this function. Press this
button and select the correct firmware to upgrade.

Reset to Default If you want to reset the camera, click this button. The default
settings of the camera are as follows.
Camera Name: “|C-XXXXXX”
IP Address: “192.168.2.3”
Subnet Mask: 255.255.255.0
Administrator Name: “Admin”
Password: “1234”
Video Port: “4321”
Web Port: “80”

6.2.11. About

Edit Internet Camera |X|
Resolution ] Advanced Settings ] Usgers ] Tools  About l A L

Internet Camera Software Information

Administrator Utility Yersion: v1.46

Cancel

27



Administrator Utility Display current Administrator Utility Version.
Version

6.3. Setting Wizard

When you click the “Setting Wizard”, a screen will pop up for you to enter the “Administrator
Name” and “Password”. The default value is as follows.

Name: “Admin”

Password: “1234”

Input the Passwornd

Marne: Iadmin
Password: ||
|

If the name and password you enter are correct, you can start to setup the camera.

Internet Camera Config Wizard

Internet Camera Mame: IIC-433C5C

IP Address: I 10.0.11.250

Subnet Mask: I255 £23%5 .0 .0

Gateway: Il[J.U 111

Video Port: |'4321

Cancel |

Setting Wizard

SOHO Network Camera The default camera name is “IC1500Wg”. It is recommended to

Name enter a meaningful name for the camera.

28



IP Address

Subnet Mask

Gateway

Video Port

Cancel

Finish

The wizard will auto setup an available IP Address to the camera.
For example: if the IP address of the network is 192.168.2.x, the
wizard will search an unused IP Address from 192.168.2.1 to
192.168.2.250 and assign the camera an available IP Address.

You are allowed to enter another IP Address to change the setting.

The wizard will auto search the Subnet Mask setting of the network
and set the camera in the same Subnet Mask.

You can enter another Subnet Mask to change the setting.

The wizard will auto search the Gateway setting of the network and
set the camera to use the same Gateway.

You can enter another Gateway to change the setting.

It defines the video stream port. The default value is “4321”.

Click “Cancel” to stop wizard setting.

Click “Finish” to complete the camera setting.

Lo o |

When you finish the camera setting, you can click “Ok” to run the “Camera Viewer”

immediately or click “Cancel” to run the “Camera Viewer” later.

29



7. Installing the IP Camera Surveillance Software

1. Double-click the setup file located on the supplied CD-ROM. When the following window
appears, click "Next."

Welcome to the IPCam
Surveillance Software Setup
Wizard

Thiz will install IPCam Surveillance Software 3.0 on your
computer.

It iz recommended that vou cloze all ather applications befare
continuing.

Click Mext to continue, or Cancel to exit Setup.

[ Mext ]l Cancel ]

2. You can specify the destination folder of the software installation or you can just use the
default folder, and click "Next" to continue.

ot Setup - IPCam Surveillance Software

Select Destination Location
Wwhere should IPCam Surveillance Software be installed?

J Setup will ingtall IPCam Surveillance Software into the folloving folder.

To continue, click Mest. IF pou would like to select a different folder, click Brovese,

| C:%Program Files\FCam Surveillance | [ Browsze. ..

At least 11.4 ME of free disk space iz required.

< Back ][ MHeut » ][ Cancel

30



3. If you want the installation program to create a desktop icon or a quick launch icon for you,
select the desired items and click "Next" to continue.

15 Setup - IPCam Surveillance Software

Select Additional Tasks *
Which additional tazks should be performed? =)

Select the additional tazks you would like Setup to perfarm while inztalling IPCam
Surveillance Sofbware, then click Mext.

Additional icons:

[] iCreate a desktop icon
[] Create a Quick Launch icon

[ < Back ” Heut » ]’ Cancel ]

4. The next screen presents a summary of the installation options. Click "Install" to begin the
installation process.

ilo! Setup - IPCam Surveillance Software

Ready to Install

Setup iz now ready to begin installing IPCam Surveillance Software on your
camputer.

Click, Inztall to continue with the installation, ar click Back if you want bo resview ar
change any settings.

Destination location:
C:hWProgram FileghPCam Surveilance Software 2.0

Additional tagks:
Additional icons:
Create a desktop icon

< Back “ Install |[ Cancel
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5. After the installation has finished, the following screen appears:

o Setup - IPCam Surveillance Software E]'Elx

Completing the IPCam
Surveillance Software Setup
Wizard

Setup has finizhed inztalling IPCam Surveillance Software on
wour computer. The application may be launched by selecting
the inztalled icons.

Click, Finizh to exit Setup.

iLaunch IPCam Survellance Saftwarg

Click "Finish" to complete the installation.

71. Using the IP camera surveillance software

You can click the "IPCam Surveillance Software" icon from the desktop, quick launch bar, or
start menu to start the IP camera surveillance software.

Before you start:

IP camera surveillance software will only work when your monitor’s
resolution is "1024 x 768". Change the resolution before you use IP camera
surveillance software, or it won’t start.
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Here are descriptions for all components of the IP camera surveillance software:

Video display area

Language

B “ B “

IP Camera

English =

: No Signal No Signal : ; Dlsplay
: . layout
: -"-“ : Ful screen|
E  Signa “ E Scan
:.IIIlllllllllllllllllllllllllllllllllllll: Zoom OUt/
Zoom In
PTZ Control /
Home

Message display Recording / System

box configuration

Playback / Snap shot

EXIT Program

Below is a description of the buttons and their functions.

ltem Description

Video display The image of all connected cameras will be displayed here.
area

Language Select a language from this dropdown menu to change the

display language.

Display layout There are eight kinds of available display layouts. Click a
layout icon to change camera display layout.
Full screen Click this button to switch to full screen mode and press

33



"ESC" key to return to the normal mode.

Scan

Click this button once to activate scan function (scan icon will
become blue -); click again to stop scanning (scan icon will
become white EJ).

Zoom out

O

Zoom-out
This function is only available for supported cameras. The
SOHO Network Camera does not support this function.

Zoom In Zoom-in

o This function is only available for supported cameras. The
SOHO Network Camera does not support this function.

PTZ control The PTZ function is only available for supported cameras.

The SOHO Network Camera does not support this function.

Click this button to return the camera to "Home" (default)
position.
This function is only available for supported cameras.

Start video recording.

Software / camera configuration.

Play back a recorded video file.

AN BN R s
Q
s El:R|:R|EE :@©
o Q S
0 Ie) C =
<1 3 3 3

Take a snapshot of the current camera image.

Message display Displays all system messages ("camera is disconnected".
etc.).
EXIT Terminates the IP camera surveillance software.

Minimize window

©

Minimizes the IP camera surveillance software window.
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Video display Displays the image of all cameras by the display layout you
area have selected.

7.2. Configure the IP Surveillance Software

1. Configure cameras

Before you use this IP camera surveillance software, you must configure the camera(s) you
wish to connect. Click the "System configure" button =€ onda popup menu will appear:

Configure Cameras
General Options

Select ‘Configure Cameras’

Note: If you’re prompted by a windows security alert which asks you if you
want to block "IPCamViewer" program, click "Unblock”. Failure to do so may
result in the IP camera surveillance software not functioning correctly.

%= Windows Security Alert b__q

some features of this program.

@ To help protect your computer. Windows Firewall has blocked

Do you want to keep blocking this program?
Mame: IPCam¥iewer
o] Publizher: Unknawn

F.eep Blocking ] [ Unblock ] [ Ask Me Later

“Windows Firewall has blocked this program from accepting connections from the
Internet or a netwaork, IF pou recognize the program or tust the publisher, you can
unblock it. When should | unblock a program?
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2. Camera tab
On this tab you can configure all cameras you wish to connect. Up to 16 cameras can be

connected simultaneously:

Configure Cameras

Channel Camera ‘Schedule Recording | Audio | Motion Recording|

Channel 2
Channel 3
Channel 4

Channel 6

Channel 7 ‘ ‘

Channel 9 [ ]
Channel 10 Web Port Passwort Reset

Camera Configuration

Channel 11
Channel 12
Channel 13
Channel 14
Channel 15 Camera Search
Channel 16

Camera Name 1P Model

IC-E52C85 192.168.96.... GLP_IC1520WG

1C-3010AF 192.168.98.... GLP_IC3010WG

[ select | [ Refresh |
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Here are the descriptions of all setting items:

ltem

Description

Channel

Select the channel number you wish to set.

Camera Search

All cameras found on your local network will be displayed in
the "Camera Search" box.

Select Select a camera listed in the "Camera Search" box, and click
‘Select’ to fill all parameters of the selected camera in every
camera configuration fields.

Refresh Rescan all cameras on your local network. This function
updates the list and always shows the current cameras found
on your network.

Name* Input the name of the camera here. Default value is the first 6
bytes of the camera’s MAC address. You can change the
name of the camera so you can remember the camera’s
location or purpose easily.

Model Displays the model of the selected camera. This field can not
be changed.

IP* Input the IP address of the camera.
Username* Input the user name of the camera.
Web Port* Input the Web port of the camera. By default it's "80".
Password Input the password of the camera. Default value is ‘1234’.

Video Format**

Select the video encoding format of this camera: Select
"MJPEG", not "MPEG4".

Reset Clear all fields in ‘Camera Configuration’ section.
OK Save settings in this tab.
Cancel Discard all settings in this tab.

* It's recommended to use the "Select" button to fill the content of this field.

** Only available for cameras that support this function.
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After you've set all channels you wish to set, click "OK" to save the settings. If everything’s

correct, you'll see the camera’s image in the IP camera surveillance software’s main menu:

Disconnected IP Ca"le"a

Engiish |

S

No Signal No Signal
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3. Schedule Recording tab

On this tab, you can set up a scheduled video recording, so you can record the video captured
by all cameras you have by a pre-defined schedule.

Configure Cameras |§\

Chatinel | Camera | Schedule Recording |Audiu | Motion Recording|
Channel 2
Channel 3 One Time Schedules

Channel 4 e .
Channel 5 2008/05/30 10:50:48 - 2008/6/10 17:42:48
Channel 6
Channel 7
Channel 8
Channel 9
Channel 10
Channel 11
Channel 12

Chamnel 14 i petcte
Channel 14 L Edit Delete
Channel 15
Channel 16

‘Weekly Schedules
[ Sun Mon Tue Wed Thu Fri Sat] 00:00:00 - 23:59:59

Find a description of all options on the next page:
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Item Description
Channel Select the channel number you wish to set.
One Time You can specify the one-time schedule for a selected camera;
Schedule this schedule will be executed once only.

New Click this button and a new window will appear:
(One Time
Schedule)

One Time Schedule
From 5/15/2008 11:03:31 40 2
To 51 6f2008 11:03:31 AM =
oK \ [ Cancel ]
Specify the time duration of this one-time schedule (the date
and time of "From" and "To"), then click "OK" to save the
settings.
Edit You can modify a scheduled recording item. Select a
schedule in "One Time Schedules" list, and click the "Edit"
button to edit the start and end time of this schedule.
Delete Delete a selected schedule item.
New Click this button and a new window will appear:

(Weekly

Schedule)

Weekly Schedule

[ Sun OMon  [OTue COwed [OThu [ Fri [ sat

Fomm [11:07:10 AM =

Period | 00:00:01 =

To | | [ All Time Record ]

ok ] [ coneel |
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You can define a recording schedule that will be executed at

the specified time of certain weekday(s) in a week. Check all

weekdays that apply, and set the start time in the "From" field.

You can set the duration of the video recording in the "Period"
field (format is HH:MM:SS), and the end time will be

calculated automatically and displayed in the "To" field. You
can also click "All Time Record" to define a recording
schedule that will be executed every weekday, from

12:00:00AM to 11:59:59PM.

Click "OK" to save changes.

Edit You can modify a scheduled recording item. Select a
schedule in the "One Time Schedules" list, and click "Edit"
button to edit the start and end time of this schedule.

Delete a selected schedule item.

Delete
OK Save settings on this tab.
Cancel Discard all settings on this tab.

4. Audio tab
This menu has no function, as the 503792 SOHO Network Camera does not support audio.

41



5. Motion Recording tab
With this function activated, only motion captured by the camera will be recorded, so you don’t
have to waste hard disk storage space on images you don’t need to pay attention to.

WARNING:
This function should not be used to secure high-value items. Good-quality
alarm sensors, e.g., IR based, will provide more reliable results.

Configure Cameras

5

Channel

|Channel 2 | ;

| Channel 3 Motion Record

| Channel 4

|Channel 5 @ Enable ) Disable

| Channel 6

|Channel 7 s

|Channel 8 Recording Time |10 *| seconds
|Channel 9 ) o
|Channel 10

|Channel 11

|Channel 12

|Channel 13 [JInvoke alarm when motion is triggered
|Channel 14

|Channel 15

| Channel 16 [ 8end mail when motion is triggered

Camera | Schedule Recording | Audio | Motion Recording

Below are the descriptions of the setup options:

Item Description

Channel Select the channel number you wish to set.

Enable Enable the motion record function.

Disable Disable the motion record function.

Recording Time Select the time duration that the camera will record when a
motion has been detected from the dropdown menu in
seconds.

Invoke alarm Send an alarm when a motion has been detected by the
when motion is camera.
triggered

Send mail when Send an email to a pre-defined address when a motion has
motion is been detected by the camera.
triggered

OK Save settings on this tab.

Cancel Discard all settings on this tab.
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7.3. General Settings

This menu gives you access to important settings of the 16-channel viewer.

1. General tab

General Options

X)

General | E-Mail Setting | Securty | About

Drirecton Infarmation
Drata Directory |E:'\D ocuments and Settingsihome u:| Browse
Free Recording Space |D | MEB

General Settings
b & Wideo File Size a0 i kB
Scan Time zecand(s
Cycle Recaording

Item Description

Data Directory

Set the directory (folder) you wish to store the recorded video
and captured image. Click "Browse" to select a directory.

Free Recording

Displays the remaining storage space on the drive where the

Space data directory is located.
Max Video File Defines the maximum file size of a video file. The example
Size shows 50 MB, which means that the camera viewer will
create AVI videos in chunks of 50 MB.
Scan Time Define the time period to pause between every camera

switch when you activate "Scan" function.

Cycle Recording

You can decide the behavior when hard disk space is full:
Disable: Do not overwrite recorded video files.
Enable: Overwrite recorded video files.

OK

Save settings on this tab.

Cancel

Discard all settings on this tab.
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2. E-Mail Setting tab

If you want to use the motion detection function and wish to get an e-mail that contains the
image captured by the camera, set up your e-mail-related parameters here first.

General Options
General | E-Mail Setting | Security || .-'-‘-.bu:nut|

E-Mail Subject | |

Recipient E-Mail Address

Sender E-Mail Address | |

SMTP Server | |
SMTP Part - B |
SMTP Auth (O Enable (&) Dizable

SMTF Account | |

SMTF Pazsword | |

[ ]4 J [ Cancel

Find explanations about the options on the next page.
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ltem

Description

E-Mail Subject

Specify the subject of the e-mail.

Recipient E-Mail

All e-mail addresses you set.

Address
New Click this button and you’ll be prompted to input the e-mail address.
Click "OK" to save changes.
I 814 l l Cancel ]
Edit Select an e-mail address from "Recipient E-Mail Address" box, and
click "Edit" to edit the email address.
Delete Delete the selected e-mail address.
Sender E-Mail Specify the e-mail address of e-mail sender.
Address
SMTP Server Specify the IP address or host name of the SMTP server you wish to
use. ISPs will only allow subscribers to use their SMTP server. If you
don’t know which SMTP server you should use, refer to the setting of
your e-mail software or ask your ISP / network administrator.
SMTP port Specify the port number of the SMTP server you wish to use. By
default (and the setting of most of SMTP servers) it's ‘25,
SMTP Auth Select "Enable" if your SMTP server requires authentication, select
"Disable" if it's not required. If you don’t know if your SMTP server
requires authentication, refer to the setting of your e-mail software or
ask your ISP / network administrator.
SMTP Account Input the SMTP account (username) of your SMTP server here. In

most cases, it's the same as your POP3 username (the one you use
to receive email). Refer to the setting of your e-mail software or ask
your ISP / network administrator if you're not sure about this.

SMTP Password

Input the SMTP password of your SMTP server. In most cases, it's
the same as your POP3 password (the one you use to receive
email). Refer to the setting of your e-mail software or ask your ISP /
network administrator if you’re not sure about this.

OK

Save the settings on this tab.

Cancel

Discard all settings on this tab.
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3. Security tab

If you don’t want other people to access the SOHO Network Camera surveillance software,
you can set a password to protect it. You’ll need to input the password every time you wish to
use this IP camera surveillance software. The image below shows the password request

window.

Authentication required

Flease input password

Password: | |

B

General Options |

| General || E-Mail Setting| Security |.~’-‘n.b0ut|

Security

(%) Enable (") Digable

Pazzword | |

Confirm Pasaword | |

I Ok H Cancel ]

Enable or disable the password authentication and type in the password (re-enter it to confirm
it) and click "OK."
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4. About tab

General Options

| General | E-Mail Setting | Security | About

IF Camera Surveillance Software Information

Wersionyd.0.0.2

[ aE. J[ Cancel ]

The software version is shown here. Be sure to write down the number and have it handy
before contacting the technical support team.
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7.4. Change Display Layout

This IP camera surveillance software provides eight different layout styles. They are

selectable via the control panel shown below:

H|ss
] b
1

o

Each of the designs displays a different amount of cameras. In order to get a full-screen view

of a camera, click on the button as indicated below.

Find more detailed explanations about the different layouts on the
next two pages. .
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Layout style 1: 1
Camera only

Displays the video of 1 camera only.

01

Layout style 2: 4
Cameras

Displays the video of up to 4 cameras.

01 02

03 04

Layout style 3: 6
Cameras

Displays the video of up to 6 cameras.

01 02

03

04 05 06

Layout style 4: 8
Cameras

Displays the video of up to 8 cameras.

01 02
03
04
05 | 06 07 | o8
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Layout style 5: 9
Cameras

Displays the video of up to 16 cameras.

01 02 03
04 05 06
07 08 09

Layout style 6:
10 Cameras

Displays the video of up to 10 cameras.

01 02

03 04 05 06

07 08 09 10

Layout style 7: 13
Cameras

Displays the video of up to 13 cameras.

01 02 03

04 05

06 07 08 09
10 11 12 13

Layout style 8: 16
Cameras

Displays the video of up to 16 cameras.

01 02 03 04
05 06 07 08
09 10 11 12
13 14 15 16
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7.5. Scan function

With this function you can periodically switch between the cameras that are set up in the
software. The scan interval is defined in the general options.

Click the scan button once to activate the scan function

English ~ »

(the scan icon will become blue .); click it again to
stop the scan (the scan icon will become white E).

51



7.6. ZOOM and PTZ Controls

These functions are not supported by the SOHO Network Camera Model 503792. Don't be
surprised if nothing happens when you click on any of these buttons.

English w

Zoom in/out

PTZ Control
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7.7. Snapshot

You can take a snapshot of the selected camera by clicking the designated button shown
below.

L =<

The snapshot images are saved in the data directory of the camera viewer as defined in the
General Options section.

7.8. Recording

Click the button showing the video camcorder below to start the recording process.
Recordings are split into chunks as defined in the General Options section.

o S

To stop recording, click the button again.



7.9. Playback

You can play back all recorded video by clicking this button.

-
-

F

A new window will appear:

Playback

Time Search

From | 5 1jo008 % |  |1z:00:00 PM

~
-

To [ 5/30/2008 1+ | [12:00:00 P

+| Coeasn]

Mokion Search

From | 5} 1jz008 %|  |12:00:00 PM

~
*

To | smojzo0s v | [12:00:00 M

£ | Search

Channel | File Mame

1 Manual_2008-5-20_12-0-13.avi

1 Manual_2008-5-20_12-5-9., avi

1 Schedule_2008-5-20_11-49-41. avi
1 Schedule_2005-5-20_11-50-58. avi
1 Schedule_2008-5-20_11-52-13,avi

You have to locate the video file before you can play it. There are two ways of doing this:
Time Search (search all video files which fall within a specific time period) and Motion Search
(search all video files recorded by the motion detection function which fall in a specific time

period).

Define the start and end date / time of the time period you wish to search, and then click
"Search". The search results are shown on the right. Select a video and click "Play" to begin

playback.




8. Web Connection and Setup

You can use the Web browser to connect the camera for viewing or setting. Open the web
browser and enter the IP Address of the camera to establish a connection. The default IP
Address of the camera is “192.168.2.3".

When the welcome screen appears, enter the “Admin Name” and “Password”. The default
values are:

Admin Name: “admin”

Password: “1234”

‘Connect to 192.168.2.3

T

e

Internet Camera

User name: | 7| tl

Password:

[ 1remember my passwaord

[ Ik ] ’ Cancel

When the camera is connected, the browser will take you to the live video page. If you are viewing this

camera at first time, the following dialog will appear to install the ActiveX plug in.
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'Internet Explorer - Security Warning W

Do you want to install this software?

— Mame: IPCamPhug-in.cab
Publisher: Edimax Technology CO., LTD.

E]Mnre opkions I Install I I Daon't Inskall

‘hile Files From the Internet can be ussehul, this file bype can potentially harm
vour computer. Only install software from publishers you brust, 'What's the risk?

After installed the ActiveX plug-in, the video image will be shown up in the web screen directly.

Internet Camera

Resolution :
Image Quality
Max Framerate
Frequency
Brightness B 5n
Gontrast [Hs(+]
Saturation B 50
Hue: Hso[=]
Whiteness B 10
Enable Auto Exposure
Enable 0SD

The menu options for the web control screen are as follows.

Camera - View live video and adjust the video format from the menu.

LAN — Setup the camera LAN port functions in the menu.

WLAN - Setup the camera WLAN port functions in the menu.

E-Mail & FTP — Setup the E-Mail client and FTP client in the menu.

Motion Detection — Configure the Motion Detection Actions here.

System — Setup System utilities and settings in this menu.

Status — Shows the camera information and current status in this page.

Users — This camera support up to 4 user accounts. You can setup them in this menu.
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8.1. Camera Setting

Internet Camera

LAN ® WLAN * E-Mail &FTP *

Resolution
Image Quality
Max Framerate
Frequency :
Brightness B 50
Contrast B 50
Saturation B 50
Hue B 50
Whiteness : B 10
Enable Auto Exposure
Enable 0SD

DI/10 B = 19:53:27

Camera Setting

Resolution Select the desired video resolution format. Larger resolution
requires more bandwidth. 640 x 480 is “VGA” format. 320 x 240 is
“CIF” format. The default resolution is CIF format.

Image Quality Adjust this property to control the video quality
Max Frame Rate Set the video max frame rate. This camera can support at most

30 frames per second. Set the frame rate higher can get video
more smooth. But will use more bandwidth.

Frequency Adjust this property to fitting light frequency.
Brightness You can adjust the brightness of the video. If the video is too dark,
you can input the larger number in this text box. The video will be

brighter. This value can be from 1 to 100.

Contrast You can adjust the contrast by change the value. This value can
be from 1 to 100.

Saturation You can adjust the saturation by change the value. This value can
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Hue

Whiteness

Enable Auto Exposure

Enable OSD

Apply

be from 1 to 100.

You can adjust the hue by change the value. This value can be
from 1 to 100.

You can adjust the white balance by change this value. This
value can be from 10 to 30.

You can enable Auto Exposure by check this box.
You can enable or disable “Time Stamp” function in this item.
When you disable “OSD” function, the “Time Stamp” will be

hidden.

When you finish “AV Server” setting, click this button to validate
the setting values.
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8.2. LAN Setting

Internet Camera

LAN

@ Network Type (O DHCP &) StaticIP Address

@ IP Address

@ Subnet Mask :

@ Primary DNS -

@ Secondary DNS |:|

@ Video Port:

@ HTTF Port:

PPPoE

@ Enable PPPOE (CEnable @ Disable

@ User Name : | |
@ Password: | |
@ MTU (512<=MTU Value==1492)
Dynamic DNS

@ Enable DDNS : () Enable @ Disable

@ Provider : dyndns.org

@ HostMName : |_:_:'5-":5: |
@ User Name : |:.:.'5-:—:::..". |
@ Password : | ............. |
UPnP

@ Enable UPnP (O Enable @ Disable

LAN

Network Type This camera can obtain IP via DHCP protocol or specified static
IP Address to it..

IP Address Enter an unused IP Address within the IP address range used on
your LAN. If the IP Address of your LAN is from the 192.168.2.0
to 192.168.2.250, you can set an unused IP Address from the
range for the camera, for example: 192.168.2.250.

Subnet Mask The Subnet Mask field must match the subnet setting on your
LAN. For example: 255.255.255.0.

Gateway The Gateway is used to forward frames to destinations in a

different subnet on the Internet. The Gateway setting must be the
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DNS Server

Video Port

Web Port

Apply

same with the gateway used by the PCs on your LAN.

DNS Server (Domain Name Server) that translates names to IP
addresses. Set the same DNS Server as the PCs on your LAN.

The AV Control Port is used to transmit or receive the AV
streaming in the network. The default port setting is “4321”. If you
want to view the video from the camera, the port setting should
be correct.

This camera support web connection, the default web port is 80.
Since the web server may use port 80, you can use a different
port for the camera. If you change the web port from 80 to 8080,
you must type http://192.168.2.3:8080 to connect the camera

through the web browser.

When you finish the “LAN”, click “Apply”.

PPPOE

Enable PPPoE

User Name

Password

MTU

Apply

Enable or disable PPPoE function of the camera.

Enter the User Name for the PPPoE Connection.

Enter the Password for the PPPoE Connection.

A maximum transmission unit (MTU) is the largest size packet or
frame, specified in octets (eight-bit bytes), that can be sentin a

packet or frame based network such as the Internet.

When you finish the “PPPoE” setting, click “Apply”.

Dynamic DNS

Enable DDNS

Provider

Enable or disable DDNS function of the camera.

Several companies provide DDNS service. This camera supports
the service from DynDNS company.
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Domain Name The domain name given by DynDNS is
“registername.dyndns.com”. Enter the domain name that you
register for the camera from DynDNS web site.

User Name Enter the login name for the DDNS service.

Password Enter the password for the DDNS service.

Apply When you finish the “Dynamic DNS” setting, click “Apply”.
Enable UPNP Enable or disable UPnP function of the camera.

Apply When you finish the “UPnP” setting, click “Apply”.

LoginFree

@ Filename : loginfree ipg

Filename The default value is “loginfree”. That's mean user can get a snapshot

image from Internet Explorer. The format is like:
IP Camera will send a snapshot image to Internet Explorer.
If user changed file name (Ex: “1234”), the URL must be changed to

“http://192.168.2.3/1234.jpg”

Apply When you finish the “UPnP” setting, click “Apply”.




8.3. WLAN

Internet Camera

® Camera  ® LAN ® wi/ ® E-Mail & FTP  ® Motio
Wireless LAV Apply
@ Wireless Connection :  Enable © Disahble
@ Network Type : Ilnfras‘truc‘ture vl

@ Available Metworks : Refresh |

Connect S5ID MAC Address Signal Channel Encryption Network Type
C
@ 551D Iany
@ Channel: m
@ Basic Rate: m
@ Authentication lm
@ Encryption Type : Im
@ WPA Pre-Shared Key: |
@ WEP Key Length : | E= |
@ WEF Key Format : m
@ Default Key : IE
@ WEP Ky 1 - |
@ WEP Ky 2 [
@ WEP Key 3 |
@ WEP Kay 4 - [

Wireless Setting

Wireless connection

Network Type

Available Networks

SSID

Enable or disable the wireless function of the SOHO Network
Camera. By default, the function is disabled.

Infrastructure — This operation mode requires the presence of a
Wireless LAN Access Point or Router. All communication is done

via the Access Point or Router.

Ad-Hoc — Select this mode if you want to connect to another
wireless stations in the Wireless LAN network without through an
Access Point or Router.

Select the networks listed below and click apply to connect to the
specified network.

The SSID (up to 32 printable ASCII characters) is the unique
name identified in a WLAN. The ID prevents the unintentional
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Channel

Basic Rate

Authentication and

Encryption Type

WPA Pre-Shared Key

WEP Key Length

WEP Key Format

Default Key

merging of two co-located WLANS.

You may specify a SSID for the card and then only the device
with the same SSID can interconnect to the card. If you want to
add one of the networks nearby to the profile list, pull down the
menu, all the networks nearby will be listed and you can add one
of them to the profile list.

This setting is only available for Ad Hoc mode. Select the number
of the radio channel used for the networking. The channel setting
should be the same with the network you are connecting to.

The camera will force to the data rate that you selected to
transmit data.

Choose the authentication type you want to use.

“None” means that you don’t want any encryption for wireless.
“Open System” means that you can use WEP for encryption or
not to encryption. When you select “Shared Key”, you must use
WEP for encryption. The last option is “WPA-PSK”. When you
select this authentication type, you can encryption your wireless
with WPA-TKIP or WPA-AES.

The WPA-PSK key can be from 8 to 64 characters and can be
letters or numbers. This same key must be used on all of the
wireless stations in the network.

You may select 64-bit or 128-bit to encrypt transmitted data.
Larger key length will provide higher level of security, but the
throughput will be lower.

Hexdecimal — Only “A-F*, “a-f* and “0-9“ are allowed to be set as
WEP key.
ASCII — Numerical values, characters or signs are allowed to be

WEP key. It is more recognizable for user.

Select one of the keys (1~4) as the encryption key.
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Key1 ~ Key4 The WEP keys are used to encrypt data transmitted in the
wireless network.
Fill the text box by following rules below.
64-bit — Input 10-digit Hex values (in the “A-F”, “a-f’ and “0-9”
range) or 5-digit ASCII characters (including “a-z” and “0-9”) as
the encryption keys. For example: “0123456aef* or “test1”.

128-bit — Input 26-digit Hex values (in the “A-F”, “a-f" and “0-9”
range) or 13-digit ASCII characters (including “a-z” and “0-9”) as
the encryption keys. For example:
“01234567890123456789abcdef* or “administrator”.

Apply When you finish “WLAN” setting, click this button to validate the
setting values.

8.4. E-Mail and FTP

The “E-Mail & FTP” lets you setup E-Mail client and FTP client that camera can sent live video
to your e-mail account or FTP server when Motion has been detected.

Internet Camera

WLAH ™ E-Msl & F

E-Mail [2poly | | SendaTestEmail |
@ Recipient E-Mail Address - '

@ SWTP Sener:

@ Sender E-Mail Address !

@ SHTP Authentication : ) Enable (% Disable

@ Userhama |

@ Fassword

FTP Configmration [Sppty | | Uplosdstestile |
@ FTP Server:

@ FTP Port: [21

@ User Mame

@ Password

@ Remofe Falder:

@ Passive Mode : ) Enable ) Disable
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Recipient E-Mail Address  This camera supports “Motion Detection” function. Enter the
E-Mail Account for receiving the pictures.

SMTP Server Enter the SMTP Server for the E-Mail sending.

Sender E-Mail Address Specified the e-mail address of the e-mail sender.

SMTP Authentication Enable or Disable the SMTP Authentication function

Username When Authentication is enabled, input the SMTP Username.
Password When Authentication is enabled, input the password.

Send a Test Email Press this button to send a test e-mail to your mailbox. You can

use this function to test if your setting is correct.

FTP Server This camera supports “Motion Detection” functions. When Motion
Detection event occurred, you can record the pictures to FTP
server. Enter the FTP address for receiving the pictures.

FTP Port Enter the port of the FTP server.

User Name Specify the user account of ftp server.

Password Specify the Password of your ftp account.

Remote Folder Specify the folder of the ftp site that you want to store the video.

Password When Authentication is enabled, input the password.

Passive Mode If your Camera is under NAT, you usually need to enable this
feature.
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Motion Detection

The “Motion Detection” allows users to setup the behavior of motion detection feature.

Internet Camera

® Camera ® LAN ® WLAN * E-Mail & FTP  * Motion Detection ® System * Status * Users * Log
Motion Detection

@ Enable Motion Detection : () Enable ® Disable

@ Motion Detection Interval : |:| seconds

@ Threshold : 3

@ Send Recording File to E-Mail : Yes Mo

@ E-Mail Subject: | Dete

@ Send Recording File to FTP : Yes Mo

Motion Detection

Motion Detection Enable

Next Event Detected

Interval

Threshold

Send Recording File to
E-Mail

E-Mail Subject

Send Recording File to
FTP

Enable or Disable the Motion Detection Function.

Setup the interval between two events. For example, if you setup
the interval to 5 seconds, the next event will start after this event
finished + 5 seconds.

Setup the sensitivity of motion detection.

Select Yes to send the recorded video file to your e-mail account
that you had specified at “E-Mail & FTP” menu.

Specify the subject of motion detection notify e-mail.

Select Yes to send the recorded video file to your FTP server that
you had specified at “E-Mail & FTP” menu.
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8.6. System

The “System” allows users to setup the camera’s parameters, like camera name, data/time
setting. And also provide firmware upgrade and reset tools at this page.

Internet Camera

WLan ® ® pafion Delectian ® Sytam *®

Camera Information
@ CameraMame :

@ Lagin Mame :

@ Password |

@ Confirm Password

Drate [ Time Sering

{INTP Sewer
@ Time Zone:

@ NTF Samer .

Ttilities

@ Upgrade Firmware |

@ Rebool Device !

@ LED Setting:

& Set DatelMime manually

@ Reset To Factory Defaults

admin
LT

2006 411 (1 | e 58 |41

(GMT+08:00) Taipei ]
1924324413

[ Browss.. Upirads

Febool

LED Light OFF

Camera Name

Login Name

Password

Confirm Password

Set Date/Time manually

The default camera name is “IC1500”. It is recommended to
name a meaningful name for the camera.

Setup your administrator account’s login name. Default name is
“admin”

Enter up to 4 digits password for the new user account.

Enter the password again to confirm the setting.

Display the current Date and Time.
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NTP Server

Time Zone

NTP Server

Upgrade Firmware

Reset to Factory Defaults

Reboot Device

LED Setting

Synchronize the Date and Time with this NTP server.

Select the time zone that your camera put on.

Specify the IP Address of the NTP Server.

You can upgrade camera’s firmware via this function. Press the
browse button, find the correct firmware and press upgrade.

If you want to reset all the camera settings to default, click this
button.

To reboot the SOHO Network Camera, click “Reboot”.

There are four LEDs to indicate the status of SOHO Network
Camera. If you wan to secure the camera from noticing, you can
turn off the LED light by clicking “LED Light OFF”. To turn on the
LED light, click “LED Light ON".

8.7. Status

The “Status” shows the current firmware version, uptime, system time and IP information of

this camera.
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Internet Camera

® Camera % LAN ® E-mail & FTF ® Motion Detection  ® Swystem

Status

@ Firmware Yersion 1-1500yg w114 (Aug 2 2006 10:18:45)

@ Device Uptime : 3min 14 sec

@ System Time : 2006/08/03 07:53:17
LA

@ |P Address: 10.011.129

@ Subnet Mask: 255.255.255.0

@ Gateway 100111

@ DMS Server : 192.168.1.2;,168.95.1.1

@ MAC Address : 00:00:10:11:12:00

@ Video Port: 4321

@ HTTF Port: a0
FFPoE

@ Link Status : Disconnected

@ |P Address :

@ Subnet Mask:
@ Gateway
@ DMNE Server:

8.8. Users

The “Users” allows users to add four user accounts which are able to view video from Camera
Viewer and Web Management. These users, unlike Administrator, are not allowed to
configure the camera.
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Internet Camera

® Camera *

* E-Mail & FTF ® Status  *

® Motion Detection ® System

Users

@ Usgert: ' Enable & Disahle
@ Login: I

@ Pasgword : I

@ Confirm pagsword I Apply |
@ User2: C Enable & Disable
@ Login: I

@ Password I

@ Confirm passward © I Apply I
@ User3: ' Enable  Disable
@ Login: I

@ Password I

@ Confirm password ; I Apply I
@ Userd: C Enahle & Disable
@ Login: I

@ Password : I

@ Confirm password I Apply I

User1/2/3/4

User # Enable or Disable the user number #.
Login Enter the the login name to the camera.
Password Enter up to 4 digits password for the new user account.

Confirm Password Enter the password again to confirm the setting.

Apply Click “Apply” to save the user account setting.

8.9. Log

The “Log” allows users to monitor the device event and time. If you have trouble to use this
device, the log file will help administrator to know the status of device.
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Internet Camera

¥ Camera

® LAN ® WLAN ® E-Mail & FTP

* Motion Detection ® System ® Status ¥ Users

System Log

2000/01/01 00:00:07 system startup

2000/01/01 08:01:07 Video server: accept connection from 10.0.11.123
2000/01/01 0B:01:08 WVideo server: "admin" login

2000/01/01 08:01:08 WVideo server: disconnect connection from 10.0.11.123
2000/01/01 08:02:26 Video server: accept connection from 10.0.11.123
2000/01/01 08:02:26 Video server: "admin" login

2000/01/01 08:02:26 Video server: disconnect connection from 10.0.11.123

Log
Log screen The screen will show event and event time of device.
Refresh You can press “Refresh” button to refresh the log screen.

Frequently Asked Questions

Q1: What is an SOHO Network Camera?

A: The SOHO Network Camera is a standalone system connecting directly to an Ethernet or Fast
Ethernet network. It is different from the conventional PC Camera; the SOHO Network Camera is an
all-in-one system with built-in CPU and web-based solutions providing a low cost solution that can
transmit high quality video images for monitoring. The SOHO Network Camera can be managed
remotely, accessed and controlled from any PC/Notebook over the Intranet via a web browser or

camera viewer.

Q2: What algorithm is used to compress the digital image?
A: The SOHO Network Camera utilizes MJPEG video compression technology to provide high quality
images. MJPEG is a standard for video compression and can be applied to various application

software.
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Q3: Can | capture or record still images from the SOHO Network Camera?
A: Yes, you are able to capture or record still images with the snapshot function from the Camera

Viewer application supplied with the SOHO Network Camera CD-ROM.

Q4: What network cabling is required for the SOHO Network Camera?
A: The SOHO Network Camera uses Category 5 UTP Twisted-pair cable allowing 10 Base-T and 100

Base-T networking.

Q5: Can the SOHO Network Camera be setup as a PC-cam on the computer?

A: No, the SOHO Network Camera is used only on Ethernet and Fast Ethernet network.

Q6: Can the SOHO Network Camera be connected on the network if it consists of only private IP
Addresses?

A: Yes, the SOHO Network Camera can be connected to a LAN with private IP Addresses.

Q7: The focus on the SOHO Network Camera is bad, how can | correct it?

A: Adjust the SOHO Network Camera focus manually.

9. Technical Specifications

B Video specification

Max Resolution: 640 x 480 pixels

Sensor: 300K pixels 1/4" color CMOS sensor
Gain control: Automatic

Exposure: Automatic

White Balance: Automatic

Focal Length: 4.8 mm

Aperture: F=1.8

B Image (Video Setting)
Image compression: MJPEG Image Video
Digital 24-bit Color
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Frame rate: 30fps@QVGA, 20fps@VGA
Video resolution: 176 x 144, 320x240, 640x480

B System Hardware

LAN Connector: One RJ-45 port to connect to 10/100Mbps Ethernet
Wireless: IEEE 802.11b/g(*Wireless Model Only)

LED Indicator: LAN LED (Green), WLAN LED (Amber), Power LED (Blue)
Power Supply: 12V / 1A (Wireless Model)

Power Supply: 12V / 0.4A (Wired Model)

m  HTTP/Utility

Includes easy-to-use Viewer & Recorder utility

Provides Admin utility & WEB browser Management

View multiple cameras simultaneously - Up to 16 cameras at a time
Manual/Schedule Record, Video Playback/Stop/Forward/Pause
Supports four additional user accounts for viewing camera

Auto sending Snap Shot by E-mail or FTP

Support DDNS and UPnP functions

Supports Windows 2000/XP/2003/Vista

Firmware Upgradeable

B EMI & Safety
FCC, CE!

10.  Appendix A Router/Gateway Setup for Internet
Viewing

To view SOHO Network Camera across the Internet, you have to make sure Router/Gateway
has configured to pass incoming TCP/UDP connections from remote PC to the SOHO
Network Camera. The Router/Gateway should set port forwarding or virtual server for the
connections. Please see the illustration as below.
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IP Camera
192.119.2.3

Remoter User
Hitpef203.30 212 .82

Router/Gateway Port Forwarding/ Virtual Server Setup

Name Protocol Port LAN IP
Setup 1 TCP 80 192.168.2.3
Setup 2 TCP 4321 192.168.2.3

Port Definition

Setup 1 It is the port of Web port. You have to configure the protocol to
“TCP”.

Setup 2 It is the port of Video port. You have to configure the protocol to
“TCP”.

Setup 3 It is the port for SOHO Network Camera and Administrator Utility

communication. The protocol setting should be “UDP”.

Setup 1/Setup 2 If you want to view the video via Web Browser, you have to
ensure the Router/Gateway has configured setup1 and setup 2. If
the web port is not default port “80”, but changed to 8080. The
remote user has to enter http://203.30.212.82:8080.

Viewing SOHO Network Camera via Camera Viewer Utility
Setup 2 If you want to use Camera Viewer Utility to view the camera,
please make sure the Router/Gateway has configured setup2.

Setup SOHO Network Camera via Administrator Utility

Setup 3 If you want to use Administrator Utility to configure the SOHO
Network Camera via Internet, the Router/Gateway should

configure setup 3.
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11.  Appendix B Set up WLAN step by step

Please follow the procedures below:

(1)  Please Check you Router Wireless settings, Suggesting Open System ( Disable
security ) first.

W Wiretene Rouler - Micranfl Intermet Explores = |'__|'F|E
\ 4 = | T

R EBEd  Yew Faworiter Took  Help it
Qe - (B G P oo @3- W - LJE S

5 ] btz nes 2. frdax. sa

Wireless Settlgs

The gateway can be quickly configumd ®s 3 wireless sccess ponl foe iosming chents by
seibng the access sentifar and chamnel numtar. I ako suppots dala encrypian asd
el fitening

Enabk ar diaba Wsless module furclion: & Enatle rDisablk

(Aply )

* Fircwall

] oo B It
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Wirelest Senthig

sllwe youy 1o defize ESED, and Clarnel for the winless comacien. Thege
B4 S2A1EAE 10 cotnat] 10 1he Ancass Pei

Fads AP -
Bansd ZACH [BG)
E==0
Chanmal Firsbes LU
FasaGisal Cleres Show Aokl LlEsils |

(Apply ) [ Coemoel )

o] o ! esad

s ] bk 192, 1E6.2. U frda. e

Adlvanged Sentings

Trase =allings are oaly for moee techrically adanced ussrs who haes 3 suficien
kraeiad e aboot wirdass LA, Trase sallings shauld not be changed unkias yau keds
wtial efact the charges will havwe on yaur Brosdbend muter,

Authertcatan Type C0pen System O Srarad Key (3 800
Frageent Thessheld 36 (255-2345)
RTS Thesshold 2347 02347
Egacon Inbarval din) CE0-1024 mE)
Dala Rabe Al =
* Fircwall Pmamble Typs ErLong Freamsle  C:Shon Preamblk
Broadeast ESS0 : SEnabled  TDissbled
L&FP : = Enabled T Dizabled
BIZ 11g Peptaclion {Enabled 4 Disablad

Cromy Ceman)
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Fie Edt  View  Fasoiles  Took  Help S > . o
Qus- O A @& Lo e @3- 5 - LJE B

w55 ] bt {192, LA 2. L firdae. ma I E-]‘&'

] 3
ral Setup & w=ystam Tools

alus

Advamaed Sefings

Traee =allings are oaly for moce techrically adanced ussrs who haes 3 suficient
krawiadge aboul windass LAN. Trase sallings shauld not be changed unkiss yau kods
whial efiact the charges will haw on yaur Brosdbend moutsr

Agthentcation Type CrDpen System O Bramd Kay 3 Ao
Fragerent Thesshold 2345 (F5E-2345)
RTS Thesahodd 347 M-2347}
Baacen Inbenval : i) (20-1024 ms)
Dala Rate Al =
* Firowall Preambl= Typs= ELong Fraamile £ Shot Praambls
Brosdeast ES20 : = Enabled T Disshkd
L&FP : = Enabled T Dizabled
BOZ 11y Probeciion (Enabled & Disabkd

Cmmy ) e

e - ®] (3] #n e SR €5 ST i3

5 ] bt 192 DB 2. fircdar. sap

LA Aabidress Filtering

For security reason, e Access Poitt features MAT Address Fibering thal onfy allows
authanizad MaC Adtresses assacialing to the Access Poni

MAL fddiess Filieiing Table
& allows 10 enitry 20 sits addnass oaly

Tl Enable Wireless Access Contral
WA B Cermmart

Hew (e [goear

(__Apply )} [ Cancel )

L B Dt
(2) Please turn on DHCP Server of the Router for this testing.
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3 Winelss Roular 1 dnteresd Explores

Fi: Ed Visw  Faeniber  Took  Help 1

- B -LE S

st ] bk {1902, 188 2. e s w Elm

V., L
SelLick Selup '*_\{.-'—i‘:l'l-.‘:":?l Sefup & .

=talus Info w=ystam Tools

(& # [ & Semth 57 Faenikes )

# Syztem LAN Settgs

o can anable 1he Braatband raulers DHOP saverfo dsnamicaly alacats 1P
Addreszas 1o your LAY clizn] PCs. The beoadiand souter must baes an 1P Address for the
Local Anau Metwark

LAN 1P
17 Bdiliess 19218831
& Firews
Firewel P Subnet Wagk : 256,255 365 )
B2 14 Speenieg Tres Dizablad =
1 DHCP Serwr Ensbled » |
Lagsa Tivs © Fuanasst ~
[HCP Sarai
Star IP 10 1E2L 2 100
Erd IP 192,165, 2,300
Dormain Bame

Statie DHOP Laasas Talla
E allows 1n eniry 15 rebs address only.

N0 | MACAddres | IPAddiem [Select
£l W veret

(3) Please reset the Wireless IP Camera settings to Factory Defaults by press the Reset
button over 8 seconds.

(4) Please change your PC’s IP address to 192.168.2.xx (which xx from 10 to 253),
Netmask = 255.255.255.0

(5) Please go to Web-Config WLAN section of the Wireless IP Camera.

Press Refresh button until you find the SSID you want in the list first!

Then select the Connect column of the SSID you want and select the Enable button of
Wireless Connection.

Press Apply button.
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Camera

 Camers

Wineless LAY

@ Wyireless Connection = Enable O Disable

@ Metwork Type IW

@ Ayailable Metwarks .R'e-frash .

Ir Conneet 551D | MAC Address Sizmal Channel Encrvpiion Metwork Tyvpe
(5] 000G 41 . A208: 24 aa g Digabled Infrastruciure

@ s3I0 | |

@ Channel !

@ Basic Rate Ao v

(6) Please go to the LAN section of Web-Config.
Select DHCP and press Apply button.

Then you could close this IE browser window now.

E-td=il & FTP % Motion Detection
LAN
@ Metwork Type & DHCP O Static IP Address
@ |F Address : |’I’:3'2 165.2.3 |
® SubnetMask:  [255 265 255 1 |
@ Gateway : |1[—32 1652 254 |
@ Primary DNS |‘-EB 9511 |
|

® Secondary DNS: |

@ AV Control Port
@ \Weh Port;

(7) Please UNPLUG the Ethernet Cable of the Wireless IP Camera now!

(8) Wait for seconds then the Wireless IP Camera should be linked with the Wireless
Router.
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(9) Now you could let your PC to be connected with the Wireless Router.
(10) In this case, if your PC’s DHCP Client IP is 192.168.8.101, then the Wireless IP Camera
must be

192.168.8.100, because Wireless IP Camera was got IP early then your PC.

(11) You could go to the Web-Interface of the Wireless IP Camera.
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12.  Appendix C Viewing via UPnP in Windows XP

When the UPnNP function is enabled, the camera can be detected by UPnP compliant system
such as Windows XP. The camera will be displayed in the Neighborhood of Windows XP, so
you can directly double click the camera or right click the camera and select “Invoke” to view
the video through web browser.

ea
“J My Network Places E]@
Fle Edt View Favorites Took Help =
\ . a) =
€, =] m‘ 7 Search Folders
Adcress | My Network Places v B
Local Network

Network Tasks kS

o Add anetwork place - IPCamera_MIPEG /f/ DataCenter on Exg

& View network connections =

%) Setup a home or small
" office network

‘_'fj‘ Set up a wireless netwaork,
for a home or small office

,1; Yiew workgroup computers

B Hide icons for networked
UPAP devices

”»

Other Places

(& Desktop

i§ My Computer

53 My Documents
I Shared Documents
2 Printers and Faxes

Details ¥
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Connect to 192.168.2.3

Al

Internet Camera

Liser name: | 58 M

Password:

[]remember my passward

[ (8] 4 ] ’ Cance|

Enable UPnP in Windows XP SP2

If you can’t find the camera in the Neighborhood of Windows XP SP2 or you have seen the
following message when you double click the camera. You have to check if UPnP function is
blocked by the firewall. Please follow the steps below to enable it.

Device Offtine 3

' The device vou are trying to use is not currently available on your netwark, Check to see if the device is on the
. network and try again,

1. Go to “Start\Settings\Network Connections”.
2. Right click the “Local Area Connection” and select “Properties”.
3. In the “Local Area Connection Properties”, select “Advanced” option menu and click

“Settings”.
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-~

=L Local Area Connection Properties

| General | Authentication | Advanced |

Windows Firevall

Pratect my computer and network, by limiting

or preventing access to this computer from
the Intemet

CE Setting

If pou're not sure how o set these properties, use
the Metwork Setup Wizard instead.

[ Ok H Cancel ]

4. The “Windows Firewall” screen will be popped up, select “Exceptions” option menu.

& Windows Firewall

Genermdvanceﬂ

Windowes Firewall helps protect your computer by preventing unauthonized users
from gaining access to wour computer through the [ntermet or & network.

@ o

Thiz getting blocks all outzside sources from connecting to this
computer, with the exception of thoze selected on the Excephions tab.

[]Don't allow exceptions

Select thiz when you connect to public networks in less secure
locations, such as aiportz. You will not be notified when Windows

Firewall blocks programs. Selections on the Exceptions tab will be
ignored.

@ () O [not recommended)

Awnid uzsing thiz setting. Turming off Windows Firewall may make this
computer mare vulnerable to viruses and intruders.

Wwihat elze should | know about \Windows Firewall?

I 0K ] [ Cancel
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5. Enable “UPnP Framework” from the “Programs and Services list” and click “Ok”.

& Windows Firewall

General | Exceptions | Advanced

Windows Firewall iz blocking incoming nebwark, connections, except for the
programs and services selected below. Adding exceptions allawes some prograrms
to work better but might increase pour security rigk.

Programs and Services:

RE

[Wlicalldl

calldl

[ File and Printer Sharing
Metwark, Parks Quick Setup
PSadrnin

Remote Assistance

[ Remote Desktap

UPnF Framework,

util

[ AddFogram.. | [ addPot. ||  Edi. ||  Deite

Digplay a notification when Windows Firewall blocks a program

*wihat are the risks of allowing exceptions?

q 0K )[ Cancel

13.  Appendix D Configure Windows 2003 Server

Graphics Hardware Acceleration and DirectX are disabled by default on a Server
configuration to ensure maximum stability and uptime. But for any reason you need to enable
them to use DirectX enabled applications this section will guide you through on how you can
do it.

Enabling Graphics Hardware Acceleration
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Display Properties

Themesl Desktnpl Screen Saverl Appearance  Settings |

Plug and Play Monitor and RADEDN 7200 (Microsoft Co 2|

Generall f-‘-.u:lapterl Manitor  Troubleshoot |E|:|I|:|r Managementl

. Are wou having problems with pour graphics hardware? Theze
zettings can help vou troublezhoot dizplag-related problems.

—Hardware acceleration

b anwally control the level of acceleration and performance supplied by
wour graphics hardware. Uze the Dizplay Troubleshooter to azsist pou in

Display: making the change.

Flug and Play Maon

Screen resolutior
Lesz
1

Hardware acceleration: Mane -—J Full
1

i Al accelerations are enabled. Uze thiz zetting if your computer has no
1024 by 71 problems. [Fecommended)

I Enable write combining

Cancel

1. Simply right click anywhere on your desktop and select Properties -> Settings tab ->
Advanced -> and finally, the Troubleshoot tab.
Now move the Hardware acceleration slider across to Full

3. Click OK
You may experience a monitor black out for a few seconds, this is normal.

Enabling DirectX
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¥ DirectX Diagnostic Tool ' =10 =]

Systeml Direct? Files  Display | Snundl Pl zic I |t I Networkl tore Helpl

~ Device ~ Drivers
Mame: RADECN 7200 {Microsaft Corporation]) MMain Driver: atizdvag.dll
ManuFacturer: ATI Technologies Inc. Wersion: 6.13.0010.6153 (English)

Chip Type: Radeon 7200 AGP (C00) Dates 25/03/2003 02:47:46
DAC Type: Internal DAC(3S0MHZ) WHOL Logo'd: Yes

Approx, Total Memory: &4.0 ME Mini YOO akiZmtag.sys

Current Display Mode: 1024 x 763 (32 bit) (85Hz) YOD: nfa

Monitar: Plug and Play Monitor DOI Yersion: &

~Directs Features

DireckDraw fccelerakion:  Enabled Disable Test DirectDraw

Direck3D Acceleration:  Enabled Cisable Test Direck3D |

ddd

AGP Texture Acceleration:  Enabled Disable

—Motes

+ Mo problems Found.
+  Tokest DirectDraw functionalicy, click the "Test DirectDraw" button above,
+  Tokest Direct3D Functionality, click the "Test Direct30" button above,

Help | | MHext Page I Sawve All Information... | E =it |

5. go to Start -> Run -> and type dxdiag followed by enter. You will get a dialog box asking
if you want to allow dxdiag to access the internet to check for valid WHQL certificates -
click on Yes.

6. Let's click on the Display tab, now click on all three boxes to enable DirectDraw, Direct3D
and AGP Texture Acceleration.
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INTELLINET

BrRINGING NETWORKS TO LIFE

INTELLINET NETWORK SOLUTIONS™ offers a complete line
of active and passive networking products.
Ask your local computer dealer for more information or visit

www.intellinet-network.com

Copyright © INTELLINET NETWORK SOLUTIONS

All products mentioned are trademarks or registered trademarks of their respective owners.

87




<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles true
  /AutoRotatePages /None
  /Binding /Left
  /CalGrayProfile (Dot Gain 20%)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Error
  /CompatibilityLevel 1.4
  /CompressObjects /Tags
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJDFFile false
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.0000
  /ColorConversionStrategy /CMYK
  /DoThumbnails false
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams false
  /MaxSubsetPct 100
  /Optimize true
  /OPM 1
  /ParseDSCComments true
  /ParseDSCCommentsForDocInfo true
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo true
  /PreserveFlatness true
  /PreserveHalftoneInfo false
  /PreserveOPIComments true
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts true
  /TransferFunctionInfo /Apply
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 300
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages true
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 300
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.50000
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages true
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /ColorImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 300
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages true
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 300
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.50000
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages true
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /GrayImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 1200
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages true
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 1200
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50000
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile ()
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /Description <<
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000410064006f006200650020005000440046002065876863900275284e8e9ad88d2891cf76845370524d53705237300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef69069752865bc9ad854c18cea76845370524d5370523786557406300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /DAN <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>
    /DEU <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>
    /ESP <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>
    /FRA <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>
    /ITA <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>
    /JPN <FEFF9ad854c18cea306a30d730ea30d730ec30b951fa529b7528002000410064006f0062006500200050004400460020658766f8306e4f5c6210306b4f7f75283057307e305930023053306e8a2d5b9a30674f5c62103055308c305f0020005000440046002030d530a130a430eb306f3001004100630072006f0062006100740020304a30883073002000410064006f00620065002000520065006100640065007200200035002e003000204ee5964d3067958b304f30533068304c3067304d307e305930023053306e8a2d5b9a306b306f30d530a930f330c8306e57cb30818fbc307f304c5fc59808306730593002>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020ace0d488c9c80020c2dcd5d80020c778c1c4c5d00020ac00c7a50020c801d569d55c002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken die zijn geoptimaliseerd voor prepress-afdrukken van hoge kwaliteit. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <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>
    /PTB <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>
    /SUO <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>
    /SVE <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>
    /ENU (Use these settings to create Adobe PDF documents best suited for high-quality prepress printing.  Created PDF documents can be opened with Acrobat and Adobe Reader 5.0 and later.)
  >>
  /Namespace [
    (Adobe)
    (Common)
    (1.0)
  ]
  /OtherNamespaces [
    <<
      /AsReaderSpreads false
      /CropImagesToFrames true
      /ErrorControl /WarnAndContinue
      /FlattenerIgnoreSpreadOverrides false
      /IncludeGuidesGrids false
      /IncludeNonPrinting false
      /IncludeSlug false
      /Namespace [
        (Adobe)
        (InDesign)
        (4.0)
      ]
      /OmitPlacedBitmaps false
      /OmitPlacedEPS false
      /OmitPlacedPDF false
      /SimulateOverprint /Legacy
    >>
    <<
      /AddBleedMarks false
      /AddColorBars false
      /AddCropMarks false
      /AddPageInfo false
      /AddRegMarks false
      /ConvertColors /ConvertToCMYK
      /DestinationProfileName ()
      /DestinationProfileSelector /DocumentCMYK
      /Downsample16BitImages true
      /FlattenerPreset <<
        /PresetSelector /MediumResolution
      >>
      /FormElements false
      /GenerateStructure false
      /IncludeBookmarks false
      /IncludeHyperlinks false
      /IncludeInteractive false
      /IncludeLayers false
      /IncludeProfiles false
      /MultimediaHandling /UseObjectSettings
      /Namespace [
        (Adobe)
        (CreativeSuite)
        (2.0)
      ]
      /PDFXOutputIntentProfileSelector /DocumentCMYK
      /PreserveEditing true
      /UntaggedCMYKHandling /LeaveUntagged
      /UntaggedRGBHandling /UseDocumentProfile
      /UseDocumentBleed false
    >>
  ]
>> setdistillerparams
<<
  /HWResolution [2400 2400]
  /PageSize [612.000 792.000]
>> setpagedevice


