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Befor e use this product
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Thisisproduct instructions not quality warranty. We may reservetherights
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1 I ntroduction

1.1 Summarization

This IP-CAMERA (short for IP-CAM) is designed for high performance CCTV
solutions. It adopts state of the art video processing chips. It utilizes most advanced
technologies, such as video encoding and decoding technology, complies with the
TCP/IP protocol, SoC, etc to ensure this system more stable and reliable. This unit
consists of two parts: the IP-CAM device and central management software (short for
CMYS). The CMS centralizes al devices together viainternet or LAN and establishes a
sound surveillance system to realize unified management and remote operation to all
devicesin one network.

This product iswidely used in banks, telecommunication systems, electricity power
departments, law systems, factories, storehouses, uptowns, etc. In addition, itisalso an
ideal choice for surveillance sites with middle or high risks.

1.2 Check Package Content

Accessories Description
IP-CAMERA The device
Quick Start Guide The Brief instructions of the product
CD CD-ROM with software and manual
Screwdriver/Spile/Plott . .
ing Sheet For installing dome

1.3 Connection

Some models support 10m~20m IR distance; some hasn’t infrared lights that cannot
support IR night vision. Please take the real object as standard. The below figures will
introduce the appearance and function of interfaces.

1. MIC: connect to MIC
2. DC12V: connect to power supply
3. LAN: network port; support PoE power supply
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2 Installation
2.1 Installation

Theinstallation steps of Dome Camera are as follows:

Step 1 : Loosen the screws with a hexagonal screwdriver and take down the back box as
shown in the following left picutre.

Step 2 : Paste the plotting sheet on the ceiling. Drill four holes and instert spiles in the
ceiling as per the sheet. Use the screws to fix the bottomboard on the ceiling.

| 7
B-

Step 3 : Tighten the screws and install the back box.

't
8
2.2 Install IP-CAM to Ethernet Network

The connection of digital video server is show below.

-

_om—ci{ I M€

-‘5; MIC
— g Te=—ll DC 12V
G000 g ) ee »mm

S O —l: [

WAN Control
_ LAN Center

Hub v
=% 9

User can connect the PC and IP-CAMERA in accordance with above picture. Before
connecting, please connect externa devices, and then connect the power.

The connection steps are as shown below:

Sep 1: Connect IP-CAM firstly.
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Sep 2: Internet line connect to Internet transfer equipment or devices
Sep 3: Connect power cable to a power outlet.

2.3 Install CMS

After the IP-CAM connected to the Ethernet, user can remote monitoring and managing
the device by using client software or IE browser. This chapter is the client software,
which is the quick install guide of the CMS, the operation and monitor setting details
please refersto CM S user manual in CD.

Note: Before to install control center software in user’s computer, please make sure
all anti-virus software in the computer closed so that CM S can install correctly.

®  System requirement
Supported Operating System:

Operating system Comments

Windows XP Windows XP SP2 or most updated patch; Direct 9.0c or above
Windows Vista Windows Vista; Direct 10. ¢

Window 7 Window 7 Ultimate

Windows 2003 Windows 2003 serve or Directx 9.0c or above

Windows 2000 Windows 2000 SP4 or Directx 9.0c or above

® Computer hardwarerequirement
Please make sure the software running well and the computer is compatible :

Recommended PC Specification — 4 channels

Item Specification

CPU Intel Pentium 3.0 GHz or AMD 3000+
Memory 1GB
HDD 160GB

Recommended PC Specification -9 channels:

Item Specification

CPU Intel Core 2 Duo 1.8 GHz or AMD Dual core 3800+
Memory 1GB
HDD 250GB

Recommended PC Specification -16 channels:
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Item Specification

CPU Intel Core 2 Duo 2.2 GHz or AMD Dual core 3800+
Memory 2GB
HDD 250GB

ANotice:

® The mentioned specifications are provided considering CIF real -time resolution.
® The AMD chip hyper-3800+ and X64 series are not tested.

® For real-time view at CIF, max 25 channels can be played concurrently.

® For real-time view at D1, max 6 channels can be played concurrently.

Installation Process
Find CMS software from CD and then double click “Setup.exe” file to pop up
installation wizard.

Install the software according to the prompts in the wizard. After you complete the
installation, you will see the CMS and IP-Tool icon on the desktop. Please see the user
manual of this software for more details.

If you need to install IP-Tool separately, please double click IP-Tool installation
package and install it according its wizard prompts. After you finish installing, double
click IP-Tool icon to start IP-Tool.
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3) |E Remote Access

User can connect |P-Cam through LAN or WAN. Here only take |E browser (6.0)
for example. The details are as follows:

24LAN

In LAN, there are two ways to access IP-Cam: 1. access through IP-Tool; 2. directly
access through |E browser.

2.4.1 Accessthrough IP-Tool

Sep 1:  Make sure the PC and |P-Cam are connected to the LAN and the IP-Toal is
installed in the PC from the CD.

Sep 2: Use IP-Tool to modify the network of IP-Cam. Then, double click the
icon on the desktop to run this software as shown below:

Do K e " T L e AL 05T

Conetva davink
WEAds poira TCrs fauat S [ aaas Hadme i2
oo e o Gomay potaari Al L] w Sotean e 3w
---- - ol Banue TR

After starting IP-Tool and clicking the IP-Cam in the list, user can check the information
of IP-Cam. If user cannot confirm which one is himself, please shut off the electricity of
the IP-Cam and then power on it. When shutting off the power, the device information
will disappear. When powering on, the device information will emerge. Well, this device
is the used device. Right click the device information and select “network setup”. Then
the network setup window will pop up.

Network setup 3]
Local Config Device conlig
Adapter Riealtek ATLATEADIP) e ST A

" Obtain an P address automaticaly

IPaddess  [192168.1357
& Use the fallowing IP address:

|Paddress | 192 - 188 _ 226 . 200 pNs1. | 192 . 168 . 226 . 1

Subnet Mask:  255.255.295.0

Gateway: 192168131

Subnet | 295 . 2% . 0 . 0 pus2 [ 8 . & . 8 . 8
DNS1 210211966

Gateway: | 192 - 188 - 226 1
DNS2 21053312

User Name Password [

Tip: Please check if password is correct, when IP address setup fails
oK Cancel
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For example, the network segment of this computer is 192.168.13 x under the local
config table. So, please modify the I P address and Gateway of 1P-Cam which must bein
the same network segment with the computer’s. After modifying, please input the user
name and password and then click “OK” button to save the setting.

Network setup. E|

Lacal Config Device conlig
Adspter Flealiek RTLETED[F). I e
" Dbtain an P addiess automatically

IP Address 1821681357
(¢ Use the fallowing IP address:

Subnet Mask.  [295.256.255.0 |Paddess | 192 168 13 . 202 DG, | 182 . 188 13 . 1

Gateway: 192168131
Subnel [ 35 B 00 ez [ 5 5 & s
DNS1 210.21.196.8
Gatoway: | 192 168 . 13 . 1
DNS2Z 2105332

User Name Passward [

Tip: Please check if password is comect, when [P address setup fails
oK Cancel

Note: The default user nameis: admin. The default password is: 123456.

Sep 3: Usethe IP-Tool to login the IP-Cam.

Right-click the IP address and select “browse with IE”. Then the system will pop up the
IE browser to connect IP-Cam as shown below. |E browser will auto download the
Active X control. If the IE browser cannot download the Active X control, please refer
to Q4 of Chapter 8. Finishing the installation of the Active X control, a login window
will pop up.

PROVIION

Input User name and password and then click “OK” button to login.

Note: User can also use the modified |P address of the IP-Cam. Input the IP address in
the IE browser bar and then click “Enter” to access IP-Cam. The default user name is
admin. The default password is 123456.
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2.4.2 Directly Accessthrough |E

The network service is default as shown below:

IP address: 192.168.226.201

Subnet Mask: 255.255.255.0

Gateway: 192.168.226.1

HTTP: 80

Data port: 9008

The first time you used the IP-CAM, you should connect the device with the above
default settings.

Sep 1: Manual setup the IP address of the PC, the network segment should be as same
as the default settings of IP-CAM. Right click “My Network Places” icon on the
desktop—>select “properties” as shown in the left figure. Right click “Local Area
Connection” at the pops up window, and then select “property” as shown in the right
figure.

B Open _| | Dizable
Explore o | Stakus

Search for Camputers. . | Repar
5 5
Mz Network Drive. .. Win|  Bridge Connections
Drisconreck Metvork Drive, P {
i v e,
Creste Shortout _
Create Saiaey
W Remare | Renome

Select “Internet Protocol (TCP/IP)” in the “General” tabs—>click “properties”=>manual
input network address information of the PC in the pop up window.

Inter net Protocal (TCPAP) Proper ties

Genenal

Yo can st I sellings ssooned sutomeicaly § wour netvork oot
thia capansity. DlhaimE=. you e bo sk wour retorks adiied diato) (o)
the sppopiisle 1P sekings.

) Dbtan an P adcres: auometicaly
3 Uge the lokesg |P addiess.

P e
Subel ek N
Dzt gatavay 192,163 226 1

a5 e ey i sdmencaly
3] L the loboarg DHS serwet addiesses
Prefened NS server 19218 0 1

Altemnas DHG server

]

Sep 2: Open the |IE Browser, input the default address of IP-CAM and confirm. Then
the IE browser will download Active X control automatically. If IE browser can’t
download Active X contral, please refer to Q4 of chapter 8.

Sep 3: After downloading Active X control, the login dialog box will pop up as below:
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Sep 4: input user name and password in the login dialog box and click “OK” button to
enter into the live interface. User can manage and setup the IP-CAM, such as change IP
address etc.

25 WAN

a. Accessthrough router or virtual server

Sepl: Connecting according to above steps in LAN; enter into System
Configuration>Network configuration>Basic configuration to setup the port number
asshownin Fig 3-1:

Sep 2: Enter into System Configuration->Network configuration=>1P configuration to
change I P address as shown in Fig 3-2:

Notice: The steps above should be saved after the change of the port and IP address.
Log back in the device with the saved setting.

iF'_D:.rﬁ;

™ Obtain an IF addiess auomalicall

1 Lza the following IP addraes

IF addrezs l 1921680 B LB

HTTP Fart &0 Subnethiask [ 255 256 2550 Gatewar | 132 168 6 |
Dta Port E Prekoricd DNS 7210 21 532 Allenste DNS| 200021 136 6
| Cerver SErVEr: |
Fig 3-1 Port Setup Fig 3-2 I P Setup

Step 3: Enter into the router’s management interface through IE browser; remap the IP
address and port of IP-CAM in the “virtual server”. The name depends on the router.
Please refer to Fig 3-3:

spog |

|
B |

] |10000) &= [1000t] |Bothls] teaieseieE] |
[4 (21000 4o [21001] [Both[] rspieme (158 [
[5 [7277 | & (7778 | [Bath[z] tezseme(208] [
[ 1[025 ]+ [1020] [Bmh[z] weqme207 |

Fig 3-3 Router Setup

Sep 4: Open the IE browser and input its WAN IP and http port to access. The
following steps are as same as “Step 2, 3 and 4” of Chapter 3.1.2in LAN.
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3 Remote Preview

3.1 The Remote Preview Interface

1 2 3 4 6 7 8 9 10
Fig 4-1 Remote Preview

1 | Peopleicon 2 | Fixsize 3 Zoom in
4 | Zoomin 5 | Zoom out 6 Full screen
7 | Start record 8 | Playback 9 Snap

10 | Enable audio

e  When motion detection alarm is triggered, the people icon turn red.
e Click icon, user can zoom in the preview image to suitable size, drag the

cursor on the enlarged image to view suitable preview area; click icon, user can
zoom out the enlarged image; click icon, user can full-screen the live image.

e Clicking icon will appear a save path window and the record file can save on
user’s PC.

Note: On Window 7 and Window Vista, user can not record or snap pictures until UAC
function is disabled. Please refer to following steps: Start—Control panel—User
accounts—Change user account control settings in which user needs to drag the scale to
Always notify end and then click “OK” button to save.

3.2 Record Playback

Click &4 icon and refer to Fig 4-2:
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e Next Fllel
Play Stop NextFrame Zoom out Flle Path
Fig 4-2 record playback interface

After selecting the record date, the record files will be displayed in the record file list
box. User can double click a

certain record file to playback or check acertain file. Then click Play button to do
playback. User can do relating operation according to some buttons in the playback
interface.

3.3 Right-click Function

Clicking right mouse will appear a pull-down list as below:
Stream: 720P, VGA, QVGA.

Turn off thelive: Click thisitem will close present live preview.
Enable audio: Enable remote audio transmission. Users can hear
the audio from the IP-CAM.

Full screen: The live preview picture will full-screen display.
Double click or click right mouse to return to the previous
interface. Fig 4-3 Right key sub-menu
Online user: Display user’s list connect to the device.

System information: Display the device information: device name, firmware version,
software build date, kernel version and hardware version.

2 VGA 25fps
Turn off the live

Enable andio

Full Sereen
Online User

System Information

3.4 Snap Pictures

1. Select the picture number, and then click “Snap” @ icon as shown in the Fig
4-4.

2. User can snap multiple pictures. Select the picture number from Frame pull down
list box, such as 3, and check “Title” and “Time” to show capture title and time on the
snap pictures simultaneously. Refer to Fig 4-5:

3. Click “Browse” to set saving path; Click “Save” to save pictures to HDD on the
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computer; Click “Printer setup” to set the printer and print the snap pictures; drag the
scroll bar to view all snapped pictures.

-
& Dna Fictsa pa Fage PiowiSenp | FinPaves | Ao |
2l
Fig 4-4 Single Snap

Fame: [z ] T rTm
SavaTo (0D I L i Pictues _;lm__e_s_‘ ﬂ_]
& OraFictae pet Pags Piirkar Satup I Pirt Piayer ] Pant I
|
[
I

Fig 4-5 Multi-picture Snap
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4 RemoteLive Surveillance

User can remote setup the parameters of the device. Functions of remote configurations
include: System Configuration, Video Configuration, Alarm Configuration, Network
Configuration and Advanced Configuration. User should firstly select the menu on the
left, and then setup the relative parameters. When a user setup parameters of a certain
device, other users can not setup this device.

4.1 System Configuration

The “System configuration” includes two submenus. Basic Information and Date &
Time.

4.1.1 BasicInformation

In the “Basic Information interface, user can setup the device name and also can check
the relative information of the server

Setting steps:

1. Clicking the "Config" icon will appear the menu list.

2. Clicking the “Basic Information "will pop up awindow as shown in Fig 5-1:

3. Input the name of the device in the "Device name" text box.

4. Pressthe "Save" button to save the settings.

Software Yersion 331 Software Build Date 2013-5-22(7'r'v-MM-DD)

Ketnel Version 2124200 Hardware Version 1.2
MAC O0:18:AF: 34:A8:64 Maimumn number of user |4

Device name name

Fig 5-1 Basic Information Config

Please refer to the following table for parameters and instructions of server basic

configuration.
Software version The software of the device
Software build date The software build date of the device
Kernel version The kernel version of the device
Hardware version The hardware version of the device
Mac Address MAC address of device
Maximum number of user Support max 4 users to access
Device name Name of the device.
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4.1.2 Date & Time Configuration

Setting steps:

1. Enter into "System Configuration” - “Date & Time”. Refer to Fig 5-2:

2. Select “Modify Time ", user can self-define time. Choose the right "Time Zonge"
according to user’s location.

3. User can a'so enable DST and set DST mode and time.

4. Setup time by selecting the “Synchronize with NTP Server”.

5. Press the "Save" button to save the settings.

Date and Time setting

Set manually | 6/ 5/2013 j| 5:01:37 P ] I~ Modify tims

Time Zone | (BMT] Greenwich Mean Time : Dublin, Edinbuigh, Lisbon, London x|

Daylight setting

[~ DSTEnable
DST Mode “wieek Mode 'I Time offest 1 hd
Start month Jan = End month Jan -

IFust L”Sun LI IFlrsl L"Sun LI
Start Time 1200008 < End Time [

I~ Synchranize with MTF Server

NTP Server Itlme.wmdows.com Update How

Fig 5-2 Date & Time Config

4.2 Video Configuration

Camera Configuration includes four submenus: Camera Configuration, Video Stream,
Time Stamp and Video Mask.

4.2.1 Camera Configuration
Setting steps:
1. Enter into "Video Configuration "> "Camera" interface as shown in Fig 5-3:

B e e —n
- © ECCTI “
shat AT -
e ~
i i & ) 1
P i
P »
(RS CE T T =] Topals Bod Hirsl. S Topuis

B N (R Y7 TR

Fig 5-3 Basic Configuration
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2. User can adjust Brightness, Contrast, Hue and saturation of the picture.

3. Select white balance mode.

4. Sharpen, denoise , white balance, frequency, CVBS format and Day-Night mode are
adjustable.

5. User al'so can enable the image mirror and image overturn function.

6. Press the "Save" button to save the settings.

4.2.2 Video Stream

1.Enter into "Video configuration"-> "Video Stream" to see ainterface shown as Fig
5-4:

Eesolution Frame rate Bitrate type Video quality

LFZTT ~|[25 ~|[ver ~|[Highest  ~|
2 |vea ~|[2s ~|jver ~|[Highest |

Mlarm Ficture Size VGA |

Fig 5-4 Video Stream

2. Select the resolution of the single frame image at the "Resolution” pull down list.
3. Select the quantity of video per second at the "Frame rate" pull down list.

4. Select the data stream type at the "Bit rate type" pull down list.

5. Set the video quality at the "Video quality” pull down list.

6. Choose the alarm picture size.

7. Pressthe "Save" button to save the settings.

4.2.3 Time Stamp

Enter into "Video configuration">"Time Stamp" to display the interface as shown
in Fig 5-5:

camera setting

Date Format |Y\NWMMJDD j

v Time Stamp

Fasition Top Right -

Fig 5-5 Time Stamp

1. Select Date Format to show in the live image.

Time stamp: time displayed in the live preview pictures. Four items can choose from:
top left, top right, bottom left and bottom right.

2. Pressthe"Save" button to save the settings.
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4.2.4 Video Mask
Y ou can set 4 mask area at most.

Viden Yazk

(Ploasw xelucied u 1ler, uxe the Lufl nouse bullon on the video dewr the nask ares )

Status  Coler Iranspwrent

r at e | e =] : |
@ Disable [Eladk  <|[wwiy ¥ Save Clear |
W | STV | FYeT 5w | wes |
f | s U B

Fig 5-6 Video Mask

Enable the mask, select color and transparent of the mask area and then drag the mouse
to set the mask area. This will take you see a gridding area. After that, click “Save”
button to save the settings. Then you will see amask area on the live image.

4.3 Alarm Configuration

Alarm configuration includes three submenus. Motion Detection Area, Mation
Detection Trigger and Motion Detection Schedule.

4.3.1 Motion Detection Area

1. Enter into “Alarm configuration"->"Motion Detection Area" to see a interface shown
asFig 5-7:

2. Move the "Sensitivity" scroll bar to setup the motion trace sensitivity.

3. Check the "Add”, press the "Ctrl" button and move mouse to select the motion
detection area; Select “Erase” and move the mouse to clear all motion detection area.

4. Press the "Save" button to save the settings.
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Senifiviy _—
0 A AR ) &l
i Clear Al
Inuet 5 sleciion

@ pdd

 Eras=

3
:
i
:
i
)
i
i
it
[

[Prasz Cir key drag mouze
to solact mobon regon |

Fig 5-7 Motion Detection Area

4.3.2 Motion Detection Trigger

1. Enter into “Alarm Configuration"> "Motion Detection Trigger" to display a
interface as shown in Fig 5-8:

2. Check "Enable aarm" check box. Then all functions under this interface will be
activated.

4. Trigger Email: Check “Attach picture” and select email addresses in the “Receival
email address” text box(Email address shal be set first in the Mail config
interface). Then the triggered snap pictures will be sent into those address. User also can
define the subject and content of the email.

5. Trigger FTP: Check “Uploading picture”. Then the triggered snap pictures will be
sent into FTP server address.

Note: Pleaserefer to FTP configuration chapter for more details.

6. Pressthe "Save" button to save the settings.

ation alarm zetting

[~ Enable alaim Alarm Holding |20 Seconds -

¥ Trigger Email

Receival email address I Attach picture

(]

EMAIL Subject |

EMAIL Content |

¥ Trigger FTP

Server address I~ Uploading picture

Fig 5-8 Motion Alarm Trigger
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4.3.3 Motion Detection Schedule

Enter into “Alarm configuration"-> "Motion Detection schedule” interface as shown in
Fig 5-9:

Week schedule

User could set the alarm time from Monday to Sunday for alarm everyday in one week.
Note: The lengthwise means one day of a week; the rank means 24 hours of a day.
Mouse clicks on the pane to set the alarm hours. Green means selected area. Blank
means unselected area.

2."Add": add the schedule for a special day.

3."Erase": delete holiday schedule

Note: The triggered snap picture is saved in SD card; please insert the SD card into the
card slot.

Day schedule

User could set larm time for alarm in some time of special day, such as holiday.

1. Select a date at the "Date" pull down list, press "Add" button to add that date to the
list box on the right side and then move the scroll bar to set the schedule of that day.

2. Select a date in the list box on the right side, and press "Erase” to remove the
schedule on that day.

Pressthe "Save" button to save the settings.

Note: Holiday scheduleisprior to Week schedule.

OErase  @add

01 2 3§ 56 7838 W EGWBGENBG A2 23
\\\\\\\\\\\\\\\\\\\\\\\\\

\
Wednesday| [ ] |

I
[ Thursday [ ] |

I
[ Friday |1 |

[
[ Saturday [T ] |
Haliday Schedule

01 z 3 456 78 9 W 20 WHESGLB G D2 2%
\\\\\\\\\\\\\\\\\\\\\\\\\

[ Haliday 7 ] |

Fig 5-9 Motion Detection Schedule

4.4 Network Configuration

Network configuration includes ten submenus. Port, Wired, NET traversa Config,
Server Configuration, IP Notify, DDNS Config, RTSP, UPNP, Mail Setting and FTP.
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4.4.1 Port
1. Enter into "Network config"->"Port" to see the interface as shown in Fig 5-10:

HTTP Part IBE
Data Port ISUUS

RTSF Fort 554

Fig 5-10 Port Config

2. Input port number for |E accessin the "HTTP Port" textbox.
1. Input the port number for audio & video transmission in the "Data Port" textbox.

442 Wired
1. Enter into "Network Configuration">"Wired" to see a tab shown as Figure 5-11:

" Dbkain an IP address automatically

® Use the following IP address

IP Address 192 162 . B 23

Subnet Magk |255 255 ZFR .0 Gateway |192 168 . B 1

Preferred DNS 192 . 168 fi] q Alternate DNS fi] fi] fi] fi]

sErver SEIver

PPPoE Config

¥ PPPcE

User Name |075503704728@1 63.0d Password |

Fig 5-11 Wired Config

2. There are two Options for setup IP: obtain an |P address auto by DHCP protocol and
use the following I P address, user can choose one of options for requirements.

3. Use the following P address: display the |P address, subnet mask, gateway and DNS
of the device.

4. PPPOE: User needs to manual input the user name and password for dial-up internet.
Firstly, user needsto login |E clients, then enter into user name and password of PPPoE,
save the setting and exit. Secondly, setup IP address change notice. Thirdly, connect
with Modem, then the device will dial-up internet automatically.

6. Press the "Save" button to save the settings.
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4.4.3 NET Traversal Configuration

In this interface, user can access to network without dynamic domain name and port
forwarding by enabling NET transit.
1.Enter into “Network Configuration”> “NET traversal Config”. Refer to Fig 5-12:

[ Transit enable

Serial {| 03450940
Online status ’F
user-defined name IPCAM availabilty when on line

Fig 5-12 Transit

2. Check “transit enable”. Then save the setting.
3. Input www.upnpicp.com in | E address; download and install Active X. Then a window
shows up as Fig 5-13:

PROVIION||ISR

Fig5-13 Login

4. Input the only device ID of the IP-CAM or user-defined name. And then input user
name and password.

Note: The default user name and password are “admin” and “123456”
respectively.

4.4.4 Server Configuration

Enter into “Network Configuration”—> “Server Config”. Please refer to Fig 5-14:

1. Check “Do you want [P Camera to connect Server.

2. Check the IP address and port of the transfer media server in the ECMSINVMS. Then
enable the auto report in the ECMSNVMS when adding a new device. Then input the
remaining information of the device in the ECMSINVMS. After that, the system will
auto alot adevice ID. Please check it in the ECMS/NVMS.
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Server Config

¥ Do you want IPCamera to connect Server

Server Address |

Server Port |U

Device ID [
Fig 5-14 Server Configuration

3. Input the above-mentioned server IP, server port and device ID in the responding
boxes. Click “save” button to save the settings.

445 1P Notify

1. Enter into “Network Configuration”—>”IP Notify” to see a tab as shown in Fig 5-15.

2. If the “Enable notifying change of IP” is selected, when the IP address of the device
is changed, a new IP address will be sent to the appointed mailbox automatically; If
“FTP” is selected, when the IP address of the device was changed, a new |P address will

be sent to FTP server.
IP change natification
I¥ Enable natifying change of IP ¥ FTP
Receival email address Server address

Fig 5-15 I P Notify Config

4.4.6 DDNS Configuration
1. Domain name ?N\%istration (htt ://provision—isr—dns.c?ﬁn)

Note: BB [ E s%?ﬁgr%% %ra% for0 ?1 OIl_1ostname wi

Provision | SR now alows you to use our mint DDNS server in order to
create a virtual address for your DVR/NVR/IP-Camera on the internet.
Each account is limited to 35 different addresses using your preferred
domain name address instead of using IP addresses. Follow the steps
below to register your DVR's name and to configure your DVR to use
Provision ISR's Mint DDNS server.

(@) Toregister adomain with Provision-1SR DDNS server follow these steps:

1) Visit our website: PROVSION

http://provision-isr-dns.com Now you can see!

Logon Welcomg to Provision-isr DDNS Service

Gy
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and register for adomain name by clicking "Registration”

2) Fill inthe registration form, then click
"Submit" R
'
" ]
e
—
3) Fill in the host name you want to apply for - —
and press "Request Domain" (for example sm Rw
) home") User settings Domain Narpe Creation
Domaine
togout

forme Y praman-ordr com
/
/

Type the name

you want

4) If thereisno
problem with the domain registration you will see the following message: “Your
domain was successfully created.”

If you do not see this message, the domain name you requested is aready in use and
you will be requested to provide an alternate domain name (please note: domain name is
sometimes called host name).

You can create up to 35 PROVBIO"

domain records under a | fi.. you can see!

single account

User Settings My Domains
Logout

5) Thedomain nameis

added at the beginning of
your DVR's address, for example the domain "home" will appear as
home.provision-isr-dns.com.

1. Enter into "Network Configuration"=>"DDNS Configuration” tab as shown in Fig
5-16:
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Enable DDNS
DDNS Server | v, 58ip.net v|
zer Mame : | |
Pazsword : | |

Fig 5-16 DDNS Config

Note: The steps to band a domain name for video surveillance server are as follows.
Firstly, register a user name and a password to log on the website of service supplier,
and then apply for a domain name online for the server. After that, users can visit the
server through inputting the domain name at | E terminal.

2. Pressthe"Save" button to save the settings.
Please refer to the following table for parameters and instructions of DDNS

configuration.
Address of the website which provided by domain name supplier. The
DDNS server optional: www.dns2p.net , www.88ip.net , www.meibu.com ,
www.dyndns.com, www.no-ip.com, www.3322.org and mintdns type.
User name Log in the website of domain name supplier
Password Log in the website of domain name supplier

1. Apply the Domain Name (Take dns2p for example)
Q) Register in theWeb

Register

I
*

User IO

I
B

Resolve Type mongline
Password
Confirm Password

Mame

I

ity

Country [Philippines v

Company Name
E-mail

Address

Code

Tel1

L

Telz

Register dialog box

Step 1: Fill in the blank of IE address with ‘www.dns2p.com’.
Step 2: Click E to enter the website.
Step 3: Click "New User" in the right of homepage to register. For example: User ID is
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‘abe’, and password is ‘123456°. The register dialog display as below:

(2) Login

Step 1: Return to homepage after registering successfully.

Step 2: Click "Account Manager” on the right of homepage to login.

Step 3: Input the username and password with the information that you have registered.
Step 4: Click "Enter" key after filling in the textbox.

Register

Forget Pazsword

Login
(3) Domain Setup
Step 1: Click "Domain Management” on the |eft to set the domain.

W, | || . dn=2p. com v| [ Submit

Domain setup

Step 2: Input the domain in the textbox. For example, you set ‘IP-CAMERA’ as the
domain.

Step 3: Click "Submit" button, the system will pop up a dialog box to show that the
domain is added successfully.

Note: Time of probationary period is one month. If user wants to use it continuatively
after one month, please Step 4: click "Buy Now" in the right of homepage to pay for it.

2. Setup in the|P-CAMERA
(1) DOMAIN

Domain is set in ‘1. Apply the Domain Name’. According to the example above, the
domain is ‘WWW. IP-CAMERA .dns2p.com’.

(20 USERID
Username of registered which is set in ‘(1) Register in the Web’. According to the
example above, user ID is ‘abc’.

(3)  PASSWORD

Password is set in ‘(1) Register in the Web’. According to the example above, password
is “123456’.

Note: If the connection fails, press the "INFO" button. Now the system will display:
‘DDNS NONE’. Then you need to check network and information above and try again.
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3. Application

Connect IP-CAMERA to the Network Client.

Step 1: After popping up the login interface, fill in "Server" textbox with ‘*.dns2p.com’
to visit the Network Client of the IP-CAMERA. The domain set in ‘(3) Domain Setup’.
According to the example above, fill in "Server" textbox with
‘IP-CAMERA.dns2p.com’.

Step 2: Click "save" button to save the above setting.

4.4.7 RTSP
Enter into “Network Configuration”=> “RTSP” interface as shown in Fig 5-17:

[¥ Enable RTSP server

RTSP Part 554

Custom define address shream

RTSF address  tspe//IP or domain name: 554/ stream™

¥ Enable anonymous viewer lagin [no uzer name of pazsword required)

Fig5-17 RTSP

1. Select “Enable RTSP server.

2. RTSP Port: Access Port of the streaming media. The default number is 554.
3.RTSP Address: The RTSP address you need to input in the media player.

4. Y ou can aso choose to enable anonymous viewer login

4.4.8 UPNP

Enter into “Network Configuration”—> “UPNP” interface as shown in Fig 5-18.
Select “Enable UPNP” and then input friendly name.

UPNF Setting

[w Enable UFNF

Friendly Mame

Fig 5-18 UPNP
Enable UPNP
Double-click the “My Network Places” icon on the desktop in PC and select “Show
icons for networked UPnP devices” in the “Network Tasks” list box. Then a
information window will pop up. Click “YES” button to see a “Windows Components
Wizard” dialog box pop up as shown below. Then press “Next” to continue. After
finished the installation of configuring components, the UPnP icons will display. Users
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can double-click certain icon to connect the remote surveillance login interface through
IE.

Windows Components Wizard

Colakal . =
Soho 1 making the corfgurahon change: 0w feaumsied “
= Prosse mat whie Sep corfges fw components. The may e

seveesd mecher. degendeg on he samnctad

Stts Conglenrg corbguatcn of Irtemet Games

If “Show icons for networked UPnP devices” can’t display in the “Network Tasks” list
box, please follow the below operation:

° Click “Tools”-- “Folder options”

[ ] Check the “Show common tasks in folders” in the “Tasks” check box, UPnP icon

will display.

Folder Options

[General | View

Tacks

== (© Show common tasks in folders
Folder Options... ] O Use'Windows classic fokders

4.4.9 Mail Setting

Enter into “Network Configuration” > “Mail Setting” interface. Please refer to Fig
5-19.

Maizorg

From Emat ]tem 077 @amal com

Uzer Mams ‘test] 0007 @gmal com Facgwand R
Server adoress: ]aﬂtnmﬁlmm Sertie Copnaclish Igmt tecuied L]

SMTFParl: 465 Use defauk ! bzl poun accourt seblings |

- Feceival emai address:

Hecersa emal addsss:

e l et l

Fig 5-19 Mail Setting

1. From Email: sender’s e-mail address

2. User name and password: sender’s user name and password

3. Server address: SMTP name of sender

4.Select the secure connection type at the Secure Connection pull down list according to
user’ actual needs

5. Receival email address list: add email addressinto the list

6. Receival email address: receiver’s e-mail address
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7. After all parameters setup, user can click “Test your account settings”. If email sent
successful, a “Test Successful” window will pop up, if not, users can try other email
addresses or check the setting.

Notice: If user change the static IP into PPPOE and select mailbox, there will be an
e-mail sent to users’ mail box for notify a new IP address.

4410 FTP
Enter into Network Configuration>FTPinterface; please refer to Fig 5-20:

FTP Setting

Server name Server address | Fort | User Name Upload path:

sgd | Mody | Delle | Test

Fig 5-20 FTP Setting

1. Add: Click Add button to input FTP server’s server name, address, port number, user
name, password, and upload path, click OK to confirm the setting. Refer to Fig 5-21:

2. Modify : User can click this button to change some information of the FTP server

3. Delete : Select certain FTP account; Click this button to delete this account

4. Test : Select certain FTP account; Click this button to test its valid or not.

Please refer to the following table for parameters and instructions of FTP configuration.

Add X
Server name: [
Serperaddess | I Server name The name of the FTP server
Foxt o Server address The address of the FTP server
bsthiann; Port The port number of the FTP server
— User name The user name of the FTP server
Confimn Pazzwond:
Pt Password The password of the FTP server
Come i Path The save path for FTPfiles
Fig 5-21 Add

4.5 Advanced Configuration

Advanced configuration includes five submenus. User Configuration, Onvif
Configuration, Security Configuration, Configure Backup & Restore, Reboot and
Upgrade.

45.1 User Configuration
Enter into "User Configuration” interface. Refer to Fig 5-22:
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Add user:
1. Clicking "Add" button pops up "Add user" dialog box. Please refer to Fig 5-23:

Add User X
User Name : m

Passward

Uzer Codo Confirmn Password; I:I

| UserName:  User Type: Bindng MAC Gz
- e binding MAC addre:
admin Administrator  00:00:00:00-00:00
User PEMAC: | 0o ; 00z 00z 00: 00 00
3 Miodiy
Fig 5-22 User Configuration Fig 5-23 Add User

Note: After bind physical address to the IP-CAM, user can access the device on this PC
in network only. If the MAC address was ““00:00:00:00:00:00” which means it can be
connected to any computers.

2. Input user name in "User Name" textbox (only letters).

3. Input charactersin "Password" and "Confirm Password" textbox (letters or numbers).
4. Input the MAC address of the PC in "Binding MAC address" textbox.

5. Click “OK” button and then the new added user will display in the user list.

M odify user:

1. Select the user which needs to modify password and physical address in the user
configuration list box.

2. Clicking “Modify” button will pop up “Modify user” dialog box as shown below.

Modify X

change password

User Mame : Password :
Mevs Password l:l Carifirrm

binding MAC address
UserPCMAC: | DD ¢ 00 @ 00 : 00 : 00 : 00

Fig 5-24 M odify User

[ ]
[ ]

3. Input original password of this user in the “password” text box.

4. Input new password in the “New password” and “Confirmation” text box.

5. Input computer’s physical address which is used to access the server in the “User PC
MAC” text box.

6. Click “OK” button to modify user’s password and binding MAC address
successfully.

Delete user:
1. Select the user which needsto delete in the user configuration list box.
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2. Clicking “Delete” button will pop up a confirm dialog box. Then click “OK” to delete
the user.
Note: The default super administrator cannot be deleted.

User Name User name to operate the logon client end

User Type Type of users, normal user, advanced user and super administrator

The MAC addresses of user access the server which should setup
according to actual MAC address of server.

Password Password to log in the client terminal

Confirm Password Password to log in the client terminal

Binding MAC address

452 Onvif Configuration

This function is mainly used for connecting our device through other companies’
monitoring platform software, such as, Hikvision, Axxon, Milestone., etc.

Onwif Client Type

Fig 5-25 Onvif Config
453 Security Configuration

Enter into Advanced Configuration—> Security Configuration to see a tab shown in Fig
5-26:

Check “Enable IP address” check box, select “Deny the following IP address”, input IP
address in the IP address list box and click “Add” button. Then this IP address will
display in the list box; the operation step of “Allow the following IP address” is the
same with “Deny the following IP address”

Select the |P address which needs to be deleted from the |P address list box and click
“delete” button to delete that IP address.

Check “Enable MAC address” check box, select “Deny the following IP address”, input
MAC address in the MAC address list box and click “Add” button. Then this MAC
address will display in the list box; the operation step of “Allow the following MAC
address” is the same with “Deny the following IP address”.

4. Select the MAC address which needs to be deleted from the MAC address list box
and click “delete” button to delete that MAC address.

5. Click "save" button to save the above setting.
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= '-.-.:I.ﬁ;l
ErizHle IP addiess Fiteing

(&) Diery the foliwing IF acfess () &low s Folowing IP address
WAL fiker 22iting
Enabie MAC addvess fering
() Deny the lobawing MAC addess () Allow the lellowing MAC address
|IJO:€D:0]: 00 ; 00 ;0D

Fig 5-26 Security Configuration

454 Configure Backup & Restore

Enter into Advanced configuration->Configure Backup & Restore Interface. to Fig
5-27.

® |mport & Export Configuration:

User can import or export the setting information from PC or to device.

1. Click “Browse” to select save path for import or export information on PC.

2. User can import or export all setting information to PC, but those two settings “user
configuration” and “network configuration” are exceptional.

Impart setting
Path I Browse I
Al configuration exception for ~| ¥ User Config I Network Config
Import setting

Export zetting

Expott setfing

Default setting

Load Default |

Fig 5-27 Backup and Restore Configuration

® Default Configuration
Click “Load default” button to restore all system settings to default status.

455 Reboot Device

Enter into Advanced configuration—Reboot device to see a interface as shown in Fig
5-28:
Click “Reboot device” button to reboot the device.
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Reboot Device

Fig 5-28 Reboot deviceinterface

45.6 Upgrade

Enter into Advanced Configuration—Upgrade interface shown as Fig 5-29:

1. Click “Browse” button to select the save path of the upgrade file

2. Click “Upgrade server firmware” button to start upgrading the application program

3. The device will restart automatically

4. After you successfully update the software, click “OK” button to close |E and then
re-open | E to connect | P-Cam.

Upgrade

Path | |L Browse ]

Update server firmware

Fig 5-29 Upgrade

Notice: User can’t disconnect to PC or close the IP-CAM during upgrade.
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5 Mobile Surveillance

This IP-CAM supports maobile surveillance by phones with Windows mobile, iPhone,
Android and Blackberry OS. Please check the operation system version of mobile
before use; and connect the IP-CAM to Internet.

5.1 Network Configuration

® Accessdevicevia LAN

Sep 1: Connect device via wireless router. Then checkmark DHCP both in router and
device to automatically acquire IP address or enter the IP address manually.

Sep 2: Use WIFI function in your mobile phone to connect the wireless router.

Note: Make sure your phone network and device network are in the same network
segment on LAN.

Sep 3: Add the | P address and port in the mobile phone surveillance client.

®  Accessdevicevia 3G network

Sep 1: Set the device network. Please enter Main Menu-> Setup—> Network tab.

P If you use PPPOE to connect device, please enable PPPOE and input username and

password received from you ISP in network tab. Then click “Apply”. You can enter
Main Menu->Information->Network tab to see the IP address. If you want to utilize
dynamic domain name, please apply for a domain name in a DNS server supported by
the device.

P If you have a static WAN |P address, please enter Main Menu-> Setup—> Network
tab to input your | P address, gateway and port.

P If you use LAN IP address, please enter Main Menu—> Setup—~>Network tab to
input your | P address, gateway and port and then forward IP address and port number in
virtual server setup of the router or virtual server(If you has enabled the UPnP function
in both the device and router, you can skip this step). Port forwarding setting may be
different in different routers and servers. Please refer to the router’s manual for details.
After you forward your LAN IP address and port, please check the WAN IP address in
the router or server.

Sep 2: Add the WAN | P address or domain name in mobile phone surveillance client.
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5.2 By Phoneswith iPhone OS

. Install through Iphone.

Sep 1: Open App Store software as shown in the figure on the | ft.

e wh wrsee [N

Step2: Search “Provision Cam” and click “Free” s i © ,’ﬁ
button as shown in the figure on the right. = ! it

Sep 3: Click “Install App” button as shown in the
figure on the left.

Sep 4: Input iTunes Store password and then click
“OK”. The software will be installed automatically.

e Install Softwarethrough PC
Sep 1: Instal iTunes store in PC and then login.

Step 2: Connect iPhone and PC.

Step 3: Search and select “Provision g e .
Cam”.

Step 4: Click “Download” button.

e

Step 5: Input username and password. = pES———
?‘L‘,i,
T s—— I ||

Step 6: Synchronously apply "Provision . " 7
Cam" software to iPhone/iPad. . . - . ‘ g
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e "Provison Cam" Instruction

1. Login

Step 1: Choose network type. There are two network -
connection ways. 3G/3G +WIFI, enhanced video quality. LJ ¢
This network supports main stream and sub stream. The {

real-timeimage will be displayed by using sub stream.
3G, norma video quality compared to the former network — EBEIEeVItfe 1t RO N

type.
Step 2: Input server, account and password.

Server: WAN IP address (or domain name) plusHTTP
port of the device. For example: 210.21.183:89 or
123.dvrdydns.com:89.

Note: The default http port of the device is 80. If modified, use the modified port.
Account and Password: The login account and password of the device. The default
account is admin and the default password is 123456.

Step 3: Click [Login] button to access the device.

2. Main Interface S o E ?

There are many buttons in the main interface, such as, [
screen  mode, favorite channel, snap, record, “ S\ 7

open/close audio, talk, PTZ., etc.

:Image view button. The pictures snapped inthe == ‘. e
live will be checked by clicking this button. v &= l

't L
:Playback button. Click this button to enter into [ ‘
playback interface. A

: Settings button. Click this button to set local “ i EEEE E ]
configuration (Some can a so support remote configuration).

. Information button. Click this button to check lots of information including local
information, device information, network information, etc.

= . Server list button. Click this button to add server list.

l?
: Help button. Help you know about the use of this software quickly.
CMS

il : CMS button. Make you preview the live image of multi-devices.

: Log off button. Click this button to return to the login interface.
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sl . Screen mode button. You can choose1 ,4,6,8,9,
13 or 16 screen display mode.

: Favorite channel display button. If you save your favorite channel in the favorite
server list, clicking this button will directly play all favorite channels you have saved.

: Snap button. Choose the channel and click this button to capture the channel
image.
hidd : | ocal record button. Choose the channel and click this button to start recording.
. Open/Close audio. Choose the channel and click this button to open/close the
audio of this channel.

-

el Open/Close talk. Click this button to pop up the servers which support talk
function. Select the device to start talking.

: Set video parameter button. Select the channel and click this button to set the
video parameters including brightness, hue, saturation and contrast.

: PTZ button. Click this button to pop up PTZ control panel.

MR, il © Choose biltrate priority or quality priority according to
your network condition.

Channel indicator instruction:
. : Video loss Q . Schedule recording . : Others

. : Sensor darm : Motion alarm

. : Motion /sensor alarm based recording or manual recording

‘\ Device Manage ‘\ Device Manage

3. Save lis

Click button to pop
up the following picture.

210.21.229.142:9001 7 X 210.21.229.142:9001 7 X

zhongxixieye.dvrdyd... # X Cancal

>  Add device: Click “Add” i *
button in the top right corner to ::::2 :
pop up adialog box as shown in mm.; -
the following left picture. Input S q,
the relative information of the Channst8 * Charinal ¥
device and click “Save” button. Ghannel 7 * Chennaty
b &
> Delete device: Click Cramel s o

button behind the device name
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to delete this device.

» Edit device: Click i button behind the device name to edit the information of this
device.

» Backup & restore: It is recommended to click “Backup” button to reserve the
information of all devices. Then you can click “Restore” button to restore al device
information after you re-install the client or delete the device uncarefully.

> indicates the device has been connected;
> - indicates the device is connecting;
> - indicates the device is not connected.

4. LivePreview

Once you access the device, the system will automatically display the screen mode
in accordance with the channel number of the device

Note: The maximum number of channels which can be connected are nine after
login.

1. Click “Screen mode” button to select channel as shownin Fig 1.

2. When thereisvideo playing in a screen, you can switch the channel by long pressing
the screen as shown in Fig 2.

3. When no video is playing in a screen, click this screen to choose channel as shown in
Fig 3.

4.  When the single channel is playing, you can zoom in/out the image by swiping you
finger up and down as shown in Fig 4.

5. When the single channel is playing, the channel can be switched by swiping your
finger left or right as shownin Fig 5.

6.  When multi channels are playing, drag one channel screen to the other channel
screen. Thiswill make these two channels change the position of each other.
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= Zoom out
Zoom in

*\ Choose channels

5. CMSFunction

This function makes multi-device managements and

preview come true.
CMS

Sep 1: Click Il to enable CM S function. When this
icon turns green, it means this function is enabled.

Step 2: Click to choose channel as showninthe [EHESE:RIBE
right picture. After you choose the channel, click “ok”,
the system will display the related image automatically.

o 210.21.220.142:9001

® [f channels have been added into the group, you can see
the images by clicking the group name.

® On viewing the group channel images, click m button
and select channelsto check other channel images.

® Click “Exit CMS” to exit CMS mode and return to the
main interface of the device.

Exlt CMS

6. Favorite Channel/Group YRNEEERR,]

There are two kinds of favorite channels: favorite channels of the device and favorite
group of CMS.
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® [Favoritechannelsof thedevice

Sep 1: Click E‘ to enter into device management list. Click the device nhame to extend
channel. Enlighten the channels to save favorite channels as shown in the following
picture on the | eft.

Sep 2: Return to the main interface and click n
button to play the favorite channels.

® Favoritegroupsof CMS
Enable CMS function and enlighten the group to save
the favorite groups as shown in the following picture on
the right.

Then click m button to play. Only one favorite group can be collected.

: Color means the channel or group has been collected. Grey means the channel
or group isn’t collected.

7. Playback Interface b

Click “Playback” button to enter the playback interface.
Then click “Search” button to search the file. To play the
record by click thisfile name.

8. ImageView

Click E button to view the captured pictures.

9.  SettingsInterface
In thisinterface, you can configure the local settings.

10. Information Interface
In thisinterface, you can view system information.
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5.3 By Phones with Android

Softwar e I nstallation

Sep 1: Run “Play Store” (or Google
market) program.

Sep 2: Search “Provision Cam”.

Sep 3: Press “Install” button.

Sep 4: Install the software subject to the notes. Once the downloading is done, the
software will install automatically

Login Menu L . g

Sep 1. Configure the network of your device and mobile [EAROVIEIIOTTRE, 2V}
hone. .

' e
Step 2: Input the WAN [P address’/domain name and port of — [ESEE o domamer =

your device in the sever column. The port should be HTTP port (L T—

of your device. The default http port of the device is 80. If you
have changed your http port, please enter the new port here. pra——
For example: 210.21.228.183:89 or 123.dvrdydns.com:89. oW =

Sep 3: Input the account and password of your device. The default account name is
admin and the default password is 123456.

Sep 4: Check “Remember Server” to PTZ
save the setting. When you login next E Snap
time, you can click W putton to
select this server for quick access. Record
« Talk
4| Enable/disable audio
E Hide
m Playing favorite channel
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Main Menu LiveView

Thefirst picture

The previous picture

Next picture

Thelast picture

Zoomin

Zoom out

Information

Delete

Record Playback:

Click “Playback” in the main menu interface to enter playback interface. Then choose
the channel you want to playback. This will take you to see the record file. Click this

fileto play.

Return013-07-05-16-09-00

Pause/Play

Stop

Forward

Backward

" m P« ix Playing

Server List:
In the main menu interface, click “Server list” to see the
above picture on the left hand.

Add Server: Click button to pop up a window as
shown in the above picture on the right hand. Enter the
name, server, user and password of the device you want to
add. Then click “Save” button to save the server. When
you log in next time, you can choose and quickly access
this server by clicking the little triangle button in the server
column.

Modify Server: Click Ral button to modify the server
information. Delete Server: Click ﬂ button to delete the
server information.

Local
Save Default Return
Favorite:
Favorite channels
.
Storage:
Record file clip size:

208 “AME EMB BMB 10MB 12VB

Reserved disk space(MB) .

Record recycle
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Settings:

In the main menu interface, click “Settings” to enter the settings interface where you
can configure local settings. Click “Local” to enter local settings interface. In this
interface, you can set favorite channel and storage.

Favorite Channel:

Check the favorite channels and click “Save” button to save & Information

these channels. Then go into live interface and dlick Device:

button to play these favorite channels. Dex
Sorage: Setup the relevant parameters of mobile video.
Information View: view the DVR/NVR basic information 4
as shown in the picture on the right. Sl zate

System:




Page 41 IP CAMERA USER MUANUAL

6 | P-Tool

Updating through | P-Tool
Note: Do not cut off power supply and internet when updating. If the device is
unableto start because of thefailure of upgrade, it needsto retrofit.

Acquire the IP-Tool from the supplier and then double click the IP-Tool icon Btz to
run this software. Then the device can be searched; if the device can’t be searched,
please check whether the PC and the device connect to the network or not.

Management tools

—

Dedtename  Phdden BbrHah  Bakwy DuaFat.  HITRRot WAL DHCP, | DavioeTppe | fnessevessin Sohwse Didd.
e 182 18610 45 TS ST O 1% 8 131 3006 e DOAC FRBOT2 not caied  F Camesa 31.0beted 2 aomo
(T 192 162 225201 255 2550550 LR IRRERG1 S0 : 1] O0:TAAC:FE-E0: 11 0 daibod P Camars 210k annmo
e : 3

Dav Hare iP | oSt | Erand Vet

MAL Add Suh Mask: | DHEZ I Hurdraam Var

Di2x Tupe Loy | Hig Pt | Selhvarn o

BataPoe Bkl | Oeedalin | [

Devcenane  [Piddue Subet Mach  Bakewssy OoaFut HTTRPol WAl OHP | Dewce Tppe  finwiors veiion  Golbwee Build -
narn 101ERAIE S0 \MfER1II G008 ai 003640 FFA01T ol stuind 1P Carara 51,0 baindl I AND
T R T T R S RO, VO e WG el P o BT
< ¥
D Hars: AN " {2168 226 2 k=1 1721611 Kamaivar: [z
A A, I AT Sub Mk ?ﬂiassﬁﬁn oMEz peiel=T:] Haidnaie Vel ||_a
L F Conera gt HEAC ] HiaPoi ] ol |31 Dbete
Dia Pat: 008 Budnga  fOISIT Ovkra 4 i a IPCarscia 5 erid. fiersears

When upgrading the software and kernel, the IP address of PC and device should be at
the same network segment. If the network segment is different, user should change the
IP address by right clicking the device and then select “network setup”. Modify IP
address dialog box will appear asfollows:
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Network setup 5
Lacal Confiy Device corfia
Adapter Realiek RTLA1GED(F] [~ Buomatic seaich networky

€ Oblain an IP address automaticall
|Phddess  [192168.1357
@ Use the following P address:

SubnetMask:  285.288.285.0 P Addtess | 192 - 188 228 . 201 DNst. | 192 188 226 1

Galeway 192168131
Subnet | 255 .25 . 0 . O DNsz | B . 8 8 8
DNST 210211565
Geteway: | 192 . 168 . 228 . 1
DNs2 2105331 2

User Name Passward [

Tip: Please check f password is correct, when [P address selup fails
i3 Cancel

Modify IP address and click OK button to exit the dialog box. After that, |P-Tool will
display the new IP address.

® Upgrade Software

Select the device; right click “Update software”. Click “Update” to start upgrading, the
progress bar will display as below. When upgrading, please do not disconnect PC and
the device and make sure the power is on.

Port

User Name

Pagsword

Update File: ‘ [ Browse l

(wwiw )
Update Saftware Cancel

After finishing upgrading, a massage box will pop up as below:

IF 13216211 48

Pt | scee

Pawwad |““

Click OK bhutton to exit the update dialog box, and then the device will restart
automatically. Select the device and right click it to select “Update kernel”. This will
bring up adialog box as below:
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Update Kernel ‘£|
P [19216811.48 ‘
Port ‘BDDE |
User Name |admm |
Password |“““ |
Update File: |E'\Dn:umenls and SettingshadmintDesktoph] 1.2 030607 \T| I_ Browse J
( J
[ Update Kemel ] [ Cancel ]

Input the relevant information and click “Browse” button to choose your update file.
After that, click “Update Kernel” button to start updating. When upgrading, do not
disconnect PC to device and make sure the power is on. The update progress bar will

display as below:
Update Kernel ‘E|
P |1921531149 |
Port ‘9008 |
User Name ‘admin |
Password eeesss |
Update File: ‘C.\Ducumenls and Sallings\admin\Desklup“.1.2.USDBD1W| [ Brawise ]
([T ]
Cancel

After finishing upgrading, a message box will pop up. After a while, the device will
restart automatically.
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7Q08& A

Q: How tofind my password if | forget it?
A: Joint the default line and GND line to reset.
Default IP: 192.168.226.201

User name: admin

Password: 123456

Q : Fail to connect devicesthrough |E browser, why?

A: Network doesn’t connect well. Please check the connection and make sure it
connected well.

B: IPisnot available. Reset the valid IP.

C: Web port number has been revised: contact administrator to get the correct port
number.

D: Exclude the above reasons. Recover default setting by jointing the default line and
GND line.

Note: default IP; 192.168.226.201, mask number: 255.255.255.0

Q : IPtool cannot search devices, why?
A: 1t may be caused by the anti-virus software in your computer. Please exit it and try to
search device again.

Q : |E cannot download ActiveX control. How can | do?

a. |E browser blocks ActiveX. Please do setup following below.
(DOpen IE browser. Click Tools-----Internet Options. ...

2 about:blank - Microsoft Internet Explorer
Help

: Mail and News »
o7 « lﬂ Synchronize. ..

= windows Updat
Address | @] TETIEED ok sl

File Edit View Favorites

Show Related Links

Internet Options. ..

@select Security------ Custom Level....Refer to Fig 4-1
(3Enable all the sub options under “ActiveX controls and plug-ins”. Refer to Fig 4-2
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Settings:
Ehect 2'Wisn conbent 2ome fo spariy ke ecunly sebings. @ Enable ~
= = @ Download signed ActiveX controls
" Disable |
L. Enable
Ibainet  Localinanet Trutedskes  Resriced Frompt
e @ Download unsigned Activex contrals
Disable
Internat )
; Thie:zoee conkaine AW eh sfes o Bl Prompt
i el Tl 2orfe @ Initislize and script Ackiver controls not marked as safe
Seciy level 10t iz e Disable
Enable
Custo Prompt
m [0 em Aomtiemat wmmbnle amd hm e ]
Cuatom seflings. < >
- T change the setfinge. click. Cushom Leval — —
- Touse the recommendzd setfings, cick Defauk Level Reset custom settings
[ cusomlzel. | [ Doladiled | Resetto: | Medum o] [[reset ]
Fig4-1 Fig 4-2

@then click ok to finish setup.
b. Other plug-ins or anti-virus blocks ActiveX. Please uninstall or close them.

Q : No sound can be heard, why?
A: Without connect audio input device. Please connect and try again.

B: Without enable audio function at the corresponding channel. Please check AUDIO
item to enable this function.

Q : Why doesn’t the device connect to wireless?

A: Check the statues of wireless router. Please make sure the router is open
B: Check the router and the device port. Please make the router setup is matched with
device port.

Q: How to do when the deviceisunableto start normally on upgrading?

If the device is unable to start normally when upgrading, please rename the files
suffixed with .tar as updatepack.tar and copy it to the root directory of SD card. Restart
the device and then the device will upgrade automatically from the SD card. After
finishing upgrading, the user can search the | P address of IP Cam in the |P Tool.
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8 Specification
Model DAI-3801P04
Image Sensor Sony Exmor IMX138 1/3" CMOS
Effective Pixels 1280x1024
Electronic Shutter 1/25s ~ 1/100000s
Day & Night ICR
Min. lllumination Olux (IR ON)
Audio compression G711A
Audio Communication One Way Audio
AWB, AES, AGC Adjustable
Exposure Mode (Auto / Manual)
Image Settings BLC, HLC Adjustable

Sharpness, Saturation, Brightness & Contrast Adjustable

WDR Range Digital WDR
Noise Reduction 3D-DNR
Image Orientation Mirror/Flip
Privacy Zone Yes
Motion Detection Yes
Video Compression H.264
Resolution 960P (1280x960), 720P (1280x720), VGA (640%x480), QVGA (320x240)
Multi-stream 1280x960 (1~30fps) / 1280x720 (1~30fps) /
1280x720 (1~30fps) / 640x480 (1~30fps) / 320x240 (1~30fps)
Bit rate 64Kbps ~ 4Mbps
Encode Mode VBR/CBR
Image Quality Five levels under VBR; Free adjustment under CBR
IR Distance 15mm
Lens 4mm
Iris Fixed Iris
Lens Mount D14 mount
Water-proof IP66
Bracket 3-Axis Gimbal
Dimensions D116mmx91mm
Weight(gross) 6059
Network RJ45 (+PoE)
Power DC Socket
Analog Video Output CVBS (BNCx1)
Mic Connectivity 1Ch Input
SD Card No
RS485 No
Alarm No
|IE Browsing, CMS 2.0 Control Software, Provision CAM Mobile App for iOS

Remote Monitoring &Android

Supports simultaneous monitoring for up to 4 users with multi-stream real
time transmission

User Access

Network Protocol TCP/IP, UDP, DHCP, NTP, RTSP, PPPoE, DDNS, SMTP, FTP
ONVIF Yes

Ethernet 100Mbps

PoE Yes

Power Supply DC12V/PoE

Work Environment -10°G50°C 10%~90% Humidity
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Notes:
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