User Manual

Model: FI8918W

Indoor Pan/Tilt Wireless IP Camera

Color: Black Color: White
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1 Overviews

FOSCAM FI8918W is an integrated wireless IP Camera with a color CMOS sensor. It combines
a high quality digital video camera, with a powerful web server, to bring clear video to your
desktop from anywhere on your local network or over the Internet.

The basic function of IPCAM is transmitting remote video on the IP network. The high quality
video image can be transmitted with 30fps speed on the LAN/WAN by using MJPEG hardware
compression technology.

The IPCAM is based on the TCP/IP standard. There is a WEB server inside which could support
Internet Explore. Therefore the management and maintenance of your device is simplified by
using the network to achieve the remote configuration, start-up and to upgrade the firmware.
Controlling the IPCAM and managing images is simplified by using the provided web interface
across the network utilising either wired or wireless connectivity.

FOSCAM provides Phone APPs for Android and iPhone users, please search “Foscam ip cam
viewer” and install it through APP Store, then you can view your camera directly as a computer.

1.1 Key Features

e Powerful high-speed video protocol processor

e High Definition Color CMOS Sensor

e 300K Pixels

¢ IR night vision (Range: 8m)

e Pan 300 degree, tilt 120 degree

e Optimized MJPEG video compression for transmission

e Multi-level users’ management and passwords definition

e Embedded Web Server for users to visit by |IE

e Wi-Fi compliant with wireless standards IEEE 802.11b/g/n

e Embedded FOSCAM domain name

e Supports Dynamic IP (DDNS) and UPnP LAN and Internet (ADSL, Cable Modem)
e Motion and Sound detection activates alarm

e Supports image snapshot

e Supports multiple network protocols: HTTP/TCP/IP/JUDP/STMP/DDNS/SNTP/DHCP/FTP
e Supports WEP/WPA/WPA2 encryption

e Supports WPS(Wi-Fi Protected Set-up)

e Supports Daylight Saving Time

e Supports MSN

e Supports Gmail as sender on mail service settings

e Supports audio on Firefox, Google Chrome and Safari



e Providing Phone APPs for Android and iPhone users
e Providing Central Management Software to manage or monitor multi-cameras

1.2 Read Before Use

Please first verify that all contents received are complete according to the Package Contents
listed below. Before the Network Camera is installed, please carefully read and follow the
instructions in the Quick Installation Guide to avoid damage due to faulty assembly and
installation. This also ensures the product is used properly as intended.

1.3 Packing Contents

e IPCAMx1 e CDx1

e Wi-Fi Antennax1 (only available for wireless model) | e Quick Installation Guidex1
e DC Power Supplyx1 e Warranty Cardx1

e Mounting bracketx1(option) e Network Cablex1

1.4 Physical Description

Front Panel

Antenna

Figure 1.1

1 Speaker: Built-in speaker
2 LENS: CMOS sensor with fixed focus lens
3 Infrared LED: 11 IR LEDs




4 Microphone: Built-in microphone
5 WIFI Antenna: Wireless Antenna

Back View

LAN Power light Power

Figure 1.2
LAN: RJ-45/10-100 Base T
Power: DC 5V/2A Power supply
Network Light: The LED will blink when power and network cable are plugged in
Power Light: If the power adapter works well, the light will turn on
Audio Input: This jack is used to plug an external microphone
Audio Output: This jack is used to plug an external speaker

Bottom View

There are up to three labels located on the body of the camera; this is an important feature of
original Foscam cameras. If your camera does not have labels as shown in Figure 1.3 ,it may be
a clone one. Cloned Foscam cameras can not use original firmware and are not eligible for
warranty or technical services.

RC address of wireless

pnection _ peset button

FOSCAM domain ‘.‘i address of wired connection
5/N of FOSCAM

Figure 1.3

Reset button
1) Press and hold down the RESET BUTTON about 10 seconds. when released the IP camera

will be reset back to factory default settings. You must power on the camera before reset.

2) Press and hold down the RESET BUTTON about 4 seconds, then press the WPS button on
the router, then you can use the WPS function. (For more details: please read Wireless Settings
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in the User Manual)

2 Surveillance Software GUI

Please refer to the Quick Installation Guide if you install the camera at first time. After finishing
quick installation, you can take time to learn the operation of the software.

2.1 Login Window

Language |English  v| — 24 FOSCAM

www foscam.com

Note:

Please note that there are three login methods: for IE browser, please choose AdiveX 6
mode; for Safan, Firefox, Google. Chrome, please choose Sever Push mode; for mobile

phone, piease choose the third mode

Figure 2.1
Please check the login window above, it was divided to 6 sections from no. 1 to 6.

Section1 Select Language

FOSCAM camera supports up to multi-languages, such as English, Spanish, Deutsch and so on.
You can select the language you need via pull down the dropdown toolbar and click on the
language to switch.

Shenzhen Foscam Intelligent Technology Co., Limited
Tel: 86 755 2674 5668 Fax: 86 755 2674 5168




Section2 FOSCAM Website Link
There is an access link to Foscam website homepage, if you need tech support you can contact
Foscam directly.

Section3 ActiveX Mode
If your PC is windows based OS, such as Windows XP, Windows7, Windows Vista and you are
using |IE-based browsers like IE6, IE7, IE8, please choose IE ActiveX Mode login mode.

Section4 Server Push Mode

If you are using non-IE based browser, like Firefox, Safari, Google Chrome please choose
Server Push Mode mode.

Section5 Mobile Phone

If you are using the Mobile to access the camera, here you need to select Mobile Phone login

mode.

Section6 Note
Note that when you login the camera, please select the corresponding login mode.

2.2 Surveillance Window

Select the ActiveX mode and you will enter the surveillance window.
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Figure 2.2
Section1 Device Name 7
Default device name is Anonymous. You can define a name for your camera as you like (Please
go to chapter 3.1 and read how to set it)

Section2 Multi-Device Window

The firmware inside the camera supports up to maximum of 9 cameras being monitoring at the
same time. You can add other cameras in multi-device setting (read chapter 3.5).

awwd g |\ i o'

= A . .
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Anonymous o O

[
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O ® O
0sD disabled N <
Add OSD en record | enable v
Resolution 640%480 v
Mode 50 HZ b
Fps Max v
Brightness — 8 +
Contrast —=J| 4 |kt
Preset Set |1¥| Go
Default All

[ Flip [ mirror

. Figure 2.3



Section3 Image Parameters Settings

0SD disabled il
Add OSD on record | disable 2
Resoluticn 6407480 bl
Mode 50 HZ v
Fps Max he|
Brightness =8 6 A+
Contrast —J| 4 +
Preset Set 11 ¥l Go
Default All
] Flip (] Mirror
OSD

OSD is used to add timestamp on the video. There are five text colors to choose from: Black, red,
yellow, white, blue.

Add OSD on record

Select this option if you want to add a timestamp to recordings.

Resolution

1) 320x240------- QVGA

2) 640x480------- VGA

There are two resolutions, the bigger one (VGA) is 640x480 pixels, and the smaller one (QVGA)
is 320x240 pixels. The bigger the resolution, the better of the image quality is, but the lower the
frame rate is. If you are accessing the camera via internet and want to get more fluent video
streaming, please select resolution QVGA 320x240.

Mode

1) 50HZ --------- Indoor surveillance (Region: Europe, China)

2) 60HZ --------- Indoor surveillance (Region: USA, Canada)

3) Outdoor------- Outdoor surveillance (Region: All over the world)

There are three options within the menu of Mode: 50HZ, 60HZ and Outdoor. It depends on the
frequency of the electricity and surveillance model (indoors & outdoor). Please choose outdoor
mode, when the camera was installed outside.

Fps

1) Max---------- Maximum frame rate

2) 20fps, 15fps, 10fps, 5fps,4fps,3fps,2fps,1fps, 5fps, 1fps ,1/2fps,1/3fps,1/4fps,1/5fps-------
customized frame rate

You can choose option within the menu of Fps to adjust the frame rate. It is often used in LAN
network when you want to lower the frame rate, so that you can save more bandwidth.
Brightness

Default parameter is 6, you can adjust the brightness of the image by clicking plus or minus
button.

Contrast



Default parameter is 4, you can adjust the contrast of the image by clicking plus or minus button.
Preset/Go
1) Preset---------- Support 8 preset position, which is considered enough for DIY home & small

business surveillance market

2) Set----------- Click Set to save the position you need the camera to remember
3) Go----------- Click Go to make the camera move the preset position
4) Number button from 1 to 8-------- You can click the number button with preset position, and the

camera will go to the preset position.

How to do preset position?

We can start preset settings from position 1.

Firstly, select no. 1 within the menu of Preset on the panel.

Secondly, move the camera and stop at a place where you want make preset position.

Thirdly, click set button to save it as position 1 and you have done preset of position 1.

After that, you can select no. 2 within the menu of Preset on the panel, and move the camera and
stop at another place, and set as preset position 2. You can do all the 8 preset positions with this
method.

If you want to see the preset position you have set, such as the position 1, only select the set
no.1 ,and click go button, the camera will go to position no.1.

Flip & Mirror
You can flip the image by enabling Flip button, or mirror the image by enabling Mirror button.

Section4 Pan/Tilt Control

5 l 6
\ J 9‘!’ -.,'_l,
34 = UL
% T K @&
7 - 8
2
1----- Up control button, 2--—--- Down control button,
3------ Left control button, 4-—--- Right control button,
5----- Up-Left control button 6----- Up-Right control button
7---—- Down-Left control button 8----- Down-Right control button

9-mmm- Go to center



{
. : Click this icon; camera will rotate up and down. Click L to stop.

" : Click this icon; camera will rotate left and right. Click - to stop.
- : Click this icon, all the IR lights will turn on. Click 96 to turn off them.
Section5 Device Management

Device Management ------ Path to Administrator Control Panel, Click it, and it will lead to
Administrator Control Panel.

Section6 Record & Snapshot & Full Screen Buttons

o Record Button Click it and it pop-up a path-setting window, you can select the storage

path and the record file name. At the same time the record icon changes to U ,,» Click it again
and stop recording.
2------ Snapshot Click it to make snapshot and it pop-up a window which picture you snapshot,

right click in the window and save the picture to anywhere you want.
K —— Full Screen_ Click it to make full-screen, or you can double click the surveillance screen

to make full-screen.

Section7 Play/Stop/ Talk and Audio Buttons

Tt

1------ Play Click it to play the video of the camera

2------ Stop Click it to stop the video of the camera
K Talk Button Click the talk icon O and the icon changes to u then talk through your

computer’s microphone which will transmit through the camera’s speaker. People will hear your
talking through the camera’s built-in speaker. Click the icon again and stop talking.

4------ Audio Button Click the audio icon U , and it changes too , then you will hear sound




captured by the camera’s built-in microphone. You may need to plug in earphones or enable the

computer speakers to hear from the camera’s microphone.

Onscreen Mouse Control

Double click right mouse on the surveillance window, then left click on the screen to indicate the
camera move direction you prefer, press the left mouse and the camera’ Len will move to the

corresponding direction.. Double click right mouse again, cancel onscreen mouse control.

For example, double click right mouse, then left click on the up corner of the screen, you can see
the arrow, press the left mouse, and the camera’s lens will moving towards the up direction.

Double click right mouse again, cancel onscreen mouse control.
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Resolution 17640*430 7vJ
Mode E
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Brightness

= . ‘«_5-7“*1\::' :;n'“_

Contrast
Preset Set |1 v Go
Default All

[ Flip [ Mirror

a
4 b

, d
M(c)y Wi
Qe @ h

& Device Management

Figure 2.4

NOTE:
Record and multi-device function are controlled by ActiveX controller, therefore Firefox or

Google Chrome, Safari browsers will not allow these functions.
For Firefox, Google Chrome, Safari, you should select the Server Push Mode and you can see

the following screen:
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Mode |50 HI v N ] b
Brightness o 6 |+
Contrast o '74 +
Preset Set| lvi Go

Refresh camera params
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Snapshot
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Close Audio

_ Device Management |

Figure 2.5

For the first time using audio, you need to download and install VLC plugin, Click Audio, and you
can see the download website.

\
‘ s

——r— v /THIF D Poarmers
SIS imdoonEangicanera

“ S
y

.\LL ‘y// ) 9

DFlip [ wieror

Resolution | 6404480 v'ji

Mode |50 HI v

Brightness A= 6 | B u
Contrast o/ I SHEHATEE.
Preset Set| 1 v|Go

Refresh camera params
Refresh videa
Snapshat
Audio
Close Audio
If you want to add audio.you can

download plugin from
hitp:ifararw . videolan.org

Figure 2.6
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During the installation, you must select Mozilla plugin as in Figure 2.7.

A YLC media player 1.1.9 Setup

Choose Components A
Choose which features of YLC media player 1.1.9 vou want to install, ;

Check the components you want to install and uncheck the components you don't want to
install. Click Mext to continue.

Select the type of install: %Full bl
Or, select the optional Media Player {required) ~
;;osTg;ﬁnents you wish to Start Menu Shortcut ;
v ktan Shorkcut
4[| Mozila plugin Jie
Achiven piugin
Discs Playback 3
L N ) e

- Description
Space required: 79.0MB i

[ < Back ][ Next = ] [ Cancel ]

Figure 2.7

3 Advanced Camera Settings

Click the bar “Device Management”, goes to Administrator Control Panel to make advanced
camera settings.

12



3.1 Device Status

Fsicany
Device Status 4
Allos Sotfics Device Status
Date & Time Settings
Device 1D
Multi-Device Settings Device Firmware Version
Basic Network Settings Device Embeded Web Ul Version
Wireless LAN Settings Alias
ADSL Settings Al s
UPnP Setting Sy
DDNS Service Settings DDNS Status
Mail Service Settings UPnP Status
ing MSN Status

FTP Service Settings
Alarm Service Settings
PT Setting

Upgrade Device Firmware
Backup & Restore Setting
Restore Factory Settings
Reboot Device

Figure 3.1

“|:|:“"_‘/:“!/.J" HIEGamera)

000DC5D69FAY
1137249
24103

test

None

o Action

UPNP Succeed
No Action

1emene Device ID MAC ID of the camera by wired connection

2-----Device Firmware Version System Firmware version of the camera

i P Device Web Ul Version Web Ul firmware version of the camera

4-----Alias Name of the camera

5-----Alarm Status The status of Alarm Service Setting

6-----DDNS Status The status of DDNS Setting
7-----UPnP Status The status of UPnP Setting
8-----MSN Status The status of MSN Setting

Another Way:

Double click the the icon “IP Camera.exe”

, select the camera IP, right click and select

the Basic Properties, you can also see the Firmware Version and MAC Address, such as the

following screen:

13
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- //192. 16>

Ba es

Network Configuration
Upgrade Firmware
Refresh Camera List
Flush fArp Buffer
About IP Camera Tool

Figure 3.2

EIP Camera Tool

anonymous Http://192.168.11.197:88 |
anonyaous Http://192. 168. 11.135:88
Anonymous Basic Properties l;
IPCAN =
Device ID 000CSDDDOCEE
System Firmware Version M1.37.2. 49
Web VT Version 24103

Figure 3.3

3.2 Alias Settings

Default alias is Anonymous. You can define a name for your camera here such as apple. Click
Submit to save your changes. The alias name supports special characters.

Shenzhen Foscam Intelligent Technology Co., Limited
Tel: 86 755 2674 5668 Fax: 86 755 2674 5168




RS AN TR0 PaR T IO P Camers

Device Status
Alias Settings
Date & Time Settings
Users Settings

Alias Settings

as Iaggle %

P
i

Multi-Device Setting Al entio_n. Alias cannot contain any of the following characterd: /- * ? " < = | Otherwise. it cannot create
Basic Network Settings a rpcording file
Wireless LAN Settings @j
ADSL Settings A 4 i§
Ll T Click the option here to _
DHIES sorvice Selliug . . Enter the device name as
L modify the device name . ] i

; you like. Use different names
FIP Service Settings to identify multi-cameras .
Alarm Service Settings

PT Setting

Upgrade Device Firmware
Backup & Restore Setting
Restore Factory Setting
Reboot Device

g 2
4
&
=3
=]

Figure 3.4

3.3 Date & Time Settings

Choose the time zone of your country. You can choose Sync with NTP Server or Sync with PC
Time. If your country implements the Daylight Saving Time, that option can also be selected.

ARSI AN TRAOOP Pa TiTEIPICamers

.
2 = Date & Time Settings
Date & Time Settings —‘
Users Setting Dgvice Clock Time 20124F0H 50 EH= 92101
Dgvice Clock Timezone |L(GMT) Greenwich mean time: London. Lisbon. Casablan VVI
Sinc with NTP Server
e S ER
etlin : - Bkl s ol
R i .
DDNS Service Setting D y|!ght Saving Time E]
Mail Service Settings
MSN Settings v
FTP Service Settings G H H .
o to Data &Time Settings .

R g Select the time zone belong to

your region .

Upgrade Device Firmware
Backup & Restore Settings
Restore Factory Settings
Reboot Device

=3

ing

Figure 3.5

3.4 User Settings

Here you can create users and set permission levels, visitor, operator or administrator.
Click Submit to save these settings. The camera will reboot.

15
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i

Date & Time Settings

User Password Group

Multi-Device Settings {ladmin ’ I f | Administrator + |
- :

Basic Network Settings ‘user ! ]“." ’ jr—Operator "J

Wireless LAN Settings ‘Qisitor ’ ’ _l iﬁv‘u’isitor ,vi

ADSL Settings e

UPnP Settings | | | You can set different jv_,\JS'L‘” ___

DDNS Service Settings ’ | permission levels, but at (Visitor &8

— - : e ]

Mail Service Setings | | | least one administrator . |Visitor____ &8

AAE g 1 | [Vistor |

FTP Service Settings “ ‘ ‘f 1 i'\i/I;tor v"

Alarm Service Settings ‘ : 5 S —

R

Upgrade Device Firmware

Backup & Restore Settings

Restore Factory Settings Set Alarm Record Path

i o |

|C-\Documents and Settings\All Users\[

Figure 3.6

Here you can also set one important file locations for the camera, the Alarm Record Path.
Simply click Browse and choose the path to the required folder.

The Alarm Record Path location is used to store automatically recorded files when the camera
is activated by motion or sound. (See set motion/sound alarm. Figure 3.39) The default path for
Alarm Record Path is C:\Documents and Settings\All Users\Documents.

NOTE: In Windows?7 or Vista, if you cannot set the paths.:

Windows7 or Vista's security level is higher than Windows XP/2000.For "set record path"
function, user should add the Device IP address to the Internet Explorer's "Trusted sites' first. The
step is: IE browser->Tool->Internet Proper—-> Security—> Trusted sites—> Sites>Add

3.5 Multi-Device Settings

If you want to view multi-surveillance screens on one window, you need to login one camera, and
set it as the main device, and do Multi-Device Settings, add other cameras to the first one
camera. Before you do multi-cams settings, you need to assign different port such as 81, 82, 83,
84, 85, 86, 87, 88 to the cameras if there is 8 cams installed.

The firmware within the camera can support a maximum of 9 devices monitoring all at the same
time.

3.5.1 Add cameras in LAN

In Multi-Device Settings page, you can see all devices searched in LAN. The 1st Device is the

16



default one. You can add more cameras in the list in LAN for monitoring. The camera’s software
supports up to 9 IP Cameras online simultaneously. Click The 2nd Device and click the item in
the Device List in LAN, the Alias, Host and Http Port will be filled in the boxes below
automatically. Enter the correct username and password then click Add. Add more cameras in
the same way. After all cameras have been added, choose Submit.

Multi-Device Settings

Device List in LAN

Foscamdemo8918(192.168.11.206) ~
Foscamdemo FI8910VW(192 168.11.211)
FoscamdemoFi8916W(192.168.11.208)

Anonymous(192.168.11.169)

1 Click it, alias, host and HTTP
Port will be filled in the following
boxes automatically .

2 Enter the User name and

The 1st Device This Device
The 2nd Device MNone
Alias lrFoscamdemoFI8916‘v“
Host [192.168.11.208 |
HTTP Port (8916 il
e e
Password ; ;

password of the 2nd camera .

The 3rd Device
The 4ih Device
The 5th Device
The &th Device
The 7th Device

None
None 3 Click Add to take effect .

MNone
None
Mone

Figure 3.7a
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Multi-Device Settings

Device List in LAN

The 1st Device

The 2nd Device
The 3rd Device
The 4ih Device
The 5th Device
The 6th Device
The 7th Device
The &th Device
The 9th Device

FoscamdemoFI8916WW{192 168 11 208
Foscamdemo08918(192.168.11.206)
Foscamdemo FI8909VW{192 168.11.212) =
Anonymous(192.163.11.169) M|

This Device

FoscamdemoFI8916W(192 168 11 208)
Foscamdemo FI8910W(192 168.11.211)

Foscamdemo8918(192.168.11.206)

Mone
None
Mone
None
Mone

Attention: If you want to access the device from internet, be sure the host and port that you set can be

added.

accessed from internet.

e — e

(| Submit |) esh

Click Submit after add all cameras.

Figure 3.7b
Back to Surveillance Windows, and click Four Windows option, you will see four cameras you
Uw ““a‘n.a‘”’c' .“z(‘m“iu';qx.““a ]
0.0.©
o Ul Hlb BE :

05D (dsabled |
Add OSD on record @
Resolution (640480 v
Mode Era
- (Mx &)
Brightness S [ 6| S

W
oW
@@

é) Device Management

Contrast &) [ 4] 2]
Preset Set B Go
Default All
[ Flip [ wirror

Figure 3.8
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ARSI A

apple

oL o I¥e tj
0sD disabled v
ARSI SN -
Add OSD on record | enable v
Resolution 6407480 v
Mode 50 HZ V.

Fps Max v
Brightness &) 6] &7
Contrast </ \;4-/
Preset Set [E Go
Default All
[ Flip [ mirror

W
" I

a
y N
4 @\ ) oW
W e

d’ Device Management

Figure 3.9

3.5.2 Add cameras in WAN

If you want to view all cameras via the internet(remote computer), you will need to add them
using DDNS domain name. Firstly, make sure all of the cameras you added can be accessed
through the internet. (Read How to configure DDNS settings in chapter 3.10)

Login to the first camera using a DDNS domain name and port.
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¥indowas Iatexee

Tie Tt Yiew Tyt Teds Wy x__@&nn - Rl

g rmnws | Sl yse DDNS domain name and port to login .

B hevica o) .
¢ -' | € T

Device Status

Devico D 000000000004

Device Fimuare Version 1137249

Device Embeced Web Ui Verson 2410 3

DONS Ststus [Foscam sitceea rp ficamera myioscam crg 85 )

PP Status Tio Actin \ :
Make sure each camera you need
add could login with DDNS name
and port .

Figure 3.10

If you have several cameras, you can use the same DDNS domain name; you only need to set a
different port number for each camera.

Click Multi-Device Settings. Choose The 2nd Device. Fill in the 2nd camera’s name, DDNS
domain name, port number. Enter user name and password and then choose Add. (Figure 3.11)

NOTE: Here the Host must be entered as the second camera’s DDNS domain name, not its LAN
IP.

Shenzhen Foscam Intelligent Technology Co., Limited
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~ Multi-Device Settings

| Foscamdemo FIB909W(1 92.168.11.212)
| Foscamdemo F18904Vv{192.163.11.214
Anonymous(192.168.11.169)

| Foscamdemo FI89104{192.168.11.211 )

j This Device

e |2

Alias |sarah | .

Figure 3.11

1--—-- The 2nd camera’s name

2--—-- Fill in the 2nd camera’s DDNS host not LAN IP

3 ---- Enter the 2nd camera’s user name and password
4---- Click Add button and to take effect

Add the other cameras in the same way. Click Submit to save.

Shenzhen Foscam Intelligent Technology Co., Limited
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Multi-Device Settings

Device List in LAN

The 1st Device

The 2nd Device
The 3rd Device
The 4ih Device
The 5th Device
The 6th Device
The 7th Device
The &th Device
The 9th Device

FoscamdemoFI8916YW{192.165.11.208)
Anonymous(192.168.11.169)

0 |

Foscamdemo8918{192.168.11.206)

Foscamdemo FI8S04VW(192.

This Device

168.11.214)

%

sarah{ipcam.dyndns.org)

apple(ipcam myfoscam org)

linla(test1 myfoscam org)

MNone
MNone
Mone
MNone
Mone

Attention: If you want to access the device from internet, be sure the host and port that you set can be

accessed from internet.

(I Submit l)\l Refresh |
~A

‘ Click submit after finishing all settings .

Figure 3.12

Return to video window. You will see all of the cameras accessible through the internet.
When you are away from home, you can use the first camera’s DDNS domain name and port to

view all the cameras via internet.

Add

q

ﬁ) Device Management

0SD disabled v

Resoclution

Mode 50 HZ ¥

Fps Max v
Brightness o/ 6 | \-0_-/

Contrast

Preset set |1 ¥ Go

(RIS AN dooriPanyilgIpicamera)
“poie 0 0®
ol e lb B :

OSD on record | enable Vi
640480 v

Ol &

Default Al
O Flip [ wirror

a P

y o~ SR

LC )y ©W

o

Figure 3.13
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3.6 Basic Network Settings

If you want to set a static IP for the camera, select Basic Network Settings. Keep the camera in
the same subnet of your router or computer.

51
E

|
q
<

Device Status

Alias Settings

Date & Time Setting
Users Settings Obtain IP from DHCP Server O
Multi-Device Setting IP Address |192.168.0 109

Basic Network Settings Subnet Mask (255 255 255.0 |
Wireless LAN Settings Gateway 192.168.0.1 |

Basic Network Settings

ADSL Settings R ‘ T
UPP Setting DNS Server 1921 I

DDNS Service Setting HTTP Port 185
Mail Service Settings Network Lamp

MSN Settings [ Submit | [ Refresh |
FTP Service Setting

Alarm Service Settings

PT Setting

Upgrade Device Firmware

Backup & Restore Settings

Restore Factory Settings

Reboot Device

-
o

Figure 3.14

Changing settings here is the same as using the IP Camera Tool. (Figure 3.17/3.18)

It is recommended that you use the subnet mask, gateway and DNS server from your locally
attached PC. If you don’t know the subnet mask, gateway and DNS server, you can check your
computer’s local area connection as follows:

Control Panel - Network Connections - Local Area Connections —->  Choose
Support->Details.
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"= Network Connections

File Edit View Favorites Tools Advanced Help

eBackr 2 @ x ﬁ pSearch E";Foldersj |

Address | € Network Connections

)~

@‘ LAN or High-Speed Internet - Local Area Connection Status

»

Network Tasks

5 Local Area Connection Genelalﬁ Support I
it Connected, Firewalled L
s

connection

Realtek RTLE139/810x Fa  Connection status -
Set up a home or small

office network & Address Type: Assigned by DHCP ‘
@ Chenge Windows IP Address: 192.168.0.50
Firewall settings
Q Disable this network Subnet Mask: 255.255.255.0
device
\ Rep sk Ehis fonrieckon Default Gateway: 192.168.0.1
®[} Rename this connection = Click h
& view status of this TSN ICK here \
connection
Change settings of this ‘Windows did not detect problems with this
connection connection. If you cannot connect, click
Repair.
Other Places
[ Control Panel
& My Network Places. £
{5} My Documents
My Computer
Details :
Figure 3.15
“» Network Connections |- (O}X]
File. Edit View Favorites Tools Advanced Help ﬁ
G Back ~ @ ¥ ﬁ p Search H’B Folders v
Address % Metwork Connections
4| LAN or High-Speed Internet [ LT T o e i T
Network Tasks §
Local Area Connection Network Connection Details
Create anew Connected, Firewalled T
connection /3, Realtek RTL8139/810x Faf - Network Connection Detaik:
Set up a home or small S
office network Prm . | Value L
@ Change wndas et thelsame Subnet Mask an Physical Address 00-E0-DO-00-23-01
Firewall settings i i IF Address 192.168.0.
@ oisable s et WaY of the camera with Subnet Mask 256.255.255.0
i ; { Default Gateway 192.168.0.1
e e DHCP Server 13216201
R Repair this conhection Lease Obtained 2010-7-2317:20:44
Eﬁ Rename this connection d Lease Expires 2010-7-23 19:20:44
{ " DNS Servers 202.96.134.33
© venstatusofiTheregliare two DNS servers, [ 13216801
change settings / @k1 C@N set any of them. IR et
connection .
Samelwith gateway is also OK
Other Places
[ Control Panel
&3ty Network Places I
(&) My Documents
g My Computer
Details
Figure 3.16

If you don’t know the DNS server, you can use the same settings as the Default Gateway.

Network lamp: There is a network lamp on the back of the camera, select it and when the
network connection are working, the lamp will turn on and blink.
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Tel: 86 755 2674 5668 Fax: 86 755 2674 5168




Another way to change the camera’s LAN IP and HTTP Port no.

Open the IP Camera Tool, select the camera you want to change the port no, right click on the IP

address link, and goes to Option "Network Configuration”, it pops up another dialogue showed as

the following screen

EIP Camera Tool

Basic Properties

Networl Confisuration | ]

Refresh Came
Flush Arp Bu

Select the camera you
want to change the LAN
IP or port no, right click .

Figure 3.17

apple Network Configuration '

IP Address |192 168 .11 .102 |
Subnet Mask | 255 .255 .255 . 0
Gateway |192 168 . 11 . 1
DNS Server {192 188 . 11 . 1
Http Port 18090
User |admin
Password I*****
| 0K I Cancel |

Figure 3.18

IP Address: Fill in the IP address assigned and make sure it is in the same subnet as your

computer or router. (l.e. the first three sections are the same)

Subnet Mask: The default subnet mask of the equipment in our LAN is: 255.255.255.0.You can
find the subnet mask in the basic information of your router or the locally-attached of your PC.

Gateway: Make sure it is in the same subnet with PC’s IP address. The gateway is your router’s

LAN IP.

DNS Server: IP address of your ISP network provider. You can find the DNS server in your
router or check the locally-attached address of your computer. Your PC contains your PC’s IP
address, gateway and DNS server. Normally, there are two DNS servers. Here you can also set

the DNS server the same with gateway.
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Http Port: The default Lan port is 80.You can set another port number, such as port 8005,
8100.etc.
User&Password: Default administrator user name is admin with no password.

NOTE:
If the prompt “Subnet doesn’t match, dbclick to change!” appears, please enable DHCP set
camera’s |IP address and gateway once again.

3.7 Wireless Settings

Wireless Lan Settings support three modes: Infra(Do wireless lan settings manually) and WPS
(Wi-FI Protected Set-up) and Adhoc.

If your router does not support WPS function,please go to chapter 3.7.1 and make
wireless connection settings manually.

If your router supports WPS function, please go to chapter 3.7.2 and make wireless
connection settings quickly.

If there is no wireless router, please go to chapter 3.7.3 and Connect the IPCAM directly to

a host in a peer_to_peer environment.

3.7.1 Infrastructure Mode

Step 01) Please choose “Device Management” and goes to the option Wireless LAN
Settings , click “Wireless LAN Settings”. Then enable “Using Wireless LAN”.

Click the Scan button and the camera will detect all WIFI devices around the area. It should also
display your router in the list. (Figure 3.19)

Wireless LAN Settings

lucy[14e6e462d576] infra A

dlink[f07d685630dc] infra
i : i test1[54e6fc35f13a] infra WEP
Wireless Network List
; cisco[00259ch1dfaal infra WEP v

< Scan]>—’ Click Scan Button to search WIFI
device .
Using Wireless LAN V!
SSID
Network Type lInfra v
Encryption None v
[ Submit ] [ Refresh ]
Figure 3.19

Step 02) Click the SSID of your router in the list, the corresponding information (SSID &
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Encryption) will be filled in the following boxes automatically.

You will only need to fill in the share key. Make sure that SSID, Encryption and share key you
filled in for the camera are exactly the same for your router.

Wireless LAN Settings

lucy[14e6e462d576] infra ~
dImP[fO: df‘SﬁC?Odc] infra

WEP

Wireless Network List

c:sco[002590b1df9a] mfra WEP |~__/
l
Using Wireless LAN
ssiD - Click the SSID of router and SSID,
cisco
T Encryption will be filled in the
Network Type A " following box automatically .
Encryption WPA2 Personal (AES]™ v
Share Key 000000000 —Pp Enter the same share key

(f Submit b Refresh | with your router .

Figure 3.20

Step 03) Please click on the Submit button after all settings have been entered,the camera will

reboot. After the camera has completed the reboot process, wait 10 seconds and disconnect the
network cable.

The LAN IP address will disappear on the window of IP Camera Tool when the camera gets
restarted. Just wait for around 1 minute, the camera will get wireless connection, and the LAN IP
of the camera will be showed again on the window of the IP Cam Tool. You have done wireless

connection of the camera successfully. If the camera has a dynamic IP, after the wireless settings,
the IP will be changed.

NOTE:

If fail to make WiFi connection, please refer to seller or us for help.

3.7.2 WPS (Wi-Fi Protected Set-up)

Step 01) Please use a small round stick or like toothpick to press and hold the RESET button for
four seconds. .
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Reset Button

Step 02) Press the WPS button on your router within 60 seconds. The WPS button is usually
on the back or side of your router. On some routers, you may need to log in to the web interface
and click on an on-screen button to activate the WPS feature. If you are not sure where the WPS
buttons is on your router, please refer to your router’s User Manual.

The camera will automatically create a secure wireless connection to your router. If you have
plugged in the network cable, please plug it out. While connecting, the green network light will
blink quickly and the wireless settings will take effect. The IP Camera Tool will search the

camera’s LAN IP. Make sure the PC and the camera share the same subnet.

NOTE:
1 During the WPS Settings, you must press the Reset button only for four seconds, or else, the

camera may be reset back to factory default settings if you press and hold on the reset button
above 10 seconds.

2 The security mode of router cannot be WEP, or else the WPS settings may be failed.

3.7.3 Adhoc Mode

Under this mode, the IPCAM will directly connect to a host in a peer_to_peer environment.
Make sure the PC has plugged in the wireless network card.

Step 01) Enable wireless and choose Adhoc mode.

Fill in a SSID to identify the IPCAM and then set the security mode, you can choose none or
others. Click Apply.

28



www.foscam.com

— Wireless LAN Settings \

Wireless Network List

Scan
" test ]
‘ I None @

[ Submit | | Refresh |

Figure 3.21

Step 02) Plug out the network cable and the camera will restart.
Open the wireless network card of PC and search the wireless network around the area. You can
find the SSID you filled for the camera (Figure 3.21).

1 Wireless Network Connection !X‘

) Choose a wireless network

Network Tasks

ﬁ st Click an item in the list below to connect to & wireless networkin range or to get more
information.
< Set up & wireless network test
for a home or small office Jb
4G Unsecured computer-to-computer network.
Reloted Tosks NN «r) Closie Bk
e b 17 secuity-enabled weless network (WPA)
| R ) soft_test
e Change the order of |
e i Securty-enabled wireless network
9 Change advanced «r) PCAM
— 11 Securty-enabled wireless network (WPA) atll
«‘» cisco
1 Secuty-enabled wirelss network atll
«Q) TP-LINK_zdy
i 1 Security-enabled wireless network (WPA) aaill @)
l Conneckt
Figure 3.22

Step 03) Disabled the wired connection of the PC. Select the SSID you filled at Figure3.21 for
your camera and enter the same key with your camera. Make sure PC and Camera share the

same subnet.
Open the IP Camera Tool, you can search the camera LAN IP again.
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3.8 ADSL

modern

IP-Cam |

Figure 3.23

If you are connecting the camera directly to a ADSL modem, you can do ADSL settings with your
ADSL account &password provided by the ISP, then make the camera connected to the network.

OIS AUNA

}“.t‘o.l"'“cf '“!'/M“’W\z'““ﬂ !

Device Status

Alias Setting

Date & Time Settings
Users Setting
Multi-Device Setting
Basic Network Seftings
Wireless LAN Setting
ADSL Settings

UPnP Settings

DDNS Service Setting

Mail Service Setting

MSN Setting

FTP Service Setting
Alarm Service Seftings
PT Setting

Upgrade Device Firmware
Backup & Restore Setting
Restore Factory Settings
Reboot Device

-
=]

3.9 UPnP Settings

QP=|C

ADSL Settings

Using ADSL Dialup
ADSL User
ADSL Password

SZ10752487966341 |

[ Submit | [ Refresh |

Figure 3.24

A

Enter the ADSL user
and password .

““o‘a‘:“s“.c' ’“!ad“lwﬂx'““ﬁ G

Date & Time Settings

UPnP Settings

Using UPnP to Map Port

[ Submit | [ Refresh |

Figure 3.25
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The default UPnP status is closed. You can select the checkbox and open UPNP, then the
camera’s software will be configured for port forwarding. Back to the “Device Status” panel, you
can see the UPnP status:

(RAEATA N ITAOOTIP AN L 1T PG AT e
Device st
2 o
Date & Time Settings
Devie 10 0000CS08OFAT
Multi-Device Settings Device Firmware Version 1137249
Basic Network Settings Device Embeded Web Ul Version 24102
Wireless LAN Settings Alias test
ADSL Settings & = :
UPnP Setting arm Status one
DDNS Service Settings DDNS Status No Action
Mail Service Setting UPnP Status UPnP Succeed

MSN Setting MSN Status Mo Action
FTP Sesvice Settings

There may be issues with your routers security settings, and sometimes may error. We
recommend you configure port forwarding manually on your router (Figure 3.30).

3.10 DDNS Service Settings

FOSCAM camera has embedded a unique DDNS domain name when producing, and you can
directly use the domain name, you can also use the third party domain name.

FOSCAM domain name

Here take camera.myfoscam.orq for example. Go to option of DDNS Service Settings on the
administrator panel, you can see the domain name.

Please enable the FOSCAM DDNS name first.

L—O 1 AihA] Ugkefedrsr o€z .“5/“{1 IIECamena
: .
PN
Date & Time Settings
Manufacturer's DONS
MultiDevice Settings Enable Enable FOSCAM
Basic Network Setfings Manufacturer's Domain cameramytoscamo] DDNS name
Wireless LAN Settings s - )
Validity Queries
ADSL Setting
UPnP Setting
DONS Service Sefiings Third Party DDNS
Mail Service Settings ;
MSN Setfings DDNS Service | None v
FTP Service Settings [ Submit | [ Refresh |
Alarm Service Settings
Figure 3.26

Enable: Open or close the FOSCAM domain name. The default status of FOSCAM domain
name is open.
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