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1x IP Camera 1x Resource CD

T T

/

)
(

HH'\-\_F"--.
1x Ethernet Cable 1x Wi-Fi Antenna
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1x Quick Start Guide 1x Surveillance Sticker 1x ebode leaflet

Technical Specification:

. 720P HD Pan/Tilt Wired/Wireless IP Camera

. P2P Feature for Easy Remote Access

. H.264 Video Compression

. Day/Night Surveillance, IR LEDs On/Off Auto Switch

. Motion Detection Alarm via E-Mail and FTP

. Supports Micro SD Card storage

. Free ebode DDNS Service embedded

. Compatible with free ebode Central Management Software

. Compatible with free ebode iOS and Android APP

. Supports WPS - One Button Push Secure Wireless Connection
. Supports IEEE 802.11n Wireless Connection

. Supports WEP, WPA and WPA2 Encryption

. Built-in Mic & Speaker, Audio Jack for External Mic & Speaker
. Supports two-way Audio
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1. Conformity of Use

For carefree and safe use of this product, please read this manual and safety information
carefully and follow the instructions. The unit is registered as a device that does not
cause or suffer from radio-frequency interference. It is CE approved and it conforms with
the Low Voltage Directory. The safety and installation instructions must be observed.
Technical manipulation of the product or any changes to the product are forbidden, due
to security and approval issues. Please take care to set up the device correctly - consult
your user guide. Young children should use the device only under adult supervision. No
guarantee or liability will be accepted for any damage caused due to incorrect use of the
equipment supplied, other than indicated in this owner’s manual.

Safety Warnings

e To prevent short circuits, this product (except if specified for outdoor usage) should
only be used inside and only in dry spaces. Do not expose the components to rain or
humidity.

e Only connect the power cord to the mains after checking whether the mains voltage is
the same as the values on the rating labels. Never connect a power cord when it is
damaged. In that case, contact your supplier. If there is any danger of a thunderstorm,
it is a good precaution to unplug the power supply from the mains network in order to
protect it from lightning. The same applies if the system is to be out of action for any
length of time.

e Avoid strong mechanical tear and wear, extreme ambient temperatures, strong
vibrations and atmospheric humidity.

e Do not disassemble any part of the product: no user-serviceable parts are inside. The
product should only be repaired or serviced by qualified and authorized service
personnel. Defected pieces must be replaced by original (spare) parts.

e Batteries: keep batteries out of the reach of children. Dispose of batteries as chemical
waste. Never use old and new batteries or different types of batteries together. Remove
the batteries when you are not using the system for a longer period of time. When
inserting batteries be sure the polarity is respected. Make sure that the batteries are not
short circuited and are not disposed in fire (danger of explosion).

In case of improper usage or if you have opened, altered and repaired the product
yourself, all guarantees expire. The supplier does not accept responsibility in the case of
improper usage of the product or when the product is used for purposes other than
specified. The supplier does not accept responsibility for additional damage other than
covered by the legal product responsibility.

2. Introduction

Congratulations on purchasing the ebode IPV38P2P. Please check our website
www.ebodeelectronics.eu for the latest version of this manual. This manual will help you
operate the Wi-Fi HD720P Indoor P2P IP Camera. The ebode IPV38P2P camera offers the
latest generation of IP cameras with hassle-free, three steps set-up and installation,
thanks to a unique QR code scanning method. The IPV38P2P Pan and Tilt indoor camera
with 11 IR-LEDs and automatic IR-LED takes care for Night Vision Range up to 8 meters.
Includes IR-Cut Filter for automatically color correction. Free DDNS service embedded so
live feeds are available wherever you are. Free iOS and Android App available. Supports
Microsoft IE6 and above version or compatible browser, Mozilla Firefox, Google Chrome,
Apple Safari. Wireless Wi-Fi Standard IEEE802.11 b/g/n, Security Standard WEP, WPA
and WPA2. The IPV38P2P Indoor Camera has H.264 video compression, supports Onvif,
motion detection alarm via e-mail and FTP, 2-way audio and supports Micro SD Card
Storage.
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3. Overview

Indoor HD Wireless IP Camera with P2P is an integrated wireless IP Camera with a colour
CMOS sensor enabling viewing in High Definition resolution. It combines a high quality
digital video camera, with a powerful web server, to bring clear video to your desktop
and mobile devices from anywhere on your local network or over the Internet.

Thanks to the P2P easy access technology, you don’t need to do complicated Port
Forwarding and DDNS settings, you just need to scan the QR code on the bottom of the
camera to connect it on smart phone, or input the UID on CMS software to do remote
access.

With flexible 300-degree pan and 120-degree tilt, the IP Camera gives users more
comprehensive control over a monitored site. The camera supports H.264 video
compression technology, dramatically reducing file size and saving network bandwidth.

The camera is based on the TCP/IP standard. There is a WEB server inside which could
support Internet Explore. Therefore the management and maintenance of your device is
simplified by using the network to aaccess the website of your camera.

The camera is designed for indoor surveillance applications such as home, retail store
and office. Controlling the camera and managing images are simplified by using the
provided web interface across the network utilizing wired or wireless connectivity.

The IPCAM provides Smart Phone APP for Android and iPhone users, please search and
install the application named “ebode” on Google Play for Android devices, or on APP Store
for iOS devices, then you can view your camera anywhere, anytime on your smart mobile
devices.

3.1 Key Features

® Standard H.264 video compression algorithm to satisfy the transmission of high
definition video in narrow bandwidth network.

® P2P feature for easy access.

Megapixel HD video.

Pan 300 degree, tilt 120 degree.

Supports IE/Firefox/Google/Safari browser.

Supports WEP, WPA-PSK and WPA2-PSK Encryption.

Wireless connection is compliant with IEEE 802.11b/g/n Wi-Fi, up to 150Mbps.
IR night vision (Range: 8m).

Supports image snapshot.

Supports dual-stream.

Supports SD Card storage up to 32GB.

Supports IR-Cut auto switch.

Embedded free DDNS (dynamic domain name service) Service.
Supporting the Third Party Domain Name Service.

Supports two-way audio.

Multi-level users management with password protection.
Motion detection alert via email or upload image to FTP.
Providing free Android and iPhone APP for viewing live video.
Support record schedule.

3.2 Read Before Use
Please first verify that all contents received are complete according to the Package
Contents listed below. Before the IP Camera is installed, please carefully read and follow
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the instructions in the Quick Installation Guide to avoid damage due to faulty assembly
and installation. This also ensures the product is used properly as intended.

3.3 Physical Description

Front Panel
\H
1.Speaker
O 2 LENS
j\ﬂ 3.Infrared LED
Vi \
SN 4 Microphone
Figure 3.1
1. Speaker: Built-in speaker.
2. LENS: Fixed focus lens.
3. Infrared LED: Infrared LEDs for night vision.
4. Microphone: Built-in microphone.
5. Wi-Fi Antenna: Wireless Antenna.
Rear Panel
/g\\
-
\@/ 9. Antenna
/ = | = 7 Audio Input
/ [ \ | 1 e 1LAN
AUING sEET! 3.Network light
C —O] 2.Power

AN | | AN
\ o 6.5D Card Slot

8.Audio Output\S.WPS 4 Power light

Figure 3.2
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1. LAN: 10/100 Mbps R3-45 port for wired connection.

2. Power: DC 5V/2A Power supply.

3. Network Light: The LED will blink slowly in wired connection, blink two times faster in
wireless connection, blink four times faster when WPS.

4. Power Light: If the power supply works fine, the light will turn on.

5. WPS: Push the WPS button on the camera and wireless router in 1 minutes, the
camera will connect the wireless router automatically, in WPS process, the Network Light
will blink very fast.

6. SD card Slot: Supports up to 32GB SD card for storing the video.

7. Audio Output: This jack is used to plug an external speaker.

8. Audio Input: This jack is used to plug an external microphone.

9. Antenna: Used to connect external wireless antenna.

Bottom View

1.Mounting Port
2 Reset Button

3.Product Label
4 Wi-Fi Module Label

5.SN Label

Figure 3.3

1. Mounting Port: Port for mounting bracket.

2. Reset Button: Push for more than 5 seconds to set the camera to factory default.

3. Product Label: Includes P2P QR code, MAC address, UID, DDNS URL, default username
and password.

4. Wi-Fi Module Label: Includes Wi-Fi MAC address and serial number of the Wi-Fi
module.

5. SN Label: There is serial number of the camera on the label

4. Access the IP Camera
This chapter explains how to access the camera through browser and RTSP player.

4.1 Access the Camera in LAN
This camera supports HTTP and HTTPS protocols, you can access the camera by two
ways.

(1) http:// LAN IP + HTTP Port NO.
The default HTTP port no is 88. Double click the IP Camera Tool icon to run, and it should
find the camera’s IP address automatically after you plug in the network cable.
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g2 [P Camera Tool

Camera name IP Address Device ID Device type
Fannn?luus Http://192.168.1.100:88 00B41FT9304¥ W
Figure 4.1

Double click the IP address of the camera; your default browser will open to the camera
login page.

(2) https:// LAN IP + HTTPS Port NO.
The default Https port no is 443. You can use the url to access the camera: https:// LAN
IP + HTTPS port.

Go to Settings - Network - Port panel , you can see and change the http and https port
no.

Port

HTTR Fort
MTTPS Port L

DNVIF Pant ()

Figure 4.2

HTTPS(Hypertext Transfer Protocol over Secure Socket Layer) is a safe way to access
your camera, the data transferred on the Internet will be encrypted.

4.2 Access the Camera in WAN

4.2.1 Static IP Addresses

Users who have static IP addresses do not need to set DDNS service settings for remote
access. When you have finished connecting the camera using the LAN IP address and
port forwarding, you can access the camera directly from the Internet using the WAN IP
address and port number.

How to Obtain the WAN IP address from a public website

To obtain your WAN IP address, enter http://www.whatismyip.com in your browser. The
webpage at this address will show you the current WAN IP.
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http://www.whatismyip.com/

72 What Is My B Address - Shews Your IP Address - Windows Internut Fxplorer TE=
\. what s, com v i X B oo

P Bk "-Es Tods Ml x -

¢ Favortes |y B * @ FrecHomal B

W hat 15 My B acdress - Shoms Your [P Addrass & R m - Pages Safuty = Tods+ -
I T T T G fl@ -
WIMI '

What Is My IP Address - WhatIsMyTP.com

Your IP Address Is:
183.37.28.254

Whats My IP

Address?  NBEATABLE

i I-l;.‘;ddr;ﬂ :'L ” DEDICATE[)
==  SERVERS

DELL R200 Intel
Core2Duo E2220 2 4Ghr

1GB DDR RAM
160GE SATA HDD

Figure 4.3

Access your IP Camera from the Internet

You can access the IP Camera from the Internet (remote access). Enter the WAN IP
address and port number in your standard browser. For example, you would enter http://
183.37.28.254:85

NOTES: Make sure port forwarding is successful. You can do port forwarding two ways.

1) Login to your router to enable the "UPNP” function. You can then login to the camera
as administrator, choose Network, and then choose UPnP to enable UPnP. Make sure that
the status of UPnP reads “UPnP Successful” on the Device Status page.

2) Do port (HTTP port and Media port) forwarding manually. If your router has a Virtual
Server, it can do port forwarding. Add the camera’s LAN IP and port which you had set
earlier to your router’s port forwarding settings.

If you plug the camera into a router, it will have a dynamic IP address and you need to
set DDNS service settings to view it remotely.

4.2.2 Dynamic IP Addresses

DDNS is a service that allows your IP Camera, especially when assigned with a dynamic
IP address, to have a fixed host and domain name. This means that even though your
WAN IP address is constantly changing, you will have a fixed hostname you can use to
access your cameras at all times. You can access the camera directly from the Internet
using the hostname and port humber.

What is the HTTP Port no.?

Default HTTP Port is 88

All cameras have the default HTTP port of 88. For example, if the LAN IP link of the
camera is http://192.168.1.110:88, this means that the camera’s HTTP port is 88. You
can change port 88 to another port if you'd like such as 2000 or 8090, which will not be
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conflict with other existing ports like 25, 21,10000.Here you can set the port no. between
1 and 65535.
Change the default http no.88 to another one.

How to assign a different HTTP Port No. and fixed the LAN IP of the camera by the IP
Camera Tool?

Step 1: Open the IP Camera Tool, select the camera you would like to change the port
of, right click on the IP address, and click on “"Network Configuration”, this brings up the
network configuration box.

B IP Camera Tool

Camera name IP Addres=s Device ID Dewice ty¥pe

ANONYRONS Http 00B41FT9804¥

Bazic Properties
Network Configuration
Upzrade Firmware
Refresh Camera List
Fluzh Arp Buffer
dbout IF Camera Tool

Select which

camera you'd like
to change the port
for and right click

Figure 4.4

EIP Camera Tool

anonvmous Network. 53

Camera name ice ID Dewvice type
[~ Obtain IF from DHCF serwver
IP Address 192 185 . 1 110
Subnet Maslk 255 255 255 . 0
Gateway 182 168 . 1 .1
4 1\
DS Serwer 1892 165 . 1 .1 Modify the
Http Port.
Http Fort E L P )
Uzer |admin a ™\
Fassword [wone] Enter user-
name and
| Cancel | password,
click OK.
Hote: After changing the configuration G J
device will antomatically restart.

Figure 4.5
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Step 2: Enter the username and password of the Administrator (default username is
admin with a blank password), and click "OK” to apply changes.

Step 3: Wait around 10 seconds, you'll see that the camera’s LAN IP address has
changed. In our example it was changed to 2000, so we see http://192.168.1.110:2000
in IP Camera Tool. Also, the LAN IP address is now fixed at a static IP address of
http://192.168.1.110:2000. This IP address will not change even if the camera is
powered off and back on, the camera will remain on this LAN IP address. This is very
important that a static LAN IP address is set, or you may have problems later with
remote access and seeing the camera remotely if the camera loses power and reconnects
on a different LAN IP address. Make sure you set a static LAN IP address!

B IP Camera Tool

Camera name IP Address Device ID  Dewice type
ANOLYROUS Http://192, 168. 1, 110:2000 00841FTI9804Y H
Figure 4.6

What is Port forwarding?

If you have never done port forwarding before, you can open and view the following link
to understand the basic concept. Port forwarding allows for outside connections to access
a specific device on your network from anywhere in the world. Every router automatically
blocks any incoming connections for safety purposes. Using port forwarding, you are
telling your router to allow a connection through a certain port (you can think of it as a
gateway) into your router. You set this port to a specific device, in our case an IP
Camera, so it can be accessed from anywhere in the world.

Click http://portforward.com/help/portforwarding.htm to learn more about port
forwarding:

How do we configure Port Forwarding?
For this section, we will be using an example:

Let’s say the camera’s LAN IP address is http://192.168.8.100:2000

Step 1: Login to the router, and go to your router’s port forwarding or port triggering
menu. Sometimes this is also under the name of Virtual Server or NAT.

Using the Linksys brand router as an example, we would log into the router, and go to
the Applications & Gaming menu. We would then click on the “Single Port Forwarding”
sub-menu.

Step 2: Create a new column using the LAN IP address & HTTP Port of the camera within
the router as shown below, then push OK or Submit to save your settings:
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http://portforward.com/help/portforwarding.htm
http://192.168.8.100:2000/

Wireless- N Home Router WRT120M

Appilications &
Gaming Setup Vireless  Security  Access Restrictions

Sagie Port Forwarnding : =i Bang= Forward

“Xotocol | TolP Address |Enzbled

Fill the HTTP Port

of the camera in
the columns of

External Port and [-
Internal Port.
Example: 2000

1821683

Fill in this
section with the
LAN IP of the
camera; we

2000 2008 Bsth &

(K30 [ES] N e

would enter
“100” for our
example.

Assign a name for the
port forward setting here.

Figure 4.7

First method:

Use the embedded DDNS to access the camera via the Internet

Each camera has an embedded unique DDNS domain name, the format of this domain
name is xxxxxx.myipcamera.org. On the bottom of the camera, you can see the domain
name sticker with this information on it.

For example, we can use test09.myipcamera.org. In the camera, click Settings at the
top, click “Network” on the left, then click "DDNS"” to get to the DDNS settings page.
Here you can see the unique domain name of your camera.

DDNS

Enatls DONS 2
Manafacturer’s DDNS

Mamutaciurer's DONS ) Restore DONS % tactory

Tht Pary DOKS

DONS Sever Noow

Domam

Figure 4.8

Now you can use “http://Domain name + HTTP Port” to access the camera via Internet.
Take hostname a33471.myipcamera.org and HTTP Port of 2000 for example, the URL link
to access the camera via the Internet would be http:// a33471.myipcamera.org:2000.

31-7-2014 12 ebode IPV38P2P



Second method :
Use the Third party DDNS to access the camera via the Internet

Step 1: Please go to the third party DDNS website(such as www.no-ip.com) to create a
free hostname.

Step 2: DO DDNS Service Settings within the Camera

Please set DDNS Settings within the camera by hostname, a user name and password
you've got from www.no-ip.com. Take hostname ycxgwp.no-ip.info, user name ipcamera,
password ipcamera2012 for example.

Firstly, goes to option of DDNS Settings on the administrator panel. Secondly, select No-
IP as a server. Thirdly, fill IP camera as DDNS user, fill password ipcamera2012 as DDNS
password, fill ycxgwp.no-ip.info as DDNS domain and server URL, Then click save to
make effect. The camera will restart and to take the DDNS settings effective. Fourthly,
after the restart, login the camera, and go to option of Device Status on the
administrator panel, and check if the DDNS status is successful. If failed, please double
check if you have input the correct hostname, user name, and password, and try to redo
the settings.

NOTE: If you have set third party DDNS successfully ,the Domain Name will be invalid.
The Third Party DDNS and the Domain Name cannot work at the same time, the last time
you configured will take effect.

4.3 Using the VLC player
This camera supports RTSP streaming, here you can view the camera using VLC player.

RTSP URL rtsp:// [user name][:password]@IP:HTTP port humber/videosream

The part in the square brackets may be omitted.
Username & password: Username and password for camera access. This can be omitted.

IP: WAN or LAN IP address.

Videostream: Here support three mode: videoMain, videoSub and audio. When the
network speed is bad, here you had better select videoSub. If you select audio, you can
only hear the sound but cannot see the video.

For example:
IP: 192.168.1.11

HTTP Port number: 88
User name: admin
Password: 123

Here I can enter one of the following URLs in the VLC.
1) rtsp://admin:123@192.168.1.11:88/videoMain
2) rtsp:// @192.168.1.11:88/videoMain

3) rtsp://:123@192.168.1.11:88/videoMain

4) rtsp://admin@192.168.1.11:88/videoMain

Open the VLC, go to Media > Open Network Stream option, then enter the URL into VLC.
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http://www.no-ip.com/
http://www.no-ip.com/

l & VLC media player
Flayback  Audio
Open File... Ctrl+0

Video Tools View Help

B Advanced QOpen File... Ctrl+5hift+0
[C3 Open Folder... Ctrl+F
{2 Open Disc.. Cirl+D

l— Open N Network Stream.. Ctrl+M I

Open Cap e Device.. Ctrl4+C

Open Location fram clipboard Ctrl+v

Recent Media 4
Save Playlist to Eile... Ctrl+¥
Convert [ Save... Ctrl+R

(=) Streaming... Ctrl+5

¥ ouit cirl+Q

@ (1) @
| B> | (vee]| o] G [= 1) (236 G
100 || ——i=fmi- |
Figure 4.9
Open Hedia

Dzile (f_:l Disc !}Hetwork Captu.re Device

Hetwork Frotocol

Pleaze enter a network URL:

rtsp:ffadmin: 1238192, 165, 1. 11:88/videoMain -

I:‘ Show more options

@) Cancel

Figure 4.10
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Sometimes you may need to enter the user name and password again. Click OK and you
can see the real-time preview.

: RTSP authentication )

Flease enter a walid login name and a password.

User name |admin |

Faszword |..... |

| Dle || Cancel |

Figure 4.11

Ll it ST STRTE TR T

PRI AN 1L 1L :‘ 1000 00 43/fee =

Figure 4.12

If you cannot play the video in the VLC player, please check the port mapping. You can
read Quick Installation Guide about How to configure port forwarding.

NOTE: If you modify the camera’s username or password, you had better reboot the
camera, or else the new username and password cannot take effect when you enter the
authentication in the VLC.
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5. Surveillance Software GUI
Please refer to the Quick Installation Guide if you install the camera at first time. After
finishing quick installation, you take time to learn the operation of the software.

5.1 Login Window
This camera supports HTTP and HTTPS

——————————————————

Username

Password

Stream | Main stream

Language |English

Figure 5.1
Please check the login window above, it was divided to 5 sections from no. 1 to 4.

1. Enter the User name and password

The default administrator username is admin with a blank password, please reset the
password at first using and prevent unauthorized users login the camera (read chapter
5.2.4 about how to change).

2. Stream

The camera supports two stream modes: Main stream and sub stream. If you want to
access the camera form LAN, here you can select Main stream. If you want to access the
camera from Internet, here we recommend sub stream.

NOTE: When the network bandwidth is badly you should better select Sub Stream and
the video will be more fluency.

3. Select the language
You can select the language you need via click on the language drop-down list to switch.
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4. Login the camera
Click Login button and you will see the surveillance windows.(If login the camera for the
first time, the page that modify the username and password will appears.)

5.2 Modify the Username and Password
When you log in for the first time, it will come to the operating of modify the username
and password automatically.

Username

New username

New password
Password Security Level

Confirm the password

’-—m—n

Figure 5.2

Enter the New Username, New password and Confirm the password. Click Modify button,
you will see the login page again.

5.3 Setup Wizard

After logging in for the first time, you will be directed to the"Setup Wizard”automatically.
Here you can set the basic parameters of camera, such as camera name, camera time,
wireless settings, IP configuration.

® wvevieeo B setings Indoor IP Camera

Setup Wizard
Setup Wizard - Start

Follow the guide to set your camera, click "Next" to start.

Please click the menu on the left for more settings.

Next

Figure 5.3

Camera Name: You could give a name for your IP camera.
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Setup Wizard

Step 1 of 4 - Camera Name
TLNPEX3783.

Camera Name The maximum Device Name length Is 20, support English, numbaers, |etters and symbols

[ Preyious |[ Next |

Figure 5.4

System Time: Select the time zone you need to set the date, time, format, etc.

Setup Wizard
Step 2 of 4 - Camera Time.

Time Zone [(GMT +01:00) Brussels, Paris, Berlin, Rome, v

Sync with NTP server M

| NTP Server | [time nis V|
Date Format [YYYY-MM.DD v
Time Format [12-hour v|
use DT[]

[LPrevious [ Next |

Figure 5.5

Wireless networks: Click Scan, find the SSID of your wireless router, select and enter the
password.

Setup Wizard
Step 3 of 4 - Wireless Settings

Wireless Network List e [TP-LINK,iyo |
SSID(Network Name) Encryption Encryption [,WPNWPM VI
3 Password [ |

WEA/WRA2 The maximum password ength 1s 63, including

TP-LINK_wyy
333

WEA2 numbers, letters and symbols

] Previous || Nq’t ]
Figure 5.6
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IP: Set the IP address of the camera. You could choose to obtain an IP automatically
(DHCP) or set the IP address manually according to your needs.

Setup Wizard
Step 4 of 4 - IP Configuration

Obtain IP From DHCP

Mote:Once you save your settings, the camera will restart.

Figure 5.7

NOTE: It takes about 1 minute to connect the camera to your router.

5.4 Surveillance Window

T i e OO PaniTilLIP-Camera |

g_w Y o)' Setwen
- RSV s

Figure 5.8
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1. LiveVideo / Settings/Playback buttons

BB ey
= —

window

Path to surveillance window. Click this button and back to the surveillance

O)' Vi Path to Administrator Control Panel, Click it, and it will lead to Administrator
Control Panel and do advanced settings.

e o] et Click this button and back to the Playback panel to view the stored audio files
stored in the SD Card.

2. Multi-Device Window

LiOE Otﬂj The firmware supports up to maximum of 9 cameras being
monitoring at the same time. You can add other cameras in multi-device setting.

| w0 D e Oy ~Andoar PaniTilt IP Camara

BVNIRSITS

Figure 5.9

3. Mode/ Stream / Mirror/ Flip buttons/Zoom

Mode

1) 50HZ --------- Indoor surveillance (Region: Europe, China)
2) 60HZ --------- Indoor surveillance (Region: USA, Canada)
3) Outdoor------ Outdoor surveillance

Stream

The default stream supports multiple modes, For example: 0/720P/30fps/2M meanings:
Stream type no. / Resolution / Maximum frame rate/ Bit rate. (Different models support
different specific mode. )
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1) Stream type number: The number is used to identify the stream type.

2) 720P/ VGA

There are two resolutions, the bigger one is 720P, and the smaller one (VGA) is 640x480
pixels. The bigger the resolution, the better of the image quality is. If you are accessing
the camera via internet and want to get more fluent video streaming, please select
resolution VGA.

3) Maximum frame rate

When the video format is 50Hz, the maximum frame rate is 25 fps. When the video
format is 60Hz, the maximum frame rate is 30 fps. You should lower frame rate when the
bandwidth is limited. Normally, when the frame rate above 15, you can achieve fluently
video.

4) Bit rate

Generally speaking, the larger the bit rate is, the clearer video will become. But the bit
rate configuration should combine well with the network bandwidth. When the bandwidth
is very narrow, and bit rate is large, that will lead to video cannot play well.

You can reset the stream type on Settings > Video > Video Settings panel.

[
Salus .
~—re Video Settings
asc Sattngs |
| ———— Edes Retresn
Nedwark J
L Vidao | SR SrRA Video slings
k -
| Stean Type 0 -
JC Scxeen Dizpiay Resolution T20F -
Bt e =
| WLED Screnw frime Bt X :
i Alarm | Key Fame intecal x .
Racord y SUD MIRAM WORO SHINGS
P1Z J =
e . Stream Type 0 h
SN
Gushorn Rersthtion VGA(B40"480) ,
\ Ol |
—= i R
Frame Qate
Key Frame interval

Figure 5.10
After changing, please re-login the camera and you can see the modification.

Zoom Control
|+ Zoomin

Bt =TT Zoom the camera’s lens.
— ZDOM DLE
i Zoom the camera’ lens.

You can adjust the speed of the lens’ zoom at Settings--PTZ--Pan & Tilt Speed--Zoom
speed.
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Pan & Tilt Speed
; o E Dk 2

Zoom speed | Fe i5)|
j Fani A T Spwed
Figure 5.11

4. Pan/Tilt Control

1) Up control button. 2) Down control button.

3) Left control button. 4) Right control button.

5) Up-Left control button. 6) Up-Right control button.
7) Down-Left control button. 8) Down-Right control button.

S~
Click this button and go to center.

5. Cruise / Preset settings

Cruise Settings
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The default cruise tracks have two types: Vertical (the camera will rotate from up to
down) and Horizontal (the camera will rotate from left to right).

[u Start cruise. I:I Stop cruise.

If you want to define or change the cruise trace, please go to Settings > PTZ - Preset
Settings panel.

How to do cruise?

Firstly: Select one track in the track drop-down list

N Vertical

| Horizontal

Select one of these ]

Secondly: Click Start cruise button, the camera will cruise following the predefined path.
Thirdly: Click stop button and finish cruising.

Preset settings

IPCAM supports 16 preset positions, which is considered enough for DIY home & small
business surveillance market. The default preset position is Topmost, Bottom most, Left
most, Right most, you can add other preset positions.

(+]

Add: Click this icon to save the position you need the camera to remember

= Delete: Select one preset position and click this button to delete it.

Go: Select one preset position in the preset drop-down list and click Go to
make the camera move the preset position

How to do preset position?

Firstly, move the camera and stop at a desired place where you want make preset
position.

Secondly, click & button and enter a descriptive name for the preset position. The preset
position cannot contain special characters. Then click OK to save it. If you want to reset
the preset position, click Cancel.
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After that, you can move the camera and stop at another place, and set another preset
position. You can do all the 16 preset positions with this method. If you want to see one
preset position you have set, only select the preset position nhame from the preset drop-
down list, and click go & button, the camera will go to the preset position.

6. IR LED Lights

IR LED Lights )

Click Infra led and there are three modes to adjust the infrared led: Auto, Manual and
Schedule.

Auto: Select it and the camera will adjust the infra led (on or off) automatically.

Manual: Select it and you can turn on or turn off the infrared led manually.

Schedule: Select it and the IR led light will be off at the schedule period. If you want to
define or change the IR led lights schedule time, please go to Settings - Video - IR LED
Schedule page.

7. Image quality settings

In this page, you can tune Hue, Brightness, Contrast, Saturation, and Sharpness to get
higher quality.

Color Adjustment

8. OSD

If you have added time and camera name in the video, you can see it in the live window.
Go to Settings ---Basic settings---Camera name panel, and you can change another
device name. The default device name is anonymous.

Go to Settings ---Basic settings---Camera time panel and adjust the device time.

Go to Settings ---Video---On Screen Display panel, you can add or no add OSD.
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9. Play/Stop/ Talk/Audio/ Snap/ Record/ Full screen button

® ® ® ®

® ® @

1 2 3 4

1) Play: Click it to play the video of the camera

2) Stop: Click it to stop the video of the camera

3) Talk: Click the button and the icon will become to ¥, then talk to the microphone
that connected with PC, people around the camera can here your voice. Click the icon
again and stop talking.

4) Audio: Click this icon, the icon will become to “# you can hear the sound around the
camera by the earphone or speakers that connected with PC.

5) Snapshot: Click it to make snapshot and it pop-up a window which picture you
snapshot, right click in the \rNindow and save the picture to anywhere you want.

6) Record: Click the icon = and the camera start recording, you can see a green dot in
the live window. Click again and stop recording. The default storage path is
C:\IPCamRecord. You can change the storage path: Go to Settings- >Record->Storage
Location panel.

7) Full Screen: Click it to make full-screen, or you can double click the surveillance
screen to make full-screen. Double click again and exit full-screen.

Onscreen Mouse Control
Right click the mouse and you can adjust the screen ration, full screen and Zoom up.

09/17/2012 12:39:43 anonymsous

Figure 5.11
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Keep ration: Select it and the camera will adjust the size of live window based on the
the computer monitor automatically. Sometimes there is a black border around the
video, please select Keep ration to get a better visual quality .

Full Screen: Select it and Click it to make full-screen, press ESC and exit full-screen.
Zoom up/down: Here is a convenient and fast solution to Zoom up/down screen by
Clicking Video Screen and adjusting Mouse pulley, or by press the CTRL key and click
the mouse left button. Or: Click it and the live view will be digital zoomed up, then click
Zoom Down and the live view back to original size.

09/17/2012 [2:39:43 anonymous

S

Figure 5.12

When you select the Full Screen, then click right mouse, there is a Screen PTZ button.

09/17/2012 12:39:43 anonymous

Figure 5.13
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Click the Screen PTZ button and put the mouse on the screen to indicate the camera
move direction you prefer, press the left mouse, the camera will move to the
corresponding direction. Loosen the mouse and stop moving. Press Esc button or double
click right mouse and cancel the function.

NOTE: For Mac OS, the plugin cannot support Onscreen Mouse Control, so you cannot
allow to use it.

6 Advanced Camera Settings
Click the button “Settings”, goes to Administrator Control Panel to make advanced
camera settings.

6.1 Status
Status contains four columns: Device Information, Device Status, Session Status and
Log, it will show you various information about your camera.

6.1.1 Device Information

Stasus J
.\l‘ Device Information
: Rubranh
Oevxo Stars
~Sesvon Stats Camen Moool FCI01P
- 9 Camaa Nama FCIa019
| Basic Setlings
!‘ g Camei 1D 20140214109
N ad "
L Network :
i Cavean Ture 19700007 313314
B Video
‘IL Alarm J System Frmware Yenson an
A Record | Appltcation Furmware Version 217
J
|
h Pr2 | Flug-in Version 2021
| Firewall

Figure 6.1

Camera Model: The camera model no.

Camera Name: The Device Name is a unique name that you can give to your device to
help you identify it. Click Basic Settings and go to Camera name panel where you can
change your camera name. The default device name is anonymous.

Camera ID: Display the wired MAC address of your camera. For example Device ID is
000C5D00008, the same MAC ID sticker is found at the bottom of the camera.

Camera Time: The system time of the device. Click Basic Settings and go to Camera time
panel and adjust the time.

System Firmware version: Display the System Firmware version of your camera.

App Firmware version: Display the application firmware version of your camera.

Web version: Display the web UI version of your camera

Plug-in version: Display the plug-in version of your camera

6.1.2 Device Status
On this page you can see device status such as Alarm status/ Record Status ,DDNS
status ,WIFI status and so on.
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Device Status

A Bl s Crvantse
Fowcor Slats Mt Recorang
80 Card Stavs o S0 ol
S0 Cwrd Free Sonce oxe
5D Cord Total Space B
NP Stoss it
J DONG Etatue ER—
Lot 4 LEnP Shtus [res—
VA Otutas Mt cornmctond
IR LED Etatun Ont
Figure 6.2

6.1.3 Session Status
Session status will display who and which IP is visiting the camera now.

Session Status

w F Agdwss
macem 17216210
Figure 6.3

6.1.4 Log
The log record shows who and which IP address accessed or logout the camera and
when.

Log

Pages. B3 c<i 23> Ge
NO. | Time User L 2

1 2N2091802.11.85 admin 192 168 1 102 jrer of [me

Click the page number and go to the
corresponding page to see more logs.
4 1208180127 54 admin 21817 160 S Logout

s A28 01 621 admin 192 168 1 100 Log out

7 wmnmaemasts s | @nd go to the corresponding page.

A J
B WEIs0S4a o | Fill in one page number, click Go button

6 0120818012513 admin 1S2IEET 102 Logout
8 01203180124 85 admin 152.168 1 100 Login
10 0120318012188 admin 192166 1102 | Login

Figure 6.4
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Reboot the camera and clear the log records.

6.2 Basic Settings
This section allows you to configure your camera’s Name, Time, Mail, User account and
Multi-Device.

6.2.1 Camera Name
Default alias is anonymous. You can define a name for your camera here such as apple.
Click Save to save your changes. The alias hame cannot contain special characters.

Status i ~
PRI — Camera Name
Basc Satlings I
R = e
- Camer; AN IMGUS
Carvera Nume The masknum Devie Name lesgh S 20 Sipnod Engishi NaTdes, etiers and 5moos

Figure 6.5

6.2.2 Camera Time
This section allows you to configure the settings of the internal system clocks for your
camera.

Camera Time

Tme Zone GAIT) Greemaich mean tme Lonson Lisbon. = |

S0 WD NTP sorves

201415 m- ﬂ.,u.
P Time
Sene with FC
Dane Forman YYYYANDO0 '.!
Tive Formet Jénow -
use OSTY
Abeas Of Tyrw O Le] hew
Figure 6.6

Time Zone: Select the time zone for your region from the drop-down menu.

Sync with NTP server: Network Time Protocol will synchronize your camera with an
Internet time server. Choose the one that is closest to your camera.

Sync with PC: Select this option to synchronize the date and time of the Network Camera
with your computer.

Manually: The administrator can enter the date and time manually. Note select the date
and time format.

Use DST: Select use DST, then select daylight saving time from the drop-down menu.

Click Save button and submit your settings.
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6.2.3 User Accounts

Here you can create users and set privilege, visitor, operator or administrator. The
default user account is admin, with a blank password. You can enter the users accounts
of visitor, operator and administrator Manually.

User Accounts

NO Usemame Privinge Usemame
|} ad=m Admnsyanor Friviege Vistor z

2 3 Adminatance CEo000 Lsemare

Charge passeccd

The maximem usemame ogin is 20, mecluang numbaers, letlers and symbols - B 5*
The masisruen password Sngh is 12 inclulng nuaters atlees and symbols ~ 1@ #° () || "I«

?

Figure 6.7

How to change the password of administrator?
Firstly, select the account of administrator, then select “Change password”, enter the old
password and the new password, lastly click modify to take effect.

User Accounts
Refresh
NO. Usermams Privilege Username admin
Password
2 a Administrator New password
3 Security Level
4 Confirm the password
5 Privilege Administrator
& O Change usermname
T
8
The maximum username length is 20, including numbers, letters and symbols _ - @ § *
The maximum password length is 12, including numbers, letters and symbols ~ @ #* () _{}:"|<=2"-;"\ ./
Figure 6.8

How to add account ?
Select one blank column, then enter the new user name, password and privilege, last
click Add to take effect. You can see the new added account on the Account list.
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User Accounts

(e = Bebnah )
NO Uszamame Privlege Usgmame  test
! admin V Admirestrator Fassword  esss
_ Becurty Level  Low securfly bevel
3 Confum the passwond esse
4 Priviiege Agmiresirator v
5 [ icnange usernams
& ' 'E.Cmnqo passworg
’ |
8 The manmum usamame length is 20 Including rumbees,

lemers and symboks _- @3

The mamium password lengm 15 12 not Including the

character &= §
Figure 6.9
User Accounts
| Retesh |
NG Usemams Priviage Usemame “,"3,"", :

1 admin Adminigtratoe Priviege
3 [ change password
: [_come |
5 The manmum username lengh s 20 intiuding numbers,
b Jetlers and symbols _ - @§
7 The madmum password length 1s 12 not including tha
B . tharatter§=§%

Figure 6.10

Delete: Select the account you want to delete, then click Delete button to take effect.

NOTE: The default admin account cannot be deleted, but you can add other administrator
users.

31-7-2014 31 ebode IPV38P2P



6.2.4 Multi-Camera

If you want to view multi-surveillance screens on one window, you need to login one
camera, and set it as the main device, and do Multi-Device Settings, add other cameras
to the first one camera. Before you do multi-cams settings, you need to assign different
port such as 81, 82, 83, 84, 85, 86, 87, 88 to the cameras if there is 8 cams installed.
The firmware within the camera can support a maximum of 9 devices monitoring all at
the same time. This page you can both add MJIPEG and H.264 series cameras to the first
camera and view multi-surveillance screen on one window.

Add cameras in LAN

In Multi-Device Settings page, you can see all devices searched in LAN. The 1st Device is
the default one. You can add more cameras in the list in LAN for monitoring. The
camera’s software supports up to 9 IP Cameras online simultaneously. Click The 2nd
Device and click the item in the Device List in LAN, the Alias, Host and Http Port will be
filled in the boxes below automatically. Enter the correct username and password then
click Add. Add more cameras in the same way.

Multi-Camera

Ancaymous{172 16.0.33) =
= »«ni on,'mwﬁl,;:! i:! U ;J;
Cameras On LAN Ancnymaous{172 16.0 23) l

Anonymous{172 16.0 63)
1 CI|ck_|t, camera

model, alias, host and
The 131 Camers This Camera HTTP Port will be
filled in the following
boxes automatically
Camera Model HXB4 -

MNone

Camera Name FC2401P
Host 172160113

HTTP Ponrt 24100

Media Pont 100
Jsamams admin
Password

|
Delate |
3 Click Add to take effect e \A

2 Enter the User name and

password of the 2nd camera

Figure 6.11

Camera Model: Our Company produces two series cameras: MJPEG and H.264. Here will
show you which series the camera belongs to.
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Refresh

anonymous(1592.168.11.193)
ANnonymous (192, 163.11.241

ananymaous| 1658.11.203)

Cameras On LAN

Refregh |

The 1st Camera This Camera

The 2nd Camera anonymous(192.168.11.203)
The 3rd Camera anonymaous (192.168.11.241)
The 4th Camera anonymous(192.168.11.203)
The 5th Carnera MNone

The Bth Carnera None

The 7th Camera Mone

The Gth Carnera None

The 9th Camera Mone

Mote: If you want to access your camera remotely, make sure you are able to access it seperately through a browser.

Figure 6.12

Back to Surveillance Windows, and click Four Windows option, you will see four cameras
you added.

o —ae 3
g n-. ‘4‘.“, < )r:nu. Pauat

Figure 6.13
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Figure 6.14
Add cameras in WAN
If you want to view all cameras via the internet(remote computer), you will need to add
them using DDNS domain name. Firstly, make sure all of the cameras you added can be

accessed through the internet. (Read How to configure DDNS settings in chapter 6.3.3)
Login to the first camera using a DDNS domain name and port.

= IMam Client - Windows Internet Explorer

# M Cliet \

D f ifl
Rarish
Algm Siatus Crsadiat
12 Agere S1on Na ssm
NTP St 1 atat
TONS Stats i-f-:v:{‘"n [AINTL mypcansn 3 200 ]
LPrP Statee fuzzerz \
R LED St o
Make sure each camera you
need add could login with
DDNS name and port.
Figure 6.15
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Click Multi-Device Settings. Choose The 2nd Device. Fill in the 2nd camera’s name, DDNS
domain name, port number. Enter user name and password and then choose Add.
(Figure 6.19)

- Refresh
anonymous{192 163.11.20)

Cametas On LAN anonymous(192 168.11 203)

The 15t Camera This Camera

The 2 ' anonymous{192.168.11.203)

Camera Mode! l ) v ]—’1

Camera Name [ apple |_>2

Host | camera.no-ip.anfo

HTTP Pon. | 601

Media Port. | 801

Usemame | admin

QELMEJ

The 3rd Camera 5 /None

e 4th Camer. None

Password

Figure 6.16
1) The camera model: MJ or H264.
2) The 2nd camera’s name
3) Fill in the 2nd camera’s DDNS host not LAN IP
NOTE: The MJ series have the same HTTP Port no. and Media Port no.

4) Enter the 2nd camera’s user name and password
5) Click Add button and to take effect

NOTE: Here the Host must be entered as the second camera’s DDNS domain name, not
its LAN IP.
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_ Refresh

|apple(192.168.13.102)
mycamera(192.168.13.108)

Device List in LAN incam(192.168.13.107)

Refresh l

The 1st Device This Device

The 2nd Device apple(camera.no-ip.info)

The 3rd Device ipcam(test01.myipcamera. org)
The 4th Device mycarmera(owlejww. no-ip.info)
The 5th Device Mone

The Bth Device None

The 7th Device MNone

The 8th Device . None

The Sth Device A MNone

Attention: If you want to access the device from internet, be sure the host and port that you set can be accessed from

internet.

Figure 6.17

Return to video window. You will see all of the cameras accessible through the internet.
When you are away from home, you can use the first camera’s DDNS domain name and
port to view all the cameras via internet.

/ g Lom doy o)'uﬂv Paat ¥

Figure 6.18
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6.3 Network
This section will allow you to configure your camera’s IP, PPPoE, DDNS, Wireless
Settings, UPnP and Port.

6.3.1 IP Configuration
If you want to set a static IP for the camera, please go to IP Configuration page. Keep
the camera in the same subnet of your router or computer.

IP Configuration

7 Ottan P From DHCA?

1P Address 172160202
Sutinz! 1ask 25525500
Gateway 0000
Pamary DNS Server 0000

Seconcary DNS Server 0000

Nete Once you save your satings, the camera will restart

Figure 6.19

Changing settings here is the same as using the IP Camera Tool. (Figure 6.20/6.21)

It is recommended that you use the subnet mask, gateway and DNS server from your
locally attached PC. If you don’t know the subnet mask, gateway and DNS server, you
can check your computer’s local area connection as follows: Control Panel > Network
Connections >Local Area Connections ->Choose Support - Details.

*» Network Connections

Q- Q) ¥ ) search [ Folders | [[T3)-

Address | ) Network Connections

A LANor High-Speed Internet - Local Area Connection Status
Network Tasks

= " Local Area Connection A_G;W,ﬂ!‘rvsw | |
[§] Create anew Connected, Firewalled
connection 4, ReakekRTL8139/810x F4 Connection status

Set up a home or small :
? office netwark Address Type: Assigned by DHCP
@ change Windows S|P Addeess: 192163050
Firewal settings
@ Disable this network Subnet Mask: 2552552550

\ Repair this connection Default Gateway: 192.168.0.1

@) Renarme this connection Click here

© View status of this

device

connection
[#) Change settings of this Windows did not detect problems with this .
. connection connection. If you cannot connect, click
Repair,
Figure 6.20

31-7-2014 37 ebode IPV38P2P



o Matwenr Conmythny

Qe+ ) (T Joseh [ rddes [T

Ab e W Matwork Conrections.
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Network Tasks
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- Local Aras Conrmction Network Connection Detalis
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[ _'h.xqe't-\'yx_( Pryscs Addess 00E£000-00:2301
feedinl - Set the same Subnet Mask P &ddiess TR2TeI 0y
W Otaboe th nef |1 Subnet Mask 2552852550
e 1 and gateway of the camera Delyd Gateway 19216301
; t i OHCF Sarver 19216201
Ny Rinsh theeeq with your PC. Lowa Obtarmd 2016723172044
W) 2 ecrarrm the o = Lmnse Expions 2000-7-73 1320 44
© Vew status of 7 ‘!DN‘- Servmis ‘Zg.;fea!glln
) vwaer| There are two DNS servers, | s saie
T srnectior you can set any of them.
Same with gateway is also
Other Places OK.
B Corclbwmi
S My Mty Snces
L) My Doounerts |
Figure 6.21

If you don’t know the DNS server, you can use the same settings as the Default
Gateway.

6.3.2 Wireless Settings

Step 1: Choose “Settings” on the top of the camera interface, and go to the “Network”
panel on the left side of the screen, then click “"Wireless Settings.” Click the Scan button
and the camera will detect all wireless networks around the area. It should also display
your router in the list.

Wireless Settings
il Baves I €

Wireless Network List |_sear | 8810 l i
SHIDINatwork Name) Enoryption Qunlity ‘ Hnoryption | |None |‘l
TRLINK_B10660 Unmnerypt
e { NGy it - N
MERGURY_SE72A0 Unencrypt it Click the Scan
olheo_2 4G_A600 WPAZ ot button to search for
wireless netwaorks.
NETOEARTY WPAZ it
() WPAR2 ut
WUXIAOGHUAN WPA2 it Click the Page
number to see
TRLINK_CR2000 Unsnerypt wlt other wireless
TF-LINK liye WPA2 ut networks devices if
OME1 2004656 WPAZ _—P there are more than

10.

TP-LINK_ wyy )EAA/ wll \ /

Pagend 123

Figure 6.22
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Step 2: Click the SSID (name of your router) in the list, the corresponding information
related to your network, such as the name and the encryption, will be filled into the
relevant fields automatically. You will only need to fill in the password of your network.
Make sure that the SSID, Encryption and the password you filled in are exactly the same
for your router.

Wireless Settings
2 Enter the password =

of vour router Save Refresh
Wireless Network List 331D NETGEAR19
SSID(Network Name) Encryption Quality \E%ption WPAZ E2
TP-LINK_B1958 Unencrypt at Pasm}\:
MERCURY_SET72A8 Unencrypt Wi 1 Click the SSID of your
router and the relevant

cisco_2.4G_4500 WPAZ aif information will be filled
in the fields automatically )

Figure 6.23

Step 3: Please click on the Save button after all settings have been entered and
disconnect the network cable. Never shut down the power of the camera until the IP
camera is able to connect to the wireless network.

The LAN IP address will disappear on the window of IP Camera Tool when the camera is
configuring a wireless connection. Wait about 1 minute, the camera should obtain a
wireless connection and the LAN IP of the camera will show again on the IP Camera Tool
window. The IP address may have changed after the camera receives a wireless
connection and we recommend setting a static local IP address if this IP address changes
by right clicking the camera in IP Camera Tools, setting a static IP and pushing OK
(figure 6.36). Congratulations! You have set up the wireless connection of the camera
successfully.

NOTE:_If you fail to make a wireless connection, please refer to your seller.
WPS (Wi-Fi Protected Set-up)

Step 1) Press and hold the WPS button for two seconds. (figure 3.2 shows the WPS
button)

Step 2) Press the WPS button on your router within 60 seconds. The WPS button is
usually on the back or side of your router. On some routers, you may need to log in to
the web interface and click on an on-screen button to activate the WPS feature. If you
are not sure where the WPS buttons is on your router, please refer to your router’s User
Manual.

The camera will automatically create a secure wireless connection to your router. If you
have plugged in the network cable, please plug it out. The IP Camera Tool will search the
camera’s LAN IP. Make sure the PC and the camera share the same subnet.

NOTE: The security mode of router cannot be WEP, or else the WPS settings may be
failed.
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6.3.3 PPPoOE
If you are using a PPPoE connection, enable it and enter the User Name and Password for
your PPPoE account.

PPPOE passson

J

PPPOE

The maomum lengt of he uer mame is 20 suppott rumbers. lefters mnd symbols § - §

The maomum passaord longth is 12, mchding numbéers letiers and symbok -1 @ #° ()

A e>®

Nota Onze you Save poor setings. the camara wi restart

6.3.4 DDNS

Figure 6.24

Each camera has embedded a unique DDNS domain name when producing, and you can
directly use the domain name, you can also use the third party domain name.

IP Camera domain name

Here take a33471.myipcamera.org for example. Go to option of DDNS on the Settings-
>Network panel, you can see the domain name.

Enslie DONS

Third Party DDNS
DONS Server

Domamn

Manfactue’'s DONS

Manutacturer's DONS

DDNS

None -

Figure 6.25

Now you can use http:// Domain name + HTTP Port to access the camera via internet.
Take hostname a33471.myipcamera.org and HTTP Port no. 800 for example, the
accessing link of the camera via internet would be http:// a33471.myipcamera.org:8000

Restore DDNS to factory: If you have configured Third Party DDNS successfully, but you
want to use Manufacturer’s DDNS again , here click this button and start Manufacturer’s

DDNS Service.
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Third Party Domain Name Settings
User can also use third part DDNS, such as www.no-ip.com, www. 3322.com. Here take
www.no-ip.com for example:

(1) Step 1, Go to the website www.no-ip.com to create a free hostname

Firstly: Login on www.no-ip.com and click No-IP Free to register.

Hine Wby Wit Cedbetis Wl -

@ Nnoip

Herrvines Wiy Mo 199 Oorvrnrtaamt Rupprot

Enhanced Dynamic DNS

more faatu flaxibility & control

Connect ramotely to your computer, DVR, webeam or run

your own woeb sarver or website on o dynamic I addrons

ﬂiﬁ%’w&w‘] Up to 25 Hostnamen

Paersonal Use Business Use
i .l ! 0 amore) 0
lly . . ST
"
Remote Access Vebear Monitoring 100%W Uptime Fast Redundant
Quar teed Wabsitans
Quick Inatallation Simple Damain Name
Trusted An ARt Netvark 11 Painte of Preasence

| Dut Otarted I
Gt Stmrted

Figure 6.26

No-IP Free

POP3 / IMAP Email ‘ - SSL Certificates

taam More © L=zm Vors

Figure 6.27
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Please register an account step by step according to instructions on www.no-ip.com

After registration, please login your email which used to register. You will receive an
email from website, please click the link to activate your ACCOUNT as indicated in email.

Secondly: Login the link with the registered username and password to create your
domain name.

Downlosd Survices Suppont Campamy

User Login

Client Login e —

Login with the registered
username and passwordg

Fmamll

Patsword

Figure 6.28
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Figure 6.29

Please create the domain name step by step according to instructions on www.no-ip.com
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http://www.no-ip.com/

Step 2, DO DDNS Service Settings within the Camera

Please set DDNS Settings within the camera by hosthame, a user name and password
you've got from www.no-ip.com. Take hostname ycxgwp.no-ip.info, user name ipcamera,
password ipcamera2012 for example.

Firstly, goes to option of DDNS Settings on the administrator panel.

Secondly, select No-Ip as a server..

Thirdly, fill ipcamera as DDNS user, fill password ipcamera2012 as DDNS password, fill
ycxgwp.no-ip.info as DDNS domain and server URL, Then click save to make effect. The

camera will restart and to take the DDNS settings effective.

Fourthly, after the restart, login the camera, and go to option of Device Status on the
administrator panel, and check if the DDNS status is successful.

If failed, please double check if you have input the correct hosthame, user name, and
password, and try to redo the settings.

NOTE: If you have set Third Party DDNS successfully ,the Domain Name will be invalid.
The Third Party DDNS and the Domain Name cannot work at the same time, the last time
you configured will take effect.

(@ Do port forwarding within the router

Example: The camera’s LAN IP address is http://192.168.8.100:2000 , Media port no. is
9200. Firstly, login the router, goes to the menu of Port Forwarding or Port Trigger (or
named Virtue Server on some brands of router). Take Linksys brand router as an
example, Login the router, and goes to Applications & Gaming->Single Port Forwarding.
Secondly, Create a new column by LAN IP address & HTTP Port No. of the camera within
the router showed as below.

Wireless-N Home Router WRT120N

Applications &

Gaming Setup Wireless Security Access Restrictions Applications &

Gaming
Single Port Forwarding | Port Range Forwardng | Port Range Triggeeng | |

Administration Status

Single Port Forwarding

Application Name 'A E;_qgmal_?oq I Internal Port I Protocol TolIP Address _Enab(ed‘

tone v - ] - - 1621888 O

None ‘ ’ 1521888 0 |

teoe i Fill the HTTP Port no. of the ‘m_ W T O |

e camera on the column of e

none M External Port and Internal Porte 192 (]

None W - | = | = |w2ess O
o [[zace 2000 son ¥ | 122 182.f100 Fill the LAN IP of the camera
ledia | 3200 | [g200 Both W | 152,183 2hi00 im| here, justinput the last section¢
Assign a Fill the Media Port no. of the

name as you camera on the column of
like here External Port and Internal Port
Figure 6.30
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(3) Use domain name to access the camera via internet

After the port forwarding is finished, you can use the domain name+ http no. to access
the camera via internet. Take hostname ycxgwp.no-ip.info and http no 2000 for example,
the accessing link of the camera via internet would be http:// ycxgwp.no-ip.info:2000

6.3.5 UPnP

UPnP
Teew Featimatt

Engbie UEnP

Figure 6.31

The default UPnP status is closed. You can enable UPnP, then the camera’s software will
be configured for port forwarding. Back to the “Device Status” panel, you can see the
UPnP status:

Hokeah
Alarm Stabus Dastled
Record Rwtus Net Recordng
NTP Btxtus Disaktle
DDNS Status Secoees MU/ LAZNTY anvpcamend 0 000

PP Siates

WIF) Statun

# LED Stmus on

Figure 6.32

The camera’s software will be configured for port forwarding. There may be issues with
your routers security settings, and sometimes may error. We recommend you configure
port forwarding manually on your router (Figure 6.30).

6.3.6 Port
This camera supports HTTP Port / HTTPS Port/ ONVIF Port. HTTP Port is used to access
the camera remotely. If you want to access the camera and view the video.

HTTP port : By default, the HTTP and Media port is set to 88. Also, they can be assigned
with another port number between 1 and 65535. But make sure they cannot be conflict
with other existing ports like 25, 21.

Statug
— Port
Banuc Semngs

save reefiean
Network

IR Comtgaaron TP Pun
V"-w HTTRS Part
DoNs

| —

Figure 6.33
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Another way to change the HTTP port NO.

Step 1: Open the IP Camera Tool, select the camera you would like to change the port
of, right click on the IP address, and click on "Network Configuration”, this brings up the
network configuration box as shown in Figure 6.35 and 6.36.

B IP Camera Tool

Camera name IP Address Device ID  Device type

PRI R A

bazic Properties

Network Configuration

00841FI0B04Y H

pzrade Firmware
Refresh Camera Liat
Flush drp Buffer
dhout TP Camera Tool

Select which
camera you’d like
to change the port
for, and right click

Figure 6.34

2 IP Camera Tool

X

anonymous Network. ..

Camera name ice ID Device type

[~ Obtain IF from DHCP serwver

41F19804¥ H
IF Address 192 165 . 1 .110
Subnet Mazk |255 255 255 .0
Gateway 192 168 .1 .1
IHS Server 192 168 .1 .1
e N
. Modify the
Http Port “88 = Http zort
Uzer admin - J
~
Pazsword I*****l Enter the
Username and
0K I Cancel | password, click
OK.
Hote: After changing the configuration (& J

device will automatically restart.

Figure 6.35
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Step 2: Enter the username and password of the Administrator (default username is
admin with a blank password), and click "OK” to apply changes.

Step 3: Wait around 10 seconds, you'll see that the camera’s LAN IP address has
changed. In our example it was changed to 2000, so we see http://192.168.1.110:2000
in IP Camera Tool. Also, the LAN IP address is now fixed at a static IP address of
http://192.168.1.110:2000 . This IP address will not change even if the camera is
powered off and back on, the camera will remain on this LAN IP address. This is very
important that a static LAN IP address is set, or you may have problems later with
remote access and seeing the camera remotely if the camera loses power and reconnects
on a different LAN IP address. Make sure you set a static LAN IP address!

2 IP Camera Tool EI|E|§|
Camera name IPF Address Device ID Device type
ANONYROUS Http://102_168.1. 110:2000 00B41FI9804¥ H
Figure 6.36

If the camera cannot be accessed, please make sure the port forwarding is succeed.

ONVIF port: By default, the ONVIF port is set to 888. Also, they can be assigned with
another port number between 1 and 65535(except 0 and 65534). But make sure they
cannot be conflict with other existing ports.

HTTPS port: The default port is 443. You can use the URL to access the camera: https://
IP + HTTPS port.

RTSP function: RTSP URL rtsp:// [user name][:password]@IP:HTTP port number /
videosream. The part in the square brackets may be omitted.

user name & password: The user name and password to access the camera. This part
can be omitted.
IP: WAN or LAN IP address.

Videostream: Here support three mode: videoMain, videoSub and audio. When the
network speed is bad, here you had better select videoSub. If you select audio, you can
only hear the sound but cannot see the video.

For example:

IP: 192.168.1.11
HTTP Port number: 88
User name: admin
Password: 123

Here I can enter one of the following URLs in the VLC.
rtsp://admin:123@192.168.1.11:88/videoMain
rtsp:// @192.168.1.11:88/videoMain
rtsp://:123@192.168.1.11:88/videoMain
rtsp://admin@192.168.1.11:88/videoMain

Open the VLC, and go to Media. Open Network Stream option and enter URL into VLC.
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Playback Audio Video
[¥] CpenFile... Ctrl+0

Tools Help
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Ei Advanced Open File... Cirl+5hift+0
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=)
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Figure 6.37
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Figure 6.38
31-7-2014 47 ebode IPV38P2P



Sometimes you may need to enter the user name and password again. Click OK and you
can see the real-time preview.

: RTSP authentication )

Flease enter a walid login name and a password.

User name |admin |

Faszword |..... |

| Dle || Cancel |

Figure 6.39
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PRI AN 1L 1L :‘ 1000 00 43/fee =

Figure 6.40

If you cannot play the video in the VLC player, please check the port mapping. You can
read Quick Installation Guide about How to configure port forwarding.

NOTE: If you modify the camera’s username or password, you had better reboot the
camera, or else the new username and password cannot take effect when you enter the
authentication in the VLC.
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6.2.7 Mail Settings
If you want the camera to send emails when motion has been detected, here Mail will

need to be configured.

NMail Settines
Holresh
Enable [7]
SMLp gmal com
SMTP Server
SMTP server addrans supports Englah, rumbers and & _ -
SMTP Pant e — l
STARTILS -/
Transpoet Layer Secunty GMak only suppons TLS at Port 465 and STARTTLS ot Port 887 or 25 Hotmail ondy
suppora STARTTLS at Port 887 or 25
Nesd AUMEerdicsion Yes v
test 123 gmel com
SMTP Usemame The madmum length of the user name (3 B3, support nambers, letiers and symdols
«
hi —2
enne
SMTP Password
The maximum password length is 32, doos not support the chamoter & =
Test 123 gma com —. (;
Sender E-mall
. c;
.
16500 163 com
First Receer The mawimum length of the recemer is B3, support numbers, lattars and symbols &
-5
Secony Recerver 1eetéhotmal com
Third Recessl
Fourth Recener

Figure 6.41

1) SMTP Server/ Port /Transport Layer Security: Enter SMTP server for sender. SMTP
port is usually set as 25. Some SMTP servers have their own port, such as 587 or 465,
and Transport Layer Security usually is None. If you use Gmail, Transport Layer Security
must be set to TLS or STARTTLS and SMTP Port must be set to 465 or 25 or 587, which
port you choose should be decided by which Transport Layer Security you select.

2) SMTP Username/ password: ID account and password of the sender email address

3) Sender E-mail: Mailbox for sender must support SMTP

4) Receiver: Mailbox for receiver need not support SMTP, you can set 4 receivers

5) Save: Click Save to take effect

6) Test: Click Test to see if Mail has been successfully configured.

Click Test to see if Mail has been successfully configured.
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Mail Setting
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Figure 6.42

If the test success, you can see the Success behind the Test, at the same time the
receivers will receive a test mail.

If the test fails with one of the following errors after clicking Test, verify that the
information you entered is correct and again select Test.

1) Cannot connect to the server
2) Network Error. Please try later

3) Server Error

4) Incorrect user or password
5) The sender is denied by the server. Maybe the server need to authenticate the user,
please check it and try again
6) The receiver is denied by the server. Maybe because of the anti-spam privacy of the

server

7) The message is denied by the server. Maybe because of the anti-spam privacy of the

server

8) The server does not support the authentication mode used by the device

6.3.8 FTP Settings

If you want to upload record files and images to your FTP server, you can set FTP

Settings.
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Figure 6.44

FTP server: If your FTP server is located on the LAN.

If you have an FTP server which you can access on the internet.

Port: Default is port 21. If changed, external FTP client program must change the server
connection port accordingly.

FTP Mode: Here supports two modes: PORT and PASV.

Username/password: The FTP account and password.

Click Save to take effect.

Click Test to see if FTP has been successfully configured.
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6.3.9 P2P
Access the IP Camera by Smart Phone (Android or iOS operating system). First of all, you
need to open the P2P function of the IP Camera at “Settings > Network > P2P”.

P2pP
— I p——t pee-

uo FIOTBEPTNULEMPMYRE1

Enatwe P24 Y |

P2F Fot 05555

Figure 6.45

Search and install the application named “ebode” on Google Play for Android devices, or
on APP Store for iOS devices. If you want to know more details of the iOS APP or Android
APP, see the iOS App User Manual or Android APP User Manual.

6.4 Video
This section allows you to configure Video stream settings, On screen display and
Snapshot settings.

6.4.1 Video Settings
There are two ways to set the stream video settings. They are main stream video
settings and sub stream video settings.

Video Settings

M stream wdeo Sefngs

Syesn Type ] =
Reschmon rane M
B4 Rate 2 -l
Frame Rate 0 !
Ky Frame imerval %0 vl

Sveam Type 0 -
Reschion VGA(BLD480) (=]
Bt Rate
Frame Rate
Kewy Frame imerval

Figure 6.46

Stream type: There are four types to identify different streams you have set.
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Resolution: The camera supports multiple types, For example: 960P, 720P, VGA, QVGA.
The higher the resolution is, the clearer video will become. But the code flux will become
larger too, and it will take up more bandwidth.

Bit rate: Generally speaking, the larger the bit rate is, the clearer video will become. But
the bit rate configuration should combine well with the network bandwidth. When the
bandwidth is very narrow, and bit rate is large, that will lead to video cannot play well.
Frame rate: Note that a larger frame size takes up more bandwidth. When the video
format is 50Hz, the maximum frame rate is 25 fps. When the video format is 60Hz, the
maximum frame rate is 30 fps. You should lower frame rate when the bandwidth is
limited. Normally, when the frame rate above 15, you can achieve fluently video.

Key Frame Interval: The time between last key frame and next key frame. The shorter
the duration, the more likely you will get a better video quality, but at the cost of higher
network bandwidth consumption.

6.4.2 On Screen Display
This page is used to add time-stamp and device name on the video.

|

o

<)

i Video | Dsplay Timestamp Ves ]
o0 Seting Dsply Comera Name vas -

IRLED Schecue

Figure 6.47

Display Timestamp: There are two options: Yes or NO. Select Yes and you can see the
system date on the video.
Display Camera Name: There are two options: Yes or NO. Select Yes and you can see the
device name on the video.

6.4.3 Privacy Zone
This page is used to set some mask as privacy zone on the video.

Staus =% o
Frivacy Lone

| Basic Settings )
OB aiit LTS
Netwark

)

f Video | Aoy Privacy Zone N P
Wideo Satings

_ GnScrean Cupiay

A\

Figure 6.48

Allow On Screen Display Mask: There are two options: Yes or NO. Select Yes, then click
“Set Privacy Zone” and draw a privacy area on the video, the privacy area will be black
on the video.
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The mask area

Click OK button and return to the page, click Save to take effect. Back to the surveillance
window, you can see the mask area as the following picture:
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v 8 v, Op sy

N0 0848 21:01:28
YL 3

Figure 6.50
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6.4.4 Snapshot Settings
On this page you can set the snapshot pictures’ image quality and the storage path.
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Figure 6.51

Manual snap Quality: Low, middle and high. The higher the quality, the picture will be
clearer.

Alarm Pictures Save To: FTP or SD Card. If you have done FTP and Alarm settings, when
alarming, the camera will snap pictures to the FTP automatically. If select SD Card as the
save path, make sure the camera has inserted in the SD card.

Enable timing to capture

To enable capture interval, follow the steps below:

1 Select Enable timing to capture

2 Capture interval: The interval time between two captures.

3 Select the capture time

® Capture anytime, click the black button up the MON, you will see all time range turn
red. When something moving in the detection area at any time the camera will capture.

® Specify an capture schedule, Click the week day words, the corresponding column will
be selected. For example, click TUE, the all column of TUE turns to red, that means
during Tuesday whole day, the camera will capture.

® Press the left mouse and drag it on the time boxes, you can select the serial area,

4 Click Save button to take effect.

6.4.5 IR LED Schedule

On this page you can set the schedule time for switching IR LED lights. When parameter
Mode is set to the Schedule on the Live Video window, at these schedule time, the IR
LED lights will be turned off.
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Figure 6.52

6.5 Alarm

IP Camera supports Motion Detection Alarm, when the motion has been detected, it will
send emails or upload images to FTP.

Motion Detection
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Figure 6.53

To enable motion detection, follow the steps below:

1) Enable Motion detection

2) Sensitivity: It supports five modes: Lowest, Lower, Low, Medium and High. The higher
the sensitivity, the camera will be more easily alarmed. Select one motion sensitivity.
Step 3) Trigger interval: The interval time between two motion detections. Here supports
5s/6s/7s/8s/9s/10s/11s/12s/13s/14s/15s. Select one interval time.

Step 4) Select the alarm indicator
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When the motion has been detected, the alarm status will turn to Detect alarm.
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Figure 6.54

There are four alarm indicators:

A Camera Sound and PC Sound

If the camera has connected with a speaker or other audio output device, if you select
Camera Sound or PC Sound, when the motion has been detected, the people around the
camera will hear beep alarm sound.

B Send E-mail

If you want to receive alarm emails when motion is detected, you must select Send E-
mail and set Mail Settings first. The alarm email cannot contain the alarm picture if you
have not selected Take Snapshot.

C Take Snapshot

If you select this checkbox, when the motion has been detected, the camera will snap the
live view window as a still picture and load it to the FTP. Make sure you have set FTP and
set FTP as the storage path in Video->Snapshot settings panel.

If you select Send Email, at the same time the picture will be send to you as an
attachment. Capture interval: The interval time between two pictures.

D Recording
If you select this checkbox, when the motion has been detected, the camera will record

automatically and store the record files to the SD Card. Make sure the camera has
inserted SD card and you have set the SD card as the Alarm record files storage path,
please go to Record—> Storage location page to verify this settings.

The default alarm record time is 30s and pre-alarm record time is 5s, please go to
Record—> Alarm Record page and change the alarm time settings.

5) Set detect area

Click set detect area and it pop up a window, then you can draw the detection area. Click
OK button after settings. When something moving in the detection area, the camera will
alarm.
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Figure 6.55

Step 6) Alarm Schedule

(@ Alarm anytime when motion is detected

Click the black button up the MON, you will see all time range turn red. When something
moving in the detection area at any time, the camera will alarm.

Click this button and select all time range
|UU|U1|U2|U3|04|05|05|0?|UB|09|1U|11|12|13|14|15|15|1?|1B|19|2U|21|22|23

MON
TUE
WED
THU
FRI
SAT
SUN

Figure 6.56

(@ Specify an alarm schedule

Click the week day words, the corresponding column will be selected. For example, click
TUE, the all column of TUE turns to red, that means during Tuesday whole day, when
something moving in the detection area, the camera will alarm.
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Figure 6.57

(3) Press the left mouse and drag it on the time boxes, you can select the serial area.
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Figure 6.58

Step 7) Click Save button to take effect.
When the motion has been detected during the detection time in the detection area, the
camera will alarm and adopt the corresponding alarm indicators.

NOTE: You must set the detection area and detection schedule, or else there is no alarm
anywhere and anytime.

6.6 Record
This section will allow you to change the record files storage path and the record time.

6.6.1 Storage Location
On this page you can change the alarm and manually recording storage path.

Status
Storage Location
Basc Settings
Save Refresh
Network
it tiii————
Recorang Locaion FTP -
Local Recontng Location ¢ ECamRecond Biowse

Recordng Locaion i used for SINm recordings and schedule 1ecocings
The 00 recoraang must Be shored in locs siorage The Sefaul WnOOWSs SEorsge INCAon & ¢ IPCAMERoNT The detdut
St 08 slomage OCAon & APCIMRIcon” If you modsy 109 Sath 08 OTWr FOACHT Cameras I Oafault SEormge 100 oo

Wi 2e modsed accordngly

Figure 6.59
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Recording Location: SD card or FTP. When the camera alarmed, it will store the alarm
files to the SD card or FTP. Make sure the camera has been inserted the SD card. On this
page, you can see the available space of the SD card.

Local Recording Location: For Windows OS, the location recording path is c:/
IPCamRecord, you can change another one. For MAC OS, the manual recording path is: /
IPCamRecord.

6.6.2 Alarm Recording
This page you can change the Pre-record time and Alarm record time.

Stalus )
‘ Alarm Recording
Basx Seargs )
S0 Refresh
Network )
Enatie Pre-Racond ¢
Presecorded Time ] |
Alaem Recording Tame s :
Figure 6.60

The default Pre-recorded time is 5s and the alarm record time is 30s, you can change
another time, click Save button to take effect.

6.6.3 Local Alarm Recording
This page you can enable the local alarm record and Local Alarm record time.

r

Sealus )

Local Alarm Recording

£natie Locl Aarm Recording i

Lozal Alarm Recordng Time s -

Figure 6.61

6.6.4 Scheduled Recording
On the page you can configure the schedule record.

When the parameter Recording Location is set SD Card on the Storage Location page,
you can configure parameters as shown in follow figure.
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(o e ) Relwan )

Enatie Stheduied Recordng (|
Enatile Long-$me recoeding e -

RECo frame +]

Recond ub s¥ategy Cover -

Audic Recore Ne 5

Stream tam sTeam =

(£ Edt Scredued Recording

(DO OF |00 8Y 04T 0508 | OF 10805 110111 2013 14716 48147 98118 2021 (281
acw: DU T JUY | OSROL | DAY T GORRY T T SO (I | | |
TORCBHS | SUSY | B | RSN | BORS 1 RHSH | BRI | R | RS | REE 1 OEEN | R |
WED - JUIS | JSY | BRRE | BNISH | WORD | BSOS | WAIEY | ENY | RS | N | RS | B |
THY |

Al

Figure 6.62

When the parameter Recording Location is set FTP on the Storage Location page, you can
configure parameters as shown in follow figure.

Scheduled Recording To FTP
(. Sam ) (. Reten)

Ebeam Main sxsam E]
§ Edn Scheduled Reconding
0007 02 OF 04 05 607 08 00 %0 1112193 W ST 16 00T 22728

Sehy g ooly seppons SO card or FTF sarvee
Schedufed resording wil siop whtle srm recording Segins:  and go on automatcaly ater ¢ ends

Figure 6.63
Click Save button to take effect.
6.6.5 SD Card Management

This camera supports SD Card and the max size of SD card must be under 32G.
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When you plug in the SD card during the camera work process, please reboot the camera
again, or else the SD Card may be cannot work well.

Go to the Settings > Device Status - Device Status page, you can see the SD card
status.

Device Status

st

Zam Sne Ny
=Room Stanin Wit Pecarkry
S0 Cam S N S o
0 Tand Free Space 1]
50 Carg Tors Space 0¥
NTO s Faed
o0Hs St Dnatied
ork Statiy Dicatiet
WAF Status Naf comected
R LED 5taus o

Figure 6.64

The default storage path of alarm record files is SD card, when the available size of SD
card is less than 256M, the old record files will be deleted automatically.

6.7 PTZ
This page will allow you to change the pan/tilt speed and do cruise tracks settings.

6.7.1 Pan/Tilt Speed
There are five Pt speed types: very fast, fast, normal, slow and very slowly. Select the
desired PTZ speed type and click save button .

p—

e Pan & Tilt Speed

Bask Settngs J .
Nodwark ] Save Reves!)
Video } Pan & Tilt Speed [ Normal v

fam J  Zoomspeed Fasi vl

Record J

Figure 6.65

NOTE: This camera does not yet support zoom speed!
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6.7.2 Cruise Settings

This section explains how to add/ delete one cruise track.

Cruise Settings

Setting the Cruise Mode

- Rt )
Cruse Mode Cruse hime =
Crose yme 13 Mioute -
| sawe |
Cruse Tracks Verscal I+ A | Deleto | save |
Freset poit Crsse ack
Topatast Tophiost 1 Sec
Bttt Bettomhist 130
Lemvost
Righaaost 4|
Figure 6.66

There are two cruise mode: Cruise time and Cruise Loops.

Cruise time: Select Cruise time from Cruise Mode drop-down, then you can set the Cruise

time of the camera.

Cruise Loops:Select Cruise Loops from Cruise Mode drop-down, you can set the Cruise

Loops of the camera.

Click Save to take effect.

Cruise Mode | Cruise time B3
Cruise time 115 Minute (=]
Cruise Mode
Cruise Loops loops
Save
Figure 6.67
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Manage the Cruise Track
There are two default cruise tracks: Vertical and Horizontal. Vertical: The camera will
rotate from up to down. Horizontal: The camera will rotate form left to right.

Add: Add one cruise track, then click save button. Delete: Select one cruise track and
delete it. Save: After you modify the Dwell time, you should click Save button to take
effect.

Example
How to do add cruise tracks ?

Firstly, Click Add button and enter a descriptive name to identify the cruise track.

Secondly: On the lower left of the page, you can see all preset points you have added.
Select one preset point and click Add button, you can see the preset point has been
added to the cruise track on the cruise track page. You need to add two or more preset
points to the cruise track.

Cruise Settings

Refresh
Cruise Mode Cruise time [~]
Cruise time 15 Minute [~]
ltest | oK Cancel

Cruise Tracks
The}ﬁgimum length of name is 20, supports English, numbers, letters and symbols _ -

The new added track name

Preset point Cruise track
Preset point Dwell time
Tophost BottomMost 1Sec

RighthMost Add l
§ Delete

Here you can see the
1 Select one 2 Click Add J preset point has been
preset point. button. added to one track. And
| you can set the stay
time.
Figure 6.68

Thirdly: Click OK button and the cruise track will take effect.
You can add other cruise track as the same method.

For example: I have added three preset points to the “track 1”, that means : When I
select the “track 1” on the surveillance window, the camera moves as the following track:
upright then Right Most last down left. You can add preset on the left of the surveillance
window.
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track1
Cruise Tracks

oK | Cancel

The maximum length of name is 20, supports English, numbers, letters and symbols _ -

Preset point \\

—

TopMost
Bottomiost
LefthMost
Righthost
upright

Criise track

—

Preset point Dwell time

upright
Righthiost

Down

The cruise tracks have
added to the “track 1" .

Figure 6.69

After add the cruise track, back to the surveillance window, click Cruise, here you can see

all cruise tracks you have added.
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Figure 6.70

There are other buttons between the Preset points and Cruise track, you can use these
buttons to adjust the order of preset points or add/delete one preset points in one cruise
track,

Preset point Cruise track
Preset point Dwell time
TopMost upright 1Sec
Bottomiiost Righthost 1Sec
RighthMost Add

upright
Up |

Down |

Figure 6.71

Add: Select one preset points and add it to the selected cruise track.

Delete: Select one preset points you have added to one cruise track, click delete.

Move up/ down: Select one cruise track, adjust the order of preset points in one cruise
track.

Attention: Considering the life time and thermal issue of the motor, it’s not recommend
to do long-time cruise.

6.7.3 Start-Up Options

Here section will allow you to set the stop position after the camera reboots.

It supports three modes: Disable Start-Up, Go To Home Position and Go To Preset
Position.
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Disable Start-Up: When rebooting, the camera will not pan / tilt.

Go To Home Position: When rebooting, the camera will pa Providing Central Management
Software to manage or monitor multi-cameras n / tilt and stops at center.

Go To Preset Position: Select one preset position and save it. When rebooting, the
camera will pan/ tilt and stops at the preset position you have set.

Satus

Start-Up Options

Basc Senngs

Netwark

L Vides Ssar-Up Oghon Go To Home Posticn -
Az J

Reoord

F1Z J

Fas L Tit Bpasa

Figure 6.72

6.8 Firewall

This section explains how to control the access permission by checking the client PC’s IP
addresses. It is composed of the following columns: Block access from these IP
addresses and Only allow access from these IP addresses.

Save Refresh

Enable Firewall
IP Filtering Elock access from these IP addresses M

Block access from these IP addresses

Only allow access from these IP addresses

IP Address #1
P &ddress #
IP &ddress #3
IP &ddress #4
IP Address #5
IP &ddress #6
IP &ddress #

IP Address #8

Figure 6.73

Enable firewall, If you select Only allow access from these IP addresses and fill in 8 IP
addresses at most, only those clients whose IP addresses listed in the Only allow access
from these IP addresses can access the Network Camera. If you select Block access from
these IP addresses, only those clients whose IP addresses are in the IP list cannot access
the Network Camera.

Click Save to take effect.
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6.9 System
In this panel, you can backup/restore your camera settings, upgrade the firmware to the
latest version, restore the camera to default settings and reboot the device.

6.9.1 Back-up & Restore
Click Backup to save all the parameters you have set. These parameters will be stored in
a bin file for future use.

Click Browse and select the parameters file you have stored, then click Submit to restore
the restore the parameters.

Backup is used to save your current settings. It is recormmended to backup your configuration before modifying or

upgrading firmware.

Settings can be restored by uploading the backup file.

Path: Submit

Mote:

1. Al current settings will be lost when importing a configuration file. If an incorrect file is loaded, the camera may stop
working correctly.

2. Keep the power on during this pracess, or you may damage your camera. Your camera will reboot automatically ance

restaration is completed.

Figure 6.74

6.9.2 System Upgrade
Your current firmware version will be displayed on your screen. You may go to the Device
Status > Device Information Page to check for the latest firmware versions available.

Click Browse, choose the correct bin file and then click System upgrade. Make sure you
have unplugged the SD card. Dont shut down the power during upgrade. After
upgrading, you can see the upgrade result.

System Upgrade

Upgrade Result

Figure 6.75

Upgrade Firmware by IP Camera Tool

Double click the IP Camera Tool shot icon ki, select the Camera IP that you want to
upgrade the firmware. Then select Upgrade Firmware and enter the username and
password, choose the firmware file, and upgrade.
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B IP Camera Tool

Camera name IP Address Device ID Dewice type

Basic Properties 00626E4D8ABh  H

Network Configuration

Upgrade Firmware

Refresh Camera List
Flush irp Buffer
Lbout IP Camera Tool

Figure 6.76

vice 1D Device type

IPCAM Upgrade Fi... [X]

§26E4DBAGS i |

User |admin _
Faz=zword Enter the
User name
|§Upg:rade System Firmwareil and
lpzrade Heb UT | password

1]:4

Hote: After firmware upgrade the
device will amtomatically restart.

Figure 6.77

CAUTION: If your camera works well with the current firmware, we recommend not
upgrading. Please don’t upgrade the firmware unnecessarily. Your camera may be
damaged if misconfigured during an upgrade.

NOTE:

1) Before upgrade the firmware, please unplug the SD card and reboot the camera, don't
upgrade the firmware in WAN through the web UI, or else the upgrade process may fail.
2) Please ensure you have download the correct firmware package for your camera
before upgrading. Read the upgrade documentation (readme.txt file) in the upgrade
package before you upgrade.

3) Upon downloading the firmware check the sizes of the .bin files. They must match the
size in the readme.txt file. If not, please download the firmware again until the sizes are
the same. Your camera will not function correctly if a corrupt .bin file is used.

4) Normally, only Device WEB UI need to be upgrade, please do not try to upgrade the
Device System Firmware.

5) Never shut down the power of the camera during upgrade until the IP camera restart
and get connected.

6) After upgrade successfully, please uninstall the old plugin and re-install it, then reset
the camera to the default factory settings before using the camera.
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6.9.3 Factory Reset
Click All reset and all parameters will return to factory settings if selected. This is similar
to press the Reset button on the bottom of the camera.

Factany Reset [lick this buttan o hard reset the camera t ks default facioey seSings.

Figure 6.78

6.9.4 Reboot
Click Reboot System to reboot the camera. This is similar to unplugging the power to the
camera.

Rebont | bk this: buthan 10 rebodl your camers

Figure 6.79

7. Playback
On this page you can view the record files stored in the SD card.

® e Op v - Inddoor PaniTilt IR Camesa

Figure 6.80

1) Define the Record files time and Type

Directory | =0 card : The storage path of record files

Time All records : Here supports three types: current day, current month and All

records. Another way, select the time on the time & date manually.
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All records . The type of records files, Here supports two typs: Normal

record, Alarm record and All records.

: Click this button to search all record files satisfy the conditions you selected.

2) Search record files
On this panel you can see all record files satisfy the conditions you set.

3) Play/Stop/Audio/Full screen buttons
Please select one record file before use these buttons.

A,

Click this button to play the record files

[0] Click this button to stop the record files

Q

K& Open or stop audio

Click this button to make full screen, and double click left mouse to exit full screen.

8. Appendix

8.1 Frequently Asked Questions

NOTE: Any questions you would meet, please check Network connections firstly. Check
the working status revealed by the indicators on the network server, hub, exchange and
network card. If abnormal, check the network connections.

8.1.1 How to install the plug-in for Safari
Download the plug-in when you login your camera at the first time.

Useimuame

Poansword

Madia Port Woan

Stroam | maw swam 18

Language | Faglish 3]

| Legin

Figure 8.1
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Double click the plug-in to install it.

Weehcomn 10 Vha ploghers =1 lnstaller

¥ou Wit be Quided Trravg® the t1ect Secsesary i
Ml ws aahaacs.

Figure 8.2

Continue to finish the installation, and then it will be successful.

The installation was successful.

The saftwane was matalind

Figure 8.3

Please check if the plug-in was successfully installed or not.

(& Printers , VIC Flugin plugin e
[ Preferences ’ * Snagitsafa . webplugin
" [ PreferencePanes Sitverlight. plugin
£ oisk 8 fostar * & per " QuickTime Plugin plugin
(3 foscamRecord " [ POF Services ' Quanz Co._webplugin
b SHARID & Developer " Mozitta ’
» ACES & Appicavom " [l Modem Scripts
A teskiop & testrs i Logs Y
A Agplicarens b BRI REAN *| B LaunchDuemons * FlipdMac .. lugin plugim
(% Documents & Users v Flash Payer.plugin 3
o AsIQTSerm.. Mugin xpt
» RvaApplerPlugn plugin -
¥ SEANCH FOR " flashplayer.xpt o
i Today ! config.ini P
) Yesverday M NP-PPC-Dir-Shockwave
o Past Week
) A bmages B Image Caprure

Figure 8.4

Restart Safari to enable the plug-in.
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8.1.2 How to download and install the ActiveX for Firefox users
For the first time login the camera, it may prompt you to download plugin.

Username |

Click here to

Password download
the plugin
Stream | Main stream v

Language  |English v

el Q10

R o ———— ———
Figure 8.5

Drag the download file to Firefox web page and it will prompt you to Install it.

Software Installation

2, Install add-ons only from authors whom you trust.

9

Malicious software can damage your computer or violate your privacy.

You have asked to install the Following item:

npIpcam [(AwutHor not vermiSed)
file:f{{G: JDocuments%%20and%205ettingsfhuangHljDesktop/plugins. xpi

Click Install Now

™~

~

Install Mow I Cancel |

Figure 8.6

Reboot the Firefox after the plugin installation is successfully completely, then re-login
the camera again, you can see the surveillance window.
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NOTE: If you could not view living video after running the ActiveX, only a red cross & in
the center of the video or just a black screen. Please change another port number to try.

Make sure all firewall or antivirus software on your computer does not block the active
download and installation. If you are unable to run the ActiveX control, try shutting down

the firewall or antivirus program.

8.1.3 How to download and install the ActiveX for Google Chrome users
For the first time login the camera, it will prompt you to download the ActiveX.

Lisarname

Fasaward

Stream | Main stioam v

Language  [English

Figure 8.7

Download the plugin and drag it to the Extensions page of Google Chrome.

Go to Extensions page

o

Stream Mainy sto0sm -

Longuage | Esghes -

Figure 8.8

Click Add button to install the Plugins.
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Figure 8.9
Reboot the browser and relogin the camera, you will see the surveillance window.

8.1.4 I have forgotten the administrator password

To reset the administrator username and password, press and hold down the RESET
BUTTON for 5 seconds. Upon releasing the reset button, wait for 20 seconds, the camera
will reboot and the username and password will return to the factory default
administrator username and password. Please power on the camera before reset

Default administrator username: admin. Default administrator password: No password

8.1.5 Camera can not record

Camera can not record when I click Record button or I can’t change the manually record
path. When you use Windows7 or Vista, you may be not able to do manually record or
change the record path because of the security settings of computer.

There are two ways to resolve this problem:

Please add the camera as a trusted site to resolve this issue. The steps are: IE browser
- Tool > Internet Properties > Security > Trusted sites > Sites > Add. Or: open IE
browser, then right click, select "Run as administrator”.

8.1.6 Subnet doesn’t match

Check whether your ipcamera in the same subnet of your computer. The step is Control
Panel > Network Connections > Dbclick Local Area Connections > Choose General >
Properties. (Figure 5.23/5.24) Check subnet mask, IP address and gateways. When you
set IP address please make sure they are in the same subnet. Otherwise you can't access
camera.

8.1.7 No Pictures Problems

The video streaming is transmitted by the ActiveX controller. If ActiveX controller isn't
installed correctly you will see no video image. You can resolve this problem by this way:
Download ActiveX controller and set the safety property of IE in the PC when you view it
first time: IE browser>Tool->Internet Proper->Security>Custom Level>ActiveX control
and Plug-ins. Three options of front should be set to be “Enable”, The ActiveX programs
read by the computer will be stored. As follows:

Enable: Download unsigned ActiveX controls
Enable: Initialize and script ActiveX controls not marked as safe
Enable: Run ActiveX controls and plug-ins

31-7-2014 75 ebode IPV38P2P



1 IR
MR LA MR EERIE,

[2

Sofort 2076 00 Aok ¢ changs securky sattngs.

@ W /¢

Intesrmt Local ntranet - Tnsted stes . Res)
E

=

Secutky brved For this 20me
Alowed lavels for this zane: Madum to Hch
Medmmn-high
- Approoriata foe most websites
- Prompts bafore dosrloading poteniid
contant
- nsgned Actives controls val mot be

Internet

Ths zoneis far Inbenet wehstes,
oxcept those kted 0 trustad ard
rasched 2ones,

]

Geierd | SETUAY [ Frivecy | Conterk | Conoectiors | Programs | Advarced |

Setthgs

@) asatle

() Enable

Dawrload sgnad Actives cortrols {nct secure)
() Drsshie

(%) Enshie [not secure)

) Prampt (recormmended)

Dawrload unsigned Activex controls (aot secure)
) xzabls (recommended)

) Enable [nor secure)

) Prampt

103

|«

|«

) masable (recommended)

) Prampt :
¥ Aun Acttve cortrols and plugirs
P

Intiakas and soapt Activex oontrels not marked a5 safefar &

If you allow the ActiveX running, but still could not see living video.

| custom devel... - N GAmieicnrar anmecarad = v
5??3‘_“1'_{?_"_55 *Takss effect after you restart Intbemet Explorer
Resat custam ssttngs
—— PEStIo ptedurchigh (cefauk) - Roset.,. |
o
L o= ] | canesl |
Figure 8.10

another port number to try. Don’t use port 88.

Please change

Port
Save Refrash
HTTF Port a8
HTTPS Port 443
ONVIF Port 888
Figure 8.11

Make sure that the firewall/anti-virus software does not block the camera or ActiveX. If
you could not see video, please shut down firewall/anti-virus software to try again.

8.1.8 Can't access IP camera in internet

There are some reasons:

1. ActiveX controller is not installed correctly
2. The port which camera used is blocked by Firewall or Anti-virus software. Please
change another port number and try again.

3. Port forwarding is not successful

Check these settings and make sure they are correct.
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8.1.9 UPnNP always failed

UPNP only contains port forwarding in our recent software. Sometimes, it may be failed
to do port forwarding automatically because of firewall or anti-virus software. It also has
much relation with router’s security settings. So we recommend you do port forwarding
manually. You can view your camera in internet successfully after you do port forwarding
manually in your router.

8.1.10 Camera cannot connect wireless
If your camera could not connect wireless after you set wireless settings and plug out the
cable. Please check whether your settings are correct or not. Normally, camera can't
connect wireless mainly because of wrong settings. Make sure broadcast your SSID; use
the same encryption for router and camera.

8.1.11 Can’t see other cameras listed

Can’t see other cameras listed in multi-device when using remote access. If you want to
view all cameras via the WAN, verify that each camera added in the multi-device settings
can be accessed by using the DDNS name and port humber. Use the DDNS domain name
not the camera’s LAN IP. (For more details see: How to add cameras in WAN).

8.2 Default Parameters
Default network Parameters
IP address: obtain dynamically
Subnet mask: obtain dynamically
Gateway: obtain dynamically
DDNS: Embedded domain name

Username and password
Default username is admin with a blank password.

8.3 Specifications

Sensor High Definition Color CMOS Sensor
Image
Sensor Display Resolution 1280 x 720 (1Megapixels)
Min. Illumination 0 Lux (With IR Illuminator)
Lens Type Glass Lens
Lens focal length f:2.8mm
Aperture F2.4
Angle of View 70°
Image Compression H.264
Image Frame Rate 30fps maximum, downward adjustable
Resolution 720P (1280 x 720), VGA (640 x 480), VGA (640 x
Video 360), QVGA (320 x 240), QVGA (320 x 180)
Stream dual stream
The hue, brightness, contrast, saturation,
Image adjustment sharpness are adjustable
Flip image flip and mirror
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Infrared mode

Automatic or manual

Pan/Tilt Angle

Horizontal:300° & Vertical: 120°

Night visibility 11pcs IR-LEDs, night vision range up to 8 meters
Supports two-way audio, Built-in Mic & Speaker,
Audio Input/Output 3.5mm audio jack for external Mic & Speaker
Audio Compression PCM/G.726
Ethernet One 10/100Mbps RJ45 port
Wireless Standard IEEE802.11b/g/n
Data Rate IEEE802.11b: 11Mbps (Max.); IEEE802.11g:
54Mbps (Max.); IEEE802.11n: 150Mbps (Max.).
Network Wireless Security WEP, WPA, WPA2
Supports WPS one button push wireless
WPS connection
IP, TCP, UDP, http, HTTPS, SMTP, FTP, DHCP,
Network Protocol DDNS, UPnP, RTSP, WPS, ONVIF
Remote Access P2P, DDNS
. Microsoft Windows XP, Vista, 7, 8; Mac OS; iOS;
System Operating System Android
Require Microsoft IE7 + above version or compatible
ments Browser browser; Mozilla Firefox; Google Chrome; Apple
Safari.
Motion Detection Alarm via E-Mail, upload alarm snapshot to FTP
Privacy Zone Set privacy zone manually
Other User Accounts Three levels user role
Features Firewall Supports IP Filtering
Storage Micro SD card and local storage
Reset Reset button is available
Power Power Supply DC 5V/2.0A
Power Consumption 7.5 Watts (Max.)
Dimension(LxWxH) 110(L)*103(W)*127(H) mm
Physical Gross Weight 680g
Net Weight 310g
Operating
Temperature -20° ~ 55°C (-4°F ~ 131°F)
E“"i:°“ Operating Humidity 20% ~ 85% non-condensing
men
Storage Temperature| -20°C ~ 60° (-4°F ~ 140°F)
Storage Humidity 0% ~ 90% non-condensing
Certifi
cation CE, FCC, RoHS

Power adapter should be used between 0°C-40°C, and 5%-90% relative humidity.
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8.4 CE & FCC
Electromagnetic Compatibility (EMC)
FCC Statement

C

This device compiles with FCC Rules Part 15. Operation is subject to the following two
conditions.

® This device may not cause harmful interference, and
® This device must accept any interference received, including interference that may
cause undesired operation.

This equipment has been tested and found to comply with the limits for a Class B digital
device, pursuant to Part 15 of the FCC Rules. These limits are designed to provide
reasonable protection against harmful interference when the equipment is operated in a
commercial environment. This equipment generates, uses, and can radiate radio
frequency energy and, if not installed and used in accordance with the installation
manual, may cause harmful interference to radio communications. Operation of this
equipment in a residential area is like to cause harmful interference, in which case the
user will be required to correct the interference at his own expense.

FCC Caution
Any changes or modification not expressly approved by the party responsible for
compliance could void the user’s authority to operate this equipment.

CE Mark Warning

C€

This is a Class B product. In a domestic environment, this product may cause radio
interference, in which case the user may be required to take adequate measures.

CEFE K B

Questions? Please visit our website www.ebodeelectronics.eu
for FAQ and our contact details.
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DECLARATION OF CONFORMITY

Hereby, ebode electronics, declares that this ebode IPV38P2P is in compliance with the
essential requirements and other relevant provisions of the following Directives:

Directive 2004 /108/EC of the European Parliament and of the Council of 15 December
2004 on the approximation of the laws of the Member States relating to electromagnetic
compatibility

Directive 2006 /95/EC of the European Parliament and of the Council of 12 December
2006 on the harmonization of the laws of Member States relating to electrical equipment
designed for use within certain voltage limits

Directive 2002/95/EC of the European Parliament and of the Council of 27 January
2003 on the restriction of the use of certain hazardous substances in electrical and
electronic equipment

Directive 2005/32/EC of the European Parliament and of the Council of 6 July 2005
establishing a framework for the setting of eco design requirements for energy-using

Technical data and copies of the original Declaration of Conformity are available and can
be obtained from ebode electronics: PB 25, NL-4264ZG, the Netherlands.

q3

User Information for Consumer Products Covered by EU Directive 2002/96/EC
on Waste Electric and Electronic Equipment (WEEE)

This document contains important information for users with regards to
the proper disposal and recycling of ebode products. Consumers are
required to comply with this notice for all electronic products bearing the
following symbol:

Environmental Information for Customers in the European Union

European Directive 2002/96/EC requires that the equipment bearing this symbol on the
product and/or its packaging must not be disposed of with unsorted municipal waste.
The symbol indicates that this product should be disposed of separately from regular
household waste streams.

It is your responsibility to dispose of this and other electric and electronic equipment via
designated collection facilities appointed by the government or local authorities. Correct
disposal and recycling will help prevent potential negative consequences to the
environment and human health.

For more detailed information about the disposal of your old equipment, please contact
your local authorities, waste disposal service, or the shop where you purchased the
product.
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DECLARATION OF CONFORMITY TO R&TTE DIRECTIVE 1999/5/EC
for the European Community, Switzerland, Norway, Iceland and Liechtenstein
Product category: general consumer (category 3).

English: This equipment is in compliance with the essential requirements and other
relevant provisions of the European R&TTE Directive 1999/5/EC

Deutsch [German]: Dieses Gerat entspricht den grundlegenden Anforderungen und den
weiteren entsprechenden Vorgaben der Richtlinie 1999/5/EU.

Nederlands [Dutch]: Dit apparaat voldoet aan de essentiéle eisen en andere van
toepassing zijnde bepalingen van de Richtlijn 1999/5/EC.

Svenska [Swedish]: Denna utrustning stdr I 6verensstimmelse med de vésentliga
egenskapskrav och dvriga relevanta bestammelser som framgar av direktiv 1999/5/EG.

Frangais [French]: Cet appareil est conforme aux exigences essentielles et aux autres
dispositions pertinentes de la Directive 1999/5/EC

Espafiol [Spanish]: Este equipo cumple con los requisitos esenciales asi como con otras
disposiciones de la Directiva 1999/5/CE.

Portugués [Portuguese]: Este equipamento estd em conformidade com os requisitos
essenciais e outras provisdes relevantes da Directiva 1999/5/EC.

Italiano [Italian]: Questo apparato é conforme ai requisiti essenziali ed agli altri principi
sanciti dalla Direttiva 1999/5/CE.

Norsk [Norwegian]: Dette utstyret er i samsvar med de grunnleggende krav og andre
relevante bestemmelser i EU-direktiv 1999/5/EF.

Suomi [Finnish]:Tama laite tyttaa direktiivin 1999/5/EY olennaiset vaatimukset ja on
siind asetettujen muiden laitetta koskevien maaraysten mukainen.

Dansk [Danish]: Dette udstyr er i overensstemmelse med de vasentlige krav og andre
relevante bestemmelser i Direktiv 1999/5/EF.

Polski [Polish]: Urzadzenie jest zgodne z ogdlnymi wymaganiami oraz szczegolnymi
warunkami okreslonymi Dyrektywg UE: 1999/5/EC
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Also available from ebode: Bluetooth Speaker and Bluetooth receiver

Bluetooth Speaker BTS30

Use the BT Sound to share the music on
your smartphone, tablet or laptop wirelessly
with your friends. As the BT Sound is small
in size you can enjoy your favourite songs

any place, anytime, anywhere! Ideal for

parties, festivals or while travelling.

Bluetooth Receiver BTR30

Transmit the music from you smartphone,
tablet or laptop wireless to your BT Sound
Receiver. You easily hook this up to your
amplifier, stereo set or your car audio

system. Enjoy your favourite songs with

all your friends at home, and on the go!

ebode is focusing on wireless audio and video products, that are affordable,
innovative and plug & play. The products provide you with comfort in your home,
help you to avoid wires, and make sure you can stream your personal audio and
video to where ever you want to look or listen to it. For more ebode products and
information, please visit www.ebodeelectronics.eu.
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Also available from ebode: FM Transmitters and Infrared products

Free Frequency FM Transmitter

Plug the FM Sound in your Smartphone and
send the music wireless to your (car)radio.
Works with any free frequency. Available for
iPod, iPhone, iPad, Android, and any other
device with a 3.5mm plug.

=
55

Infrared Accessories

The ebode line offers accessories for infra-

red control, such as single, dual or triple

infrared emitters, either in a blinking or

non-blinking version. Our optional emitter
shields prevent unwanted, external IR

signals from passing through.

ebode is focusing on wireless audio and video products, that are affordable,
innovative and plug & play. The products provide you with comfort in your home,
help you to avoid wires, and make sure you can stream your personal audio and
video to where ever you want to look or listen to it. For more ebode products and
information, please visit www.ebodeelectronics.eu.
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www.ebodeelectronics.eu
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