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Chapter 1 Warning

TO REDUCE THE RISK OF FIRE OR ELECTRIC SHOCK, DO NOT EXPOSE
THIS PRODUCT TO RAIN OR MOISTURE. DO NOT INSERT ANY METALLIC
OBJECT THROUGH THE VENTILATION GRILLS OR OTHER OPENNINGS
ON THE EQUIPMENT.

Apparatus shall not be exposed to dripping or splashing and that no objects
filled with liquids, such as vases, shall be placed on the apparatus.
CAUTION

RISK OF ELECTRIC SHOCK.
DO NOT OPEN

CAUTION : TO REDUCE THE RISK OF ELECTRIC SHOCK.
DO NOT REMOVE COVER (OR BACK).
NO USER SERVICEABLE PARTS INSIDE.
REFER SERVICING TO QUALIFIED SERVICE PERSONNEL.

EXPLANATION OF GRAPHICAL SYMBOLS
The lightning flash with arrowhead symbol, within an equilateral triangle, is intended to alert the
user to the presence of “dangerous voltage” within the product’s enclosure that may be of

sufficient magnitude to constitute a risk of electric shock to persons.

The exclamation point within an equilateral triangle is intended to alert the user to the presence
of important operating and maintenance (servicing) instructions in the literature
' accompanying the product.
® Battery
Batteries(battery pack or batteries installed) shall not be exposed to excessive
heat such as sunshine, fire or the like.
Disconnection Device
Disconnect the main plug from the apparatus, if it's defected. And please call a repair man in your
location.
When used outside of the U.S., it may be used HAR code with fittings of
an approved agency is employed.
CAUTION
These servicing instructions are for use by qualified service personnel only.
To reduce the risk of electric shock do not perform any servicing other than

that contained in the operating instructions unless you are qualified to do so.

The BNC Out terminal of the product is provided for easier installation, and is not recommended



for monitoring purposes.

If you keep the BNC cable connected, a risk of lightening may cause damage or malfunction to the

product.

Please use the input power with just one camera and other devices must not be connected.

Please read the following recommend safety precautions carefully.

® Do not place this apparatus on an uneven surface.

® Do notinstall on a surface where it is exposed to direct sunlight, near
® heating equipment or heavy cold area.

® Do not place this apparatus near conductive material.

® Do not attempt to service this apparatus yourself.

® Do not place a glass of water on the product.

® Do notinstall near any magnetic sources.

® Do not block any ventilation openings.

® Do not place heavy items on the product.

User’s Manual is a guidance book for how to use the products.
The meaning of the symbols are shown below.

® Reference : In case of providing information for helping of product’s usages

® Notice: If there’s any possibility to occur any damages for the goods and human caused by
not following the instruction

Please read this manual for the safety before using of goods and keep it in the safe place.



Chapter 2 Product Overview

IP Box Camera
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Size of IP box camera
IP IR Bullet Camera ( fixed lens)

29

185

Size of IP IR bullet camera (fixed lens)

IP IR Bullet Camera ( varifocal lens)
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Chapter 3 Function Overview

3.1 Parameter of IP Camera

3.1.1 IP Box Camera

S3E Series 1.3M S3E Series 2M

core

ARMS9 Architecture processor
processor
operating

Embedded LINUX
system
Video ) ) i

] Support H.264 baseline,main profile, M-JPEG
Compression
Audio
] G.711/G.726 /ADPCM/AAC
Compression
Image sensor | 1/3 Inch CMOS 1/2.8 Inch CMOS
Image
] 1280x960 1920x1080

resolution
Framerate 960P@30 F/S 1080P@30 F/S
Lens interface

C/CS,DC
type
WDR 100dB
Image Support NIR,3D noise reduction,de-interlace,image enhancement, edge enhancement,
processing backlight compensation, gamma adjustment
Electronic

Support auto/manual,1s~1/10000s
Shutter
Day/Night ICR
code rate Video Compression code rate:32K ~ 16M bps,Audio Compression code rate:8k,32k,48K
interface Two-way audio,alarm input, TF card,analog video
option POE,analog video output,alarm output,RS485
Network Port | 10M/100M Ethernet interface
Network

TCP/UDP/HTTP/MULTICAST/UPnP/NTP/RTSP/Onvif
protocol
IVA support tripwire, Perimeter
Ingress . . .

] TVS 4000V lightning protection

Protection
power Not include,suggest DC12V +10%

3.1.2 IP IR Bullet Camera:

S3E Series 1 M S3E Series 1.3 M S3E Series 2M




core

ARMO Architecture processor

processor
operating
Embedded LINUX

system
Video

] Support H.264 baseline,main profile, M-]JPEG
Compression
Audio

) G.711/G.726 /ADPCM/AAC
Compression
Image sensor | 1/4 Inch CMOS 1/3 Inch CMOS 1/2.8 Inch CMOS
Image

) 1280x720 1280x960 1920x1080

resolution
Framerate 720P@30 F/S 960P@30 F/S 1080P@30 F/S
Lens

interface type

fixed lens/varifocal lens for option

WDR

100dB 100dB 100dB

Image Support NIR,3D noise reduction,de-interlace,image enhancement, edge enhancement,
processing backlight compensation, gamma adjustment
Electronic
Support auto/manual,1s~1/10000s
Shutter
IR Distance 30-50m
Day/Night ICR
code rate Video Compression code rate:32K ~ 16M bps,Audio Compression code rate:8k,32k,48K
interface Two-way audio,alarm input,USB
option POE,analog video output,alarm output,RS485
Network Port | 10M/100M Ethernet interface
Network
TCP/UDP/HTTP/MULTICAST/UPnP/NTP/RTSP/Onvif
protocol
IVA support tripwire, Perimeter
Ingress . . .
] [P66, TVS 4000V lightning protection
Protection
power Not include,suggest DC12V +10%

Compression

.1.3 IP IR Dome Camera:
S3E Series 1 M S3E Series 1.3 M S3E Series 2 M

core

ARMO Architecture processor
processor
operating

Embedded LINUX
system
Video

) Support H.264 baseline,main profile, M-JPEG

Compression
Audio

G.711/G.726/ADPCM/AAC




Image sensor | 1/4 Inch CMOS 1/3 Inch CMOS 1/2.8 Inch CMOS

Image

] 1280x720 1280x960 1920x1080
resolution
Framerate 720P@30 F/S 960P@30 F/S 1080P@30 F/S
Lens interface
fixed lens/varifocal lens for option
type
WDR 100dB ‘ 100dB 100dB
Image Support NIR,3D noise reduction,de-interlace,image enhancement, edge enhancement,
processing backlight compensation, gamma adjustment
Electronic
Support auto/manual,1s~1/10000s
Shutter

IR Distance 20-30m

Day/Night ICR

code rate Video Compression code rate:32K ~ 16M bps,Audio Compression code rate:8k,32k,48K
interface Two-way audio, alarm input, alarm output, camera recording for option
option POE,analog video output,alarm output,RS485
Network Port | 10M/100M Ethernet interface
Network .
TCP/UDP/HTTP/MULTICAST/UPnP/NTP/RTSP/Onvif
protocol
Ingress
] All aluminum, TVS 4000V lightning protection
Protection
IVA support tripwire, Perimeter
power Not include,suggest DC12V +10%

Please take the actual device as the standard

3.2 Hardware Interface

.-""._
Hﬂ[m D Ethernet
mflfff |  Dci2v

Alarm Output

Alarm Input

Audio Input
Audi Output

uUsB



3.2.1 Interface Introduction

type function name description
power DC12V DC12V+10%
System
) Ethernet ETHERNE
interface 10M/100M,R}45
interface T
VIDEO BNC(Q9)interface, 75Qp-p analog video signal output
Video output
OuT (only box camera)
Audio/video linear signal input,G is common port,input voltage <1V;
Audio input IN
interface (for option)
linear signal output,G is common port, should with active
Audio output ouT
speaker (for option)
1-ch input&1-ch output,
Alarm IN&G alarm input interface,G is common port
_ ALARM
extend interface | interface OUT,COM are alarm output interface; COM is ground
(option) terminal (for option)
Control
RS-485 | A:485(+), B:485(-); (only box camera)
interface
Recording TF CARD | Micro SD max support 32G
_ support
interface USB Support 32G (for option)

Notes: Only Vari-focal Camera owns all these ports; Fixed len camera only has ports for Ethernet

and power supply.




Charpter 4 Common function

4.1 Product upgrade

How to upgrade the version of product

step description
1 Connect computer and network video to the same network, and modify the ip
address to the same network segment.
2 Input device address and login
3 Select kernel file(*.bin) and start upgrade, program will restart automatically
4 Select web file(*.box) and start upgrade, program will restart automatically
5 Login web-advanced option and check if upgrade is successfully




Charpter 5 Installation Instruction

5.1 Installation Preparation

1. Preparation

All electrical work must comply with the latest electrical codes, fire regulations and relevant
laws and regulations; According to the packing list check if all accessories are in the package and
determine the location of the high speed dome camera and installation applications are consistent
with the requirements; if not match, please contact your dealer. Please follow the work
environment requires the use of the product. Depending on the circumstances actually required to

prepare your own tools.

2. Necessary Tools:

/— adjustable wrench /— cross screwdriver

flathead screwdriver (big/smalli) internal hexagon wrench{4mm)

Fig 4.1.1Tools
3. Check the installation location space and intensity
Please make sure the location has sufficient space and intensity to install. The ceiling, wall
or bracket must be able to bear 4 times the weight of the IP camera itself.
4. Please save all packaging material
Please well keep the original packing materials, in order to send back if any problem.

% Note: Non-original packing material may result in accidental damage in transit.



5.2:Installation Instruction:

5.2.1 HD IP Box Camera:
Taking wall mount as example

Lens

Bracket

Screws

HD IP Box Camera Installation
Steps:
1, Mark the installation holes in the wall by ink pen
2, Drill holes in marked points.
3, Plug the expansion bolts into the holes.
4 Screw the bracket fastened to the wall.
5, Fix two nut screws aligned camera position and rotate tight. Adjust bracket gimbals to
appropriate location.
5.2.2 HD IP IR Bullet Camera (Fixed&Varifocal):
Taking wall mount as example



HD IP IR Bullet Camera Installation

Steps:

1, Mark the installation holes in the wall by ink pen

2, Drill holes in marked points.

3, Plug the expansion bolts into the holes.

4 Screw the bracket fastened to the wall.

5, Fix two nut screws aligned camera position and rotate tight. Adjust bracket gimbals to
appropriate location.

5.2.3 HD IR Dome Camera (Fixed):

Taking ceiling mount as example

HD IP IR Dome Camera(Fixed) Installation
Steps:



1, Take out camera and unscrew the three screws on the housing, remove the bottom chassis

2, Mark the installation holes in the wall by ink pen

3, Drill holes in marked points.

4, Plug the expansion bolts into the holes.

5, Fix the three @5 screws on dome camera and fasten on the wall. Assemble the components
removed from the first step. Adjust the lens direction to the proper position and tighten the three
screws.

5.2.4 HD IR Dome Camera (Varifocal):

Taking ceiling mount as example

HD IP IR Dome Camera(Varifocal) Installation

Steps:

1, Paste positioning on the wall

2, Punch holes on marked points and plug in expansion bolts.

3, Loose the three screws and remove dome cover, fasten the dome base on ceiling.
4, Adjust camera lens to the proper angle, and tighten the screws

5, Aligned cover with mount position, adjust black hood position and tighten the screws.



Chapter 6 WEB Instruction

6.1 System Requirement

IP camera web settings support WindowsXP,Win7 and Win8 system, please make sure right
installation and setup of following items:
(1)Display resolution: 1400 * 900 or higher, color: High Color (32-bit).

(2)Please make sure the Windows system install the necessary character style.
6.2 Built-in Web Instruction

When using the network video products for the first time, an ActiveX control is needed.
(1)Login IP address and enter to ActiveX download interface

(2)Download ActiveX and click [Run] to install;

(3)Shot down the WEB before installation and click [ Next] .

43 Select Language @

7

Please select a language!

Chinese LI

Cancel ||

(4)Input IP address of camera and allow to add plug-in after installation success.

(5)When you success to load plug-in, it shows page as below. Then please enter ID, password.



NETVIDEO

User Name | admin |

Password | 0000 |

Note: Please ensure IE version above 6.0. And do not use any other browser except Firefox and

Chrome.

6.3 Log in

(1)Default user name is “Admin”
(2)Default password “1111”
(3)If you want to change port number, please enter right port number after IE shows port

number after you success to log in.

6.4 Preview

—— PTZ control

Live view windows

— Preset

Live view|parameters | Video Parameters




6.4.1 Preview page

Descriptions of live view parameters and toolbar

Channe1 1

Icon Description Icon Description
— Major stream I ] Manual recording on / off,
1 Major - |
. and default storage path is
D\NetVideoBrowser\
Minor stream I 1 Manually capture, and
Minar - o
| SS— default storage path is
D\NetVideoBrowser\
1 | Third stream | 1 Intercom on/off
3rd Skream 1 Q |
 — | A i
| T 7 | Screen lock ' s ] Full screen
| @ f Screen adapt to current o Audio on, volume adjustment
— resolution l =~ | and mute

Note: When stream type is [ Pure Video] ,audio preview is invalid.

6.4.2Video parameter

(1)<Default> to resume the default settings.
(2)According to network situation you can choose preview
mode from <Low bandwidth>, <Low latency> to <High

quality>, <High fluency>

i 1den AT AM
% —0 e
CI' 3 30
-y 0 30
3 23

Default

{7 Low bandwidth ) High quality

i Low latency () High Fluency




6.4.3 PTZ control

(1)Select rotation direction of speed dome, - ™

o i 5

enable auto scan.

(2)<Zoom>Zoom in /Zoom out

(3)<Focus> Manual Focus.

(4)<Iris>Manually adjust iris. — +
(5) set PTZ speed + = Zoom e
— Focus +
(6) X°  Wipper e
M Q &  Preserved for future functions -

6.4.4 Preset position Presat &
Q
Search the target preset number _ a

<Set> Setup preset position Presst 2

Preset 3
<Call>Call the preset position

Preset 4

Preset 5

6.5 Playback

2014-02
Sun | Mon| Tae | Wed [Thu [Fri |[Set

FileType [Record v

RecType | Al ~ | Remate [¥]

Chan No. Start TimeStop Time

< >

" o« » o L I A @ N | W | [ | e oomopoonm 4= = LR




6.5.1 Search recording files

ol

2014-02

(1)Select date in the calendar Sun | Mon| Tue | Wed |Tbu |Fri | 3an
1
(2) <File Type> select <Record> or <Picture> e [ 3 [+ |5 [« |l
(3)<Rec Type> Select targeted file type video/picture. :5 :S l; z ;Z ; ;:
23 24 Fa} 2B 2T 28
FileTyps Recoed b
RecType  All % Remole E
Chan No, Start Time Stop Tine
6.5.2 Descriptions of playback toolbar
con Description Icon Description
Stop recordin Clip video files, and default
@ P g _\o p .
_ storage path is
D\NetVideoBrowser\
Speed down in Single screen
« b L] 8
1/2X,1/4X,1/6X and 1/8X =
Play Playback in 4 screen at the
2 H| .
S ki) same time
Speed up in 2X,4X,6X and 8X % A Full Screen
» !.!
Playback by frame Download recording files
I» 3§
- Audio on, volume adjustment FRip Download files into FTP
= and mute — server
- Capture, and default storage !‘} Preview download status
S path is D\NetVideoBrowser\ e
6.6 Log

(1)<Channel No> Select target channel

(2) <Log type>
All/system/warning/alarm/operation/user/others
(3) <Start time> Select start date and time.

(4) <End time> Select end date and time.

(5) <Query> Get a log list.

(6) Check logs by <First page><Pre page><Next
page><Last page> and <Jump to>target page.
(7)<Export current page> to export logs, and
default save path is D\NetVideoBrowser.
(8)<Export all page> to export all the pages query,
and default save path is D\NetVideoBrowser.

Live View

Flaback

Cnfiguration

oreete, uichrnd

astiee [

¥ oo

" Curd Te

3
(ot | [ sqonte




Chapter 7 Configuration

~ Audio Yideo Set

Audio Param

Key Region
» Dome Set

b WCA

b OSD

¥ Storage Management
b Metwark Managemert
P User Management

b Alarm Management

b PTZ Management

b Advance Set

video Param

Channel No.
| Gereral Set
‘ideo Qualty
Stream Type
Resslution
Bit Rate
Frame Rate
Prefer Mode
WP Mode
TFrame Rate

Encoding Mods

b| Advanced Set

[ channel 1 magor

|stter

[ Audic video

| s60p(1 280360

‘5144

]

[Frame Rate

[pa

|50

| static code rate

[Csave | [Campot | [ e |

Attention: All settings will be enabled in 3 seconds after <save>.

7.1 Audio Video Set

7.1.1 Video Parameter

<Channel No.>Select the target channel

General Set
(1)<Stream Type><Audio Video>/<Pure Video>

(2)<Encoding Mode>

<Static code rate> Fix stream and bandwidth

occupation.

<Dynamic code rate> Stream will be varied to the

change of video, take up less bandwidth when there is

no change on video.

(3)<Video Quality>only be activated when choose

<Dynamic code rate> in <Encoding Mode>.

<Video

Quality><Best>,<Better>,<Good>,<Fair>,<Poor>

The better quality the more stream and bandwidth

occupation.

~ Audia Yideo Set

Audio Param

Key Region
b Dome Set

b VA

» 0D

¥ Storage Management
¥ Netwvark Management
¥ User Management

b Blarm Management

b PTZ Management

» Advance Set

Video Param

Channel No.
| General Set
viden Qualty
Stream Type
Resoltion
Bit Rate
Frame Rate
Prefer Mode
KNP Mode
IFrame Rate

Encoding Mode

| Advanced Set

[ channe! 1 ajor

[Better

[udo video

aeort1230x360)

|5144

[=

|Frame Rate

[paL

=0

| Static code rate

(o] (oo ] [ower ]

(4)<Bit Rate> show stream rate for the video, unit is Kbps. When choose<Static code rate>, <Bit

Rate>stand for actual rate of the stream. When choose<Dynamic code rate>,<Bit Rate>show

the max stream rate, range from 32 ~ 8000Kbps.
(5)<Frame Rate>1/5/10/15/25/30fps optional.



(6)<I Frame Rate> To set the interval time for each two I frame. (I frame is the key frame in the

video stream)

(7)<Prefer Mode>

<Frame Rate> Fluency first

<Quality> Video quality first

(8)<Resolution> 4CIF/VGA/720P/960P/1080P.
(9)<N/P Mode> Select <PAL> or<NTSC>.

Advance Set

(1)<Video Encoding>

<H.264> and <Motion JPEG>

(2)<Extended Code>

Available when selected <H.264>, there are
<baseline>, <main profile>, <high profile> for
selection.

(3)<Encrypt Type> Add password for the
channel.

<Encrypt Password> Enter password.
<Password Confirm> Confirm the password.
Click<Save>to enable.

Video Parameter-Export

<Export> backup the configuration file, save to

D\NetVideoBrowser\VideoParam.dat as default.

Video Parameter-Import

~ dudio Yideo Set
Vidzo Param
Audia Param
Key Region

b Dome Set

(=)

» 05D

P Storage Management

P Network Management

b User Managemert:

P Alarm Management

b PTZ Management

b Advance Set

<Import> import the backup file for parameter configuration.

Audio Parameter

(1)<Channel No.>select target audio channel.
(2)<Audio Encoding> select audio compression
type.

(3)<Audio Sample Rate>

<8k>,<32k>,<64k> optional.

(4)<Save> save and enable the setting.

Note: some models need reboot after saving the

setting.

video Param

Channel tia.
| General Set
%] Advanced set
Extended Code
video Encading
Channel Type
Encrypt Type
Encrypt Passuord
Passuword Confim

Electronic image stabiization

Channel 1 Major v

[baseline v/

[h.zs4 v

Mot encrypted v

|Disable v

w Audio Yideo Set

Wideo Param

Key Region
b Dome Set
b uch
b 05D
b Storage Management
¥ Metwork Management
b User Management
b Alarm Management
b PTZ Management

b Advance Set

Audio Param

Audio Sample Rate gk

Charnel Mo, |channel 1

Audio Encoding |G, 7118

Save




7.1.2 Key Region

<Key Region> To have better image quality
for some regions on the video, there are 4
regions settable for each video.

(1) <Draw Region>

Use the mouse to draw the key region on the
video.

(2)Click<Save> to enable.

(3) <Delete Region>

delete the drawn regions.

7.2 Camera Set

7.2.1 HD Parameter

Set video image parameter in this page.

HD Param-Model

The system provides 8 video templates for
different application, all the video parameter
can only be revised and saved in the template.
(1) <Current> Select current template.
(2)<Name>show the name of the current
template, it can be revised.

HD Param-Parameter

(1)<Sharpness> Range from 0 to 255.
(2)<Focus Mode><Auto>or<Manual>.
(3)<Day/Night><Auto>,<Night>,<Day>.
(4)<ICR-Sensitivity> set sensitivity for IR filter,

e
Pusdio Param

» Dome Set

———

» User Management

o]

» PTZManagement

» Advance Set

KeyRegion

Chamnelo.  Channel 1 ™

¥ dudo Video Set

v Dome Set
HO Schedde
Basic St
Mabon Set.
Mot Schedde
Rset

Sauskio

¥ Sorae Managenert
» Vetwerk Mangement
¥ User anagemen:

¥l Masagement
» PZMsagenert

¥ Advance Set

<Low>, <Middle>, <High> optional. The higher value you set, the faster the IR filter switch.

(5)<Digital De-noise> revise the gamma value of image.

<Digital De-noise>has options of<Close><Ordinary Mode>and<Expert Mode>, default is

<Clode>.When selected<Ordinary Mode>,there will be a sliding block to set the de-noise level.

When selected<Expert Mode>there will

show

sliding block for<Space-Domain

Denoise>and<Time-Domain Denoise>, drag to set <Space-Domain Denoise>and<Time-

Domain Denoise>.

Remark Click button<Save Schedule> to save all the setting into the template.

(6)<Wide Dynamic><ON>,<OFF>. When selected<ON>, it will enable setting for<Level>,there

are High/Medium/Low for selection.

(7)<White Balance ><Auto><Manual>and<ATW>.When selected<Manual>,there will be 2

sliding blocks to set the white balance, R stand for red gain and B stand for blue gain.

(8)<Exposure><Auto>and<Manual>

(9)<Light Suppression> <ON>and<OFF>, suppress the high light.

(10)<Defog> <ON>and<OFF>
HD Param-Restore Defaults



Click button<Restore Default>to recover the defaults setting for the target template.

Remark <HD Param> has Export and Import function, operation is the same as <Video Param>.

7.2.2 HD Schedule e
- | gl m—
To define different video template used for = g - [ e
different time period. - 0@ ;.=
(DIt offers 8 different time periods, select the . o . :
check box to enable it. S =
¥ Mebwark Manaeeert. B — —
(2)Select template for each time period. Vst T =
[ g g e st e gtz e
(3)Length of each time period is settable. Colors B
are different for different template. a7 P
i indr ot w s it
(4) Click<Save>to save and enable. ) ]
7.2.3 Color to black
<Color to black> switch from color to black&white.
» Audio Video Set
w Camera Set Color To Gray
z::::m ChannelNo. |Channel 1 - Realtme 185
Color To Gray I Color to Gray Type | Auto(outside) A
yvea El9/0103 14:11:23 Chamiel 1 e (nside]
» Network Management Gray to Color Delay(s) 10

» User Management
Color to Gray Delay(s) 10
» Alarm Management

» PTZ Management [ save )
» Advance Set

Color to black - Color

<Color>IP camera always display color image and never switch to black&white.
Color to black - Black&white

<Gray> IP camera always display black&white image and never switch to color.
Color to black - Timer:

<Timer> IP camera display color image at day time and black&white at night time.

(1)Select <Timer> in the list of<Color to gray type>.

(2)<Day range>Time for black&white switch to color, default is 6:00.
(3)<Night range>Time for color switch to black&white, default is 18:00.
(4) Click <Save>.

Note: Night range must be later than day range.

Color to black - Auto inside:

<Auto inside> [P camera will detect brightness of the video image automatically. If the brightness



value is more than day range, the video switch from black&white to color. If the brightness value is
less than night range, the video switch from color to black&white.

(1)Select <Auto inside> in the list of <Color to gray type>.

(2)<Gray to color delay> unit is second, which means it delays for a certain seconds before video
switch from black&white to color. The default value is 10 seconds.

(3)<Color to gray delay> unit is second, which means it delays for a certain seconds before video
switch from color to black&white. The default value is 10 seconds.

(4)Click <Save>

Color to black - Auto outside:

IP camera detects brightness of environment by using camera sensor. If the brightness value is
more than day range, the video switch from black&white to color. If the brightness value is less

than night range, the video switch from color to black&white.

7.3 VCA

<VCA>, also called <IVA> / <IVS>, to setup the video intelligent analysis of speed dome camera.
<Enable> enable the VCA function.

Tripwire Perimeter

7.3.1 Event Parameters

The speed dome camera supports 2 rules of VCA<Tripwire> and <Perimeter>. <Tripwire> Draw
a tripwire on the screen, when objects cross the tripwire, it would trigger alarm; <Perimeter>
Draw an area on the screen, when objects enter it will trigger alarm.

(1)<Enable> enable VCA function on current channel.

Channel Ma. [Channel 1 v] [T]Enable Rule ID [1 ,] ] valid
<Valid> activate the rules and start setting. Rule Name
<Rule Name>Give a rules name(max to 16 characters). EventSet |Perimeter ] | LneClear
Notes Max 2 rules available on the same video channel. DetectMode  [Intrusion -
(2)<Event Set> Alarm Color ~ [Red
Choose the rules <Tripwire>/<Perimeter>. No Alarm Color  [Green
<Detect Mode> For <perimeter> detection, include 7] Show Alarm Count
<Intrusion>/<Enter>/<Leave>. Show Alarm Rule

<Intrusion> alarm when object come in/out.

Save

<Enter> alarm when object come in.



<Leave> alarm when object go out.

(3)<Show Alarm Count>show the total alarm times. RueDd [1 +| Fluaid
<Show Alarm Rule>show the tripwire/perimeter on Rule Name

Video' Event Set [Tripwire v] Line Clear

<Two-way Alarm>when selected <Tripwire>,

Alarm Color  |Red
choose the”two-way alarm”, then two directions cross

Mo Alarm Color | Green

will both trigger alarm.
[ show Alarm Count
<Line Clear>clear current lines drawn on video. 7] Show Alarm Ruie
<Rule Clear>clear current rule. [ClTwo-way Alarm
(4)<Save>Save and enable the VCA setting.

Notes VCA will be activated in the whole week as
default. For specific setting on alarm schedule, please

go to <Alarm Set>.

7.3.2 Alarm Set
Setup VCA activation schedule.

(1)<Channel No.> select the target channel

Channel Mo, h | -
<VCA Enable> Indicate the VCA status of the a o \Chemel
current channel. Rueld |1 |
(2)<Rule ID> Connected to the setup VCA rules in Rule Name
<Event Param>, when select rule ID, it will bring Event [Tripwire Erable

out setup information of <VCA Enable>, <Rule
Name> and <Event>.

<Enable> Enable the setting of <Schedule> to setup the day and time of the VCA activation.

Schedule | Thursday -
Copy To Al
] 5un TiMon [T Tue Cwed  [#]Thu IFri [C] sat Apply

(3)<Schedule> Schedule alarms. 4 time periods

selectable in a day. Link Type | Link Out -

<Apply> enable the setting. Channel No. BA

(4)<Link Type> 12 34 56 7 8 9 10111213 14 15 16
<Link Out> alarm output. |

. . i 17 18 19 20 21 22 23 24 25 26 27 28 29 30 31 32
<Link Rec> activate recording.

<Link Snap> activate snapshot.

<Save> Save to enable setting.



7.3.3 Alarm Information

Alarm Info

Check alarm info.

Crarvelio.  [chamme 1

<Reset>Clear alarm numbers of the VCA rule. T —P—r B —

<Clear>Delete all the alarm information in list.

7.4 0OSD - ; Channel 1
i P,L
4
7.4.10SD itk
Channel Name "ﬁdditinna}é Te
A

(1)<Channel Name> Input channel name, then it

i
Ll
i

will show on screen.
(2) <Customize Position> drag <Channel Name>

to the target position on screen.

(3)<Color> Choose your favorite color.

Date
(1) <Date> Display date on screen.
(2) <Show Week> Display week on screen.

(3) <Customize Position> drag <Date> to the [ channel Mame | Channel 1 |

target position on screen. ] Custonize Postion color

(4)<Color> Choose your favorite color. @loate T20tejazior 3
[ Customize Position Color

Additional Text [Jshow sk

(1)<Additional Text> 5 areas available to put @ 24 hours 12 hours

additional text on the screen. Addtional Text [ 3

(2) <Customize Position> drag <Date> to the

target position on screen.

(3)<Color> Choose your favorite color.

[[] Customize Position Color

0SD Size 05D Size [ adust-gelf |

<Adjust-Self> Edit OSD size.

<Save> Save all settings.




7.4.2 LOGO

Add LOGO picture on screen.

Notes logo picture format must

be .bmp, and must be follow the size.
<LOGO File>,<Browse> to select logo
picture, and<Upload>

Notice Device will restart after upload
(1)After restart, select<Enable> to show the
logo on screen.

(2)Enable<Customize coordinate Pos> to
put the logo on the target position on screen

where you click.

7.4.3 Video Cover

Add up to 4 cover areas on the screen.
(1)<Channel No.> Choose target channel.
(2)<Draw Region> Check to enable.
(3)Draw cover area on screen

(4)<Clean Area> Delete all cover areas.

7.5 Storage Management

7.5.1 Record Policy

Setup recording schedule.

(1)<Channel No.> Choose target channel.
(2)<Record Status> Display current record status.
(3)Select recording type(multiple-choice)
<Manual Rec> Check to start recording.

<Alarm Rec> Recording will be activated by
alarm.

<Task Rec> Timing recording, 4 time periods
settable for one day.

(4)<Offline Video> When it is ON, the device will
follow the schedule of <Task Rec> when offline.

(5)<Save> Save.

LOGO Filef*, brp) | |l Browse H Upload ]

[JEnable
[ custamize coardinate(dick video window)Pos
Requirements on the image format:

1.The bitmap depth must: be 24.
2.The size shall be less than 200%200, and the height and width shal be multiple of 4,

Yideo Cover

Channel Mo.

Channel 1 Major v/

[CJoraw Region
Record Palicy
Channel o, | channel 1 &
Record Status
[JManual Rec
[] Alarm Rec
[JTaskrec
Schedule
Copy To Clan
Osun COden [Cwe Cwed  Othe Brd [lsat
Offiine Video | OFF | Prompt video recording with Internet disconnected, at



7.5.2 Pre-recorded Alarm

<Pre-recorded Alarm> record before alarm, or
continue to record after alarm.

(1)<Channel No.> Target channel.
(2)<Pre-recorded Alarm> Check to enable.
(3)<Pre-record Time> Record before alarm.
(4)<Record Delay> Continues to record after
alarm.

(5)<Save> Save.

7.5.3 Storage Set

<Pack by time> Pack the record files by time.
<Free Disk> Pack the record files by size.
<Strategy> Select how to handle the record files
when the disk is full.

<Stop Rec> Stop record new files.

<Cycle Del> Delete the earliest record files.
<Cycle Del (Except Alarm)>

Delete the earliest record files except event record
files.

<Save>

7.5.4 Snapshot Set

(1) <Channel No.> Select target channel.
(2)<Timing capture> Enable timing capture
(3)<Interval(s)> Set how much internval times
between two snapshots.

(4)<Link FTP>snapshot and upload to FTP server.
(5)<Link Email>snapshot and send to target
email.

(4)<Save>

7.5.5 Disk Information
<Initialize Disk> format the disk

7.5.6 Network Storage

(1)<Device No.> Select disk.

(2)<Status> Show current disk status information
(3)<Usage> Shows purpose of disk.

(4)<IP Address> Setup IP address of <Network
Storage>.

(5)<Mapping Path> Setup disk path of mapping.

Pre-recorded Alarm

Channel Mo, | Channel 1
Pre-recorded Alarm
Pre-record Time (5-15)s |10

Record Delay (10-600s |10

Storage Set

Storage Palicy

(& Packby Time |30
Free Disk 300

Strategy | Cyde Del

Save

Snapshot Set

Channel Mo, | Channel 1
Timing capkure | Disable
Intervalls)

Capture Link. []Link FTP ] Link Emnail

Save

Net Storage

Device Mo, 1
Stakus
Usage
IP Address i} . i}

Mapping Path  |/nfs

Save

L

{10~60)Min

{>=200)ME



(6)<Total Size(M)> Shows used and total capacity of the disk.

(7)<Save>

7.6 Network Management

7.6.1 Cable Network

<DHCP> check to enable DHCP server will
automatically allocate IP address for devices.
<[Pv6> Display IPV6 address and subnet mask.
<MTU> Maximum Transmission Unit, range from
500~1500, default value is 1500.

<Ethernet Rate> Select mode and rate of Ethernet
card, default mode is <Automatic Detection>, speed
unit is MB.

Notes: Devices will restart after change <Ethernet

Rate>.

7.6.2 Registration Center
Keep same settings as what you register in DDNS

website (www.myvideo.com).

Total Size(M) [

Free Space(0.00G) Taotal Size(0.00G)

Cable Network

IPv4 Address

IPv4 Subnet Mask

IPv6 Address

IPv6 Subnet Mask

Gakeway

DS

MTU

Ethernet Rate(l)

CloHce

[ 0 . 1 . W |
[ == = .= . 0 |
| |
| |
Ce w1
T w11
o |
| Automatic Detection v|

Save

¥ Audio Yideo Set

» Dome Set

b vcA

» 05D

¥ Storage Management

~ Nstwork Management

Cable etwork

histiork Service
1P Fiker
P Liser Managemert
b alarm Management
b PTZManagemert

b Advance Set

Registration Center

Server Name WSS

Py [1R68.1

Partl (004

Fz [192.368.1.1

Partz  [6004

User Mame ‘QQ

Password ‘.-..




7.6.3 Network Service
DDNS
Keep same settings as what you register in DDNS

website(suggested: www.myvideo.com).

FTP

Make sure to insert the memory card.

PPPoE
Check to enable PPPoE function, enter User name

and confirm password.

NTP

<NTP Server> enter server address.
<Port> enter NTP server port.

<Interval> update interval.

b Audi Video Set

» Dome Set

(=)

» 05D

» Storage Management

 Hetwork Management
cable Network

Registration Center

TP Fiter

» Lser Management
¥ Alarm Management
» PTZManagement

» Advance Set

Network Service

x| ons

[Cenette

Server Domain ‘nvs.ﬁizz.mg |

DONS Domain | wwur. 3322.0rg v
- |
Userflame  ms |
Passuord ‘ e |

Password Confirm

BFe
b | PPPoE
| NTP

b Other

b Audic Video Set

» Dome Set

b uca

» o

¥ Storage Management

~ Network Management
Cable Network
Registration Certer
Ritwork Service:
1P Fiter

b User Management

¥ Alarm Managemert

b PTZManagement

¥ Advance set

Network Service

| oons
sleme
Usage @ Downioad
] erroE
e
b Other

b Audio Yideo Set

P Dore Set

(3

b 03D

b Storage Management
v Network Management
Cable Netwark,
Registration Center

Network Service

TP Filter

b User Management
b Alarm Management
» PTZ Management

b Advance Set

Network Service

| Dons
B FTP

& PPPoE

[enable

User Name [ 1240070 ]

Password ‘-- coese |

Password Confirm ‘-- sosse |

a3
] Other

b Audo video set

» Dome set

b ucA

» 050

b Storage Management

+ Natwork Managsment
Cablo Notwork.
Registration Conter
Network Service

1P Fiter

b User Management:

b Advance set

Network Service

1+ oons
B F
k| PPROE

e

wesenr [0 |
o122 |

nterval) [0 |

Save

b other




Others
Set Http and Https port, Enable UPnP and SNMP

functions.

7.6.4 IP Filter

Blacklist

b Audio video Set

» Dome Set

Cable Network
Registration Center

Hetwork Service

3 poKs
BFE
] peroe
e
%] Other

Network Service

[ upre Enabie []sp Enable

HITRPort (80 |

HITPS Port (443 |

User want to block some IP address, select<Block the Following IPs>, input the block IP address

and<Add>,<Save>.Max to add 16 blacklist IP
address.

Caution: Please don’t add your own IP address in
blacklist, otherwise you will not be able to login.
Whitelist

User want to allow only some IP address, select
<Allow the Following IP>, input trusted I[P address,
<Add> and <Save>. Max to 16 whitelist IP address.
Caution: Once enable the whitelist function, please
make sure to add your own IP address in whitelist,
otherwise you will not be able to login the device.
Cancel blacklist or whitelist

Anytime click<Allow All> and <Save> to cancel all
the blacklist and whitelist.

b Budio Video Set

b Come set

b vea

» o

» Stovage Managemen:

w Network Management
Cable Network
Regstration Certar
Hetwark Service
e

» User Management

¥ dlarm Manzgemen:

¥ PTZ Management

b addvance 52t

Note: Please restart device after setup blacklist or whitelist.

7.7 User management

7.7.1 Add User

<User name> add user, only English letter and figure
are available.

<Password> only English letter and figure are
available.

<Authority>:

Browse: Can only watch the videos.

browse+ control: Watch video and control PTZ.
browse+ control+ set: Allow all operation except
user management.

Administrator: All operations available.

User Mame
Password
Password Confirm

Authority

1P Fiter

© alow 41

Ol the folowngPs O Block the flowing IPs

] =2

i) Status

Browse

Erowse+Control
Browse+Control+5et
Adrin




7.7.2 Modify password

Select the user you want to modify in the user list,
click <Modify Pwd>,input the old password, new
password, password confirmation, then
click<Modify>.

7.7.3 Delete User

Select targeted user in user list and click [Delete]
to delete.

7.8 Alarm Management

7.8.1 Alarm Input

[P Camera alarm input only has port1, alarm mode

include closed circuit alarm and open circuit alarm.

<ON>is closed circuit alarm.

<OFF>is open circuit alarm.

<Link Out>/<Link PTZ> activate alarm device or
PTZ.

7.8.2 Alarm Output
Alarm output only has port 1.
<ON>is closed circuit alarm.

<OFF>is open circuit alarm.

7.8.3 Motion Alarm

User Marne

0ld Pred

Mews Pred

Password Corfirm

b tuo e St
¥ Cone s

b

b o

¥ Sonoge Havenert
¥ Netverk Managerent
¥ Usar anagumert

Alar gt
bt |1 ¥ et
Mode Set | oN v
schedis [rrgay v
o p
o “
o -
o "
coyTo [Om
Osn Obe Ote Dwed Ot EFi Csa [y ]

rkType  |Lnkout v

Cueeite, [l
12345678 00NN ISK

o
PEBDARBNERTBBDIAR

Alarm Output

Cukput Paork | 1

(1)<Set Motion Detection Area> Check to draw area on screen.

(2)<Clean Area> Clean drawn area.

(3)<ICR-Sensitivity> set detection sensitivity, range from 0-

100, 100 means the highest sensitivity.
(4)<Schedule> setup alarm arm schedule.

(5)<Link Out> set alarm activation.

Mode Set | om

Schedule

Link Type

[ 56t Mation Detect Area
-

24
Vv

[Friday 5

0 [
0 [rece
0 [0
o [oece
Capy Ta Can
Csun Cron

| ~ [ooo

‘ ~ ‘UU:UU

|
|
|~ om0 |
|
|

| ~ [ooo

Ome Owed Cthu B Osat

[uink cut |

Channel []all
12 3 45 6 7 8 9 101112131415 16

m]
17 18 13 20 21 22 23 24 25 26 27 28 29 30 31 32




7.8.4 Lost alarm

Alarm when video lost. w:“wu, S 5 S
(1)Check to enable lost alarm for target channel. B ) =
(2)<Schedule> Setup alarm arm schedule. - ’

(3)<Link Type> Link PTZ/no link. e e

(4)<Link Channel> T
(5)<Link PTZ Type> no link/preset position/pattern/auto ——— §

Tour.

7.8.5 Cover Alarm

Alarm when camera lens is covered.

|

» Audio Video Set
b Dome Set Cover Alarm
b vCA
» o Channel Ho. | channel 1
b Storage Management 1 ', 24
¥ Network Management
b User Managsment sehecle | Frcay v‘
~ Alarm Management [ ~ [
© Alarm Input O [oo:0 o [on0o
oo Alarm Output D 00:00 ~  |00:00
Motian Alatm
[ |oo:00 ~ |00:00
Lost Alarm
CopyTa  [Jal
Csun Ceon Crue [lwed  Dthe
Email Alarm
Link T:
Alarm Server e Lekerz |
b PTZ Management Link Channel | charne! 1 ~
b Advance Set
Link PTZ Type ‘NU Lirk v
Muraber

Fri

Osat

Apply

7.8.6 Email Alarm

(1)<Email Alarm Enable> check to enable
sending email after alarm.

(2)Set sending email information:

<SMTP server> <SMTP port><Email
Account><Email Password>

(3)<Email Mode>

(4)Input receive email address, support up to

4 email address.

7.8.7 Alarm Server
Set alarm server’s IP address and port

number,

» Audio Video Set

» YCA

» OSD

b Storage Management

» Network Management
Alarm Input
Alsrm Sutput
Motion Alarm
Cawer Alarm
Alarm Server

» PTZ Management

» Advance Set

Email Alarm

Sikp Server
St Part

Email Accaunk

Emal Password
Emal Mode

Email Subject

Main Email Address
Email Address 1

Email Address 2

Emall Address 3

[CJEmail Alarm Enable

b Audio Video Set
» Dome set
» vca
b osn
b Storage Management
» Network Management
» User Managemert
« alarm Managemert
Alarm Toput
Alarm OupLE
Motian Alarm
Lost Alarm

Cover Aarm

Email Alarm

b PTZ Managemert

b Advance Set

Alarm Server

P——

ot [0




7.9 PTZ Management and Control

Serial Port Set

Serial Port Set

PTZ management mode: <Serial Port Set>and<Protocol pattons[conz v]
BaudRate  [2500 v
SEt> Pty [none v
<Serial Port Set>: bz [e =
. . workMode | protacol Made &

<Port Name>,<Baud Rate>,<Parity>,<Byte Size>,<Work e
channel |1 v‘
MOde> Port Name |(Dm2 »‘
<Protocol Set>: ot [pore peicor -
) S

<Channel>,<Port Name>,<Protocol>,<Address>

save

7.10 Advance

7.10.1 Local set

(1)<Showing frame-rate and bit-stream information> check to display frame rate and bit stream
on video.

(2)Set the save path of record files, snapshot, clips and download files.

(3)<Protocol Type> TCP, UDP or multicast.

(4)IP camera has only one channel, user can choose major stream or minor stream.

Local Set

[ 5howing frame-rate and bit-stream infarmation

Channel No. Channel 1 Major b

Save record files ko |d:\NetvideoBrowser'lRecordFiIes'l | 0T 1 o0 e ol
Save snapshots in live view b |d1\NEtVidEUBFUWSET\CGDWEP‘ES‘. |
Save snapshots when playback to |d:\NetVideoBrowser\P\aybackPics\ |
Save clips ko |d:\,NetVidenBrnwser'lP\ayhackFiles'l |
Save downloaded files to |d:\Net\iideUBruwsEr\Duwnluadeles\ |
Pratocal Tvpe |TCP v |

7.10.2 System setting

Language and

(1)<System Time> Set time zone and time Timezene

System Time  2014/02/07 16:34:41 -_Synchronus
synchronous.

Region | GMT+05:00 v

(2)<SystemInformation>Display information of
CPU,Memory and FLASH.

Daylight-Saving Time ] Enable

Start Tme  Jan First. Sun 00 o'dock
(3)< Version Information >Display <SDK Version>, tdTme 7o E— | o sk
<Kernel Version>, <Web Version> and<Factory ID>. psTsss |120mn

Save




7.10.3 System Maintenance

System maintenance includes <Equipment

Control>and <Version Upgrade>. system
(1)<Equipment Control> Eapment Contal
<Restore> Reset to factory default.
<Reboot> Reboot the device. version g ade
Uparade File  (*.bimor(=.box)

(2)<Version Upgrade> upgrade new firmware.

(firmware format: .box/.bin) Upgrade process

normally needs a few minutes until indication for

completion.

Caution: Please strictly follow the instruction by technical specialist for firmware upgrade.

RegsterServer | 192 . lea . 1 .1

Fat (10102

7.10.4 Access Platform ‘

Heartheak Server

PU set user can set the IP address and port number prc 10102

Mamsever | 192 . 168 . 1 . 1w

of<Register Server>,<Heartbeat Server>,<Alarm Server>and

VSP’s port number and VAP’s port number.

Device 10 |

<Channel No. >support<Auto Filling Setting>function. e teme |

P Port ‘auuu

vaPPort (3000

|
|
|
|
|
Fot 2122 |
|
|
|
|
|

access Pass |

Channel Mo, | Charinel L v

Charmel D [0 J

PU set support [SIP] protocol setting.

Auta Filing Setting

¥ sPset

Server IP o . 0 . 1} . [t}

ServerPort 0

Server ID

Device ID

User Name

Password

Regvalidity 0

Keep-alve 0

Heartbeat Interval 0

Heart Rate o

|71 Meed to Register

[¥) Platform Enabled

IP cameras support onvif V10, user can choose Patform st [omF +] Wenabie

<Enable>.




Charpter 8 Simple Fault Maintenance

8.1 System Failure

8.1.1 Not able to recognise U-disk or SD card

Possible Reason:

® Disk partition information has problem, which cause no recognition, need formatting for the
disk;

® Loose connection, re-plug U-disk/SD card and reboot the camera;

® For portable disk, it may fail when there is not enough power, need to check the power supply
method to make sure enough power supply or change to use independent power supply disk.

8.1.2 No recognition on Wireless Network Card

Possible Reason:
®  Static turn the network card into protection state, need to reboot the camera;

® Unstable condition on the network card, need to replace for new network card.
8.1.3 Straight connect is ok, but no connection on Switch

Possible Reason:

® NIC crystals prohibit or damage, need replace for new one.
8.2 Network Failure

8.2.1 Camera was power on but cannot be found on IP searcher

Troubleshooting steps:

® Check status of computer/host NIC, NIC driver, network wire, and network connection, make
sure all are correct;

® Directly connect the camera to computer/host server to check it works or not, reset the
computer/host server and try again;

® Try another camera or another computer/host server;

® Please contact us.

8.2.2 No image on IE
<IE setting>
It needs to download and install the ActiveX plug-in for IE browsing at first connection, and do

the correct setting on IE as following:

® Open IE, click “Tools” — “Internet Options” — “Security” — “Internet” — “Custom Level”,

enable all the items on AcitveX control and plug-in;



Internet Options 1] x| .-iys:uigs-nmm x|

Gereral  Security | Privacy | Cantent | Corrections | Programs | Advanced | Settings
|# | ActiveX controks and plug-ins ﬂ
Zelect a 2one o view or change security settings. o Allow ActiveX Filtering
A
W @ Enabie
Intemct  Localitracet  Trusted sites Restricied |#] Allow previously urused Active) contrals to nn witheut prom
D= ) Disable

. Intermnet G Enable
“ Thiz zong i far Internst webeoitss,

except those listed in trusted and |4 Allaw Scripfets

restricted zones. ) Cisable
® Enabke
Seaurity level for this zone O Prompt
Alowed levels for ths zone: Medum to Hgh L) ORI Ty RIS
- Medum-high O Tisable
- Appropriate for mest webeites @
- -Prompts befor= dowrloading potertialy unsafe |#, Binary and saript behavicrs
cantent T T —— 57
-Un=gned Active controls wil not be downlozded Fl | | b

[+ Enable Protected Made {recuires restarting Internet Explarer) T e e e e A B e
Cstom kevel... Reset custom setings
ResEL0:  [Madiim-high {defait) | m

| CK | Caneel |

oK Cancel

IE setting
®  “Security” —“Local Intranet” —“Custom Level”, enable all the items on AcitveX control and
plug-in;
® Add IP address of the camera into “Trusted sites”,“Security” —“Sites”— enter IP address, add

and cancel the selection of “Require server verification” at the bottom.

Trusted =sites El

; You can add and remove websites from this zone. all websites in
S this zone will use the zone's security settings.,

Add this website to the zone:

Websites:

http://ebank. spdb. com. cn
http:/fwww cfca. com. cnu
https:/febank. spdb. com. cn
https:/febanks. spdb. com. on

[+] Rrequire server verification {https:) for all sites in this zone

Close

[ Attention] It is recommended to use IE browser with version higher than v6.0 to make

sure cameras work properly.

8.2.3 Incorrect image after login
Possible Reason:
There is other device in the some network with same IP and Mac address.
Troubleshooting steps:

® Disconnect the camera, try to ping the network to check whether there is return package.



® Use the IP searcher to check whether there are devices with same IP address, then disconnect

the other devices to make sure the IP address of the camera is unique.
8.2.4 It is ok to ping the server, but cannot properly login.

Troubleshooting steps:

® Port 3001 is banned by the firewall;

® Wrong port number is incorrect when logging in;

® Wrong ID and password;

® Too many access to the camera.

® UselP searcher to check the listen port of the camera, make sure it is the same as the software.

8.2.5 UDP unable to connect video

Possible Reason:

®  Other client already connect to the camera on the same computer;

® UDP port conflict with other application program on the same computer, revise camera IP
address and test again.

8.2.6 Video of two camera appear alternately, or connect and disconnect in sometime

Possible Reason:
® Conflict on IP address, check on the IP searcher;
® Conflict on MAC address, check on IP searcher;

® (Camera IP address conflict with other computer IP address
8.3 Operation Failure

8.3.1 No correct connection of video on IE

Troubleshooting steps:
Make sure host IP address is in the same network segment with the camera.
[ Attention] Make routing if in different network segment.
® Make sure to use IE at version 8.0 or higher;
® Make sure driver for graphic card and DirectX are installed properly, it is recommended to
install the latest version driver;
Make to enable ActiveX plug-in;
Turn off Anti-virus software and firewall to test;

Delete the installed plug-in, download again and re-install to test;

Use another computer/host server to test;

® Contact us if still had problem.

8.3.2 Cannot connect sub-stream

Possible Reason:

® Resolution of sub-stream is higher than main-stream, need to set as default;
® Wrong firmware version, need to update;

® Access to camera are full.



8.4 Control Failure

Itis able to control Pan/Tilt/Zoom in IE, but cannot control in the software.

Troubleshooting Steps:

Make sure the control protocol is correct.

Possible Reason:

® Make sure address for PTZ camera is correct set in software
® Please contact us if problem still remain.
8.5 Video Failure

8.5.1 Video display properly in the software, but it is unstable or intermittent, or lose frame.

Troubleshooting Steps:

Exit the software, check the CPU utilization of the computer, make sure the computer
configuration is capable to run the software and there is no virus;

Ping the camera from the computer to check whether there is dropout;

Test network bandwidth, if it is not enough or unstable, please contact the Internet Service
Provider;

Please lower down the resolution or image quality when need fluent video in narrow network
bandwidth;

Please contact us if it is not resolved.

8.5.2 Connection is correct but screen is black or video image is anamorphic

Other issues: No OSD, or image is anamorphic but go normal after full screen.

Possible Reason:

DirectX version lower than 9.0c;
Graphic card driver incorrect, which disable the accessory function of DirectX;

Set full screen privacy mask.

8.5.3 Video display properly in IE but abnormal in software

Troubleshooting Steps:

® Please make sure software version is correct;

® Make sure IP address and server type is correct in software; It is suggested to use “Main
stream + TCP” type in LAN, and “Sub-stream +TCP” in WLAN.

® Make sure video are all connected in the software main interface;

® Reboot the software to connect again;

® Please contact us if it is not resolved.

8.6 Audio Failure

8.6.1 Video display and control properly but no audio

Troubleshooting steps:

Make sure the computer audio card driver and connection is correct, please try to play some



music to test;

Make sure to selected Video/Audio not only Video in camera setting;
Make sure the audio channel is correct;

Make sure the microphone is connected properly;

Please contact us if it is not resolved.

.6.2 Weak Audio Signal

® o o 0 o

Make sure using active microphone;

Increase the sensitivity of the microphone;

Use active loudspeaker for audio playing.
8.7 Alarm Failure

8.7.1 No Alarm Output

® Make sure output wiring is correct;

® Power input: voltage—AC110V/DC24YV, electricity—1A4;
® Check the setting for input/output port in IE;

® Make sure the alarm device is working properly



Charpter 9 After-sales Service

We provide 2 years warranty for all our IP cameras. We provide free repair service in the warranty
period except the following circumstances:

@ Not follow the User Manual and the incorrect operation cause cameras damage;

@ Lightning, fire, and in case of irresistible natural disasters;

@ Product damage caused by using poor design matching product from other manufacturers.

Statement
@ As we will keep our technology up to date, product parameters change accordingly without

prior notice.

@® We reserves the right for final interpretation of this manual.



Charpter 10 Harmful Elements

<Electronic Product Pollution Control Management Measures>
[tems name

(Pb) (Hg) (Cd) (CrvD) (PBB) (PBDE)
Metal x o o o o o
Plastic o o o o o o
PCB x o o o o o
Glass(if has) o o o o o o
Power(if has) x o o o o o
Accessory(if has) x o o o o o
Remarks:

1.0 means the restricted substance content is lower than the SJ/T11363-2006 stand
ard stipulated limit.

2.xmeans the restricted substance content is higher than the S]J/T11363-2006 standard

stipulated limit.




