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1 About This Document

This manual introduces the function and operation of the HUS-SWP-32S that is installed on the server-end,
allowing for seamless integration of the software into the user’s system.

This manual supports HUS-SWP-32S 4.3.0 version.

Special Font and Symbols

Indicates references including figure number, page number, etc. In the electronic

Italic version, click it to go to the corresponding page.

Bold Indicates it is a button, tab or menu item.

Alert the user to the presence of important operating and maintenance (servicing)
instruction in the literature accompanying the product.

How to Use This Document

Pictures in the manual are for reference only, please see the actual items for details.

The products will be updated without prior notice.
¢ Please familiarize yourself with this manual before operation and ensure its accessibility ~ for future use.

The manual has been reviewed and the accuracy is guaranteed. If there is any uncertainty or
controversy, Honeywell reverses the final interpretation. Honeywell does not take any responsibility for
any consequences caused by misunderstanding of the manual or improper operations.
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2 Introduction

HUS-SWP-32S IP Video Solution Overview

The core components of HUS-SWP-32S IP Video Solution are HUS-SWP-32S server and HUS-Client, which
can implement an effective and reliable IP video surveillance system with front-end security devices.

Figure 2-1 HUS-SWP-32S Architecture
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HUS-SWP-32S Server(HUS-SWP-32S) — HUS-SWP-32S provides date management, video storage trigger,
and event and control , also provides streaming service, records, stores and playback videos applicable to

various types of video, intrusion and applicable to various types of video devices (video encoder, decoder, IP
camera, alarm panels....).

HUS-Client — Client of HUS XACT IP Video Solution supports live video display, playback from HUS-SWP-
32S, maps, alarms management and PTZ of IP front ends.

This user guide introduces the configuration and operation of HUS-SWP-32S .For instructions of HUS Client;
please refer to HUS-SWP-32S Client User Manual.

HUS-SWP-32S Overview

The HUS-SWP-32S service mainly includes these modules: NVR Service, Event Control Service, Video
Trigger Service, and Rules Engine Service.

e HUS-SWP-32S Server — HUS-SWP-32S IP Video Solution adopts centralization management architecture
that all configuration data of HUS-SWP-32S IP Video Solution are stored in HUS-SWP-32S Server. All other
service of HUS-SWP-32S and client get configuration data from the Server other than store shared
information everywhere. HUS-SWP-32S Server provides functions such as the site map, user management,
device configuration, storage settings, information queries... It also provides a two-way user management
mode, one-stop interface management, and completes authority management.
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o Two-way user management mode: Allows the administrator to manage devices through role definition and
manage user authority allocation through role assignment.

o One platform management: Provides the user interface with unified style and configures the management
functions and parameters (such as site map, user department, and role distribution) in one platform.

o Multi-level authority management: Allows different users to access the system according to their
administration scopes and authorities after they log onto the system. The system performs strict identity
authentication to users and prohibits any illegal system incursion or operations exceeding a user’s authority.

e Event Control Service — receives information about alarm, event, and state changes, sends operation
command and control information to front-end devices, is compatible with different communication methods
and formats, and caches the information locally. E&C service plays an important role of centralization control
management and alarm information management. HUS Client performs front-end device control by arbitrage
of E&C service.

e Video Trigger Service— provides the video trigger service for digital video monitoring system and manages
video recording functions of multiple Streaming Services to ensure the reliability and stability of massive and
long-time video storage system.

e Database Management Tool — maintains the database in HUS-SWP-32S Server, provides the functions of
database backup, recovery, stale-data clearance.... Implementing database optimization and advanced
management.
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3 Installation and Connection

For the installation and connection of HUS-SWP-32S, refer to the instructions of Document HUS-SWP-32S
Installation Guide provided in the package.
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4 Service Configurations and Initialization

This chapter describes the configuration of service components. The HUS-SWP-32S monitors and manages
the running status of service components with the Management Tool.

Each service in HUS-SWP-32S, should be configured in the Server should be assigned specifically in local
Management Tool.

The system supports the communication between HUS-SWP-32S Server and service components. Different
service components must be added into the corresponding HUS-SWP-32S Server in order to become a sub-
device of HUS-SWP-32S Server. Thus, the Management Tool can start the service components and the
real-time communication and monitoring services of HUS-SWP-32S Server.

There is a shortcut to the Management Tool on the desktop. Double-click this shortcut to start the system.

Figure 4-1 the Shortcut of Management Tool

&

Management
Tool

e Because of the configuration order of the service components, user must
configure them according to the steps from this document; or abnormal
operation of the service components may result.

e The Management Tool displays different component-configuration
interfaces according to which component user have installed. In the
following related interface pictures, all the service components are
installed on HUS-SWP-32S.

Configuring HUS-SWP-32S Server

When launch the Management Tool for the first time, it prompts for the IP address of HUS-SWP-32S that
must be synchronized on the client. All the service components installed on HUS-SWP-32S must be
configured with synchronized the Server.

Figure 4-2 Management Tool Configuration

5% [- [ofx]

e To connect the service components to the HUS-SWP-32S Server, you
must first configure the IP address of HUS-SWP-32S Server with the
Management Tool.

o If user wants to change the default IP address 192.168.1.100, or modify
Server name, please refer to the chapter in document “HUS XACT032S
User Manual”.
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o If the Management Tool does not prompt you to configure the server site
of HUS-SWP-32S Server, or you need to configure new site for HUS-
SWP-32S Server, select File>Configure Management Sites, and the
same confirmation dialog box pops up.

Figure 4-3 Configuring Management Sites

Configure Management Sites 1[

i Configuration |

r— Configure Management Sites

7 |-
E | Hame = |
1921681100 192166.1.100  1134ebZ2-ebBo-Bob-bi7e-57c...

oK | Cancel | Apply |

Select Configure Management Sites on the File menu to open the configuration page. In the “Configure
Management Sites” pane, fill in the IP address of the HUS-SWP-32S server that must be synchronized. After

inputting the IP address, click;l, the system will search the existing HUS-SWP-32S Server according to
the inputted IP address. If HUS-SWP-32S Server runs normally on the computer with the corresponding
inputted IP_address, the system then shows the information of the HUS-SWP-32S Server in the following list

box. Clicku. You can delete the Server selected in the following list box.
Click Apply after finishing configuration to make the settings effective.
Click OK or Apply to save the settings, and wait until the system prompts successful completion.

Figure 4-4 Saving Management Site Information Successfully

Information

;!J) “hanges saved successfully!

User can set HUS-SWP-32S Server on the client of the same computer, but the client on the same computer
can only synchronize with the Server.

Figure 4-5 Management Site — Synchronization
~-lalx|
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Configuring Services

After user configured HUS-SWP-32S Server, open the main window of “Management Tool”, as shown in the
following screenshot.

Figure 4-6 the Main Window of “Management Tool”
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In the preceding figure, the services in the list differ according to the installed
service components on computer. User can configure the services only if
they have added the corresponding device of the service component in HUS-
SWP-32S Server.

Event Control Service

Expand the tree items Management Tool->Services, and double-click “HUS EC Service” under the
“Services” group.

Figure 4-7 Management Tool — Service
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Click the “Configuration” tab in the open “HUS EC Service Properties” dialog box.
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Figure 4-8 HUS EC Service Properties — Configuration
x|
]

General §

Management server
list HUS EC Service list
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Select HUS-SWP-32S Server that user want to synchronize, and select the corresponding EC Service from

names in “EC Server List”, so as to connect the EC Service equipment with the central server deployed by
HUS-SWP-32S Server.

Click the “General” tab again, and start the EC Service.

Figure 4-9 HUS EC Service Properties — General

HUS EC Service Properties. EI

General | Configuration|

Service name: HUS EC Service

Display name: ~ [HUS EC Service

D:

HUS Event and Control Service

Path to excutable:
"C:\Program Files\Honeywel\HUSServer\EC Server\HUSECService.exe" :

Startup type: | Automatic |

Service status: Stopped
stop Pause Resing
‘You can specify the start parameters that apply when start service from here.

Start parameters: | ]

ok ] [Cconcal ]

On the “General” page, click Start. When the service status turns to “Started”, the EC Service has started
successfully.

Figure 4-10 HUS EC Service Properties — General — Starting the Service

HUS EC Service Properties

General | Configuration |

Service name: HUS EC Service

Display name: fHUS EC Service

Service Control

Windows is attempting to Start the following service on local computer ...

HUS EC Service

(T

Start l Stop Pause Resume

You can specify the start parameters that apply when start service from here.

Start parameters: [

[ ok ][ cancel | = ipnn
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HUS Trigger Service

Expand the tree items Management Tool->Services, and double-click “HUS Trigger Service”. Click the
“Configuration” tab in the open “HUS Trigger Service Properties” dialog box.

Select HUS-SWP-32S Server that you want to synchronize, and select the corresponding HUS Trigger
Service names in “HUS Trigger Server List”, and then connect to the center server devices deployed by
HUS-SWP-32S Server.

Click the “General” tab again, and start the HUS Trigger Service.
Figure 4-11 HUS Trigger Service Properties

HUS Trigger Service Prope x|

General  Configuration |

Management server
list HUS Trigger Service list

G2 1] | Name:
35592a99-Bf2e-49:7-0f...  HUS Trigger Service

x

\l) “hanges saved successfully!

K1)

Current service to 192.168.1.100->HUS Trigger Service
synchronize:

]

ak, I Cancel | Apply I|

On the “General” page, click Start. When the server status turns to “Started”, the Video Server is started
successfully.

Rules Engine Service

Expand the tree items Management Tool->Services, and double-click “HUS Rule Service”. Click the
“Configuration” tab in the open “HUS Rule Service Properties” window.

Select HUS-SWP-32S server that user want to synchronize, and select the corresponding Rules Engine
Service names in the “Rule Service” list, so as to connect the Rules Service with the center server devices
deployed by HUS-SWP-32S Server.

Click the “General” tab again, and start the Rules Engine Service.

Figure 4-12 HUS Rule Service Properties
x|

General  Configuration |

Management server
list HUS Rule Service list

1D | Mame
574985c4-20f1-4eB8-bf...  HUS Rule Service

=
®
\1’) Changes saved successfully!

1 (3]

Currert service to 192.168.1.100--HUS Rule Service
synchronize:

Ok Cancel I Apply I
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On the “General” page, click Start. When the server status turns to “Started”, the Rules Engine Service is
started successfully.

Time Synchronization Service

Time Synchronization service allows time synchronization between the server and client. Windows Time
service automatically synchronizes the system time with the network time to ensure the time on multiple
system devices is consistent. Windows Time service can serve as the time client that synchronizes with

other timeservers (time synchronization source), and can serve as the time synchronization source with

which Windows Time services on other computers synchronize.

Double-click “Windows Time” under Management Tool-2>Services, and then the “Windows Time Properties”
dialog box opens and the “General” page is displayed.

Figure 4-13 Windows Time Properties — Configuration
B

General I Configuration |

Service name: W 32T irne

Dizplay name: I\N’indows Time:

Lesmipi Maintains date and time synchronization on all il
clients and servers in the network. If this service i

stopped, date and time spnchronization will be ;I

Path to excutable:
C:\wWIND DWW ShSystem32avchost exe k LocalS ervice

Startup type: IAutomatic d
Service status: Running
Start | Stop Eauze Fesume |

‘f'ou can specify the start parameters that apply when start service from here.

Start parameters: |

Cancel | Apply |

On the “General” page, click Start. When the service status turns to “Started”, the service is started
successfully.

Click the “Configure” tab to configure the Windows Time service as the time client or time server.
Figure 4-14 Windows Time Properties — Configuration
1I

r— Time Client

Select lime ource to synchronize
* Disabled
" Use domain hisrachy to find a time server

 Use specified senver

Server IP or DMS name: |time windows com
Special Interval E04800  seconds  Swnc Mow

r— Time Server
" Disabled
* Enabled

Canfiguration changes saved will not take effect bl Windows Time is
restarted. Please make sure UDP part 123 is apen in fire wall settiings.

0K I Cancel | Apply |

Time client: Configure the Windows Time service to synchronize time with other timeservers.

1. Disabled: Disable the local computer to synchronize time with other time servers. For the server ,it
must be selected

2. Use domain hierarchy to find a time server: Synchronize time with a designated time server in domain.

3. Use specified server: Input the time server IP or server name.

4. Interval of time synchronization: Specify the interval (second) for automatic synchronization with time
server.

Time server: Configure the Windows Time service as a time server.
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1. Disable: Disable the Windows Time service on the local computer to serve as a time server.

2.Enable: Enable the Windows Time service on the local computer as a time server.

Note: for the server, it can’t be set both Time server and Time client.
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5 HUS-SWP-32S Server

User can login the HUS-SWP-32S Server with Internet Explorer to perform operations and configurations,
manage sites, users and devices, make video recording rules, and search the records of alarm events,
videos, and device operations without installing the client.

Enter the site address of the HUS-SWP-32S Server in Internet Explorer in the format of http://<the server IP
address>/HUSsite (for default setting: http://192.168.1.100/HUSsite ), and go to the login page, which is
shown in the following figure.

Figure 5-1 Server Login Page

HUS

> Honeywell Universal Surveillance

Enter the login name and password (the initial name and password are both “admin”), and click Login to
access HUS-SWP-32S Server.

Please set the server IP address in Control Panel>Network Connections
before logging HUS-SWP-32S Server.

Internet Explorer 8.0 compatible mode is recommended. The lowest
resolution is 1280 x 800.

Figure 5-2 Login HUS-SWP-32S Server

Current User: admin | Login Site: 1100 B0 1 Exit 1 [0
[%D Gement || User Management || ayRole M
[T Video Record | [ = Site Inio |
Local Sites Current Path: 192.188.1.100
Site Name. A
Site Details
192.168.1.100 1
SiteID [r1134eb2-en6c46c0-n97e-57cs5Mco194 ]
Site Name. [192.188.1.100 |
Address(iP) (192 1681100 J
Site Location Honeywell Shenzhen Office Experience Center
« »
Parent Site Description
INo parent site s available
Gache] [Add Ghild][Add Parent]

» o« ” o«

HUS-SWP-32S Server contains the following eight tabs “Site Map”, “Device Management”, “User
Management”, “Role Management”, “Recording Rule”, “Log Report”, “Video Record”, and “Site Info”. This
chapter describes the settings and operations on each tab page one by one.

e In Windows server system, user must modify IE security settings to see
the whole configuration page of HUS-SWP-32S Server. Select Internet
Options>Security=>Trusted Sites on the Tools menu, select Sites,
and add the address of the HUS-SWP-32S Server page to the trusted
web sites list.

e If user wants to change the server default IP address, please refer to the
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related chapter in this document

o After login, the system automatically logs out if users do not make any
operations in a certain period. If users make operations on the page
again, the page returns to the login page.

Site Map

“Site Map” is used to create the tree of the local site. “Site Map” is divided into two parts, among which the
left part contains the “Local Sites” and “Parent Sites” list, and the right part displays the detailed information
of the currently selected site.

The following screenshot displays the site structure of a site, which contains only one site.

Figure 5-3 Site Structure

Parentste
SaeMume  AddessaP)  SteLocat
7 15999209242 1590924024

[awe [ Concel || ResetGache || Aachia || AdgParent |

There are 5 device parameters for “Site Details”, which are described in the following list:
1. Site ID: The unique ID for each site, which is automatically generated by the system.
2.Site Name: the name of the site
3. Site IP: The IP address of the site, through which users can access the system.
4.Site Location: the physical address of the site
5. Description: the additional information of the site
Modifying Sites

In the “Local Sites” list, click the name of the local site, and then the right “Site Details” tab displays the name,
installation address and description of the site.

Figure 5-4 Modifying the Site Information

entUser:admin | Lo

Local Sites Current Path: 192.168.1.100

Site Name: Ad

| site Details |
192.168.1.100

Site 1D |eefcd150-6100-4304-8912 12ecd0 120460 |
Site Name [192.168.1.100 |
Address(iP) (192 168.1.100 |
Site Location
Description

4 »

Parent Site
No parent site is available

‘ Cancel H Reset Cache H Add Child H Add Parent

Fill in the information of the new site and click Save.
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The IP address of the current site is HUS-SWP-32S server’s IP address.

Device Management

“Device Management” is for the group management of specific devices according to its geographic
distribution or organization structure.

Click “Device Management” to show the following figure:

Figure 5-5 Device Structure

Device Management |Foyyrs

Searcn || Device Discovery
Device Type Hame Den

Device Navigation

The “Device Tree” displays the organization structure of all devices in system, and these devices are
classified by their types; and you can search the devices in the “Search” tab; “Device Discovery” is used for

searching, batch processing and batch adding devices to the system.

Adding a Device

Device Discovery
“Device Discovery” is used for searching devices in the LAN, batch processing and batch adding devices to
the system.

Select “Device Discovery” in “Device Management” tab, and the following window is displayed:

Figure 5-6 Discovery Condition

Select the device type and the service which you want to search in, and click OK.
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The device types of the current version are:

o Honeywell HD-16DVR-D, Honeywell HVR-9000, Honeywell HD-16DVR-D-
V1.0.0

e Axis IP Camera, HD 1080P IP Camera, HD 720P IP Camera, HD D1 IP
Camera, Honeywell 3M IP Camera, Honeywell ONVIF 720P IP Camera, HUS
NVR(HUS-NVR-1032), Pioneer ONVIF 3M IP Camera, VENTI 720P Series IP
Camera, VENTI D1 Series IP Camera, Honeywell 4-Channel Streamer HUSS-

E4V
o ONVIF Generic Profile S, Honeywell HDZ Series IP Camera (ONVIF),
Honeywell Pioneer Series IP Camera (ONVIF), Honeywell Pancake IP

Camera(ONVIF), Honeywell Super HD Series IP Camera(ONVIF)
o Honeywell Integrated System (Prowatch-HSDK)
o Honeywell Access Control System (WPPCS)
o Honeywell Access WIN-PAK (SEPE)

The following sections introduce the device discovery function according to the device types:

Honeywell HD-16DVR-D (With the case of HD-16DVR-D)

Select Honeywell HD-16DVR-D in Figure 5-6, and click OK. The following window is displayed:
Figure 5-7 Start Searching HD-16DVR-D

The following prompt is displayed after finishing discovery:

Figure 5-8 Discovery Finished Prompt

Click OK, and the following window is displayed:
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Figure 5-9 HUS-Device Discovery

Gotchia Do 1o+ [0 b2l

Fasswod TR Description  Device Link

Device Discovery Main Interface Overview

Search results are listed in the left pane in Figure 5-9 HUS-Device Discovery. Click device name listed in the
device tree, and the details of the device is displayed in the right pane for the further operations. Blue-
Highlight item means new device; Gray item means the device has existed in the system.

«The system distinguishes devices by IP addresses. The existed devices will
be listed.
«The “Device Link” is configured automatically by the system.

Click the details of devices to modify them as below:

Figure 5-10 Modify Device Details

=+ Dugtol Vided Recorder
GetChic Devce . 144100 b4,
Descripion  Device Link

MAC:DO1FS HUS EC Service

Select the target devices and click Save to add the devices into the system; or click Back to select discovery
condition again. Click Exit to return to “Device Management”.
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«The following Prompt is displayed after clicking Save:

Prompt

@ Note: Are you sure to save selected 2 devices?

Yes

Click Yes to save the settings.
«If you select existed devices in the system and click Save, the following Warning is
displayed:

Waming

16DVR 10220167 had existed in system, are you sure to
replace old devices?

Click Yes to replace old devices.

Get Child Device
There are two methods to get child devices:

Method 1: Select the target device in the Device Discovery main interface and click Get Child Device
(Figure 5-9 HUS-Device Discovery. The following Prompt is displayed:

Figure 5-11 Discovery Finished Prompt

Click OK. Child devices will be listed in the device in the left pane tree as below:

Figure 5-12 Getting child devices finished

Method 2: Click the device name in the device tree in the left pane and the following interface is displayed:
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Figure 5-13 Get Child Device (Method 2)

(= Digital Video Reconder

|  DeviceNsm  Channel D FTZ GO0l Devce Link

Click Get Child Device (Figure 5-13) to get the child devices of the selected device. Child devices are
listed in the list below and in the device tree in the left pane:

Figure 5-14 Child Device List

The following warning may be displayed after clicking Get Child Device:

Waming

Following devices can not be saved:

16DVR10220046. Possible Reason:
1.System exist the duplicated device name or switch id

2. Time out while saving

3. Error happend while saving, please check log.

OK

Click OK and look up the possible reasons. Repeat steps to try again.

Batch Process
HD-16DVR-D Batch Process

Select target devises in the Device Discovery main page. Right click and select “Batch Process” or click
HD-16DVR-D, the following window is displayed:
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Figure 5-15 Batch Process-HD-16DVR-D

Batch Process - HD-16DVR-D

[l Device Name HD-16DWR-D{1} .

. Apply to all child devices name definition

W T=g

B Description

=
[

B Password

W Device Link v

Select the checkboxes before the parameters to be batch processed and set the parameters. Click OK to
save the settings or click Cancel to exit.

. HD-16DVR-D Channel Batch Process
There are two methods to batch process HD-16DVR-D Channel:
Method 1: Select HD-16DVR-D Channel in the drop-down list as below:
Figure 5-16 Batch Process-Select HD-16DVR-D Channel

=i Batch Process: HO-160WR-D = Y D

HO-1800R-0
HO-1800R-D Stream
HD-16C0VR-D Channel

Device

L
] |18DvRi

The following window is displayed:
Figure 5-17 Batch Process-HD-16DVR-D Channel

Batch Process - HD-16DVR-D Channel

[ UL R 150 \VR-D Channel{1} ()

. Apply to all child devices name definition

. PTZ Control - (5et PTZ Cont

B Device Link

Select the checkboxes before the parameters to be batch processed and set the parameters. Click OK
save the settings or click Cancel to exit.

Method 2: Click the device to be batch processed in the device tree in the left pane, and the following
interface is displayed:
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Figure 5-18 Batch Process-Select HD-16DVR-D Channel

wice (2)

Descripion  Davics Link.

¥ E e 888

Select the channels to be batch processed. Right click and select “Batch Process” or click HD-16DVR-D
Channel. The following window is displayed:

Figure 5-19 Batch Process-HD-16DVR-D Channel

Batch Process - HD-16DVR-D Channel

[ [ETTEL R 5 150VR-D Channel{1}

. Apply to all child devices name definition

W PTzContodl |l TZ Co

[l Device Link

Select the checkboxes before the parameters to be batch processed and set the parameters. Click OK to
save the settings or click Cancel to exit.

. HD-16DVR-D Stream Batch Process
There are two methods to batch process HD-16DVR-D Stream:
Method 1: Select HD-16DVR-D Stream in the drop-down list as below:
Figure 5-20 Batch Process-Select HD-16DVR-D Stream

Batch Process: HO-160WR-D = T D

Ol Device HD-1600WR-D
HD-1600WR-D Stream
|+ 1600VR HO-160%R-D Channel

The following window is displayed:
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Figure 5-21 Batch Process-HD-16DVR-D Stream

Batch Process - HD-16DVR-D Stream

[l Device Name  (ERE NSRS e el

. Apply to all child devices name definition

W SteamType  \yojor Stream (Multicast) v

B Device Link

Select the checkboxes before the parameters to be batch processed and set the parameters. Click OK to
save the settings or click Cancel to exit.

Method 2: Click the device channel whose streams to be batch processed in the device tree in the left pane.
The following interface is displayed:

Figure 5-22 Batch Process-Select HD-16DVR-D Stream

Device (2) | Agvance Sesrch

-

Select the streams to be batch processed. Right click and select “Batch Process” or click HD-16DVR-D
Stream. The following window is displayed:

Figure 5-23 Batch Process-HD-16DVR-D Stream

Batch Process - HD-16DVR-D Stream

[ Device Name  (FRT o R i)

. Apply to all child devices name definition

|
W SteamType  \yajor Stream (Multicast) v

B Device Link

Select the checkboxes before the parameters to be batch processed and set the parameters. Click OK to
save the settings or click Cancel to exit.

Filter
Filter function is used for filtering devices in the searching results.

Enter the “Device Name” in Figure 5-and click Filter to filter the devices.
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Or click the dropdown menu after Filter and click Advance Filter to set the advance filter conditions as
below:

Figure 5-24 Advance Filter

Device (2) | Agvance Sesen

Digial Videa Recordes

Get G Devies (4. Wbkl

Click Filter to filter the devices.

Advanced Search

Advanced Search is used for filtering the discovery results and batch processing the filtered devices.
Click “Advance Search” tab in the left pane, the following interface is displayed:

Figure 5-25 Advance Search

HO-180VR.O =
HD-180VR-0 Channel
HO-160VR-D Stream

Select HD-16DVR-D, HD-16DVR-D Channel or HD-16DVR-D Stream in the device type to list all the
corresponding devices. You can batch process them or do the further filter.

Adding Devices Manually

As shown in Figure 5- , you can add devices such as service, DVR, encoder, alarm device, access, matrix,
client, and so on. The steps of adding these devices are almost the same. This chapter provides a case of
adding HD-16DVR-D to describe the operations of adding devices.

Click “Digital Video Recorder” in the “Device Tree”, and the following tab page displays:

Figure 5-26 Creating a New Service

Dovice Management |FXiErr]

Device Discovery ‘Cument Path: Digtal Vigeo Recorder

Device Type Name Des| [ Davice

v | Cview

Click New, and the following tab page displays:
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Figure 5-27 Adding Information for the New Service

- Device Management

Devica Discoeny ‘Curtent Pain: Digital Video Recardst

Davice Type Nome. Dev| | pence

Desice Type  HG-160VRD =
Batchnsert  Batch Numbr

Hodes: Only posiiie intarger can apgearin {1, any ofer character will ot ba replaced.

Device 1D
Device Nome 1D 180VR DI
Davico Tag

Device Location

Dascription

HUS EC Senice] Service Component->HUS EC Senece [
"
Part
User,

Password

“ + || [Finshl[cancel buest

Select “HD-16DVR-D” in “Device Type”, set properties and device parameters for the new service, and click
Save. When the saving completes, the new device is displayed in the left “Device Tree”.

¢ Devices or components can be added in batch by entering
batch number in “Batch Insert”. Any property can include
batch expression except the one will validation. Example: If
set batch number to 10 and set device type to 'Device{1},
application will create 'Devicel' to 'Devicel0'. But the
specifically parameters for each device or component will be
set or modified after being added.

Modifying Devices

In the “Device Tree”, click the device name you want to modify, and then the properties of the device are
shown in the right pane.

Figure 5-28 Device Information

Oescription

Control Levet [100 i
P

pon[7777

Senice Mode Actie v

. Gant] ot i

The “Device Links” tab displays the devices of higher and lower level for connection of this device (for
example, the video encoder can be used for connection with the service to store or transmit the videos).

Figure 5-29 Device Connection

| e o v

In the “Add” pane, select the device names, and click Add to connect the device with the service. By
selecting the connected devices and clicking Batch Delete you can break the connection between the
selected devices and services.
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Deleting Devices

In the “Device Tree” select the devices you want to delete (see Figure 5-5), and click Delete on the bottom
of the “Device” pane. Then the following dialog box for confirmation pops up.

Figure 5-30 Deleting a Device

s Do IPe  [RUSEC Sanica

HusT(| Pevices © 7a060a5-030¢ £ab0- 494 4-L1ec 77620887

Microsoft Internet Explorer B

2 HHUSEC Service}

Description

Control Lavel: 100 ~]
"

Port 7777

Senice Mode Active )

o] osnco] ipae] [iow]

Click OK to delete the devices, or click Cancel to cancel the operation.

Editing “OSD”

To edit OSD for Honeywell Pioneer Enhanced Series IP Camera (Protocol) and HUSS-E4Vdevices, follow
the operations below:

Select the target device in the device tree and click Edit in the right pane. The following OSD Editor
window is displayed:

Figure 5-31 OSD Editor
% T

)
OSD Editor Library Cancel. oK

Refer to the following table for the icons on the top right corner of the video window:
Table 5-1 Icons in the Video Window

Icon Description
9 Remove

” /> Pause/Play
Ix

— Toggle the video rectangle size
I / (Minimum Display/Lock Aspect
m Ratio/Full Screen)

Users can configure “OSD Editor” and “Library”. Click Cancel to quit without saving the
OK

configurations. Click to save the configurations.
OSD Editor

Click T on the upper left corner and the follow the “Draw shapes here.” information to draw shape In the
video window. The following window is displayed:
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Figure 5-32 Add OSD

"TT

0SD Editor Library LCancel OK

Select the target OSD and edit the following contents in the right pane:
® OSD Content

Enter the texts to be displayed on the screen in the “Content”; or click = the on the upper right comer
to insert dynamic texts:

Figure 5-33Dynamic Text

Dynamic Text: Dynamic Text:

Date and time Device Mame

Data Device Location{Empt
Description{Empty)

IF Addr

e OSD Style
Configure the location, font, color and other properties of the OSD texts;

If select “Auto fit size”, the size of the texts will scale with the video rectangle size and the tests will keep
the aspect ratio;

If select “Auto fit position.”, the margin of the texts will scale with the video rectangle size. It's invalid when

the location is “left, center”, “center, top”, “center, center”, “center, bottom” or “right, center”.
Library

Click the “Library” tab and the following window is displayed:

Figure 5-34 Library

Current Editing Ttem £
050

08D Editor i Cancel oK

e Save Template

Select the E on the right of the “Current Editing Iltem” to save the current editing item at a template:
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Figure 5-35 Save Template

Templates

Current Editing Item
Save Template

|
==
1

Enter the template name and click OK. And the saved template is listed under the “Current Editing Item”:

] Name:|

Figure 5-36 Templates

Templates

Current Editing Item

e Batch Applying

]
To apply the template to devices in bathes, select the on the right of the “Current Editing Item” or the
-
sl 0N the right of the template. The following window is displayed:

Figure 5-37 Batch Applying

Batch Applying

Device Type: IR VR e v

Device Name:
Device Name

Honeywell_HUSS-E4V_22_Channel01_RStreamer2
Honeywell_HUSS-E4V_22_Channel01_RStreamer3
Honeywell_ HUSS-E4V_22 Channel01_RStreamerd

Select All  Unselect All

4« [2 J/fw m
— = =

Select the target device in the drop-down list of the “Device Type”. Enter the target device name in the
Apply S

“Device Name” and the related devices will be listed. Select the target devices and click
apply the current editing OSD to the devices.

e Load Template

To edit the OSD of the target template, double click the target template or click on the right of the
target template.

e Delete

To delete the target template, click E on the right of the target template.
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Users Management

User Management allows user to set username, password, and other information for a specific user, and
assign one or more roles to this user. Click User Management, to see the following screenshot.

Figure 5-38 User Management

SETTER <eUser Monagement o

UserMame  LogmName  Us|| Cumentpatn

% acmin admin 0

El s e o || [ Usersanagement
0

I (2 test test

Reverse Select Batch Delele

CopyTo.| New

Adding a User
Click New to open the “User Management” tab.

Figure 5-39 Adding a new User

User Type @ Commaon User " Mobile User

User Name

|
Password | ‘x
Confirm Passw.”|

User Level 0 -

Release Tlmeou...l ‘

Department | ‘
Description
Disable [~ Disable
User Expiration Dalel |E
Password Expire [2014/07/06 ]

[ User must change password at next logon
User Roles
Role Name Description
r1
rz
s
ra
K

Save || Cancel

Select “Common User” or “Mobile User” first, fills in the user’s information. The login name and password is
used to log in HUS-SWP-32S Server or client. The user level ranges from 0 to 255; the bigger the number,
the higher the control priority is (for example, when two users link to one video encoder’s cradle head at the
same time, the command of the user of high priority is sent to the cradle head). User name, login name and
department are supplemental options, which are defined by the customers themselves and do not affect the
operations of HUS-SWP-32S Server. By selecting one or more roles (for detailed steps of role management,
see Role Management ), you can grant the user corresponding authorities.

Figure 5-40 Filling in the New User’s Information

User Name Login Naine
2 admn admin

I~ 4 <neniin chenlin

s || Current Patn

User Management

UserName [jcerq
LoginName  [(jcer
PasSWON [anees
Confium i

Password  (°***"
User Level o m

Release Tmeout
()

Department

Description

Dinsine I~ Disable

&

User Expirabion Date
User Roles
Role Name Description

I~ Configuration Adrmin
‘« »

Raverse Gelect ] | @t Delete
[-ComyTo Low| [nOonsals
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Click Save. After the saving is complete, user can see the newly created username in the left user list, while
the new user’s general information and role information is shown on the right.

Note: * fields are mandatory to be fill in, while others are optional.

Figure 5-41 Success in Adding a New User

User Nome. Login Name Us| Cument Path User
2 asmin admin 0
2 thenin cheni o || [ UserManagement | pewce parameters
(2 test tost 0 User Name User 1
P 3 Useit e o
- LoginName  [(jzg;
PasSWOrd  [eeseee
cotm [
Pastoid
vsertewt [0 =
Release Tuneout
Department
Description
Drsable. ™ Disable
User Expiration Date m
Password Expire 2010007107 =
Vser Roes
Role Name Description
I Conguaton Admie
Reverse Select Baton Delete | =
eomTo [swe [cancel | [ vette | [new |

Modifying Users

In the user list, click the username user want to modify; the user’s information is will be displayed in the right
pane (see Figure 5-).

On the “User Management” tab, user can modify properties such as username, login name, password, and
so on. Then click Save.

On the “Device Parameters” tab, user can see the user’s device and set the device parameter. If users enter
the DVR login username and password and click Save, the user can get the corresponding operation
authority of this DVR.

Figure 5-42 Modifying the User — Device Parameters

LognName  Us || Currant P User
dmin 0
theniin o | [_usermanagement | Device Parameters
st o ||[1s999:203.22
Use o
OeviceType | DVR»>HDDVR v
Device Name | Contains
DeviceTag | Contains v
Device Locaton | Contamns ()
Device Location Description
‘ ’
Reverse Select | | Batch Delete
CopyTo. | ) + | 8ave]

Deleting Users

To delete a single user, click the username you want to delete in the left user list, and then the user’s
information is displayed in the right pane. Click Delete, and a confirmation dialog box pops up as follows.

Figure 5-43 Deleting a User

Gser Management

User Name Wame  Usl| | GurreatPath User
2 a0m agrmin 0
X User
I~ @ chenin theniin o |[ [ Usermanagement | bewce Parameters |
I st tost 0 User Name User 1
& User User o
LogMame  [Gaar
Password  |seeeee
Contim
Comm [
User L Microsoft Internet Explorer B3| -
Relea 9 ‘
o [\2) sure that {user ‘
Deparl |
Desail (oo ) |
Disable I Disatie
User Exiraton Dale a
Password Expire 201 0/07/07 3
User Rotes
Role Name Description
™ Configuration Admin
. V
[ Reverse seiect. | [ Batcn pelets
[Ccomo. [swe | [-cancel ] [Detete | [rew

Click OK to delete this user.

Document Rev A — 07/15 30



HUS-SWP-32S User Manual

To delete multiple users, select the users that user want to delete in the left user list, and then click Batch
Delete. A confirmation dialog box pops up as follows.

Figure 5-44 Deleting Multiple Users

T IR L U T reTe Wansgement

UserName  LoginName  Us|| cunentpain

2 aomin admin 0
¥ 1% chenin cheniin o [[ [TVserManagement
72 tost o 0

Ticrosoft Internet Explorer
2
&/
-

« »

Reverse Select Balch Delete
CopyTo. | [ new

Click OK to delete the selected users.

Role Management

Role Management allows user to grant proper authorities to different roles, so that user can choose the
needed authority conveniently when managing the users. Click Role Management to open the role
management page.

Figure 5-45 Role Management

Role Description Current Path: Operator staff
9 (% Operstorstant  Operstor <
] _ Role Defnton | Web Aushodzsion | Deves View | _Funchans Aumarizaon

Role Mame. | operator stat

Description | operator

»

:

Copr To Save | | Cancel | | Deleta | | New

Adding a Role

Click New as shown in Figure 5-45, and the page for adding new roles is displayed as follows.
Figure 5-46 Adding a Role

Role Name Desci Current Path: Operator staff
¥ [ % Operatorstafi  Operator =
I~ (% Configuration Adrr Role Definition | web | Deviceview | Functions ]
Role Name |
Description
« »
Reverse Select Batch Delete

Enter the role name and role description.
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Figure 5-47 New Role Name and Description

Role Name Description Cunrent Patn: Operator staff

W (2 Operatorstan  Operator

I (@ Consgurstion Ad Role Defilion | Web Authortzation | Device View | Funciions Authorzaion

Role Nome | 0pecator stam

Description | Gpraor

; ;

—__|
[omaesns ] [omnoun|
ConeTo] sove)] [-cancels]

Click Save. After saving is complete, a new role is added to the left user list, while the role’s properties are
shown in the right pane.

Figure 5-48 Success in Adding a New Role

Role Nam Description Curent Path: Operator stafft
I [# Operator st Operator
% [ Operalor stafl Operator Role Defintion | wed Authorzation | Device View | Functions Autmarization

I~ [2 coanguration Ader RoleName  [omorator st [ Mmcery:

Description | operator

e ;
[coprio | Save | [ Cancel | | Detete | [New

” o«

User can set various authorities for the role on the tabs of “Web Authorization”, “Device View”, and
“Functions Authorization”. See Modifying Role .

Deleting Roles

To delete a single role, click the role you want to delete in the left role list, and click Delete in the right pane
displaying role information. A confirmation dialog box pops up as follows.

Figure 5-49 Deleting a Role

Role Name Cription. Current Path. Operator staff!
I |4 Operstorstan  Operator
% 2 Operatorstatt  Operator Role Defintion |- ation | Devce View | Function
I~ (% Configuration Adr [RoleName  [operan
Description o perair
Microsoft Internet Explorer B3|
2 (Operatorstafft)
Cemet )
v 3
Reverse Select Bath Delete
Copy To Save | [_Cancel | [-Deiete | [New |

Click OK to delete the selected role.

To delete multiple roles, select multiple roles that you want to delete in the role list, and click Batch Delete
on the bottom left. A confirmation dialog box pops up as follows.
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Figure 5-50 Deleting Multiple Roles

ik Dodton™ | - viup Auherasen | Devieview™ | Fancions Adboizion
Role wenvers
RoleName 00613101 stam
Descrption | Operator
| Microsoft Internet Explorer B
D) en you suretht vou merk todkete fthe slcted s st relters? |
o Concel
. ,
[ Reverse select | [ Batoh Delete
ComyTo | Save | [ Gancel | [ Delete | [vew |

Click OK to delete the selected roles.

Modifying Roles

]
In the role list, click the icon L to the left of the role name that you want to modify, and the role’s
properties are shown in the right pane.

Figure 5-51 Role Management Page

Role Name. Description
Operatorstafl  Operator

ath: Oper

Operator Role Definition | web Auhorzation | Device View | Funcsons Authorizaton

RoleName | operator star

Dosciption [Gperaior

| Raverso salect Batch Delels
conyTo save || cancel | | Detete | | New

On the “Role Definition” tab, user can modify the role’s name and description. Then click Save.

On the “Web Authorization” tab, user can modify the operation authorities of the role in HUS-SWP-32S
Server, including site management, user management, role management, device view, device
management, recording rule, device event, device operation, recording, device type group, device type,
and so on. Each of these respectively corresponds to a sub-page of the Server:

Manage sites, manage users, manage roles, manage device view, manage devices, manage device type,
manage record rule, and report.

Figure 5-52 Web Authorization for Roles

Role Narmo on Curend Pt Operator staf
® (% Operstorstaft
ra sam

Role Definition | Web Aunorzaton [ Device View | Funcions Authorization

HName Description

recordrule

__ Baten coiee

CopyTo 8ave | | Cancel |

Click ® or = in front of the authority groups and user can expand or hide the specific authorities in the

group. By clicking [ to the left of the authority-group name, user can select all the specific authorities in
the authority group. Click Save to save the modifications.

On the “Device View” tab, user can view and configure the specific devices available.
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Figure 5-53 Role’s Device View

Deice View | _Functions Autiorizab
Device Type Name Devi|  Device Group

Name Sto Name

159.99.248.243 HUS EC Senvice Ecs
Nane Description
@loroupz ] x

[Ersamssas] osmoss Semnosee

The existing devices are listed in the middle; by clicking # or = in front of the device group user can
expand or collapse the device tree. To delete devices, select the devices user want to delete, and click
Batch Delete to delete the selected devices from the role’s authority.

Select and expand the root node “All” to view the available device groups (Figure 5-54 Assigning the
Device to Multiple Roles. Assign a device group to the current role, or click Create Root Device Group to
create a new device group for the current role.

Figure 5-54 Assigning the Device to Multiple Roles

Roletome  Description CurentPam operatr starz
[ overatorstamt  operator :
i L S e Role Detnon_| || Dovea View | Funcions Auorzaton
oo Sto oo DeicaTypaName  Dowi| | Devea Group | _da beves
= Briew Root Devis Grous
=& W HUS EC Senice ot
I™ HUSEC Sendce 159.99.249.243 HUS EC Senice ECS | g
Dok 10U 5 2 Sanice
Narnal 8 £C Ber |
Deves Orou
Tog?! |
Description
vl 3
Revrso Seioct—| [_Baich ooite | Reverss SeiectSublovel——| | Boteh Daeta

Select the available device group (such as device group 2) and assign it to the current role. The following
figure is displayed:

Figure 5-55 Role’s Functions Authorization

Role Name Description Curent Path operator stafl2
™ % operatorstafi  operator
2 it iz Device View G
2 operatorsta2  oparator | Role Defiition | web Aumorzaton_| | Functions Astmorzanon_|
Name Ste Name: Device Type Name
Al

‘ vl B

Reverse Select | | @aten Delete. Batch Delete

Click the delete button X beside the device group to delete a specific device group, and the role that owns
this device group automatically deletes the related reference.
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Figure 5-56 Deleting Specific Device Group

Current Path: Oper

| Role Defintion | Web Authorzation | Deice View | Functions Authorizaton
Name Stte tame Device Type Name
= Al

| Microsoft Internet Explorer 1%}

\?/ e you sure that you wank to delete. {Group 1} and s relations?

I | =
‘ .
sucnoeiste | || ¢ 0
CapyTo [ Baten Detets | 0

Click Create Root Device Group to assign a hew device group to the current role, which is displayed as
follows:

Figure 5-57 Creating Root Device Group

[ ¢ Role Management |§ CEREEIRT )

Role Nate Description Current Path: Operator stafft
3 ¢ 4 Operator
¥ % Operstor st Operator Role Definftion | Web Autnorzation | Device View | Functions Authorization
I @ ConfiuratonAd Hame Site Mame Devdce Type Name Device Group
A 2 =
) SiNew Root Device Group
=& I HoOVR
% ™ HOOVR1 15999 249.242 HODVR D e
% I HDDVR2 150,09 242 HOOVR Device Group ‘
Name |
Davice Group |
Tag |
Descrigbony ‘
. ,
Revwrse Seiect | [ Baxnoeiote | || ¢ vl
CoprTo Baten Delels [ave ] [-concel

Input a name, device-group tag, and description for the new device group. Click Save, and the new device
group is displayed in the left device-group list.

Figure 5-58 Adding Device Group

& Rote Management IR eg.

[ Denceview | Functons Aumorea

Name Ste Name Device Type Natme. 0w || Dewce Grous | ada Device

BNew Root Device Oroup

% P Group? o2

b ™ HUS EC Senice ot et

Device Growr o
- w2

Oerice Group

Descrigton

o] [oamea] osee
Revrsesees—| |- Baunosen Frem | Assonia-]

Select a device group to be modified in the device-group list, and the right pane displays the corresponding
information of this group.

On the “Device Group” tab, user can modify the name, tag, and description of the device group. Click Save
to save the settings.

In the “Add Device” pane, user can click # or = to expand or collapse the device tree, select the device to
be added, or click the device group or name to reverse the selection of the sub-devices. Click Add to save
the modification, or click Reset to cancel the selection.
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Figure 5-59 Adding Device
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User can add more than one group with different devices to a rule against the role’s
need. For example, user can add both “Video Devices” group and “the Fourth Floor”
group to the “Guide” role.

On the “Function Authorization” tab, user can configure the function authorization to a certain type of
devices for a role.

Figure 5-60 Function Authorization

RoleName  Description CurrentPath operator stan2

I (2 operatorstaft  operator

3 operstor stz opsralor Role Definfion | Wb Authorizaon | Device View |  Funcions Authorization
Device Type. Function Secton=> Device
Device Type Name

e Matrs Swich
Aarm

Alowai | | Disable i |

vl

e sss)] osmoumne] Sasesi]

Recording Rule

In the “Recording Rule” pane, user can set the rule for video recording.

Click Recording Rule on the Record menu, and the following tab opens.

Figure 5-61 Video Recording — Recording Rule
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Adding a Recording Rule

Click Add, and user can see the following open tab.
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Figure 5-62 Creating New Recording Rule
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Input the name and description of the new rule, select a trigger type, set the video’s duration and the rule’s
valid period after the video recording begins, and then click Save. You can see the newly added rule is
displayed in the left rule list, and you can continue to edit the rule’s properties such as recording device
(see the next chapter for detailed content).

Modifying a Recording Rule
Plan for Trigger
i
Click the icon | in front of the name of the rule that user want to modify, and the pane for editing rules
opens.

On the “Recording Rule” tab, user can modify the rule’s name, description, duration, and valid period. Then
click Save.

Figure 5-63 Modifying the Recording Rule (Schedule)
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On the “Time Condition” tab, user can modify or delete the existing recording plan, add a new recording
plan, and enable or disable the recording rule. Click Edit or Delete to control a single recording plan; click
Enable All, Disable All, Cancel Edit, or Delete All to control all the recording rules; click Add to add new
recording rules.

Figure 5-64 Time Condition (Schedule)
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On the “Record Device” tab, user can view and delete the existing devices, and add other devices to the
recording rule.
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Figure 5-65 Modifying the Recording Rule — Device Name (Schedule)
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Click the 4 icon in front of the name of the rule user want to modify, and the pane for editing rules opens.

On the “Recording Rule” tab, user can modify the rule’s name, description, duration, and valid period. Then
click Save.

Figure 5-66 Modifying the Recording Rule (Alarm)
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On the “Time Condition” tab, user can modify or delete the existing recording plan, add a new recording
plan, and enable or disable the recording rule. Click Edit or Delete to control a single recording plan; click
Enable All, Disable All, Cancel Edit, or Delete All to control all the recording rules; click Add to add new
recording rules.

Figure 5-67 Time Condition (Alarm)
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On the “Alarm Trigger Condition” tab, user can view or delete the existing alarm source and add other
alarm sources to the recording rule.
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Figure 5-68 Alarm Trigger Condition
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On the “Record Device” tab, user can view or delete the existing devices and add other devices to the
recording rule.

Figure 5-69 Record Device (Alarm Trigger)
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Deleting Recording Rule
In the pane for editing rules, click Delete, and a dialog box for confirmation opens.

Figure 5-70 Deleting Single Recording Rule

Q) “SRecoiding Rule YRR

Rute Name. Trigges Type  Ded| CurrentPam Rulel

¥ 2 Rule1 Alarm Trigger r
@ Ruez ‘Sehedute Trage RecordingRule | Time Conation | _ Alem Trigger Candition | Recora Dewce
Rutlo Natme Rulel
Trigger Type
Description
| Microsoft Internet Explorer L%
?/ de
| =)

. .
—T—H [

Click OK to delete this rule.

To delete multiple recording rules, select the rule that user want to delete in the recording rule list, and click
Batch Delete. Then the following dialog box opens for confirmation.
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Figure 5-71 Deleting Multiple Recording Rules
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Click OK to delete the selected recording rule, or click Reverse Select to cancel the selection.

Log Report

You can search the device alarm events, device operations, user login, web operation, and you can also set
guery conditions to get result quickly.

Device Alarm Log
Click Log Report, select “Device Alarm” to go to the query page of “Device Alarm”.

Figure 5-72 Device Alarm Log

Regort 38 NiShory device 3ATMS. S8 Changes, 3nd &vents. StarTime
(3 NUMBT of svery query Is 20000)

T

Set proper query conditions, click View Report, and the records of alarm events that match the conditions
are displayed in the right pane. Expand an alarm event record, and you can see the detailed information of
the record.

Figure 5-73 The Query Results of the Device Alarm Log
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After finishing the search, you can locate the information of interest to users with the toolbar buttons, using
which you can also print the information.

The system also supports exporting the query results to a target file. Select an output file format in
the "Export” dropdown-list, and click Export to export all the information in this search to a target file.

Device Operation Log
Click Log Report, select “Device Operation” to go to the query page of “Device Operation”.
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Figure 5-74 Device Operation Log
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Set the corresponding query conditions, click View Report, and the device operation log that matches the
conditions is displayed in the right pane. The log contains “Device”, “User”, “Terminal’, “Result”, and
“Operation”.

Figure 5-75 The Query Result of the Device Operation Log
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After finishing the search, you can locate the information of interest to users with the toolbar buttons, using
which you can also print the information.

The system also supports exporting the query results to a target file. Select an output file format in
the "Export” dropdown-list, and click Export to export all the information in this query to a target file.

Figure 5-76 Different Output File Formats for Query

Select a format v
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Excel

Excel has the maximum data limitation. There will be an error when output data is over
65536 rows. Reduce the search time and try again.

User Login Log

Click Log Report, select “User Login”, and you can go to the search page of “User Login”.

Figure 5-77 User Login Log
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Set corresponding query conditions, click View Report, and the user login log that matches the conditions
is shown in the right pane. The log contains the login users, client type, Client IP, start data, and end date.
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Figure 5-78 The Query Results of the User Login Log
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Atfter finishing the search, you can locate the information of interest to users with the toolbar buttons, using
which you can also print the information.

The system also supports exporting the query results to a target file. Select an output file format in
the "Export” dropdown-list, and click Export to export all the information in this search to a target file.

Web Operation Log
Click Log Report, select “Web Operation”, and you can go to the query page of “Web Operation”.

Figure 5-79 Web Operation Log
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Set corresponding query conditions, click View Report, and the web operation log that matches the
conditions is shown in the right pane. The log contains the web information about the username, operation
time, operation and target...

Figure 5-80 The Query Results of the Web Operation Log
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After finishing the search, you can locate the information of interest to users with the toolbar buttons, using
which you can also print the information.

The system also supports exporting the query results to a target file. Select an output file format in
the "Export” dropdown-list, and click Export to export all the information in this search to a target file.

Video Record

Click Video Record, and you can go to the corresponding query page.
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Figure 5-81 Video Record Search
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Set corresponding query conditions, click View Report, and the video records that match the conditions
are listed in the right pane, including the name of the Streaming Server, video recording device, the start
date and end date of video recording and the duration of video recording.

Figure 5-82 The Query Results of Video Record
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After finishing the search, you can locate the information of interest to users with the toolbar buttons, using
which you can also print the information.

The system also supports exporting the query results to a target file. Select an output file format in
the "Export” dropdown-list, and click Export to export all the information in this search to a target file.

Site Info

The local site information contains the system information of HUS-SWP-32S Server running on computer,
including version, information of the client, license limit, and device type.

Click the “Site Info” tab, which is shown in the following screenshot.

Figure 5-83 Local Site Information
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The Current Information on the Client
Click the button *!' to the left of “Client” to expand and view all the login names, login time, IP addresses,
and other users’ basic information of the clients that are currently connected to the local site.
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Figure 5-84 The Current Information on the Client
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The Number of System Licenses

Click “License Count”, and you can see the number of licenses supported by the system, including the
count of the currently connected devices and the license limit. Expand the tree, and you can see the
numbers of specific devices.

Figure 5-85 The License Count
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Authorized Device Type

Click “Authorized Device Type”, and you can see the statistics for the types of connected devices supported
by the system. Expand the tree to see the description of the specific device type:

Figure 5-86 The Device Type Supported by System
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Click “Resource” and the following window is displayed:
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Figure 5-87 Resource Management
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You can view, update and delete icons in this window.
Click Upload File and the following window is displayed:
Figure 5-88 Upload File
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Select “Resource Type” and click “...” to select icons from the computer. Click Upload to upload icons.

Download

Click “Download” to download HUS video player.

Figure 5-89 Download
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Logout

] .
Click the Logout button Exit on the top-right corner of the window to logout from HUS-SWP-32S Server,
and returns to the system login page.
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6 Event Control Service

Event Control Service receives device alarms and transmits the alarms to other system components
(including Video Trigger Service and Rules Engine Service) that receive the alarms. EC (Event Control)
Service also receives the control commands of the control devices from other components (including Video
Trigger Service and Rules Engine Service) in system, and controls the devices in unison.

The Event Control Service receives information about alarms, events and state changes, consequently
sending operation command and control information to front-end devices, it is compatible with different
communication methods and formats, and caches the information locally.

Support Device

The EC Service can be connected to the following device types: encoders, decoders, IP cameras, DVRs,
alarm devices, and matrix devices.

The types of specific devices supported and integrated functions differ, and
integrated into the system as new systems or devices become available. For detailed
information, consult a technical support expert.

Alarm Filter Mechanism

To distinguish different types of device data and avoid large amounts of repetitive device information being
sent to the client, the information transmitted by EC Service is divided into three types: alarm, status, and
event. Alarms are divided into blocked alarm, unblocked alarm, and timeout alarm. Depending on type of
device information, the EC Service transmits the information differently.

Blocked alarm applies to the frequently occurring alarms whose occurrence time is not of concern each time.
The EC Service filters the alarm device, type, and other detailed alarm information. For alarm information of
the same type and content sent by the same device, the EC Service only transmits the first alarm until the
client clears this alarm. The alarm type is defined as “Blocked Alarm” in “Alarm Attribute” of “Device Type”.

Unblocked alarm applies to important alarms whose occurrence time is considered to be important. For an
unblocked alarm of the same type and content sent by the same device, the EC Service sends the cached
and unclear alarm information to the client, according to the device information to be received by the client.
The alarm type is defined as “Unblocked Alarm” in “Alarm Attributes” of “Device Type”.

Timeout alarm applies to much more important alarms whose occurrence time is of concern. If the interval of
occurrence between two alarms (with the same device, alarm type, and detailed alarm information) is less
than the configured blocked timeout, then the alarm that occurs next time will be blocked instead of being
transmitted to the client. The alarm type is defined as “Timeout Alarm” in “Alarm Attributes” of “Device Type”,
and is set with the blocked timeout (unit: seconds).

The information about the device status is also processed in a blocked way on EC Service. The statuses of
devices are classified into several status categories and all status information that describes the same
feature constitutes a status group, e.g., device on line/off line; door open/closed. Please note that the status
information in the same status group is substituted while not simultaneous. The device status describes the
status of the device feature. The alarm type is defined as “Status” in “Alarm Attributes” of the “Device Type
Alarms” tab.

The information of a device event is processed using the unblocked method on the EC Service. When the
command control server receives information from device events, it transmits the information directly to the
client that subscribed the device information. Device event describes the normal interactive information
generated when devices are running. The alarm type is defined as “Event” in “Alarm Attribute” of “Device
Type”.

You can choose the alarm type in the Site Info tab in HUS-SWP-32S Server. Select alarm device in the
Device Type Name tree in the Authorized Device Type tab, and the detailed information of the device will
be showed on the right as below.
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Figure 6-1 Site Info-Device Type Alarms
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Select alarm device in the Device Type Alarms tab and choose the alarm type on the right as shown in the
following screen shot.

Figure 6-2 Device Type Alarms
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Choose the “Status Group” first if you define the alarm type as “Status”.

Judgment Mechanism for Control Priority

To deal conflict that occurs when multiple users control the same device at the same time, all the control
commands used for devices are first sent to the EC Service, which differentiates between all incoming
commands and then controls device control according to the appropriate command. The principle of
decision making is described as follows.

The user of a higher level can take authority for device control from a user of lower level, but a user of
lower level cannot take the authority for device control from a user of higher level or the same level. In the
“User Management” page of the HUS-SWP-32S Server, the user level and expiry date of control authority
can be configured. The user level ranges from 0-255, among which the lowest level is 0, and the highest
level is 255, as shown in the following screen shot.
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Figure 6-3 User Level
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If a user gets control authority for a device, then the EC Service sets the release time of the control
authority in cache.

In the caching process of control authority, if a user of lower level or the same level asks for control of the
device, the device control authority remains unchanged, and the EC Service informs the user of the
usernames holding device control authority and the remaining time in authority. If the user of a higher level
asks control of the device, he/she can replace the original user and receive device control authority directly.
If a user who asks for device control is one who is already holding device control authority, the cache time
of control authority is extended to the next cycle. When the user’s cache time of control authority expires,
he/she loses control authority of the device automatically. This shifts the control authority to the next user
which requests it.
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7 HUS Trigger Service

The HUS Trigger Service is a server application that triggers video recording at a predefined time or when
an alarm occurs.

The HUS Trigger Service provides the video trigger service for digital video monitoring systems and
manages the video recording function of multiple Streaming Servers to ensure the reliability and stability of
large volume and long-term video storage systems.

Trigger Mechanism

HUS-SWP-32S Server is configured with video storage rules, including planned trigger and alarm trigger.
When Trigger Service starts, it is configured with either a planned trigger or alarm trigger from HUS-SWP-
32S Server, and deals with them respectively, as shown in the following screenshot.

Figure 7-1 Video Recording Rule

Rule Name Trigges Type De| ¢ Path:
I [ Rulet P

Z Rule2 Recording Rule

: :
immasti ] oo ] | o]

At the preconfigured time for a video trigger, the Video Trigger Service sends a storage command to the
NVR service which takes responsibility for controlling related devices for the specified time duration. The
following screenshot displays the trigger time and the lasting time of recording that are defined by one
planned trigger rule.

Figure 7-2 Planned Trigger

Sl “ERecording Rule

urrent Path Ruie2

Recording Rute Time Conditon | Record Device

7 Enadle Frequency (vear| Every Year (x]) oMorth | Every Month [ Day EveryDar [w])

0 D
e Start Tune ouwation ([0 ] Dy 0[] our 10 ] wiutey A

When an alarm triggers a video recording, Video Trigger Service first subscribes the configured alarms or
events from Event Control Service. When EC Service receives the alarm, it sends the subscribed alarm to
Video Trigger Service, and Video Trigger Service decides whether video storage is needed according to
the specific configuration information of the alarm trigger rule. When the video must be stored, Video
Trigger Service sends the storage command to the NVR service which controls the corresponding storage
device to trigger video recording of alarms for the specified time duration.

The following screenshot displays the alarm settings for one alarm trigger rule. When the selected alarms
occur, video recording will be triggered. The lasting time setting of the recording is 10 minutes. (Note that

Document Rev A — 07/15 50



HUS-SWP-32S User Manual

the first channel of alarm input and alarm restore is unselected, so the two alarms do not trigger recording
when they occur.)
Figure 7-3 The Rule of Alarm Trigger

G SRecording Rule | gEEEE

Faste Name Trigger Type  Descrl| Curent Path Rulet

7 2 Rutet ‘ .
Schedule Tgger Recording Rule | Time Conaion | Alam Trigger Condtion | Record Device

I 2 Ruie2
™ DeiceName  ECServer Device Type Name o[ [“aa
I~ @ HUS Rule Sarvice HUS EC Senvice HUS Rule Senice :
- HUS EC Service HUS EC Senvica [w]
0 [v]oafo iv]Houl10]
Win Leval | Uniimite
Aarm Filter Max Level| Uniimited |
Do
A
AcT
Ac
ac
A
0
e
i
A
Reverse Gelact | | Bakch Delete | |- Baten Dejets |

When the Video Trigger Service is running, if user add, modify or delete one video recording rule in HUS-
SWP-32S Server, the Video Trigger Service can update the information automatically and dynamically, and

adjust the corresponding recording rule in time.
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8 Database Management Tool

The Database Management Tool is used to maintain the database of HUS-SWP-32S Server, providing the
functions of database backup, restore, cleanup of old data, and so on, in order to optimize and manage the
database.

The major functions of the Database Management Tool are backing up of the database, restoring the
database, and cleaning up the database.

Connecting to Server

Start the Database Management Tool, and then click the button i1 Connect on the toolbar. Select a server
name and authentication method in the pop-up window, and click Connect.

Figure 9-1 Connecting to DataBase Server

I Database Management Tool

S Connect | Marmal Maintain

-

Connect to Server

Server name:

&; Maintenance Flan

Authentication

% Windows NI Authentication

" 30L Server Authentication

Lozin: |

Pazsword: I

Conmection I 153: seconds

Options:

[~ Dizplay each event message in a

Connect I Cancel

Backing up Database

. . S8 Manual Maintain -
After connecting to the server, click the button &

the drop-down list, which opens the following window.

on the toolbar, select “Backup” from
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Figure 9-2 Database Backup

F]]atabase Hanagement Tool-[(Local)l _IDILI

Conmect |E|J |Manual Maintain - |®Maintenance Plan

E ) Local) lanuale:bnp|
D Huzhde
D ReportServe Datahase: I[Hus)\dv]
D ReportServe

Backup Type: [FILL

(N
=l
=l

Baszeup File: ICZ\Program Files'Microszoft SOL Serv  Browser... |

i+ Append to exicsting baclmp file erwrite existing t

Baclmp-cet Setting:

Hame: IHusAdv Eaclkmp
Description: I Baclup Clear Logs |

Logs:

|

-]

4 LI Ready

Choose the database name, backup type, and the path for saving the backup file in the preceding window,
and then click the button ﬁ to backup the database.
Instructions for backup type:

1. Complete backup: Back up the whole database, including all data in the database.

2. Differential Backup: Back up the data that is in the current database but different from the
last complete backup.

3. Transaction Log: Only back up the transaction logs in the current database.
Instructions for other options:

1. Attach to the backup files: if the backup file already exists, add the backup data to the
original file. If there is no backup file, create a new backup file.

2. Overwrite the backup file: if the backup file already exists, the new backup file will replace it;
if not, this file becomes the new one.

The database name in this system is “HusAdv”. Be sure to choose the right database
when backing up or restoring the database. Use the default name “HusAdv” when
backing up database, so as to avoid operation failure when restoring the database.

Restoring Database

. . 5 Manual Maintain ~
After connecting to the server, click the button on the toolbar, select “Restore” from

the drop-down list, and the following window opens.
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Figure 9-3 Restoring Database

P Database Management Tool-[ (Local)] _IDILI

= Conmact | | |@Ma.nual Maintain = |®Maintenance Flan

=1
B [ Local) Marmal Backup Ianualllestnrre| 1 b=
u HuzAdw
n Reportlerve Databasze: [Hushdv] LI
n Reportierve
Baclkup Source
Baclup File: | D
Baclmp Set |Uptions|
Resztore | Hame | Component | Type
K 2
Change baclup-set restore sequence:: | ‘ |tore | Clear Logs |
Logs:
=
]
4 LI Feady

Choose the database to be restored or enter a new database name, and then click the button E] to add
a backup file in the pop-up window as follows

Figure 9-4 Specifying a Backup File

[ ] Specify Backup

Backup media: |Fi|e |

Backup location:
[:dbbackuphHusddyv. bak Add

Add one or more backup files, and click OK. On the “Backup Set” page, you can see the backup sets in the
current backup file.

Figure 9-5 Selecting Backup Sets

Backup Set |Options |

Restore Marme Component Type Server Database Position
W [Husaoyraa, =
HUSAdv-Full Dat... Database FULL STATION-WOAPL.., HUSAdw 1
< ?

Change backup-set restore sequence: [ Restore ] [ Clear Logs ]
Select the backup set to be restored in the “Backup Set” list, and then click the button to

restore it.
User can select another path for saving the database file in the “Option” page as follows.
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Figure 9-6 Changing the Path of Database File

Backup Set | Cptions

Logical Mame Criginal File Mame Restore As

DeHUS Ak HusAdy. mdF DriHUS AV HsAdy. mdF ]
Husady_log DHUSAdvHusAdy. IdF D HUSAdviHusAdy. IdF ]

Change backup-set restore sequence: Restare ] [ Clear Logs

If there are more than one backup set , especially when the backup set includes
complete backup, differential backup, and transaction backup, make sure the
restoring sequence is: the last complete backup = some differential backups after
the complete backup = the transaction log backup and ending transaction log
backup after the differential backup.

Data Table Maintenance

. . 5 Manual Maintain ~
After connecting to the server, click the button on the toolbar, then select “DataTable

Maintenance” from the drop-down list, and the following window opens.

Figure 9-7 Data Table Maintenance

2 Database Management Tool-[Local]

I |8 Menusl Maictain + | & Mairtenance Plan

DataTable Maintain

Space Avsilable Compatibiity
24163 M8 VersionS0

BITIATE N E O
Index Space Lines FileGroup

0703 M8 730 PRIMARY
0258 M8 a1 PRIMARY
0000 M8 0 PRIVARY
0000 MB 0 PRIMARY
0047 M2 84 PRIMARY
0039 M8 0 PRIVARY
0539 MB a1 PRIVARY

e this time point wil be deleted) Clear Data

Loas
Clear Loas

Start to clean up log automatically . schedule duration is 10 mins

Ready

The Data Table Maintenance function only supports cleaning up of the SQL Server of Data Management
Center on this server.

¢ Select “Data Clear Time” and configure the time in the drop-down list, cIic to clear the data.
e Select “Auto Clear Data” and click to clear data automatically. Click and the

following window is displayed:

Figure 8-8 Auto Clear Settings

r A |
a5 Auto Clear Settings &J
[¥] Auto clear while system star'

Log Storage Size Limitation

Alarm Record: 1538 5| mE
Opertion Record: 10242 MB
User Action Log: 1024 | MEB
Uzer Login Log: a0 2| ME
Video Record Trigger: 2048 2 MEB
[ & ][ GCancel

b

Users can set the custom properties.
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o Click |_9=arL98s |5 clear the logs before the time point.

Notes: Maintenance Plan is unavailable on HUS-SWP-32S series production.

Before clearing the data, make sure you have backed up the data, as the data cannot
A be restored after the cleanup.
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9 Configuring HUS NVR Services

This chapter describes how to configure HUS-NVR Service in Management Tool.

HUS-SWP-32S IP Security Integration Platform includes HUS-NVR Service. Management

Tool can start its service and the real-time communication and monitoring services of HUS-SWP-32S

Server.

Configuring NVR Service

In the main window of “Management Tool”, as shown in the following screenshot, expand the tree items

Management Tool->Services in the left pane.

Figure 10-1 Management Tool — Services

) Nanagement Tool

Help

(e 12| » "

=) Management Tool

Name

Description

e
Services & Windows Time
HUS Network Video Recorder

Double click “HUS Network Video Recorder”. Click the “Configuration” tab in the open “HUS Streaming

Server Properties” dialog box.
Figure 10-2 HUS NVR Properties — Properties

HUS Network Yideo Recorder Properties rgl

General | Configuration ;|

Managemert server
ligt

HUS Metwork Video Recorder list

D Name
fEc40afc-Ba26-43e56-9d. . Honeywell HUS-NVR

Curent service ko 169.99.249. 243> Honeywell HUS-NYVR
syhchronize:

Select HUS-SWP-32S Server that you want to synchronize, and select the corresponding HUS NVR
Service names in the HUS NVR list, so as to connect the HUS-NVR Service with the HUS-SWP-32S

deployed by the Server.

Click the “General” tab again, and start the HUS-NVR Service.

Document Rev A — 07/15

57



HUS-SWP-32S User Manual

Figure 10-3 HUS Streaming Server Properties — General

HUS Network Yideo Recorder, Properties El
General || Canfiguration
Service name: HUS Metwork Video Recorder
Digplay name: HUS Metwork Wideo Recarder
Description HUS Metwork Yideo Recorder: Relay., Storage,
Flayback, Dovnload
Path to excutable:

“C:\Program Files\HoneywelhHUS S erver\S treaming ServersStreamingSer
Startup type: Automatic v
Semvice status: Stopped
Stop Pause Besume
You can specify the start parameters that apply when start service from here.
Start parameters:

On the “General” page, click Start. When the service status turns to “Started”, the Streaming Service is
started successfully.

The state information and monitoring interface of Streaming Service is automatically displayed after it is
started successfully.

HUS NVR Service Function

Relay

Storage
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HUS-NVR Service can relay the real-time streaming to the client.
A typical application process of relaying the streaming is described as follows:

Firstly, HUS Client sends a request command to HUS-NVR Service for a real-time streaming. After it
receives and analyzes this command, it connects the corresponding front-end device links, and requests
for the real-time streaming.

If the preceding two steps perform successfully, then the streaming link between HUS Client and HUS-
NVR Service and the link between HUS-NVR Service and the front-end device are connected, which forms
a one-way real-time streaming circle. Thus, the transmitting function is implemented.

HUS-NVR Service can store the real-time streaming for a certain period of time when it receives the
storage command from Trigger Service of HUS-SWP-32S.

A typical application process of storage is described as follows (take “schedule trigger” as example):

Firstly, Trigger Service of HUS-SWP-32S gets the “trigger schedule” configured in the Server. If the trigger
condition is satisfied, Trigger Service sends a request command to HUS-NVR Service, indicating that the
real-time streaming of a certain channel will be stored within the specified time period.

When HUS-NVR Service receives and analyzes the command, it links to the corresponding front-end
device for the real-time streaming.

If the preceding two steps work successfully, then the streaming link between HUS-NVR Service and the
front-end device is connected, and HUS-NVR Service starts storing the streaming into the disk and will
stop the storage until the specified end time.

In practical situation, large amounts of video files are generated, and maintaining the video file database
becomes one of the most important works after the system is put into operation.

Disk Maintenance

Maintainers should pay attention to the following parameters:
1. The total capacity of disk: C (unit: GB)
2. The remaining capacity: R (unit: GB)
3. The total number of device links supported : N

4. The maximum bit rate of each channel: rate (unit: Mbps)
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5. The number of days for storage: D (unit: day)

The calculation of disk storage space must meet this condition: the remaining available disk
space>the required space for storing video files

(C*1024-512)>D*3600*24*N*rate/8

That is C>10.55D*N*rate+0.5

512 (MB) refers to the reserved disk space.
Index Recovery Tool

IndexMaker(SQLite) is a recovery tool for video index files provided by HUS-NVR Service, which you
can find it in the installation directory.

When HUS-NVR Service shuts down abnormally (caused by abnormal program or power-off), damage
might be caused to index files. So before restarting HUS-NVR Service, you must recover the index files,
otherwise it may cause error.

Figure 10-4 Index Recovery Tool

* IndexMaker(SQLite) S
Input
Files Path:
add
Clearall
Oubpuk
Progress: 0%
Tokal: 0 Processed: Faled: 0 Skark

To recover the index files, follow these steps:

1. Click “...” and specify the DB path (the path where the index files generated by the HUS-NVR are
saved).

2. Click Add and specify the storage path (the corresponding disk list; refer to the disk list).

3. Click Start. Once it is complete, the index files will have been successfully recovered.

Playback
HUS-NVR Service supports video playback in HUS Client.
A typical application process of video playback is described as follows.

Firstly, HUS Client sends a request command to HUS-NVR Service designating for a certain history video
with the specified start time and end time.

After HUS-NVR Service receives and analyzes the command, it finds the file list that matches the condition
in local video database, and locates the correct start and end time.

If the preceding two steps work successfully, then the streaming link between HUS-NVR Service and HUS
Client is connected, and HUS-NVR Service begins to distribute the history streaming to HUS Client to play
it.

Downloading Videos
This function is similar to the playback function. The only difference is that the history streaming will not be
played but storing it in the local hard disk of the HUS Client.

Dynamic Synchronization

When the settings of Streaming Service (HUS-NVR Service) are changed in the Management Service,
HUS-NVR Service automatically synchronizes with it and applies the new settings. The settings include:

1.The configuration information of Streaming Service, including device name, tag, location,
description, device parameter, etc., as shown in the following figure.
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Figure 10-5 The Parameters of Streaming Service

Current Path: Wetwork Video Server==Honeywell HUS-MNVR
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2. The configuration information of device links supported by the HUS-NVR Service, including adding,

deleting, and modifying the information of a link, as shown in the following figure.

Figure 10-6 Device Links of HUS-NVR

[ Device || 4 /Device Links

Link Name
r[F ® Haoem_z7
™[4 & H2o1em_2s
(& © Hao2aM_21
r[F ® Haozem_22
[ & H207Mps
r[Z ® HUs13eM

Site Name

Security Site 1
Security Site 1
Security Site 1
Security Site 1
Security Site 1
Security Site 1

Device Type

Haoneywell HNYE Stream
Honewwell HRVE Strearn
Haoneywell HNYE Stream
Haoneywell HMYE Stream
Haoneywell HNYE Stream

HUSS 4-Channel Encoder (HUS135M

Device Tag Device Location
H2018M_27
H2015M_28
H2028M_21
H2028M_22

H207hp4

Prerecord

HUS-NVR Service can cache the real-time streaming for a certain time (less than or equals to 10 minutes).
When there is an event or alarm triggering recording, prerecording may help tracing the situation before the

event or alarm occurs.

To configure the prerecording settings, follow these steps:

1. Log in HUS-SWP-32S Server.
2. Navigate to Device>Device Management, and select the target NVR in the left device tree.
In the “Device Links” tab, select the target link and it displays the “Link Parameters” tab in the

right pane.

3. Specify the prerecording time (available options: 1, 5, and 10 minutes), as shown in the

following figure:

Figure 10-7 Prerecording Time (Minutes)

Link Parameters || Add

LinkPath55_142-=H2018M_27

Targeq
Location
Link Name|

Link . wrecord)) 1Mins

Par. s
Hao PreRecord
1 Mins
AMins
10Mins

Cycle Overwrite

Cycle overwrite is one of the video storage strategies of HUS-NVR Service. The capacity of each disk is
limited (see “Disk Maintenance” section).

Document Rev A — 07/15

60



HUS-SWP-32S User Manual

HUS-NVR Service supports the cycle overwrites in the following two situations:

« Delete the videos older than N days regularly. If the disk can store the videos for N days,
HUS-NVR Service will delete the video files older than N days regularly according to the
required video storage space after a certain capacity is filled.

« Delete the oldest videos when the disk capacity is full, and the related parameters can be
specified in the “streamingserver.xml” file (it is in the installation directory of HUS-NVR
Service):

« The default maximum capacity of each file block is 200MB.

It can be configured by “<PREF NAME="storage_video_chip_size"
TYPE="UInt32" >200</PREF>"in the “streamingserver.xml”file.

« When the remaining space of the disk is less than 1GB (default), you cannot create new
files on the disk.

It can be configured by “<PREF NAME="storage_disk_create_empty_remain"
TYPE="UInt32" >1024</PREF>"in the “streamingserver.xml”file;

« When the remaining space of the disk is less than 512MB (default), data cannot be written
to the disk.

It can be configured by “<PREF NAME="storage_disk_write_empty_remain"
TYPE="UInt32" >512</PREF>"in the “streamingserver.xml”file.

« When the remaining space of disk is less than 2GB (default), HUS-NVR Service starts to
search the oldest videos. When more than 1GB (default) of videos is searched, it stops
searching and delete all these videos.

The remaining space can be configured by “<PREF
NAME="storage_cycle_overwirte_remain_size" TYPE="UInt32" >2048</PREF>"in
the “treamingserver.xml” file.

The file size of searched videos can be configure by “<PREF
NAME="storage_cycle_overwirte_size" TYPE="UInt32" >1024</PREF>"in the
“streamingserver.xml” file.
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10 Appendix

Adding IP Video Front End Devices

Honeywell Super HD Series IP Camera (ONVIF)
Click “IP Video Front End Devices” in the “Device Tree”, and click New. The following interface is displayed:
Figure 0-1 Adding Honeywell Super HD Series IP Camera (ONVIF)

Device Type Honeywell Super HD Series IP Camera (ONVIF) -

Batchinsert  patch Number |1
Example: If set batch number to 10 and set device name to ‘Device{1}', application
will create ‘Device1' to ‘Device10". Any property can include batch expression except
the one will validation
Motes: Only positive interger can appearin {}, any other character will not be replaced

Device ID
Device Name | Honeywell Super HD Series IP Camera (ONVIF){1}
Device Tag

Device Location

Description

EventEnable: [
EventPort 5190
Timeout(s); 20

Ping Timeout(50
400ms):

Ping Try(1-3);2

50

Heartbeat Interval 1
(60-180s):

Select “Honeywell Super HD Series IP Camera (ONVIF)” in “Device Type”, set properties and device
parameters for the new device. Besides general parameters, there are following device parameters:

20

1. EventEnable: Enable event function to receive alarms.

2. EventPort: The Socket service port in EC for the Adaptor, to receive the event reports from the
devices connected with the adaptor. Make sure this port in EC cannot be occupied by other programs or
devices, or it cannot receive alarms and ON/OFF line status. The default value is 6150.

3.Timeout (s): The interval between two heart beat packets. (10 seconds by default.) Adjust this
parameter if the network environment is poor or too many devices are connected. The formula is: Timeout
period=number of cameras X (number of alarms per second of a camera X 2+1)/20.

4. PING Timeout(50-400ms): Set the interval time of sending and receiving the PING. The device is
regarded as disconnected if it is timeout.

5.PING Try(1-3): Set the trial times of the PING test.
6. Heartbeat Interval(60-180s): Set the interval time between two heartbeats.

Click Next, and the following interface is displayed:
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Figure 0-2 Adding Super HD Series (ONVIF) DVR

Honeywell Super HD Series IP Camera Super HD Series (ONVIF)
© (ONVIF QDVR e *
Device TYpE  Super HD Series (ONVIF) DVR M
ample: If sef ber o 10 {1}, application

xpression except

terger can appear in , any other character will not be replaced.

Device ID |

Device Name  [{parentName)_{1}

Device Tag |

Device Location

Description ‘

HUS EC Senvice: Service Component->HUS EC Servicel
IP Address]
Port{30

Password]

|
|
Userhame [admin |
|
|

Authenaddress?/

AuthenMode: Basic -

Onvifidaress{ 8000ionvildevice_senvice |

Set properties and device parameters for the new device. Besides general parameters, there are following
device parameters:

1.HUS EC Service: Select Service Component- Event & Control Service.
2.IP Address: Enter the Enter the IP Address of the device.
3. Port: Set the port for communication and configuration.
4.UserName: “admin” by default.
5.Password: “1234” by default.
6. AuthenAddress: HTTP Address to log on. Ask the vendor for details.
7.AuthenMode: HTTP authentication mode. Ask the vendor for details.
8. ONVIF Address: ONVIF address. Ask the vendor for details.

Click Next, and the following interface is displayed:

Figure 0-3 Adding Super HD Series (ONVIF) Channel

o Honeywell Super HD Series IP Camera o SuperHD Series (ONVIF) q>5unel HD Series (ONVIF) >
(ONVIF DVR Channel
Device Type  Super HD Series (ONVIF) Channel -
pacnmset gannumiert |

10 and set
\ny pre

Device ID |

Device Hame  [(Parentiame)_{1}

DeviceTag |

Device Location

Description ‘

HUS EC Senvice: Senice Component>>HUS EC Senvice1

PTZPace 1
mapping to:
PTZ Pace ‘
mapping to
PTZ Pace
mapping to:

5

|
|
|
PTZ P
mapping o122 |
PTZ Pace ‘
mapping to:
|
|
|
|

PTZ Pace

55
mapping to

PTZ Pace 7
mapping to:

PTZ Pace
mapping to
PTZ Pace 9
mapping to:

1.HUS EC Service: Select Service Component- Event & Control Service.

65

75

2.PTZ Pace X (1-9) mapping to: PTZ pace X (1-9) can be customized. Each PTZ pace mappings to
one front-end PTZ pace. For Example, PTZ Pace 9 mappings to PTZ85; PTZ Pace 1 mappings to PTZ5.
Customized PTZ pace provides more accurate positioning.

Click Next, and the following interface is displayed:
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Figure 0-68 Adding Super HD Series (ONVIF) Streamer

% Honeywell Supert amera (ONYIF)® Super HD Series (OMVIF) D VRe Buper HD Series (ONVIF) ChannelsySuper HD Series [ONVIF) Streamer

Device Type Super HD Series (ONVIF) Streamer -
Device ID

Device Name (Parenthame)_{1}

Device Tag

Device Location

Description

AlternativeView

HUS EC Senice: Senvice Component-=HUS EC Senvice ~
Liove/x el Tﬂu/; Metwork Video Server=»E 235/RHUS NVR1 -
MediaProfile] Profile1
Multicast. [~
Show Text: [
Text
Text Position: Right Tap -
Show Date(Time): ¢
Date(Time) p e -
Format
Date(Time) -
Position -5 1°P
Font Size]48
Font Color: White M

SwitchMark:
(RStreamer's Switch ID Format : §**, Example: 811

Set properties and device parameters, there are following device parameters:
1. Alternative View: Click Find to select alternative stream when the current running stream cannot work:

Figure 0-69 Alternative View

AlternativeView Reset
Selectall - Search
HUS EC Servi
RStreamer -
Honeywell HU

MV 16DVR10220167_Channel01_RStreamer
16DVR10220167_Channel02_RStreamer
16DVR10220167_Channel03_RStreamer

Muttica 16DVR10220167_Channel03_RStreamer2
SwitchMal 16DVR10220167_Channel04_RStreamer

I4 4 122 -~ b M -

MediaProfi

Click Reset to clear selected streams.
2.HUS EC Service: Select Service Component- Event & Control Service.
3.Honeywell HUS-NVR: Select which HUS-NVR to store the video.

4.MediaProfile: Select from quality_h264, mobile_h264, balanced_h264, bandwidth_h264, quality_jpeg,
mobile_jpeg or balanced_jpeg. Bandwidth_jpeg by default.

5. Multicast: Select it to enable multicast (Multicast address must be set on the device IE in advance.).
6.Show Text: Select this item to show text.

7. Text: Enter the text to be showed.

8. Text Position: Select the text position.

9. ShowDate (Time): Select this item to show date (time).

10. Date (Time) Format: Select the date (time) format.

11. Date (Time) Position: Select the date (time) position.

12. Font Size: Set the font size.

13. Font Color: Select the font color.

14. Switch ID: Not supported in this edition of HUS application.

Click Finish to save the settings. When the saving completes, the new device is displayed in the left “Device
Tree”.

Honeywell Pioneer Enhanced Series IP Camera (Protocol)

Click “IP Video Front End Devices” in the “Device Tree”, and click New. The following interface is displayed:
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Figure 0-4 Adding Honeywell Pioneer Enhanced Series IP Camera (Protocol)

Device Type Honeywell Pioneer Enhanced Series IP Camera (Protocol) -

Batch Insert  Batch Number |1
Example: If setb
will create Des
the one will L
Motes: Only positive interger can appear in {}, any other character will not be replaced.

Device ID
Device Name | Honeywell Pioneer Enhanced Series IP Camera (Protocol)1}
Device Tag

Device Location

Description

EVENT PORT{ 16003
EVENT TIMEQUT: 30

EVENT
RESUBSCRIBE
PING TIMEOUT] 50
(50-400ms)!
PING TRY(1-3),2
HEARTBEAT
INTERVAL(80- 120
180s)

v

Select “Honeywell Pioneer Enhanced Series IP Camera (Protocol)” in “Device Type”. Set properties and
device parameters for the new device. Besides general parameters, there are following device parameters:

1. Event Port: From the listed EC services, the user should appoint a specific one to receive alarm
information.

2.Event Timeout: The interval between two heart beat packets.

3. Event Resubscribe: Enable this item will resubscribe alarm when the device is reconnected. It is
recommended to enable this item for the first using. And disable it when the system has run stably.

4. PING Timeout(50-400ms): Set the interval time of sending and receiving the PING. The device is
regarded as disconnected if it is timeout.

5.PING Try(1-3): Set the trial times of the PING test.
6. Heartbeat Interval(60-180s): Set the interval time between two heartbeats.
Click Next, and the following interface is displayed:

Figure 0-5 Adding Pioneer Enhanced Series IP Camera (Protocol)

oneer Enhanced Series IP Camera lf‘>PH)HEErEr|hancEd Series IP Camera
(Protocol)

®

Device Type Pioneer Enhanced Series IP Camera (Protocol) e

Batchlnsert  gatch Number| 1
Example: If set batch nu

the one w n

Notes: Only psitive interger can appearin {}, any other character will not be replaced
Device ID
Device Name | (Parenitlame}{1}
Device Tag

Device Location

Description

HUS EC Senvice: Service Component==HUS EC Senvice1 -
IP Addr.
Port 80
User|admin
Password

EnableMotion: [~

EnableDIDO: [~
DITriggerlCR: [~

Set properties and device parameters for the new device. Besides general parameters, there are following
device parameters:

1.HUS EC Service: Select Service Component- Event & Control Service.
2.1P Addr: Enter the IP address of the device.

3. Port: “80” as default.

4. User: “admin” by default.

5.Password: Null by default.

6. EnableMotion: Enable this item to send the motion alarm to the HUS system.
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7.Enable DIDO: Enable this item to send the external alarm—in to the HUS system.
8.DITriggerICR: Enable this item to send the external alarm—out to the HUS system.
Click Next, and the following interface is displayed:

Figure 0-127 Adding Pioneer Enhanced Series IP Camera (Protocol)
Stream

| Pioneer Enhanced Series IP Camera

neer Enhanced Series IP Camera d‘>PinneerEnhanCEd Series IP Camera (Protocol)

o
ol Streamer

Device Type Pioneer Enhanced Series IP Camera (Protocol) Streamer -

Batchinsert  gatch Number |1
Example: If set batch numberto 10 and set device name to ‘Device{1}, application
will create ‘D Device10'. Any prop include batch expression except

Notes: Only posiive interger can appear in {1, any other character will not be replaced
Device ID

Device Name  |{parenthame}{1}

Device Tag
Device Location
Description
AlternativeView|
HUS EC Service: Senvice Component=>HUS EC Seniced -
Profile:| Profile1
Multicast [~
] ]
Switch ID:
(RStreamer's Switch ID Format - 5™, Example: $11

Select “Pioneer Enhanced Series IP Camera (Protocol) Stream” in “Device Type”, set properties and device
parameters for the new device. Besides general parameters, there are following device parameters:

1. Alternative View: Click Find to select alternative stream when the current running stream cannot work :

Figure 0-128 Alternative View

AlternativeView Reset
Select all - Search
HUS EC Seni
x - RStreamer =
e [HD-16DVR C42_Cn1_RS1

HD-16DVR-C42_Ch10_RS1
HD-16DVR-C42_Ch11_RS1
HD-16DVR-C42_Ch12_RS1
Multical, i, 15DVR-C42_Ch13_RS1
Modid 4 110 = b bl s

Codec Form

Resoluti

Click Reset to clear selected streams.
2.HUS EC Service: Select Service Component- Event & Control Service.
3. Profile: Select which stream to be played. Profilel, Profile2, Profile3...by default.
4. Multicast: Select it to enable multicast (Multicast address must be set on the device IE in advance.).
5. 0OSD: For the details of editing OSD.
6. Switch ID: Not supported in this edition of HUS application

Click Finish to save the settings. When the saving completes, the new device is displayed in the left “Device
Tree”.

Honeywell Pioneer Series IP Camera (ONVIF)

Click “IP Video Front End Devices” in the “Device Tree”, and click New. The following interface is displayed:
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Figure 0-6 Adding Honeywell Pioneer Series IP Camera (ONVIF)

Device Type Honeywell Pioneer Series IP Camera (ONVIF) -

Batch Insert  Batch Number 1
Example: If set batch number to 10 and set device name to ‘Device{1}, application
will create ‘Device1' to ‘Device 10", Any property can include ch expression except
the one will val n
Motes: Only positive interger can appear in {}, any other character will not be replaced.

Device ID
Device Name | Honeywell Pioneer Series IP Camera (ONVIF){1}
Device Tag

Device Location

Description

EventEnable: [v
EventPort|6160 "
Timeout(s), 20

Ping Timeout(50-
400ms);
Ping Try(1-3)|2

50

Heartbeat Interval

120

(60-180s});
Select “Honeywell Pioneer Series IP Camera (ONVIF)” in “Device Type”, set properties and device
parameters for the new device. Besides general parameters, there are following device parameters:

1. EventEnable: Enable event function to receive alarms.

2.EventPort: The Socket service port in EC for the Adaptor, to receive the event reports from the
devices connected with the adaptor. Make sure this port in EC cannot be occupied by other programs or
devices, or it cannot receive alarms and ON/OFF line status. The default value is 6150.

3.Timeout (s): The interval between two heart beat packets. (10 seconds by default.) Adjust this
parameter if the network environment is poor or too many devices are connected. The formula is: Timeout
period=number of cameras X (number of alarms per second of a camera X 2+1)/20.

4. PING Timeout(50-400ms): Set the interval time of sending and receiving the PING. The device is
regarded as disconnected if it is timeout.

5.PING Try(1-3): Set the trial times of the PING test.
6. Heartbeat Interval(60-180s): Set the interval time between two heartbeats.
Click Next, and the following interface is displayed:

Figure 0-7 Adding Pioneer Series (ONVIF) DVR

= Honeywell Pioneer Series IP Gamera (ONVIF)cj>Pioneer Series (ONVIF) DVR®: »

Device Type  Ppioneer Series (ONVIF) DVR -

Batchinsert  patch Number|1

Example: If set batch number to 10 and se
will create D evice10°. Any prop
the one will v

Notes: Only p

n
interger can appearin {, any other character will not b replaced

Device ID

Device Name | {Parentiame) {1}
Device Tag

Device Location

Description

HUS EC Senvice: Service Component>>HUS EC Senvice1 -
IP Address
Port|30
UserName:| admin
Password|sesss
Authenaddress ]/
AuthenMode: Basic -

OnvifAddress: Jonvifldevice_service

Set properties and device parameters for the new device. Besides general parameters, there are following
device parameters:

1.HUS EC Service: Select Service Component- Event & Control Service.
2.IP Address: Enter the Enter the IP Address of the device.

3. Port: Set the port for communication and configuration.

4.UserName: “admin” by default.

5. Password: “1234” by default.

6. AuthenAddress: HTTP Address to log on. Ask the vendor for details.
Document Rev A — 07/15 67



HUS-SWP-32S User Manual

7.AuthenMode: HTTP authentication mode. Ask the vendor for details.
8. ONVIF Address: ONVIF address. Ask the vendor for details.

Click Next, and the following interface is displayed:

Figure 0-8 Adding Pioneer Series (ONVIF) Channel

% Honeywell Pioneer Series IP Camera (ONVIF)® Pioneer Series (ONVIF) DVR< Pioneer Series (ONVIF) Channels

Device Type  pigneer Series (ONVIF) Channel -

Batchinsert  pacnnumbor 1 |

Notes: Only positive interger can appear in {}, any olher character will not be replaced
Device ID [

Device Name [;Parenthame]_{1]

DeviceTag |

Device Location|

Description ‘

HUS EC Senvice: Senvice Component=>HUS EC Senvice1 -

Set properties and device parameters for the new device. Besides general parameters, there are following
device parameters:

1. HUS EC Service: Select Service Component- Event & Control Service.
Click Next, and the following interface is displayed:
Figure 0-9 Adding Pioneer Series (ONVIF) Streamer

® Honeywell Pioneer Series [P Camera (ONVIF)® Fioneer Series (ONVIF) DYR® Pioneer Series (ONVIF) Channel=»Pioneer Series (ONVIF) Streamer

Device Type Pioneer Series (ONVIF) Streamer -
Device ID ‘

Device Name  [Parenitame)_{1}

Device Location

|
|
Device Tag ‘ ‘

Description ‘

AlternativeView | \
HonenwelHUS™ etwork Video Sener-=E BAH/THUSNIRY -
HUS EC Senice: Senice Component=>HUS EC Senvicel -

MediaProfile: Primary -
Multicast [~
Show Text [~
Text
Text Position: Right Top T

Show Date(Time). [

Date(Time) . ro -
Format

Date(Time) -
Position: LeftTop

Font Size{48 |

Font Color: White -

SwitchMaric| |
(RStreamer's Switch ID Format: 5+, Example: 511

Set properties and device parameters, there are following device parameters:
1. Alternative View: Click Find to select alternative stream when the current running stream cannot work:

Figure 0-10 Alternative View
Atternative\iew| | | Reset ‘

Selectall | | searcn

HUS EC Servig

Honeywell HU
NV

MediaProfi

RStreamer

16DVR10220167_Channel01_RStreamer
16DVR10220167_Channel02_RStreamer
16DVR10220167_Channel03_RStreamert
16DVR10220167_Channel03_RStreamer2
SwitchMal 16DVR10220167_Channel04_RStreamer
I44 122~ b M v

Multica

Click Reset to clear selected streams.
2. HUS EC Service: Select Service Component- Event & Control Service.

3. Honeywell HUS-NVR: Select which HUS-NVR to store the video.
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4. MediaProfile: Select from quality_h264, mobile_h264, balanced_h264, bandwidth_h264,
quality_jpeg, mobile_jpeg or balanced_jpeg. Bandwidth_jpeg by default.

5. Multicast: Select it to enable multicast (Multicast address must be set on the device IE in advance.).

Show Text: Select this item to show text.

Text Position: Select the text position.
ShowDate (Time): Select this item to show date (time).
10. Date (Time) Format: Select the date (time) format.

6
7. Text: Enter the text to be showed.
8
9

11. Date (Time) Position: Select the date (time) position.

12. Font Size: Set the font size.

13. Font Color: Select the font color.

14. Switch ID: Not supported in this edition of HUS application.

Click Finish to save the settings. When the saving completes, the new device is displayed in the left “Device
Tree”.

Honeywell Pioneer 3M Fisheye Series IP Camera
Click “IP Video Front End Devices” in the “Device Tree”, and click New. The following interface is displayed:

Figure 0-11 Adding Honeywell Pioneer 3M Fisheye Series IP Camera

Device Type Honeywell Pioneer 3M Fisheye Series IP Camera -

BatchInsert  gaich Number |1
Example: If set batch number to 10 and set device name to ‘Device{1}, application
will create ‘Devi to ‘Device10”. Any property can include batch expression except

the one will validation.
Motes: Only positive interger can appearin {}, any other character will not be replaced
Device ID
=t kL Ll oneywell Pioneer 3M Fisheye Series IP Cameralg)
Device Tag
Device Location
Description

EVENT PORT; 16010
EVENT TIMEQUT| 30

EVENT
RESUBSCRIBE:

PING TIMEOUT]
(50-400ms):

PING TRY(1-3)] 2

HEARTBEAT,
INTERVAL(60- 120
180s)

Select “Honeywell Pioneer 3M Fisheye Series IP Camera” in “Device Type”. Set properties and device
parameters for the new device. Besides general parameters, there are following device parameters:

1. Event Port: From the listed EC services, the user should appoint a specific one to receive alarm
information.

2. Event Timeout: The interval between two heart beat packets.

3. Event Resubscribe: Enable this item will resubscribe alarm when the device is reconnected. It is
recommended to enable this item for the first using. And disable it when the system has run stably.

4. PING Timeout(50-400ms): Set the interval time of sending and receiving the PING. The device is
regarded as disconnected if it is timeout.

5. PING Try(1-3): Set the trial times of the PING test.
6. Heartbeat Interval(60-180s): Set the interval time between two heartbeats.

Click Next, and the following interface is displayed:

Document Rev A — 07/15 69



HUS-SWP-32S User Manual

Figure 0-12 Adding Pioneer 3M Fisheye Series IP Camera

= Honeywell Pionaar 3M Fisheye Series IP CameracyPioneer 3M Fisheye Series IP Cameras

Device Type Pioneer 3W Fisheye Series IP Camera -

berto

ce{1}, application
ch expression except

& w
Motes: Only positive interger can appearin {J, any other character will not be replaced.
Device ID ‘

Device Name | (Parentiame)_{1)

Device Tag ‘

Device Location

Description ‘

HUS EC Senvice: Service Component-~HUS EC Senvice1
1P Addr|
Port{30

User{admin

Password]

Enablelotion: [~
EnableDIDO: [~
DiTriggerlCR: [~

Set properties and device parameters for the new device. Besides general parameters, there are following
device parameters:

1.HUS EC Service: Select Service Component- Event & Control Service.
.IP Addr: Enter the IP address of the device.
.Port: “80” as default.

.User: “admin” by default.

2

3

4

5.Password: Null by default.

6. EnableMotion: Enable this item to send the motion alarm to the HUS system.
7.Enable DIDO: Enable this item to send the external alarm—in to the HUS system.
8.DITriggerICR: Enable this item to send the external alarm—out to the HUS system.
Click Next, and the following interface is displayed:

Figure 0-13 Adding Pioneer 3M Fisheye Series IP Camera Streamer

® Honeywell Pioneer 31 Fisheye Series IP Camera® Pioneer 31 Fisheye Series IP Camerac)Pioneer 3M Fisheye Series IP Camera Streamer

Device Type  Pjoneer 3M Fisheye Series IP Camera Streamer -
1 ce{1}, application

Example: If set
will create

wi e ression except
the one will val

Notes: Only positive interger can appearin {3, any other character will not be replaced
Device ID [

Device Name ‘{F‘aremName},{ﬂ

|
|
DeviceTag | |

Device Location

Description ‘

AltemativeView| | [Fina]

HUS EC Senice: Service Component>>HUS EC Senvice -
FRIETEL mg' Network Video Server>E ERRHUSNVRA -
Profile: Profile 1 ¥
Multicast [~
ETle)
Switch ID: |

(RStreamer's Switch ID Format : 5**, Example: 511

Select “Pioneer 3M Fisheye Series IP Camera Streamer” in “Device Type”, set properties and device
parameters for the new device. Besides general parameters, there are following device parameters:

1. Alternative View: Click Find to select alternative stream when the current running stream cannot work :
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Figure 0-14 Alternative View

AlternativeView

Reset

HUS EC Seni
Honeywell HU
N

Codec Form:
Resoluti

Multica

Selectall

RStreamer

\|D-16DVR-C42_Ch1_RS1

HD-16DVR-C42_Ch10_RS51
HO-16DVR-C42_Ch11_RS1
HD-16DVR-C42_Ch12_RS1
HD-16DVR-C42_Ch13_RS1

Search

"

Modid 4 110 = b kI -

Click Reset to clear selected streams.
2.HUS EC Service: Select Service Component- Event & Control Service.
3.Honeywell HUS-NVR: Select which HUS-NVR to store the video.
4. Profile: Select which stream to be played. Profilel, Profile2, Profile3...by default.
5. Multicast: Select it to enable multicast (Multicast address must be set on the device IE in advance.).
6.0SD: For the details of editing OSD.
7.Switch ID: Not supported in this edition of HUS application

Click Finish to save the settings. When the saving completes, the new device is displayed in the left “Device
Tree”.

Honeywell Pancake IP Camera (ONVIF)
Click “IP Video Front End Devices” in the “Device Tree”, and click New. The following interface is displayed:
Figure 0-15 Adding Honeywell Pancake IP Camera (ONVIF)

Device Type Honeywell Pancake IP Camera (ONVIF) -

BatchInsert  Baich Number 1
Example: If set batch number to 10 and set device name to ‘Device{1}', application
will ¢ e to ‘Device 10" Any prope batch expression except
the one will validation.
Motes: Only positive interger can appear in {}, any other character will not be replaced

Device ID
Device Name  |Honeywell Pancake IP Camera (ONVIF)1}
Device Tag

Device Location

Description

EveniEnable: @
EventPort| 6200
Timeout(s)| 20

Ping Timeout(504
400ms):

Ping Try(1-3)|2

50

Heartbeat Interval

120

(60-180s):
Select “Honeywell Pancake IP Camera (ONVIF)” in “Device Type”, set properties and device parameters for
the new device. Besides general parameters, there are following device parameters:

1. EventEnable: Enable event function to receive alarms.

2. EventPort: The Socket service port in EC for the Adaptor, to receive the event reports from the
devices connected with the adaptor. Make sure this port in EC cannot be occupied by other programs or
devices, or it cannot receive alarms and ON/OFF line status. The default value is 6150.

3.Timeout (s): The interval between two heart beat packets. (10 seconds by default.) Adjust this
parameter if the network environment is poor or too many devices are connected. The formula is: Timeout
period=number of cameras X (number of alarms per second of a camera X 2+1)/20.

4. PING Timeout(50-400ms): Set the interval time of sending and receiving the PING. The device is
regarded as disconnected if it is timeout.

5. PING Try(1-3): Set the trial times of the PING test.
6. Heartbeat Interval(60-180s): Set the interval time between two heartbeats.

Click Next, and the following interface is displayed:
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Figure 0-16 Adding Pancake Series (ONVIF) DVR

® Honeywell Pancake IP Camera (ONVIF)=»Pancake Series (ONVIF) DVRs 4

Device Type Pancake Series (ONVIF) DVR M
Batchinsert  gaich Number| 1

h numberto 10 and set device name to Device{1}, application
to"Device10". Any property can include batch expression except

th

& o)
Notes: Only positive interger can appear in &, any other character will not be replaced.

Device ID

Device Name | Parentiiame}_{1}
Device Tag

Device Location|

Description

HUS EC Service: Service Component-=HUS EC Service1 -
IP Address:
Port 80
UserName:|admin
Password|sssss
AuthenAddress |/
AuthenMede: Basic -

OnvifAddress {/onvifidevice_service

Set properties and device parameters for the new device. Besides general parameters, there are following
device parameters:

1.HUS EC Service: Select Service Component- Event & Control Service.
2.1P Address: Enter the Enter the IP Address of the device.
3. Port: Set the port for communication and configuration.
4.UserName: “admin” by default.
5.Password: “1234” by default.
6. AuthenAddress: HTTP Address to log on. Ask the vendor for details.
7.AuthenMode: HTTP authentication mode. Ask the vendor for details.
8. ONVIF Address: ONVIF address. Ask the vendor for details.

Click Next, and the following interface is displayed:

Figure 0-17 Adding Pancake Series (ONVIF) Channel

= Honeywell Pancake IP Camera (ONVIF)® Pancake Series (ONVIF) DVRc»Pancake Series (ONVIF) Channels

Device Type Pancake Series (ONVIF) Channel A

Batchinsert  gatch Number |1
Example: If set batch numberto 10 and s
Device10'. Any pro

ice{1y, application
h expression except

Notes: Only positive interger can appear in {1, any other character will not be replaced
Device ID

Device Name | {Parenthame}_{1}
Device Tag

Device Location

Description

HUS EC Senvice: Service Component->HUS EC Senvice1 -

Set properties and device parameters for the new device. Besides general parameters, there are following
device parameters:

1. HUS EC Service: Select Service Component- Event & Control Service.

Click Next, and the following interface is displayed:
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Figure 0-18 Adding Pancake Series (ONVIF) Streamer

% Honeywell Pancake IP Camera (ONVIF)® Pancake Series (ONVIF) DVR#® Pancake Series (ONVIF) Channel=yPancake Series (ONVIF) Streamer

Device Type Pancake Series (ONVIF) Streamer -
Device ID

Device Name  [(Parentame}_{1}

Device Tag

Device Location

Description

AlternativeView

HUS EC Senice: Sevice Component->HUS EC Senice1 B
Fanemell oS Networt Video Senvers»ERABTHUS NVR1T M
WediaProfile | Profie1
Multicast. T~
Show Text [@
Tert
Text Posilion: Right Top -
Show Date(Time): @

Date(Time) p e -
Format

Date(Time) -
Position -5 1%P

Font Size| 48
Font Color. White v

SwitchMark.
(RStreamer's Switch ID Format : §**, Example: 811

Set properties and device parameters, there are following device parameters:
1. Alternative View: Click Find to select alternative stream when the current running stream cannot work:

Figure 0-19 Alternative View

AlternativeView Reset
Selectall - Search
HUS EC Servi
¥ - RStreamer 2
o | 16DVR10220167_Channel01_RStreamert

16DVR10220167_Channel02_RStreamer
16DVR10220167_Channel03_RStreamer

LI 16DVR10220167_Channel03_RStreamer2
SwitchMal 16DVR10220167_Channel04_RStreamer

I4 4 w2z ~ b K -

MediaProfi

Click Reset to clear selected streams.
2.HUS EC Service: Select Service Component- Event & Control Service.
3.Honeywell HUS-NVR: Select which HUS-NVR to store the video.

4.MediaProfile: Select from quality_h264, mobile_h264, balanced_h264, bandwidth_h264, quality_jpeg,
mobile_jpeg or balanced_jpeg. Bandwidth_jpeg by default.

5. Multicast: Select it to enable multicast (Multicast address must be set on the device IE in advance.).
6.Show Text: Select this item to show text.

7. Text: Enter the text to be showed.

8. Text Position: Select the text position.

9. ShowDate (Time): Select this item to show date (time).

10. Date (Time) Format: Select the date (time) format.

11. Date (Time) Position: Select the date (time) position.

12. Font Size: Set the font size.

13. Font Color: Select the font color.

14. Switch ID: Not supported in this edition of HUS application.

Click Finish to save the settings. When the saving completes, the new device is displayed in the left “Device
Tree”.

HUSS-E2X

Click “IP Video Front End Devices” in the “Device Tree”, and click New. The following interface is displayed:
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Figure 0-90 Adding HUSS-E2X

Device Type  HUSS-E2X -

Example: If set batch number to 10 and set device name to ‘Device{1}, application
will create 'Device1' to ‘Device10”. Any property can include batch expression except
the one will validation

MNotes: Only positive interger can appearin {3, any other character will not be replaced

Device ID | |

Device Name  [HUss E2x(1} |
DeviceTag | |

Device Location

Description

HUS EC Senice: Service Component==HUS EC Semvice1 -
IP{ |
Port|37777 |

Login Mode: TCP -

User‘ |

Passwurd‘ |

Select “HUSS-E2X” in “Device Type”, set properties and device parameters for the new device. Besides
general parameters, there are following device parameters:

1.HUS EC Service: Select Service Component- Event & Control Service.
2.1P: Enter the IP address of the device.
3. Port: “37777” as default.
4.Login Mode: Select TCP or Multicast.
5.User: Enter the username for login.
6.Password: Enter the password for login.
Click Next, and the following interface is displayed:

Figure 0-91 Adding HUSS-E2X Channel

® HUSS-E2XHUSS-E2X Channel® HUSS-E2X Streame

Device Type  HUSS-E2X Channel -

Batchinsort  gatcn Numoer(t |

batch number to 10 and set devic
1"to 'Device10°. Any property c:
tion.

Maotes: Only positive interger can appear in {3, any other character will not be replaced.

Device ID | |

name to ‘Device{1}, application
include batch expression except

Device Name [¢Parenthame}{1} |
DeviceTag | |

Device Location

Description
HUS EC Senvice: Service Component==HUS EC Service1 -
Channel ID: 1 -

PTZ Control: [~

PTZ Pace 1
mapping to:

|
PTZP:
mapping o> |
PTZ Pace |
mapping fo:
PTZ Pace 41 |
mapping to
PTZ Pace 5 |
|
|
|
|

mapping to:
PTZ Pace §
mapping fo:
PTZ Pace 7
mapping fo:
PTZ Pace
mapping to

PTZPace 9
mapping to

7

Set properties and device parameters for the new device. Besides general parameters, there are following
device parameters:

1.HUS EC Service: Select Service Component- Event & Control Service.

2.Channel ID: Select channel ID, from 1 to 2.
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3.PTZ Control: Select it to enable the PTZ control of this channel. Make sure the device is connected
to the analog camera.

4.PTZ Pace X (1-9) mapping to: PTZ pace X (1-9) can be customized. Each PTZ pace mappings to
one front-end PTZ pace.

Click Next, and the following interface is displayed:
Figure 0-92 Adding HUSS-E2X Stream

B HUSS-E2X8 HUSS-EZX ChanneloyHUSS-E2X Streamer

Device Type HUSS-E2X Streamer M

Batchinsert  Batch Number 1
{ ication
expression except

.
Motes: Only positive interger can appear in {3, any other character will not be replaced.
Device ID

Device Name | iparentame}{1}

Device Tag
Device Location
Description
AlternativeView
HUS EC Senvice: Senvice Component==HUS EC Service1 -
Stream Type: Main -
Show Text: [~

Text
Text Position: Right Top -
Show Date(Time): [~

Date(Time) Default -
Format

Date(Time)
Position LeftTop

Font Size: 48
Font Color: White -

Switch ID
(RStreamer's Switch ID Format : 5** Example: S11)
Enable NFR: [

Set properties and device parameters for the new device. Besides general parameters, there are following
device parameters:

1. Alternative View: Click Find to select alternative stream when the current running stream cannot
work:

Figure 0-93 Alternative View

AlternativeView Reset
Select all - Search
HUS EC Seni
RStreamer -
Honeywell HU

NV1BDVR‘IUEEMB?_Channe\ﬂﬂ_RStreamem
16DVR10220167_Channel02_RStreamer
_ [16DVR10220167_Channel03_RStreamer

Multica 16DVR10220167_Channel03_RStreamer2
SwitchMal 16DVR 10220167 _Channel04_RStreamer

I4 4 122 ~ b Pl -

MediaProfi

Click Reset to clear selected streams.
2.HUS EC Service: Select Service Component- Event & Control Service.
3. Stream Type: Select main or extra according to the users’ requirements and network environment.
4.Show text: Select this item to show text.
5. Text: Enter the text to be showed.
6. Text Position: Select the text position.
7.ShowDate (Time): Select this item to show date (time).
8. Date (Time) Format: Select the date (time) format.
9. Date (Time) Position: Select the date (time) position.

10. Font Size: Set the font size.
11. Font Color: Select the font color.
12. Switch ID: Not supported in this edition of HUS application.

13. Enable NFR: Select it to enable the network failure recovery.
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Click Finish to save the settings. When the saving completes, the new device is displayed in the left “Device
Tree”.

HUSS-E4X
Click “IP Video Front End Devices” in the “Device Tree”, and click New. The following interface is displayed:

Figure 0-94 Adding HUSS-E4X

Device Type HUSS-E4X -

BatchInsert  gaich Number 1
Example: If set batch number to 10 and set device name to 'Device{1}, application
i Device10°. Any property can include batch expression except

the one will validatio
Notes: Only positive interger can appear in {}, any other character will not be replaced
Device ID

Device Name | HUSS-E4X%{1}

Device Tag

Device Location

Description

HUS EC Senice: Service Component=>HUS EC Service1
IP
Port{37777
Login Mode: TCP -
User;

Password

Select “HUSS-E4X” in “Device Type”, set properties and device parameters for the new device. Besides
general parameters, there are following device parameters:

1.HUS EC Service: Select Service Component- Event & Control Service.
2.1P: Enter the IP address of the device.

3.Port: “37777” as default.

4.Login Mode: Select TCP or Multicast.

5.User: Enter the username for login.

6.Password: Enter the password for login.

Click Next, and the following interface is displayed:
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Figure 0-95 Adding HUSS-E4X Channel

% HUSS-E4Xg>HUSS-E4X Channel® HUSS-E4X Streame

Device Type HUSS-E4X Channel M
Batchinsert  gatchumoer|t
ce{1¥, application

Example: If sef cl d set device name to
o y can include batch expression except

e will validation
Motes: Only positive interger can appear in {3, any other character will not be replaced
Device ID | ‘

Device Name ;Parenthame}{1} |
DeviceTag | |

Device Location

Description

HUS EC Senice: Senvice Component==HUS EC Serice1 -
Channel ID: 1 -
PTZ Control: [~

PTZ Pace 1 1
mapping to:
PTZ Pace
mapping to.

PTZ Pace :13
mapping to.

PTZ Pace
mapping to:

|
|
|
|
PTZ Pace ‘
|
|
|
|

mapping to:

PTZ Pace 6
mapping to:
PTZPace 7 7
mapping to:
PTZ Pace
mapping to.
PTZ Pace 9
mapping to.

Set properties and device parameters for the new device. Besides general parameters, there are following
device parameters:

1.HUS EC Service: Select Service Component- Event & Control Service.
2.Channel ID: Select channel ID, from 1 to 4.

3.PTZ Control: Select it to enable the PTZ control of this channel. Make sure the device is connected
to the analog camera.

4.PTZ Pace X (1-9) mapping to: PTZ pace X (1-9) can be customized. Each PTZ pace mappings to
one front-end PTZ pace.

Click Next, and the following interface is displayed:
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Figure 0-20 Adding HUSS-E4X Stream
& HUSS-E4x# HUSS-E4X Channel>HUSS-E4X Streamer

Device Type  HUSS-E4X Streamer M

Batchinsert  pgatch Number |1
Example: If set batch number to 10 and set device name to ‘Device{1}' application
will create ‘Devi to 'Device10". Any property can include batch expression ept
the one will validation,
Notes: Only positive interger can appear in {, any other character will not be replaced

Device ID
Device Name | (parentiame}{1}
Device Tag

Device Location

Description
AlternativeView
HUS EC Service: Senice Component==HUS EC Service1 -
Stream Type: Main M
Show Text [~
Text
Text Position: Right Top h

Show Date(Time): [
Date(Time) Default -
Format

Date(Time)
Position Left Top
Font Size: 43

Font Color: White hd

Switch 1D,
(RStreamer's Switch ID Format : 5**, Example: 511)
Enable NFR: [~

Set properties and device parameters for the new device. Besides general parameters, there are following
device parameters:

1.HUS EC Service: Select Service Component- Event & Control Service.

2. Alternative View: Click Find to select alternative stream when the current running stream cannot
work:

Figure 0-97 Alternative View

AlternativeView Reset

Selectall - Search

HUS EC Seni
RStreamer
Honeywell HU
£ NV1BDVR‘IUQQMB?_Channe\ﬂﬂ_RStreamem

16DVR10220167_Channel02_RStreamer
. [16DVR10220167_Channel03_RStreamer

Multica 16DVR10220167_Channel03_RStreamer2
SwitchMal 16DVR 10220167 _Channel04_RStreamer

I4 4 122 ~ b Pl -

MediaProfi

Click Reset to clear selected streams.
3. Stream Type: Select main or extra according to the users’ requirements and network environment.
4.Show text: Select this item to show text.
5. Text: Enter the text to be showed.

6. Text Position: Select the text position.

7.ShowDate (Time): Select this item to show date (time).
8. Date (Time) Format: Select the date (time) format.

9. Date (Time) Position: Select the date (time) position.

10. Font Size: Set the font size.
11. Font Color: Select the font color.
12. Switch ID: Not supported in this edition of HUS application.

13. Enable NFR: Select it to enable the network failure recovery.

Click Finish to save the settings. When the saving completes, the new device is displayed in the left “Device
Tree”.
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HUSS-E8X
Click “IP Video Front

End Devices” in the “Device Tree”, and click New. The following interface is displayed:

Figure 0-98 Adding HUSS-E8X

Device Type HUSS-EBX -
Batch Insert  gatch Number

: ) F b 10

Motes: Only positive interger can appear in {3}, any other character will not be replaced.

Device ID | ‘
Device Name  [HUSS-EBX{1} |
DeviceTag | |

Device Location

Description
HUS EC Service: Service Component==HUS EC Senice1 -
1P/ |
Port{37777 |
Login Mode: TCP -
User‘ ‘
Passwurd‘ ‘

Select “HUSS-E8X” in “Device Type”, set properties and device parameters for the new device. Besides
general parameters, there are following device parameters:

1. HUS EC Servi

ce: Select Service Component- Event & Control Service.

2.1P: Enter the IP address of the device.
3. Port: “37777” as default.
4.Login Mode: Select TCP or Multicast.

5.User: Enter the username for login.

6.Password: Enter the password for login.

Click Next, and the following interface is displayed:

Figure 0-99 Adding

HUSS-E8X Channel

% HUSS-E8XS»HUSS-E8X Channel® HUSS-EBX Streame

Device Type
Batch Insert

Device ID
Device Hame
Device Tag

Device Location

Description

HUS EC Servic:

HUSS-E8X Channel -

Example: If set batch number to 10 and set device name to ‘Device{1}, application
will create 1'to 'Device10". Any property can include batch expression except
the one will validation.

Motes: Only positive interger can appearin {3, any other character will not be replaced

|{ParentName}{1} |

e. Service Component=>HUS EC Servicel -

Channel ID: 1 -
PTZ Contral: [~

PTZ Pace
PTZ Pace
PTZ Pace
PTZ Pace
PTZ Pace
PTZ Pace
PTZ Pace
PTZ Pace
PTZ Pace

11
2[2

3z
44

|
\
|
|
5{5 \
|
\
|
|

66
77

8le
9’8

Set properties and device parameters for the new device. Besides general parameters, there are following

device parameters:

1. HUS EC Service: Select Service Component- Event & Control Service.
2.Channel ID: Select channel ID, from 1 to 8.
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3.PTZ Control: Select it to enable the PTZ control of this channel. Make sure the device is connected
to the analog camera.

4.PTZ Pace X (1-9) mapping to: PTZ pace X (1-9) can be customized. Each PTZ pace mappings to
one front-end PTZ pace.

Click Next, and the following interface is displayed:

Figure 0-21 Adding HUSS-E8X Stream

& HUSS-ESX# HUSS-ESX Channel=HUSS-ESX Streamer

DeviceType  HUSS-EBX Streamer s
Batch Insert  gatch Number |1

numberto 10 and set

v vice{1}, application
0 ‘Device10'. Any property c:

ch expression except

the one will validation

Notes: Only positive interger can appear in {3, any other character will not be replaced
Device ID

Device Name | /Parenthame}{1}

Device Tag

Device Location

Description
AlternativeView
HUS EC Senvice: Service Component==HUS EC Senice1 -
Stream Type: Main -
Show Text [~
Text|
Text Position: Right Top -
Show Date(Time) [
Date(‘l’ime? Default -
Format
Date(Time) -
Position: Left Top
Font Size] 48
Font Color: White -
Switch 1D}
(RStreamers Switch ID Format : 5% Example: 511
Enable NFR: [~

Set properties and device parameters for the new device. Besides general parameters, there are following
device parameters:

1. HUS EC Service: Select Service Component- Event & Control Service.

2. Alternative View: Click Find to select alternative stream when the current running stream cannot
work:

Figure 0-22 Alternative View

AlternativeView Reset
Selectall - Search
HUS EC Senvi
RStreamer *
Honeywell HU

Y 16DVR10220167_Channel01_RStreamer1
160VR10220167_Channel02_RStreamer
16DVR10220167_Channel03_RStreamer1

Muftica 16DVR10220167_Channel03_RStreamer2
SwitchMal16DVR10220167_Channel04_RStreamer

4 4 122 ~ kM -

MediaProfi

Click Reset to clear selected streams.
3. Stream Type: Select main or extra according to the users’ requirements and network environment.
4.Show text: Select this item to show text.
5. Text: Enter the text to be showed.
6. Text Position: Select the text position.
7.ShowDate (Time): Select this item to show date (time).
8. Date (Time) Format: Select the date (time) format.
9. Date (Time) Position: Select the date (time) position.

10. Font Size: Set the font size.
11. Font Color: Select the font color.
12. Switch ID: Not supported in this edition of HUS application.

13. Enable NFR: Select it to enable the network failure recovery.
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Click Finish to save the settings. When the saving completes, the new device is displayed in the left “Device
Tree”.

Axis IP Camera
Click “IP Video Front End Devices” in the “Device Tree”, and click New. The following interface is displayed:
Figure 0-23 Adding Axis IP Camera

Device Type  Ayis IP Camera -

BatchInsert  Batch Number |1
Example: If set batch number to 10 and set device name to ‘Device{1}, application
will create 0 ‘Device10". Any pro can include batch expression except
the one will val
Motes: Only po:

ve interger can appear in {, any other character will not be replaced.
Device ID

Device Name | s IP Camera{1}

Device Tag

Device Location

Description

EventPort|5150
Timeout(s)] 20 *

Ping Timeout{50
400ms).

Ping Try(1-3)]2

50

Heartbeat Interval

(60-180s)!

Select “Axis IP Camera” in “Device Type”, and set properties and device parameters for the new device.
Besides general parameters, there are following device parameters:

120 *

1. Event Port: The Socket service port in EC for the Adaptor, to receive the event reports from the
devices connected with the adaptor. Make sure this port in EC cannot be occupied by other programs or
devices, or it cannot receive alarms and ON/OFF line status. The default value is 5150.

2.Timeout (s): The interval between two heart beat packets. (5 seconds by default.) Adjust this
parameter if the network environment is poor or too many devices are connected. The formula is: Timeout
period=number of cameras X (number of alarms per second of a camera X 2+1)/20.

3. PING Timeout(50-400ms): Set the interval time of sending and receiving the PING. The device is
regarded as disconnected if it is timeout.

4. PING Try(1-3): Set the trial times of the PING test.

5.Heartbeat Interval(20-180s): Set the interval time between two heartbeats.
Click Next, and the following interface is displayed:
Figure 0-24 Adding Axis IP DVR

Axis IP ‘i)Ax\SIF DVR (P3301|P3301-V|P5532-

L Camera E|P5534-E|Q6034-E)

L3 ®

Device Type  axis [P DVR (P3301|P3301-V|P5532 E|P5534-E|Q6034-E) -

Batchinsert  patch Number |1

ice name to
can include

e{17, application
ssion except

atch number to 10 and set
v Any pr

Device ID

Device Name |iparentiame}{1}
Device Tag

Device Location

Description

HUS EC Senvice: Service Component>>HUS EC Senvicel -
IP Address
Port(g0
UserName:

Password

Set properties and device parameters for the new device. Besides general parameters, there are following
device parameters:

1.HUS EC Service: Select Service Component- Event & Control Service.
2.1P Address: Enter the Enter the IP Address of the device.

3. Port: Set the port for communication and configuration.
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4. UserName: “root” by default.
5.Password: “1234” by default.

Click Next, and the following interface is displayed:

Figure 0-25 Adding Axis Channel

Axis IP Axis IP DVR (P3301IP3301-V|P5532-

Axis IP Channel (P3301|P3301-V|P5532-
© Camera © E|P5534-E|Q6034-E ®E\P55BJ-E\OEO34-EI ©
Device Type Axis IP Channel (P3301|P3301-V|P5532-E|P5534-EIQ6034-E) -
Example: If s

the one on.
Notes: Only positive interger can appear in {}, any other character will not be replaced.
Device ID ‘

Device Name  (Parentiame}{1}

DeviceTag |

Device Location

Description ‘

HUS EC Senvice: Senvice Component==HUS EC Senice1 -

PTZPace 1
mapping to
PTZ Pace
mapping to:
PTZPace
mapping to:
PTZPace 4
mapping to
PTZ Pace
mapping to
PTZPace §
mapping to

[5

f25

55

PTZPace 7155
mapping to

PTZ Pace
mapping to:
PTZPace 9
mapping to:

Set properties and device parameters for the new device. Besides general parameters, there are following
device parameters:

75

|
|
|
|
5 |
|
|
|
|

1. HUS EC Service: Select Service Component- Event & Control Service.

2.PTZ Pace X (1-9) mapping to: PTZ pace X (1-9) can be customized. Each PTZ pace mappings to
one front-end PTZ pace. For Example, PTZ Pace 9 mappings to PTZ85; PTZ Pace 1 mappings to PTZ5.
Customized PTZ pace provides more accurate positioning.

Click Next, and the following interface is displayed:

Figure 0-26 Adding Axis Streamer

Axis IP o Ais IP DVR (P3301|P3301-V|P5532- o Ais IP Channel (P3301|P3301-VIP5532- ¢>Ax\5 IP Streamer (P3301|P3301-VIP5532-
Camera E|P5534-E|Q6034-E E|P5534-E|Q6034-E EIP5534-E|Q6034-E)

Device Type Axis IP Streamer (P3301|P3301-V|P5532-E|P5534-E|Q6034-E) A

BatchInsert  gatch Numb

name to ‘Device{1¥, application
clude b:

expression except

o n
Notes: Only positive interger can appear in £, any other character will not be replaced
Device ID [

Device Name ‘(F’arentNameX‘\}

|
|
DeviceTag | |

Device Location

Description ‘

Aternativeview] | [Fina]

HUS EC Senice: Senice Component=>HUS EC Senice1 -

MediaProfile] qualiy_n2s4 ¥

Multicast [~
PTZEnable: [~
Show Text: [v

Text]

Text Position: Right Top M
Show Date(Time: [

Date(Time) poc -
Format

Date(Time) -
Pasttion: ~T 1°P

Font Size{48

Font Color: White -

Switch 1D |
(RSireamer's Switch ID Format - 5+, Example: 511)

Set properties and device parameters for the new device. Besides general parameters, there are following
device parameters:

1. Alternative View: Click Find to select alternative stream when the current running stream cannot work:
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Figure 0-27 Alternative View

AlternativeView Reset

Select all - Search

HUS EC Servi
RStreamer

H Il HU
o | 16DVR195_Ch1_RS1

MediaProfi Axis_P3301 _32_Channel1_RStreamer1

o Axis_P3301 _32_Channel1_RStreamer2
ultica
! Axis_P3301 _32_Channel1_RStreamer3

PTZEnabl,yis_P3301_32_Channel1_RStreamerd

SwitchMal|4 4 112 « b Pl hd

-

Click Reset to clear selected streams.
2.HUS EC Service: Select Service Component- Event & Control Service.

3. MediaProfile: Select from quality_h264, mobile_h264, balanced_h264, bandwidth_h264, quality_jpeg,
mobile_jpeg or balanced_jpeg. Bandwidth_jpeg by default.

4. Multicast: Select it to enable multicast (Multicast address must be set on the device IE in advance.).

5.PTZ Enable: Select it to enable the PTZ control of this channel. Make sure the device is connected to
the analog camera.

6. Show text: Select this item to show text.

7. Text: Enter the text to be showed.

8. Text Position: Select the text position.

9. ShowDate (Time): Select this item to show date (time).
10. Date (Time) Format: Select the date (time) format.
11. Date (Time) Position: Select the date (time) position.
12. Font Size: Set the font size.

13. Font Color: Select the font color.

14. Switch ID: Not supported in this edition of HUS application.
Click Finish to save the settings. When the saving completes, the new device is displayed in the left “Device
Tree”.
ONVIF Generic Profile S
Click “IP Video Front End Devices” in the “Device Tree”, and click New. The following interface is displayed:

Figure 0-28 Adding ONVIF Generic Profile S

Device Type  ONVIF Generic Profile e

Batchinsert  patch Number| 1
Example: If set batch number to 10 and set device name to D
will create ‘Device 1" to ‘Device 10". Any property can include
the one will validation
Motes: Only positive interger can appear in {}, any other character will not be replaced

e{1} application
xpression except

Device ID

Device Name | OnVIF Generic Profile S{1}
Device Tag

Device Location

Description

EventPort| 6150
Timeout(s)]10

PING TIMEOUT]|
(50-400ms):

PING TRY(1-3){2

HEARTBEAT,
INTERVAL (60120

180s):

Select “ONVIF Generic Profile S” in “Device Type”, set properties and device parameters for the new device.
Besides general parameters, there are following device parameters:

1. EventPort: The Socket service port in EC for the Adaptor, to receive the event reports from the
devices connected with the adaptor. Make sure this port in EC cannot be occupied by other
programs or devices, or it cannot receive alarms and ON/OFF line status. The default value is 6150.

2. Timeout (s): The interval between two heart beat packets. (10 seconds by default.) Adjust this
parameter if the network environment is poor or too many devices are connected. The formula is:
Timeout period=number of cameras X (number of alarms per second of a camera X 2+1)/20.
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3. PING Timeout(50-400ms): Set the interval time of sending and receiving the PING. The device is
regarded as disconnected if it is timeout.

4. PING Try(1-3): Set the trial times of the PING test.

5. Heartbeat Interval(60-180s): Set the interval time between two heartbeats.
Click Next, and the following interface is displayed:
Figure 0-29 Adding ONVIF Generic Profile S DVR

& ONVIF Generic Profile Sc»ONVIF Generic Profile S DVRs L
Device Type  ONVIF Generic Profile § DVR -

BatchInsert  Batch Number|1
Example: If set b.
will ¢
the one will v
Notes: Only posi

h number to 10 and set device name to 'Device{1}, application
evice10°. Any pr an include batc pression except

interger can appearin {3, any other character will not be replaced.
Device ID

Device Name | (pParenthame}{1}
Device Tag

Device Location|

Description

HUS EC Service: Service Component==HUS EC Service1 -
IP Address]
Port{g80
UserName:|admin
Password|esss
AuthenAddress:)i
AuthenMode: Basic -
OnvifUser; admin
OnvifPWd: | eses
OnvifAddress/onvifidevice_senice
RTSPUser admin
RTSPPWd eeee

Set properties and device parameters for the new device. Besides general parameters, there are following
device parameters:

1.HUS EC Service: Select Service Component- Event & Control Service.
2.IP Address: Enter the Enter the IP Address of the device.

3. Port: Set the port for communication and configuration.
4.UserName: “admin” by default.

5.Password: “1234” by default.

6. AuthenAddress: HTTP Address to log on. Ask the vendor for details.
7.AuthenMode: HTTP authentication mode. Ask the vendor for details.
8. ONVIFUser: ONVIF user name. Ask the vendor for details.

9. ONVIFPwd: ONVIF password. Ask the vendor for details.

10. ONVIF Address: ONVIF address. Ask the vendor for details.

11. RTSP User: RTSP user name. Ask the vendor for details.

12. RTSP Pwd: RTSP password. Ask the vendor for details.

Click Next, and the following interface is displayed:
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Figure 0-30 Adding ONVIF Generic Profile S Channel

& ONVIF Generic Profile S8 ONVIF Generic Profile S DVR=>ONVIF Generic Profile S Channels O

Device Type  ONVIF Generic Profile S Channel -

Batonmnsert  gatenhumber[1 |

Example: If set ch number to 10 and set device name to ‘Device{1}, application
will create "D “to ‘Device10". Any property can include batch expression except
the one will validation

Notes: Only positive interger can appear in {3, any other character will not be replaced

Device ID ‘

Device Name [ {Parentiame}{1}
DeviceTag |

Device Location

Description ‘

HUS EC Senvice: Service Component=>HUS EC Service1

FTZPace 15 ‘
mapping to:
PTZ Pace ‘
mapping to!
PTZ Pace ‘
mapping to!
PTZPace 4o ‘
mapping to:
|
|
|
|
\

15

25

PTZ Pace

45
mapping to:

PTZ Pace §

mappmglu.l55

PTZ Pace 7
mapping to!
PTZ Pace
mapping to!

PTZ Pace 9
mapping to:

Set properties and device parameters for the new device. Besides general parameters, there are following
device parameters:

1.HUS EC Service: Select Service Component- Event & Control Service.

2.PTZ Pace X (1-9) mapping to: PTZ pace X (1-9) can be customized. Each PTZ pace mappings to
one front-end PTZ pace. For Example, PTZ Pace 9 mappings to PTZ85; PTZ Pace 1 mappings to PTZ5.
Customized PTZ pace provides more accurate positioning.

Click Next, and the following interface is displayed:
Figure 0-58 Adding ONVIF Generic Profile S Streamer

& ONVIF Generic Profile S# ONVIF Generic Profile $ DVR® ONVIF Generic Profile § Channel=>ONVIF Generic Profile S RStreamer

Device Type  ONVIF Generic Profile S RStreamer -

Batchinsert  gatntumoer[t

Example: If set ch number to 10 and set device name to 'Device{1}, application
will create D “to ‘Device10". Any property can include batch expression except
the one will validation.

MNotes: Only positive interger can appear in {}, any other character will not be replaced.

Device ID ‘

Device Name  |{Farentiame}{1}
Device Tag ‘

Device Location

AlternativeView| |

HUS EC Senvice: Service Component==HUS EC Service1 -

Description ‘

MedlaPmﬁlsl |’
Multicast [~
PTZEnable: [~
Show Text: v
Text:|

Text Position: Right Top -
Show Date(Time): [v

Date(Time) oo -
Format:

Date(Time) -
Paosition: LefiTop

Font Size|4g |

Font Color: White A

Switch D] |
(RStreamer's Switch ID Format : S** Example: S11)

Set properties and device parameters for the new device. Besides general parameters, there are following
device parameters:

1. Alternative View: Click Find to select alternative stream when the current running stream cannot work:
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Figure 0-59 Alternative View

AlternativeView Reset
Selectall - Search
HUS EC Semvi
RStreamer -
Honeywell HU

v 16DVR10220167_Channel01_RStreamer
16DVR10220167_Channel02_RStreamer
16DVR10220167_Channel03_RStreamer

Muttica 16DVR10220167_Channel03_RStreamer2
SwitchMal 16DVR10220167_Channel04_RStreamer

44 22 -~ b M -

MediaProfi

Click Reset to clear selected streams.
2. HUS EC Service: Select Service Component- Event & Control Service.

3. MediaProfile: Select from quality_h264, mobile_h264, balanced_h264, bandwidth_h264,
quality_jpeg, mobile_jpeg or balanced_jpeg. bandwidth_jpeg by default.

4. Multicast: Select it to enable multicast (Multicast address must be set on the device IE in advance.).

5. PTZ Enable: Select it to enable the PTZ control of this channel. Make sure the device is connected
to the analog camera.

6. Show Text: Select this item to show text.

7. Text: Enter the text to be showed.

8. Text Position: Select the text position.

9. ShowDate (Time): Select this item to show date (time).

10. Date (Time) Format: Select the date (time) format.

11. Date (Time) Position: Select the date (time) position.

12. Font Size: Set the font size.

13. Font Color: Select the font color.

14. Switch ID: Not supported in this edition of HUS application.

Click Finish to save the settings. When the saving completes, the new device is displayed in the left “Device
Tree”.
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Modifying IP Address

Modifying Server IP Address

In case the user needs to change the IP address of the machine, the following steps in HUS-SWP-32S
application.

1. Change Default IP Address

Click “Network” on the desktop, select “Properties”, user will open the Local area connection, select
“Properties”, and changes the IP address from 192.168.1.100 to 192.168.100.254, as shown below.
Figurel3-149 Modifying IP Address

|é( )v |El‘ ~ Control Panel + Network and Internet + Network Connections ~ - ml Search Network Connections (D]
(rnamize w  Ninshla thic natwerl dsuics Nisanacs e r¥inm Dename this connection s B ~ O @
i Local Area Connection Pro 5[[
Networking |
Internet Protocol Version 4 (TCP/IPv4) Propertie 2ixl
Connect using:

General |
| & intel{R) PRO/1000 MT Network Connectic

You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator

for the appropriate IP settings.
This connection uses the following items:

0% Cliert for Microsoft Networks
81005 Packet Scheduler
gﬁ\e and Printer Sharing for Microsoft Net

" Obtain an IP address automatically
% Use the following IP addr

& Intemet Protocol Version 8 (TCP/IPvE) 0P it [192 165 100 254
= Intemet Protocol Version 4 (TCP/IPv4) Brmiess I 255 .255 .255 . O
. Link-Layer Topology Discovery Mapper
~& Link-Layer Topology Discovery Responc Default gateway: I 192 . 168 . 100 . 1
€ Obtain DS server address automatically
st e
% Use the following DNS server addresses:
Description——————————————————— fred I—
Transmission Control Protocol/Intemet Protoco b (2R : : :
wide area network protocol that provides comn . I—
scross diverse interconnected networks e B [

I™ validate settings upon exit Advanced...
(]9
e =T

2. Reconfigure Management Tools

Click “Management Tool” on the desktop, and select “File” and “Configure Management Sites”, user will

notice the default IP address 192.168.1.100.After select it ,and click *-“to delete the previous Management
Server.
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Figure 13-150 Management Tool -Property
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With "Configure Management Sites”, enter new server IP address(for example 192.168.100.254),click

button”+”,add new management server, and save it.

Figure 13-151 Management Tool-Reconfigure

i Configure Management Sites

IP [132 168 100 254 ;l;l

IP | Name [ID
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x
\I ) Changes saved successfully!
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; @ Event viewer Ewvent viewer Log To dizplay logs of HUS services
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Configure Management Sites ﬂ
Configuration |

QK Cancel | Apply I

3. Reconfigure Services
User must reconfigure all service components as below.
a. HUS EC Service

Expand the tree items Management Tool->Services, and double-click “HUS EC Service” under the
“Services” group. Click the “Configuration” tab in the open “HUS EC Service Properties” dialog box.

Select the new Management Server that user want to synchronize, and select the corresponding EC
Service from names in “Management Server List”, so as to connect the EC Service equipment with the

central server deployed by Management Server.
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Figurel3-152 HUS EC Service-configuration
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Figure 13-153 HUS EC Service -saved
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b. HUS Network Video Recorder

Expand the tree items Management Tool->Services, and double-click “HUS Network Video Recorder

box.

Service”. Click the “Configuration” tab in the open “HUS Network Video Recorder Service Properties” dialog

Select the Management Server that user want to synchronize, and select the corresponding HUS Network

Video Recorder Service names in “Management Server List”; this connects to HUS Network Video Recorder
Service to the center server devices deployed by Management Server.
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Figurel3-154 HUS Network Video Recorder Property-configuration
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c. HUS Rule Service

Expand the tree items Management Tool->Services, and double-click “HUS Rule Service”. Click the
“Configuration” tab in the open “HUS Rule Service Properties” dialog box.

Select the Management Server that user want to synchronize, and select the corresponding HUS Rule
Service names in “Management Server List”; this connects to HUS Rule Service to the center server devices
deployed by Management Server.

Figure 13-155 HUS Rule Service Property-Configuration
=IBlx|
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=
.
o | ) Changes saved successfully!

4 I+
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d. HUS Trigger Service

Expand the tree items Management Tool->Services, and double-click “HUS Trigger Service”. Click the
“Configuration” tab in the open “HUS Trigger Service Properties” dialog box.

Select the Management Server that user want to synchronize, and select the corresponding HUS Trigger
Service names in “Management Server List”; this connects to HUS Trigger Service to the center server
devices deployed by Management Server.
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Figurel3-156 HUS Trigger Service -configuration
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3. Modifying IP Address Setting in Management Server

Enter the site address of the Management Server in Internet Explorer with http://192.168.100.254/HUSsite ,
and go to the login page, Enter the login name and password (the initial name and password are both
“admin”), and click Login to access Management Server.

User can modify the previous IP address from 192.168.1.100 to the new IP address 192.168.100.254.
Figure 13-157 Modifying IP Address from Web
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Select “Service Component” from menu “Device Management” and modify “HUS EC Service” IP address
as new server IP address 192.168.100.254.
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Figurel3-158 EC Service IP Address Modifying
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Modify HUS Rule Service IP address from 192.168.1.100 to 192.168.100.254.

Figure 13-159 HUS Trigger Service IP Modifying
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From “Device Management” menu, select “Network Video Server”, and modify the “Honeywell

HUS-NVR” IP address to 192.168.100.254.

Figurel3-160 HUS NVR Configuration-Modifying

Current User-admin | Login Site

[ Site Map Device Management ||

[ElVideo Record | @oie i |

Device Name
~Service Component

HUS EC Service

Current Path: Network Video Server==Honeywell HUS-NVR

Device Device Links

Device Links
[A] HUS EC Service

H i Device T
HUS Rule Senvice ¥pe  [Honeywell HUS VR [ HUS ECSenice ECServer
HUS Trigger Senvice Device ID [0e113ca3-0a38-4074-a4fc-e48150faberB
- Digital Video Recorder ~
Device Name -
=-Network Video Server |HUHEYWE” HUSTVR
£ Honeywell HUS-NVR Device Tag [sserver
Honeywell HUS-NVR_Disk1 || Device Location
- Streamer
Alarm Device
- Access Control System Description
- Analog Matrix
All Clients
Subsystem IP{192168.100.254
Senice Mode:lActive
Store T\me”
(minute):
] 3

Document Rev A — 07/15

92



HUS-SWP-32S User Manual

© 2015 Honeywell International Inc. All rights reserved.

Document Rev A — 07/15 93



