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Preface
Structure of this documentation

Preface

This chapter contains a short summary of the contents of this document and a list of the various
formats in which this and additional documents are available. The layout conventions used in
this document are also explained.

1.1

Structure of this documentation

This document is structured as follows:

Chapter 2 contains an overview of the architecture of HiPath CAP, as well as typical con-
figurations and installation scenarios.

Chapter 3 outlines the system requirements for HiPath CAP.

Chapter 4 describes how to install HiPath CAP components. This chapter describes the
server components "CAP Management", "Call Control Services (SCC/SCCP)" and the two
connectivity adapters CA4000 and CA300 as well as the client components "CAP Service
Starter", "CAP TAPI Service Provider (TCSP)", and "Siemens Virtual Wave Driver". You will
also find details on migration (in particular the migration of configuration and user data from
earlier versions of CAP and TELAS) and importing data (in particular the synchronization
of data with HiPath 4000).

Chapter 5 introduces the CAP Management interface.

Chapter 6 describes how to configure the HiPath CAP components using HiPath CAP
Management. This chapter explains how HiPath CAP is connected to HiPath 4000, HiPath
3000, HiPath 300, and other switching systems. It also describes how to configure the Me-
dia Service (MEB) and the XML Phone Service.

Chapter 7 contains an overview of the HiPath CAP Management functions.

Chapter 8 deals with diagnostics and error handling in the event of installation and runtime
problems.

Chapter 9 explains the three operating modes supported by HiPath CAP, namely "single-

domain/homogeneous/native mode", "multi-domain/homogeneous/native mode", and
"multi-domain/heterogeneous/harmonized mode".

Appendix A contains implementation details in relation to both the structure of the HiPath
CAP software and the layout of configuration files and parameters.

Appendix B describes how the server PC is connected to a HiPath 4000 or Hicom 300
communication system.

The documentation also contains a Glossary and an Index.
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Versions of this document

1.2

1.3

Versions of this document
PDF format

This version of the document is named manual.pdf.

The English version is saved in the directory
<InstDir>\WebSpace\Admin\webapps\mgmnt\lang\en\admManual\.

The German version is saved in the directory
<InstDir>\WebSpace\Admin\webapps\mgmnt\lang\de\admManual\.

The PDF format is particularly suitable for printing and is available online via the HiPath
CAP Management user interface.

HTML format

This version of the document is named manual.html.

The German and English versions are stored in the same directories as specified above.
The HTML version of the manual is also available as online help.

Release notes

Release notes with important information on last-minute changes to products are stored
on the CD in the file <xxx>Readme.txt.

They are available in English only.

Additional documentation

The following documentation contains further topics relating to HiPath CAP:

HiPath CAP Application Developers’ Guide Vol. 1-5 (incl. Base, CSTA lll, JTAPI, TAPI)
HiPath CAP Fault Management, Application Developers’ Guide

XML Phone Server V1.0, Application Developers’ Guide

HiPath CAP TAPI Service Provider, Service Manual

Telas 3.1 Installation and Administration Guide

A31003-G9330-1100-2-7620, 01-2005
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Layout conventions

1.4 Layout conventions

... OK button. Buttons and menus appear in bold print.

... file global.cfg ... Files ordirectories are displayed in courier font.
<Platzhalter> Entries or output that may vary according to the situation are

shown within angle brackets.

This symbol indicates notes or recommendations.

f This symbol indicates important information that you must read.

1.5 Feedback on documentation

If you would like to report a problem with this document, please contact the next support level.
e Siemens employees should contact the support center responsible for their region.
e Customers are advised to contact the Siemens Customer Support Center.

Please have the following information to hand so that the support center can quickly pinpoint
the document you have a problem with:

e Title: HiPath CAP, Service Manual
e Part number: A31003-G9330-1100-2-7620
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Overview
General role of HiPath CAP in the HiPath architecture

2 Overview

This chapter describes the Common Application Platform within the HiPath architecture. The
synonyms CAP and HiPath CAP are used interchangeably in the following.

2.1 General role of HiPath CAP in the HiPath architecture

hile Business

HiPath . Parther
Applications Applications

£
=
©
g
<

Juswabeuepy

Workpoint Clients

Services

HiPath CAP is a central element in the HiPath architecture. It is a powerful middleware applica-
tion and connects applications based on standard protocols, both with HiPath systems and
third-party PBXs.

Licensing is required for every individual CTI user and every device (phone, trunk, etc.) that is
operated by the applications. The features supported are grouped into five different license
packages. These packages do not make any distinction between protocols, encoding variants,
and connection types.
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Services

e Flexible use of applications based on standards.

e CTl application support for clients in different infrastructures.

e Integration of HiPath CAP and applications in the HiPath Management system.

e Migration of infrastructure from the classic telephone network to the IP network that uses
the same application.

Services for application partners

e HiPath CAP guarantees compatibility with a numerous telephone systems that operate us-
ing different technologies.

e Enhancement of individual applications with Serviceability Management and security fea-
tures when using the services supported by HiPath CAP.

e Acceleration of application developments by linking individual applications to HiPath appli-
cations. This transforms them into a full component of the HiPath portfolio.

A31003-G9330-1100-2-7620, 01-2005
2-2 HiPath CAP, Service Manual



Overview
Features and overview of services

2.2 Features and overview of services

HiPath CAP is a powerful middleware application that offers modular scalability. It promotes ef-
fective improvements and reduces costs by supporting:

e standard APIs for application developers,

e application developments through the provision of services (for CTIl), management, and li-
censing, available in an SDK (software development kit),

e migration from Hicom 300 E/H to HiPath 4000 with multiple connection to different commu-
nication platforms that make an application almost independent of the underlying infra-
structure.

The following diagram shows the basic structure of HiPath CAP with detailed information on the
protocols supported and encoding variants, the CAP-internal services, and a number of sup-
ported PBXs.

XML

Phone Application
Service

Application

CSTA LI
ASN.1

Connectivity-
Adapter

Connectivity-
Adapter

Connectivity-
Adapter

Connectivity-
Adapter

Hicom HiPath Octopus
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Highlights

Standard protocols and APIs: Microsoft TAPI 2.x/3.0, Java TAPI, CSTA Ill ASN.1, CSTA
XML, Microsoft Wave API

Call Control Service (SCC) for CTI
—  Multi-domain features

— Harmonization of the call model in Hicom 300 E/H, Hicom 150 H, HiPath 3000, HiPath
4000, HiPath 5000 V5.0, HiPath 8000, Octopus E300/800 Rel. 6.5/10, Realitis, Alcatel,
Nortel Meridian, Cisco and Avaia - for TAPI- and CSTA-based applications

— hiQ8000 integration with superior quality (in terms of reliability and number of sub-
scribers configured)

Media Service (MEB) for CTI

— Media Streaming as a new HiPath CAP feature for applications

Fault Management Service

— Integration in HiPath Management (independent of CAP Management)
License, User, and Configuration Management services

— Uniform license structure

— Integrated license and user management

— Connection to the HiPath license server (CLS)

— LM as a service for licensing HiPath CAP and applications in the same manner
Support for special features

— LiRus, AP emergency, XML PhoneServices

A31003-G9330-1100-2-7620, 01-2005
HiPath CAP, Service Manual



Overview
HiPath CAP Management

2.3 HiPath CAP Management

CAP Management is the central component in a CAP cluster. It administers and controls all pro-
cesses and services in a "stand-alone" or distributed HiPath CAP installation. The cluster ID is
a unique marker that identifies CAP components in the same CAP cluster.

The following diagram illustrates the location and configuration of the individual CAP compo-
nents both in a "stand-alone" installation and in a distributed installation.

CTI Application

CAP Cluster Paderhorm LAN CAP Cluster
Configuratio

PABK

rOnchen

CAP Management is started by the Windows service Siemens HiPath CTI and provides a
Web-based interface for administration.
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CAP Management tasks

e Administration of central and distributed components

e Administration of users

e Administration of devices

e Administration of licenses

e License verification and access controls for users and devices

e Administration of status information associated with the various processes and services

HiPath CAP Management services

CAP Management can be split into various services that have different tasks:
e Configuration Management (SCM)

e User Management (SUM)

e License Management (SLM)

e CallldRepository

e Address Translation Service (SAT)

e Open LDAP Server

e Fault Management (SFM) (independent of CAP Management)
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http://<fqdn>:8170/

D

BEEE

CAP Management
« Configuration
* User Management

« Fault Management

HiPath CAP

These services are not installed separately but rather automatically using the CAP Manage-
ment setup menu item. The only exception is HiPath CAP Fault Management. This service will
be dealt with later in greater detail.

Important HiPath CAP Management services, such as, SCM, SUM, and SLM are addressed

by HTTP requests. These are first used internally by other services (SCC, SCCP, CAP TCSP)
without being directly visible for an application. Nevertheless, they can also be used by external
applications so that the relevant features can be integrated there quickly and easily.

To guarantee backward-compatibility, HTTP requests are still supported but are be-
ing phased out and gradually replaced by appropriate XML requests.
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2.3.1 HiPath CAP Configuration Management (SCM)

The various PBXs that are connected to the CAP are administered in HiPath CAP Configuration
Management. This is done by configuring a Call Control Service (SCC) for each individual PBX.
This SCC is unique for each PBX type. Every SCC is assigned a unique service node ID that
can be random except in cases where user data is imported at a later point where you have to
use a specific ID. Similarly, a Call Control Service Proxy (SCCP) is configured and administered
with a unique service node ID for applications in multi-domain mode. For information on how
to configure the components SCC and SCCP, see Chapter 7, "Further HiPath CAP Manage-
ment Functions". Further functions of HiPath CAP Configuration Management are described in
Chapter 7, "Further HiPath CAP Management Functions".

An application can use the HTTP request
http://<fgdn>:8170/mgmnt/admin/reg?getPBXSvcAddr=<service node ID>
to request the IP address and port number of an SCC based on the service node ID.

Extensions, hunt groups, ACD (RCG) groups of different PBXs are assigned different SCCs
based on their device ID. The device ID is the long call number in canonical format (for example,
+49(5251)8-27486). Trunks are configured in the same way. To administer them, they are also
configured as devices with a device ID only known to the SCM. As the HiPath 4000 needs
"LODEN" numbers for addressing purposes in hunt groups, trunks, and, RCG groups, the "Ad-
dress Translation Service" (SAT) converts the device ID into a "LODEN" number.

An application can use the HTTP request
http://<fgdn>:8170/mgmnt/admin/reg?getServiceForDevice=<Device ID>

to request the IP address and port number of an SCC to which a CSTA request should be sent
for a certain device.

The components SCCP and CAP TCSP actively use this Configuration Management function.
The Phone Controller in SimplyPhone for Web or ComAssistant also uses this function as an
external application.

A31003-G9330-1100-2-7620, 01-2005
2-8 HiPath CAP, Service Manual



Overview
HiPath CAP Management

2.3.2 HiPath CAP User Management (SUM)

User Management is the main component of HiPath CAP. Every CTI user must be configured
in CAP User Management. Each user is administered using a unique user ID and assigned a
password. You can also allocate users to devices/switching systems and assign access rights/
licenses to users as described in Section 7.2, "User" and Section 7.3, "License Management".

CAP User Management can be linked to Windows User Management.

An application can use the HTTP request
http://<fgdn>:8170/mgmnt/auth/reg?authenticate=<user Id>&pass-
wd=<Password>&encoding=B64

to authenticate a user and the associated password. The components SCCP, SCC, and CAP
TCSP actively use this User Management function. The Phone Controller in SimplyPhone for
Web or ComAssistant also uses this function as an external application.

2.3.3 HiPath CAP License Management (SLM)

License Management is used by HiPath CAP components and applications based on HiPath
CAP.

License keys can be installed by selecting the appropriate menu options. These license keys
include an application ID and the number of client licenses available.

Demo licenses are available.

The license keys CAP-E (Entry), CAP-S (Standard), and CAP-A (Advanced) enable associated
client features. All other license keys are equivalent to the CAP-A license. Application-specific
licenses can consequently be used. These are supported by the HiPath CTI applications Sim-
plyPhone for Web (SimplyPhone W), SimplyPhone for Outlook (SimplyPhone O), SimplyPhone
for Lotus Notes (SimplyPhone N), and ComAssistant (ComASS). "XPhone" (c4b) is the first ex-
ternal application to use CAP License Management.

A license is assigned to a CTl user or a device. Licenses can be assigned in the course of user
configuration or through automatic assignment during license verification and remain assigned
to the user or device afterwards.

points to be set in a CA4000 is not needed in HiPath CAP V2.0 and higher. CA4000
version 6.0.0.0 and higher does not support a separate link to the CAP SLM and
therefore does not require a separate license.

The HiPath CAP V1.0 license "UNKNOWN" which licensed the number of monitor
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License variants

Entry client (CAP-E):
Standard client (CAP-S):

Advanced client (CAP-A):
Third-party system (CAP-F):

Media Streaming (CAP-M):

Only the "MakeCall" feature is supported.
All features are supported with the exception of ACD fea-

tures.

All features are supported including ACD features.

In addition to the CAP-S and CAP-A licenses, application-
specific licenses are required if the device is in a third-party
system and a monitor point is to be set. For a CAP-E licen-
se, an additional CAP-F license is not needed.

Media Streaming support for the MEB.

The following table provides an overview of the various marketing packages.

Eiﬁ:nzgent gﬁgnnel 1 |10 | 25 | 100 | Client Site >500
Entry CAP-E X X X

Standard CAP-8 X X X X

Advanced CAP-A X X X X

Media CAP-M X

External Switch CAP-F X

CAP inside

for Siemens Com Applications

- HiPath ProCenter

- HiPath SimplyPhone Family

- HiPath Display Telephone Book
- HiPath Hotel
- Aftendant Supervisor Console

- Busy Lamp Field
.. and other planned applications

These applications come with their “CAP Client License” included

An application must register first with CAP (authentication) by specifying an application ID. This
application ID must match the installed license’s ID. License verification is performed for every
request sent by this application to the CAP for a specific CTl user. If the relevant client license
is assigned to this CTl user, the request is forwarded to the PBX.

2-10
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The CAP components use the HTTP request
http://<fgdn>:8170/mgmnt/Admin/reg?registerLicense=<ApplicationID>&
userId=<DevicelID>

to check if a CTl user was assigned a required license before they can forward a request. Ex-
ternal applications can also use the same request to check if a user configured in the specific
application was assigned an appropriate license.

Conclusion: License verification is always performed.

Exceeding the number of client licenses

If the number of client licenses installed for an application is exceeded, temporary licenses with
two-month validity are assigned. At the same time, notification is sent via e-mail to a specific e-
mail address. All temporary licenses are marked by a "*". When the period of validity expires,

requests for this CTI user are rejected.

2.3.4 CallldRepository

The internal "CallldRepository" service is not directly visible for any application. Its task is to
administer the call ID originally assigned throughout its existence (from start to finish) and to
forward it to an application over the SCC.

2.3.5 Address Translation Service (SAT)

The "Address Translation Service (SAT)" is responsible for always administering the call num-
ber in canonical format in communication between an application and the SCCP.

e It converts a dialed call number in canonical format into a dialable number.

e ltconverts a call number in canonical format into a PBX call number in accordance with the
overlap configuration and vice versa.

e Itconverts the call number transmitted in an event from the formats "extension”, "NAC num-
ber", "PNP number" into canonical format so that an application can always uniquely as-
sign this event to a device.

e The call number configured in CAP is converted into the HiPath 4000 LODEN number for
addressing in HiPath 4000 devices (trunks, RCG groups, hunt groups).
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2.3.6 Open LDAP Server

The "Open LDAP Server" manages all configuration data for the CAP.

2.3.7 HiPath CAP Fault Management (SFM)

Although HiPath CAP Fault Management is provided on the HiPath CAP CD for strategic and
sales reasons, it should still be considered fully separate from the other HiPath CAP services.
Information on HiPath CAP Fault Management is contained in a separate manual, the "HiPath
CAP Fault Management Developer’s Guide"; installation and configuration are also dealt with
there.

CA4000/CA300 is the only HiPath CAP component that currently uses HiPath CAP Fault Man-
agement.

HiPath CAP Fault Management consists of six DLLs. Rather than a stand-alone service, it is
connected to the Windows SNMP service. Windows-based programs can be managed by Hi-
Path Fault Management by integrating this DLL. An ADG is provided for this.

CAP FM supports the following features:
— Auto Discovery
— HiPath MIB-based information

— Trap notification

In addition to the information available via MIB I, HiPath Fault Management contains informa-
tion on the CAP FM applications supported and the processes to be monitored. In the HiPath
Fault Management direction, traps are either forwarded over the CAP FM SNMP agent or the
CAP FM agent creates them based on specially marked messages in the Event Log window.

The following diagram provides an illustration of Auto Discovery initiated by HiPath Fault Man-
agement for a Windows PC with an active SNMP agent, Xpressions 450 installed, and integrat-
ed HiPath CAP FM.
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Administration of CAP with HiPath Fault Management

CAP provides an XML interface that is automatically recognized by HiPath Fault Management.
A connection to the HiPath CAP Diagnostic Manager is set up over this interface. Information
on the statuses of the various CAP processes are cyclically retrieved by HiPath Fault Manage-
ment and displayed on the FM desktop. There is also a direct link to the Diagnostic Agent in
HiPath Fault Management.
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24 HiPath CAP operating modes

HiPath CAP supports three different operating modes. The PBXs, protocols, and encoding vari-
ants supported differ depending on the operating mode. For details on the individual operating
modes, see Chapter 9, "Operating Modes".
Single-domain/homogeneous/native mode

Hicom 300: CSTA | ASN.1

HiPath 4000: CSTA | ASN.1, CSTA Il ANS.1, ACSE (CSTA Il ASN.1)

HiPath 3000: ACSE (CSTA Il ASN.1)

Multi-domain/homogeneous/native mode
HiPath 4000/HiPath 3000: ACSE (CSTA Il ASN.1)

Multi-domain/heterogeneous/harmonized mode

CSTA 1l ASN.1, CSTA llIl XML, Microsoft TAPI, Java TAPI, Microsoft WAVE API (HiPath
3000 and HiPath 4000 only), XML Phone Service (HiPath 4000 only)

241 Explanation of terms

Single-domain: Only one PBX, SCC connection.

Multi-domain: One or more PBXs, SCCP connection.

Homogeneous: Only one type of PBX.

Heterogeneous: Different types of PBX possible.

Native mode: Proprietary protocol elements, standard and private services

are supported.
Harmonized mode: Only standard CSTA services are supported.

Single-domain homogeneous native mode is used for the CTl connection of pre-existing ap-
plications without the need for changes in the application software. The application is unable to
detect the presence of HiPath CAP.

Applications are currently being developed for multi-domain, homogeneous, native mode.
An application must support CAP’s new ACSE_AARQ, extensions in long canonical format,
and call IDs containing eight bytes.

Multi-domain heterogeneous harmonized mode is used in modified form by the Phone Con-
troller in SimplyPhone for Web and ComAssistant. CAP TCSP uses it too. Additional applica-
tions are currently being developed. An application must support CAP’s new ACSE_AARQ, ex-
tensions in long canonical format, and call IDs containing eight bytes.
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2.4.2 Simplification of nomenclature

To simplify complex name assignment (which is certainly advisable), use the following rule:
>> heterogeneous and native mode are mutually exclusive. <<

Native mode which supports proprietary protocol elements as well as standard and private ser-
vices, is only possible in a CAP configuration with PBXs of the same type (homogeneous). The
operating modes can consequently be described as follows:

Single-domain//native mode
Multi-domain//native mode

Multi-domain//harmonized mode

For detailed information on the services supported, refer to the HiPath CAP prospectus, the Hi-
Path CAP Technical Information or the HiPath CAP ADG. These documents provide an explicit
list of all services supported for the individual PBXs in "native mode" and "harmonized mode"
for the various protocols and encoding variants.
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2.5

The components SCC, SCCP, CA4000, CA300, and CAP TCSP offer a number of combination

HiPath CAP components

options for setting up connections between an application and various PBXs.

The following diagram is a structural illustration of CAP in "multi-domain//harmonized mode".

2-16
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2.5.1 Call Control Service Proxy (SCCP)

SCCP is a CAP component that supports "multi-domain//mode". SCCP provides a TCP/IP con-
nection port for applications. The first request to the SCCP after connection setup must be
ACSE_AARQ.

This includes:
— Username
— Password
— Application ID
— CSTA version
— Native mode = true/false

An application must authenticate itself at SCCP with a valid CAP username/password. The
SCCP uses CAP Management’'s SUM component for this.

SCCP saves the application ID for client licensing of subsequent requests; it uses CAP Man-
agement's SLM for this. The SCCP saves successful CTl user license verification actions every
3600 seconds.

The CSTA version defines the type of CSTA Il encoding in which the following requests are
transmitted.

The CSTA Ill XML protocol is used for communication with the JTAPI application. The JAR files
supplied by CAP must have been implemented by these applications for this.

Native mode = true/false defines whether the following requests contain proprietary protocol el-
ements and if extended scope and "private services" should be supported.

SCCP configuration parameters

An SCCP is not configured in "native mode" or "harmonized mode". The various operating
modes are activated by the identifier "native mode = true/false" in ACSE_AARQ.

Different SCCP positions are defined with configuration parameters:

For the application: An application connects to an SCCP over an IP address and a port
opened by SCCP.

Local position: The name of the CAP cluster PC on which the SCCP should run.

To the PBX: The direction cannot be configured. An SCCP only connects with

an SCC. It determines the IP address and the associated port of
an SCC through the CAP Management SCM. To do this, the exten-
sion must be transmitted in long canonical format for every initial
request.
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2.5.2 The Call Control Service (SCC)

The SCC is a CAP component with a connection to a PBX. An appropriate SCC variant is used
for each of the PBX types supported by CAP.

Every SCC is managed by a configured service node ID. This ID must be unique and can be
random except in cases where user data is imported at a later point. Every SCC continues to
be assigned the call numbers of the PBX connected.

The CSTA ASN.1 protocol is used for communication with a PBX.

SSC configuration parameters

In multi-domain//mode, the protocols and the encoding variants CSTA Ill ASN.1, CSTA llI
XML are supported in the SCCP direction while NetTSPI is supported in the CAP TCSP direc-
tion.

In single-domain//native mode, applications are linked directly to an SCC. The protocols sup-
ported now depend on the PBX type.

To connect applications to HiPath 3000, an SCC is permanently configured in the "ACSE (CSTA
[l ASN.1)" protocol.

To connect applications to HiPath 4000, an SCC is permanently configured in one of the three
different protocol variants "CSTA | (ASN.1)", "CSTA Ill (ASN.1)" or "ACSE (CSTA Il ASN.1)".

To connect applications to HiPath 300, an SCC is permanently configured in the "CSTA |
(ASN.1)" protocol.

Different SCC positions are defined with configuration parameters:

For the application: An SCCP, CAP TCSP or an application connects to an SCC over
an IP address and a port opened by the SCC.

Local position: The name of the CAP cluster PC on which the SCC should run.

To the PBX: The direction to a PBX is defined on the basis of an IP address and

port number connected to SCC.

SCCHiPath3000 connects directly to the HiPath 3000.
HiPath 3000 can also be connected over Sy and V.24.
SCCHiPath4000 connects to CA4000.

SCCHicom300 connects to CA300.
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2.5.3 The Connectivity Adapter 4000 (CA4000)

CA4000 converts the proprietary HiPath 4000 protocol (ACL-C+) into a standardized protocol
(CSTA). The connection to HiPath 4000 can be set up over ATL, the WAML and the SL100/200.
CA4000 supports CSTA |, CSTA 1ll or ACSE (CSTA Ill) links in ASN.1 encoding. CA4000 is al-
ways configured together with the associated SCC in CAP Management.

CA4000 configuration parameters

The IP address of HiPath 4000, a PBX link number, and a sub-application number are config-
ured for communication with HiPath 4000. The port bandwidth (1025 - 5000) can be used.

Note that Windows Task Scheduler and the Windows logon service seize ports that
lie in the range 1025 - 1299 and that can vary every time the relevant service is re-
started.

PROBLEMS WITH CA4000 AND WINDOWS SERVICES:

254 The Connectivity Adapter 300 (CA300)

CAS300 converts the proprietary Hicom 300 protocol (ACL-C) into a standardized protocol (CS-
TA). The connection to Hicom 300 can be set up over ATL, the WAML and the SL100. CA300
supports CSTA links in ASN.1 encoding.

CA300 configuration parameters

The IP address of Hicom 300 is configured for the connection to Hicom 300. A PBX link number
and a sub-application number are configured for communication with HiPath 300. The port
bandwidth (1025 - 5000) can be used. CA300 is always configured together with the associated
SCC in CAP Management.

PROBLEMS WITH CA300 AND WINDOWS SERVICES:

Note that Windows Task Scheduler and the Windows logon service seize ports that
lie in the range 1025 - 1299 and that can vary every time the relevant service is re-
started.
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2.5.5 The CAP TAPI Service Provider (CAP TCSP)

CAP TCSP is a CAP component that supports "multi-domain//harmonized mode". It supplies
the CAP TAPI Service Interface (TSPI) for applications based on Windows TAPI. Its multi-do-
main capability is based on the use of CAP’s SCM and communicates directly with the SCC
over a proprietary protocol (NetTSPI). Simultaneous connection with multiple SCCs. Imple-
mentation in conjunction with a TAPI server and a terminal server is restricted. As a rule, it is
always installed locally on a client.

CAP TCSP configuration parameters

CAP TCSP is installed via the master setup using a separate menu item (Client Installation). It
appears in the Advanced tab under "Phone and Modem Options" and is started via the Win-
dows "Telephony" service.

Configuration parameters include the IP address or the PC name of the CAP Management
computer and the CAP Management port number (default 8170). The various lines are config-
ured with the device ID (long call number in canonical format). They must be configured in the
SUM. Automatic synchronization is possible between CAP TCSP lines and all CTI users con-
figured in CAP. However, this is only advisable if required by a corresponding application. Like
an external application, CAP TCSP uses the SUM for authenticating users (devices). Default
passwords must be modified during initial login. A connection is not set up with SCC until after
successful authentication. Client licensing is automatically performed by an internal SCC rou-
tine. This starts linear with the application ID "CAP", "CAP-A", "CAP-S" and ends with "CAP-
E". TAPI applications can supply individual application IDs for licensing.

2.5.6 HiPath CAP Media Service - The Media Extension Bridge (MEB)

The HiPath CAP 3.0 Media Service is a software component that simulates a PBX with subscrib-
er line interfaces (one subscriber per channel). This must be done by configuring a Cornet-NQ
connection between the Media Service component MEB (Media Extension Bridge) and a HiPath
4000 HG3550 V2 or HiPath 3000 HG1500 V2. For Microsoft TAPI-based applications, the "wave/
in" and "wave/out" features for playing and recording WAV or AVI files in 8 KHz/16 bit/mono format
and the "Receive fax"/"Send fax" features are supported. Accordingly, an application is provided
with "incoming call pickup" and "outgoing dialing" features for these functions.
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The media service mainly consists of three components:

e Siemens Virtual Wave Driver
A virtual driver for outputting or recording IP audio data using the Windows Wave API; sim-
ilar, for example, to a sound card driver (for driver installation, see Section 4.7, "Installing
the Siemens Virtual Wave Driver").

e MEB (Media Extension Bridge)
A central component for controlling the Siemens Virtual Wave Driver and for receiving,

evaluating, and forwarding all relevant data between HiPath and applications via SCCMEB
and CAP TCSP.

e SCCMEB
A component for connecting CAP TCSP with the MEB.

The "Siemens Virtual Wave Driver" should always be installed locally on the PC where you want
to run SCCMEB and MEB. The SCCMEB and MEB components are distributed after the stan-
dard routines of the distributed installation, which means that the "CAP ServiceStarter" must
also be installed on this PC. Currently, a maximum of 30 simultaneous calls (channels) can be
administered per MEB PC, assuming that there are enough CAP-M licenses available.

2.5.7 The XML Phone Service (XMLPS)

As an application, the "XML Phone Service (XMLPS)" is based on an SCCP configured in CAP.
It provides a new XML interface for external applications. XML applications use the standard
HTTP/HTTPS protocol for communication with the XMLPS. XMLPS applications can use ter-
minals associated with a HiPath 4000 as input/output devices (OpenScape and ComAssistant
use XMLPS). WAP terminals (for example, optiPoint 600) or mobile phones can use an optional
WML adapter to access these applications. The XML Phone Service consists of three main
components:

e HiPath CAP XMLPS Phone Server Process (sxmlps.exe)
This process is the component that connects SCCP.

e HiPath CAP XMLPS Invoke Interface
This interface is used to operate the terminals (display, key LEDs)

e HiPath CAP XMLPS Converter Servlets
The converter consists of Java servlets that convert XML into WML. Cisco WAP Phone
conversion is also supported (CAPPhone Syntax to CiscoPhone Syntax, CiscoPhone Syn-
tax to CAPPhone Syntax).
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The XML Phone Server operates as a browser and treats the terminals as endpoints with:
e atwo-line display,

e audio indicator (beep),

e application keys with associated LED,

e menu item selection keys,

o OK key,

e the normal keypad as an alphanumeric keypad.

If an application key is pressed at the terminal, the XML phone application starts by calling the
configured URL that is associated with this button in the CAP. In response, the application uses
the invoke interface to send a CAPPhone object (as a HTTP response with the MIME type:
XML) that should be processed for the terminal where the button was pressed.

The application can

e show a text message on the display,
e (generate a signal tone,

e setthe LED status.
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The XML Phone Service comes with a number of simple but useful applications:

e [EasySee
Lets you run a search in an LDAP server and shows the names and, where applicable, oth-
er information on all parties involved in the call on the telephone’s display.

e [Easy Lookup
Opens a "phone card" in Internet Explorer and shows all available data to the party con-
nected to a call.

e EasyShare
Starts NetMeeting on all PCs assigned to the parties connected via the call (over SysTray).

e EasyMail
Opens a new e-mail for all parties connected via a call.
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3 System Requirements

This chapter describes all hardware and software requirements for installing HiPath CAP. Some
CAP component can be installed both on the central server PC and on remote or client PCs.
The complete installation procedure is described in Chapter 4, "Installation".

3.1 Hardware requirements

The following is a list of the hardware requirements for the server PC and for the remote PCs
(if any). All affected PCs must be integrated in a shared network.

3.1.1 Central server PC (for CAP Management)

All HiPath CAP server components must be installed on the central server PC (for example,
HiPath CAP Management or the CAP Call Control Services).

Minimum requirements

e Pentium Ill processor with at least 800 MHz

e Atleast 512 MB main memory

e Approx. 500 MB free hard disk memory
CAP Management and the Call Control Services requires approximately 300 MB of this
space. The remaining 200 MB were needed for log files.
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Depending on the structure of your system, we recommend opting for over-equipped PCs rath-
er than under-equipped ones that fall short of the minimum requirements. The following table
outlines which PCs should be used for which configuration levels:

Configuration PC type
Media Services Call Control
no small A
no medium A
no large B
no very large C
small no A
small small A
small medium A
small large B
medium small A
medium medium B
medium large to very large C
Call Control
e small up to 100 users
e medium up to 500 users
e large up to 2,000 users
e verylarge up to 20,000 users
Media Services
e small up to 12 channels
e medium up to 30 channels
e large up to 60 channels (two PCs required)
e verylarge up to 240 channels (multiple PCs required)
PC type
e A Pentium 111 800 MHz/512 MB RAM/40 GB HD (minimum requirement)
e B Pentium 4 2.6 GHz/1 GB RAM/60 GB HD or dual processor
o C Distributed system consisting of PC types A or B
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3.1.2 Client PCs (for CAP ServiceStarter)

Client PCs are additional network-based PCs on which CAP ServiceStarter is installed in dis-
tributed installation scenarios. They can include HiPath CAP components, such as call control
services or connectivity adapters. Requirements depend on the number and type of compo-
nents to be supported. Thus the following data is only provided as a guide. In addition, CTI ap-
plications also run on the client PCs.

Minimum requirements
e Approximately 50 MB of disk space

e Pentium Ill processor with at least 800 MHz

e Atleast 512 MB main memory

3.1.3 Communication system

Ensure that the communication system (e.g. HiPath 4000, HiPath 3000, Hicom 300, etc.), with
which HiPath CAP is to operate, is fully functional. One of the connection options supported by
the communication system and HiPath CAP must be available (for example, over a TCP/IP con-
nection).
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3.2 Software requirements

The following is a list of the software requirements for the server PC and for the client PCs (if
any).

3.2.1 Central server PC/client PC

Operating system
e Windows 2000 Professional or Server
e Windows 2003 Server

e Windows XP Professional

Web browsers

Itis recommended that a Web browser be available on the server PC for tests and configuration
tasks after initial installation.

3.2.2 WEB client PC

PCs. These are not the PCs on which the CAP ServiceStarter is installed!

PCs that set up a connection to HiPath CAP Management are known as WEB client

Operating system

The operating system on the client PC is not subject to any restrictions. As well as Windows
operating systems, you can also use UNIX, Linux, MacQOS, etc.

Web browsers

e Internet Explorer 5.0 and above

e Netscape Navigator 7.x and higher

e Mozilla 1.x and higher

The Web browser must support and permit JavaScript and cookies. Internet Explorer must be
set so that every time a page is loaded it checks whether a new version of this page exists (can
be set under Tools — Internet Options —» Temporary Internet files —> Settings — Check
for newer versions of stored pages: Every visit to the page).
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Please note that Netscape 4.7 is no longer supported.

CAP Management operation is only guaranteed with the named browser versions.

3.3 Additional installation conditions

e The host must have a fixed and valid IP address and be entered in the DNS.
Check that name resolution is correct using the DOS command nslookup and the input
<PC name> Or <IP address>.

e If there is more than one NIC installed on the PC, the first NIC must be connected to the
customer LAN.
Check that the NIC binding is correct by sending a PING to the actual PC name. The IP
address of the customer LAN should be sent back in response to this PING.

The NIC binding can be altered by selecting the menu item Control Panel | Network and
Dial-up Connections | Advanced | Advanced Settings | Connections.

o |f CAP Management is not installed on a server operating system, you must modify the sys-
tem performance options via My Computer | Properties | Advanced | Performance Op-
tions | Application response | Optimize performance for: Background services.

e Please ensure that one of the cluster IDs assigned to CAP Management is not used by an-
other CAP Management server in the same IP network.
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4 Installation

This chapter explains the entire installation of HiPath CAP. The following components can be
installed:

Server components

e CAP Management 3.0

e CAP Call Control Service 3.0

e Connectivity Adapter CA4000

e Connectivity Adapter CA300

Client components
e CAP TAPI service providers
e CAP Service Starter 3.0

This chapter is structured as follows:

e Section 4.1 describes how to install the CAP server components HiPath CAP Manage-
ment 3.0 (including Configuration, License, and User Management), HiPath Call Control
Services 3.0 and the connectivity adapters CA4000/CA300.

e Section 4.2 describes distributed installation.
e Section 4.3 describes how to install HiPath CAP Service Starter 3.0.
e Section 4.4 provides helpful hints about CAP installation.

e Section 4.5 describes the start sequence for CAP processes in non-distributed and dis-
tributed Installation.

e Section 4.6 describes how to install CAP TAPI Service Provider 3.0.

e Section 4.7 describes how to install the Siemens Virtual Wave Driver which is a virtual
sound card for the Media Service component.

e Section 4.8 covers the special features during installation, e.g. if you want to modify the IP
address at a later date, or need to deactivate services.

e Section 4.9 explains how to migrate the old TelasAdmin, HiPath CAP V1.0 or CAP V2.0
data to HiPath CAP V3.0.

e Section 4.10 covers data security, including backup and restore.

e Section 4.11 describes how to uninstall HiPath CAP.
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To increase transparency, only the "usual" installation tasks are explained here. There are
cross-references to other chapters in this manual and to other manuals dealing with special as-
pects and troubleshooting in the event of problems during installation and configuration. Many
of these aspects are covered in Chapter 8 and Appendix A.

Typical installation scenarios, including the relationship between SCCP and SCC
A are described in Chapter 2, "Overview".
Ensure to select an adequate scenario for the case in hand with an appropriate com-
bination of SCCP and SCC variants.
The current version of HiPath CAP Configuration Management cannot fully prevent
technically nonsensical combinations of SCC instances.

The data medium (CD) contains a master installation setupMaster . exe for all of the software
components contained on the CD. This allows you to select and perform one or more installa-
tions simultaneously by simply clicking the required components.

Installation sequence

To configure HiPath CAP correctly, you must follow a precise sequence of steps:

1. Obtain licenses for HiPath CAP and applications.

2. Install HiPath CAP Management and HiPath CAP services - this involves configuring the
necessary set of Call Control Services (SCCs) with suitable Connectivity Adapters (CAs)
and connecting them to the switching host.

3. You may have to configure SCCPs, depending on the application to be installed.
4. Install licenses via CAP Management.

5. Configure or import devices.

6. Configure or import users and assign devices.

In case an application is to be installed directly afterwards:

7. Install applications.
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Requirements

Before starting the installation, you should check that the following requirements have been

met:

4.1

Do you have all licenses for HiPath CAP?

Has a Web browser been installed and configured correctly (Internet Explorer, Netscape
Navigator)?

Does this browser support cookies and JavaScript? Are cookies allowed and is JavaScript
enabled?

Does the PC have a valid IP address or is it entered in the DNS?

If a previous version of HiPath CAP Management or TelasAdmin is already installed, pro-
ceed as described in Section 4.9, "Migrating from TelasAdmin 4.1 / HiPath CAP 1.0/ Hi-
Path CAP 2.0 Management".

The person performing the installation must have administrator rights on the PC.

Installing the server components

The following server components should be installed on the server PC:

CAP Management 3.0:
CAP Management can be used to configure HiPath CAP and the HiPath CAP services.

CAP Call Control Service 3.0:

Use the CAP Call Control Service to install the components HiPath Call Control Service
(SCC), HiPath CAP Call Control Proxies (SCCP), HiPath Media Service (MEB), and
XML Phone Service (XMLPS). (Chapter 6, "Configuration with HiPath CAP Management"
explains how to configure these services.)

The connectivity adapters for Avaya and Nortel Meridian are automatically installed with
HiPath Call Control Services 3.0.

Connectivity Adapter CA4000 (if a HiPath 4000 is connected):

Some communication systems require a connectivity adapter to connect to HiPath CAP. In-
stall the Connectivity Adapter CA4000 component if a HiPath 4000 is connected to Hi-
Path CAP. Section 6.1, "HiPath 4000 connectivity" describes how to configure Connectivity
Adapter CA 4000.

Connectivity Adapter CA300 (if a Hicom 300 is connected):

Some communication systems require a connectivity adapter to connect to HiPath CAP. In-
stall the Connectivity Adapter CA300 component if a Hicom 300 is connected to HiPath
CAP. Section 6.4, "Hicom 300 connectivity" describes how to configure Connectivity Adapt-
er CA 300.
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Performing the installation

1.

4-4

Insert the installation CD in the CD/DVD drive of the relevant PC. If Setup does not start
automatically (i.e. autorun is not enabled), double-click the following file:

<CD/DVD drive>:\setupMaster.exe

Confirm the welcome dialog with Next and agree the licensing conditions by clicking Next.
Select Install Server Components and checkmark the following list entries:

— CAP Management 3.0

— CAP Call Control Service 3.0

— Connectivity Adapter CA4000 (if a HiPath 4000 is connected)

— Connectivity Adapter CA300 (if a Hicom 300 is connected):

Click Next.

Follow the instructions.

You can change the installation directory if necessary during installation.

The default installation directory is "Program Files\Siemens\HiPathCTI".

If you wish to use a different directory, please note that Hi PathCTT is always automatically
added at the end of the path.

The installation directory will be referred to as <InstDir> from this point on.

An older version of HiPath CAP Management V3.0 will be migrated automatically. Data
from HiPath CAP Management V2.0 will also be migrated automatically (siehe Section
4.9.3, "Migrating HiPath CAP V2.0 to HiPath CAP V3.0").

The server components will now be installed and old data will be migrated as appropriate.
Leave the setting "All services run on this host" unchanged.
The <PC name> can be subsequently set as a unique CAP cluster ID in the following file:

C:\Program Files\Siemens\HiPathCTI\config\Start\startNT.cfg
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The entry is:
args: "<PC name>/TelasWebStarter"

This entry can be manually modified after installation and is active when the "Siemens Hi-
Path CTI" service is restarted.

9. If several network cards are installed in your PC (for example, one for accessing the net-
work and one for accessing the communication system), you must select the IP address
on which the CAP processes are started. In this case, select the IP address of the custo-
mer LAN.

If only one network card is installed, only the IP address of this card is listed.

The <PC name> and the <IP address> of the CAP processes to be started can be subse-
quently set in the following files:

C:\Program Files\Siemens\HiPathCTI\config\Start\startNT.cfg
The entry is:
args: -—-localAddr

args: "<PC name>/<IP address>"

C :\Program Files\Siemens\HiPathCTI\config\common\global.cfg
The entry is:
<?x set INST HOST = "<PC name>" ?>

<?x set INST IP = "<IP address>" ?>

C:\Program Files\Siemens\HiPathCTI\/startMenu/startPageAdmin
Adapt the URL behind the link as underlined
http://<PC-Name>:8170/

These entries can be manually modified after installation and are active when the "Sie-
mens HiPath CTI" service is restarted.

10. Conclude installation by following the final instructions on the screen.
11. Restart the PC.

The server components HiPath CAP Management, HiPath Call Control Proxy (SCCP), and
Call Control Service (SCC) are now available on the PC. Chapter 6, "Configuration with Hi-
Path CAP Management" explains how to configure these components.

If HiPath CAP is connected to either of the two communication systems HiPath 4000 or Hicom
300, you installed the associated connectivity adapter on the PC. Chapter 6, "Configuration
with HiPath CAP Management" explains how to configure the connectivity adapter.
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Check that installation has been successful

Once the "Siemens HiPath CTI" service has been started successfully, you can set up a con-
nection over a Web browser with CAP Management.

You can check if installation was successful by performing the following steps.

1. Select Control Panel | Administrative Tools | Services to check if the new Windows ser-
vice "Siemens HiPath CTI" was added. Do this by starting the "Siemens HiPath CTI"
service as follows:

2. Set up a connection to HiPath CAP Management in a Web browser by selecting Start |
Programs | Siemens HiPath CTI | CAP | Management or set up a direct connection to
the following address: http://<CAP Management PC>:8170/

erated in SSL mode. For this, select

C:\Program Files\Siemens\HiPathCTI\config\common\ports.cfg
and change the parameter <?x set CAP_SEC_MODE = "OFF" ?>1to
<?x set CAP_SEC_MODE = "FULL" ?>.

You must then restart the "Siemens HiPath CTI" service. CAP Management can
now be addressed over the default port 8470:

https://<CAP Management PC>:8470/.

The connection between Web browser and CAP Management can also be op-

Log on to HiPath CAP Management entering Admin as the user name and Admin as the
password. Please note that these are case-sensitive. The user name and password should
be changed later. If data from a previous version has been migrated, the password for the
old version will, of course, still apply.

The CAP Management interface appears following successful authentication of the "Ad-
min" user ID (see Chapter 5, "Getting Familiar with HiPath CAP Management"). For exam-
ple, select Help in the main menu and click CAP Service Manual (HTML) in the list dis-
played. The Help for the CAP Service Manual appears.
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3. Check the CAP Management installation directory. The default installation directory is
C:\Program Files\Siemens\HiPathCTI\

Folders ® || Mame ¢ I Size | Type | MModified
._:“'_“l Siemens d I:I backups File Folder 10/5/2004 2:00 AM
: [ja--i"j Comiiin |_1bin File Folder 10/5/2004 9:44 4M
SR HiFathc T (cap File: Falder 9f27[200% 2:33 PM
- ] backups [ canfig File Folder 10/5/2004 9:43 AM
-1 bin (data File: Falder 9f28{2004 2:03 PM
] cap [l distribution File: Folder 9/27/2003 2:33 FM
) i—j config Cire File: Folder 10)5/2004 9:43 &M
-] data I | (] File Folder 10/5/2004 9:43 AM
E- distribution Cllogs File Folder 10/5/2004 9:47 AM
E 3 l’_:’ Creleasehotes File Foldsr 10/5/2004 9:45 &M
Ei 0 I::u s [ startMenu File: Falder 10572004 243 AM
Ei = RegleaseNcutes [CTelasserver File Folder QI27[2003 2:34 PM
B ctarmani L urwise File: Folder 10)5/2004 9:44 AM
Ei (7] TelasServer M Wwebspace File Folder QI27I2003 2:32 PM
L8R ahiee @ keystore 2KB KEYSTORE File  2/21/2003 2:06 FM
& WebSpace = [#]cacert.pern 2KE  PEMFile 4/30/2004 5:20 AM

4. Check the CAP Call Control Service installation directory. The default installation directory

IS

C:\Program Files\Siemens\HiPathCTI\distribution\

Folders

X

520

Siemens

: El;] Carmin

| backups
bin

cap

config
data

| distribution

CA4000
Chblvaya
CAMortel
MEEService
Scchlcatel4200
Scchlcatel4400
Scchvaya
SccHicom300
SccHiPath3000
SccHiPath4000
SccHiPath&000
SccMEE
Scchaorkel

Scck
telasproxy

] ¥MLPhoneService

#-] logs

MName £ Size | Type | Modified

Cmeb File Falder 1052004 ¢
Q ace.dll 1,148 KE  Application Extension  6f23/2004 1
;’?I capfmclient.dl 56 KE  Application Extension  6f23/2004 1
Q CAPMgmtIFDebug. .. 4,192 KB Application Extension  8/4/2004 12
[ cbdriver4nnn.exe 4,528 KB Application 9}30{2004 1
Q gen_dn-mdd.dl 652 KB Application Extension  7/6/2004 2:
9 hs_regesx.dl 257 KB Application Extension  8/17/2001 ¢
9 imgrnt. dll 92 KB  Application Extension  9/30/2004 7
Q leifcorez115d.dl 1,016 KB  Application Extension  8§f4f2004 12
@ libdb3z.dll 420 KB  Application Extension  7/13/2001 1
ﬂ libsasl.dll 92 KB Application Extension  §f17/2001 ¢
Q MTAuth, dil 13KE Application Extension  9/30/2004 7
Q ossapit.dl 15KE Application Extension  6f23/2004 1
ESCCMZDD.EXE 2,576 KB  Application 9faf2004 3
ESCCF\‘HUU.EXE 2,992 KB Application 9/6/2004 3
ESccAvayaAsai.exe 2,516 KB Application 8/19/2004 &
ESccHicomSDD.exe 6,756 KB Application 10/1/2004 &
ﬁSccHiPathSDDD.exe 5,948 KB Application 10/1/2004 &
ESccHiPath‘IDDD.exe 6,900 KB Application 10/1/2004 &
ESccHiPathSDDD.exe 2,532 KB  Application Fi14j2004 €
Fscomes.exe 4,768 KB Application 10/1/2004 ¢
ESchortelMeridian. o 2,516 KB Application 8/19/2004 &
ESCCP.exe 6,124 KB Application 10/1/2004 &
ﬁslapadd.exe 172 KB  Application 232002 2
@slapcat.exe 172 KB Application 4232002 2
Eslapd.exe 260 KB Application 232002 2
Eslapindex.exe 172 KB Application 4232002 2
Esxmlps.exe 1,776 KB Application 10/4/2004 2
,:_jTeIasProxy.exe 220 KE  Application 93072004 7
@ toedapi.dil 44 KB Application Extension  6/23/2004 1
@ toedber . dll 55 KE Application Extension  6/23/2004 1
@ tools, dll 82 KB Application Extension  9/30/2004 &

The distribution directory contains additional subdirectories, such as, distribu-
tion\bin and distribution\config.
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4-8

The bin directory contains the executable programs SCC/SCCP. The config directory
contains the telas. cfg configuration files for SCC/SCCP, split into individual subdirecto-
ries.

From here, the SCC/SCCP is distributed among the entire CAP cluster depending on the
configuration. That is, the SCC/SCCP component is only ever installed once on the CAP
Management PC, irrespective of whether or not one of these components is later active.
The executable SCC/SCCP program can be replaced at a later stage as part of fault clear-
ance, but only in the directory distribution\bin. After this, all services in the CAP
cluster are restarted and the new program versions are automatically distributed. This is
also the case if the entire configuration is located on a single PC. CAP structure is not im-
portant here. The same structure and the same relationship also apply for Media Extension
Bridge (MEB) and the XML Phone Service (XMLPS).

Check the storage location of the configuration files. All configuration files in a CAP cluster
can be found in the directory
C:\Program Files\Siemens\HiPathCTI\config\

Folders » || Mame ¢ I IType IM::u:IiFieu:I I

EH;I Siemens :j (1 admin File Folder  10/5/2004 10:37 AM

EH:I HiPathCTI i ZallldR epositary File Folder  10)5/2004 10:37 AM

! -] backups [Cdiag File Folder 10/5/2004 10:37 &AM
+_|'<:| bin Csat File Folder 1052004 10:37 AM
tl;l cap [ start File Folder  10/5/2004 10:37 &M

&1L config ([ systemdb File Folder  10/5/2004 10:37 &M

| common

-4 -PC Mame-

;l skart

-] data

-] distribution

-] ire

= lib

-] logs

F-_] Releasehotes

-] startMenu

-] TelasServer

] unwise

-] webspace -|

The configuration files are only ever stored on the CAP Management PC - even in the case
of distributed installation.
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You can assign defined categories to the subdirectories in the config configuration direc-

tory.

Folders
=] siemens
- =] HiPatheT
] -] backups
) 7 bin
=1 cap
- SER

can
2o | comman

- &dmin
[ calidreposiar
1 diag
j sat
b start
& syskemdh
e
w1 data
+_| diskribution
w1 e
b
&7 logs
+M ] ReleaseMotes
{7 startMenu
£ J TelasServer
_| Lnise

& WebSpace :‘
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common:
Common configuration files, loaded by all CAP processes

PC name directony:

In a distributed installation an individual directory for every
single pc will be created having the pc name as directory
name.

The existing subdirectories are synonymes for the processe,
which have to be started up on this specific pc.

admin - Admin Controller

Call dRepository - Calll dRepository

diag - Diagnostic Controller

Sat - System Address Translation
start - Config Loader

systemdb - SLAPD (Open LDAP Server)
This directory contains the file

“startHT.cfg”.
This parameter file set the start up emvironment for all CAP
processes, such as:
-Cluster 1D
-Enable/Disable Multicast
-PC Name and belonging IP address
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4.2 Distributed installation

To satisfy network load requirements, you can set up a distributed installation if you want to con-
nect an application over one CAP with multiple PBXs in a number of different locations. CAP
Management is only installed with the CAP Call Control Services (SCC/SCCP) and the
CA4000 and CA300 (if needed) at a single location. This is irrespective of whether you to run
one or more SCCPs/SCCs (and CA), MEB or XMLPS in future on the CAP Management PC.

CAP Cluster

SCCHicom300

C AP ServiceStapter Ij

CTI Lpplication BEetlin

L300

CAP TCSF (local nst)

CAF I rnent e
Sip Sgggccp SCCHIPaht4000
Ca4000
CA300 e
Padetrhorn 244000

CAP Cluster
Confimuration

CA&F Service Starter Ij
Iinchen

SCCHIPath3000

HiPath 4000 |

HiPath 3000
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Installing the HiPath CAP Service Starter

To enable the HiPath Call Control Proxies and Call Control Services to be started correctly on
the defined PCs, HiPath CAP Service Starter should be installed on each of these PCs.

Performing the installation

1.

o

Insert the installation CD in the CD/DVD drive of the relevant PC. If Setup does not start
automatically (i.e. autorun is not enabled), double-click the following file:

<CD/DVD drive>:\setupMaster.exe

To install the HiPath CAP Service Starter you can also start the setupStar-
ter.exe installation program from a subdirectory on the CD.

Confirm the welcome dialog with Next and agree the licensing conditions by clicking Next.

Select Install Client Components and checkmark the CAP Service Starter 3.0 entry.

Starter. The additional components are installed in the right sequence as de-

You can also select and install additional list entries together with CAP Service
scribed in the chapters dealing with the various components.

Click Next.
Follow the instructions.

During installation, you will be prompted to specify the installation location. Select the de-
sired installation directory.

The default installation directory is "Program Files\Siemens\HiPathCTI".

If you wish to use a different directory, please note that Hi PathCTI is always automatically
added at the end of the path.

At the end of the installation, a Java process starts which only supports the "Lookup Client®
service. This "Lookup Client“ sends a multicast through the LAN and tries to find any look-
up services that are present there (only on the CAP Management).

x|

[ ling clusters ...

Depending on the type of installation, a dialog appears to notify you that some services run
on other PCs.
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=01 ]
Distributed Installation
Define how the senices of your installation will be distributed

. All senaces run on this host

® Some services will run on other hosts

[um"ifmu

Lookup services that are found (only on CAP Management) are offered for selection with
their cluster IDs. Select the cluster ID for the associated CAP Managment or enter it man-

ually.

munication between CAP Management and CAP ServiceStarter must be
changed from multicast to a fixed IP address:UDP port. To do this, follow the in-
structions in the Section "Deactivating Multicast".

If the cluster ID of the associated CAP Management is not listed, then the com-
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-I0i ]
Cluster Id

The cluster id is the identifier of a set of services building an administrative unit

Specify cluster id: k188 |

To be discoverad by other services the lookup service listens on
& Defaull multicast port

Other standard UDP port:

Previous Hext | Cancel

The CAP cluster ID can be subsequently set in the following file:
C:\Program Files\Siemens\HiPathCTI\config\Start\startNT.cfg
The entry is:

args: "<PC name>/TelasWebStarter"

This entry can be manually modified after installation and is active when the Siemens CAP
ServiceStarter service is restarted.

9. If several network cards are installed in your PC (for example, one for accessing the net-
work and one for accessing the communication system), you must select the IP address
on which the CAP processes are started. In this case, select the IP address of the custo-
mer LAN.

If only one network card is installed, only the IP address of this card is listed.

The <PC name> and the <IP address> of the CAP processes to be started can be subse-
quently set in the following files:

C:\Program Files\Siemens\HiPathCTI\config\Start\startNT.cfg
The entry is:
args: -localAddr

args: "<PC name>/<IP address>"

C :\Program Files\Siemens\HiPathCTI\config\common\global.cfg

A31003-G9330-1100-2-7620, 01-2005
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The entry is:
<?x set INST HOST = "<PC name>" 7?>

<?x set INST IP = "<IP address>" ?>

These entries can be manually modified after installation and are active when the Siemens
CAP ServiceStarter service is restarted.

10. Start the "Siemens CAP ServiceStarter" service with
— Control Panel | Administrative Tools | Services
Installation on the remote PC is now complete.

The Service Starter process is automatically started every time you start the PC. It connects
with the HiPath CAP Management PC, determines all data for the components configured for
the remote PC, loads the current software versions and required configuration data and starts
the relevant processes.

Start the Siemens CAP ServiceStarter service only after completely configuring the
CAP components (SCC, CA, SCCP, MEB, XMLPS) for this PC!

After installation

After installation, there are no SCC, SCCP, CA4000, CA3000 or other CAP connection compo-
nents in the directory:

C:\program files\Siemens\HiPathCTI\bin

Folders x | Mare £ | Size | Type | Modified

=] Siemens a| |Cdmeb File Folder 03, 12,2004
#-] HiPath [ toals File Folder 03.12.2004
El{:l HiPathCTI E CAPMomtIfRelease, dll 2,663 KB Application Extension  26.11,2004
-] backups ] gen_dn-mdd.dl 652 KB Application Extension  06.07.2004

-4 3 hin ] gen_dn-mrd.dl 484 KB Application Extension  19.10,2004

-] cap ] imgmt.dl 92KE Application Extension  26.11,2004

D com Bl jsskart.exe E0KE  Application 26.11.2004

-] config %] leifcarez 112d.dl 596 KB Application Extension  04.08.2004

{:I data E leifcorez115d.di 1.016 KB Application Extension  04,08,2004

- distribution | =, .- o vn A e 11

A31003-G9330-1100-2-7620, 01-2005
4-14 HiPath CAP, Service Manual



Installation
Installing the HiPath CAP Service Starter

Configuring distributed components on the CAP Management PC

In a distributed installation, a new subdirectory corresponding to the PC name of the CAP Ser-
viceStarter PC will be created automatically in the

C:\Program Files\Siemens\HiPathCTI\config\

directory on the CAP Management PC, using (for example) the PC name configured for an
SCC.

i Add entry : SccHiPath4000 Crdner % || Dateiname ¢ | 6. | Tvp | Geandert |
[ . . B-C] Slemens B 8] S10service_ctrl.proc 1K PROC-Datei 23.12.2003 14:23
5CC CA4000 [ Sitch 5"""le B Connectivity Adspter El Telas cfg 3K8_CPGDatel 73.12.2003 14:30 |
[ | =0 HPathcTt
32 Name. jsCC_Hak-2 j"j . The configuration file for a swapped
50C I: [5CC_H4K-2 g out SCC {or SCCP) is located on the
2CC host name: fpcds il (1 -pC-gerin- CAP Management PC
] start
SCC IP address: |152.1Eﬂ.ltl2.43 i R | [=dzs Server_4000
: & (] -Pc-#iinchen-
5CC Port: |26540 | @ (] -pc-paderborn-
: A o start
ASM1 Single Domain Matie Mode: | Off hd 803 dat: =
+ ] distrbution CAF Management PC
?_‘_Ij'e
T Add__ |  Ciose | Next» Ok
#-L Logs
0 startMenu

As a result, all configuration files for all swapped processes stay in a CAP cluster on the CAP
Management PC in the directory

C:\Program Files\Siemens\HiPathCTI\config\<PC name>\

Automatic distribution of connection components (SCC, SCCP, MEB, XMLPS)
The following subdirectories are present in the distribution directory:

e distribution\bin

executable programs SCC, CA, SCCP and XMLPS

e distribution\bin\meb
executable programs for the MEB

e distribution\config
contains the telas.cfg configuration files for SCC, CA, SCCP and XMLPS, split into individ-
ual subdirectories.

From here, the CAP connection components are distributed throughout the entire CAP cluster
depending on the configuration. That is, the SCC/SCCP and CA component installation only
occurs once on the CAP Management PC, regardless of whether or not one of these compo-
nents is later active! If the executable programs for the connection components (e.g.SCC) need
to be replaced at a later stage as part of fault clearance, this occurs only in the distribu-
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tion\bin directory or, in the case of the MEB, in the distribution\bin\meb directory. Af-
ter this, all services in the CAP cluster are restarted and the new program versions are auto-

matically distributed. This is also the case if the entire configuration is located on a single PC.
CAP structure is not important here.

The destination directory of the selected components "CAP Call Control Service" and "Connec-
tivity Adapter" during installation on the CAP Management PC is:

C:\Program Files\Siemens\HiPathCTI\distribution\bin

The programs are transferred from this source directory to the PCs, from which they should be
started in accordance with the configuration.

-
-

Lockup

LAN

=] HiPathCTI

| |BAsceHipathd000.exe 2....

v
Lookup Client

{_] tools
= config
E;ij

b
j ;I Logs
] unwise

%] igmnt.dil 36...

Application
Applicati...

Folders X || Name + |size | Type [ Madifizd

= ;' Siemens ﬂ —ﬂ hs_regex.di 257 KB Application Extension  17.08.2001 09:39

=] HPatheT ﬂ imgrnk.,dil S6KE  Application Extension  20.10.2003 14:05

=1 bin 3‘] ibdb3z,di 420KEB Application Extension  13.07.2001 10:37

®-] corfig %] libdb32d.di 1.408 KB  Application Extension  13.07.2001 10:37

@] data %] libsasl.dl 92 KE Application Extension  17.08.2001 09:39

=1 distribution ﬁl NTAuth,di 29KB  Application Extension  10.11.2003 10:19

“ bin mSccHicomSDB.m 2564 KB  Application 19.10.2003 22:54

B L] config | Flsccipathaoon.exe 2.256 K6 Application 19.10.2003 22:54

{1 SecHicom300 T |SccHiPath4000.exe 2,606 KB Application 19.10,2003 22:54

;] SceHiPath3000 ﬂSccP.exe 2.324KB  Application 19.10.2003 22:54

(] SccHiPath4000 Hslapadd.exe 172 KE  Application 23.04,200Z 14:17

3 Seep [Mslapadd_dbg.exe  €65KE  Application 07.05.2002 15:14

(] telasproxy Mslapcat.exe 172KB  Application 23.04.2002 14:17

b | mslapcat_.dbg.exe 665 KE  Application 07.05.2002 15:14

il _| jre Dslapd.exe 260KE  Application 23.04.2002 14:17

Clib Fslapd_dbg.exe B3TKE  Application 07.05.2002 15: 14

B0 Logs ijTeIasProxy,exe 225KE  Application 10.11.2003 10:19
_| startMenu

SarTica 0 unwise CAP Management PC
#_] WebSpace
Folders b 4 | Name # I Size l Type I Modified
=L Siemens a| [Etools File Folder  23.12.2003 19:18
| Djsstart.exe 28KB Application 20.10.2003 14:05

01.07.2002 20:09
27.06.2002 15:17

CAP Service Starter PC
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4.4 CAP Installation Hints

441 Multiple network cards

If several network cards/NICs are configured in a CAP PC (for example, one for incorporation
in the customer LAN, one for connection to the Hicom/HiPath switching host), it is important
during configuration to identify the network card through which the HiPath CAP is to be con-
nected to the customer LAN. This is not automatically possible in all cases; for this reason a
checkbox appears during installation to enable the corresponding NIC card to be identified.
This checkbox also appears when only one card is configured - simply select this card and con-
tinue with the installation.

The <PC name> and the <IP address> of the CAP processes to be started can be subsequent-
ly set in the following files:

C:\Program Files\Siemens\HiPathCTI\config\Start\startNT.cfg
The entry is:
args: -localAddr

args: "<PC name>/<IP address>"

C :\Program Files\Siemens\HiPathCTI\config\common\global.cfg
The entry is:
<?x set INST HOST = "PC name" ?>

<?xX set INST IP = "IP address" ?>

These entries can be manually modified after installation and are active when the Siemens Hi-
Path CTI or Siemens CAP ServiceStarter service is restarted.
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4.4.2 Configuring several clusters

In a distributed installation (that is, HiPath CAP components such as, SCC, CA4000, MEB, XM-
LPS or SCCP run on different PCs from HiPath CAP Management), associated components
identify themselves by means of a lookup service on the basis of a cluster 1ID.

If you want to install HiPath CAP Management several times in your network environment (e.g.
to enable the independent operation of different HiPath CAP installations), a separate cluster
ID is required to identify each of these installations uniquely.

In the case of a distributed installation (CAP ServiceStarter installation, select "Some services
will run on other hosts" in the window shown below), you will be prompted to enter a cluster ID.
To assist you, cluster IDs found by multicast are displayed for your selection. Select the Cluster
ID specified by the associated CAP Management. In general, the displayed cluster IDs corre-
spond to the PC names of the associated CAP Management PCs. If no cluster ID appears,
either CAP Management is not yet installed or not started, or network components are blocking
multicast. Then you need to enter the cluster ID directly. It always has to correspond to the clus-
ter ID of the associated CAP Management.

The <PC name> can be subsequently set as a unique CAP cluster ID on the CAP Management
PC and on the CAP ServiceStarter PC in the following file:

C:\Program Files\Siemens\HiPathCTI\config\Start\startNT.cfg
The entry is:
args: "<PC name>/TelasWebStarter"

This entry can be manually modified after installation and is active when the "Siemens HiPath
CTI" service is restarted.

If multicast is blocked, proceed according to the instructions in the next section.
=10lx

Distributed Installation

Define how the serdces of vour installation will be distributed

! All services run on this host

® Some senices will run on other hosts
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4.4.3 Deactivating Multicast

In a distributed installation, the internal CAP services Lookup Services and Lookup Clients find
each other using multicast. Multicast is comparable to a broadcast but is restricted to a network
class D address. For CAP components, this IP address is 234.9.8.7. If multicast is blocked by
network components, the connection type must be changed and a fixed IP address and UDP
port for it must be specified on the CAP Managment PC and on all associated CAP Service-
Starter PCs. The IP address is always the CAP Management PC’s IP address. Der UDP port
must be a free port on the CAP Management PC (e.g. 5000).

on all associated CAP ServiceStarter PCs.

Make the identical change in the startNT . cfg file on the CAP Managment PC and

Make the change in this file:

<instDir>\config\start\startNT.cfg

Enter the CAP Management PC’s PC name or IP address and a free UDP port. The entry is:
args: '<Cluster Id>@<CAPManagementPC>:<UDPPort>/TelasWebStarter"

This entry can be manually modified after installation and is active when the Siemens CAP
ServiceStarter or Siemens HiPath CTI service is restarted.
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4.5 CAP process start sequence

In this section, a distinction is made between whether the CAP processes run on a distributed
installation or a non-distributed installation.

451 Non-distributed installation

As indicated by the file structure, specific processes are started on the CAP Management PC.
The Siemens HiPath CTI Windows service is linked to the jsstart . exe program (Java Ser-
vice Starter).

The CAP process start procedure

The following diagram illustrates the internal structure and connectivity of the CAP processes
that are started with the "Siemens HiPath CTI" Windows service.

Fabders

Siemens HiPath CTI T e i

#_ ] backups
= ;l bin
=] eap
=SR] corvig|
] comeman
= ;j -PC Name-
] i
# e Calldfeposiary
+ e diag
E g sat
| stat
p systemdh
o start

Tl

ast | PCHN

Multi

startHT.cfqg

TelasWebStarter
{Prozess Controller)

—®*| java.exe

Admin Controller

—* | slapd.exe

Openl DAPServer

—*| java.exe

Address Translation

| java.exe

CallldRep ositony

—®*| java.exe

Diagnostic Controller
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The "Siemens HiPath CTI" Windows service starts the jsstart process (Java Service Start-
er); this in turn starts the first Java process. This Java process is named "TelasWebStarter" and
is the process controller for the internal CAP Lookup Service and Lookup Client services.
Neither of the internal services "know" each other at first. The "Lookup Client" issues a "multi-
cast" (similar to a broadcast, but addressed to a class D IP address) to first find the "Lookup
Service" in the same CAP cluster.

Following successful connection setup, the "Lookup Client" forwards its local PC name to the
"Lookup Service". This action issues a request for information on the processes to be started.
The "Lookup Service" then responds by transferring this data. All executable programs are
transferred and the corresponding processes are started.

The distribution principle for executable programs indicates the success of a transfer operation.

Fabders % || Meme | Size | Type
=] Siemens o] | ] activaton.jar 45 KB  Exooutable Jor Fils
E ;l HiPathiZTl E] backstrap. jar Z5KEE Exescutsbls Jar File
#_] backups 5] ca_swaya_defind... 1,607 KE Executshle Jar Fils
-] bin E] ca_nortel_mesida, .. 2637KE  Ewecutable Jar Fik
H_] cap ] cattdrapastary.jar 6IKE  Executadle Jar Fil
-] cenfig 5] cataina,jor TATKE  Executsble Jor File
H_] data E2] comman. jar 2,485 KB Exscubshls Jor Fils
B0 distrition ] commons-baanuil... 116KE Exacutabls Jar File
-] bin %] commans-robiachin, 162 KB Executable Jar Fila
LCJ-':J-]L].I]:_." e e : j :::fiq 2] commons-dgeste... 1I‘If KB Executable ]er File
Ju E commans-ogging-... Z2KE Executable 1o File
o ;I = El oot jar 2,026 KE Exeoutabls Jar Fils
'___r b ] pakarta-ragasp-l.., Z5KB Expoutable Jor Fila
Lookup C lient 100 logs ﬂ jasper-compiler, jar 179KE  Executable Jar Fila
] ;I Rosls scabibes _.'-’jl pasper-rurkime, jar TZEE Executsbls lar Fiks
O starthienu ] it jar 119KE Executable Ja Fil
] TelasSeryger ] bgtp1.2.8, e MSKE Executable Jar Fila
T urwise 1] bogdicap. jar BKE Executable Jor File
+ ;I WehSpace E mail, jar 2TS KR  Executshls Jar File
=] Tools 58] et 336 KB Executsble Jor File

;' basedd ercoding - decoding
:;i DM -Admirestrabionstracer -
1 LDAP Browser

E] naming-common, jar
] namng-resaurces. .,

Z3 KB
KB

Exacutable Jar Fila
Executable Jar Fila

‘ 2] satjar 5K Ewscutable Jor File
:Tl Fartmonkar - Active Ports _'.i-'_:l SR B 309KE Exscutabls Jar Fils
L] Process Kiler 2] servint. jar TAKE Exarutable Jar File
e Pm‘_r;«ssmlr.nf?;;:rrrﬁip . ] servists-comman, jar 7KB Exeoutatle Jar Fila
:: Ei’Pﬁl::("‘rn m >'M| T[rsl {E] serviets-default. jar 19KE  Executable Jor File
;I SCCP-MOMN e MO a-CSTA 111 A— En:l swestarl. jar BIKE Execulable Jar File
] SCC-SDNa_SCCP-MDNa-CSTA (2] tadmin. jar 795 KE Executabls Jar Fila
T SCC-SONa-CSTA TASN, 1 Bre ;fl tomeat-coyote. jar 66 KB Executable Jar Fila
(7] 5CC-S0Ha-CSTA 11T ASN, 1 Bre 28] tomeat-httpl 1 jar 47 KB Executable Jor File
;I TAP] Browser 'EJ '.‘-jj b St-util. jar 163KE Executabls Jar File

This mechanism copies the "jar" files from the directory

C:\Program Files\Siemens\HiPathCTI\distribution\lib\
to the destination directory

C:\Program Files\Siemens\HiPathCTI\1lib.

This directory contains the versions of the "jar" files currently in use.

The same principle is also used for the SCC/SCCP distribution.
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Fokders * || Name | size | Type
5 () Serens ] [Smen Fie Folder
£ ] HPathcT (%] ace.ca L,148KE  Agplication Exbensicn
-] backups %] capfencliant,dl ESKE  Application Extension
Lilge | bin 2] capmortIfDetug. . 4,192KE  Application Extersion
- cap chdriver4000.6xe 4528 KB  Appication
[=:] _I config ] g=n_dn-mdd.di 652KE  Application Extension
5] data %] ts_regex.di 257KE  Application Extersion
. -] dstribution [3] mgmt.di 92K Appication Extersion
:' =0 [¥] lefcorez1 15d, 40 LOI6KE  Appication Exbension
i j Ezfﬂu [2] ibeltciz. i 470KE  Application Exbersion
S :ﬂ Mesasl.dl 9ZKE  Application Extension
-0 e :ﬂ NTAuh. dl 13KE  Appication Extension
b %] cssepit. i ISKE  Application Exbersicn
-5 logs ™ scentz00.exe ZETEKE  Agplication
(-] Ralsassbiotes S ccata0n.ee 2,992 KB Application
11 startare T scchvayadsal. e Z5I6KE  bppication
¥ TelasSarvar :E-ccl'ﬁmm:ﬂﬂ.exe 6,756 KE  Application
1 unwise ™ Sectipathan00, exe 5,543K6  Application
[# ] WebSpace | SccHiPath-H000, oo 6,900 KE  Application
= (7] Tools T SechifathiB00. axe 2532 KB Appiication
(] bases encoding - decoding ™ 5cCMER. e 4,763 KB Bpplication
[ comC-Admnistrationsracer - | == chaortaieridian. . Z5I6KE  Appication
L1 LOAR Brawser s e B,124KE  Appication
.:: :‘;‘c’gm; Auckive Ports S tapadd, exe 172K Agpication
(1 Processmonikor - procesp %::;ﬁlem WIS PN
(53 SCCP-MDHa-CSTA 1T JTARI T G T e
3 SCCPMOHa-CSTA LI M Tes | | [ 0o exe /2FR fehan
1 SCCPMONa MoHa-CSTA T A | [5miPs-exe LIT6KD Moo
(] SCC-50ha, 5CCP-MDH-CSTA __jrelawmx-,-.em Z20KE  Applicatian
(1 SCC-SOMa-CSTA 1 ASN. 1 Brwe | !ﬂtmdau di KB Agplication Extension
(2 5CC-S0Na-C5TA 111 ASH, 1 Bre %] toedber.di E5KE  Appication Extersion
(1 TAPI Browses |#] toaks.di BZKE  Appicatian Extersion
=1 Femoable Disk (E:) - %] wrniolz1 15, dl B4KE  Application Extension

This mechanism copies the "exe" files from the directory
C:\Program Files\Siemens\HiPathCTI\distribution\bin\
to the destination directory

C:\Program Files\Siemens\HiPathCTI\bin.

This directory contains the versions of the "exe" files currently in use.
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CAP process overview on the CAP Management PC in the Windows Task Manager

As a result, the CAP processes on the CAP Managment PC should appear in the Windows
Task Manager without any additional configuration (e.g. SCC, CA).

Accordingly, after stopping the Siemens HiPath CTI service, you should not see these pro-
cesses anymore! If they are still displayed, these processes must be terminated manually.

=

File ©Options  Wiew Help

Applications ~Processes IF‘erFDrmanceI

Irnage Marne I PID | CPU | CPU Tirne I Mem Usage IA_l
java.exe FiCs [al1] oaool 12,620FK
java.exe 1192 on 00028 33,672k
java.exe 1340 on 0:00:00 11,700k
java.exe 1556 on ;00,00 12,344 K
java.exe 16E0 on 0:00:00 11,940k
jsstark.exe 672 on 0:00:00 2,464 K
jusched.exe 1428 00 0:00:00 1,012 K
LLS5RW.EXE 696 ] 0:00:00 1,756 kK
L5455.EXE 252 ] 0:00:00 4,612 K
mdrm, exe gle on 0:00:00 2,320k
msdbe, exe S0s on 0:a0;00 5,032 K
mstask, exe ave on 0:00;00 2,656 K
NysvE3s, exe 745 oo 0:00:00 1,716k
regsye, exe g25 oo 0:00:00 G258 K
rundli32 exe 1476 00 0:00:00 1,588k |
SERVICES.EXE 240 ] 0:00:00 E,028 K
[slapd exe 1240 00 0:00:15 5,104 K]
-
End Process |

|Pru:u:esses: 47 [CPU Lsage: 100% [Mern Usage: 475500k | 1 733596k o

Ending CAP processes manually

You cannot end CAP processes with the "End Process" function. During the installation phase,
you must ensure that all processes end when the "Siemens HiPath CTI" service is ended. If
necessary, we recommend stopping the service and then checking if all processes were ended,
and ensuring that this is the case before restarting the service.

You must restart the PC if there are CAP processes still running after you ended the "Siemens
HiPath CTI" service.

the PC if you choose this option.

These processes can be ended with the "kill.exe" program. You do not have to restart

A31003-G9330-1100-2-7620, 01-2005
HiPath CAP, Service Manual 4-23



Installation
CAP process start sequence

4.5.2

Distributed installation

As indicated by the file structure, specific processes are started on the CAP Management PC
and the CAP Service Starter PC. The Siemens HiPath CTlI Windows service is linked to the
jsstart.exe program (Java Service Starter).

o

{ =

L KDf
- .-‘

Siemens CAP ServiceStarter

jsstart.exe

startNT.cfg

TelasWebStarter

Crdner

=] HPathCTI
+ _I backups
-] bin
Sl canfig

L.'...E

Lookup Service

(CAP Server)

#-_] common
'y A b

1 start
' telasServer_Minchen
+-1 -PC Paderborm-

1 start |

Multicast PC Munchen
(UDP) Req. config

Connect Start
TCPR/IP Prozesse

java.exe

(Prozess Controller)

Lookup Client
{CAP

ServiceStarter)

SCCHiPath3000
' - SCCHiPath3000.exe

The "Siemens CAP Service Starter" service may not be started before distributed
components are configured.
If the "Siemens CAP Service Starter" Windows service is started before a configu-
ration is available on the CAP Management PC, the Lookup Client (java.exe) on

the CAP Service Starter PC connects to the Lookup Service on the CAP Manage-

ment PC, transfers its PC name, and requests the swapped processes to be started.
Is there is no configuration available at this time, the Lookup Client (java . exe) is ter-
minated on the CAP Service Starter PC and can only be restarted by restarting the
"Siemens CAP Service Starter" Windows service.

The CAP process start procedure

The following diagram illustrates the internal structure and connectivity of the CAP processes
that are started on the CAP Management PC with the "Siemens HiPath CTI" Windows service
and on the CAP Service Starter PC with the "Siemens CAP Service Starter" Windows service.
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java.exe Lookup Service Foiders

-1 HiPathizTl

Telasveh 11 backmps
Starter Multicast | PC Hame -1 bin

{ Process (LUD¥) 121 cap

Controller) =

._| COmmon

. | FC-Berin-

J shart

L] telasServer_SCC_HIK-2
e | -PC-Munich-

R ) tart
M Lookup Client ™) telasServer_SCo_HIE-1

4 Py e w | PC-Paderborn-
Paderborn PFC Paderborn £ s
e | CASDOD_SCC_HAK-1

v | CallldRepastory

- - Multicast | PC Name
java. exe {(UDP} | Req.config

Admin Controlier

java.exe Lookup Client

Connect Start

slapd.exe |4
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The "Siemens HiPath CTI" Windows service starts the "jsstart" process (Java Service Starter);
this, in turn, starts the first "Java" process. This "Java" process is named "TelasWebStarter" and
is the process controller for the internal CA "Lookup Service" and "Lookup Client" services.

Neither of the internal services "know" each other at first. The "Lookup Client" issues a "multi-
cast" (similar to a broadcast, but addressed to a class D IP address) to first find the "Lookup
Service" in the same CAP cluster.

Following successful connection setup, the "Lookup Client" forwards its local PC name to the
“Lookup Service". This action issues a request for information on the processes to be started.
The "Lookup Service" then responds by transferring this data.

All executable programs are transferred and the corresponding processes are started.

The "Lookup Clients" on the CAP Service Starter PC use the same principle to search for the
“Lookup Service". If this is found, the same procedure is started as internally on the CAP Man-
agement PC.
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Automatic distribution of the CAP SCC or SCCP component

The distribution directory contains the additional subdirectories distribution\bin
and distribution\config.

The bin directory contains the executable programs SCC/SCCP. The config directory con-
tains the "telas.cfg" configuration files for SCC/SCCP, split into individual subdirectories.

From here, the SCC/SCCP is distributed among the entire CAP cluster depending on the con-
figuration. That is, the SCC/SCCP component is only ever installed once on the CAP Manage-
ment PC, irrespective of whether or not one of these components is later active. The executable
SCC/SCCP program can be replaced at a later stage as part of fault clearance, but only in the
directory distribution\bin. After this, all services in the CAP cluster are restarted and the
new program versions are automatically distributed. This is also the case if the entire configu-
ration is located on a single PC. CAP structure is not important here.

The destination directory for the selected "CAP Call Control Service" component is
C:\Program Files\Siemens\HiPathCTI\distribution\bin

The programs are transferred from this source directory to the PC where the configuration
should then be started.
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CAP Service Starter process overview in Windows Task Manager

The CAP Service Starter processes should be listed as follows in Windows Task Manager. After
the Siemens CAP ServiceStarter service was started, the SCCHiPath3000 . exe was trans-
ferred by a configuration on the CAP Management PC. Accordingly, after stopping the Siemens
HiPath CTI service, you should not see these processes anymore! If they are still displayed,
these processes must be terminated manually.

B windows Task Manager -10] x|
_Eile Options  Yiew Help

Applications | Processes | Performance |

--------------------

Image Name | pmo| cru| cPuTime| Mem Usage ||
SERVICES.EXE 240 00 0:00:04 7.512 K
SccHiPath3000.e 2620 00 0:00:03 45,128 K |
rundll3Z. exe 1476 00 0:00:00 1,588 K
regsve,exe gzs 00 0:00:00 828K
regedit.exe 4360 00 0:00:00 980 K
nyvsyC3Z.exe 745 00 0:00:00 1,756 K
mstask,exe 876 00 0:00:00 2,656 K
msdtc,exe S0 00 0:00:00 5,032K
mmc. exe 4976 oo 0:00:00 5,624K
mdm,exe 816 00 0:00:00 2,366 K
L5AS5.EXE 252 00 0:00:01 4,740 K
LLSSRY.EXE 696 00 0:00:00 1,764 K
jusched.exe 1428 00 0:00:00 1,020 K
isstart.exe 4324 00 0:00:00 2,468 K | =
java.exe 4868 00 0:00:00 12,536 K

Processes: 55 }ZCPIJ Usage: 94% |Mem Usage: 537004K | 1733896k

Ending processes manually

You cannot end CAP Service Starter processes with the "End Process" function. During the in-
stallation phase, you must ensure that all processes end when the "Siemens CAP Service
Starter" service is ended.

If necessary, we recommend stopping the service, then checking if all processes were ended,
and ensuring that this is the case before restarting the service.

You must restart the PC if there are CAP processes still running after you ended the "Siemens
CAP Service Starter" service.

the PC if you choose this option.

These processes can be ended with the “kill.exe" program. You do not have to restart
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4.6 Installing CAP TAPI Service Provider 3.0

Some CTl applications use a TAPI Service Provider to provide their functions. The TAPI Service
Provider must be installed on the PC on which the CTl application is installed. In this case, there
is a TAPI Service Provider on the HiPath CAP Installation CD.

Performing the installation

1. Insert the installation CD in the CD/DVD drive of the relevant PC. If Setup does not start
automatically (i.e. autorun is not enabled), double-click the following file:

<CD/DVD drive>:\setupMaster.exe

ter.exe installation program from a subdirectory on the CD.

To install the HiPath CAP Service Starter you can also start the setupStar-

2. Confirm the welcome dialog with Next and agree the licensing conditions by clicking Next.

3. Select Install Client Components and checkmark the CAP TAPI Service Provider 3.0
entry.

vice Provider. The additional components are installed in the right sequence as

You can also select and install additional list entries together with CAP TAPI Ser-
described in the chapters dealing with the various components.

4. Click Next.
5. Follow the instructions.

6. Further information on the installation and administration of CAP TAPI Service Providers
is provided in the individual TAPI Service Provider manuals.
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4.7 Installing the Siemens Virtual Wave Driver

In conjunction with the MEB of an application, this driver is similar to a sound card driver and
enables the application to output IP audio data using the Windows Wave API. The audio data
must be available as wav or avi data in 8 KHz / 16 bit format.

This driver must be installed locally on all MEB PCs. It is installed independently of the CAP
Management.
Performing the installation

1. Select Start | Settings | Control Panel | Hardware. The hardware wizard is started; click
Next.

2. Select the hardware option Add/Troubleshoot a device and confirm with Next.

3. The wizard searches for devices and lists its findings. Select Add a new device and con-
firm with Next.

4. Because the Virtual Wave driver is not "real" hardware, select No, | want to select the
hardware from a list. Confirm again with Next.

5. Select the hardware type Sound, video and game controllers and click Next.

6. To select the device driver, click Data Carriers. Insert the installation CD for HiPath CAP.
The installation file for virtual wave driver (oemseup . inf) is located there in the \Soft-
ware\MEB\WaveDriver folder. After selection, the Siemens Virtual Wave Driver model
appears. Confirm with Next.

indicating that a digital signature has not been found. Proceed with the installa-

Depending on the currently installed Windows release, a message may appear
tion by clicking Yes.

7. The hardware wizard is ready to install; start by clicking Next.

8. The virtual wave driver is installed. Click Finish to quit the wizard after installation.

9. The PC only needs to be restarted if a different version of the driver was previously in-
stalled.

After installation

Once installation is complete, you can edit the settings for Siemens Virtual Wave Driver under
Start | Settings | Control Panel | System | Hardware | Device Manager | Sound, video and
game controllers | Siemens Virtual Wave Driver.

Thirty new input or output wave devices are available (only in connection with MEB).
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4.8 Special features during installation

4.8.1 Adaptation of the IP address on the HiPath CAP PC

While the HiPath CAP software is being installed, information about the PC - in particular the
host name and the IP address of the PC on which installation is being performed - are deter-
mined and stored (in configuration files and in the form of directory and file names). This is why
subsequent changes to the host name or IP address render the installation inconsistent and
unusable without a corresponding adaptation.

This section describes the changes required to adapt to changes in host name or IP addresses.
The same procedure can also be used when HiPath CAP is installed in the form of a ghost im-
age in order to adapt the configuration of the production environment to the installation envi-
ronment.

Initial situation

HiPath CAP Management was installed as described in Section 4.1. The HiPath CAP Call Con-
trol Service, Connectivity Adapter CA 4000, or Connectivity Adapter CA 300 components can
also be installed.

Modifications

All required modifications relate to the content of the <InstDir> installation directory as de-
fined above.

The full path name for the installation directory is also stored at various locations in

A the installation; that is why, when performing an installation via ghost image, it is im-
portant to make sure that the installation path used when creating the ghost image
also exists on the target host.

1. File <InstDir>/config/start/startNT.cfg
Modify the two underscored definitions
args: -localAddr
args: "mypc.area.siemens.de/142.33.22.11"

2. File <InstDir>/config/common/global.cfg
Modify the three underscored definitions

<?x set INST _HOST = "mypc.area.siemens.de" ?>
<?X set INST IP = "142.33.22.11" °?>
<?x set CONFIG_URL = "http://mypc.area.siemens.de:<?x

SCAP_STD_PORT ?>" ?>

3. Directory <InstDir>/Config/
The <host name> subdirectory should be modified in accordance with the altered host
name.
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File <InstDir>/config/<host name>/systemdb/S02service_ctrl.proc
Modify the underscored definition
args: <InstDir>/config/mypc/systemdb/slapd_cap.conf

File <InstDir>/config/<host name>/systemdb/slapd_cap.conf
Modify the underscored definitions

include <InstDir>/config/mypc/systemdb/core_30.schema
include <InstDir>/config/mypc/systemdb/cap.schema
pidfile <InstDir>/config/mypc/systemdb/slapd_cap.pid
argsfile <InstDir>/config/mypc/systemdb/slapd_cap.args

Link <InstDir>/startMenu/startPageAdmin
Modify the URL following the link as underlined
HTTP://mypc.area.siemens.de:8170/ or

HTTP://mypc.area.siemens.de:8170/

Directory <InstDir>/bin/tools/
This directory contains a number of tools/batch files for administrative purposes (cf.
Section 8.6.3). The batch files may also need to be modified.

If SimplyPhone for Web/HiPath ComAssistant has also been installed in addition to HiPath
CAP, four more items should be modified.

8.

10.

11.

File <InstDir>/config/<host name>/addrbkdb/S02service_ctrl.proc
Modify the underscored definition

<?x include "/mypc/journal_access/backup.cfg" ?>

args: <InstDir>/config/mypc/addrbkdb/slapd_twpabs.conf

File <InstDir>/config/<host name>/addrbkdb/slapd_twpabs.conf
Modify the underscored definitions

include <InstDir>/config/mypc/addrbkdb/core.schema

include <InstDir>/config/mypc/addrbkdb/twpabs.schema
pidfile <InstDir>/config/mypc/addrbkdb/slapd_twpabs.pid
argsfile <InstDir>/config/mypc/addrbkdb/slapd_twpabs.args

File <InstDir>/config/<host name>/twebdb/S02service_ctrl.proc
Modify the underscored definition

<?x include "/mypc/journal_access/backup.cfg" ?>

args: <InstDir>/config/mypc/twebdb/slapd_tweb.conf

File <InstDir>/config/<host name>/twebdb/slapd_tweb.conf
Modify the underscored definitions

include <InstDir>/config/mypc/twebdb/core.schema

include <InstDir>/config/mypc/systemdb/user_prefs.schema
pidfile <InstDir>/config/mypc/twebdb/slapd_tweb.pid
argsfile <InstDir>/config/mypc/twebdb/slapd_tweb.args
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12. File <InstDir>/config/<host name>/journal_access/
S40service_ctrl.proc
Modify the underscored definition
<?x include "/mypc/journal_access/backup.cfg" ?>

13. Link <InstDir>/startMenu/startPageUser
Modify the URL following the link as underlined
http://mypc.area.siemens.de:8180/ or

https://mypc.area.siemens.de:8180/

4.8.2 Disabling services

Sometimes it can be useful to disable certain services (SCC or SCCP) temporarily without los-
ing the configuration data.

1. To do this, select Service in the main menu and enable Switch connections or SCC
Proxy in the navigation area. Select the relevant service from the list and click the Modify

icon R

2. Activate Disable PBX and click Modify.
The relevant service now appears in the overview list with a red dot. Disabled services can
be reenabled by removing the checkmark in Disable PBX. These services will then reap-
pear in the overview list with a green dot.

you need to stop the Siemens HiPath CTI system service on the relevant PC and

Please note that disabling a service will not affect current SCC processes. For this
restart it; only then will the change take effect!
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4.9 Migrating from TelasAdmin 4.1 / HiPath CAP 1.0/ HiPath CAP 2.0
Management

Depending on the version of HiPath CAP or Telas Admin already installed, the following steps
must be performed one by one for migration to HiPath CAP V3.0. Migration from a software ver-
sion < Telas Admin 4.1 is not supported.

(and these messages are known to be inaccurate), delete the following directory in
the REGISTRY:

HKEY_LOCAL_MACHINE\SOFTWARE\Siemens\HiPathCTI

and repeat migration.

@ If error messages about an incorrect software version are output during a migration

Migration sequence

Step 1: - Upgrade Telas Admin 4.1 to HiPath CAP V1.0
Step 2: - Upgrade HiPath CAP V1.0 HiPath CAP V2.0
(Step 2.1: - Upgrade ComAssistant to SMR 2)

Step 3: - Upgrade HiPath CAP V2.0 to HiPath CAP V3.0

4.9.1 Migrating Telas Admin 4.1 to HiPath CAP V1.0

1. Stop the associated Siemens HiPath CTI service.

This is usually performed in the "Control Panel" window.

2. Install HiPath CAP V1.0 Management (see Section 4.1, "Installing the server compo-
nents").
Install HiPath CAP V1.0 Management in a different directory to the old version Telas Ad-
min 4.1.

matic migration of the existing data to CAP Management has yet to take place.
Wait until HiPath CAP Management V1.0 has been installed before uninstalling
Telas Admin 4.1.

It is important that you do not uninstall Telas Admin 4.1 at this stage, as auto-

When you install HiPath CAP Management V1.0, the configuration data is automatically
migrated from Telas Admin 4.1. The existing data is retained and, if necessary, converted
to the new data format.
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The following data is automatically transferred from Telas Admin 4.1 (Appendix A, “Imple-
mentation details" contains further information about setting up an installation and about
the content and structure of configuration files):

e Userauthentication data, PBX configuration (switching system connections), local line
data and speed-dial information are retained automatically. Any new data fields will be
completed in line with the existing configuration.

e Apart from the data referred to above, the most important configuration data is also
retained, for example:

global.cfg Logging settings

auth.cfg Validity period for passwords, default password
startNt.cfg Cluster information and other settings
TelasWeb.cfg All settings

Data from older TelasAdmin versions (3.1 or 4.0) is not migrated automatically.
Migration must be performed manually.

The following restrictions apply in the case of automatic migration:

e Only configurations from the directories config\common, config\<InstHost>,
and config\start are migrated.

e Ifthere are otherdirectories with config\<PC name> (if installation is distributed over
multiple PCs in the network), this data must be migrated manually. This excludes di-
rectories that were used exclusively for the distributed TelasServer 4.1 installation.
These directories are regenerated with the required content.

e Modified or local HTML pages (CustomizedPath option in the file TelasWeb.cfg)
must be migrated manually.

3. You can now uninstall Telas Admin 4.1/delete the old installation directory.

4. CallBridgeForWorkGroups (CB4WG 4.1) must be uninstalled and all associated entries in
the file C: \WinNT\system32\drivers\etc\hosts must be deleted. The separate in-
stallation of CA300 or CA4000 is not necessary for the next intermediary step for migration
to HiPath CAP V2.0.
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4.9.2 Migrating HiPath CAP V1.0 to HiPath CAP V2.0

1. Stop the associated Siemens HiPath CTI service.

This is usually performed in the "Control Panel" window.

2. Install HiPath CAP V2.0 Management (see Section 4.1, "Installing the server compo-
nents").
Install HiPath CAP V2.0 Management in the same directory as HiPath CAP V1.0 Man-
agement.

When you install HiPath CAP Management V2.0, the configuration data is automatically
migrated from HiPath CAP Management V1.0. The existing data is retained and, if neces-
sary, converted to the new data format. The configuration files for the SCC already con-
figured are not automatically modified. However, the parameters already set will still
be supported. To add additional necessary configuration parameters for an SCC, you can
open each individual SCC over CAP V2.0 Management and click the Change button. This
procedure only needs to be performed during the final stage of migration from HiPath CAP
V2.0 to HiPath CAP V3.0 and is not necessary for an intermediary step.

Path CAP V1.0 license "UNKNOWN" which licensed the number of monitor
points to be set in a CA4000 is not needed in HiPath CAP V2.0 and higher.
CA4000 version 6.0.0.0 and higher does not support a separate link to the CAP
SLM and therefore does not require a separate license.

The HiPath CAP V1.0 license "CAP" can be used in HiPath CAP V2.0 instead of
the CAP-A, CAP-S, and CAP-S license.

Example: If a CAP-A license is needed and if a CAP license is installed, this is
used instead of the CAP-A.

All licenses installed for HiPath CAP V1.0 are automatically transferred. The Hi-

The following data is automatically transferred from HiPath CAP V1.0 (Appendix A, "Imple-
mentation details" contains further information about setting up an installation and about
the content and structure of configuration files):

e User authentication data, SCC configuration, local line data and speed-dial informa-
tion are retained automatically. Any new data fields will be completed in line with the
existing configuration.

A31003-G9330-1100-2-7620, 01-2005
4-36 HiPath CAP, Service Manual



Installation
Migrating from TelasAdmin 4.1 / HiPath CAP 1.0 / HiPath CAP 2.0 Management

e Apart from the data referred to above, the most important configuration data is also
retained, for example:

global.cfg Logging settings

startNt.cfg Cluster information and other settings

TelasWeb.cfg All settings

e Insert the IP address and the PC name of the CAP Management PC in the file <In-
stDir>\config\start\startNT.cfg. The entry is:
"args: "<PC name>/<IP address>"

The following restrictions apply in the case of automatic migration:

e Only configurations from the directories config\common, config\<InstHost>,
and config\start are migrated. This action automatically saves the HiPath CAP
V1.0 installation files "global.cfg" and "TelasWeb.cfg" as "global.old" and
"TelasWeb.old".

e Ifthere are other directories with config\<PC name> (if installation is distributed over
multiple PCs in the network), this data must be migrated manually. This is done by
“changing" the SCC configuration data in CAP V2.0 Management. This is not neces-
sary if HiPath CAP V2.0 is immediately migrated to HiPath CAP V3.0.

Modified or local HTML pages (CustomizedPath option in the file TelaswWeb.cfg) must
be migrated manually.

An older version of Connectivity Adapter HiPath 4000 or Connectivity Adapter Hicom 300
must be uninstalled. CA300 or CA4000 does not have to be installed separately for the final
stage of migration to HiPath CAP V3.0.

4.9.3 Migrating HiPath CAP V2.0 to HiPath CAP V3.0

1.

Save or make a note of the configuration parameters for all CA4000 and CA300 instances
in your CAP cluster.

Stop the associated Connectivity Adapter Windows service on all PCs on which the
CA4000 or CA300 is installed.

Uninstall the Connectivity Adapter software from all PCs on which the CA4000 or CA300
is installed. This is usually performed in the "Control Panel" window.

Stop the associated Siemens HiPath CTl service. This is usually performed in the "Control
Panel" window.

Path CAP V3.0 may be installed.

An existing ComAssistant installation must first be upgraded to SMR2 before Hi-
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Install HiPath CAP V3.0 Management, HiPath CAP V3.0 Call Control Service, and, if nec-
essary, Connectivity Adapter HiPath 4000 and/or Connectivity Adapter Hicom 300 (see
Section 4.1, "Installing the server components").

Install HiPath CAP V3.0 components in the same directory as HiPath CAP V2.0 Manage-
ment.

When you install HiPath CAP Management V3.0, the configuration data is automatically
migrated from HiPath CAP Management V2.0. The existing data is retained and, if neces-
sary, converted to the new data format. The configuration files for the SCC already con-
figured are not automatically modified. However, the parameters already set will still
be supported. To add additional necessary configuration parameters for an SCC, you
must open each individual SCC over CAP V3.0 Management, you must edit the IP address
related to the HiPath 4000 or Hicom 300, you must edit the PBX link number and the SB
applikation number and than click the Change button. This action automatically adds an-
other directory to the corresponding PC name directory for the associated CA4000 or
CAS300 in the case of SCCHiPath4000 or SCCHicom300.

tered over HiPath CAP Management. A local separation between SCC and CA
is no longer possible. All CAs installed locally must be uninstalled. The default
routine for distributed CAP installation distributes CA and the associated SCC.

In HiPath CAP V3.0, CA4000 or CA300 can only be configured and adminis-

Path CAP V1.0 license "UNKNOWN" which licensed the number of monitor
points to be set in a CA4000 is not needed in HiPath CAP V2.0 and higher.
CA4000 version 6.0.0.0 and higher does not support a separate link to the CAP
SLM and therefore does not require a separate license.

The HiPath CAP V1.0 license "CAP" can be used in HiPath CAP V3.0 instead of
the CAP-A, CAP-S, and CAP-S license.

Example: If a CAP-A license is needed and if a CAP license is installed, this is
used instead of the CAP-A.

All licenses installed for HiPath CAP V1.0 are automatically transferred. The Hi-

The following data is automatically transferred from HiPath CAP V2.0 (Appendix A, "Imple-
mentation details" contains further information about setting up an installation and about
the content and structure of configuration files):

e User authentication data, SCC configuration, SCCP configuration, local line data, and
speed-dial information are retained automatically. Any new data fields will be complet-
ed in line with the existing configuration. This is done in the following steps:

— The files from the LDAP database directory
<InstDir>\data\TelasAdmin\adminauth\users are exported to the file
<InstDir>\data\TelasAdmin\adminauth\migrate23\cap20.1dif.
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— Thefile cap20.1dif is then converted into the file cap30.1dif in the same di-
rectory

— and then imported into the new LDAP database directory
<InstDir>\data\TelasAdmin\adminauth\capdb.

e Apart from the data referred to above, the most important configuration data is also
retained, for example:

global.cfg Logging settings

startNt.cfg Cluster information and other settings
TelasWeb.cfg All settings

admin.cfg All settings

backup.cfg All settings

The following restrictions apply in the case of automatic migration:

e Only configurations from the directories config\common, config\<InstHost>,
and config\start are migrated. This action automatically saves the HiPath CAP
V2.0 installationfilesglobal.cfg, TelasWeb.cfg, admin.cfg,andbackup.cfg
as global.old, TelasWeb.old, admin.old, and backup.old.

e Ifthere are otherdirectories with config\<PC name> (if installation is distributed over
multiple PCs in the network), this data must be migrated manually. This is done by
“changing" the SCC configuration data in CAP V3.0 Management.

6. Modified or local HTML pages (CustomizedPath option in the file TelasWeb.cfg) must
be migrated manually.

7. An older version of Connectivity Adapter HiPath 4000 or Connectivity Adapter Hicom 300
must be uninstalled. CA is only installed on the CAP Management PC in HiPath CAP V3.0.
It is only every permanently linked to an SCC. In the case of CA distribution (together with
the associated SCC), only "Siemens CAP Service Starter" must be installed on the local
PC. Distribution is then performed over the standard routine for distributed installation.

8. The CAP TCSP also has to be replaced in a TAPI connection.

9. This data is not transferred if the default password and/or the password validity duration
was modified in HiPath CAP V2.0. In this case, you must enter these changes manually
later under User | Settings | Settings for the "Standard Business Group".
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4.10 Backup & restore

4.10.1 Backup

HiPath CAP Management provides an additional service that backs up critical CAP Manage-
ment and ComAssistant data.

The directory "<inst dir>\config\<host name>\admin\mgmnt\" contains the file
backup.cfg.

This file contains the settings for the automatic backup of CAP and ComAssistant data. Note
that in the event of a backup to a network drive, the Windows service "Siemens HiPath CTI"
was assigned to a domain user who is authorized to access this network drive and also has
local "login as service" authorization. The various backups must be performed at different
times.

NrBackups = 7

Define the number of backups to be saved here. A backup is created every day. The format of
the backup directory name is:

"<Month>-<Day>.<Backup counter>"

BackupRootDir = C:/Programme/Siemens/HiPathCTI/backups
Specify the destination directory for all backups here.

<?x set RULES_BACKUP_TIME = "01:55:00" ?>
Specify the backup time for ComAssistant rules assistant’s data here.

<?x set USERS_BACKUP_TIME = "02:00:00" 2>
Specify the backup time for CAP data here.

<?x set PABS_BACKUP_TIME = "02:10:00" 2>
Specify the backup time for personal address books of ComAssistant users.

<?x set JOURNAL_BACKUP_TIME = "02:30:00" ?>
Specify the backup time for the call journals of ComAssistant users here.

<?x set CAP_LDAP_MODE = "STANDALONE" ?>
The "standalone" parameter must be retained in a Windows installation. "Replica" can only be
used to activate replication in the case of LINUX-based installation (possible in future).

If customer-specific backup services are provided, take care not to save original HiPath CAP
data but the contents of the backups directory.
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4.10.2 Restore

To restore CAP data from a data backup, you must
e restore configuration files to the file system,
e restore data to the CAP database.

Specify the backup status to be used for the restore operation; this is a subdirectory in "<in-
stDir>HiPathCTI/backups/" (referred to in the following as <backup>).

4.10.2.1 Restoring configuration files

e Delete from the <instDir>/HiPathCTI/config/<hostname> directory all subdirecto-
ries with the name TelasServer port*.

e Copy all directories from "<Backup>/config/<host name>/TelasServer port*"to
"...HiPathCTl/config/<host nhame>".

4.10.2.2 Restoring a database

This can be done either by copying the database files in binary format or by restoring the data-
base contents from an 1dif file.

Copying database files

o Stop the SystemMgmtDatabase process in the Diagnostic Agent.

e Delete all binary database data in the directory <instDir>/HiPathCTI/data/Telas-
Admin/adminauth/users (all files with the extension .dbb).

e Copy all files from <backup>/data/TelasAdmin/adminauth/users /*.dbb to
<instDir>/HiPathCTI/data/TelasAdmin/adminauth/users.

e Start the SystemMgmtDatabase process in the Diagnostic Agent (this takes a few mo-
ments).
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Exporting a database to an 1dif file

Stop the SystemMgmtDatabase process in the Diagnostic Agent.

Export the database with the slapcat command
(available in <instDir>/HiPathCTI/distribution/bin")

slapcat
-f <instDir>/HiPathCTI/config/<hostname>/systemdb/slapd_twusers.conf
-1 <instDir>/data/TelasAdmin/adminauth/users.1dif

Start the SystemMgmtDatabase process in the Diagnostic Agent (this takes a few mo-
ments).

Restoring a database from the 14dif£ file

Stop the SystemMgmtDatabase process in the Diagnostic Agent.

Delete all binary database data in the directory <instDir>/HiPathCTI/data/Telas-
Admin/adminauth/users(all files with the extension . dbb).

Restore the database with the command slapadd
(available in <instDir>/HiPathCTI/distribution/bin")

slapadd
-f <instDir>/HiPathCTI/config/<hostname>/systemdb/slapd_twusers.conf
-1 <backup>/data/TelasAdmin/adminauth/users.1dif

Start the SystemMgmtDatabase process in the Diagnostic Agent (this takes a few mo-
ments).
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4.11 Uninstalling HiPath CAP

When uninstalling a HiPath CTI system, the installation procedure sequence should be fol-
lowed in reverse. HiPath CAP Management should be the last component to be uninstalled. Be-
cause HiPath CAP Management forms the basis for an installed HiPath CTI system, none of
the other components can work after HiPath CAP Management has been uninstalled.

Performing uninstallation

1. Use Start | Settings | Control Panel | Software | Modify or Remove Program to select
the component to be uninstalled from the list. You should follow the installation procedure
sequence in reverse, that is, HiPath CAP Management must be the last component to be
uninstalled in conjunction with HiPath CAP.

Once the uninstall procedure is completed, the installation directory has to be man-
ually removed, as files or user data generated when running the program cannot be
removed during uninstallation.
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5 Getting Familiar with HiPath CAP Management

This chapter explains the log on and off procedure for CAP Management and describes the
CAP Management user interface.

5.1 Starting CAP Management

sible display of CAP Management.

You should select a screen resolution of 1024 x 768 pixels or higher for the best pos-

1. Start HiPath CAP Management with
Start | Programs | Siemens HiPath CTI | CAP | Management.

2. Your HTML browser will open and the login dialog will appear.

5.1.1 Logging on

Access to the functions of CAP Management is only provided following a successful login. An
ID and password are required to login to CAP Management. A distinction is made between an
administrator login and a user login. The user must log in as an administrator the first time CAP
Management is started. The default administrator ID for this purpose is "Admin", while the de-
fault administrator password is also "Admin". The ID and password should be changed by the
administrator subsequently (see Section 5.3, "Modifying the administrator password"). The ad-
ministrator can also configure other users and define their IDs and passwords (see Section
7.2.1, "Add user").

1. Enter the standard administrator ID "Admin" and the standard administrator password "Ad-
min" in the relevant input fields. For security purposes, the password entered will be repre-
sented by a series of asterisks.

The ID and password entries are case-sensitive.

2. Click OK. The data is checked and CAP Management is started.

ed. To carry out further actions with CAP Management, you must log in again.

After 30 minutes of inactivity, the browser and system are automatically disconnect-
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5.1.2 Logging off

You do not need to log off separately to close CAP Management. It is enough to close CAP
Management in the normal way.

You must log in again to continue working with CAP Management (see Section 5.1.1, "Logging
on").

5.2 CAP Management interface

The CAP Management interface consists of HTML pages that can be opened with an HTML
browser (Internet Explorer V5.5 SP2 or higher or Netscape Navigator V7.1 or higher). This is
why CAP Management runs on a non-platform-specific basis under all commonly used operat-
ing systems.

Each of the HTML pages consists of the following three areas:
e Main menu
e Navigation area

e Work area

Navigation area Main menu Work area

SIEMENS

Service | User | Device | Data | Diagnosis | Help

List of Switch Conhections:

Switch connection
SCC Proxy Name Node | CAP Call Control .ﬁj}

¥ML Phone Service @ HP_3000 | HP_3000 | 1.150.1.10:26535 'ﬁ:}
URLs for Phone Service
Speed-dial numbers

HiPath

CAP
Management
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not be displayed in full, then horizontal or vertical scroll bars appear at the edges,

If the size of the browser window means that the navigation area and work area can-
enabling you to scroll the section displayed.

5.2.1 Main menu

The main menu contains the various CAP Management menu items. When you click a menu
item, the selection list in the navigation area and the display in the work area change accord-

ingly.

5.2.2 Navigation area

The navigation area contains the various submenu items for the main menu. When you click
one of the submenu items, the associated page in the work area appears.

5.2.3 Work area

The data for configuring HiPath CAP can be entered or selected in the work area. The available
information and action options depend on the choice of menu item in the navigation area. You
will find a description of the information and actions under the relevant menu item.

5.3 Modifying the administrator password

You can change the administrator password or define new users with administrator rights at any
time.

To change the default password "Admin", proceed as follows:

1. Inthe main menu, activate User.

2. Inthe navigation area, select Search/Modify.

3. Enter Admin as a search keyword under User ID and click Search.
4. Inthe next dialog that opens, change the password.

To define a new user with administrator rights, configure a user as described in Section 7.2.1
and select Admin as the user’s role.

users.

: The administrator can adopt the same procedure to modify the password for all other
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6 Configuration with HiPath CAP Management

You must configure one of the following SCC units for each switching host that is to be connect-
ed to HiPath CAP:

e SCC4000 for HiPath 4000
e SCC3000 for HiPath 3000
e SCC300 for Hicom 300

e TelasServer 3.1 - only for old applications that require a connection to Hicom 300 via the
ACL-HS3 interface. Only TAPI applications connected via the "Telas TSP" and "Simply-
Phone for Web" can access the Telas Server 3.1 C interface. Telas Server 3.1 does not
support a CSTA interface.

To create and configure a new SCC instance, select Administration in the main menu and en-
able PBX Services in the navigation area. Click in the work area to create a new entry and se-
lect the appropriate SCC variant in the pop-up selection box.

You can connect the various communication systems to HiPath CAP V3.0, for example
e HiPath 4000

e HiPath 3000

e Hicom 300

e Additional communications systems from Alcatel, Nortel, AVAYA, etc.

Use of an SCCP is necessary to facilitate multi-domain capability for CSTA XML and CSTA
ASN.1 protocols (also for JTAPI and XMLPS applications). The SCCP can communicate with
several SCCs simultaneously.

Use of the CAP Media Service is necessary for connecting an application to a HiPath 3000 or
HiPath 4000 via the Microsoft Wave API. The CAP Media Service comprises several different
components. The main components are SCCMEB, MEB, and the Siemens Virtual Wave Driver.

This chapter explains the settings you must make in HiPath CAP Management to connect the
communication systems listed above to HiPath CAP. In addition, it explains how to configure an
SCCP and the Media Service.

The following diagram shows the positioning of an SCC in the CAP construct with explanations
of the fundamental configuration points.
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6.1 HiPath 4000 connectivity

6.1.1 Overview

HiPath 4000 does not support a standardized protocol for communication with applications. For
this reason, it is absolutely necessary to use the "Connectivity Adapter HiPath 4000" (CA4000)
protocol converter. The CA4000 converts the HiPath 4000 (ACL-C+) proprietary protocol into
a standardized protocol (CSTA | or CSTA Ill). CSTA is a standard for computer-supported tele-
phony (CTI) that was established by the international standardization organization ECMA (Eu-
ropean Computer Manufacturers Association). With HiPath CAP V3.0, the CA4000 can only be
used in conjunction with the SCCHiPath4000. All CA4000 configuration parameters are inte-
grated in the SCCHiPath4000 configuration. The physical connection between the HiPath 4000
and a PC that is running CA4000/SCCHiPath4000 is made with the help of a TCP/IP LAN con-
nection.

The HiPath4000 supports 16 "ACL-C+" application connections simultaneously. Depending on
the software version, it may be that less than 16 "ACL-C+" application connections can be re-
leased.

) CSTA CTI Server
HiPath 4000

=

Connectivity link

_
=

e

Agent Workstation

6.1.2 Preparation

Configure the SCCHiPath4000 to connect a HiPath 4000. Its configuration menu also offers the
CA4000 configuration parameters. If the connection to the HiPath 4000 is made via the SL100/
200, the IP address or the IP network of the SCCHiPath4000/CA4000 PC must be included in
the HiPath 4000 firewall list.
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6.1.3 Configuration

To connect a HiPath 4000 for the first time or to reconfigure an existing connection, proceed as

follows:

1. Click the Switch connection menu item in the navigation area.

a) A connection has not yet been configured. Continue with 2a.

b) One or more connections are already configured. These are displayed in a list. Con-

tinue with 2b.

2. Configure the connection.

a) If a connection has not yet been configured, click the Add new entry icon and select
HiPath 4000 as the server version.

b) If one or more connections are already configured, these are displayed in a list. Select
a connection by clicking the Modify icon for the relevant connection.

"SCC" dialog

Field Description

SCC Name Enter a mnemonic name for the SCC here, e.g. "SCC-HP4000".
This name can be assigned and used at the administrator’s dis-
cretion. It is not used internally.
Up to 32 characters (letters, numbers, underscore, and hyphen)
are permitted.

SCCID Enter an ID for the SCC here; these identifiers must be unique

(optional) within the entire HiPath CAP installation; they cannot be

changed after configuration has been completed. They will be
used later during device configuration to define a unique assign-
ment of a device (phone, trunk, hunt group, RCG, etc.) to a
switching system. In the Diagnostic Agent, this "SCC ID" is used
to show the SCC in the list of the processes belonging to the
CAP cluster. In the same way, the associated CA4000 process
is listed under the name c24000_<SCcC ID>. The HiPath node
number (for example, 10-60-200, 30-70-600, etc.) is usually
used here. Up to 32 characters (letters, numbers, underscore,
and hyphen) are permitted.

Note:

When importing user data, the SCC ID must match the PBX ID
in the import file.
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Field

Description

SCC host name

The name of the host on which the SCC process is running must
be specified here.

A PC name directory is created in the directory <Inst-
Dir>\config\ using the "host name". A subdirectory called
telasserver_<SCC ID>isadded forthe SCC. A subdirectory
called ca4000_<ScC 1ID> isadded forthe associated CA4000.
These subdirectories contain all configuration files for these pro-
cesses that are to be started.

Note:

For distributed installation (which means that the SCC PC is not
your own PC/local host), you must install HiPath CAP Service
Starter on the specified SCC PC (cf. Section 4.3).

SCC IP address
(cannot be edited)

This is where you specify the IP address of the PC on which the
SCC process should run.

SCC Port
(optional)

The port assigned to the SCC process may be specified here.
Port 26535 is used by default.

If this port was already assigned to a different SCC by the CAP
configuration, the system automatically offers the next free port
(for example, 26536).

ASN1 Single Domain Na-
tive Mode

If this SCC is connected to an SCCP or a TCSP (multi-domain

mode), you should keep the default value OFF. In "multi-domain

mode", the SCC supports the CSTA [l ASN.1, CSTA 1l XML,

and NetTSPI protocols. The SCC state is always "active".

If you select a CSTA protocol version, the SCC operating mode

changes to "single-domain native mode". In this mode, the SCC

passes a protocol through on a one-to-one basis, and its status

is "not ready" if there is no application connection. In the case of

old applications in "single-domain native mode", you should set

the value required for the relevant application:

e CSTA I:Interface is configured on CSTA Phase I.

e CSTA ACSE: Interface is configured to CSTA Phase Il and
requires a login to the SCC via ACSE request (version 5)
(for more information, see the HiPath CAP Application De-
velopers’ Guide),

e CSTA III: Interface is configured on CSTA Phase Ill.
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SCC configuration notes

e Neither the service name nor the service identifier is permitted to contain blanks.

e Fordistributed installation (which means that the SCC PC is not your own computer or local
host), you must install HiPath CAP Service Starter on the specified SCC PC.

e The Diagnostic Controller uses the service node ID to administer an SCC and display it on

the Diagnostic Agent GUI.

"CA4000" dialog

Field

Description

CA4000 IP address
(cannot be edited)

This specifies the IP address of the PC on which the CAP
CA4000 for this PBX connection is running. The SCC address-
es this IP address for communication with the CA4000.

CA4000 port
(optional)

Optionally, you can specify the port provided by the CA4000 for
this connection ("1025-5000"). The SCC addresses this port for
communication with the CA4000. Port 1040 is used by default.
Because there are occasionally problems with Windows pro-
cesses that use ports in the range from "1025 - 1299", we rec-
ommend a port of "1300" or higher.

Switch Link Number
(optional)

This number must be the same in the CA configuration and in
the AMO CPTP:APPL. The crucial parameters in the AMO are
the ACM number and the APPL number. They are calculated
from the default value "50" plus the switch link number. (ACM
50 + switch link number; APPL 50 + switch link number).
Example: Switch link number = 5 >>> ACM55;APPL55;

Switch sub-appl number
(optional)

This number must be the same in the CA configuration and in
the AMO XAPPL. The crucial parameter in the AMO is the sub-
application number "Dxx" (D01-D32).

Example: Switch sub appl number = 25 >>> D25

Use External DNIS
(optional)

Activation of DNIS (Dialed Number Identification Service) is an
additional information field in the "Delivered, Queued, Diverted,
Established, Connection Cleared Event". Currently, the HiPath
4000 does not support this completely. If DNIS is activated, the
HiPath 4000 conveys the number dialed by the external caller in
this field. If DNIS is not active, the ANI (Automatic Number Iden-
tification) is conveyed in this field; this is the external caller’s call
number.
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Field

Description

IP address of the Switch

Enter the HiPath 4000 IP address here. If the connection is via
the SL100/200, make sure that the IP address or the entire IP
network of the SCCHiPath4000/CA4000 PC is entered in the
firewall list.

Speed-dial numbers

Only the SimplyPhone for Web/ComAssistant Phone Controller
uses speed-dial numbers. If the application initiates the dialing,
the system checks whether the external call number dialed has
been configured in the assigned speed-dial list. If the number is
found in the list, the SCC sends the configured speed-dial num-
ber to the HiPath 4000 for dialing, instead of the long call num-
ber. Speed-dial lists are only used if the CTI users do not have
unrestricted trunk access, and would like to dial using an LDAP
search result, even though they only have access to system
speed-dialing. As a rule, call numbers for people are stored on
an LDAP server as long call numbers in canonical format.

Outside line access

Access code (for example, "0").

The SAT uses "Outside line access" for unambiguous identifica-
tion of a device if a call number is transmitted with "outside line
access" in an event.

SimplyPhone for Web/ComAssistant continues to use this code
for each outgoing external call.

National prefix
(optional)

Prefix for a national E.164 call number.

It is automatically derived from a country’s outdial rule and only
needs to be configured if it does not comply with the national
standard. The SAT uses the "National prefix" (implicit/explicit)
for unambiguous identification of a device if a call number is
transmitted with the "National prefix" in an event.

International prefix
(optional)

Prefix for an international E.164 call number.

It is automatically derived from a country’s outdial rule and only
needs to be configured if it does not comply with the national
standard. The SAT uses the "International prefix" (implicit/ex-
plicit) for unambiguous identification of a device if a call number
is transmitted with the "International prefix" in an event.

Country code

Country code (e.g. "49" for Germany).

This is used to derive a country’s standard outdial rule. It de-
fines the first part of a device ID in the canonical format that is
assigned to this SCC.
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Field

Description

Area code

Enter the area code (e.g. "89" for Munich) here.

It defines the second part of a device ID in the canonical format
that is assigned to this SCC.

The area code must be transferred to the field on the right to-
gether with the main number and the overlap (optional) using
the Add icon (green arrow).

Main number

Enter the number of the main connection within a local network
(e.g. "722" for Siemens, Munich, HofmannstraBe).

It defines the third part of a device ID in the canonical format
that is assigned to this SCC.

The "Main number" must be transferred to the field on the right
together with the "Area code" and the "Overlap" (optional) using
the Add icon (green arrow).

Overlap
(optional)

The number of overlapping numbers in the "Main number" and
the extension, for example, for 49(89)722:1, which means that
if the overlap=1, the PBX format for device +49(89)722-345 is
2345, which means the last digit of the main number (in this
case: 2) precedes the extension (in this case: 345) and the re-
sulting call number 2345 is configured in the PBX.

Domain numbers

List of already configured area code/main number combina-
tions.

NAC

In the case of Hicom/HiPath networks with open numbering, the
NAC (Node Access Code) is the node code, which means the
call number of a PBX node. This node code precedes the ex-
tension when dialing (for example, 96-2345 if the NAC=96 and
99-2345 if the NAC=99). This enables the same extension (in
this case: 2345) to be configured in several PBX nodes (in this
case: 96 and 99); the number becomes unique when the NAC
precedes it.

The node code (NAC) must be transferred to the field on the
right together with the overlap (optional) using the Add icon
(green arrow).

The SAT uses the NAC for unambiguous identification of a de-
vice if a call number is transmitted with the "NAC" in an event.

Overlap

The number of overlapping numbers in the NAC and extension,
for example, for 962:1, which means that if the overlap=1, the

PBX format for device 962-345 is 2345, which means that the

last digit of the NAC (in this case: 2) precedes the extension (in
this case: 345) and the resulting call number 2345 is configured
in the PBX.
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The input fields, such as, Speed-dial numbers, Outside line access, and National and In-
ternational prefixes, are provided for use in conjunction with CTI applications, such as, HiPath
SimplyPhone for Web/ComAssistant. These are described in the relevant documentation (for
example, HiPath SimplyPhone for Web or HiPath ComAssistant documentation).

"Switch PNP" dialog

Field

Description

PNP Outside line access

Code for accessing a private number network. These networks
are configured according to ECMA-155 PNP (Private Network
Numbering Plan).

The SAT uses "PNP Outside line access" for unambiguous
identification of a device if this access number is transmitted
along with a call number in an event.

Prefix level 2 code

Prefix for a level 2 PNP call number.

The SAT uses "Prefix level 2 code" for unambiguous identifica-
tion of a device if this prefix is transmitted along with a call num-
ber in an event.

Prefix level 1 code

Prefix for a level 1 PNP call number.

The SAT uses "Prefix level 1 code" for unambiguous identifica-
tion of a device if this prefix is transmitted along with a call num-
ber in an event.

Level 2 code

PNP Level 2 code

(corresponds to country code in E.164)

The "Level 2 code" defines the first part of a device ID in the ca-
nonical format that is assigned to this SCC.

The "Level 2 code" must be transferred to the field on the right
together with the "Level 1 code”, the "Local code" and the
"Overlap" (optional) with the Add icon (green arrow).

Level 1 code

PNP Level 1 code

(corresponds to the area code in E.164)

The "Level 1 code" defines the second part of a device ID in the
canonical format that is assigned to this SCC.

The "Level 1 code" must be transferred to the field on the right
together with the "Level 2 code”, the "Local code" and the
"Overlap" (optional) with the Add icon (green arrow).
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Field Description

Local code PNP Level 0 code
(corresponds to the main number in E.164)
The "Local code" defines the third part of a device ID in the ca-
nonical format that is assigned to this SCC.
The "Local code" must be transferred to the field on the right to-
gether with the "Level 2 code", the "Level 1 code" and the "Over-
lap" (optional) with the Add icon (green arrow).

Overlap The number of overlapping numbers in the "Local code" and the

(optional) extension, for example, for 33-44-552:1, which means that if the
overlap=1, the PBX format for device 3344552-345 is 2345,
which means the last digit of the local code (in this case: 2) pre-
cedes the extension (in this case: 345) and the resulting call
number 2345 is configured in the PBX.

Actions

Action Description

Add Adds the entry to the switch connections list.

Close Closes the Add entry dialog without saving the entries.

Delete Deletes an existing switch connection.
Note:
This button only appears if at least one switch connection is al-
ready configured.

Next >> Calls up the next dialog.

<< Previous Calls up the previous dialog.

6-10
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6.2 HiPath 3000 connectivity

6.2.1 Overview

HiPath 3000 supports the CSTA Il standardized protocol for communication with applications
(subject to prior ACSE login). CSTA is a standard for computer-supported telephony (CTI) that
was established by the international standardization organization ECMA (European Computer
Manufacturers Association). The physical connection between the HiPath 3000 and a PC that
is running SCCHiPath3000 is set up with the help of a TCP/IP LAN connection or an
Spconnection.

HiPath 3000 supports a maximum of eight CSTA Ill connections at one time. Depending on the
HiPath 3000 software version used, the number CSTA Ill connections released may be less
than eight.

TCP/IP connection via the LIM module is not supported!

The TCP/IP connection to the HiPath 3000 is released only via the HG1500. The

6.2.2 Preparation

To enable HiPath 3000 connectivity, a CSTA link must be set up as described in the HiPath 3000
documentation. The HiPath 3000 CSTA interface can be reached from all IP addresses by de-
fault. Using the application firewall list, however, it is possible to release or block separate IP
addresses or entire I[P networks.

6.2.3 Configuration

To connect a HiPath 3000 for the first time or to reconfigure an existing connection, proceed as
follows:

1. Click the Switch connection menu item in the navigation area.
a) A connection has not yet been configured. Continue with 2a.

b) One or more connections are already configured. These are displayed in a list. Con-
tinue with 2b.

2. Configure the connection.

a) If a connection has not yet been configured, click the Add new entry icon and select
HiPath 3000 as the server version.

b) If one or more connections are already configured, these are displayed in a list. Select
a connection by clicking the Modify icon for the relevant connection.
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"SCC" dialog

Field Description

SCC Name Enter a mnemonic name for the SCC here, e.g. "SCC-HP3000".
This name can be assigned and used at the administrator’s dis-
cretion. It is not used internally.
Up to 32 characters (letters, numbers, underscore, and hyphen)
are permitted.

SCCID Enter an ID for the SCC here; these identifiers must be unique

(optional) within the entire HiPath CAP installation; they cannot be

changed after configuration has been completed. They will be
used later during device configuration to define a unique assign-
ment of a device (phone, trunk, hunt group, RCG, etc.) to a
switching system. In the Diagnostic Agent, this "SCC ID" is used
to show the SCC in the list of the processes belonging to the
CAP cluster. In the same way, the associated CA4000 process
is listed under the name C24000_<SCC ID>. The HiPath node
number (for example, 10-60-200, 30-70-600, etc.) is usually
used here. Up to 32 characters (letters, numbers, underscore,
and hyphen) are permitted.

Note:

When importing user data, the SCC ID must match the PBX ID
in the import file.

SCC host name

The name of the host on which the SCC process is running must
be specified here.

A PC name directory is created in the directory <Inst-
Dir>\config\ using the "host name". A subdirectory called
telasserver_<SCC ID> is added forthe SCC. This subdirec-
tory contains all configuration files for these processes that are
to be started.

Note:

For distributed installation (which means that the SCC PC is not
your own PC/local host), you must install HiPath CAP Service
Starter on the specified SCC PC (cf. Section 4.3).

SCC IP address
(cannot be edited)

This is where you specify the IP address of the PC on which the
SCC process should run.

SCC Port
(optional)

The port assigned to the SCC process may be specified here.
Port 26535 is used by default.

If this port was already assigned to a different SCC by the CAP
configuration, the system automatically offers the next free port
(for example, 26537).
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Field

Description

ASN1 Single Domain Na-
tive Mode

If this SCC is connected to an SCCP or a TCSP (multi-domain
mode), you should keep the default value OFF. In "multi-domain
mode", the SCC supports the CSTA Il ASN.1, CSTA 1l XML,
and NetTSPI protocols. The SCC state is always "active".
If you select a CSTA-ASCE protocol version, the SCC operating
mode changes to "single-domain native mode". In this mode,
the SCCHiPath3000 passes a protocol through on a one-to-one
basis, and its status is "not ready" if there is no application con-
nection. In the case of old applications in "single-domain native
mode", you should set the value required for the relevant appli-
cation:

e CSTA ACSE: Interface is configured to CSTA Phase Ill and
requires a login to the SCC via ACSE request (version 4,
user:"AMHOST", password."77777")

(further details can be found in the HiPath CAP Application
Developers’ Guide).

SCC configuration notes

e Neither the service name nor the service identifier is permitted to contain blanks.

e Fordistributed installation (which means that the SCC PC is not your own computer or local
host), you must install HiPath CAP Service Starter on the specified SCC PC.

e The Diagnostic Controller uses the service node ID to administer an SCC and display it on
the Diagnostic Agent GUI.
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"Switch" dialog

Field

Description

IP address of the Switch
(optional)

Enter the HiPath 3000 IP address via which the CSTA interface
of the HiPath 3000 switching PC can be reached.

Port of the Switch
(optional)

Enter the port 7001 here. HiPath 3000 does not support any
other connection ports.

Speed-dial numbers

Only the SimplyPhone for Web/ComAssistant Phone Controller
uses speed-dial numbers. If the application initiates the dialing,
the system checks whether the external call number dialed has
been configured in the assigned speed-dial list. If the number is
found in the list, the SCC sends the configured speed-dial num-
ber to the HiPath 3000 for dialing, instead of the long call num-
ber. Speed-dial lists are only used if the CTI users do not have
unrestricted trunk access, and would like to dial using an LDAP
search result, even though they only have access to system
speed-dialing. As a rule, call numbers for people are stored on
an LDAP server as long call numbers in canonical format.

Outside line access

Access code (for example, "0").

The SAT uses "Outside line access" for unambiguous identifica-
tion of a device if a call number is transmitted with "outside line
access" in an event.

SimplyPhone for Web/ComAssistant continues to use this code
for each outgoing external call.

National prefix

Prefix for a national E.164 call number.

It is automatically derived from a country’s outdial rule and only
needs to be configured if it does not comply with the national
standard. The SAT uses the "National prefix" (implicit/explicit)
for unambiguous identification of a device if a call number is
transmitted with the "National prefix" in an event.

International prefix

Prefix for an international E.164 call number.

It is automatically derived from a country’s outdial rule and only
needs to be configured if it does not comply with the national
standard. The SAT uses the "International prefix" (implicit/ex-
plicit) for unambiguous identification of a device if a call number
is transmitted with the "International prefix" in an event.

Country code

Country code (e.g. "49" for Germany).

This is used to derive a country’s standard outdial rule. It de-
fines the first part of a device ID in the canonical format that is
assigned to this SCC.
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Field

Description

Area code

Enter the area code (e.g. "89" for Munich) here.

It defines the second part of a device ID in the canonical format
that is assigned to this SCC.

The area code must be transferred to the field on the right to-
gether with the main number and the overlap (optional) using
the Add icon (green arrow).

Main number

Enter the number of the main connection within a local network
(e.g. "722" for Siemens, Munich, Hofmannstraf3e).

It defines the third part of a device ID in the canonical format
that is assigned to this SCC.

The "Main number" must be transferred to the field on the right
together with the "Area code" and the "Overlap" (optional) using
the Add icon (green arrow).

Overlap

The number of overlapping numbers in the "Main number" and
the extension, for example, for 49(89)722:1, which means that
if the overlap=1, the PBX format for device +49(89)722-345 is
2345, which means the last digit of the main number (in this
case: 2) precedes the extension (in this case: 345) and the re-
sulting call number 2345 is configured in the PBX.

Domain numbers

List of already configured area code/main number combina-
tions.

NAC

In the case of Hicom/HiPath networks with open numbering, the
NAC (Node Access Code) is the node code, which means the
call number of a PBX node. This node code precedes the ex-
tension when dialing (for example, 96-2345 if the NAC=96 and
99-2345 if the NAC=99). This enables the same extension (in
this case: 2345) to be configured in several PBX nodes (in this
case: 96 and 99); the number becomes unique when the NAC
precedes it.

The SAT uses the NAC for unambiguous identification of a de-
vice if a call number is transmitted with the "NAC" in an event.
The "NAC" (node access code) must be transferred to the field
on the right together with the "Overlap" (optional) using the Add
icon (green arrow).

Overlap

The number of overlapping numbers in the NAC and extension,
for example, for 962:1, which means that if the overlap=1, the

PBX format for device 962-345 is 2345, which means that the

last digit of the NAC (in this case: 2) precedes the extension (in
this case: 345) and the resulting call number 2345 is configured
in the PBX.
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The input fields, such as, Speed-dial numbers, Outside line access, and National and In-
ternational prefixes, are provided for use in conjunction with CTI applications, such as, HiPath
SimplyPhone for Web/ComAssistant. These are described in the relevant documentation (for
example, HiPath SimplyPhone for Web or HiPath ComAssistant documentation).

"Switch PNP" dialog

Field

Description

PNP Outside line access

Code for accessing a private number network. These networks
are configured according to ECMA-155 PNP (Private Network
Numbering Plan).

The SAT uses "PNP Outside line access" for unambiguous
identification of a device if this access number is transmitted
along with a call number in an event.

Prefix level 2 code

Prefix for a level 2 PNP call number.

The SAT uses "Prefix level 2 code" for unambiguous identifica-
tion of a device if this prefix is transmitted along with a call num-
ber in an event.

Prefix level 1 code

Prefix for a level 1 PNP call number.

The SAT uses "Prefix level 1 code" for unambiguous identifica-
tion of a device if this prefix is transmitted along with a call num-
ber in an event.

Level 2 code

PNP Level 2 code

(corresponds to country code in E.164)

The "Level 2 code" defines the first part of a device ID in the ca-
nonical format that is assigned to this SCC.

The "Level 2 code" must be transferred to the field on the right
together with the "Level 1 code", the "Local code" and the
"Overlap" (optional) with the Add icon (green arrow).

Level 1 code

PNP Level 1 code

(corresponds to the area code in E.164)

The "Level 1 code" defines the second part of a device ID in the
canonical format that is assigned to this SCC.

The "Level 1 code" must be transferred to the field on the right
together with the "Level 2 code", the "Local code" and the
"Overlap" (optional) with the Add icon (green arrow).
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Field Description

Local code PNP Level 0 code
(corresponds to the main number in E.164)
The "Local code" defines the third part of a device ID in the ca-
nonical format that is assigned to this SCC.
The "Local code" must be transferred to the field on the right to-
gether with the "Level 2 code", the "Level 1 code" and the "Over-
lap" (optional) with the Add icon (green arrow).

Overlap The number of overlapping numbers in the "Local code" and the

(optional) extension, for example, for 33-44-552:1, which means that if the
overlap=1, the PBX format for device 3344552-345 is 2345,
which means the last digit of the local code (in this case: 2) pre-
cedes the extension (in this case: 345) and the resulting call
number 2345 is configured in the PBX.

Actions

Action Description

Add Adds the entry to the switch connections list.

Close Closes the Add entry dialog without saving the entries.

Delete Deletes an existing switch connection.
Note:
This button only appears if at least one switch connection is al-
ready configured.

Next >> Calls up the next dialog.

<< Previous Calls up the previous dialog.
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6.3 HiPath 3000/Octopus E 300/800 connectivity by ISDN link

An ISDN link one of a number of SCC connectivity options in HiPath 3000 but the only option
in Octopus E300/800. You must use a new program TelasLinkISDN.exe as a TCP/IP-ISDN
converter for this. This program can only be started once on each PC with the result that you
must use a separate PC for each HiPath 3000/Octopus E300/800 ISDN connection.

The program opens a TCP port to which the SCC can connect on one side. The first ISDN card
in the PC is accessed on the other side.

ported by the Eicon Diva (Diehl) ISDN card.

The ISDN connection to the Octopus E300/800 is made via the B channel and is
supported by the Fritz ISDN card, for example.

There are two different versions of the TelasLinkISDN. exe program: one version
for the D channel and one for the B channel connection.

The ISDN connection to the HiPath 3000 is made via the D channel and is only sup-

SCC IP address
SCC port
-Route to application
-These data are supplied
to the application.

L L1 ]

SCC computer name
LM M um (| CM ;
VE E VE VE -The PC on which the SCC
i5to be started

CAP Management scc =
« Configuration
« Jser Management |
+ License Management
« Fault Management TelasLinkISDN IP address
TelasLinkISDN port
-Route to PBX

l Default.conf
logDir

: debuglevel
sl linkLogEnahled
linkLogFile
cstalinkFPort
cstalinkNumber

<Fort for the 3CC»
<ISDH numher of PBX>»

' cstaLinkNumber
Route to PBX

HiPath CAP

Eicon Diva (Diehl) for HiPath 3000 D channel connection
Fritz ISDN card for Octopus E300/800 B channel connection

!
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6.3.1 Configuring the program TelasLinkISDN.exe

The TealsLinkISDN.exe program is not installed automatically. Instead, it must be copied
manually from the CAP CD.

The program for the HiPath 3000 D channel connection is on the CD in the directory
"\Software\ISDNLink".

The program for the Octopus E300/800 B channel connection is on the CD in the directory
"\Software\ISDNLink\A6".

You can copy the program into any directory. Naturally, it makes sense to create a new directory,
such as, "<InstDir>\HiPathCTI\ISDNLink\HiPath3000\" or "<InstDir>\HiPathC-
TI\ISDNLink\OctopusE\" and copy the program into that path.

Now create a text file with the name Default.conf in this directory.
Open this file and add the following configuration parameters to it:

logDir
defines the directory for outputting log files.

debugLevel
ISDNLink supports logging with an adjustable degree of detail.
Select an integer between 0 (logging is switched off) and 9 (logging with maximum detail).

linkLogEnabled
defines whether data specific to the connection should also be included in the log.

linkLogFile
defines the name of the log file.

cstaLinkPort

defines the TCP/IP port over which the SCC can address the ISDNLink.

Make sure that this value agrees with the configuration value "CAP Link ISDN Port" when
configuring the SCC.

cstaLinkNumber
defines the telephone number with which the Octopus E300/800 can be addressed via IS-
DN.
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Example of a file: Default.conf

B e ol ko i o
# Configuration File for ISDN <-»> TCP router #
Bl ol o o o

logDir C:\ProgrammsesSiemens\HiPathCTI\Logsy >PC -Namea:>
debuglevel )

linkLogEnabled 1

linkLogFile link.log

cegtalLinkPort a5E5 # =Connection port for =SCC>
cstalLinkllumber 821 # <PBX's ISDN number:>

#EOF after this line —- do not remove!

6.3.2 "ISDNLink" as a Windows service

A Windows service is automatically configured by the following call to activate the program
TelasLinkISDN.exe automatically when the PC starts up. This call assumes that the pro-
gram TelasLinkISDN. exe is in the directory that was previously recommended.

The call
<InstDir>\HiPathCTI\ISDNLink\HiPath3000\TelasLinkISDN.exe -I
generates the Windows service

Siemens CAP Call Control Service LinkISDN H150E.

The call with the "-u" switch deletes this Windows service!

The call
<InstDir>\HiPathCTI\ISDNLink\OctopusE\TelasLinkISDN.exe -I
generates the Windows service

Siemens CAP Call Control Service LinkISDN Octopus E300.

The call with the "-u" switch deletes this Windows service!
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6.4 Hicom 300 connectivity

6.4.1 Overview

HiPath 300 does not support a standardized protocol for communication with applications. For
this reason, it is absolutely necessary to use the "Connectivity Adapter Hicom 300" (CA300)
protocol converter. The CA300 converts the Hicom 3000 (ACL-C) proprietary protocol into a
standardized protocol (CSTA I). CSTA is a standard for computer-supported telephony (CTI)
that was established by the international standardization organization ECMA (European Com-
puter Manufacturers Association). With HiPath CAP V3.0, the CA300 can only be used in con-
junction with the SCCHicom300. All CA300 configuration parameters are integrated in the
SCCHicom300 configuration. The physical connection between the Hicom 300 and a PC that
is running CA300/SCCHicom300 is made with the help of a TCP/IP LAN connection.

Hicom 300 supports 16 "ACL-C" application connections simultaneously. Depending on the
software version, the number of "ACL-C" application connections released may be less than 16.

Depending on the Hicom 300 version, it may be necessary to change the accompanying con-
figuration file telas.cfg manually.

# PBX Switch Version/Release

# —===——————=———-—soo—ooso—ssoss—ss—o——s—————s—ssoss——s——s——mos

# switchVersion = 300 -> Hicom 300 E International 2.0, default if unset
# switchVersion = 310 -> Hicom 300 E + Hicom 300 H 3.0

# switchVersion = 311 -> Hicom 300 E UK 3.1

# switchVersion = 320 -> Hicom 300 E US/Canada 6.6

switchVersion = 310

6.4.2 Preparation

Configure the SCCHicom300 to connect a Hicom 300. Its configuration menu also offers the
CAB00 configuration parameters. If SL100 is used to set up the connection to the Hicom 300,
the IP address or the IP network of the

SCCHicom300/CA300 PC must be included in the Hicom 300 firewall list.
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6.4.3 Configuration

To connect a Hicom 300 for the first time or to reconfigure an existing connection, proceed as

follows:

1. Click the Switch connection menu item in the navigation area.

a) A connection has not yet been configured. Continue with 2a.

b) One or more connections are already configured. These are displayed in a list. Con-

tinue with 2b.

2. Configure the connection.

a) If a connection has not yet been configured, click the Add new entry icon and select
HiPath 300 as the server version.

b) If one or more connections are already configured, these are displayed in a list. Select
a connection by clicking the Modify icon for the relevant connection.

"SCC" dialog

Field Description

SCC Name Enter a mnemonic name for the SCC here, such as "SCC-
H300". This name can be assigned and used at the administra-
tor’s discretion. It is not used internally.
Up to 32 characters (letters, numbers, underscore, and hyphen)
are permitted.

SCCID Enter an ID for the SCC here; these identifiers must be unique

(optional) within the entire HiPath CAP installation; they cannot be

changed after configuration has been completed. They will be
used later during device configuration to define a unique as-
signment of a device (phone, trunk, hunt group, RCG, etc.) to a
switching system. In the Diagnostic Agent, this "SCC ID" is
used to highlight the SCC in the list of processes belonging to
the CAP cluster. In the same way, the associated CA300 pro-
cess is listed under the name CA300_<sSCcC ID> . The Hicom
node number (for example, 0247, 0091) is usually used here.
Up to 32 characters (letters, numbers, underscore, and hyphen)
are permitted.

Note:

When importing user data, the "SCC ID" must match the "PBX
ID" in the import file.
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Field

Description

SCC host name

The name of the host on which the SCC process is running
must be specified here.

A PC name directory is created in the directory <Inst-
Dir>\config\ using the "host name". A subdirectory called
telasserver_<SCC ID> is added for the SCC. These subdi-
rectories contain all configuration files for these processes that
are to be started.

Note:

For distributed installation (which means that the SCC PC is not
your own PC/local host), you must install HiPath CAP Service
Starter on the specified SCC PC (cf. Section 4.3).

SCC IP address
(cannot be edited)

This is where you specify the IP address of the PC on which the
SCC process should run.

SCC Port
(optional)

The port assigned to the SCC process may be specified here.
Port 26535 is used by default.

If this port was already assigned to a different SCC by the CAP
configuration, the system automatically offers the next free port
(for example, 26538).

ASN1 Single Domain Na-
tive Mode

If this SCC is connected to an SCCP or a TCSP (multi-domain
mode), you should keep the default value OFF. In "multi-domain
mode", the SCC supports the CSTA Il ASN.1, CSTA Il XML,
and NetTSPI protocols. The SCC state is always "active".

If you select a CSTA protocol version, the SCC operating mode
changes to "single-domain native mode". In this mode, the SCC
passes a protocol through on a one-to-one basis, and its status
is "not ready" if there is no application connection. In the case
of old applications in "single-domain native mode", you should
set the value required for the relevant application:

e CSTA I:lInterface is configured on CSTA Phase |
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SCC configuration notes

e Neither the service name nor the service identifier is permitted to contain blanks.

e Fordistributed installation (which means that the SCC PC is not your own computer or local
host), you must install HiPath CAP Service Starter on the specified SCC PC.

e The Diagnostic Controller uses the service node ID to administer an SCC and display it on

the Diagnostic Agent GUI.

"CA300" dialog

Field

Description

CAP CA300 IP address
(optional)

As an option, you can specify the IP address of the PC on which
the CAP CA300 runs for this PBX connection. The SCC ad-
dresses this IP address for communication with the CA300. If
you do enter a value here, you are assumed to be operating on
the local PC (local host 127.0.0.1) because SCC and CA300
are running on the same PC.

CAP CA300 port
(optional)

The port provided by CA300 for this connection may be speci-
fied here (1025-5000). The SCC addresses this port for com-
munication with the CA300. Port 1040 is used by default. We
recommend using port 1300 or higher because there are occa-
sionally problems with Windows processes that use ports in the
range 1025 to 1299.

Switch Link Number
(optional)

This number must be the same in the CA configuration and in
the AMO CPTP:APPL. The crucial parameters in the AMO are
the ACM number and the APPL number. They are calculated
from the default value "50" plus the switch link number. (ACM
50 + switch link number; APPL 50 + switch link number).
Example: Switch link number = 5 >>> ACM55;APPL55;

Switch sub-appl number
(optional)

This number must be the same in the CA configuration and in
the AMO XAPPL. The crucial parameter in the AMO is the sub-
application number "Dxx" (D01-D32).

Example: Switch sub appl number = 25 >>> D25
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Field

Description

IP address of the Switch

Enter the Hicom 300 IP address here. If the connection uses the
SL100, make sure that the |IP address or the entire IP network
of the SCCHicom300/CA300 PC is entered in the firewall list.

Speed-dial numbers

Only the SimplyPhone for Web/ComAssistant Phone Controller
uses speed-dial numbers. If the application initiates the dialing,
the system checks whether the external call number dialed has
been configured in the assigned speed-dial list. If the number is
found in the list, the SCC sends the configured speed-dial num-
ber to the Hicom 300 for dialing, instead of the long call number.
Speed-dial lists are only used if the CTl users do not have un-
restricted trunk access, and would like to dial using an LDAP
search result, even though they only have access to system
speed-dialing. As a rule, call numbers for people are stored on
an LDAP server as long call numbers in canonical format.

Outside line access

Access code (for example, "0").

The SAT uses "Outside line access" for unambiguous identifica-
tion of a device if a call number is transmitted with "outside line
access" in an event.

SimplyPhone for Web/ComAssistant continues to use this code
for each outgoing external call.

National prefix
(optional)

Prefix for a national E.164 call number.

It is automatically derived from a country’s outdial rule and only
needs to be configured if it does not comply with the national
standard. The SAT uses the "National prefix" (implicit/explicit)
for unambiguous identification of a device if a call number is
transmitted with the "National prefix" in an event.

International prefix
(optional)

Prefix for an international E.164 call number.

It is automatically derived from a country’s outdial rule and only
needs to be configured if it does not comply with the national
standard. The SAT uses the "International prefix" (implicit/ex-
plicit) for unambiguous identification of a device if a call number
is transmitted with the "International prefix" in an event.

Country code

Country code (e.g. "49" for Germany).

This is used to derive a country’s standard outdial rule. It de-
fines the first part of a device ID in the canonical format that is
assigned to this SCC.
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Field

Description

Area code

Enter the area code (e.g. "89" for Munich) here.

It defines the second part of a device ID in the canonical format
that is assigned to this SCC.

The area code must be transferred to the field on the right to-
gether with the main number and the overlap (optional) using
the Add icon (green arrow).

Main number

Enter the number of the main connection within a local network
(e.g. "722" for Siemens, Munich, HofmannstraBe).

It defines the third part of a device ID in the canonical format
that is assigned to this SCC.

The "Main number" must be transferred to the field on the right
together with the "Area code" and the "Overlap" (optional) using
the Add icon (green arrow).

Overlap
(optional)

The number of overlapping numbers in the "Main number" and
the extension, for example, for 49(89)722:1, which means that
if the overlap=1, the PBX format for device +49(89)722-345 is
2345, which means the last digit of the main number (in this
case: 2) precedes the extension (in this case: 345) and the re-
sulting call number 2345 is configured in the PBX.

NAC

List of already configured area code/main number combina-
tions.

Overlap

The number of overlapping numbers in the NAC and extension,
for example, for 962:1, which means that if the overlap=1, the

PBX format for device 962-345 is 2345, which means that the

last digit of the NAC (in this case: 2) precedes the extension (in
this case: 345) and the resulting call number 2345 is configured
in the PBX.

The input fields, such as, Speed-dial numbers, Outside line access, and National and In-
ternational prefixes, are provided for use in conjunction with CTI applications, such as, HiPath
SimplyPhone for Web/ComAssistant. These are described in the relevant documentation (e.g.
for HiPath SimplyPhone for Web).
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Field

Description

PNP Outside line access

Code for accessing a private number network. These networks
are configured according to ECMA-155 PNP (Private Network
Numbering Plan).

The SAT uses "PNP Outside line access" for unambiguous
identification of a device if this access number is transmitted
along with a call number in an event.

Prefix level 2 code

Prefix for a level 2 PNP call number.

The SAT uses "Prefix level 2 code" for unambiguous identifica-
tion of a device if this prefix is transmitted along with a call num-
ber in an event.

Prefix level 1 code

Prefix for a level 1 PNP call number.

The SAT uses "Prefix level 1 code" for unambiguous identifica-
tion of a device if this prefix is transmitted along with a call num-
ber in an event.

Level 2 code

PNP Level 2 code

(corresponds to country code in E.164)

The "Level 2 code" defines the first part of a device ID in the ca-
nonical format that is assigned to this SCC.

The "Level 2 code" must be transferred to the field on the right
together with the "Level 1 code”, the "Local code" and the
"Overlap" (optional) with the Add icon (green arrow).

Level 1 code

PNP Level 1 code

(corresponds to the area code in E.164)

The "Level 1 code" defines the second part of a device ID in the
canonical format that is assigned to this SCC.

The "Level 1 code" must be transferred to the field on the right
together with the "Level 2 code”, the "Local code" and the
"Overlap" (optional) with the Add icon (green arrow).

Local code

PNP Level 0 code

(corresponds to the main number in E.164)

The "Local code" defines the third part of a device ID in the ca-
nonical format that is assigned to this SCC.

The "Local code" must be transferred to the field on the right to-
gether with the "Level 2 code", the "Level 1 code" and the "Over-
lap" (optional) with the Add icon (green arrow).
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Field Description

Overlap The number of overlapping numbers in the "Local code" and the

(optional) extension, for example, for 33-44-552:1, which means that if the
overlap=1, the PBX format for device 3344552-345 is 2345,
which means the last digit of the local code (in this case: 2) pre-
cedes the extension (in this case: 345) and the resulting call
number 2345 is configured in the PBX.

Actions

Action Description

Add Adds the entry to the switch connections list.

Close Closes the Add entry dialog without saving the entries.

Delete Deletes an existing switch connection.
Note:
This button only appears if at least one switch connection is al-
ready configured.

Next >> Calls up the next dialog.

<< Previous Calls up the previous dialog.
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6.5 Connecting TelasServer 3.1/Hicom 300

6.5.1 Overview

For reasons of compatibility, TelasServer 3.1 is also supported for connecting to the ACL-H3
interface of the Hicom 300. It does not support any CSTA interfaces and can only be directly
addressed by the SimplyPhone for Web and the ComAssistant applications. A special TAPI
Service Provider (Telas TSP) must also be installed for Microsoft TAPI-based applications.

TelasServer 3.1 is usually run on a separate PC and applications access TelasServer 3.1 via a
specific TelasProxy; both are incorporated here. By configuring one Telas proxy per TelasServ-
er 3.1, the CAP offers a communication interface for the SimplyPhone for Web and ComAssis-
tant applications. The TelasServer 3.1 component (Software\Telas 3.1\TELAS BAS
NT\TelasV31Setup.exe) must be separately installed locally in those places where it should
also explicitly run.

6.5.2 Configuration

To connect TelasServer 3.1 for the first time or to reconfigure an existing connection, proceed
as follows:

1. Click the Switch connection menu item in the navigation area.
a) A connection has not yet been configured. Continue with 2a.

b) One or more connections are already configured. These are displayed in a list. Con-
tinue with 2b.

2. Configure the connection.

a) If a connection has not yet been configured, click the Add new entry icon and select
TelasServer 3.1 as the server version. This action configures a Telas proxy (instead
of a Telas Server 3.1) with a TCP/IP connection to a Telas Server 3.1.

b) If one or more connections are already configured, these are displayed in a list. Select
a connection by clicking the Modify icon for the relevant connection.
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Dialog

Field Description

SCC Name Enter a mnemonic name for the TS3.1 here; This name can be
assigned and used at the administrator’s discretion. It is not
used internally.
Up to 32 characters (letters, numbers, underscore, and hyphen)
are permitted.

SCCID Enter an ID for the SCC here; these identifiers must be unique

(optional) within the entire HiPath CAP installation; they cannot be

changed after configuration has been completed. They will be
used later during device configuration to define a unique as-
signment of a device (phone, trunk, hunt group, RCG, etc.) to a
switching system. In the Diagnostic Agent, this "SCC ID" is
used to highlight the SCC in the list of processes belonging to
the CAP cluster. The Hicom node number (for example, 0247,
0091) is usually used here. Up to 32 characters (letters, num-
bers, underscore, and hyphen) are permitted.

When importing user data, the "SCC ID" must match the "PBX
ID" in the import file.

Telas Proxy host name
(optional)

As an option, you can enter the host name of the PC on which
the TelasProxy process is to run.

A PC name directory is created in the directory <Inst-
Dir>\config\ using the "host name". A subdirectory called
telasproxy_<SCC ID> is added forthe Telas proxy. These
subdirectories contain all configuration files for this process that
is to be started.

Telas Proxy IP address
(optional)

As an option, you can enter the IP address of the PC on which
the TelasProxy process is to run. The IP address is determined
automatically from the host name if no input is made here.

Telas Proxy port
(optional)

As an option, you can enter the port to which the TelasProxy
process is to be assigned. Port 8188 is used by default. If this
port is occupied, enter another value here.

This port is entered in the file S20TelasProxy.proc. Unlike
the customary standard, the configuration file
TelasProxy.cfg does not contain any individual configura-
tion parameters whatsoever.

TelasServer IP address

As an option, you can specify the IP address of the PC on which
TS3.1 runs for this PBX connection.

TelasServer port

Enter the port provided by the TS3.1 for this connection. The
default port is 4711.
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Field

Description

Speed-dial numbers

Only the SimplyPhone for Web/ComAssistant Phone Controller
uses speed-dial numbers. If the application initiates the dialing,
the system checks whether the external call number dialed has
been configured in the assigned speed-dial list. If the number is
found in the list, the SCC sends the configured speed-dial num-
ber to the Hicom 300 for dialing, instead of the long call number.
Speed-dial lists are only used if the CTI users do not have un-
restricted trunk access, and would like to dial using an LDAP
search result, even though they only have access to system
speed-dialing. As a rule, call numbers for people are stored on
an LDAP server as long call numbers in canonical format.

Outside line access

Access code (for example, "0").

The SAT uses "Outside line access" for unambiguous identifica-
tion of a device if a call number is transmitted with “outside line
access" in an event.

SimplyPhone for Web/ComAssistant continues to use this code
for each outgoing external call.

Country code

Country code (e.g. "49" for Germany).

This is used to derive a country’s standard outdial rule. It de-
fines the first part of a device ID in the canonical format that is
assigned to this SCC.

Main number

Enter the number of the main connection within a local network
(e.g. "722" for Siemens, Munich, Hofmannstraf3e).

It defines the third part of a device ID in the canonical format
that is assigned to this SCC.

The "Main number" must be transferred to the field on the right
together with the "Area code" and the "Overlap" (optional) using
the Add icon (green arrow).

Domain numbers

List of already configured area code/main number combina-
tions.

here.

Make sure that the required component TelasServer 3.1 (Software\Telas
A 3.1\TELAS BAS NT\TelasV31Setup.exe) has been installed on the PC specified

These components cannot be installed using the HiPath CAP master setup. Please
start the appropriate installation routines directly from the CD (details on this can be
found in the Telas 3.1 Installation and Administration Manual).

The input fields, Speed-dial numbers, Outside line access, Domain numbers, etc. are pro-
vided for use in conjunction with CTI applications such as HiPath SimplyPhone for Web. These
are described in the relevant SPW documentation.
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Actions
Action Description
Add Adds the entry to the switch connections list.
Close Closes the Add entry dialog without saving the entries.
Delete Deletes an existing switch connection.
Note:
This button only appears if at least one switch connection is al-
ready configured.
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6.6 Media Service connectivity

6.6.1 Overview

The HiPath CAP 3.0 Media Service is a software component that simulates a PBX with subscrib-
er line interfaces (one subscriber per channel). This must be done by configuring a Cornet-NQ
connection between the Media Service component MEB (Media Extension Bridge) and a HiPath
4000 HG3550 V2 or HiPath 3000 HG1500 V2. For Microsoft TAPI-based applications, the "wave/
in" and "wave/out" features for playing and recording WAV or AVl files in 8 KHz/16 bit/mono format
and the "Receive fax"/"Send fax" features are supported. Accordingly, an application is provided
with "incoming call pickup" and "outgoing dialing" features for these functions.

The media service mainly consists of three components:

e Siemens Virtual Wave Driver
A virtual driver for outputting or recording IP audio data using the Windows Wave API; sim-
ilar, for example, to a sound card driver (for driver installation, see Section 4.7, "Installing
the Siemens Virtual Wave Driver").

e MEB (Media Extension Bridge)
A central component for controlling the Siemens Virtual Wave Driver and for receiving,
evaluating, and forwarding all relevant data between HiPath and applications via SCCMEB
and CAP TCSP.

e SCCMEB
A component for connecting CAP TCSP with the MEB.

The "Siemens Virtual Wave Driver" should always be installed locally on the PC where you want
to run SCCMEB and MEB. The SCCMEB and MEB components are distributed after the stan-
dard routines of the distributed installation, which means that the "CAP ServiceStarter" must
also be installed on this PC. Currently, a maximum of 30 simultaneous calls (channels) can be
administered per MEB PC, assuming that there are enough CAP-M licenses available.

The following diagram shows how the Media Service and its components are integrated in CAP
3.0 architecture.
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The following must be installed on all MEB PCs:

e the Siemens Virtual Wave Driver

. L Application |Application
B RIS Call Control | WAVE API
TARIZ.1 Lacal
CAP CI u Ster [TSF1 Installation HAVE A7
1 WAVE
TCSP Driver
LM FM LIM CM MetTSPI |
IiF I7F IYF IiF
SCC SCC
CAP Management HP4000 MEE
= Configuration
* User Management
* License Management
= Fault Managerment CETA I
ACSE Hag
HiPath CAP CA4000 MEE
Node 1 HE 3550 Cornet HO
HP4000

The following must be configured in CAP 3.0 Management for each MEB PC:

e the SCCMEB
e the MEB

e the media application (or its communication adapter) for playing and recording WAV or AVI

files (or faxes).
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6.6.2 Configuration

To configure Media Service for the first time or to reconfigure an existing connection, proceed
as follows:

1.

Click the Switch connection menu item in the navigation area.

a) There is no media connection configured yet or you are configuring a new media con-
nection. Continue with 2a.

b) A mediaconnection is already configured. This will be displayed in a list. Continue with
2b.

2. Configure the media connection.
a) If a media connection has not yet been configured, click the Add new entry icon and
select Media Streaming as the server version.
b) To edit the settings for a connection, select the connection by clicking the Edit icon for
the chosen connection.
"SCC" dialog
Field Description
Service Name Enter a mnemonic name for the SCC here, e.g. "SCC-MEB".
This name can be assigned and used at the administrator’s dis-
cretion. It is not used internally.
Up to 32 characters (letters, numbers, underscore, and hyphen)
are permitted.
Service ID Enter an ID for the SCCMEB here; These identifiers must be
(optional) unique within the entire HiPath CAP installation. The service ID
is used to define the assignment of the device to the SCCMEB
during the automatic configuration of the accompanying MEB
device. Up to 32 characters (letters, numbers, underscore, and
hyphen) are permitted.
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Field

Description

SCC host name

The name of the host on which the SCC process is running
must be specified here.

A PC name directory is created in the directory <Inst-
Dir>\config\ using the "host name".

A subdirectory called telasServer_<SCCMEB ID> is added
for the SCCMEB. A subdirectory called MEBService_<SCC-
MEB ID> is added for the accompanying MEB. These subdirec-
tories contain all configuration files for these processes that are
to be started.

Note:

For distributed installation (meaning when the SCC PC is not
your own PC/local host), ensure that you install HiPath CAP
Service Starter and the "Siemens Virtual Wave Driver" on the
specified SCC PC (cf. Section 4.3).

SCC IP address

The IP address of the PC on which the SCC process is running

(optional) may be entered here. The IP address is determined automati-
cally from the host name if no input is made here.

SCC Port The port assigned to the SCC process may be specified here.

(optional) Port 26535 is used by default.
If this port was already assigned to a different SCC by the CAP
configuration, the system automatically offers the next free port
(for example, 26539)

"MEB" dialog

Field Description

MEB IP address Enter the IP address of the PC that is to use this MEB if more

(optional) than one network card is installed in this PC.

MEB call number
(optional)

A CAP user and CAP device are created automatically using
this call number; the new device type is "MEBCallnumber" and
the device is allocated directly to the CAP user. The media li-
censes (CAP-M) are assigned to the CAP user immediately, de-
pending on the number of MEB channels configured. TAPI ap-
plications use this call number to address all configured MEB
channels in order to send requests or receive events.

Max. number of channels

Enter the maximum number of channels for the MEB. Make
sure that the corresponding number of CAP-M licenses is avail-
able.
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Field Description

Use length check This option allows you to specify that the MEB is to perform a
length check on the dialed call number for incoming calls before
a waiting call is answered. The number of digits that HiPath
must pass on to the MEB via CornetNQ when there is an incom-
ing call must have been entered under Call number length in
order for this check to be made.

Note:

If this option is enabled together with the Use call number list
option, incoming calls are also checked according to both vari-
ants. If neither option is enabled, incoming calls are not an-
swered by the MEB.

Call number length Enter the length of the call number for checking here.

Note:

If transmission of the node access code is configured on the Hi-
Path, you must take the length of the node access code into ac-
count when specifying the length of the call number.

Use call number list The associated call numbers accepted as valid by the MEB can
also be identified by the MEB via the call number list.

Use this option to specify that the MEB must compare the num-
bers that HiPath transmitted to the MEB via CornetNQ for in-
coming calls with the entries in the call number list before an-
swering the calls. For this, the call numbers or call number
ranges to be accepted must be entered underCall number list
(not in canonical format).

Note:

If this option is enabled together with the Use length check op-
tion, incoming calls are also checked according to both variants.
If neither option is enabled, incoming calls are not answered by
the MEB.

Note:

If transmission of the node access code is configured on the Hi-
Path, you must take this into account when entering the call
numbers.

Call number list Enter the call numbers/call number ranges to be accepted here.
A semicolon "; " is used as the separator for call numbers. Call
number ranges are indicated with a dash "-",

e.g."1000-1010;2000;3020-3025".
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Field

Description

Media gateway

Enter the IP address of the HG3550 V2 or HG3750 board to
which the MEB is connected.

H225 signaling port

Enter the valid H225 signaling port for the MEB. If the PC con-
tains other H.323 applications that use an H.225 port as well as
the MEB, the port numbers should match. This includes Net-
Meeting. Port number "1720" is used by default. Alternatively
you could enter port number "11720". Also make sure that the
corresponding communications port was set up in the HG3550
V2 or HG1500!

DLS IP address

You can enter the DLS IP address of any existing/used DLS
server (optional).

figure the communications port 11720 in the HG3550 V2. The CUSPN parameter, list-
ed in the HG3550 V2 documentation’s description of the AMO-STMIB: , , IFDATA, iS
probably responsible, but is not offered for configuring the change!

j When the documentation was created, it was not possible to determine how to con-

Actions

Action Description

Add Adds the entry to the Media Services connections list.
Close Closes the Add entry dialog without saving the entries.
Delete Deletes an existing Media Service connection.

Note:
This button only appears if at least one Media Service connec-
tion is already configured.
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6.6.3 MEB user

One user is automatically entered for each added MEB. The user name comprises the abbre-
viation MEBUser_ and the SCCMEB Service Name, for example MEBUser_Meb. The MEB call
number is the device for the MEB user.

Page 1 of 1 & 4 B o

User Id Name Alias Role Group | License | SCC Devices = ]
Adrnin CAP Administrator Adrnin Adrnin E}
Admin e

MEEBUser MEB1 | MEBUser MEB1 MEBUser MEEB1 TWeblser MEBT | +43(83)722-22470 }j
Adrmin 5

MEBUser MEB2 | MEBUser MEBZ MEBUser_MEB2 TWebUser MEBZ | +49(2302)98417-70001 '_;hj
*MLPSUser #MLPhoneService Account | XMLPSUser Admin %_}
telagwehb SPW Account telagweh Admin %_}
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6.7 Configuring a HiPath CAP Call Control Proxy (SCCP)

6.7.1 Overview

An SCCP instance should be configured for every application that is to use HiPath CAP in a
CSTA or JTAPI multi-domain configuration and for every XML Phone Service.

SCC proxies are only used in "multi-domain mode". An SCCP supports the CSTA Ill ASN.1and
CSTA Il XML protocols. An SCCP always supports only one connection to an application. Sev-
eral SCCPs can set up a connection to the same SCC at the same time. The SCCP handles
application authentication, user licensing, and determination of the SCCs belonging to the CAP
devices. It uses the CAP Management services for these jobs.

When setting up a connection to an SCCP, an application must first send an ACSE_AARAQ. This
request contains:

— User

— Password

— CSTA version

— Application ID

— Native (mode), true or false (default)

After successful authentication, the SCCP saves the application ID for this existing connection
and uses it for subsequent user licensing. With each additional CSTA request (for a device), the
SCCP uses a connection to CAP License Management (SLM) to check whether a license (ac-
cording to the application ID) has been assigned for this device (or for the associated user). If
automatic license assignment has been activated, an appropriate client license is automatically
assigned to a device/user, if such a license is not already available. If the license check is suc-
cessful, the SCCP saves this for 3600 seconds and forwards the request to the SCC associated
with the device.
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App 1 App2 App3
ASN.1 XML JTAPI

SCC Proxy IP Address

SCC Proxy Port

CAP Cluster -The way to the application

-This information goes to
the application

SCCP SCCP SCCP &
SCC Proxy pe hame
F Y [ 1 [ -The lncation, where the SCCP
req?getServiceForDevice CAP Call Control IP Address has to be started

CAP Call Control Port
[ T T 1 The way to the application. This

M | e | um || cm infornation goes to the SCCP
IF IF IF IF [ ¥
CAP Management scc b
= Configuration CAP Call Control pc name
= User Managemert -The location, where the 5CC
= License Managermert hias to be started

= Fault Management

_ HiPath3000/CA4000/CA300 IP Address
HiPath CAP HiPath3000/C A4000/CA300 Port
-Theway to the switch

6.7.2 Configuration

To configure an SCCP instance for the first time or to reconfigure an existing SCCP instance,
proceed as follows:

1. Click the SCC Proxy menu item in the navigation area.
a) An SCCP instance has not yet been configured. Continue with 2a.

b) One or more SCCP instances are already configured. These are displayed in a list.
Continue with 2b.

2. Configure the SCCP instance.
a) If an SCCP instance has not yet been configured, click the Add new entry icon.

b) If one or more SCCP instances are already configured, these will be displayed in a list.
Select an SCCP instance by clicking the Modify icon for the selected SCCP instance.
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Dialog

Field

Description

Service Name

Enter a mnemonic name for the SCC Proxy here. This name
can be assigned and used at the administrator’s discretion. It is
not used internally.

Up to 32 characters (letters, numbers, underscore, and hyphen)
are permitted. Blanks are not permitted.

Service Identifier
(optional)

Enter an ID for the SCC proxy here. These identifiers must be
unique within the entire HiPath CAP installation. In the Diagnos-
tic Agent, this "SCCP ID" is used to highlight the SCCP in the
list of processes belonging to the CAP cluster. Up to 32 charac-
ters (letters, numbers, underscore, and hyphen) are permitted.
Blanks are not permitted.

SCC Proxy host name

Enter the host name of the PC on which the SCCP process is
to run.

A PC name directory is created in the directory <Inst-
Dir>\config\ using the "host name".

A subdirectory called "sccp_<SCCP ID>" is added for the SC-
CP. These subdirectories contain all configuration files for this
process that is to be started.

Note:

For distributed installation (i.e. the SCCP PC is not your own
PCl/local host) ensure that you install HiPath CAP Service Start-
er on the specified SCCP PC (cf. Section 4.3).

SCC Proxy IP address
(optional)

As an option, you can enter the IP address of the PC on which
the SCCP process is to run. The IP address is determined au-
tomatically from the host name if no input is made here.

SCC Proxy port
(optional)

As an option, you can enter the port to which the SCCP process
is to be assigned. Port 27535 is used by default.

If this port was already assigned to a different SCCP by the
CAP configuration, the system automatically offers the next free
port (for example, 27536).

Disable AP Emergency

You can only deactivate this feature if this SCCP will never set
up a connection to an SCCHiPath4000 that is connected to a
HiPath 4000 with CC-AP IPDA shelves and an alternative
SCCHiPath4000.
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e Neither the service name nor the service identifier is permitted to contain blanks.

e Fordistributed installation (which means that the SCCP PC is not your own computer/local
host), ensure that you install HiPath CAP Service Starter on the specified SCCP PC.

e The Diagnostic Controller uses the service node ID to administer an SCCP and display it
in the Diagnostic Agent GUI.

Actions

Action Description

Add Adds the entry to the list of SCCP services.

Close Closes the Add entry dialog without saving the entries.
Delete Deletes an existing SCCP Instance.

Note:
This button only appears if at least one SCCP instance is al-
ready configured.
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Further HiPath CAP Management Functions

You can use HiPath CAP Management to configure all of the HiPath CAP. HiPath CAP Man-
agement provides the following functions for this purpose:

Service

This function allows you to configure the switch connections (SCC) and SCCP instances.
You can also set up access to license management, configure the XML Phone Service and
assign speed-dial numbers here.

User

This menu item encompasses user management, enabling you to add, change or remove
users and bring users together to form user groups. In addition, this function allows you to
install and assign licenses.

Device
This is where you configure and modify the devices (phones, trunks, hunt groups, etc.) of
the various PBXs by assigning them to an SCC.

Data

Here you can make the settings for exporting or importing the HiPath CAP database. This
function can be executed automatically using a timer. You can also back up the HiPath CAP
database or reload an existing backup.

Diagnostics

This menu item is used to start the various diagnostic tools, such as the CAP Management
Diagnostic Agent. It provides monitoring, configuration and problem diagnostics functions
for all components in the system: logging information, display and modification of configu-
ration data, service and process states, show participating hosts, restart processes.

Help
You can display the HiPath CAP documentation in the various formats and languages here.

The functions listed here can be found as menu items in the HiPath CAP Management main
menu. When you click a menu item, the selection list in the navigation area and the display in
the work area change accordingly.
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71 Service

The Call Control Services and Call Control Proxies are configured in Service. You can also set
up access to license management, configure the XML Phone Service and assign speed-dial
numbers here.

7.1.1 Switch connection

Information on how to configure the Call Control Services with HiPath CAP Management is de-
scribed in Section 6.1 to Section 6.6.

7.1.2 SCC proxy

Information on how to configure the Call Control Proxies with HiPath CAP Management is de-
scribed in Section 6.7.
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71.3 HLM connection (not yet implemented in this version)

Activating licenses via HiPath License Management will not be released until a later
A version of HiPath CAP.

Licenses are required to enable CTI users to use CTI functions. Depending on the application,
these licenses can be activated via HiPath License Management or via the User Administration
service implemented in HiPath CAP Management.

If you activate the licenses using HiPath License Management, you will need the License Agent
(CLA, Customer License Agent) on a PC in your network and License Management (CLM, Cus-
tomer License Management) on the same PC or another PC. CLA manages the licenses and
License Management presents the user interface with which the licenses can be requested and
installed on the CLA Licenses.

The connection to the CLA must be established for this purpose.

1. Click Service in the main menu and select the HLM Connection menu item in the naviga-
tion area.

Set HiPath License Manager {Agent) connection

CLA Host IP-address: |12?‘.EI.EI.1

CLA port number: |E1?‘4EI

Time far heartheat monitoring (msec): |1EIEIEI

Murmber of retries: |3

Apply |

2. Complete the fields described below:

Field Description

CLA Host IP address Not relevant in this version.
CLA port number Not relevant in this version.
Time for heartbeat moni- |Not relevant in this version.
toring (msec)

Number of retries Not relevant in this version.

3. Confirm your input with Apply.
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7.1.4 XML Phone Service

General Overview

XML Phone Services for HiPath CAP is a component that allows XML developers to create or
integrate a wide array of applications for HiPath 4000 devices.

Using the (optional) WML adaptor WAP-enabled devices, such as, optiPoint 600 units or even
mobile phones, can access XML applications. Future enhancements of the CAP XML Phone
Services will also support voice-controlled access.

CAP users can therefore develop new applications with which the device (circuit-switched or

IP-based) is used as an input/output device. In addition, office applications can be enhanced

so that they can also be accessed by telephone. The XML applications are deployed using the
standard HTTP/HTTPS protocol supported by standard Web servers (such as, Microsoft IIS,

Apache, EJB server, and Servlet Engine). The programming language that is used for the XML
application is consequently irrelevant, that is, it does not matter whether the XML applications
are developed using script languages like PHP, Perl or standard programming languages like
C# in the .Net environment, Java, or other programming languages.

Some examples of relevant XML applications are:

e Information systems (for example, stock market quotes, travel information, customer infor-
mation etc.)

e Personal or group address books

e Management applications (for example, for PIN administration)
e Changing presence contexts

e Activating call forwarding from a list of possible destinations

e Instant messaging

XML Phone Service

The XML Phone Service (XMLPS) is a CSTA lll XML application that is always installed

on top of SCCP. An XMLPS can operate different XML applications simultaneously. If you want
to use more than one XML Phone Service, you must configure a new SCCP for each XMLPS.
In addition, each XMLPS must have a separate TDD application number (default = 999). This
change is made in the configuration file

<InstDir>\XMLPSSvc_<XMLPS ID>\telas.cfg

with the parameter "globalappId = ..."for each XMLPS that is configured.
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XMLPS Servicestart: When the service starts, itlogs on to SCCP with a default user/password
and the application ID "XMLPS". This application ID must have been assigned to a user as a
license in CAP Management. In contrast, the application installed on XMLPS is not explicitly
licensed.

XMLPS features: The CAPPhone XML objects are used by the XMLPS for displaying menus
and input formats and for pure text displays on Siemens optiset or optiPoint devices on a HiPath
4000. The XML Phone Server operates as a browser and treats the Siemens devices as output
devices. The device communicates with the XMLPS application using the telephone data ser-
vice.

The following features are supported:

e Two-line display with 24 characters per line (only the UTF-8 character set is supported).

e All automatically generated terms are in English (EXIT, BACK SUBMIT). Additional lan-
guages for command terms must be explicitly defined by the application itself.

e Audio indicator (BEEP, SILENT).

e Application buttons with associated lamps, where the lamp status can be changed
(STEADY, WINK, FLUTTER, OFF).

e "OK" button.

e The normal keyboard is supported in numerical and text mode.

XMLPS application example: The following diagram shows a possible scenario where a de-
vice initiates communication with an XMLPS application.
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XMLPS invoke interface: The invoke interface is addressed by an application for operating
telephones (CAPPhone Execute) using a case-sensitive URL. This operation can be performed
on a telephone at any time. XML Phone Server behavior depends on the telephone connection
status.

e No XMLPS application has started: in this case, all XML PhoneExecute messages are ex-
ecuted immediately:

e if activated, a text title is displayed for five seconds.
e If activated, a signal tone (BEEP) is output.

e if activated, the button lamp is activated; this is the one that was configured in the CAP
configuration with the corresponding URL. This lamp status is maintained as long as
it is not overwritten or the assigned XMLPS application is not started.

e An XMLPS application is started: in this case, the lamp status is set for the button that is
assigned to this application URL.

e This status depends on the configuration parameter "1ampModeActiv" in the file
"telas.cfg" in an XMLPS.

e Each additional invoke message overwrites the lamp status.

e For this reason, all CAPPhoneExecute jobs are not executed until after the active ap-
plication has ended.
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To configure an XML phone service for the first time or to reconfigure an existing XML phone
service you should proceed as follows:

1. Click Service in the main menu and select the XML Phone Service menu item in the nav-
igation area.

a) No XML phone service is configured as of yet. Continue with 2a.

b) An XML phone service has already been configured. You will see this in the "XML
Phone Service list". Continue with 2b.

2. Configure the XML phone service.
a) If no XML phone service is yet configured, click the Add new entry icon.

b) If an XML phone service is already configured, you will see it in the "XML Phone Ser-
vice list". Select an XML phone service by clicking the Edit icon for the XML phone
service.

Add entry to XML Phone Service list

Phone Service Marme:

Fhone Service Id: (optional)

=

SCC Proxy Id:

Fhone Service IP address: (optional)

|
|
|
Phone Service Host name: |
|
|

Invake interface port:

[T Disable ¥ML Phone Serice

Add | Cancel

3. Complete the fields described below:

Field Description

Phone Service Name Enter a symbolic name for the XML Phone Service here.
This name can be assigned and used at the administrator’s
discretion. It is not used internally.

Up to 32 characters (letters, numbers, underscore, and hy-
phen) are permitted.
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Field Description

Phone Service Id Enter an ID for the XML Phone Service here. These identi-

(optional) fiers must be unique within the entire HiPath CAP installa-
tion. They are needed later when you are assigning HiPath
4000 terminals to an XMLPS and therefore to a particular
XMLPS application and when displaying the XMLPS pro-
cess unambiguously in the Diagnostic Agent.
Up to 32 characters (letters, numbers, underscore, and hy-
phen) are permitted.

SCC Proxy Id Select the SCCP that will be used by this specific XMLPS

4. Complete your entries with on

alone.

Phone Service Host name

The name of the host on which the "sxmlps" process is run-
ning must be entered here. A PC name directory is created
in the directory <InstDir>\config\ using the "host
name". A subdirectory called XML.PhoneSvc_<XMLPS
ID> is added for the XMLPS. These subdirectories contain
all configuration files for this process that is to be started.

Phone Service IP address
(optional)

The IP address of the host on which the "sxmlps" process
is running must be entered here. The IP address is deter-
mined automatically from the host name if no input is made
here.

Invoke interface port

The invoke interface servlet can be addressed via the port
number that you can define here. The default port number
is "3102". The invoke interface is used for operating the
telephone displays.

Disable XML Phone Ser-
vice

Activate this option to prevent an already configured XML

phone service from starting when HiPath CAP is started.

e of the following actions:

Action Description

Add Adds the entry to the "XML Phone Service list".
Cancel Closes the dialog without saving the entries.
Delete Deletes the existing XML Phone Service.

Note:
This button only appears if an XML phone service is al-

ready configured.
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715 URLs for XML Phone Service

Service

You can call up an XML application and start a dialog with it by pressing a specially configured
key on a HiPath 4000 device. To do this, you must configure one button per XMLPS application
URL on the device as the name button with the destination "TDD application number and the
accompanying button number" in the HiPath 4000. Next, assign the URLSs of the device buttons
that were configured here to a "phone device" (see Section 7.4.1, "Adding devices"). All XMLPS
application URLs are administered in a list in CAP Management. This list of URLs applies to all

configured XML phone services within HiPath CAP.

Add the URLs of the XML Phone Service applications here; these can be assigned to the
“phone devices" later. The Siemens XMLPhone Service standard applications have already

been configured.

Modify URL list for XML Phone Services

Business Group: |Standard Business Group j

LIRL: |h1.'tp Hlocalhost 317 2 etextetex

URL Identifier.  |[TEFEX

LIRL Description: |><MLF"h|:|neSewi|:e test application

Add Madity | Delete

LURL name: LIEL

AllAnnsMenu 1ttt localhost: .

EasvLookup http: " localhost: 8172 cos cos?PHONE=>phar
EasyMail http: " localhost 8172 cos-maillme "PHONE =5y
Easyvhes http: " localhost: 8172 cos po"PHONE=phane
EasyShars http: " localhost: 8172 cos -netmesting YPHOL
TEFEX http: “localhost:B8l72 tefex tefex

1. Click Service in the main menu and select the URLs for Phone Service menu item in

the navigation area.

2. Complete the fields as described in the table below.
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Field

Description

Business group

The default selection is "Standard Business Group". Addi-
tional business groups are displayed if HQ8000 user infor-
mation has been imported (split up by business groups).
Business groups are currently used only in conjunction with
HiPath8000/hiQ8000. The assignment of users to a busi-
ness group is made exclusively on the basis of the data im-
ported from the PBX. It is only displayed in CAP Manage-
ment; it cannot and may not be changed.

URL Enter the URL of an XML phone service application, includ-
ing all parameters. The parameters are the same for all us-
ers.

URL Name Enter a symbolic name for the URL of the XML phone ser-

vice here. This name can be assigned and used at the ad-
ministrator’s discretion. It is not used internally.

Up to 32 characters (letters, numbers, underscore, and hy-
phen) are permitted.

URL Description

If necessary you should enter a more detailed description
of the URL here.

3. Click the Add button and your entry will appear in the lower window.

You can use the Modify button to change an existing entry for a URL, while the Delete but-
ton allows you to delete the entry.

4. Click the Submit button to save your entries and changes.
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7.1.6 Defining speed-dial numbers

Speed-dial numbers are used by the ComAssistant CTI application to optimize the dialing pro-
cess. However, they are not necessarily required. Configuration is therefore optional. Speed-
dial numbers are useful for ComAssistant users who only have speed-dial authorization for the
system but would like to set up a connection with an LDAP search result even though the LDAP
server only supports the existing call numbers in canonical format (standard). The ComAssis-
tant converts canonical call numbers into speed-dial numbers.

Speed-dial numbers are administered in freely configurable lists. Only one list can be assigned
to each SCC in the SCC configuration.

1. Click Service in the main menu and select the Speed-Dial Numbers menu item in the nav-
igation area.

Define a name for the location by using a Speed-dial number identifier which is used as
the speed-dial number list. For each selected entry in the first window, Speed-dial number
identifier, the entries that have already been assigned are displayed in the second win-
dow, Speed-dial number/Long number. The speed-dial number identifier must be unique
throughout the entire system. If possible, enter a mnemonic ID (such as the exact desig-
nation of the location); this will be displayed in a selection dialog when configuring a PBX.

To configure a new speed-dial number, proceed as follows:
1. Clickthe ™ button next to the Speed-dial number ID selection window.

The window for entering the speed-dial number identifier is opened:

[dentifier: ||

Add| Cancel |

2. Enter the text in the input field and click Add to confirm. The window is closed and your
entry appears in the Speed-Dial Numbers Identifier window.

The window for entering the number combination is opened:

speed-dial number: I

Lang number:

v ( ) |
e.0., +49 (84 636

Add| Modify | Cancel |

3. Enter the speed-dial number and the long number.
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The long number consists of three parts: country code without leading +; area code without
leading 0; and main number of extension.

Make sure the correct number format is used.

4. Confirm with Add and your entry will appear in the Speed-Dial Number/Long Number
window.

5. Click Cancel to close the window.
6. Click Submit in the main dialog to finally enter the configuration.

The speed-dial number is now configured and can be used when configuring or modifying
PBX access data.

7.2 User

The functions for administering users of the HiPath CTI system are contained in the main menu
under User. For example, you can:

e Addusers

e Search for users

e Modify user data

e Create user groups

e Manage security settings (e.g. password setup and authentication modes)

In addition to user management, license management is also administered here. You can find
a description of license management in Section 7.3, "License Management".

Application authentication

An application always has to send an ACSE_AARQ request once a connection has been set
up to an SCCP. The user/password (for example, CAP/123) contained in this request must
match a CAP CTI or CAP Admin user. The SCCP sends a corresponding HTTP request (ht-
tp://<fgdn>:8170/mgmnt/auth/reg?authenticate=<User ID>&passwd=<Pass-
word>&encoding=bé64) to CAP User Management. If the user is successfully authenticated,
the TCP/IP connection to the application is maintained. If the authentication is unsuccessful,
the TCP/IP connection to the application is interrupted. The "Application ID" in the
ACSE_AARQ is meaningless here. For successful authentication, the corresponding license
must not be installed in the CAP.
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ComAssistant: The ComAssistant application uses CAP User Management to authenticate its
application users. The following inputs are possible for unambiguous identification of a CAP us-
er:

e UserlD
e Alias (-name)

e Device ID (telephone number in canonical format)

SimplyPhone For Outlook/Notes: These TAPI-based applications support only the device ID
(telephone number in canonical format) for unambiguous identification of a CAP user.

CTI client licensing

The SCCP stores the "Application ID" transmitted in the ACSE_AARQ request and uses it later
for CTl client licensing of CSTA requests (using the telephone number in canonical format). In
the same way, the SCC works with the application ID that is transmitted as an option by the
CAP TCSP in TAPI "lineDevSpecificFeature".

The SCCP/SCC sends a corresponding HTTP request (http://<fgdn>:8170/mgmnt/ad-
min/reg?registerLicense= <ApplicationID>&userId=<DeviceID>) to CAP Li-
cense Management. If the license check was successful, the SCCP/SCC saves this information
for 3600 seconds.
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7.2.1

Add user

In this dialog, users with different roles or rights can be configured. Authentication can be
performed by HiPath CAP Management or the Windows 2000/2003 operating system.

1. Click User in the main menu and select the Add menu item in the navigation area.

Add user
User id: ||
Display name: |
_ ¥ CTI User
Ruoles: i
™ Admin

Authentication by: |CTI Login j
Alias: |
Fasgwoard: |
Devices: |

Assign dewvices .
License granted to: |

Assign licenses. .
Business group: |Standard Business Group j
Lser group: | j

Add

2. Enter the data for the new user in the relevant fields. The fields are described in the table
below.
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Field

Description

User ID

The user ID uniquely identifies the user and is a mandatory
entry. If a user with this ID already exists, you will receive
an error message. The user can log on using this user ID.
User authentication can also be performed on the basis of
the "alias" or the telephone number.

ATTENTION!

If CTl users have already been manually configured before
a user data import, the user IDs MUST match the corre-
sponding call number of the phone device assigned without
special characters. If this is not the case, the user data im-
port will cause serious database errors. Furthermore, the
user data cannot be exported first and then re-imported.

Display name

The display name is used for messages and prompts which
pertain to the respective user (for example, The journal for
<display name> contains no entries). The display name is
currently only used by the ComAssistant application.

Roles

The user can be authorized as an administrator (with ac-
cess to HiPath CAP Management functions), as a CTl user
("normal" user without administrator rights) or both. An ad-
ministration user does not have to have an extension num-
ber. To authenticate external applications, the administra-
tion user "CAP" is configured by default with the password
"123". Use is optional, and can naturally differ depending
on the application. An application can also be authenticat-
ed with a CTl user.

Authentication by

You can choose two different types of authentication via the

dropdown menu:

e CTIlLogin
The login is handled by HiPath CAP Management. You
must assign an alias hame and password for this pur-
pose.

e Windows Login:
In this case, a CTl user is linked to a Windows user (a
domain or the local user management). During CAP
authentication, a CTl user must enter the user ID or de-
vice ID and the password of the Windows user. The ad-
vantage in this case is that the CTI user only has to
keep the Windows password.
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Field

Description

Alias
(for authentication with CTI
Login only)

Along with the user ID, which is unique in the system and
which cannot be modified by the user, an alias can be as-
signed; this must also be unique. The user can change this
alias at any time. The alias (-name) was introduced be-
cause the user ID in a user data import is only a number
string and users like to support an individual user name af-
ter a successful import. A user can then use this alias for
authentication.

Password
(for authentication with CTI
Login only)

This defines the individual password that does NOT have to
be changed during initial authentication. If no password is
entered, the default password is entered for this user. The
user is then prompted to change this password when log-
ging on for the first time.

The default password is defined under User | Settings |
Default Password. See Section 7.2.3 for details.

Username
(for authentication is with
Windows Login only)

Enter the Windows user name here that exists in a domain
or the local user management. During CAP authentication,
a CTIl user must enter the user ID or device ID and the
password of the assigned Windows user.

Domain
(for authentication with Win-
dows Login only)

Enter the domain in which the assigned Windows user is
configured here. This can be a real domain ID or the local
user management. In this case, you must enter the local
PC name.

Authentication over the operating system has the advan-
tage that the CAP user and the domain user use the same
password (the domain user password). This password only
has to be administered in the domain.

Devices

Select a device that should be assigned to this user from
the list of phone devices that have already been configured.
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Field Description

License granted to If assignment of licenses by the administrator is set for ap-
plications (see Section 7.3.3, User | Assign Licenses, Op-
tion at user administration enabled), then the licenses for
using the applications must be explicitly assigned here. Se-
lect the application from the list (
for example, ComAssistant). Licenses can be assigned for
several applications simultaneously . User licenses that
have already been assigned can also be deleted. If the "Im-
plicitly during license check" feature is active in License
Management for a particular license, this is automatically
granted and also shown here during the license check.
Temporary licenses (license overflow) have a "*" as addi-
tional identification. To use these to create normal licenses,
you must either import more client licenses according to the
application ID or perform the following steps:
— Delete licenses that have already been assigned
to CTl users.
— Search for CTI users with temporary licences, se-
lect them, one after the other, and explicitly con-
firm these with "Change".

Business group The default selection is "Standard Business Group". Addi-
tional business groups are displayed if HQ8000 user infor-
mation has been imported (split up by business groups).
Business groups are currently used only in conjunction with
HiPath8000/hiQ8000. The assignment of users to a busi-
ness group is made exclusively on the basis of the data im-
ported from the PBX. It is only displayed in CAP Manage-
ment; it cannot and may not be changed.

User group Select a user group here to assign the user to a user group.
Application examples: ComAssistant uses the user groups
to display a user’s buddy list. The CAP TCSP can automat-
ically include the users and devices assigned to a specific
user group as TAPI lines.

Note:

To enable a user group to be selected, it must first be con-
figured under User | Manage User Groups.

3. Click the Add button. A new set of user data is created and the following message appears:
User entered: <User ID> (for example, 495251827486)
If a user with the same ID already exists, then the following error message appears:
User already exists: <User ID> (for example, 495251827486)
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7.2.2 Finding and modifying user entries

1. Click User in the main menu and select the Search/Modify menu item in the navigation
area. The following window opens enabling you to specify data for a more precise search:

Search user

User id:

Display name:

!

!
Alias: |
User grou | g
Lcense | g
PBX: | =
Device: |
User role: | <]
Max. number of results ~ [300

Mumber of results per page |1 0

Delete fields || Search I Last search

2. Enter your search keyword in one of the fields. The fields are described in the table below.

"Search user" dialog

Field Description

User id, These input fields can be used to conduct a more precise

Display name, search for the required user data. The asterisk can be used

Alias, as a wild card character in any of these fields: * finds all en-

Group, tries, C* all entries beginning with C, *n all entries that end

License, in n, etc. The selection menus available under "Group", "Li-

PBX, cense", "PBX" (SCC), and "User role" always show only

Device, what has also been configured in the CAP.

User role

Max. number of results This limits the number of entries displayed as a search re-
sult. This makes it possible to restrict the search before fi-
nally displaying the result.

Number of results per page | The search result may cover several pages.
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Actions
Field Description
Clear fields All field content is deleted and the Max. number of results

and Number of results per page fields in the admin-
If.cfg configuration file are redefined.

Last search

All fields contain the values used in the last search inquiry.
"Last Search" does not yield any more data after a browser
session is complete.

Note:

The result of the last search can also be obtained directly

by selecting the Last Search Result menu item in the nav-
igation area.

3. Click the Search button. The result of the search inquiry appears in a list.

Users found: 5

Page 1 of 1 4 & G

User Id Name Alias Role  Group | License | SCC Devices i |
Admin CAP Adrministrator Admin Adrmin \:}
Admin ]

MEELUser MEBT | MEBLser MEBT MEBUser MEB1 TWebUser MEB1 | +49(39)722- 22470 '.;\éy
MEBUser MEB2 | MEBLUser MEBZ MEBUser MEB2 ?RifrglhnUser MEEZ | +49(2302)98417-70001 \:}
AMLPSUser AMLPhoneSerice Account | XMLPSUser Adrmin \:}
telaswreb SPYW Account telagweb Adrmin \:}

Use the cursor control keys to navigate through several pages (first - next - previous - last
page). The printer icon can be used to obtain a print preview of the results list in a separate

window.

If only one result is found, then step 4 is skipped.

4. Usethe M icon to select a user from the list who'’s data you wish to modify.

5. The current data for the selected user is displayed for modification purposes.
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Modify user
Llser id: Admin
Display name: |CAPAdmini5tratDr
_ [~ CTI User
Ruoles: i
W Admin

Authentication by: |CTI Login j
Alias: |sdmin
Password: | keep j
Devices: |

Assign dewvices .
License granted to: |

Assign licenses. .
Business group: |Standard Business Group j
Lser group: | j
Tirne zone: |

Modity | Close |

6. Modify the user data as described in Section 7.2.1.

j The user ID cannot be modified because it acts as a unique ID for the user.

Various options are offered in the Password dropdown menu for modifying the password.
You can change the password, keep it or reset it to the default password.
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The default password is defined under User | Settings | Default Password.
See Section 7.2.3 for details.

7. Confirm your input with the Modify button. A message is issued to confirm that the chang-
es have been applied:

User data has been modified for: <User ID> (e.g. hm007)

7.2.3 Settings for the default password

1. Click User in the main menu and select the Settings menu item in the navigation area.

Configuration of Expiration Period and Default Password

Business group: |Standard Business Group j

Diefault passwaord: |

Repeat Default password: |

Password expiration period (in days): |4EI

Mode of authentication: |AII awvailable Iuginaj

“oice box phone (H2B000 anly): |1234EE?B

submit |

2. Enter the required data in the input fields.

"Configuration of Expiration Period and Default Password" dialog

Field Description

Business group The default selection is "Standard Business Group". Addi-
tional business groups are displayed if HQ8000 user infor-
mation has been imported (split up by business groups).
Business groups are currently used only in conjunction with
HiPath8000/hiQ8000. The assignment of users to a busi-
ness group is made exclusively on the basis of the data im-
ported from the PBX. It is only displayed in CAP Manage-
ment; it cannot and may not be changed.
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Field

Description

Default password

Define the default password. This password is valid if you
do not specify a password when you create a new user en-
try or if you reset the password using Reset when you
change a user entry (see Section 7.2.2). If the default pass-
word is assigned when new users are added or when user
data is modified, the user is prompted to change this pass-
word during initial login. The default password is "123456".

Repeat Default password

For security purposes repeat the password entered under
Default password.

Password expiration peri-
od (in days)

Here you enter the validity period for passwords in number
of days. When this period has expired, the user is automat-
ically prompted to change or confirm the password.

Mode of authentication

Use the dropdown menu to set the type of authentication:

e All available logins:
When configuring a CTI or Admin user, both authenti-
cation options are always available for selection for
each separate user.

e CTl Login
The authentication is completely handled by HiPath
CAP Management. Authentication is performed in CAP
Management by using the user ID, the alias, or the de-
vice ID and the associated password.

e Windows Login:
A CAP user must always be linked to a Windows user
for authentication. Authentication is performed by us-
ing the user ID or the device ID and the password of the
Windows user assigned.

Voice box phone (HQ8000
only)

Irrelevant.

3. Click the Submit button to confirm the change.
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Further HiPath CAP Management Functions
User

You can define user groups and change existing user groups here.
The ComAssistant currently uses user groups for displaying the buddy list. CAP TCSP uses
user groups for automatically including a defined user group as a TAPI line device.

1. Click User in the main menu and select the Groups menu item in the navigation area. The

following window appears:

User groups

Create |

Add group Choose group
PEXAdmin | =
Business group: |Standard Business Group j

bdodify | Delete |

2. To define a new group, enter the name of the group to be created under Add group and

click Create.

To edit or delete an existing group, select the relevant group under Choose group and click

Edit or Delete.

When a group is deleted, links to this group are also deleted for all users belonging to this

group.

3. A new window appears in which you can create or modify a group.
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User
User groups
Add group Choose group
| PExAdmin =
Business group: |Standard Business Group j

Create | bdodify | Delete |

search user (User id):

search |

All users: User id, name User in group: PEXAdmin

2|

<

Save | Cancel |

The right hand window shows the users currently assigned to the group, while the left hand
window shows all other users. You can move user entries between the windows, either by
double-clicking on individual entries or using the cursor control keys (after user entries
have been selected). It is possible to make multiple entry selections.

4. You can conclude the definition with Submit as soon as the group’s composition has been
defined/modified. Cancel takes you back to step 2 without saving any changes.
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7.3 License Management

CAP License Management administers the number of client licenses available for an applica-
tion. A license is always bound to a MAC address of an active NIC in CAP Management and is
checked each time the service is restarted and each time a license is installed.

Each application must identify itself to the CAP with an application ID. This application ID is
passed in the ACSE_AARAQ. All additional requests for users are licensed using this application
ID. The license check takes place in interaction between the SCCP/SCC and SLM. Applications
can also ask for a license check by sending an HTTP request to the SLM.

The User main menu also offers you functions for administering licenses for using the HiPath
CTI system. You can:

e View licenses
e Assign licenses
e Install licenses

e Uninstall licenses

The SCC/SCCP checks the license. After a successful check, the SCC/SCCP stores the li-
cense information for 3600 seconds. The license is checked for a CAP user or CAP device dur-
ing the first CSTA or NetTSPI request.

If the "at user logon" feature is activated, the license that was handed over as the application
ID in the ACSE_AARAQ (for CSTA request) is implicitly assigned to a user or device.

For TAPI applications (CAP TAPI Service Provider/NetTSPI), an internal routine first requests
the license CAP, then CAP-A, CAP-S, and CAP-E, if an individual application ID was not hand-
ed over by a TAPI "lineDevSpecificFeature" within 10 seconds after a TAPI "lineOpen".

The HiPath CAP V1.0 license "UNKNOWN" which licensed the number of monitor

points to be setin a CA4000 is not needed in HiPath CAP V2.0 and higher. CA4000
version 6.0.0.0 and higher does not support a separate link to the CAP SLM, so
there is no need for a separate license.

Demo licenses/exceeding assigned licenses

Demo licenses are already installed (MAC address FF-FF-FF-FF-FF-FF) and cannot be delet-
ed. After initial assignment of a client license, the associated demo license is valid for an addi-
tional two months and is marked with an "expiration date". Once this date expires, users can
no longer be controlled by the corresponding application. The same applies if there are no more
client licenses available. The user is then given a temporary license that is valid for two months
(marked with a "*" in user management) and the corresponding license is marked with an "ex-
piration date". Once this date expires, users can no longer be controlled by the corresponding
application.
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To use these to create normal licenses, you must either import more client licenses according
to the application ID or perform the following steps:

— Delete licenses that have already been assigned to CTI users.
— Search for CTI users with temporary licences, select them, one after the other, and ex-
plicitly confirm these with "Change".
E-mail message when licenses are exceeded

An e-mail message that repeats daily if the number of licenses assigned exceeds the number
of licenses installed can be configured. In the following file:

C:\Program Files\Siemens\HiPathCTI\config\common\global.cfg
the following text lines must be changed:
<?x set MAIL_SERVER = "Name des SMTP f&higen Emailservers"?>

<?x set MAIL_SENDER = "<?xX STelasWebName?> notification <Name of the mail
sender>""?>

<?x set MAIL SYSADMIN = "Name des Emailempfdngers"?>

7.3.1 Installing licenses

Licenses are installed via license files. These files can be obtained from the same source as
the HiPath CAP software. For Siemens customers this is usually Production. Working on the
basis of order and delivery data, the administrator is capable of generating licenses for down-
loading by means of a special Production web site.

To prevent misuse, license keys are linked to the HiPath CAP Management PC via the MAC ID.
For this reason, the MAC ID for license generation must also be supplied.

particular MAC ID and are only valid for a limited period.

Demo licenses are provided when HiPath CAP is installed; these are not linked to a

1. Obtain the license file and save it locally.

2. Click User in the main menu and select the Install Licenses menu item in the navigation
area.
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Choose license file and install it

path far license file:

Browse. ..

Install |

3. Specify the absolute path of the license file here.

4. With Install, the license file is analyzed and the new licenses are made available.

7.3.2 Showing licenses
1. Click User in the main menu and select the Show Licenses menu item in the navigation
area.
Overview licenses
Application Installed licenses Used licenses Available licenses
@ CAP-E 100 ] 100
@ Cap-g 100 ] 100
@ CAP-A 100 ] 100
@ Comassistant 100 0 100
@ CAP-M 100 A 94 (100 272004 10:64)
Details licenses
Vendor Application Version Customer Date Valid until Installed licenses MAC-Adr. / Serialno.
@ ICNEN CAP-E W2.0 Evaluation 0472952003 100 FF-FF-FF-FF-FF-FF
@ ICHEN CAP-5 W2.0 Evaluation 042952003 100 FF-FF-FF-FF-FF-FF
@ ICHMEN CAP-A W2.0 Evaluation 04292003 100 FF-FF-FF-FF-FF-FF
@ [CMEN ComAssistant V1.0 Evaluatian 0452942003 100 FF-FF-FF-FF-FF-FF
@ CMNEN CAP-M W30 Evaluation 0751352004 100 FF-FF-FF-FF-FF-FF

The Overview table contains information on the licensed applications, the number of installed
licenses and the number of licenses per application that have already been used or are still
available. The lower table contains detailed information on each installed license key.

The MAC ID "FF-FF-FF-FF-FF-FF" represents the demo license key. The key is valid from the
first time a demo version is used; it is therefore shown in brackets behind the number of avail-
able licenses in the upper table. Demo licenses are valid for 2 months.
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7.3.3 Assigning licenses

There are two ways to assign licenses to individual users:

e If you use demo licenses or if new licenses are installed, the default is for the "implicitly
during license check" feature to be active. This means that during each first licensing re-
quest (registerLicense) to the CAP Management for a CAP user, a corresponding li-
cense will be granted if this license is available and the user was not yet granted the re-
quested license. If the number of client licenses available is exceeded, temporary licenses
that are valid for two months are automatically granted.

Note for TAPI applications: Because the only applications that do not transmit an individ-
ual application ID for licensing are almost exclusively TAPI applications (1 ineDevSpeci-
ficFeature), the SCC internally carries out a step-by-step license request in the order
"CAP", "CAP-A", "CAP-S", "CAP-E". These steps are repeated until a license has been
checked successfully or until there is no license available. For example, if a customer has
purchased a CAP-S license, the allocation of the CAP-A demo license must be set to "dur-
ing user configuration". This ensures that demo licenses are allocated only when this is de-
sired.

e Alternatively, the administrator can explicitly assign licenses to a user when configuring the
user in HiPath CAP User Management (cf. Section 7.2.1). If there are no more available
licenses when setting up the user ID, the administrator receives a corresponding error mes-
sage.

Licenses can also be granted to a specific user during the data import in "hdms for-
mat".

1. Click User in the main menu and select the Assign Licenses menu item in the navigation
area to define the assignment process.

Please, enter when to be assigned a license:

Application at user administration at user logon
CAP-E r I
CAP-5 r I
CAP-A Il v
ComaAssistant r I~

2. For each of the license keys/application IDs available, select implicit assignment (first
come/first served) or "at user administration" (explicit assignment by the administrator).

3. Click Save to confirm your selection.
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7.3.4 Deleting licenses

Sometimes it is necessary to delete already installed licenses.

1. Click User in the main menu and select the Uninstall Licenses menu item in the naviga-
tion area.

Lizenz auswihlen und deinstallieren

“Yorhandene Lizenzen:

SimplyFPhone Wy

[T Lizenz auch bei den Benutzern entfernen

Deinstallieren

2. Select the application for which the license key is to be deleted.

3. Ifyou also wish to remove the licenses to be deleted for users to whom these licenses have
been assigned, then select "Also remove license for users"

4. Click Uninstall to execute the action.
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7.4 Device

"Extensions" (type: phone), "virtual extensions" (type: virtual device), "RCG groups", "hunt
groups", and "lines" associated with the various PBXs are assigned to different SCCs by means
of their device IDs. The device ID is either a selectable long call number in canonical format (for
example, +49(5251)8-27486) or, for lines, an unambiguous administration number in CAP Man-
agement that comprises the SCC ID and the position of the corresponding module or channel
(for example, +SCC-H4K-1+1-67-1+0 = +<SCC ID>+<position>+channel). "RCG groups",
"hunt groups" and "lines" can only be imported, however. Additional device types are "SIP",
"FaxNumber", "MailAddress", "RoutingDevice", and "MGCP". They can also only be imported.
The last device type, "MEBCallNumber", is automatically added when a SCCMEB/MEB is con-
figured. If a device type is not "Phone" or "Virtual Device", it cannot be administered.

An application can use the HTTP request http://<fgdn>:8170/mgmnt /admin/
reg?getServiceForDevice=<Device ID> torequestthe IP address and port number of
an SCC to which a CSTA request should be sent for a certain device. This is the method used
by the SCCP, CAP TCSP, and ComAssistant Phone Controller.

Extensions and virtual extensions are assigned to CAP users so that these devices can be con-
trolled or monitored via a CTl application. This is because they can only be licensed by a CAP
user. In contrast, RCG groups, hunt groups, and lines can also be licensed without assigned
users. At this time, however, this can only be done if the necessary license can be implicitly as-
signed.

Devices and applications

Using "Address Translation Service" (SAT) features, an application can always use the associ-
ated call number in canonical format to address a device. Conversion into a number that the
SCC can use for addressing is done using the display in the "PBX format" field of a device. If
an overlap is configured, it is taken into account here. The relevant LODEN number is displayed
in this field for HiPath 4000 "RCG groups", "hunt groups", and "lines".

The long call number in canonical format is also always transmitted to the application in Events.
To guarantee this function, the PNP number and the node access code are administered in the
device configuration, corresponding to an SCC configuration belonging to a device. If an event
contains a call number corresponding to the configuration (for example: extension, PNP num-
ber, node access code+extension, ISDN number), the number is converted into the device ID
before it is forwarded by the SAT.

You can add and configure devices in the Device main menu ("extension" (type: phone), "virtual
extension" (type: virtual device)). The following functions are available to you:

e Add device
e Search device

e Edit device
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7.4.1 Adding devices

Device

1. Click Device in the main menu and select the Add menu item in the navigation area.

Add device
Emergency (HiFath4000 only):

SCC ID: | SCC-HP4000 =l =
Business group: |Standard Business Group j
Device type: |Ph|:|ne j
ISDM number: [+a3  |(sm722 Extension
FMP number: | j
Mode acces code: I vI
#ML Phone Service: | j “iL Phone setings

2. Enter the data for the new device in the relevant fields. The fields are described in the table

below.
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"Add device" dialog

Field

Description

SCCID

Select the switch connection that is used here. Based on
this selection, an extension or virtual extension is perma-
nently assigned to a PBX. Furthermore, the ISDN num-
ber(s), PNP number(s), and node access code(s) are dis-
played in accordance with the associated SCC
configuration.

Emergency (HiPath 4000
only)

If this device is located in an IPDA shelf in which the new
"CC-AP" (Common Control for Access Point SCC Emer-
gency) hardware has been installed and if an additional
SCCHiPath4000/CA4000 is configured for this IPDA shelf,
select the SCC ID of this alternative SCC here. If the
HiPath4000 server (or the SCC/CA connection to this Hi-
Path 4000 server) fails, this device can still be addressed
and monitored via the alternative SCC.

Business group

The default selection is "Standard Business Group". Addi-
tional business groups are displayed if HQ8000 user infor-
mation has been imported (split up by business groups).
Business groups are currently used only in conjunction with
HiPath8000/hiQ8000. The assignment of users to a busi-
ness group is made exclusively on the basis of the data im-
ported from the PBX. It is only displayed in CAP Manage-
ment; it cannot and may not be changed.

Device type

Select the device type here. The supported types are
“Phone" and "VirtualDevice". Any other types of devices
can only be imported.

ISDN number

Selection list with ISDN codes (country code/local code/
main number). Together with the extension, this yields an
international phone number that is unique worldwide. The
ISDN code selection list is created during SCC configura-
tion and can be changed at a later time.

PNP number

Selection list with PNP codes (Level2/Level1/Local code)
Together with the extension, this yields a unique PNP num-
ber in the private network. The PNP code selection list is
created during SCC configuration and can be changed at a
later time.
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Field

Description

Node access code

Selection list with NACs (Node Access Codes). Together
with the extension this yields a unique station number (e.g.
96-1234 / 99-1234) in the open numbered Hicom/HiPath
network. The node access code selection list is created
during SCC configuration and can be changed at a later
time.

Extension

Number of the extension, which means the device number.
This number is usually configured in the PBX in exactly the
same way.

Exception:

If overlap has been selected, the extension number must
be entered without the overlap number. Consequently, this
extension number is only a fragment of the number config-
ured in the PBX (for example, if the main station/extension
=722-1234 and overlap = 1, the extension 21234 is config-
ured in the PBX).

PBX format

This field cannot be administered. This displays the call
numbers configured in the PBX for all devices that are ad-
dressed in the CSTA via a selectable number. Any overlap
configuration is also taken into account here (for example,
if the main station/extension = 722-1234 and overlap=1,
then extension 21234 appears in the PBX format field). For
HiPath 4000 devices that are addressed in the CSTA via a
CSTA device ID (RCG, trunk, hunt group), the associated
LODEN number appears. The SAT needs this data for con-
version.

XML Phone Service

Select an XML Phone Service you wish to enable for the
device from the dropdown list. XML Phone Settings is
then enabled (see below).
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Field

Description

XML Phone Settings

If you click the XML Phone Settings button, you will be of-

fered the following setting options:

e Number of display lines
Setting cannot be changed.

e Number of characters per display line
Setting cannot be changed.

e Button number
The number of the button on the device that is to be as-
signed to the URL of the XML application. Pressing the
button starts the XML application and displays it on the
device.

e URL parameters
Additional parameters can expand a URL call. This
configuration depends on the XML application.

XML Phone settings

MNumber of display lines:

Mumber of characters per line:

Available URLs:

B, ppsMenn

Easykp

EasyMail s7localhost:8172/ces/mailme ?PHONE=%phone?
Easytes ##lacalhost 8172 cos pe?PHONE=*phoneX
EasyShare s#lacalhost:8172/ces-netmesting YPHONE=%phoneX
TEFEX s#localhost:8172-tefex tefex

Button number:
URL parameter:

Add button assignment

Used URLs:

7, Al1lAppsMenu
8,EasyLookup
9,EasyMail
10,EasySes
11,EasyShare
12, TEFEX

-

Maodify button assignment

Delete |

Close |

3. Click the Add button. The entries are saved as a new data record.
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7.4.2 Finding and changing devices

1. Click Device in the main menu and select the Search/Modify menu item in the navigation
area. The following window enabling you to conduct a more precise search:

Search device

Device:

Device type:

SCC D

SCC Emergency

Led Lo Lo Lo

=ML Phone Service:

Max. number of results: aan

Mumber of results per page: |1 0

— PR I = . 1 . . A

2. Enter your search keyword in one of the fields. The fields are described in the table below.

"Search device" dialog

Field Description

Device You can search for the name of the device here.

Device type You can search for the device type here.

SCCID You can search for the switch connection used by the de-
vice here.

SCC Emergency You can search for alternative SCCs that are connected to
an IPDA shelf with CC-AP hardware installed.

XML Phone Service In the dropdown list, select an XML Phone Service to which
HiPath 4000 phone devices were already assigned.

Max. number of results This limits the number of entries displayed as a search re-
sult. This makes it possible to restrict the search before fi-
nally displaying the result.

Number of results per page | The search result may cover several pages.
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Actions
Field Description
Clear fields All field content is deleted and the "Max. number of results"

and "Number of results per page" fields in the admin-
If.cfg configuration file are redefined.

Last search

Click "Last search" to complete all fields with the values
used in the last search inquiry. "Last Search" does not yield
any more data after a browser session is complete.

Note:

The result of the last search can also be obtained directly
by selecting the Last Search Result menu item in the nav-
igation area.

3. Click Search. The result of the search inquiry appears in a list.

Devices found: 8

Page 1 of 1 8 & G e

Device Device Type SCCID SCC Emergency | Phone service | (—§
+43(89)722-22470 MEB CallMumber MEEH %}
+AS RS 22224710 MEBCallMurmber WEB %}
+43(89)722-22470 MEB CallMumber MEEH %}
+43(89)722-22470 MEB CallMumber MEE %}
+AS B2 224710 MEBCallMurmber MEBH %}
+43(89)722-22470 MEB CallMumber MEE %}
+A9(2530298417-70001 | MEBCallNumber MEBZ2 %}
+A9(B97 212345 Phone SCC-HPA000 %}

Use the cursor control keys to navigate through several pages (first - next - previous - last
page). The printer icon can be used to obtain a print preview of the results list in a separate

window.

If only one result is found, then step 4 is skipped.

4. Use the '%;j icon to select a user from the list whose data you wish to modify.

5. The current data for the selected user is displayed for editing purposes.
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Edit device

Emergency (HiFath4000 only):
SCC ID: | HP_3000 =l =l
Business group: |Standard Business Group j
Device type: |Ph|:|ne j
ISDM number. [+49  |(am7ezez470 -] Extension

- |43212
FMP number: | j
Mode acces code: I vI
PEBX farmat: [43212
#ML Phone Service: | j “iL Phone setings

6. Edit the user data as described in Section 7.4.1.

Device

7. Confirm your input with Modify. A message is issued to confirm that the changes have

been applied:

Device data has been modified for: <device> (for example optiPoint 410)
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7.5 Data

In the Data menu item of the main menu you can export the HiPath CAP data contained in a
database file to a particular directory and import an already existing database file from a par-
ticular directory. If these actions are to be executed automatically at set intervals, then you can
set a timer (task) for this purpose.

The CAP configuration and user data is administered by an open LDAP server (process
"SLAPD"); this data is in the directory:

:\Programs\Siemens\HiPathCTI\data\TelasAdmin\adminauth\capdb

Folders » | | Mame ¢ | Size | Tvpe | Madified
' 51 Siemens a| |l authid.dbb BKB DBEFile 10/5/2004 2:00 AM
. @07 HiPathcTI (=] deviceaddr.dbb 12 KB DBEFile 10/5/2004 2:00 AM
-] backups =] dnzid dbb 32KB DBBFile 10/5/2004 9:43 AM
-] bin idzentry.dbb 60KE DBEFile 10/5/2004 9:43 AM
-] cap /=8 nextid. dbb BKE DBEFile 10/5/2004 9:43 &M
T' config /=] obje ctClass.dbb BKE DBEFile 10/5/2004 9:38 AM
1L ] data 8] scrid . dbb BKE DBBFile 10/5/2004 2:00 AM
E1-{2 TelasAdmin id,dbb BKE DBEFile 10/5/2004 936 AM
¢ -] adminauth
Ly
13 impork
-7 license
7 ucdata
il distribution
1:| e
—_
EIJLI logs
1] ReleaseNates —_

A31003-G9330-1100-2-7620, 01-2005
7-38 HiPath CAP, Service Manual



Further HiPath CAP Management Functions
Data

7.5.1 Importing and exporting data

If you want to export the database file to a particular directory, select the Data | Export menu
item. If you want to import an existing database file from a particular directory, select Data |

Import.

Error-free data import is only possible if the user IDs of all existing CAP CTI users
A are the same as the device IDs without special characters.

1. Click Data in the main menu and select the Import or Export menu item in the navigation

area.

Database import / export function

Transferdirection: ¢ |mpont

" Export

Transfertype: I 'I

Impart File: |

Durchsuchen...

Start Transfer |

2. Enter the data in the relevant fields. The fields are described in the table below.

"Database import/export"” dialog

Field

Description

Transfer direction

Choose whether you wish to import an existing database or
export the database currently in use.

Transfer type

Select the database transfer type:
o TXT

e HDMS (DMS)
e DEV

e AllData

e HiQ8000

Import File

To import a database, use the Search button to go to the
directory containing the database to be imported.

3. Click the Start Transfer button to start importing or exporting the database.
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Import configuration file "impAdmData.cfg"

The file impAdmData . cfg defines parameters for data import and export.
IgnorePBX = <Service node ID-1>,<Service node ID-2>,..
Separator = < > (Default "|")

Setting these parameters prevents any changes to user data for specific systems (service ac-
count ID) during the import and export. This can be very important when importing data in
HDMS (DMS) format if all data is not imported for all CTl users. In HDMS format, users are au-
tomatically deleted if they are present in the CAP DB but not in the import file.

ExecuteAllChanges = 0/1

If this parameter is active (1), the data import is controlled depending on the number of users
existing in the CAP DB and the number of changes to be made. If there are less than 100 CTI
users, an import is performed when the number of the data changes is lower than 10%. If there
are 100 or more CTl users, an import is performed when the number of the data changes is 1%
or lower.

Separator = < > (Default "|")

The separator no longer has to be explicitly defined.

Data import/export schema files
All import and export schema files are located in the directory:
C:\Program Files\Siemens\HiPathCTI\data\TelasAdmin\import

The options available for the imported information and associated field designation is provided
in a schema description. If an import file does not contain a header with these field designa-
tions, the system automatically assumes the default import (see example files). If the format of
the import file does not match the required standard, this file must contain a header in which
the field designation is listed according to the information position.

The "updatePerm.cmd" can be found in this directory after the import. It contains all import
calls that were executed. The import is logged at the same time. The name of the log file is:

C:\Program Files\Siemens\HiPathCTI\logs\<PC name>\import.log

The TXT import and export format

The schemeTXT. c fg template contains the format description for the txt import and export for-
mat. Each line in the file contains a command with the following syntax:
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& Export. TAT - Editor =1
File Edit Format Help

hction|deviceld|pbxId|name

[4+48¢525102421-100 |1 |Friedhelm Grunert

|+49(525132421—101|l|5um€F

[449¢5251)2421L-102 |1 sau

4

txt format examples
# Delete user +49(89)636-12345
0;+49(89)636-12345
# Set up Miller for system 0060 with telephone number +49(89)636-12345
# and set the default password.
1;+49(89)636-12345;0060;Miller
# Phone number +49(89)636-12345 is switched to system 0061
2;+49(89)636-12345;0061
# User name for telephone number +49(89)636-12345 is changed to Mellor
2;+49(89)636-12345; ;Mellor

# Password for telephone number +49(89)636-12345 is reset to the de-
fault

3;+49(89)636-12345

action Identifies the command to be executed
0 Delete user
1 Add new user
2 Modify password
3 Reset user password to default
deviceld User telephone number in long canonical format
pbxid PBX ID for which the phone number is configured. This field is mandato-
ry if action=1, optional if action=2, and has no significance if action=0,3.
name User name. This field is optional.
pwd User password. This field is not relevant if action=0,3. If it is not specified,

the default password is set if action=1, and the password is left un-
changed if action=2.
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The HDMS (DMS) import and export format

The schemeHDMS . cfg template contains the format description for the HDMS import and ex-
port format. Unlike the TXT format which contains commands such as Delete, Modify, and
Add, this format is evaluated differently. The input file always contains all user data which is
synchronized with the current data from the HiPath CAP User Management database.

Add: New users (contained in the .HDMS file but not in the CAP database) are added to
the HiPath CAP User Management database. The password is set to the configured default
password and the timestamp is set to "0".

Delete: Invalid users (present in the CAP database but not in the .HDMS file) are deleted
from the HiPath CAP User Management database.

Modify: The user data is changed as specified in the .HDMS file for users who are con-
tained both in the .HDMS file and in the CAP database. This only applies to the "name" and
"pbx" fields.

The password can be changed to HDMS format (credentials) via the import tool; the CTI user
must change it during initial login. Each line in the file contains a user data record with the fol-
lowing syntax; Comment lines are prefixed by a # symbol and blank lines are ignored.

& HDMS.hdms - Editor
File Edit Format Help

countryCaode|areaCode | number | extension| pbhxId| name|credentials|authurd| 1icenses
015251 124211100(1|Friedhelm Grunert|123456|FG|CAP-4, SimplyPhone w
9|5251|2421|101|1|Sum$f|654321||

9)5251]2421{102|1|5aul|987654 ||

HDMS format examples: Two user data records are transferred in this example. The scheme
above is used to check whether these are new or whether the name or PBX has been changed,;
Otherwise, all other users who are already registered are deleted. As a result of importing, Hi-
Path CAP Management has registered precisely these two users with the details below as valid
HiPath CTI users.

# John Smith with the telephone number +49(89)636-47111 at PBX 0060

# and Peter Smith with the telephone number +49(89)722-4712 at PBX 0249
49]89|636|47111]0060|John Smith|

49]89|722|4712|0249|Peter Smith|
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countryCode Country code for the call number (for example, 49 for Germany)
areaCode Area code for the call number (for example, 89 for Munich)
number Call number (for example, 722 for an internal call)
extension Extension (subscriber extension)
pbxid PBX ID for which the phone number is configured
name Subscriber name. This field is optional.
credentials Individual password; absolutely must be changed during initial login. This
field is optional.
authUID Subscriber alias name. This field is optional.
licenses Assigned licenses; more than one license can be assigned. This field is
optional.

The following chart shows the internal connections during data import.

Admin
Controller X-l/E HiPath 4000 Assistant

jJava.exe L Import. HDMS

TOOI HiPath 4000 Manager

HDMS (Hicom 300}

ComWin

&

CAPImport.cbl

Import.txt Application xv=
Import. All

Import.HG8

Import HiPath 4000 non-station devices

When applications address HiPath 4000 logical devices (type RCG, trunk, hunt group) an ad-
dress type conversion has to be performed. The application usually addresses any device
(phone) by its dialing number. But HiPath 4000 logical devices have to be addressed by their
LODEN number.

Example:
RCG 100 dialing number: +49(5251)2214-7661 LODEN: 33554442

The HiPath 4000 expert access program "ComWin" includes a feature for downloading all
switch device information into a file along with their assigned LODEN numbers.
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Start "ComWin" and establish a connection to a HiPath 4000.

Logon to the HiPath 4000.

Select Macro - CBL start.

Browse for "CAPImport.cbl".

Enter the "SCCId" and the "Canonical Prefix" [example: +49(5251)2214].
Click "Store".

"Read Trunks, RCGs, HuntGroups, Phones"

"Save Result to File"

Import the resulting file as already described.

7.5.2 Planned tasks

You can configure a new task or reconfigure an existing task here. You can use a task (timer)
to define the times at which the files are to be automatically imported from a particular directory
or at which the CAP CTl users should be exported to a particular directory. You cannot change
the name of the export file here - it is "user.txt" or "user.hdms".

To configure a task (timer) for the first time or to reconfigure an existing task, proceed as follows:

1.

Click Data in the main menu and select the Scheduled Tasks menu item in the navigation
area.

a) There are currently no tasks configured. Continue with 2a.

b) A task has already been configured. You will see this in the "List of running import tim-
er". Continue with 2b.

Configure the tasks.
a) If no task is yet configured, click the Create new timer icon.

b) If ataskis already configured, you will see itin the "List of running import timer". Select
the task by clicking the Edit icon.
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Timer configuration

Tirner narne:

Transfer type:

Interall:

Direction:

Time to start:

Day to start:

source f Target directory:

|Timer1

| T<T =
| g
|imp|:|rt j

|hh |mm |pmj
[MMDD Y

Sane Pause |

Delete | Cancel

3. Complete the fields described below:

"Timer configuration" dialog

Field

Description

Timer name

Enter any name for the task.

Transfer type

Select the required transfer type from the database:
TXT

[ ]

e HDMS

e DEV

e AllData

e HiQ8000

Interval

In this field, specify the intervals at which the database is to
be imported or exported. You can choose between the fol-
lowing intervals:

e daily
e weekly
e monthly

Transfer direction

Choose whether you wish to import an existing database or
export the database currently in use.
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Field

Description

Time to start

Enter the start time for the transfer in hours (hh) and min-
utes (mm).

Day to start

Enter the start date for the transferin DD/MM/YYYY format
(e.g. 16/05/2004). You can also select the date from a cal-
endar. To do this, click the calendar icon on the right next to
the input field.

Source/Target directory

Specify the location where the database to be exported
should be stored or where the file to be imported is located.
The import files must have the following names:

e user.txt

e user.hdms

e devices.hdams

The export files must have the following names:

e userExported.txt

e userExported.hdms

e devicesExported.hdams

4. Complete your entries with one of the following actions:

Action Description

Save Saves your entries and adds the task to the "List of running
import timer".

Pause Puts the selected task into standby mode, which means
that it will no longer execute until you release it again with
this button.

Delete Deletes the selected task from the "List of running import
timer".

Note:
This button only appears if a task is already configured.

Cancel Closes the dialog without saving the entries.
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7.6 Diagnostics

The functions for monitoring, configuration and problem diagnostics for all components in the
system are handled here. For example, logging information, display and modification of config-
uration data, service and process states, display of participating hosts, restart processes.

1. Click Diagnosis in the main menu and select the Diagnostics menu item in the navigation
area:

A general message indicating the status of the overall system is displayed.

CAP Management Diagnostic Agent \3

heinz-ruediger | @ not all services are running Q)

Local installation of CAP Management Diagnostic Agent: 1

(Single jarfile, starting via double click)

2. Clickthe &/ button to the right of the message.

The CAP Management Diagnostic Agent diagnostic applet is started and provides all
functions for diagnostics and configuration in a separate window.

The CAP Management Diagnostic Agent can be installed locally. This application then runs lo-
cally on the PC, independently of the Web browser.

Local installation of the CAP Management Diagnostic Agent

1. Start downloading the twebDiagAgent . jar file.

Note the location of the downloaded file.

In Explorer, go to the folder containing the saved file.

A 0D

Start the CAP Management Diagnostic Agent by double-clicking it.
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path that contains blanks. If this is the case, the local "Diagnostic Agent" cannot
start.

You can solve this problem by changing the REGISTRY, however.

In HKEY_CLASSES_ROOT\jarfile\shell\open\command , change the entry:
"<jre path>\bin\javaw.exe -jar %1"

to:

"<jre path>\bin\javaw.exe -jar "%1".

<jre path> is the path to the locally installed Java Runtime Environment.

If the "Diagnostic Agent" is installed locally, this application may not be installed in a

If German is selected as the browser language when downloading, then the German version
of the CAP Management Diagnostic Agent will be supplied - similarly the English version will
be supplied if the language setting is English.

The Diagnostic Agent is always associated with a Diagnostic Controller that runs on the PC with
the CAP Management from which it was downloaded.
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The following figure shows the user interface of the CAP Management Diagnostic Agent:

& CAP Management Diagnostic Agent

Connect

Debug

@ heinzruediger: not all services are running

fHusts |/F'ru-::esses rSenti-::es |/Cnnﬁguratinn

o I@

‘start all | stop all| restart all

1 hosts

% [ heinz-ruediger
@ [ Telas\webStarter

D AdminCaontraller

D SystemiogmiDatabase

[} saTCaontraller
D DiagnoseContraller
[} scc_HP3000

[ scc

D CAA000_SCC-HF4000

[} scc-HP4000

[} mem"

[} MER2Z

Semices | Type | Frocess Status

’;: PEXManagement AdminServiet AdminController @ running

§§ JserAuthentication AuthServiet AdminController @ running

§§ Configloader ConfigloaderServiet AdminController @ running

§§ Admin_Redirect DefaultServiet AdminController @ running

§§ DiagnosticGUI DiagnoseServiet AdminController @ running

§§ Admin Hitpd AdminController @ running

§§ LMServer LMServer AdminController @ running

§§ LicenseGUl LicenseServiet AdminController @ running

§§ LogServer LogServer AdminController @ running

§§ AdminLogin LoginServiet AdminController @ running

§§ AdministrationGUl MgmiServiet AdminController @ running

§§ AdminCaontraller ServiceCantroller AdminController @ running

§§ Systemmanagement SyshamiService AdminController @ running

§§ CA4000_SCC-HP4000 Connectivity Adapter 4000 |CA4000_SCC-HP4000 @ not ready

§§ CiagnoseSemnice CiagnoseSemer DiagnoseContraller @ running

§§ CiagnoseCantraller SemiceCantroller DiagnoseContraller @ running

§§ MEB1 TelazServer MEB1 @ notready

§§ MEBZ TelazServer MEBZ @ notready

§§ SatSemer SatSemer SATContraller @ running

§§ SATCantroller SemiceCantroller SATContraller @ running

§§ SCC-HP4000 TelazServer SCC-HP4000 @ notready

§§ SCC TelasProxy SCC @ not running
§§ SCC_HPZ000 TelazServer SCC_HP3I000 @ not running
§§ Lookup Lookup Telas\WWebStarter @ running

§§ TelasWehStarter ProcessCantroller Telas\WWebStarter @ running

To navigate in this window, simple select the relevant tab. The significance of the various tabs
is explained below.

Diagnostic information

The following information is important and helpful when analyzing problems:

Product information: provides an overview of the installed product. The version and
build states are important points here. This information should always be supplied
when contacting the hotline.

Process information: shows the table of currently active processes. It is important
that the status of all displayed processes be correct. This gives the administrator an
initial overview of the problems.
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Service information: this table contains precise information about the services active
in the system as well as their status. The status also indicates potential problems. The
process/service allocation is also displayed.

Configuration information: the configuration files can be viewed, analyzed and
changed. Once configuration files have been changed, the corresponding components
(possibly even the entire system) must be shut down and restarted.

Logging information: logging information is constantly written to files during opera-
tion. All log files are saved in the directory <InstDir>\Logs. The errors.log file plays an
important role. Errors related to all services are saved in this file together with the ap-
propriate service ID. It is advisable to check this file at regular intervals and to reset it
if necessary so that problems can be identified more quickly in the event of an error.
To enable precise analysis of a specific, reproducible problem, you must first delete the
logging history (Logging Reset) and then reproduce the error. This removes outdated
log information and reduces the amount of log data to be analyzed.

When the system is restarted, any existing log files are renamed as < name>_last.log
in accordance with the logging configuration so that information is not lost. Varying
amounts of information are saved depending on the log level set. Log levels for active
processes are displayed with Show Logging. If a problem is discovered in one of these
processes, its level can be raised specifically to obtain more precise information.

Save Diagnostic Data: with this option, the diagnostic information can be saved to a
file for analysis and forwarding. The data is packed in a zip archive and can be down-
loaded by development or the hotline.

More information on diagnostics is contained in Chapter 8, "Troubleshooting".

7.6.1

Hosts

If the Hosts tab is selected, all hosts in a network where a HiPath CTI service is running are
shown in a tree structure in the left window. If a host is selected, all services running on that PC
are shown with their state and process allocation.

e Properties
In general Properties can be used to display additional information in a separate window
as soon as a host or a line has been selected in the list of services. This information can
be evaluated in Development for diagnostic purposes.

e Start all, stop all, restart all
This function enables all CAP/CTI processes on particular hosts (select the required hosts
in the tree structure) or on all hosts in the network (uppermost entry hosts to be started,
stopped or stopped and directly restarted.
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7.6.2 Processes

If the Processes tab is selected, all processes running in the entire system are listed. If a pro-
cess is selected, various functions can be executed for this process.

Properties
Same as above (Section 7.6.1), depending on the process selected.

snapshot

If a process is selected, you can call up information on the process environment, logging
and thread state via snapshot You can also query the parameters currently loaded (for ex-
ample, query the port of an SCC).

ping
If a process is selected, you can check the current receive status using ping.
start, stop, restart

These functions can be used for all processes with the exception of the special TelasWeb-
Starter process.

start all, stop all, restart all
All other processes are started using the TelasWebStarter process. In this way the system
can be shut down completely and then restarted after this process is selected.

Show log files, Show configuration files

Senvices | Type | Frocess | Status
FBEXManagermp=as=t fLolooic Donlod AdminController @ running
Userduthenti] . =Show log files AdminContraller @ running
Configloader  Show configuration files  |Iet AdminController @ running
Admin_Redirett CETAOMSETEL AdminController @ running
DiagnaosticsLU DiagnoseSerlet AdminController @ running
Admin Hitpd AdminController @ running
LMSemer LMSemer AdminController @ running
LicenseGU| LicenseSeret AdminController @ running
LogServer LogServer AdminController @ running
AdminLogin LoginSerilet AdminController @ running
AdministrationGLI MormtSernddet AdminController @ running
AdminController SericeCantroller AdminController @ running
Systermhlanagement SysMogmitService AdminController @ running

These functions are available via a context-sensitive menu: Select a process, open the
context-sensitive menu with the right mouse button and select the function. The list of log/
configuration files is displayed. Double-click the relevant file to display the content.
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7.6.3 Services

A complete list of the services available in the system together with their process allocation and
current state are displayed when you click the Services tab. The following functions are also
available in this tab after a service has been selected:

e properties, snapshot and ping
Same as above (Section 7.6.1, Section 7.6.2), depending on the selected service.

e Show log files, Show configuration files
As above (Section 7.6.2), these are available via a context-sensitive menu for the selected
service.

7.6.4 Configuration

The complete system configuration can be viewed and edited via the Configuration tab. The
<InstDir>\config\configuration directory is displayed in the left window in a tree structure
with the usual Explorer navigation option. The configuration files contained in the selected di-
rectory are shown to the right. The following functions are possible in this view:

e Properties
The amount of existing data, the last change date and the name of the directory for existing
files are displayed for the selected directory.

e Display
The content of the selected configuration file is displayed in an edit window. A special fea-
ture of this display is that the variables or "include" statements used in the file can be re-
solved accordingly using the Replace variables function and filled with completely new in-
formation. Changes can only be saved in the Not replaced state.

7.6.5 Logging

During runtime, runtime information is saved to files for all services in the system. This includes
information, warnings and faults. The scope of recorded data depends on the set log level.

All log files are generally saved in the <InstDir>\Logsdirectory. In the case of distributed in-
stallations, a separate subdirectory with the host name (no domain suffix) is created for each
participating PC.

Logging is controlled and log files are displayed in the CAP Management Agent either by
means of the Logging tab or via the Debug menu item.

Once the Logging tab has been selected, all file loggers who save information to files are dis-
played. These can easily be allocated to the corresponding process/service based on their
names. For this, the current logging level is displayed in the right hand column as the most im-
portant information for all loggers. Once a line in this table has been selected, the level for the
selected logger can be modified.
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e Properties
By clicking "properties”, additional information on the selected logger is shown in a sepa-
rate window. This information is only intended for service technicians or development.

e Reset Logging
This function permits the deletion of old logging information which may disrupt fault analy-
sis. Older logging files are deleted and the logging file currently in use is emptied.

e Change Logging Level
Select the required level from the dropdown menu next to Set Level. The selection applies
to the currently selected logger. To activate the setting, it must be confirmed using set lev-
el. The change in logging level only applies temporarily until the relevant service is next
restarted. The changes are not written to the configuration files.

e Set the Log Filter
You can set one log filter inclusively or exclusively here. It can expand or restrict the logging
operation. This filter applies to the entire contents of the log file for a selected CAP process.
It is comparable to a search term in a text or Word document.

To view the content of the logging files, select a file logger from the list of file loggers. The con-
text-sensitive menu (right mouse button) Show Log Files displays the list of all log files created
by this logger. To view the content of the file, double-click the file name.

7.6.6 "Process Controller" and Services

Every running Windows CAP Java process has its own startup script, located in the
<PC_name> subdirectories. The configuration file extension is * . proc and the leading Sxx
number specifies the process startup order number.

Example: <inst dir>\config\pc-name\admin\S0lservice_ctrl.proc

The processes are: TelasWebStarter, Admin Controller, Diagnostic Controller, SAT Controller
and CallldRepository. They act as "process controller" and "service controller". After a success-
ful process start, every single java.exe will startup additional internal services. The service con-
figuration file extension is * . svc and the leading Sxx number specifies the service startup or-
der number.

The Admin "service controller" also starts up and controls the CAP HTTP server. The Web
server configuration file is "http-server.props".
Admin Controller
The Admin Controller services are:
— PBXManagement
— UserAuthentication

— ConfigLoader
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— Admin_Redirect

— DiagnosticGUI

— Admin (HTTP server)
— LMServer

— LicenseGUI

— LogServer

— AdminLogin

— AdministrationGUI

— AdminController (as service controller)

CalldRepository
The CallldRepository services are:
"unknownService"

— CallldRepository (as service controller)

Diagnostic Controller
The Diagnostic Controller services are:
— DiagnosticService

— DiagnosticController (as service controller)

SAT Controller
The SAT Controller services are:
— SATServer

— SATController (as service controller)

TelasWebStarter
The TelasWebStarter services are:

— Lookup

— TelasWebStarter (as "process controller" ) (It is the lookup client!!!)

7-54

A31003-G9330-1100-2-7620, 01-2005
HiPath CAP, Service Manual



Further HiPath CAP Management Functions
Diagnostics

7.6.7 CSTA Communication Trace

Depending on the different interfaces, a complete CSTA communication trace from the applica-
tion to a switch can be enabled.

App 1

ALCSE [CRF]
CSTA I

Telas . croDatei scep <SCCP> error.log=

log.level = 5

cstalogEnabled = 1
debuglewvel = 9 e
| ACSE [CRFP] CSTA N

SCC1 SCC-2 i . gt
HP 4000 HP3000 <5CC-2> erroxr.loEs

Telas . CFE-Datei

log.level = 5§ i i
cstalogEnabled = 1 I T
N

debuglLevel = 2 | ACSE, CETA I, AS

1

CRA000 trace.loyg (B es—

C A4000

LT
Hode 1 Hode 2
HP 4000 HP 3000

7.6.7.1 SCCP Logging

The SCCP is a "multi-domain" component and supports the CSTA Il protocol in the encoding
types ASN.1 and XML. One SCCP supports only one connection to one application at a time.

<SCCP>_error.log

If the log level setting is correct, the <SCCP>_error.log file contains the messages in the en-
coding types CSTA ASN.1, CSTA XML and much more! The communication between the ap-
plication and the SCCP as well as to CAP Management (SUM, SCM, SLM) is displayed.

<SCCP>_csta.log

If the log level setting is correct, the <SCCP>_csta.log file contains the conversation to all SCCs
in CSTA ASN.1. CSTA XML is converted to ASCII.
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7.6.7.2 SCC Logging

The SCC is a "single-domain/multi-domain" component and supports the CSTA Il protocol in
the encoding types ASN.1 and XML. Depending on the operational mode, one SCC supports
only one connection to one application at a time, or multiple connections to SCCP and TCSP
at the same time.

<SCC>_error.log

If the log level setting is correct, the <SCC>_error.log file contains the messages in the encod-
ing types CSTA ASN.1, CSTA XML, NetTSPI (to TCSP) and much more! The application or
SCCP conversation, the conversation with the switch or CA4000 and the conversation with the
CAP Management (SUM, SCM, SLM) are displayed.

<SCC>_csta.log

If the log level setting is correct, the <SCC>_csta.log file contains the conversation with the
switch or CA4000 in CSTA ASN.1.

7.6.7.3 CA4000 Logging

The CA4000 trace is part of the CAP standard logging feature. The log file
"xxx_CA4000_trace.log" contains the ACL conversation with the HiPath 4000 and the CSTA
ASN.1 conversation with the SCC.
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7.6.8 TAPI Communication Trace

Depending on the different interfaces, a complete TAPI/CSTA communication trace from the
application to a switch can be enabled.

TAPI
Application

TAFRIZ.1

HEEY LOCAL MACHINE

YW ZO0FTWARE
YIiemens
Y Tosp CAP
TCSP
tcsphebuglewvel = 9
Filelog = cihZxXy¥=.LHE
——
| NetTSPI
e | ]
= - -
= SCC-1 SCC-2
Telas . CRGDate HP 4000 HP 3000
log.lewvel = 5 !

cstalogEnabled = 1 :

debuglewel = 3 | ACSE, CSTA NI, AS

I
]
1
H.A

CARA000 _trace.log B e—

CA4000

AL
Hode 1 Hode 2
HP 4000 HP 3000

In this mode of communication, the CAP TCSP replaces the SCCP. Registry settings define
the CAP TCSP log level and the file location.

HKEY_LOCAL_ MACHINE\SOFTWARE\Siemens\Tcsp
tcspbDebugLevel = 9

filelog = "C:\tcsp_log.txt"
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7.6.9 MEB Communication Trace
The following flowchart describes how to enable the SCCMEB and MEB traces.
Aspect ECS Aspect Aspect
with efolw Call Control | WAVE API
TAPI 2.1
(TSP]

HEEY LOCAL MACHINE
\ SOFTWARE
\ Siemens
\Tcsp

tospDebuglevel = 9
Filelcg = c:\xyz.txt

BSTrchon

scC

MEBEHain.exe.txt

ENt

sCl

ik

| Net TSP
sce
HP4000
SCC—ID_er ror.
CSTA
ACSE HIK
HiPath CAP Srotell
Node 1
HP4000 HG 3550
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Debugspy is a tool for tracing the complete DLL communication between all running Microsoft
components. It opens a window for every process. You can dump the displayed messages to a

window-specific file.

DebugSpy - MEBMain.exe {Pin: 0x0000046c) B =1of x|

Datei Bearbeiten &nsicht Oplionen  Fenster

B =@ c|& 7

svchost.exe (Pin: 0x00D00700) o =S|
%g sychost.exe (Pin: 0x00000bG64) oy =] 54
Sz =10l x|
TC =101 x|
TC|TC %E CP 9 000000006 Sending =CPU_H323_GCend H22GFacility  Size: G. =]
TC ;g e |H323 9 000000006 CHA235CIUnit: OnCPUMessage
TC T |TC H323 9 000000006 »>CH3Z23SCIUnit:  GetSession
TC H323 9 000000006 <CHIZ23SCIUnit:  GetSession
TC|TE H3235es 9 000000006 CH3Z23Se=ssion:  OnCPlHeszsage
TC|IC 12 |H3235== 8 000000006 Found eCPU_H323_Send H22EFacility
T | TS 12| 9 000000006 <CCallProcessingUnit: :H223 Send Facility
TC ;g TC |CF 9 000000006 <CCallProcessinglnit: H323_Send_TunnesledNO
TC TC |CF 9 000000006 <CCall: Evaluatelessage CorHet_AllStates
TC Tc [CF 9 000000006 <CCall: :EvaluateMessage CorNet

TC |2 |cr 9 000000006 <CCallProcessinglUnit: :EvalusteHessage
e [=1= CP 9 000000006 <CCallProcessinglUnit:  OnCorNetlHessage
ob TC CP 9 000000006 »>CCallProcessinglnit: : OnCorNetMessage HessageTyps: 25

e |TC CP 9 000000006 :CCallProcessingUnit::EvaluateMessage with H323Msg: false
TC e |TC CorNetM=g: true AppH=g: false.
TC TC |CF 7 000000006 Actual call state: 10.
TC|TC 2 |cP 9 000000006 »CCall: :EvaluateMessage CorNet
TC|IC TC |CP 9 000000006 >CCall::Evaluatelessage CorlNet_State 10_Callictive
TC ;g TC |CE 9 000000006 <CCall: :Evaluatelessage CorlNet_State 10 _Callictive
Ic| Z|Tc|sE 9 000000006 »CCall::EvaluateMessage CorNet_AllStates
TC|9S T [CF g 000000006 Found eNQU_CPU_ASYHC_RESULT.
de[d= Tc [CF 9 000000006 »>CCallProcessinglnit: :Corlet Decode AsyncResult
dﬁ fg TC EP L o 7 000000006 Decoding asynchronous result. Original Hethod Type: 28 A=ync
i a=ult
iz ;E = CP 7 000000006 ASvncCorHetResult: OK
Yy TC CP 2 000000006 <CCallProcessinglUnit:  CorNet_Decode_AsyncResult

CP 9 000000006 <CCall::EvaluateMessagse CorlHet_AllStates
TS| t=|cr 9 000000006 <CCall: :Evalusteessage Corlet
TC|CE 3 000000006
CP 9 000000006 <CCallProcessinglnit: : OnCorNetlessage

<CCallProcessinginit: :Evaluatele=z=zage
ﬂ
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BsTrcMon

BsTrcMon is a program for tracing the communication of connected programs only. For HiPath
CAP, it's only the MEB. If MEB has been started via CAP Management, the feature "Allow ser-
vice to interact with desktop" for the Windows service "Siemens HiPath CTI" must be enabled
for tracing MEB communication. If MEB has been started via MEBAppTester, then tracing al-
ways works. You can dump the displayed messages to a file.

@_Trace Monitor e =1of x|
Eile Trace Window Help

@, Tracewindow for Application : Media Extension Bridge
2U0d=1U=12 c1e, 171 MEEMALN

2004-10-12 : ;16,171 MEBMAIN

2004-10-12 18:11:16,171 MEBMATIN

2004-10-12 18:11:16,171 MEBMATN

2004-10-12 18:11:16,171 MEBMAIN Q0000000000
2004-10-12 18:11:16,171 HEBHAIN CP gooooooOOoO00D
2004-10-12 18:11:1¢,171 MEBMAIN H323 00000000000
2004-10-12 18:11:16,171 MEBMAIN CP gooooOoo0ooO
2004-10-12 18:11:16.171 MEBMATH H3Z3 00000000000
2004-10-12 18:11:16,171 MEBMATN CP gooooooooon
2004-10-12 18:11:16.,171 MEBMATIN H323 00000000000
2004=10-12 12:11:16,171 HEBHAIN CP 00000000000
2004-10-12 18:11:16,171 MEBMAIN H3235 00000000000
2004-10-12 18:11:16,171 MEBMAIN CP 0000000000 O
2004-10-12 18:11:16,171 MEBMATIN H3235 00000000000
2004-10-12 18:11:16.171 MEBMAIN CP Q0000000000
2004=10-12 18:11:16,171 HEBHMAIN H323S 00000000000
2004-10-12 18:11:1¢6,171 MEBMAIN CP ooo0o00000D
2004-10-12 18:11:16.171 MEBMAIN H3235S 00000000000
2004-10-12 18:11:16,171 MEBMAIN CP noooooooooo
2004-10-12 18:11:16.171 MEBMATH H3Z3 00000000000
2004-10-12 18:11:16,171 MEBMATIN CP goooo0o0000
2004-10-12 18:11:16.,171 HMEBHAIN H323 00000000000
2004-10-12 18:11:1¢6,171 HEBHMAIN CP Qoo0000000D
2004-10-12 18:11:16.171 MEBMAIN H323 00000000QO0OCO
2004-10-12 18:11:16,171 MEBMATIN CP nooooooooon
2004-10-12 18:11:16.171 MEBMATNH H3Z23S 00000000000
2004-10-12 18:11:16,171 MEBMAIN CF goooDoo0oOO0O
2004=10-12 18:11:16,171 MEBMAIN H3235 00000000000

uuuuuuuuy »llallProcessinglUnit . | App_tSer
Q00000007 Sending =MEB_APF Event_Connesc
Q00000007 <CCallProcessinglnit:  App Ser
Q00000007 »CCallProcessinglnit: H323 Se
000000007 Sending =CPU_H323_StartStrear
000000007 <CCallProcessinglinit:  =CPU_HI
000000007 CH3225CIUnit: :OnCPUHessags
000000007 »CCallProcessinglnit: H3IZ23_5e
000000007 »CH3Z235CIUnit:  GetSession
000000007 Sending =eCPU_H3Z23 StartStrear
000000007 <CH3235CIUnit: GetSession
000000007 <CCallProcessingnit: H323 Se
Q00000007 CH3Z3Session: :OnCPUHessage
000000007 <CCall:  HandleConnect
000000007 Found =eCPU_H323_StartStreaml:
000000007 <CCall: EvaluatedMessage CorHe
000000007 CH323Session: ::StartStreasmlin
000000007 <CCall: :Evaluatelessage CoxrHe
000000007 Starting streaming in.
000000007 <CCallProcess=inglnit:  Ewaluai
000000007 CH3235CITnit: :OnCPUMe=sz=age
000000007 «<CCallProcessinglUnit: ' OnCorNe
000000007 »>CH3235CIUnit:  GetSession
000000007 »CCallProcessinglnit:  OnCoxrHe
000000007 «CH3235CIUnit: : GetSession
000000007 »CCallProcesszinglnit:  Ewaluai
000000007 CH3Z23Ses=ion:  OnCPUMe=z=zage
Q00000007 Actual call =state: 10,
000000007 Found eCPU_H323_StartStreamiCh

IS N A e RV e s B R s IOV Y RN o s s N I ROV IV S TN e o W Y s Y s Qe O MY Y R e N o N e = Y o

2004-10-12 18:11:16.171 MEEMAIN CP Qooo0o00O00D 00QoDO0007 »CCall:  EvaluateMessage CoxrNHe
2004-10-12 18:11:16.171 MEEBMAIN H3235 00000000000 000oo0007 »CH323Session:  StartStreamOui
2004-10-12 18:11:16.171 MEBMAIN CP ooooo0000000 000000007 »CCall:  EvaluateMessage CorNe
2004-10-12 18:11:16.171 MEBMAIN H3235 00000000000 000000007 Starting streaming out.

2004-10-12 18:11:16,171 HEBHAIN CP gooooooooon 000000007 <CCall:  EvaluateHessage CorHe
2008 A0 12 2.1 -1¢ 171 MERMATH H229C 0000000000000 000000007 . CHI23Cacos e St oged S oee o

| ' s

A31003-G9330-1100-2-7620, 01-2005
7-60 HiPath CAP, Service Manual



Ethereal

Further HiPath CAP Management Functions

Diagnostics

Ethereal is a tool for tracing the TCP/IP conversation of one NIC. Don't set any filters without

instructions from development.

Select "Capture - Start" and select the NIC which is being used for the connection to the

HG3550 and click "OK".

(@ The Ethereal Network Analyzer - o] x|
File Edit Capturel Display Tools Help ‘
Mo, .|Time I Start... Cil+k Iun |F'm|ucu| 1Info |

....... ¢
£

]

Filter: | _f| Hese[l Apply" Ready to load or capture

=10l

(@ Ethereal: Capture Options:

Capture

Interface: ‘-Dc\-ice\F'ackcl_[4?AE3FDF-24AF-4EE|-l"

g Liimit gact \Device\Packst_{BEBF152C-3CEB-4DAD-
G ‘Device\Packet_Ndis\Wanlp

~ Capture p TS @

Fitar] [

Capture file(s)
FiIa:I |

i Uze ring buffer  pumber of files li‘}

Display options
1 Update list of packets in real timme

L Autarmatic scralling in live captire

Capture limits
i Stop capture after |1 —'} packet(s) capiured
_i Stop capture after |1 —} kilobyte(s) captured

_1 Stop capture after |1 '} second(s)

Marme resaolution
r Enable MAC name resolution

= Enable network name resolution

r Enable transpor name resolution

(04 | Cancel

The trace is now active. A counter displays the number of sent and received packages.

@ Ethereal: Captai[=] -]
Total 259 (100.0%)
SCTP 0 (@©0%)
TCP 28 (10.8%)
UDP 231 (@9.2%)
ICMP 0 (©00%)
OSPF 0 ([©0%
GRE 0 00%)
NetBIOS 0 (0.0%)
IPX 0 (0.0%)
VINES 0 ([0.0%)
Other 0 (0%

Stop |

Click "Stop" to stop the trace recording. After the trace recording has been stopped, the buff-

ered information is prepared for output.
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(@ Loading: etherXa M I=l)

Loading: etherCOXb02748. ..
I I

| Stop |

Now the recorded trace can be displayed on-screen.

{& <capture> - Ethereal =10] x|
File Edit Capture Display Tools Help
MNo. . |Time Source Destination Prc j
1 0.000000 192.168.102.47 ] ]
2 0.048717 pc4az 192.168.102.47 up
3 0.059956 192.168.102.47 pcaz2 up
4 0.109223 pc4z 1592.168.102.47 up
5 0.119954 192.168.102.47 pcd2 [H]s]
6 0.169753 pcdz 192.168.102.47 up
7 0.179985 192.168.102.47 pc42 up
8 0.230337 pca2 192.168.102.47 up
9 (0.239997 192.168.102.47 pca2 up
10 0.250901 pc42 192.168.102.47 up
11 0.30001e 192.168.102.47 pc4 2 uD
12 0.351385 pc42 192.168.102.47 up
13 0.359983 192.168.102.47 pc42 [H]e)
14 0.411898 pc4z 192.168.102.47 up
15 0.419982 192.168.102.47 pc42 up
T O ATFT2AT2 [Tt ] TG 1688 AN AT LI j
|| | =]
B Frame 1 (534 on wire, 534 captured) =
Ethernet II
Internet Protocol, sSrc addr: 192.168.102.47 (192.168.102.47
®E user Datagram Protocol, Src Port: 15002 (15002), Dst Port: ||
pata (492 bytes) Fi
;-‘-I ------- I /
0000 00 10 dc T2 0e 22 08B 00 06 8d 8d ee 08 00 45 30 .. IF
0010 02 08 a3 c2 00 00 7e 11 49 48 c0 a8 &6 2T cO a8 .. B
0020 66 2a 3a 9a 71 c2 01 f4 00 00 80 08 43 c4 00 7f 0|/

Fiﬂer:“ j Resetf App!y“FiIe: <capture> Drops: O

You can save the trace to a file. This file can be opened for analysis with suitable programs.
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(@ Ethereal: Save Capture File As =10] x|

Create Dir Delete File | Rename File |

C:\Program Files\Ethereal 1 |

Directories I ﬁ Files
A dirtinnary dtd

LA libpcap (tcpdump, Ethereal, etc.)
plugins Red Hat Linux 6.1 libpcap (tcpdump)

g: SuSE Linux 6.3 libpcap (tcpdurmp)

E madified libpcap (tcpdump)

=31 Mokia libpcap (tcpdump)
Metwork Associates Sniffer (DOS-based) /
Sun snoop

_|Save o Microsoft Network Monitor 1.x

Microsoft Network Monitor 2.x

Metwork Associates Sniffer (Windows-based) 1.1
File type: “isual Networks traffic capture ==y |

dASave o

Selection: C:\Program Files\Ethereal
C\HG3550-MEB_Trace.txt |

0K I Cancel |
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7.6.10 Saving diagnostic data

This function is useful if direct remote system diagnostics is not possible due to restrictions in
network authorization. All logging information, configuration data and other system data rele-
vant for diagnostics is packed in a zip file for downloading.

1. Click Diagnosis in the main menu and select the Download Data menu item in the navi-
gation area:

Download System Diagnostics

[ Add snapshot of states of running services

Download |

All configuration data and log files are saved. Enable the Add snapshot of states of run-
ning services if you want to save the service environment data.

2. Click Download.

7.7 Help

The documentation for HiPath CAP and all installed HiPath CTl components is available under
this menu item.

1. Select Help in the main menu.
All available documentation is listed in the navigation area.

2. Select documentation from the list. You will either see a table listing the relevant documen-
tation or the information will be displayed directly.

Manuals are usually available in both PDF and HTML formats in German and English. Release
notes are provided as text files in English only.

The HTML version is recommended for online consultation; if you wish to print out the docu-
mentation you should use the PDF file.
Product information

Product information can also be reached via the Help menu item in the main menu. If you select
Product information in the navigation area, you will see important product information as well
as information about licensing conditions and copyright.

In the event of faults or problems, the software version and date of manufacture, etc. can be
obtained from the product information.

Example of product information:
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Name: CAP 3.0

Yersion: CAPD3.000-0709

Date: Mo 09.08.2004 20:22

Component list

bin/BSTRC20.d11: i’
Modified = Fr 07/30/2Z004 1z:2Z4 FM
Length = 32838
hin/WNThuth.dll:
Modified = Mo 03/09/Z004 S:30 PM
Length = 12800
hin/WNoglUnichll.dAll:
Modified = Fr 07/30/2Z004 1z:2Z4 FM ;I
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8 Troubleshooting

This chapter covers the following points:

e how to isolate problems,
e how to handle errors,

e how to find technical help.

Troubleshooting
Responsibilities in the event of problems

8.1 Responsibilities in the event of problems

Problems can arise when operating the hardware or software. There are basically four bodies

that can be held responsible for a problem:

e the LAN operator,
e Microsoft,
e Siemensor

e the application vendor.

Using Table 8-1 you can determine who is responsible in each different scenario.

Problem area

Description

Responsibility

LAN Physical connections, bridge, router, NIC | LAN operator
(Network Interface Card)
Windows 2000 Operating system Microsoft
PC and server hardware Servers, clients Customer
HiPath CAP CA4000, SCCHiPath4000, SCCP, CAP | Siemens
TCSP, XMLPS, MEB
Application Installation, configuration Application vendor
Table 8-1 Responsibilities in the event of problems
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Troubleshooting
General procedure for problem definition

8.2

General procedure for problem definition

To resolve problems when operating the system, proceed as follows:

1.
2.

8.3

Reproduce the problem to determine if it persists. Make note of all symptoms.

Ensure that the client/server application is working properly. If it is not, contact the applica-
tion vendor or the department responsible for error correction.

Follow the instructions for problem definition. Perform the recommended actions one by
one until the problem is resolved.

If you are unable to resolve the problem on your own, read Section 8.7, "Technical support"
for information on how to get technical help.

Problems during installation

Check the following points if you experience problems after installation:

Have all installation requirements been fulfilled?

Has the network configuration of the PC been properly completed?

Are the host name, IP address and domain name known and configured correctly?

Is the PC entered in the DNS and does it have a valid name?

Is the Siemens HiPathCTI Service running (check e.g. via Control Panel | Services)?
Has a Web browser been installed and configured?

Have you entered the user and password correctly (Admin, Admin)?

Was the PC rebooted after installation?

If you have made any changes to the configuration, the active CTI service must be

stopped and restarted, as certain configuration changes only become effective after
a program restart. Other problems and information on how to resolve them can be
found in the next section.

8-2
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8.3.1 General problems

e Did you perform a reboot following installation? If not, you should do so now.

e Check if Log Files (in the 1ogs directory) contain messages such
as ... port 8170 in use ...
If this is the case, the port required by HiPath CAP Management on the system is already
in use.

The default is port 8170. The port can be reconfigured if necessary:

Search the config directory for all files (* . *) with the content 8170. Replace the port
number 8170 with a new port number which is not used by the system. You can use any
text editor (such as Notepad) to edit the files.

e Perform a reboot after making the changes.

8.3.2 Problems with inconsistent IP addresses

If the PC on which a HiPath CAP component is installed and on which the CTI service is running
has several network cards (e.g. one for connecting to the customer LAN and one for connecting
to the switching host) then it possible that the wrong IP address is being used to communicate
via LAN. This question is usually dealt with during installation (see Section 4.4). To resolve this
problem, edit the TnstDir>\config\start\startNT.c£fg file by entering the correct IP
address for accessing the customer LAN at the following point:

args: —-localAddr
args: <HostNameOfServer>/<IPAddrOfServer>

Example:

args: -localAddr
args: PC08154711/139.21.25.245

After this change has been made, the CTI service should be stopped and restarted.

8.3.3 Login not working

On entering a user name and password for authentication, the Web browser issues an error
message such as Authorization failed. Retry?.

e Check that the Siemens HiPathCTI service is running.

e Check that the login data has been entered correctly
(note use of uppercase/lowercase).

A31003-G9330-1100-2-7620, 01-2005
HiPath CAP, Service Manual 8-3



Troubleshooting
Problems during installation

8.3.4 Administrator homepage is not opened

In this case, the browser outputs an error messages, such as
Netscape is unable to locate the server localhost:8170.
Please check the server name and try again.

e Check that the Siemens HiPathCTI service is running (e.g. via Control Panel | Servic-
es).

8.3.5 CAP Management is not working on all PCs in the intranet

HiPath CAP Management operates correctly on the installation host but the pages are not be-
ing displayed correctly on some PCs in the Intranet.

1. Check whether the name of the server PC is known.
For test purposes, the proxy for this PC can be disabled in the browser settings.

2. If this action helps, administer the PC in the DNS.

8.3.6 CAP Management diagnostics applet is not working correctly

After the diagnostic applet as been launched (as described in Section 7.6), the applet fails to
start or comes to a stop with a message such as "Wait for Diagnose Server".

This may be due to the fact that the HiPath CAP Management PC has two network cards. If one
of the two corresponding IP addresses is used to access the HiPath CAP Management inter-
face, but the other IP address is used to start the diagnostic applet, an error occurs in the Java
runtime system (security violation).

The only workaround in this case is to explicitly specify IP addresses:

1. As described in Section 8.3.2 above, ensure that the host name and IP address are
specified correctly in the file startNT.cfg

2. After HiPath CAP Management has been launched with Start | Programs | Siemens
HiPath CTI | CAP | Management, you should replace the symbolic host name in the
CAP Management URL shown in your browser with the IP address.

This ensures the consistent use of the set IP address (at least for the current HiPath CAP
Management session).

8.3.7 Authentication is requested whenever the browser is restarted

Check whether the relevant browser supports cookies and, if so, whether these are enabled.
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8.4 Problems with Connectivity Adapter HiPath 4000

In the case of problems limited to Connectivity Adapter HiPath 4000, proceed as follows to dis-
cover the precise errors in Connectivity Adapter HiPath 4000.

1. Evaluate the Siemens system and error logs.

2. Contact the relevant Siemens service department.

Siemens system and error logs

Check the Siemens system and error logs and check if there are activities or error messages
that point to a malfunction in the Connectivity Adapter HiPath 4000.

8.5 Problems with the connection to HiPath 3000

If error analysis points to problems in the connection to the HiPath 3000 switching system that
are not dealt with above, please refer to the HiPath 3000 documentation, which provides more
detailed information on the topic.

8.6 System diagnostics functions

HiPath CAP Management provides system diagnostics functions to ensure that diagnostics can
be performed as simply and efficiently as possible. See Section 7.6, "Diagnostics" for details
on the user interface.

With this Web-based user interface, diagnostics can be performed not only on the configuration
server, but also from every other host in the intranet host network.

To prevent this data being viewed or changed by every user, the diagnostics area is reserved
for the administrator and is protected by an administrator name and password.

8.6.1 General

This section contains information about how to use the functions described in Section 7.6. Di-
agnostics provides information that is not always intended for the administrator, but which may
also have to be sent to the hotline and Service/Development for detailed analysis, for example.
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8.6.1.1 Diagnostic information

The following information is important and helpful when analyzing problems.

8-6

Product information

Provides an overview of the installed product. The version and build states are important
points here. This information should always be supplied when contacting the hotline.

Process information

Shows the table of currently active processes. It is important that the status of all displayed
processes be correct. This gives the administrator an initial overview of the problems.

Service information

This table contains precise information about the services active in the system as well as
their status. The status also indicates a potential problem in this case. The process/service
allocation is also displayed.

Configuration information

The configuration files described in Appendix A.2, "Description of the configuration files"
can be viewed, analyzed and changed. Once configuration files have been changed, the
corresponding components (possibly even the entire system) must be shut down and re-
started.

Logging information

Logging information is constantly written to files during operation. All log files are saved in
the directory <ITnstDir>\Logs.

The errors. log file plays an important role. Errors relating to all services are saved in
this file together with the appropriate service ID. It is advisable to check this file at regular
intervals and to reset it if necessary so that problems can be identified more quickly in the
event of an error.

To enable precise analysis of a specific, reproducible problem, you must first delete the log-
ging history (Reset Logging) and then reproduce the error. This removes outdated log in-
formation and reduces the amount of log data to be analyzed.

When the system is restarted, any existing log files are renamed as <name>_1last.log
in accordance with the logging configuration so that information is not lost.

Varying amounts of information are saved depending on the log level set. Log levels for ac-
tive processes are displayed with Show Logging. If a problem is discovered in one of
these processes, its level can be raised specifically to obtain more precise information.
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e Save Diagnostic Data

Save Diagnostic Data offers a useful option for combining the diagnostic information and
saving it to a file for analysis and forwarding. The data is packed in a zip archive and can
be downloaded by Development or the hotline.

8.6.1.2 Start/restart

In cases where the system configuration is changed (editing of configuration files) or where
there are runtime problems with HiPath CTI system processes/services, the affected compo-
nents must be restarted. HiPath CAP Management diagnostics interface (Section 7.6) makes
this possible from any PC with network access, even in the case of a distributed installation of
the HiPath CTI system.

In many cases it is not necessary to restart the whole system. It may be enough to stop and
restart individual processes. You should also use the diagnostics interface for this purpose as
this enables you can to monitor the status of the associated processes at the same time.

8.6.2 Troubleshooting runtime problems

This example is intended to show how the administrator analyzes a service with status not run-
ning (red LED on).

First, call up the status of all services via the Services tab.
If the Phone service in the PhoneController process shows the status not running:

e Switch to the Logging tab. If it is still not displayed, it must be activated via the menu De-
bug | Show Logging.

e The list that appears includes the Phone logger together with the configured trace level.
Once the relevant line has been selected, the level can also be increased if required.

e The corresponding logging information is obtained with Show Log Files by means of the
context-sensitive menu (right mouse button) when the line is selected. The contents of the
relevant log file can be displayed by double-clicking.

e Ifconfiguration data is also required, select Show Configuration Files from the same con-
text-sensitive menu.
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8.6.3 Diagnosing startup problems

Under normal circumstances, the HiPath CTI system services are started in sequence by a
central service called the Start Service. This is displayed in Windows as the Siemens HiPath
CTl service.

Log information is generated during a normal startup to enable startup problems to be ana-
lyzed. If this log information is not sufficient to pinpoint the problem, it is possible to start each
system service separately.

Batch files are provided for this purpose in the <InstDir>\bin\tools directory.

1.

startNT.bat

Start file for the HiPath CAP Service Starter (Siemens HiPath CTI)
admin_ctrl.bat

Start file for the administration functions (AdminServiceController)
diag ctrl.bat

Start file for the diagnostic functions (DiagnoseController)
phone_ctrl.bat

If SimplyPhone for Web is installed, this is the start file for telephony functions (PhoneCon-
troller)

jaccess_ctrl.bat

If SimplyPhone for Web is installed, this is the start file for journal functions (JournalAc-
cessController)

To localize errors, proceed as follows:

8-8

Open a shell window and call up startNT.bat.

This is the same as starting the Siemens HiPath CTI service. However, this has the ad-
vantage that all startup errors for the other services are written as standard error. These
messages should be output to a single file.

€.g.. startNT 2>startNT.txt

The entire system is now started, and startup problems are logged in start. txt.
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If only one of the processes named above is causing problems, you should remove it from the
automatic startup. To do this, proceed as follows:

e Installation directory <InstDir>\config\<HostName>\<ProcessName>, Which is as-
signed to the <ProcessName> process on the <HostName> PC contains a
S<xx>service_ctrl.proc file (<xx> stands for a number that can vary for each pro-
cess).

e Disable this file by renaming the extension .proc.

e Start the system via startNT.bat or the NT service.
This starts all components apart from the process where the start file has been renamed.

e Open a shell window for starting this process via the corresponding .bat file.
e Once again you should output the standard error messages to a single file.
€. d. admin_ctlr 2>adminStart.txt

You can proceed in the same way for the other processes. Since the services communicate with
one another during operation, other messages are output continuously to the associated shell
windows which can be analyzed. Generally, however, a problem can be detected as soon as
one of the services starts.

Note that when the problem has been rectified, the disabled process start file should
A be reenabled (restore Extension.proc.

8.7 Technical support

If you are unable to resolve problems encountered when operating the system, please contact
the following departments:

e Inthe event of problems with the application program on the computer system, contact the
application vendor.

e Inthe event of problems with the communication server or the server software, contact the
appropriate Siemens service department.

e Inthe event of problems with the CTI server, contact the CSTA application supplier.
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9 Operating Modes

HiPath CAP supports three different operating modes. The PBXs, protocols, and encoding vari-
ants supported differ depending on the operating mode.
Single Domain / Homogeneous / Native Mode

Hicom 300: CSTA | ASN.1

HiPath 4000: CSTA | ASN.1, CSTA Ill ANS.1, ACSE (CSTA Ill ASN.1)

HiPath 3000: ACSE (CSTA 1l ASN.1)

Multi Domain / Homogeneous / Native Mode
HiPath 4000 / HiPath 3000: ACSE (CSTA IIl ASN.1)

Multi Domain / Heterogeneous / Harmonized Mode
CSTA lll ASN.1, CSTA Ill XML, TAPI, JTAPI, MEB, XMLPS
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9.1

In "single-domain//native mode", one application is connected to one PBX via one CAP. Propri-
etary protocol elements, private services, and extended features are supported. The number
of SCCs used here is irrelevant, but the ApplicationlD that is set must be identical for all SCCs.

Single-domain//native mode

9.1.1

It is used to perform CTI client licensing for CSTA applications that have already been devel-
oped. No application software changes are necessary for this. The application is not aware of
the existence of an SCC.

What is the purpose of "single-domain//native mode"?

9.1.2

The SCCs that are to be configured for connecting HiPath 3000/HiPath 4000/Hicom 300 in the
CAP are permanently configured for a defined protocol.

Installation examples

9-2

App 1 App 2 App 3
Hi P=th 4000 Hicorn 200 HiP=thz000
CSTa |
ACSE [HIX]
CETAIN CSTA |
CA P BCSE [HAK] CAP CAP (ZETAN
Cluster-1 Cluster-2 Cluster-3
JTelas cig Te bz ol JTe e .ol
dpplcation D = CAP-5 applieation [0 = CAP -5 FplatonlD = Cop-s
TR ETIECRIIED
v || we || wE || wE
SCCHPA00O SCCH=E00 SCCHPZ000
CAP Managerent (1) CETR | CETA | ACSE [HIK]
= Configuration CETAI Cap CAP (CETA D
= User Management ACSE [HaK] Manzgement [2] Management [3]
=Li t
= Fault Management | ¢ aAp-5 CAP-5 CAaP-5
CA4000
CETA | CAZ00
HiPath CAP CSTAll HiPath CAP S HiPath CAP
ACSE [HAK]
Hode 1 Mode 2 MHode 2
HF 4000 H300 H F3000
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Another installation option involves connecting an application to a PBX using several links. In
the following example, concrete values (PBX, protocols, and port numbers) are used.

App 1
HiPath 4000

CAP CSTAI CSTAIl CSTAI
Cluster-1

telasServer_SCC-Tvelas.cfg
applicationlD = CAP-S

MelasServer_SCC-2\telas.cfy
applicationlD = CAP-5

telasServer_SCC-3elas cfg
application|D = CAP-S

[T T ]
HH
I'F IiF 3 IF

26536 26537 26538
SCC-1 SCC-2 SCC3
i ool SCCHP4000 SCCHP4000 SCCHP4000
CSTAll cSTAll CSTA
* lJser WManagement
« License Management
* Fault Management
1300 1301 1302
CA4000 CA4000 CA4000
HiPath CAP CSTAIN CETAIN CSTAIN
Node 1
HP4000

9.1.3 The relationship of the PBX to the SCC

The following describes the relationship between the PBX’s supported protocols and the con-
figuration of the different SCCs. The configuration always depends on the application used,
however. It determines the protocol version that must be configured.

HiPath 3000 - SCCHiPath3000

The HiPath 3000 supports the CSTA Il, ASN.1 encoded protocol (to ECMA 218) and the CSTA
[ll, ASN.1 encoded protocol (to: ISO/IEC 18052).

In contrast, the SCCHiPath3000 supports only the CSTA IIl, ASN.1 protocol.

The HiPath 3000 sets 0x26 hex in front of each CSTA data record as a proprietary protocol el-
ement.
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HiPath 4000 - SCCHiPath4000

The HiPath 4000 supports the ACL-C+ proprietary protocol and must have the CA4000 proto-
col converter. This supports the CSTA I, ASN.1 encoded protocol (to ECMA 179), and the CSTA
[ll, ASN.1 encoded protocol (to ECMA 285), also with additional identification by ACSE.

Proprietary protocol elements are not used.

Hicom 300 - SCCHicom300

The Hicom 300 supports the ACL-C proprietary protocol and must have the CA300 protocol
converter. This supports the CSTA I, ASN.1 encoded protocol (to ECMA 179).

Proprietary protocol elements are not used.

9.1.4 HiPath3000 SCC configuration in single-domain//native mode

Use the Service - Switch Connection menu item to add an "SCCHiPath3000". The option
"ASN.1 Single Domain Native mode" is changed to "CSTA ACSE".

Add entry : SccHiPath3000

SCC | Swich | SwichPrP |
SCC Name: |SCC-H3K-1
SCC Id: |1 (optional)
SCC host name: |—PC Marme-
SCC P address: |1.15EI.1.1EI {optional)
SCC Port: 26536 (optianal)

ASM1 Single Domain Mative hMaode:

Add |

9.1.4.1 CTI users in "single-domain//native mode"

All CTI users must be configured under User Management.

9.1.4.2 Licensing in "single-domain//native mode"
Which license must be assigned to a CTl user is determined by configuring the parameter "Ap-
plicationID = ???" in the SCC configuration file telas.cfg.
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With the first CSTA request, the SCC contacts CAP License Management and asks whether
the "ApplicationID" assigned in the file telas.cfg is assigned to the CTl user as a license. If
license assignment in "At user login" (default) mode is active, a license is always assigned. If a
license was successfully checked for a user, the SCC saves this information for 3600 seconds.
Likewise, this information is deleted when the SCC restarts.

9.1.4.3 Testing the HiPath 3000 "single-domain//native mode" configuration

CSTA test program
To test this configuration, use the program CSTA-Browser 3.2.exe.
The HiPath 3000 proprietary protocol elements are supported in "Phase 3" operating mode.

“Phase 3" is the default operating mode setting. The connection destination that is configured
is the CAP Call Control IP address and the CAP Control port.

SCC status

Without an application connection, the SCC status is "not ready".

Application login (ACSE_AARQ)

An application must authenticate itself with the user "AMHOST" and the associated password
"77777". This authentication is not carried out by CAP Management; instead, it is the HiPath
3000 default login. The CSTA version (version four) is also indicated.

Application ID

The application ID is defined by the "ApplicationID" parameter in the SCC configuration file
telas.cfg.

Native mode = true/false

It is not necessary to mark native mode explicitly because this is configured directly for each
SCC.

Extensions

Extensions are addressed via their short extension number in each request.

Call ID
The "Call ID" is two bytes long.
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9.1.5 HiPath4000 SCC configuration in single-domain//native mode

Use the Service - Switch Connection menu item to add an "SCCHiPath4000".
"ASN.1 Single Domain Native Mode" is changed to:

e CSTA ACSE, and the corresponding CA4000 port is also configured in "CSTA ACSE"
mode.

e CSTAI, and the corresponding CA4000 port is also configured in "CSTA I" mode.
e CSTAIIl, and the corresponding CA4000 port is also configured in "CSTA 1lI" mode.

This configuration always depends on the application used.

Add entry : SccHiPath4000
scC | caq00 | Swich | SwichPrP |

SCC Name: |SCC-HAK-1
SCC 1 |1-20-500 (optional)
SCC host name: |—PC Marme-
SCC P address: |1.15EI.1.1EI
SCC Port: 26536 (optianal)
A35M1 Single Domain Mative Mode: | Off j

Off

CSTAI

Add |
9.1.5.1 CTI users in "single-domain//native mode"

All CTI users must be configured under User Management.

9.1.5.2 Licensing in "single-domain//native mode"

The license to be assigned to a CTI user is determined by configuring the parameter "Applica-
tionID = ???" in the SCC configuration file telas.cfg.

With the first CSTA request, the SCC contacts CAP License Management and asks whether
the "ApplicationID" assigned in the file telas.cfg is assigned to the CTl user as a license. If
license assignment in "At user login" (default) mode is active, a license is always assigned. If a
license was successfully checked for a user, the SCC saves this information for 3600 seconds.
Likewise, this information is deleted when the SCC restarts.
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9.1.5.3 Testing the HiPath 4000 "single-domain//native mode" for the CSTA | config-
uration

CSTA test program for CSTA |

To test this configuration, use the program CSTA1Host . exe. The connection destination that
is configured is the CAP Call Control IP address and the CAP Control port.

SCC status

Without an application connection, the SCC status is "not ready".

Application login (ACSE_AARQ)

Not used.

Application ID

The application ID is defined by the "ApplicationID" parameter in the SCC configuration file
telas.cfg.

Native mode = true/false

It is not necessary to mark native mode explicitly because this is configured directly for each
SCC.

Extensions

Extensions are addressed via their short extension number in each request.

CallID
The "Call ID" is two bytes long.

9.1.5.4 Testing the HiPath 4000 "single-domain//native mode" for the CSTA Ill con-
figuration

CSTA test program for CSTA lll

To test this configuration, use the program CSTA3Host . exe. The connection destination that
is configured is the CAP Call Control IP address and the CAP Control port.

SCC status

Without an application connection, the SCC status is "not ready".
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Application login (ACSE_AARQ)

Not used.

Application ID

The application ID is defined by the "ApplicationID" parameter in the SCC configuration file
telas.cfg.

Native mode = true/false

It is not necessary to mark native mode explicitly because this is configured directly for each
SCC.

Extensions

Extensions are addressed via their short extension number in each request.

Call ID
The "Call ID" is two bytes long.

9.1.5.5 Testing the HiPath 4000 "single-domain//native mode" for the ACSE config-
uration

CSTA test program

To test this configuration, use the program CSTA3Host . exe. The connection destination that

is configured is the CAP Call Control IP address and the CAP Control port.

SCC status

Without an application connection, the SCC status is "not ready".

Application login (ACSE_AARQ)

The CSTA version (version five) is indicated.

Application ID

The application ID is defined by the "ApplicationID" parameter in the SCC configuration file
telas.cfg.

Native mode = true/false

It is not necessary to mark native mode explicitly because this is configured directly for each
SCC.
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Extensions

Extensions are addressed via their short extension number in each request.

CallID
The "Call ID" is two bytes long.

9.1.6 Hicom 300 SCC configuration in single-domain//native mode
Use the Service - Switch Connection menu item to add an "SCCHicom300".

"ASN.1 Single Domain Native Mode" is changed to:

e CSTAI, because the corresponding CA300 port can only be configured in "CSTA |" mode.

Add entry : SccHicom300

scc | casoo | switch | SwitchPrP |
SCC MNarne: |scc-H3no-1
SCC Id: |1-60-400 (optional)
SCC host name: |—PC Marme-
SCC IP address: |1.15IJ.1.1EI
SCC Port: 26536 (optional)

ASMT Single Domain Mative Mode:

Add |

9.1.6.1 CTl users in "single-domain//native mode"

All CTI users must be configured under User Management.

9.1.6.2 Licensing in "single-domain//native mode"

The license to be assigned to a CTl user is determined by configuring the parameter "Applica-
tionID = ??7?" in the SCC configuration file telas.cfg.

With the first CSTA request, the SCC contacts CAP License Management and asks whether
the "ApplicationID" assigned in the file telas.cfg is assigned to the CTl user as a license. If
license assignment in "At user login" (default) mode is active, a license is always assigned. If a
license was successfully checked for a user, the SCC saves this information for 3600 seconds.
Likewise, this information is deleted when the SCC restarts.
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9.1.6.3 Testing the Hicom 300 "single-domain//native mode" for the CSTA | config-
uration

CSTA test program for CSTA |

To test this configuration, use the program CSTA1Host . exe. The connection destination that
is configured is the CAP Call Control IP address and the CAP Control port.

SCC status

Without an application connection, the SCC status is "not ready".

Application login (ACSE_AARQ)

Not used.

Application ID

The application ID is defined by the "ApplicationID" parameter in the SCC configuration file
telas.cfg.

Native mode = true/false

It is not necessary to mark native mode explicitly because this is configured directly for each
SCC.

Extensions

Extensions are addressed via their short extension number in each request.

Call ID
The "Call ID" is two bytes long.
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9.2 Multi-domain//native mode

In "multi-domain//native mode", one or more applications are connected to one or more PBXs
of the same type via one CAP. Proprietary protocol elements, private services, and extended
features are supported. The number of SCCs/SCCPs used here is irrelevant. Each application
to be used uses an individual application ID, which is transmitted by the ACSE_AARQ.

This mode is only possible for the HiPath 3000 and HiPath 4000. Only the "CSTA Ill, ASN1"
protocol is used.

NOTE ON CONNECTING AN APPLICATION TO THE CAP

An application is only ever connected to a single SCCP.

NOTE ON CONFIGURING AN SCC IN "MULTI-DOMAIN//MODE"

An SCC’s "multi-domain//mode" is activated with the configuration point: "ASN.1 Single Domain
Native Mode = Off"

NOTE ON THE "APPLICATION ID" IN THE SCC CONFIGURATION FILE "TELAS.CFG"

The "ApplicationID" parameter in the SCC configuration file telas.cfg is automatically deac-
tivated in "multi-domain//mode".

9.2.1 What is the purpose of "multi-domain//native mode"?

It is used to license a CTI client for new CSTA applications that want to use the CAP "multi-
domain" feature but that simultaneously require private PBX services and extended features.

9.2.2 Application-specific protocol requirements

For "multi-domain//mode", it is imperative that the application meet the following requirements:

1. Login via ACSE
The ACSE_AARQ must contain the following information:
— User name (CAP CTI or CAP admin user)
— Password (of the CAP CTI or CAP admin user)
— Application ID (needed for licensing)
— CSTA version (HiPath 3000 version four, HiPath 4000 version five)

— Native = true
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2. Extensions in long canonical format

The extension numbers must be sent in long canonical format (for example, +49(5251)8-
27486) for certain requests (such as, MakeCall, SnapshotDevice, MonitorStart). This format is
needed for correct licensing and for forwarding a request from an SCCP to an SCC.

3. The Call ID is a maximum of eight bytes long.

9.2.3 Authentication - licensing

Application authentication

An application always has to send an ACSE_AARQ once a connection has been set up to an
SCCP. The user/password (for example, CAP/123) contained in this request must match a CAP
CTl or CAP Admin user. The SCCP sends a corresponding HTTP request (http://
<fgdn>:8170/mgmnt/auth/reg?authenticate=<User ID>&passwd=<Pass-
word>&encoding=bé64) to CAP User Management. If the user is successfully authenticated,
the TCP/IP connection to the application is maintained. If the authentication is unsuccessful,
the TCP/IP connection to the application is interrupted. The "Application ID" in the
ACSE_AARQ is meaningless here. For successful authentication, the corresponding license
must not be installed in the CAP.

CTI client licensing

The SCCP stores the "Application ID" transmitted in the ACSE_AARQ and uses it later for CTI
client licensing of CSTA requests (using the telephone number in canonical format). The SCCP
sends a corresponding HTTP request (http://<fgdn>:8170/mgmnt/admin/reg?reg-
isterLicense= <ApplicationID>&userId=<DeviceID>)to CAP License Manage-
ment. If the license check was successful, the SCCP saves this information for 3600 seconds.
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9.2.4 Installation examples

9.24.1 Installation example: HiPath 4000 in "multi-domain//native mode"

NOTE ON THE "APPLICATION ID"

If several different applications are administered via one CAP Management, only one defined
application is permitted to use an "Application ID".

HiPath 4000( |HiP=th 4000| [HiPath 4000( (HiPath 4000
App 1 App 2 App 3 Appd
I I I |
I I I |
BCSE [CRE] ACSE [Chr] BCSE [CRE] BCSE [CAF]
CST I [Hax] | [CSTA I (Hax]| |SSTA Il [(Hax] CSTA ] [HAXK]
CA P CI t Waklvra=brua Wakbivra=brua Waklvra=brua WNatira=brua
uster spplicatoniD | |ApplleatoniD spplicaionio Spplicaionio
=Cap-o = COp-§ ZCAP-E =guz
SCCP-1 SCCP-2 SCCP-3 SCCP-4
LM Fa i M ACSE [CAR] CSTA NN, ASN.1 [HAX] |
S| [Nl [ [ | ¥ = = 1 1
R Mo SC -1 SCC-2 SCC-3 SCC-4 SCCE SCC6
leer iﬂanagement HF4000 HP4000 H P4000 HF4000 HP4000 H F4000
= License Management | | | | | |
- Fault Management| - .o
C AP LCSE [HAK] CSTA ILASH.1 [HAX] |
ChrE I | | | | I
W HYE CALO00 CAdo00 CA4000 CA4000 CA4000 CAd000
ta< L [ecie] [ea=] ta<
Mode 4 Mode 2 Mode 3 Mode 4 Mode 5 Mode B
HF 4000 HPR4000 HP4000 HF 4000 HP4000 H F4000
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9.2.4.2

Installation example: HiPath 3000 in "multi-domain//native mode"

NOTE ON THE "APPLICATION ID"

If several different applications are administered via one CAP Management, only one defined

application is permitted to use an "Application ID".

HiF=th 2000) |HiPath 2000] |HiP=sth 2000 | HiP=th 2000
App 1 App 2 App 3 Appd
I I I |
1 I I 1
BCSE [CAF] LCSE [CRE] BCSE [CAF] BCSE [CRE]
CSTA Nl [Hax]| |[SSTA NI [(H3x]| [CSTA N [HIX] CETA I [Hax]
CA P CI t Hakblra=teus Hakblira=EEHa Hakblra=teus Habilva=EEds
uster applicationio | |applicatoniD Lpplicaionio spplicaionio
= CP-g, = CAP-§ = CAP-E =:I--z
SCCP-1 SCCP-2 SCCP-3 SCCP-4
LM i L oM | ACSE [CAR] CETA ILASH.1 [HIX] |
vr M il M I 1 I I | I I I | | | |
L SC -1 sCC-2 SCC-3 SCC-d SCC5 SCCE
: USEriﬂanagement HF:=000 HFz000 H F2000 HF:=000 HF:=2000 HFz000
: License Management | |
* Fault Management| - .o .
CAP-S | ACEE [Hax] CETA LASH] [HIK] |
CAF-E
HiPath CAP e
Too TO04 Too oo el TO04
MNode 1 MNode 2 Mode 2 MNode 4 Mode 5 MNode &
HF:=000 HFz000 H F2000 HF:=000 HF 2000 HFz000
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9.2.5 HiPath3000 SCC/SCCP configuration in multi-domain/mode

Use the Service - Switch Connection menu item to add an "SCCHiPath3000".

"ASN.1 Single Domain Native Mode" is set to "Off".

Add entry : SccHiPath3000

SCC | Swich | SwichPrP |
SCC Name: |SCCH3K-2
SCC Id: |1
SCC host name: |—PC Mame-
SCC P address: |1.15EI.1.1EI
SCC Port: 26536
ASMNT Single Domain Native Mode: {8y <

Add | Close | Nex» |

Use the "Administration - SCCP Proxy" menu item to add one SCCP per application. Make sure
that the service node number is also different than that of the SCC. You can "deactivate" the
"AP Emergency" configuration parameter because it is only supported for HiPath 4000 systems

with IPDA shelves integrated in the "CC-AP".

Add entry to Scc Proxy service list

SCC Proxy Name:  |SCCP-]

SCC Proxy ldentifier: |SCCP—1 (optional)

SCC Proxy hostname: |—PC Mame-

SCC Proxy IF address: |1.15EI.1.1EI (optional)

SCC Proxy port: |2553?‘ (optional)
¥ Dizable AP Emergency

Add | Close |
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9.2.5.1 CTI users in "multi-domain//mode"

All CTI users must be configured under User Management.

9.2.5.2 Licensing in "multi-domain//mode"

An application’s ACSE_AARQ is used to determine which license must be assigned to a CTI
user.

With the first CSTA request, the SCCP contacts CAP License Management and asks whether
the corresponding "ApplicationID" is assigned to the CTI user as a license. If license assign-
ment in "At user login" (default) mode is active, a license is always assigned. If a license was
successfully checked for a user, the SCCP saves this information for 3600 seconds. This infor-
mation is similarly deleted when the SCCP restarts.

9.2.5.3 Testing the HiPath 3000 "multi-domain//native mode" configuration

CSTA test program
To test this configuration, use the program CSTA-Browser 3.2.exe.

The HiPath 3000 proprietary protocol elements are supported in "via SCC3000, native" oper-
ating mode. The "CSP" identification facilitates input of a "Call ID" containing eight bytes.

The connection destination that is configured is the CAP SCCP IP address and the CAP SCCP
port.

"Native = true" must be sent in the ACSE_AARQ.

SCCP status

Without an application connection, the SCCP status is "running".

SCC status

Without an application connection, the SCC status is "running".

Application login (ACSE_AARQ)

An application must authenticate itself with a CAP CTI or Admin user (for example, CAP) and
the associated password (for example, 123). CAP Management carries out this authentication
via the SCCP. The CSTA version (version four) is also indicated.

Application ID
The application ID is passed in the ACSE_AARQ.
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Native mode = true/false

It is necessary to mark native mode explicitly ("Native = true").

Extensions

Extensions are addressed via their long call numbers if none of the corresponding requests
contains an additional reference ID (for example, Call ID).

Call ID

The "Call ID" is a maximum of eight bytes long.

9.2.6 HiPath4000 SCC/SCCP configuration in multi-domain/mode

Use the "Administration - PBX Services" menu item to add an "SCCHiPath4000".
"ASN.1 Single Domain Native Mode" is set to "Off".

Add entry : SccHiPath4000
scC | caq00 | Swich | SwichPrP |
SCC Name: |SCCH4K-2
SCC 1d: |1-20-500 (optional)
SCC host name: |—PC Marme-
SCC P address: |1.15EI.1.1EI
SCC Port: 26536 (optianal)
ASMT Single Domain Mative Mode:  [{8j -
Add | Close | Nex» |

Use the "Administration - SCCP Proxy" menu item to add one SCCP per application. Make sure
that the service node number is also different than that of the SCC. You can "deactivate" the
"AP Emergency" configuration parameter if only HiPath 4000 systems without IPDA shelves in-
tegrated in the "CC-AP" are connected.
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Add entry to Scc Proxy service list

SCC Proxy Name:  |SCCP-]

SCC Proxy ldentifier: |SCCP—1 (optional)

SCC Proxy hostname: |—PC Mame-

SCC Proxy IF address: |1.15EI.1.1EI (optional)

SCC Proxy port: |2553?‘ (optional)
" Disable AP Emergency

Add | Close |

9.2.6.1 CTI users in "multi-domain//mode"

All CTI users must be configured under User Management.

9.2.6.2 Licensing in "multi-domain//mode"

An application’s ACSE_AARQ is used to determine which license must be assigned to a CTI
user.

With the first CSTA request, the SCCP contacts CAP License Management and asks whether
the corresponding "ApplicationID" is assigned to the CTI user as a license. If license assign-
ment in "At user login" (default) mode is active, a license is always assigned. If a license was
successfully checked for a user, the SCCP saves this information for 3600 seconds. This infor-
mation is similarly deleted when the SCCP restarts.

9.2.6.3 Testing the HiPath 4000 "multi-domain//native mode" configuration

CSTA test program
To test this configuration, use the program CAPHost . exe.

The connection destination that is configured is the CAP SCCP IP address and the CAP SCCP
port.

"Native = true" must be sent in the ACSE_AARQ.

SCCP status

Without an application connection, the SCCP status is "running".
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SCC status

Without an application connection, the SCC status is "running".

Application login (ACSE_AARQ)

An application must authenticate itself with a CAP CTI or Admin user (for example, CAP) and
the associated password (for example, 123). CAP Management carries out this authentication
via the SCCP. The CSTA version (version five) is also indicated.

Application ID

The application ID is passed in the ACSE_AARQ.

Native mode = true/false

It is necessary to mark native mode explicitly ("Native = true").

Extensions

Extensions are addressed via their long call numbers if none of the corresponding requests
contains an additional reference ID (for example, Call ID).

CallID

The "Call ID" is a maximum of eight bytes long.

9.3 Multi-domain//harmonized mode

In "multi-domain//harmonized mode", one or more applications are connected to one or more
PBXs of the same or differing type via one CAP. Standard CSTA services are supported, but
proprietary protocol elements and private services are not supported. In this way, an applica-
tion is independent of the infrastructure on which it is installed. The number of SCCs/SCCPs
used here is irrelevant. Each application to be used uses an individual application ID which is
transmitted by the ACSE_AARQ.

The following protocols and coding methods are supported in "harmonized mode":
e CSTAIIl, ASN1

e CSTAIll, XML

e TAPI2.1/3.1

o JTAPI
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NOTE ON DISTINGUISHING "HARMONIZED MODE" FROM "NATIVE MODE"

The only difference between "harmonized mode" and "native mode" is that "Native = false" (de-
fault) is set for the former in the ACSE_AARQ.

NOTE ON CONNECTING AN APPLICATION TO THE CAP

An application is only ever connected to a single SCCP.

NOTE ON CONFIGURING AN SCC IN "MULTI-DOMAIN//MODE"

An SCC’s "multi-domain//mode" is activated with the configuration point: "ASN.1 Single Domain
Native Mode = Off".

NOTE ON THE "APPLICATION ID" IN THE SCC CONFIGURATION FILE "TELAS.CFG"

The "ApplicationID" parameter in the SCC configuration file "telas.cfg" is automatically deacti-
vated in "multi-domain//mode".

9.3.1 What is the purpose of "multi-domain//harmonized mode"?

It is used to license a CTI client for new CSTA applications that want to use the CAP "multi-
domain" feature and that need standard CSTA services but that want to be independent of
PBXs.

9.3.2 Application-specific protocol requirements

For "multi-domain//mode", applications must meet the following requirements:

1. Login via ACSE

The ACSE_AARQ must contain the following information:
— User name (CAP CTI or CAP admin user)
— Password (of the CAP CTI or CAP admin user)
— Application ID (needed for licensing)
— The CSTA version (version five, version six)

— Native = false (default)

2. Extensions in long canonical format

The extension numbers must be sent in long canonical format (for example, +49(5251)8-
27486) for certain requests (such as, MakeCall, SnapshotDevice, MonitorStart). This format is
needed for correct licensing and for forwarding a request from an SCCP to an SCC.
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3. The Call ID is a maximum of eight bytes long.

9.3.3 Authentication - licensing

Application authentication

An application always has to send an ACSE_AARQ once a connection has been set up to an
SCCP. The user/password (for example, CAP/123) contained in this request must match a CAP
CTIl or CAP Admin user. The SCCP sends a corresponding HTTP request (http://
<fgdn>:8170/mgmnt/auth/reg?authenticate=<User ID>&passwd=<Pass-
word>&encoding=bé64) to CAP User Management. If the user is successfully authenticated,
the TCP/IP connection to the application is maintained. If the authentication is unsuccessful,
the TCP/IP connection to the application is interrupted. The "Application ID" in the
ACSE_AARQ is meaningless here. For successful authentication, the corresponding license
must not be installed in the CAP.

CTI client licensing

The SCCP stores the "Application ID" transmitted in the ACSE_AARQ and uses it later for CTI
client licensing of CSTA requests (using the telephone number in canonical format). The SCCP
sends a corresponding HTTP request (http://<fgdn>:8170/mgmnt/admin/reqg?reg-
isterLicense= <ApplicationID>&userId=<DevicelID>)to CAP License Manage-
ment. If the license check was successful, the SCCP saves this information for 3600 seconds.
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9.3.4

9.3.4.1

Installation example

NOTE ON THE "APPLICATION ID"

If several different applications are administered via one CAP Management, only one defined

application is permitted to use an "Application ID".

Installation example: HiPath CAP V2.0 in "multi-domain//harmonized mode"

App 1 App 2 App 3 Appd
CSTA ASHA| | CSTA XML JTAPRI TAFRI
I I I !
ACSE [ChaF] ACSE [CAF] ACSE [CAr] Ilne D uSpee CHTE:
ST L aSH 1] | SSTA L XML CETA I, <ML Featame
CA P CI t abtira=falsa| [Mabkirea=falaa| |[Hablre=falas o
uster spplicationio | |applicatonio applicaionio Spplcaionio
= =Q1E_E =E1E:E =|Illz
SCCP-1 SCCP-Z SCCP-3 TCSF
MefT5 R
w || o || um || cm | ACSE [CRE] |
s [HEenit] [l PR (1 It 1 = 1 1
R Mo SCC-1 sCC-2 SCC-3 SCC-d SCC-6 SCCE
g HP4000 HF4000 Hz00 Hz00 HF3000 HFPz000
= Uszear Managemeant
= License Management | | | | | |
- Fault Management| - .o
C AP | BCSE CSTA NASNA Y [HAK] | | CSTA LaSHA | | ACSE CSTA I ASHAY [HIK] |
CAF-E I | |
1040 1044 042 043
ISt | CA4000 CA4000 CAZ00 CAZ00
HiPath CAP i
L el [ ea< ] [ e ]
TO01 G|
Mode 1 Mode 2 Mode 3 Mode 4 Mode 5 Mode B
HP4000 HF4000 Hz00 Hz00 HF:3000 HFz000
9.3.4.2 Configuration and communication model

SCCHiPath 3000 and SCCHiPath4000 in "multi-domain mode"

The configuration and communication model is again identical to that of "multi-domain//native
mode" and is not explained again here for the HiPath 3000 and HiPath 4000.
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SCCHicom300 in "multi-domain mode"
Use the "Administration - PBX Services" menu item to add an "SCCHicom300".

"ASN.1 Single Domain Native Mode" is set to "Off".

Add entry : SccHicom300

scC | camo | Swich | SwichPrP |
SCC Name: |sCC-H300-2
SCC 1d: |1-50-400 (optional)
SCC host name: |—PC Marme-
SCC P address: |1.15EI.1.1EI
SCC Port: 26536 (optianal)

AN Single Domain Mative Mode:  [{8 -

Add | Close | Nex» |

9.3.4.3 Testing the CAP "multi-domain//harmonized mode" for the CSTA Ill, ASN.1
configuration

CSTA lll, ASN.1 test program

To test the configuration for the CSTA Ill, ASN.1, use the program CAPHost . exe.

The connection destination that is configured is the CAP SCCP IP address and the CAP SCCP
port.

In the ACSE_AARAQ, "Native = false" is sent and dropped because the default is "Native =
false." Different PBX types can only be tested during a connection session in "harmonized
mode".

SCCP status

Without an application connection, the SCCP status is "running".

SCC status

Without an application connection, the SCC status is "running"”.
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Application login (ACSE_AARQ)

An application must authenticate itself with a CAP CTI or Admin user (for example, CAP) and
the associated password (for example, 123). CAP Management carries out this authentication
via the SCCP. The CSTA version (version five) is also indicated.

Application ID

The application ID is passed in the ACSE_AARQ.

Native mode = true/false

It is not necessary to mark native mode explicitly because "Native = false" is the default.

Extensions

Extensions are addressed via their long call numbers if none of the corresponding requests
contains an additional reference ID (for example, Call ID).

Call ID

The "Call ID" is a maximum of eight bytes long.

9.3.4.4 Testing the CAP "multi-domain//harmonized mode" for the CSTA Iil, XML
configuration

CSTA Ill, XML test program
To test the configuration for the CSTA 11, XML, use the program "MakeCall.exe."

The connection destination that is configured is the CAP SCCP IP address and the CAP SCCP
port.

The station to which the device was assigned one time in the CAP is also used for authentica-
tion here. This requires that an individual password be assigned to this CTI user because the
default password must absolutely be changed during initial authentication and this program
does not support this function.
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9.3.5 JTAPI

The JTAPI protocol is only supported in "multi-domain//harmonized mode".

HiPath CAP V3.0 provides the corresponding Java classes.

The advantage of JTAPI/JATPI is that it is independent of the operating system.
Communication with an SCCP takes place via CSTA Ill, XML.
The Java classes are located on the HiPath CAP V3.0 CD in the directory: "Software\JTAPN\Iib".

Falders

x

{:I Documentation

----- {2 Ca4000

-] DEBUG

{:l FaultManagenment
-] 1SDMLink

=] ITap

.| i

-] MEE

] Pemx3z-4

-] RELEASE
-] Telas 3.1

9.3.5.1 JTAPI test

[

Marme ¢ Size | Tvpe | Modified

] cap-jtapi.jar 141 KE JAR File 06, 10,2004
@ C5TABean.jar 43 KE JAR File 06.10,2004
@ jaxp-api.jar 27 KE JAR File 06.10.2004
&) jtapil _3_1.jar 334KE JAR File 06, 10,2004
] log4i-1.2.7.3ar S45KE  JAR File 06.10.2004
a Sax,jar 26 KE JAR File 06.10,2004
@ w3c_full.jar 40KE JAR File 06, 10,2004
a xalan.jar 950 KE JAR File 06,10,2004
@ xercesImpl.jar 952 KB JAR File 06,10, 2004

"Java Runtime Environments 1.3.1" or later must be installed to test JTAPI.
The "anschalttest.bat" test program is located on the HiPath CAP V3.0 CD in the directory

"Software\JTAPI".

Folders

*

{:I Documentation

----- ] Cad000

-] DEBUG

----- 77 FaultManagement

-] 15DNLink
- S
-] MEE

[

Marne ¢ Size | Type | Modified

D lib File Folder 03.12.2004 11:54
anschalttest.bat 1KE M3-Di05 Bakch File 0&,10,2004 17:33
anschaltkest.jar 3KB AR File 06, 10,2004 17133
anschaltkest, sh 1KBE SHFile 0&. 10,2004 17:33
E README. Ext 1 KE Text Document 06, 10,2004 17:33

The file contents must be adapted as appropriate during installation.
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& anschalttest.bat - Notepad 101 =l

File Edit Farmat Help

Becho off

echo anschalttest CAP JTAPI

rem This Tile assumes that you hawve

rem - "anschalttest.jar" in your current directory

rem - the full i1ink 3ITAPI binary distribution in the "1ib" subdirectory of the current directory
rem - JAVA_HOME set correctly

|»

rem Please edit the connection info and the monitor phone number.
rem WOTE: IT wou perform a test on an SCCP, use a canonical monitor phone number

set CONNECT_STRING="2653581ocalhost;applicationID=CAP; login=+49¢30312345-555; passwd=123"
set MOWITOR_PHOWNEWUMBER=555

"EIAaVA_HOMEXNWbinNJava.exe" -jar anschalttest.jar ¥CONWECT_STRINGY HMONITOR_PHOMENUMBER

4] H

26535@localhost

Input of the port number and IP address (or PC name) on which the SCCP is running.
applicationID=CAP

Input of the "Application ID". It must correspond to a license that has been installed.
login=+49 (30)12345-555

Input of the CAP CTI or admin user for application authentication.
MONITOR_PHONENUMBER=555

Input of the call number in canonical format (for example, +49(5251)2421-27486) for checking
the "MonitorStart" feature.

$JAVA_HOMES

The variable that is set to the Java installation directory. If this variable is not set, this variable
must be replaced (for example, C:\Program Files\JavaSoft\JRE\1.3.1\).

Starting the batch file "anschalttest.bat"

1.  Copy the "\Software\JTAPN\lib" directory which contains the CAP Java classes to any direc-
tory (for example, C:\temp\) on the hard disk and modify the contents of the file according
to your configuration.

2. Open a CMD window

3. Change to the chosen directory (for example, C:\temp\) and start the batch file "anschalt-
test.bat". An attempt is now made to set a monitor point on this device. If this is not possi-
ble, the corresponding error messages are output in the CMD window.
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9.3.6 TAPI

The HiPath CAP TAPI Service Provider (CAP TCSP) can be used by all Windows TAPI-based
programs.

9.3.6.1 Licensing

With the first NetTSPI request, the SCC contacts CAP License Management and asks whether
the corresponding "ApplicationID" is assigned to the CTI user as a license. If license assign-
ment in "At user login" (default) mode is active, a license is always assigned. If a license was
successfully checked for a user, the SCC saves this information for 3600 seconds. Likewise,
this information is deleted when the SCC restarts.

Standard TAPI applications do not use any individual "Application ID" and are licensed by an
SCC using an internal routine.

After receiving the first CAP TCSP NetTSPI request, the addressed SCC starts the license
check for a CTl user in the following order:

1. CAP

2. CAP-A
3. CAP-S
4. CAP-E

The connection to the CAP TCSP is interrupted if none of the requested licenses has been as-
signed. The CAP TCSP reacts by displaying an error message on the monitor.

New TAPI applications (such as xPhone) use an individual "Application ID" by setting a param-
eter in the "LineDevSpecificFeature".
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TAPI test program Phone. exe.
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Testing the CAP "multi-domain//harmonized mode" for the TAPI configura-

Each Windows TAPI-based program (Outlook, Phone Dialer) can be used to test the configu-
ration for the TAPI. You must make sure that the Windows TAPI server automatically sets a

monitor point on the device that does not actually support the "CAP-E" license as soon as the
line is opened. Only later does the "CAP-E" license prevent an event from spreading from the
Windows TAPI server to the TAPI application.

E TAPI Phone Dialer @ 1999 JulMar Technology, Inc. =100 x|
. A 101
Session
Device: |mp TAPI LI End Session
Addess: | +49(5251)2421-27486 =l | Agert | Phone
[T &l T Lok I©con @ Sve Configure
Phne #: [24798 MakeCall | | Pickup. || Unpatc. |
Max Calls: 2 ] 10of1
Call State: Connected Trunk. ID: OxFFFFFFFF
CallType: Direct Media: Yoice Host CallD: 0x0
CallDirection: Outbowund Rel CallD: 0=0
Caller ID: 27486 T
CalledID: 24798 HS | nfo [1zer Info
Connected ID: 229224738 SN Irfa Call Data
Redirecting D
Redirection 1D; Event Time: 21.20:55
pocept || Answer | Hold Swep | HangUp | Dial Digits...
Complete Hedre | Transfer.. Ierge Park Fonward
Canf Lod Fart Drep Party Eanf Lrst
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9.3.6.4 TAPI test program tb20.exe

With the TAPI test program "tb20.exe", you can configure basic TAPI requests. For any request,
all available parameters can be set.

Crmnzorowe =1

File Qptions Help

Lép-{Line4 Line-

Call+

Call-

Pép+

Pasp-

Phio+ Phao-

Clean

linelritiahzeE «
inelnitiahizeE w/

linetd akeCall
linetakeCally

b arikarDiits
ineMonitorkdedia
ineMaonitorT ones
IneMegotiated Pl\Version
ineMegotiatel = ersion
line0pen

lire0 perty

lineFark

lineP ark\

IinePickup

linePickupia/
linePreparetddT aCorferenc
inePreparefddT alorferen:
IneProspM eszage
IneProxpResponse
ineRedirect

lineR edirectw
ineRegisterRequestF ecipie
IneReleasellserl serlnfo
IneRemoveFromConference
lineR emoveProvider
lineSecureCall
ineSendUserl serlnfo
ineSetdgentdctivity
ineSetigentGroup
ineSethgentState

lireS etippPrioeity

ineS etappPr ot
ineSetdppS pecific
ineSetCalll ata

IineSetCallP arams
ineSetCallPrivilege
lineSetCalll ualityOfs ervice
ineSetCallT reatment
IneSetCurentLocation
ineSetDevConfig
ine5etDevConfigh' ;I

First select "Options - Default values".

<]

Set "line dwPrivileges" to "Monitor" and "Owner".
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x
Parameters: W ale:
Buffer size Q000008
Ipsztypph ame
line: dwaddresslD select none
line: dwdPTVersion ackees B
line: dwEeareiMode
lime: dwCountrCode
e dwhevicelD Bit flags:
line: dwE wlersion MHONE
Ine; dwhediaMode
line: dwPmaleges
line; Ipsl)serUser o PRO:Y
iine: IpszDestAddress SINGLEADDRESS

line; IpszDevicellass
phaone: dwadPlVersion
phanie; dwlevicelD
priare; dwE stVersion
phone: dePrivlege
phane; IpzzDevicelClazs

ok ] _cond |

Establishing the link to the Windows TAPI server
"lineInitialize"

In response, you get the "LineApp" handler and the number of available line devices (provided
by all installed TAPI service providers).

=1
File Options Help

o Pumt@mhmmm Cat| Pap{Pan|Phod Pho| Ciea
Y

linelnitialzek »

inelritiakzeExw

Finding a suitable TAPI line device

lin=Initialize returnesd SUTCCESS
num line devs = 16

"lineGetDevCaps"

Enter the device IDs (one after the other) to find the related line devices.
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Parameters: Walue:
i &
0000000
dwE s ersion 00000005
IpLineDevCaps ¢

Bit flags:
f

In response, you get detailed information about every available line device.

—Ioix]
Fl= OQptions Help

v Param: LAp+ LAp-|LineH Line-| Call+] Cal-|  Pép+ Pap-|Pho Pho- EIearI

lineGelCalllnfo o | IEENEIETE |1ineGetDeviaps returned SUCCESS =]
line G el alll nf e LINEDEVCAPS

lineGetCallStatug duTotalSize=x1000

|imGaH:meelabedEa!s dwHeededSize=xlfa

lireGetCourdry dvlsedSize=-xlba

lineletl ounir

lineGetD evCapss!
lineGetD evConfig
lineGell evCanfigw
lineGetllcon
linaGetconms

linaGetD

linaG et
lineGetlineDeyStatus
lineGetlineD evSiatus
lineGetdezzans
lineGeth ewlals
lineGelMumBRings
lireGetPravidesLizt
linaGetProviderlistwd
lineGeth equest
lineGeth equesty
lineGets tatushieszages
lineGetT ranslateCaps
lineGetT ranslateCapsis’
lieHandaoff

liresH andoffs!

lineHold

linelnitialize
linelnitializek«
lieInitializeE whaf

lir=d akeCal

linetd skeC alia

linehd omitorDigitz
linebonitortedia
lirsbdemitorTores
liraMegokatedPlyeizion
lineMegotiateE xfWersion
line0pen

lineDpents

Incake =

dwProviderInfoSize=xla
dwProviderInfoOf fzet=x116
EREEd143 EEEEEXEE EEXKEEEE
61542050 53206970 69767265
6I9TERE72 N0726564 muNMNHEW
dwSwitchInfoSize=xc
duSwitchInfoDffset=x152
HEHHD I3 HXHHEAEK ERHHEEHEE
53204154 ES5767265 =mxxz0072
dwFermanentLinelD=xh
dwlinsHamsSize=x5
dwlinstamelffset=xllc
32303737 mummux(l ZEEEIEER
dwStringFormat=x1, ASCII
dvhddreszsModes=x3, ADDRESSID DIALABLEADDR
dvHundddresses=x1
dwEearerMode=z=x3, VOICE SFEECH
dwMazRate=xfall
dwMedialodes=x4, INTERACTIVEVOICE
dwhevlapFlag=s=x1cl, DIALBILLIHNG DIALQUIET DIALDIALTOHE
dwMazNumdctiveCal l==x1
dwinswerMode==4, HOLD
dvRingModes==1
dvlineStates=x4406ch, INSERVICE OUTOFSERVICE OFEH
CLOSE REINIT TRANSLATECHANGE
dwlDevSpecificSize=xd
dwlevsSpecificOf fset=xlde
EEEE000? HEEEEEAEEE EEENEEEE HEREEEEE
EEEE000] EXEEEEEE EEEHEHEE HEEEEHHEE . .
dwlinsFeatures=x18e, DEVSPECIFICFEAT FORWARD MAKECALL
FORWARDEUD FORWARDDND

EEEEEEEE
0206563
HEHEERHEE

Chk
P Tapi Service P
rovider

c5
Th Server

HEHEHEEHER
EEHREEEEK

ENEENEEE 7702.
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Opening a TAPI line device
"1lineOpen"

Enter the line device’s ID.

x
Patamebers: Walue:

&
Q000000
Q0000005
FRGFFEFF

dwPrivileges Bit flags:

dwiediak odes [

In response, you get information about the line session ID.

: TAPIIZ Browser

Ble Options Help
¥ FMWWELHM Call-| Pap+ Pép-|Fhoo Pho-| Cbntl_
lineOpen returnsd SUOCESS

el penty
P sk

Making a call
"lineMakeCall"

Enter the destination number at "lIpszDestAddress".

lineMakeCall .ZI
Pasameters: W alue:
FiLire 7440
- NULL poirter
e ra wod "Wabd shing pointer
dwCountryCode el 3
".Eam:.a;gs Inwvabd shing ponter
Bil flags:
i

In response, you get information about the call ID.
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i)

File Options Help

¥ Param: LapH Lap-|Line+ Line-JCall+ Cal-] Paps Pap-IPhos Pho-| Clear

a | |LineApp=x800003F lineClose returned SUCCESS i
linetdakeCally Line=x10333 id=6 DiallnOut Mornitor  |1ineOpen returned SUCCESS
lined cnitorDigits Call=x10155 RINGBACK Owiner lineMakeCall returned 10177
lineMonitorM edia received LINE_REFPLY
inetdanitor Tones device==0
ineMegatiatedPlversion chlnst==0
lineM egotiatel xfWersion paramnl=x10177.
linelper param==0,
line0 periw param3i==x10155,
linePark recelived LINE CALLINFO
lirierP ark device=w10155
limePickup chInst==0
linePickupt/ paraml=x100, ORIGIN
inePreparedddT oConferenc paramZ=x0,
inePrepared ddT oConferenc parami==0.
inePros M essage received LINE CALLSTATE
lineProsy A esponse device=x10155
lineR edirect chlnst=xl
ineR edireciy paraml==x8, DIALTONE
ineR egisterFequesth ecipie paramZ=wl.  NORMAL
lineR eleazel lserlserd nfo param3==0,
lineRemoyveFromConference received LINE CALLINFO
lineFA emov eFrovider device=x10155
ineSecureCall chlnzt=x(
lineSendUserl] sernfo paraml=xB8000, CALLERID
lineS etd gentictivig param==x0,
ineSetdgentGroup parami==0,
ineSetd.gent State received LINE CALLSTATE
lineS etd ppPriorits device=x10156
lineS et ppPriorityhs’ .1 cbhbInst=x0
lineSettppSpecific paramnl=xg200. FROCEEDING
ineSetCallD ata paramnZ==xl.
limeS et allP ararms parami==0.
lineSetC allPriviege received LINE _CAILINFO
ineSetC alduality DfService dewvice=x10155
lineSetCalTreatment chInst==rl
limeSetCurrentlozation paramnl==10000, CAITEDID
IineSetD evConfig param2==0,
lineSetD evConfighy' parami==z0,
ineSetLinel evStatus recelved LINE CALLSTATE
lineSetM ediaCantral device=x1015%
lineSetMediaMaode chInst==0
lineSetN unnRings paranl=xZ0, RINGBACK
ineSetstatusM exsages parami==0, i
lineSetT erminal paramni==0, =
lineSetT allList
lineSetT ollListy/ =l 4 4
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Answering a call
"lineAnswer"

An incoming call is offered to the line owner.

» TAFI3Z Browser .dnjil
Fle Qptions Help
¥ Paam Lo Lap|Lined Line] cab] cat| PapdPie Phn-ﬂ
UnveApp=B000031 Teceived LINE_CALLSTATE =
Line=+10339 id=6 Dialindut Moritee || device=x10133
Call=<10155 IDLE Dstrwet chInst=x0

Caall=10133 OFFERING Dvwrear paramlex? OFFERING
paranl=xl. ACTIVE
parani=x4. OVHER
lineGetCallInfo returned x0, hLine=x101%9%9

Enter the "hcall" number of the offered call.

x|
Patameters: W alue:
. |o0010133
IpsUlzerl seelnfo
: (000000
THEICE 00010133
FFERFEFF
Bt flags:

In response, you get information about the connected call.

ol
File Options Help
¥ Param: Laps| Lap Line Line | Catls| Cat.| PapdPap [phod Pho] clea]
4 | | LineApp=x800003 linednswer returned zl00cc 2]
lireBlindT ransfer Lire=x10339 id=6 DiallnOut Monitor |received LINE_REFLY
lneBlindT ransterw Call=x10155 IDLE Dvwmer device=xz0
lineCloze Call=x10133 CONNECTED Dwrier cbhbInst=z0
lireCompleteCall paranl=x100cc,
lineCompleteT ransfer paramn2=x0.
lineCanfigDislog paran3==z0,
lreConhgDislogw/ received LINE CALLINFO
lineConfigDialogE dit device=x10133
lineConfigDialogE ditw chInst=x0
reConhgProvider paraml=x30000, CALLEDID CONNECTEDID
lineDeallocateCall paramn2=x0,
lineDevSpecific paran3==0,
bneDevSpecificFeature b= received LINE_CALLSTATE
lineDial device=x10133
lireDiaha cblnst=x0
lineDrop paranl=x100, CONNECTED
lineFormard paramn2=xl1, ACTIVE
lirneFormardw paramnd=x0.
B wl™ mble ma it o
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Hanging up a call

"lineDrop"

Enter the "hcall" number of the connected call.

=

Eile Options Help

¥ Param: LAp+ Lép-|Line+ Line-| Call+| Cal-| PAp+ Pap-|Pho+ Pho- Cball

| |LineApp=x000034 lineDrop returned x10066 A]

lineFonwand Line=x10359 id=6 DiallnDut Monitor |received LINE_REPLY

lineFonmarndiy Call=£10155 IDLE Owner device=x0

lineG atherDigits Call=¢10133 IDLE Dwnet cblnst=x0

lirneG atherDigits\ paranl=x10066,

lineGenerateDigits paran2=x0,

e (R S x| peran-xo

lineGer received LINE CALLINFO

lineGets device=x10133

fneGoi: [REIINE. ke cbInst=x0

lineGete 00010133 paraml=x200. REASON

lineGett |lpsUsellsednfo 0000000 param2=x0,

lineGets dwize ksl paramE =x0.

lineGete HeitE received LINE CALLSTATE

lineGets device=x10133

lineGets cblnst=x0

lineGet Bit flags: paranl=x4000, DISCONNECTED

lineGete paramZ=x40, NOANSUER

lineGets parand==x0,

lineGete received LINE CALLSTATE

neGets device=x10133

lineGetC cblnst=x0

lineGetl paranl=xl, IDLE

lineGet paran2=x0,

lineGetC paramnd==0,

lineGetC lineGetCallStatus returned SUCCESS

Bwalz oM

A31003-G9330-1100-2-7620, 01-2005

9-36 HiPath CAP, Service Manual



Getting media device ID

Operating Modes

Multi-domain//harmonized mode

"lineGetID"

Enter the "hcall" number of the connected call and "wave/out" or "wave/in" for "IpzDevice-
Class".

=10/ x|

File Options Help

¥ Paran: Lap| Lap]Lined Line] Cali| ot Piod o Pho Pho maaEl ] |J [ |

T . | | L etop=+B00003 linsGetID returned SUCCESS =]

lineGetDiy Line=x1 0367 id=6 DiallnDut Monitor VTARSTRING

lineGetLireDevStates Call=xl OMHNECTED Owener duTotalSizms=x1000

lineGetlireD ey S tatiesie ONNECTED Owenet dyHeededSize=x18

lineGetd ezsage dyllzedSize=xlc

lineGethenCalls dwStringFormat=x4, BINARY

lineGetluniRings dwStringSize=xlc

lineGietPrawiderList dwStringlffsst=x18

ineGetProwiderLisfn aonooanl 00000000 00000000 00000000

linelietR equest 00000000 OQOOOQOO0 0QDDO0O00D mxmzx=Exwx

lineGetR equest’ >

lineGatStatusk ezsages EI

lineGietT ranzlsteCaps

lineGiet T ramslateCapshs Parameters; Walue;

:in$ aﬁﬁpw hline ooz

ineHal dabiddres D

lineHold gggﬂgguz

linelritialize dnSelest e

linelritializeE IpDevicslD f

linelritializeE S IpszDiavicaClass

lined akeCal Bit flans:

linedd akeCals [P — -

ineManiorDigts ineGetin x|

linetonitorhd edia

linetonitorT ones | Parameters: Yalue:

lineM egohatedFiversion :

linet egotisteE xf/ersion g\:.gsddmsle Iwavea"out.

line0pen Hoall NULL pointer

lineDpenis dwC elect alid ztring painter

linePark Dy Irnealid string pointer

ineParw | \lll[)
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Playing a wave file with “WaveTest.exe”

Start program:

C:\Program Files\Siemens\HiPathCTI\binools\WaveTest.exe

1. Open a wave file to be played.

2. Select the received “dvStringOffset” channel number
(dvStringOffset 0 = channel 1, dvStringOffset 1 = channel 2,...).

Click “Open Driver”.

B

Play the wave file.

Click “Stop” once to pause, twice to stop.

#= WaveTest Tool

Semens Virsal Wave Out 2
Siemens Virueal Wave Out 3
Finmsmme Yt aml b b P maam M 4

g

Siemens Vitual Wave In 1

Siemens Vitual Wave n 2 ey it
Wirtual Wave In 3 .—I

Siemens vI
P lass s s WL calbolaics la d
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9.3.7 MEB

The following flowchart describes how to enable the SCCMEB and MEB traces.

Aspect ECS Aspect Aspect
with efolw Call Control | WAVE API
TAPI 2.1
R WAWVE AP
HEEY LOCAL MACHINE

\ SOFTWARE
Y Siemens
\Tosp

WAVE
Driver

tesphebuglevel = 9

BsTrcMon
Filelog = c:\xyz.tx®t

MNetTSPI

MEBMain.exe.txt

CSTA I
ACSE Hik
HiPath CAP GAA000 -
7 Enk
Cornet MG R
Node 1 HG 3550 \—1
HP4000
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9.3.7.1 Testing the communication between HG3550 V2 and CAP MEB PC

To test for proper communication between the HG3550 V2 and the CAP MEB PC, you only
need the program called NetMeeting. The H.225 communications port must be set to 1720
(default), and the MEB should not be running.

1. Stop the "Siemens HiPath CTI" Windows service on the CAP Managment PC, or the Win-
dows 2000 service "Siemens CAP ServiceStarter" on a CAP ServiceStarter PC.

2. Start NetMeeting.

3. Select the configured node acces code for the MEB with the corresponding number of suf-
fix digits.

4. If a connection can be successfully established, NetMeeting should signal an incoming
call. More functions are not supported. That ends this test. The HG3550 V2 is correctly
configured and the communication with the CAP MEB PC works.

9.3.7.2 How to check MEB

The program name of the CAP MEB is MEBMain. exe. With this and another two test tools
(MEBAppTester.exe and WaveTest . exe), you can perform a complete check of the MEB
installation.

You can start without having a connection to CAP Management:
1. Stop the Windows service "Siemens HiPath CTI" or "Siemens CAP ServiceStarter".

2. Copy C:\Programme\Siemens\HiPathCTI\binools\XMLAdmin.exe to C:\Pro-
gramme\Siemens\HiPathCTI\bin\meb\.

3. Run XMLAdmin.exe.
During the MEBMain . exe startup, some important parameters are required. Without
needing a connection to CAP Management, the file MEBMain.xml provides these param-
eters. The program XMLAdmin . exe makes it easy to perform the necessary modifications.
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4 XML Administration 1 X

— ML Parameter List

gdc-cc-consecutive-packet-loss
qdc-cc-packet-losz-threshold

qdc-ncc-consecutive-packet-loss
gdc-ncc-packet-lozs-threshold
qdc-delay-threzhold
qdc-jitter-buffer-threshold
qdc-minimum-zeszion-length
qdc-report-interyal
qdc-report-mode
qdc-community-string
qdc-trap-receiver
qdc-send-traps
gdc-collection-unit-port

4 I

gdc-ncc-consecutive-good-packets

— Parameter Setup
Parameter-ld:
Dezcrption:

Actual/Mew Value:

Cloze

| Apply | Help |

Operating Modes
Multi-domain//harmonized mode

gdc-cc-consecutive-good- | Threshold value for consecutive good |8
packets packets for compressing codecs
gdc-cc-consecutive-pack- | Threshold value for consecutive packet |2
et-loss loss for compressing codecs
gdc-cc-packet-loss- Threshold value for packet loss for 10 (0.1%)
threshold compressing codecs =1%
gdc-ncc-consecutive- Threshold value for consecutive good |8
good-packets packets for non-compressing codecs
gdc-ncc-consecutive- Threshold value for consecutive packet |2
packet-loss loss for non-compressing codecs
gdc-ncc-packet-loss- Threshold value for packet loss for non-{ 10 (0.1%)
threshold compressing codecs =1%
gdc-delay-threshold Delay Threshold 100 (mil-
lisec)
qdc-jitter-buffer-threshold | Jitter buffer 15 (mil-
lisec)
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gdc-minimum-session- Minimum session length 10th part
length of second
=2 sec
gdc-report-interval Report interval 10/20/30/
40/50/60/
70/80/90/
100/110/
120/130/
140/150/
160/170/
180/
gdc-report-mode ReportMode 0/1/2/3/4/
5/
gdc-community-string SNMP Community String public
gdc-trap-receiver IP address of SNMP trap receiver
gdc-send-traps QDC reports QCU activation 0 (no)
gdc-collection-unit-port QCU IP port 12010
gdc-collection-unit-addr | QCU IP address
gdc-send-to-qcu QDC reports QCU activation 0 (no)
AUTOACCEPTINCOM- | Auto-accept alert function 1 (on)
INGCALLS
SYSDEVCODECTYPE System codec setting 1/2/
CREATINGAREAID3 Creating area ID for global call ID 3
CREATINGAREAID2 Creating area ID for global call ID 2
CREATINGAREAID1 Creating area ID for global call ID 1
CREATINGNODE Creating node for global call ID 1
USECAPMNGT Cap Management integration 0/1
CREATESCILOG SCI log activation 0/1
STATISTICTIMER Statistics times in ms 900000
(15 min-
utes)
CREATESTATISTICS MEB statistics 0/1
GATEWAYCODECTYPE |Codec setting 0-14
3
H245PORTRANGETO Port range end for H245 packets 12100
H245PORTRANGEFROM | Port range start for H245 packets 12000

9-42

A31003-G9330-1100-2-7620, 01-2005

HiPath CAP, Service Manual



Operating Modes
Multi-domain//harmonized mode

RTPPORTRANGETO Port range end for RTP packets 29131
RTPPORTRANGEFROM | Port range start for RTP packets 29100
OUTPUTDEBUGSTRIN- |Trace level for OutputDebugString 1-9-10

GLEVEL

TRACEMONITORLEVEL |Trace level for monitor application 1-9-10
CALLNUMBERLIST MEB call number list CAP
H255SIGNALINGPORT |MEB H225 signaling port 1720 CAP
NUMCHANNELS Number of licensed channels 1-30-254 |CAP
MEDIAGATEWAYIP HiPath HGxxxx IP address CAP
OWNMEBIP IP address for MEB CAP
DLSIP IP address for DLS CAP
CALLNUMBERLENGTH |Calling number length 3-9 CAP
USELIST MEB uses list of calling numbers 0/1 CAP
USELENGTHCHECK MEB calling number length check 0/1 CAP
CALLERNUMBERMEB |MEB calling number +49(5251) |CAP

8-27486

Change the value for USECAPMNGT to "0" and change all required values too.
Start MEBAppTester . exe and use the feature Start MEB to start the MEBMain. exe.

The message MEB up and running should appear in the program status line.

N o o &

Now perform your tests.. After a test, do not forget to use the XMLAdmin . exe program to
set the USECAPMNGT parameter in the MEBMain.xml file back to 1.
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&_Media Service Application Tester . ] |
[ Call Nurnbers
Humber to calk | MJ
My Murmber: |
calllD State Caler | Celled
Bz
Hel
{ag}
MEBMain.xml
4] | | [iop e
=0n local PC=
| MEB not iunning! Fress »>5tait MEB<< | I o MEBMain. exe

Text Document

MEB up and ruriring | Start hEE

After a test, do not forget to use the XMLAdmin . exe program to set the USECAPM-
NGT parameter in the MEBMain.xml file back to 1.

that the MEBMain.exe process be manually terminated with the Task Manager after

If a MEB was started with the MEBAppTester . exe test program, it is imperative
completion of all tests.

9.3.7.3 MEB test with CAP

If the MEB is started from the CAP, the communications interface for MEBAppTester.exe is
at first blocked by the SCCMEB.

1. Start the "Siemens HiPath CTI" Windows service on the CAP Managment PC, or the Win-
dows 2000 service "Siemens CAP ServiceStarter" on a CAP ServiceStarter PC.

2. Use the Diagnostics Agent to stop the associated SCCMEB.

3. RunMEBAppTester.exe. The message "MEB up and running" should appear in the pro-
gram status line.

4. Now you can perform your tests.
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9.3.74 MEB Test with all CAP components

If you want to test a MEB with all CAP components, i.e. you want to perform a test under appli-
cation conditions, you can only do this together with the CAP TCSP. See Section 9.3.6.4. It pro-
vides a basic description of how to use the TAPI test program "tb20". After establishing a con-
nection with a MEB (using the configured phone number in canonical format), you have to find
a free wave/in orwave/out channel with 1ineGetID. This reserves a wave channel on the
Siemens Virtual Wave Driver. Only then can you use the WaveTester.exe test program to open
this channel and play or record a speech file.

9.3.7.5 MEB test tool "MEBAppTester"

The tool MEBAppTester . exe starts MEBMain . exe and immediately establishes a connection
to the MEB. MEBAppTester . exe supports the fundamental Call Control functions, such as,
MakeCall, AnswerCall, etc., and the "Play/Stop a wave file" function can be set to automatic or
manual control.

You can use this tool to test the all MEB functions (telephony and audio functions). The tool
behaves in the same way as an SCCMEB and uses the same methods to communicate with
the MEB.

The tool is supplied with HiPath CAP 3.0 and is stored in the directory C: \Program
Files\SIEMENS\HiPath\bin\tools when CAP 3.0 is installed. No additional installation
procedures are needed because the relevant files can be called directly from this directory.
Functions supported

e Make A Call

e Answer A Call

e Hold A Call

e Retrieve A Call

e Consultation

e Transfer A Call

e "Auto-Answer Calls"

e "Auto-Drop on close"
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Starting the MEB Application Tester

Start the tool by double-clicking the file MEBAppTester . exe in the directory C: \Program
Files\SIEMENS\HiPathCTI\bin\tools.

close this service using CAP Management.

The MEB must be started to enable the test functions to be performed. You can start
the MEB using CAP Management, for example, or directly by starting the MEB pro-
gram file, or by using the button in the MEB Application Tester tool.

The SCCMEB may not be active when the tool is started; if necessary you should

Testing telephony functions

You can choose between Simple and Advanced mode during testing. The tool first appears in
Simple mode when the program starts:

&Media Service Application Tester : 5 |EI|1|

r Call Humbers

Advanced >

j

Mumber to call I

tdy Mumber: I

Send DTMF: | |

Call ID | State | Caller | Called Make ol |

Arsier |
Hald |
Consult |

o | m

| MEB not runing! Press »>Start MEB<< | Start MEE

You can switch from one mode to the other by clicking the Advanced >> button (or Simple <<).
In Advanced mode, the dialog looks as follows:
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#l+ Media Service Application Tester ' o A |
r— Call Humbers
Mumber to call: I
My Mumber: I
Send DTHF: | |
Call ID | State | Caller | Called Make Cal |
100000001 Connected 440 o
100000002 Connected a4 Fomo
100000003 Connected 7445 FFmao BHISET |
000000003 Ringing 7o 442 Hold |
Lorsult |
4 | | _pl Lrap L4l |
| MEB not rumning! Press »»Start MEB<< | Start MEB |
Answer | Hold | Consult | SSCT | - Additional Dptions
v Auto-Drop on close
Accept | Betrieve | Tranafer | Iv Auto-dnswer ealls
Sound Dptions — Media Options
Iv Start sounds manuslly Flay | Stop | ¥ wave in channel
¥ wave out charnel
IWaveTest.wav Open wav file | B R |

The list contains current rules under Call ID (unique), a State (call state), Caller and Called.
You can perform several calls in parallel. Current status messages from the tool are shown in
the status line under the list of calls.

The fields and buttons have the following meanings:

Number to call:
Target call number for the test function (called partner).

My number
Caller number for the test function. It appears in the called party’s display.

Send DTMF
The numbers entered here are emitted as DTMF tones into an existing, marked con-
nection.

Make Call
Establish an outbound call from caller number to target call number.
Call state: first Calling, then Ringing, then when the call is answered Connected.

Answer
Answer an incoming call to your own phone number.
Call state changes from Incoming to Connected.
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Hold

Place an active call to your own phone number on hold.
Call state change: from Connected to Holding.

HiPath Music-on-Hold is played.

Consult

Perform consultation for an active call with the Number to call.

Call state change: for the active call from Connected to Holding, for the new call first
Calling, then Ringing and when the call is answered Connected.

Drop Call

End a call (irrespective of status).

Call state change: state first changes to Dropping, then the call is removed from the
list.

Start MEB
Starts the MEB (if it is not yet active).

Functions in Simple and Advanced modes

In both modes, the buttons to the right of the call list can only be used to test call functions that
are logical and possible in the current call state, for example, "Consult" can only be tested when
a call is active (Connected). When you click a call in the list, the buttons for unavailable func-
tions are disabled in accordance with the current call state.

Additional function buttons only appear in the list in Advanced mode. You can use these but-
tons to start the relevant functions for calls regardless of the current call status.

Function buttons

9-48

Answer
Answer an incoming call to your own phone number.
Call state changes from Incoming to Connected.

Hold

Place an active call to your own phone number on hold.
Call state change: from Connected to Holding.

HiPath Music-on-Hold is played.

Consult

Perform consultation for an active call with the Number to call.

Call state change: for the active call from Connected to Holding, for the new call first
Calling, then Ringing and when the call is answered Connected.

SSCT (Single Step Consultation Call)
Transfer an active call to the Number to call.
Call state change: from Connected to Holding, for the new call first Calling, then Ring-

ing.
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In an older version of the MEB, you had to use "Accept" for an incoming call before you
could use "Answer".

— Retrieve

Retrieve a call held by your own phone number.
Call state change: from Holding to Connected.

— Transfer (only available in Advanced mode)
Highlight two existing MEB calls. Use "Transfer" to connect these calls with each other;
they are no longer displayed in the MEB communications list.

Call state

Calls can have the following state:

State Meaning

Incoming Incoming call to your own phone number.

Calling Outbound call from your own phone number, connection setup (prior to
Ringing).

Ringing Outbound call from your own phone number, ringing.

Connected Call connected.
The waveTest .wav audio file is played back in this status (music).

Busy Call partner (Number to call) is busy.

Holding Your own call number has placed an active connection on hold.

Held The call partner has placed an active connection with his own call num-
ber on hold.

Dropping The call is dropped (disconnected). This state is displayed for a call af-

ter Drop Call is activated and until the call is removed from the list.

Options for playing back the sound file (sound options)

e By default, the standard audio file (file waveTest .wav) is played back immediately after a
call is accepted (status Connected). If you want to play back the WAV file manually with the
help of the Play and Stop buttons instead of automatically, activate the option Start
Sounds manually.

e If you would like to play back a different WAV audio file, you can select the relevant sound
file after clicking Open .wav file.
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ﬁ;Media Service Application Tester N 1Ol =]

— Call Nurnber
Murnber to call: I

My Nuriber: I

Send DTMF: | |

»Call Control

Call D | State Caller Called I ake Eall |
100000001 Connected 7440 77010
100000002 Connected 7441 7010
100000003 Connected 7445 7700 Arswer |
000000003 Ringing 77010 T442 Hald
S -iojx

|| aton yow || & + B F 2|8 & |
4 | | j Dirop Call | j—i PCa2

[+ ™ Computer

-3 Disk drives

-3 Display adapters

Start MEB

MEE not running! Press > Start MEB <«

Answer | Hold | LConsult | S5CT I - Additional Dptions ._'.. :\S FMDICD‘;-Z?M mvnﬁ:
¥ #uto-Dirop on cloze 5 loppy disk controllers
Accept | Eietrieve | Transfer | IV Auto-Answer calls &1 52 IDE ATA[ATAPL contrallers
= - = -G8 Keyboards
& -
. 3 : |-y Mice and oth nting d
Sound Option: - Media Options : m:it:s er pointing devices
I¥ Start sounds manually Play | Stop I ¥ wave in channel 5 B8 Network adapters
¥ | wave out charnel i ‘j’ borie (O B
IWEVET ST SR Start Yoice Sheams | &=c§) Sound, video and game controllers
b- Audio Codecs
- Legacy Audio Drivers
}- Legacy Video Capture Devices
WA I Media Control Devices
v E -AI - Realtek AC97 Audio

& Siemens Yirtual
<}~ Video Codecs
&3 Storage volumes
o+ M System devices
B Universal Serial Bus controllers
& Universal Serial Bus controllers

Additional options

e Auto-Drop on Close
This options automatically ends all calls with the Drop Call function when you kill the pro-
gram.

e Auto-Answer Calls
This option automatically accepts all incoming calls and therefore replaces manual selec-
tion of the Answer function in each case.

Closing the test tool

Click the Close button in the title bar to end the MEB Application Tester tool.
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9.3.7.6 MEBMain/MEBSCC Start Sequence

Folders

{1 Siemens

=1 HiPathcTl

i - backups

Lockup Service (] bin

{CAP Server) * e gelas ooy
{1 config <0n CAP Server=
PC NIunich

i-{"] common
[-_] -PC-Berlin- =
o ] -PC-Muriich-

Req. :onﬁg ] MEBService_ﬁEB-zﬂ— Texk Document:
..... I 3 :tfrts ,.-Eazd Telas .cfg
elasaerver | -
[#)-{_"] -PC-Paderborn- <0n C)‘[_\P Saryers

] start =
Start T =
Processes Text Document
Lookup Client Download required files
(CAP to local PC
ServiceStarter) Folders % | | 3] berreal.dl SEMEBStat.xsl ] SiemensREpLib.i
=] HiPathcTr ,:I ﬂ barreals.dil ﬂ rsyepe0.di ﬂ soedapi.dl
B3 bin | %] bstrczo.di ®] msver7 1. %] soedapis.di
: iy i] coidll il rnszl3.dl 2] soedber.di
CJ baols il cropval.dil ﬂ msxmiZa.dl jl soedbers. di
| &3 config 2] epvals.di 2] msxmizr.di %] soedoid.di
SCCMEB . exe | @ (e (%] cpyval.dl %] NgUnit.dil %] soedper.di
: b il coyvals.dil il assapi.dl 2‘] soedpers. di
! m3 Logs ‘% cstrain.dl % assapit.dl % soedxer.dl
i i i % cstrains.dl % assdmem.dll %| soedxers.dil
MEBMain. xml ¥ ;ISDUnwse | %] g729ab.dl %] ossfmem.di %] toedapi.dl
<N local PC= ™1 Uninstall Information i‘ gsmecodec.dll ] osssmem.dl %] toedber.dl
"""" ] Windows Media Player _ii-l iaapid.dl _gl perreal.dl _3'| toedoid.dl
I MERBMain. exe |1 wndows T 2] libg723.dl 2] perreals.dl 2] toedper.dl
Tesct Dacurment '] windowsUpdate 1= |MEBMain.exe %] rv3zh3zs.dl %] toedxer.dl
™1 winzip k8 TMEEMain.req glrvcommun.dll gl tomsec.dll
2] zubehor 2% MEEMain.xml 3] sAGuirtWavelF.dl %] tracer.dl
emp 2 MEBMain, xs| ] scidll 2] ustrain.dl
VINNT [T MEBMain_heml,bat %] Slermenshisi.dl A Jvirtwave.reg
EN (D) _‘_l |§|MEBMain_html.vbs %] SiemensQosm.dl %] xercesc 2 5.0

The MEB and the associated SCCMEB are always located on the same PC. There is no differ-
ence between the start procedures for a local and a distributed installation. With the exception
of the MEB, all executable programs are located in the directory

C:\program files\Siemens\HiPathCTI\bin.
Only the MEB has its own directory
C:\program files\Siemens\HiPathCTI\bin\MEB

in a distributed environment too. During MEBMain.exe startup, the program takes the param-
eter values from MEBMain . xml first. The most important one is USECAPMNGT. If this param-
eter is enabled, values coming later from telas.cfg (CAP Management) have a higher prior-
ity than MEBMain.xml values. They are identified in the right column of the table in Section
9.3.7.2 with "CAP".
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9.3.7.7 Trace Monitor for the MEB

Trace Monitor is an online tracing tool that displays and outputs trace messages from the MEB
and Virtual Wave Driver.

The MEB and the sub-components (e.g. Wave Driver) communicate with each other by means
of methods, events and messages. You can monitor and analyze the steps and messages of
the MEB or Wave driver online using the Trace Monitor. The messages can also be stored or
printed for further processing.

The tool is supplied with HiPath CAP 3.0 and is stored in the directory C: \Program
Files\SIEMENS\HiPath\bin\tools when CAP 3.0 is installed. No additional installation
procedures are needed because the relevant files can be called directly from this directory.

Starting the Trace Monitor

1. Change to the directory C: \Program Files\SIEMENS\HiPathCTI\bin\tools and
start the Trace Monitor by double-clicking the file bstrcmon . exe.

by this documentation. Contents will be interpreted by service engineers when a
problem needs to be resolved in a service scenario.

The description is this section is used to determine the steps required to navigate
and control Trace Monitor and to transfer the trace contents to a file.

The interpretation of the various Trace Monitor trace window contents is not covered
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Displaying the Trace Monitor

®, Trace Monitor : -0l x|

File Trace Window Help

@_ Tracewindow for Application : Media Extension Bridge o |EI|£|

2004-059-13 13:06:22,328 MEBMAIN 7 000000000 Available codecs:

2004-09-13 13:06;22,328 MEBHAIN 7 000000000 Hot used: MediaCapability m_tvpe:g?7ll a—law m_framsRs
2004-09-13 13:06;22,328 MEBHAIN 7 000000000 Using : HediaCapability m_type:g?ll mu—-lay m_framek
2004-09-13 13:06;22,328 MEBHAIN 7 000000000 Hot used: MediaCapability m_tvpe:g723 n_framsREate FRA
2004-09-13 13:06;22,328 MEBHAIN 7 000000000 Hot used: MediaCapability m_tvpe:g729% annex A n_frames
2004-059-13 13:06:22,328 MEBMAIN 9 000000000 »>CH3235CIUnit:  Driver_ Init

2004-09-13 13:06;22,328 MEBHAIN 2 000000000 CH323SCIUnit: Driver Init: LoadLibrary caused srror Oz
2%04—09—13 13:06:22,328 HEEMAIN 1 ﬂUDUDUDDD CH3235CIUnit; StartSCl: Driver Init returned fal=e. ﬁj
4 »

| [

Closing the Trace Monitor
To close the Trace Monitor, proceed as follows:
1. Select File - Close

— or select key combination +

— or select Close from the Trace Monitor system menu.
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Trace Monitor menu

The available menu titles and items are listed in the menu bar. The following menu functions

are available:
Menu title |Menu item Function
File Printer setup Printer for printing trace messages on a connect-

ed printer.

Close Closed Trace Monitor
Trace Hexadecimal output (Irrelevant for MEB)

Color display Change between color display (option enabled)
and black/white display (option disabled) for
trace messages.

Show timestamp Inserts a timestamp for each trace message
when the option is enabled.

Show new login immediately |If the optionis enabled, the relevant trace window
is opened when MEB is enabled. When the op-
tion is disabled, the trace window must be
opened manually.

Windows |Overlapping Trace windows are displayed overlapping.

Tile Trace windows are tiled.

Cascade Trace windows are cascaded.

Arrange Icons Arrangement of the minimized trace windows.

? Info Enables trace monitor program information.

Printer setup for Trace Monitor

A printer must be configured for printing trace window content. You can choose to print on the
Windows default printer or on another installed printer. If a different printer is selected, this is
entered for all applications on the PC as the Windows default printer. Printer setup can be found
in the Trace Monitor under File - Printer Setup.

Manually opening/closing the trace window

If the Show Window for new Application option is not enabled in the Trace menu, you can
open and close the trace window of the MEB manually. To do this, enable/disable the MEB-
Main entry in the Trace menu.

Printing the contents of a trace window

You can also output a current state of a trace window on the configured printer of the trace mon-
itor for documentation purposes:
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1. Activate the System menu or, alternatively, the Context menu (right-click in the trace win-
dow) of the relevant trace window and select Print Messages.

2. The current content of the trace window is sent to the configured printer.

Deleting the trace window content
To delete the contents of a trace window, proceed as follows:

1. Activate the System menu or, alternatively, the Context menu (right click in the trace win-
dow) of the relevant trace window and select Delete window contents.

2. The content is deleted, the window is empty.

Freezing the contents of a trace window

If the current state of the trace window display is to be frozen so as to print it at a later stage for
example, then proceed as follows:

1. Activate the System menu or, alternatively, the Context menu (right-click in the trace win-
dow) of the relevant trace window and select Stop Window Scrolling. The contents of the
window are frozen and new trace messages are not displayed.

2. To clear this option, select Freeze window contents again. New trace messages are dis-
played in Windows again.
Exporting trace window content

The trace window can hold up to 500 entries. Once this capacity has been reached, the oldest
entry in the trace window is deleted each time a new entry is made. You can record the current
state of the trace window in an export file to document a situation from the trace window:

> Activate the System menu or, alternatively, the Context menu (right-click in the trace
window) of the relevant trace window and select Write Messages to File.

A message appears showing the path/file name for the trace window export file. Confirm
this with OK.

The default target directory for export files is the Windows shell user directory:

C:\Documents and Settings)\ [Windows Users]\Personal Files\[Application ID]\[Trace file
name]

e The [application ID] for MEB is: MEBMAIN
e The naming convention for the [trace file name] is as follows:
MEBMAIN<time>.trc

where the time is stored in YYYYMMDDhhmm format.
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9.3.8 XML Phone Service

The test application "TEFEX" for testing the XML Phone Service is automatically installed at
the same time as the actual application. In conjunction with a HiPath 4000 telephone, it lets you
test input and output functions and XMLPS signaling.

To perform a test, you must carry out the following steps:

1. Under "URL List for XML PhoneService", configure the URL
"http://localhost/tefex/tefex" with the URL identifier "TEFEX".

2. Configure a name button on a device with the destination "c13999xx", where "xx" stands
for the button number.

3. Start the device configuration for this device and assign the URL of the "TEFEX" applica-
tion to the button "xx" under "XML Phone settings".

Now you can test the configuration of the XML Phone Service.

9.3.8.1 TEFEX

"TEFEX" is a test application that supports three different functions:
e telephone-based input by code,

e telephone-based input by type,

e "CAPPhoneEXECUTE" execution from a browser.

A31003-G9330-1100-2-7620, 01-2005
9-56 HiPath CAP, Service Manual



Operating Modes
Multi-domain//harmonized mode

A complete description of all functions available is provided on the following html page: "ht-
tp://localhost:8170/tefex/tefex?ACTION=GET_ HTML".

3 List of test cases for TEFEX - Siemens AG

Datei Bearbeten  Ansicht  Faveriten  Extras 2
vk - = - Q[ 4 | Disuchen  [ElFavorten (4 | By S (=] - 2 2L

adresse |i€] hitps/flocahost:3170/tefextefex?ACTION=GET_HTML ] Puec

Test environment for executing XML phone server test cases (TEFEX)

Thus table prowides an overview of the different test cases inplemented up till now,
They are ordered by type. There are 5 types : TestGeneral, TestText, Testblenu, TestInput, TestExecute

Service URL to he configured for a device:
http:svlocalhost:8170/tefex tefex PACTION=GET_BY_CODE

This creates a CAPPheonelnput object, and tester has to enter the required CODE Fom table below.

Text in Display CODE Long Description Test Instructions Result
Tests for CAFPPhone GENERAL
Display 1z set to
invalid first 3L tag 000 TOP level 3L tag is wrong, it is CAPPhoneFalse s enter CODE "S¥MLPS menu error. Con-."
"tact your admin, pleasel"
o erter CODE Display is set to

ivalid XL tag inside 001 (CAPPhoneText object which contains an invald first 3L tag "Test for CAPPhone 001..."

press appl. button to end

Display i3 set to
enter CODE "SXMLPS HTTP error. Con-."
"tact your admin, please!"

inwalid first 3L line 002 |First line with <%l .. > is wrong

Display 15 set to
enter CODE "SXMLPS HITF error. Con-."
"tact your admin, please!"

erpty first 3L line 003 |first 3L tag is empty: <CAPPhoneTextf>

enter 123 as CODE at device

go off-hook!

enter 123 as CODE at device

rematn on-hook

enter 123 as CODE at device
» use test case 400 i browser and msert the  |application 13 aborted!
phone number you are testing on.

Tests for CAPPhone TEXT

01 male an incomming call for the device while you are processing a

After offhook, lication is aborted!
ML apphication at the device, 1e. navigating i a et SO0 BRRAC OIS an 00

.

.
w0 male an incomming call for the device while you are processing a .
.

lication is aborted|
ML application at the device, 1e. navigating in a merm applicanct i aporte:

process a XML application at the device and send a

203 CAPPheneExecute via nvolke interface

All test functions supported are divided into the following groups:

o Tests for CAPPhoneGENERAL

o Tests for CAPPhoneTEXT

e Tests for CAPPhoneMENU

o Tests for CAPPhonelNPUT

e Tests for CAPPhoneEXECUTE (can only be used from the browser)
All test functions supported are sorted according to:

e Text on the display (during the test: "get test by type"),

e Code (during the test: "get test by code"),

e Long description (detailed description),

e Testinstructions (description of the inputs on the telephone or in the browser),

e Result (test result, what is really tested).
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Telephone-based input by code (Test by Code)

The following messages appears on the telephone’s display when a TEFEX session is started
and the test mode "get test by code" is selected:

Test Environment for CAP
CODE:

A code that is listed in the "CODE" column can now be entered. Whether further input is nec-
essary on the device (Test Instructions) depends on the code that is entered. If the test is suc-
cessful, the messages in the Result column (Display is set to:) should be displayed on the de-
vice display according to the code.

If you are working in a browser and you click a code, the browser will display the XML message
that is sent from TEFEX to the XMLPS during a test for this code.

Telephone-based input by type (Test by Type)

Another menu appears on the telephone’s display when a TEFEX session is started and the
test mode "get test by type" is selected:

Test Environment for CAP
Test for CAPPhone:

You can now browse this menu with "<" and ">" and select the following type groups with the
"OK" button:

e Test for CAPPhone Text:
e Test for CAPPhone Menu:
e Test for CAPPhone Input:

e Test for CAPPhone Exec: (although this is offered here, this test is
not supported when operating from a telephone)

Select a test group.

The text from the "Text in Display" column is now offered to you in menu form, step by step,
according to the selected test group. To select a test, press the "OK" button. Whether further
input is necessary on the device (Test Instructions) depends on the test that is selected. If the
test is successful, the message in the Result column (Display is set to:) should be displayed on
the device display according to the test call.

If you are working in a browser and you click a code, the browser will display the XML message
that is sent from TEFEX to the XMLPS during a test for this code.
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Executing "CAPPhoneEXECUTE" from a browser

A new html page is shown if you click a CODE from the "Test for CAPPhoneExecute" group (for
example, CODE 404) on the TEFEX html page.

3 CAPPhoneExecute - Siemens AG ok Ol =]

J File Edit Wiew Favorites Tools  Help ﬁ
J <Back ~ = - (@) ot | i@ search  [GeFavorites £ History ||%. =

| address |@ httpe i localhost: 8170 keFex tefexPCODE=404 x| @eo |JLinks »

=]

The following string will be posted to mvoke serviet at
http:~~localhost:8170-Invokelnterface-IIF with Method 'post’

=CAPPhoneExecute><Phone>+49(83722-3160<TTRL>ZML syntax ervor</UEL></C APPheneExecute>

<CAPFhoneExecute><Phane>+49(89)722-31 B0<URLY ML syntax error</URL> ¢/CAPPhoneExecute>

Send to Invoke Interface Senvlet |

Involemnterface TTRL may be changed f necessary:

Ihtlp:,."flocalhost:m 70 change |

|€] Done [ [ |EE Loral intranet 4

In the XML string, change the value for the <phone> tag and enter the device ID of the device
that is being used for this test. Now press the "Send to Invoke Interface Servlet" button. If the
test is successful, the message in the Result column (Display is set to:) should be displayed on
the device display according to the test call.
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A Implementation details
AA Installation structure
A.1.1 Configuration files

During installation, the configuration files for all HiPath CTI components are saved in different
subdirectories of the <InstDir> installation directory.

When installing HiPath CAP Management, the directory structure is set up as follows. Individual
directories are gradually filled with the installation and configuration data for other components.

<InstDir>\config\
common \
global.cfg
http-server.zip
proc.cfg
ROOT .war
TelasWeb.cfg
start\
StartNT.cfg
<hostI>\
start\
JStarter.cfg
<processl>\
S<x>service_ctrl.proc
<servicel>\
S<x><gervicel>.svc
<servicel>.cfg
http-server.props

<serviceN>\
S<x><gerviceN>.svc
<serviceN>.cfg
http-server.props

<processN>\

e <InstDir>\config\common\
This contains important configuration files for all HiPath CTI components.

e <InstDir>\config\start\
This contains the configuration file for the start service used to start the entire system.
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e <InstDir>\config\localhost\
All configurations for the processes and services which are to run on the installation host
are saved here. The content of this directory plays a significant role in the network distri-
bution of the system.

e <InstDir>\config\<host>\
A directory like this is created for every host configured in the system and is named accord-
ing to the host name (without domain extension). This directory contains all information and
configuration data for the processes and services which should run on this host. In the case
of a standard installation, exactly one directory of this type is provided (for the local host).

e <InstDir>\config\<hostI>\<processN>\

A directory of this type is provided for each process which should run on <hostI> . This
directory always contains a file S<x>service_ctrl.proc, which contains the informa-
tion on how the process should be started. The name prefix s<x> is used to determine the
process start sequence. <x> stands for a number (e.g. S47service_ctrl.proc. This
process is started by the system before s49service_ctrl.proc). The file name there-
fore defines the process start sequence.

If several services are to run as threads within a process, a separate subdirectory is creat-
ed for each service with the service name <serviceN>. If only one service is running in
a process, a subdirectory is not provided.

e <InstDir>\config\<hostI>\<processN>\ <serviceN>\
This directory exists for every service thread within a process. This directory always con-
tains a file named s<x><serviceN>. svc containing the information on how the service
is to be started. The process start sequence is defined based on the file name. The subdi-
rectory also contains all configuration files specific to the service. If the service is a servlet
engine, the configuration file http-server.props must also be provided.

e <InstDir>data\TelasAdmin\
This is where HiPath CAP Management stores the data for Security Service, Administra-
tion Service and the Import tool.

This flexible architecture enables system processes to be easily distributed across several
hosts. A new <host1> directory is automatically created on the master server for each new
computer node when configuring a distributed component for a computer. The process subdi-
rectories that are to run on <hostI> are then transferred to this directory.

The Service Starter must now be installed on <hostI>. When started for the first time, this
automatically obtains the required data and processes from the master server (see also Sec-
tion 4.3, "Installing the HiPath CAP Service Starter").
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A.1.2 Program files

During installation, the program files, together with the Java class libraries, batch files and DLLs
belonging to the product, are stored in subdirectories of the <InstDir>\distribution di-
rectory.

During startup, these components are copied to the directories <InstDir>\bin, <Inst-
Dir>\bin\tools and <InstDir>\1ib. A check is performed in this case to determine
whether or not a copy is needed. A copy is always needed when the components from <In-
stDir>\distribution are from different versions.

e <InstDir>\bin
This contains the jsstart.exe program (Start service for WinNT) and the tools sub-
directory contains various batch files for data import and for starting individual system com-
ponents.

e <InstDir>\jre
This contains the Java runtime system.

e <InstDir>\1ib
This contains the Java class libraries for the product.

A.1.3 Log files

Log files are created in the directory <InstDir>\Logs during operation and filled with infor-
mation, errors and states of Telas components in accordance with the set logging level. There
is always a subdirectory here named after the CAP Management PC. In the case of distributed
installation, PC name directories are created for all PCs. Every directory contains all log files
for the processes running on the host PC.

HiPath CAP Management creates this directory during installation. It is used by all HiPath CTI
components.
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A.1.4 Files for the user interface

All HTML pages belonging to the HiPath CAP Management and Call Control Service are saved
in the <InstDir>\WebSpace.

Every HiPath CTl component creates a local subdirectory here, to which it then saves the non-
language-specific HTML pages (* . html), while saving the language-specific header files

(* .h) and program resource files (* . properties) to other subdirectories. These include the
user interface and the installation and administration manuals.

The language-specific files are always located in a subdirectory called 1ang. The directories
contained within this subdirectory are named according to the relevant language; HiPath CAP
Management is supplied in the language variants de (German) and en (English).

Since the various HTML pages are cross-referenced, their layout can be changed, but they may
not be renamed. You should note that any changes you make to the pages will be overwritten
if you perform a new installation.

The css directory contains the styles used in all HTML pages. The std_style. css style file
is used by default.

The Plugin directory contains the Java Runtime plugin (for the Web browsers Netscape Nav-
igator/Communicator and Microsoft Internet Explorer) required for the diagnostics applet. To
ensure that the plugin is available, this installation may have to be carried out before diagnostics
are performed for the first time.
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A.2 Description of the configuration files

HiPath CAP management provides configuration files as described in Section A.1.1 in the
<InstDir>\config\ directory. The list below only includes those configuration files where
important configuration changes can be made.

A.2.1 global.cfg

This file contains global settings for all process and service controllers in the entire system. The
variables for the installation environment are predefined as appropriate during installation. This
file must therefore not normally be changed.

Global variables and configuration parameters are set at the beginning of the file. These can
then be used in all other configuration files. The installation routine enters the correct values
automatically.

INST_HOST Contains the host name in the user LAN without a domain suffix
INST-IP Contains the host IP address in the user LAN
(not for PBX connection)
CONFIG_URL URL for the HiPath CAP Management homepage
CFG Path to the directory containing the configuration files

The following variables are used to control logging.

log.class com.siemens.log.ClientLogger

lookup://LogServer
3

log.serverUrl

log.level

tomcat.log.level = =1

If necessary, general logging can be modified here; The permitted values for the logging level
are:

DebugTrace

Trace

Message

Warning

Error
Fatal
OFF -1

O R N W k| WU
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The tomcat.log. level file is used to control Web server logging. Logging should
only be enabled in special cases, as it is extremely detailed and can result in the gen-
eration of large data volumes.

useDaylightTime = true

This option controls automatic adjustment to daylight saving time. If you have enabled automat-
ic adjustment in your operating system (default), this option must be set to true so that the
times used during logging, for example, correspond to the system clock. If this function is dis-
abled in the operating system, this option must be setto false.

You can check the operating system settings with Control Panel | Date/Time | Time Zone

MaxCookieAge = 43200

Life of a cookie in minutes. The successful authentication of a CAP user for ComAssistant is
saved in a cookie. When this timeout expires, the CAP user is forced to repeat the authentica-
tion procedure.

CustomizedPath =

If you want to use local HTML pages, you can specify a path to these files here. You will find
more detailed information in the SimplyPhone for Web Installation and Administration Manual,
"Customized HTML pages".

<?x set TelasWebName = "CAP" ?>
Definition of the CAP server name for unique identification in a notification mail.

<?x set MAIL_SERVER = "mail.org.de" °?>
SMTP mail server name entry. The name replaces "mail.org.de".

<?x set MAIL SENDER = "<?x S$TelasWebName ?> notifica-
tion<tws@mail.org.de>" ?>
Mail sender entry. The entry replaces "tws @mail.org.de".

<?x set MAIL_SYSADMIN = "sysadm@mail.org.de" ?>
Mail recipient entry. The entry replaces "sysadm@mail.org.de".

PasswordMode = ADMIN [ADMIN/AUTO]

ADMIN = ComAssistant users who forget their password must contact the CAP administrator
to obtain a new password.

AUTO = ComAssistant users who forget their password can request a new password via e-mail.
The CAP user must have been assigned an e-mail address on a specific LDAP server for this.
The LDAP server is configured in the admin. cfg file.
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A.2.2 ports.cfg

The ports for the HTTP and HTTPS connection to CAP Management and ComAssistant are
defined in this file.

<?x set CAP_SSL_PASSWD = "changeit" ?>
The password that was assigned when generating the encryption file is defined here.

<?x set CAP_SSL_FILE = ".keystore" ?>
The name of the encryption file for CAP is defined here. The ". keystore" file with the pass-
word "changeit" already exists by default.

<?x set CAP_SEC_MODE ="OFF" ?>
The secure connection to CAP Management is set up here (OFF/ON).

<?x set CAP_SSL_AUTH = "false" 7>
The secure connection to CAP Management is set up here during the login session (true/false).

<?x set CAP_SEC_PORT ="8470" 7>
The port for secure connection to CAP Management is defined here (default = 8470). This port
is opened by the CAP’s Web server.

<?x set CAP_STD_PORT ="8170" ?>
The port for normal connection to CAP Management is defined here (default = 8470). This port
is opened by the CAP’s Web server.

<?x set SPW_SSL_PASSWD = "changeit" ?>
The name of the encryption file for CAP is defined here. The ". keystore" file with the pass-
word "changeit"” already exists by default.

<?x set SPW_SSL_FILE = ".keystore" 7>
The secure connection to CAP Management is set up here (OFF/ON).

<?x set SPW_SEC_MODE ="OFF" ?>
The secure connection to ComAssistant is set up here (OFF/ON).

<?x set SPW_SSL_AUTH = "false" 7>
The secure connection to ComAssistant is set up here during the login session (true/false).

<?x set SPW_SEC_PORT ="8480" 7>
The port for secure connection to CAP Management is defined here (default = 8470). This port
is opened by the ComAssistant Web server (Phone Controller).

<?x set SPW_STD_PORT ="8180" 7>
The port for normal connection to CAP Management is defined here (default = 8470). This port
is opened by the ComAssistant Web server (Phone Controller).

<?x set SPW_MGMT_PORT ="8168" 7>
The port for the XML connection from ComAssistant to CAP Management is defined here (de-
fault = 8168). This port is opened by the CAP’s Web server.
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A.2.3 TelasWeb.cfg

The TelasWeb. cfg file is extremely important for configuring the entire HiPath CTI system.
No changes need to be made here for the moment for the standard installation.

The following section explains the most important entries in this file:

ConfigDomain
Domain name of the host on which the central configuration service was installed.

This entry is only required when the domain name of the installation host cannot be
determined during the installation of HiPath CAP Management. This is easily recog-
nized by the fact that the following URLs only contain the node name.

PhoneURL
URL for accessing the Phone Service

Journal .AccessUrl
URL for accessing the Journal Access Service.

.Journal .AccessUrl
URL for accessing the Mail Service.

RequestTimeout = 10
Maximum time in seconds waited for a response to a request to the Phone Service.

PBX.PingInterval = 120000
If no requests were issued over a long period, a ping request is used in the specified interval to
check whether the server is still working. The time is specified in milliseconds.

NoExpireDate = 0

The expiration date for passwords is administered and defined in the HiPath CTI system. Co-
mAssistant uses this data by default. If an expiration date is not required for passwords, this
option can be set to 1.

EnableConsultation = YES

Indicates whether the PBX system supports the special telephone functions of toggling and
conference calling. These functions are normally supported (YES). More detailed information
can be found in the Installation and Administration Manual for ComAssistant.

#FEnableCMCSupport = YES
Activate "Client Matter Code" support for ComAssistant. If the feature is enabled, a project code
can be selected for explicitly identifying a call data record.

#SametimeServer = mhpad48wc.mchp.siemens.de

You can define the Sametime Server (Lotus Domino Server) for ComAssistant here. This is only
possible if the SameTime package for ComAssistant is installed on the CAP server. The pres-
ence and absence of linked Lotus Notes users can be visualized in ComAssistant with this con-
nection.
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UserDBAccessParams = NO

Instead of ComAssistant PABS, you can activate the WEBDAV interface on the Exchange serv-
er for ComAssistant users to permit the optional use of the user’'s own Outlook Contacts saved
on the Exchange server.

A2.4 startNT.cfg

The startNT. cfg file is used by the Start Service (jsstart.exe) to start the entire HiPath
CTI system as a system service. The variable data is set accordingly during installation.

Important arguments for the start include:
args: <CAP Management PC name>/TelasWebStarter

Each HiPath CTIl system is identified using a cluster ID. This uniquely defines the process-
es and services which belong to a cluster.

As a rule, the PC’s actual name is set as the cluster ID when installing CAP Management.
In the case of distributed installation, it can be chosen from a selection menu for LAN-sup-
ported multicast. If a customer does not want multicast or if it is not supported in a distrib-
uted installation, the entry must be extended as follows on all CAP computers (as well as
on the CAP server):

args: <CAP Management PC name>@<CAP Management PC name>:<Free UDP
port>/TelasWebStarter

#args:-v

If problems arise at startup, detailed logging can be activated with the commented out -v
option. You should remove the comment character # for this purpose.

args:-port
args: 8280

This entry defines the port for the diagnostic agents. This port need only be changed if it
is already occupied on the host.

A.2.5 admin.cfg

This file is stored in the directory <InstDir>\config\<host name>\admin\mgmt. This
command is used to configure the administration services. All settings are made during instal-
lation.

Ldap.server = scd2ldap.siemens.net:389

If you forget your password when using ComAssistant, you can request an e-mail with a new,
automatically generated password. To verify a CAP user and an e-mail address entered, the
LDAP server checks the relationship between the e-mail address and the "Phone-Device Num-
ber" assigned to the user (call number in canonical format). Enter the LDAP server names here
or the IP address and the LDAP port.
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#Ldap.phone-number = telephoneNumber

#Ldap.mailaddress = mail

If the search field names (mapping) do not match the default in this LDAP server, enter the ap-
propriate search field name. The field name is shown on the left in CAP and on the right in the
LDAP server.

Ldap.timeLimit = 30

Define the length of a search timeout here. The search is ended if a common entry is not found
for a call number and an e-mail address within this time. The result of this is that no e-mails with
automatically generated passwords are sent to the ComAssistant users.

Language = de
Set the language for e-mails with automatically generated password for ComAssistant users:
de = German, en = English

DatabaseServerList = SYSDB, SYSDB.MAP.Users, SYSDB.MAP.Usergroups, SYS-
DB.MAP.Scc, SYSDB.MAP.SCCProxy, SYSDB.MAP.Devices, SYSDB.MAP.Snrs, SYS-
DB.MAP.Licenses, SYSDB.MAP.Businessgroup, SYSDB.MAP.Urls, SYS-
DB.MAP.Ca, SYSDB.MAP.Xmlphoneservice, SYSDB.MAP.MEBService

Preparation for connecting external LDAP servers instead of internal CAP LDAP servers,
SLAPD, for managing all data.
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ProgramMode = CAP

HiPath CAP V3.0 supports the automatic integration of user data. This eliminates the need for
duplicated user management, both in CAP and in an application. The following applications can
be exclusively connected:

e CAP = Internal CAP User Management component (default)

e HiPath4000Manager

Integration in HiPath 4000 Manager (not released)
e HiPathUserManager = Integration in HiPath User Management

e HQB8000 = Integration of HQ8000 User Management (not scheduled)

e OpenScape = Integration of OpenScape User Management (not scheduled)

#ModesListDir = modes

The default directory <TnstDir>\config\<host name>\admin\mgmnt\modes contains
the configuration files for connecting the various user management systems. The file names
correspond to the parameter inputs for "ProgramMode". You can select a different directory
containing the relevant configuration files. In this case, enter the complete path name.

A.2.6 adminlf.cfg

This file is stored in the directory <TnstDir>\config\<host name>\admin\mgmt. Thisfile
is used for configuring the AdmininterfaceService. All settings are made during installation.

TelasWebInstalled = 1/0
If this option is set (1), the CAP GUI features a link to the ComAssistant Help.

TelasServerNames

(do not change!) This parameter contains a list of the supported PBX connections with the
corresponding names for display in the HiPath CAP Management user interface. Every entry
has the following structure: "<directory name> | <selection name>,". The directory <Inst-
Dir>\config\distribution\config\<directory name> contains templates for all
configuration files for this specific SCC. The <selection name> is offered for selection when ad-
ding an SCC.

AsnlModes = false|off, acse|CSTA ACSE, 1|CSTA I,3|CSTA III
(do not change!) Mapping is defined here for the SCC configured in "single-domain native
mode".

MaxResult = 300

PageResult = 10

Define the default parameters for the search mask that appears when you select "Search for
users" here.

MaxTeamAgentMembers = 20
Define the maximum number of users that belong to a buddy list for ComAssistant here.
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DeviceTypes = Phone|Phone, VirtualDevice|VirtualDevice
(do not change!) Mapping is specified here for the devices that can be added in CAP Manage-
ment Device Configuration.

A.2.7 auth.cfg

This file is used for configuring the Security Service. All settings are made during installation.
The most important entries in this file are the expiration date and the default password for CTI
users. This data is set via the HiPath CAP Management user interface in the Default password
dialog.

ExpirePeriod = 40
Maximum validity of an individual password in days. This parameter can be modified over the
CAP GUL.

ExpirePeriodAutoPassword = 60
Maximum validity of an individual, automatically generated password in days. This parameter
can be modified over the CAP GUI.

StandardPassword = MTIzNDU2
The default password for a CAP user in Base64 encoded form.

A.2.8 backup.cfg

This file contains the settings for the automatic backup of CAP and ComAssistant data. Note
that in the event of a backup to a network drive, the Windows service "Siemens HiPath CTI"
was assigned to a domain user who is authorized to access this network drive and also has
local "login as service" authorization. The various backups must be performed at different
times.

NrBackups = 7

Define the number of backups to be saved here. A backup is created every day. The format of
the backup directory name is:

"<Month>-<Day>.<Backup counter>"

BackupRootDir = C:/Program Files/Siemens/HiPathCTI/backups
Define the destination directory for all backups.

<?x set RULES_BACKUP_TIME = "01:55:00" ?>
The backup time for the ComAssistant rule assistant’s data is defined here.

<?x set USERS_BACKUP_TIME = "02:00:00" ?>
The backup time for CAP data is defined here.

<?x set PABS_BACKUP_TIME = "02:10:00" 2>
The backup time for the ComAssistant user’s personal address books is defined here.

A31003-G9330-1100-2-7620, 01-2005
A-12 HiPath CAP, Service Manual



Implementation details
Description of the configuration files

<?x set JOURNAL_BACKUP_TIME = "02:30:00" 2>
The backup time for the ComAssistant user’s call journals is defined here.

<?x set CAP_LDAP_MODE = "STANDALONE" ?>
In a Windows installation, the "standalone" parameter must be retained. "Replica" can only
be used to activate replication in the case LINUX-based installation (possible in future).

A.2.9 ConfigLoader.cfg

This file contains the settings for the Configuration Loader Service and generally should not be
changed. Configuration directory paths and the names of the templates for the personal journal
settings are specified here.

By changing the following entry, the personal journal settings of all users can be saved to an-
other directory. You may want to save to another directory if space on your hard disk is limited,
for example, or if you want to back up data.

PersonalConfigDir =
C:/Program Files/Siemens/HiPathCTI/data/TelasWeb/Journals

A.2.10 Diagnose.cfg

This file contains settings for the diagnostic servlet.

A.2.11 Login.cfg

In this file the administrator can preset login domains, which are then offered for selection to
CTI users, who have selected authentication by means of "Windows Login", during login.

A.2.12 DiagnoseServer.cfg

It is possible to configure e-mail notifications for system malfunctions via the DiagnoseServ-
er.cfgfile. The e-mails are then sent to the specified mail address by the diagnostics service.
The configuration of an e-mail server is essential for this. This is defined in the file "glo-
bal.cfg".

#Diagnose.Timer.PingInterval = 150
The ping interval time is defined here (default = 150 seconds). When this time expires, the di-
agnostic server checks the current status of an internal CAP services with a ping.

#Diagnose.Timer.CheckProcInterval = 128

The snapshot interval time is defined here (default = 128 seconds). When this timer expires,
the diagnostic server checks the current status of a CAP process controller (TelasWebStarter)
with a snapshot and at the same time receives additional information on the active processes.
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#Diagnose.Timeout.Request = 20
The waiting time after a ping or snapshot is defined here (default =20 seconds). When this timer
expires, further pings or snapshots are sent until the "Retry Counter" is exceeded.

#Diagnose.Timeout.Resend = 2
The time (default =2 seconds) after which another ping or snapshot is sent after a "Timeout.Re-
quest" is defined here.

#Diagnose.Timeout.RetryCount = 3
The retry counter after "Timeout.Request" is defined here (default =3 retries). The status of a
process controller or internal CAP service is modified when this retry counter expires.

#MailTrap.Receiver-<n>.Address = <?x SMAIL_SYSADMIN °?>

The e-mail address of the recipient of a diagnostic e-mail is defined here. The variable <?x
SMATIL_SYSADMIN °?> can be replaced. <n> stands for block number. Each block can contain
different configurations.

#MailTrap.Receiver-<n>.TrapFilter = <id> [|<id>]

The active filters for this block are defined here. <ld> stands for filter number which must be
configured later. If a filter matches, an e-mail is generated and sent to the associated block ad-
dress.

#MailTrap.Receiver-<n>.SubjectFile = <subjectTemplateFile>

The name of the associated "Subject Template File" is defined here. The "subjectSam-
ple.cfg" template file is located in the directory of the file "DiagnoseServer.cfg". Please
note that file names are case-sensitive.

#MailTrap.Receiver-<n>.BodyFile = <bodyTemplateFile>

The name of the associated "Body Template File" is defined here. The "subjectSample.cfg"
template file is located in the directory of the file "bodySample. cfg". Please note that file
names are case-sensitive.

#MailTrap.Receiver-<n>.Enabled = true
You can activate or deactivate this configuration block here.

MailTrap.TrapFilter-<id> = <host>/[<svcType>/]<svcId>:<thresh-
old>:<state>[|<state>]

MailTrap.TrapFilter-<id>.Description = <id>= filter description
You can explicitly define the file here and add a description.

<host> - The PC on which a process or internal CAP service is running.
<svcType> - The internal CAP service name

<svcId> - The service identifier

<threshold> - The threshold

<state> - The state of a process or internal CAP service.

The following statuses are supported:

notReady |notRunning|stopped |startup|running
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Example of a trap configuration

MailTrap.Receiver-0.Address =
MailTrap.Receiver-0.TrapFilter =
MailTrap.Receiver-0.SubjectFile =
MailTrap.Receiver-0.BodyFile =

MailTrap.TrapFilter-0
ning
MailTrap.TrapFilter-0
vice:amount:status

MailTrap.TrapFilter-1

MailTrap.TrapFilter-1.

notRunning

MailTrap.TrapFilter-2
MailTrap.TrapFilter-2
notRunning

MailTrap.TrapFilter-3
MailTrap.TrapFilter-3

MailTrap.TrapFilter-4

MailTrap.TrapFilter-4.

notRunning

MailTrap.TrapFilter-5
MailTrap.TrapFilter-5
has stopped

MailTrap.TrapFilter-6
MailTrap.TrapFilter-6
running

.Description = 0 =

.Description =

.Description = 3 =

.Description = 5 =

.Description = 6 =

DAuser0771@tipb.de

0|1]2]3|4]5]|6
subjectSample.cfg

bodySample.cfg

= pc0771/TelasServer/sccp—l:1:notReady|notRun—

location/Type/Ser-

= */Httpd/*:1:notReady|notRunning
Description = 1 = One Httpd is notReady or

= */TelasServer/*:1:notReady|notRunning
2 = One TelasServer is notReady or

= *ccp*:1:notReady|notRunning
*ccop*

= */Httpd/*:1:*
Description

Il
=~
Il

One Httpd is notReady or

= *:1l:stopped
One of the processes/services

= *:*:running

All processes/services are
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MailTrap.
MailTrap.

Receiver—-<n>.
Receiver—-<n>.

Receiver—<n>
Receiver—<n-
Receiver—<n>

Address
TrapFilter

SubjectFile

BodyFile
Enabled

MailTrap. .
MailTrap. 5
MailTrap. =
v v

. = DiagnoseServer Doy anplc:
Diagnose Service e SEn)

subjectsample

Diagnose Controller CFG file CFG file
] | |
-
Mail Trap.TrapFilter-<id> i
Mail Trap.TrapFilter-<id>.Description
‘ ¥ ] ! 4
Semices | Type | Process | Host | Status
FPEXManagement AdminSerdet \AdminController pcO77e |@ running
UserAuthentication |AuthServiet - |AdminContraller pc0771 | running
Configloader |ConfigloaderSendet  |AdminController pcO771 |@ running
Admin_Redirect |DefaultServet AdrminContraller pe0771 |@ running
DiagnosticGUI DiagnoseSendet \AdminController |pc0771 @ running
Admin Hitpd |AdminConiraller |pcd7 71 |@ running :startup
LS erver LMSerer |AdminController penryl @ running -
LicenseGU |LicenseSenet |AdminContraller peo77 |@ running e
LogServer LogServer AdminController pcO771 | running :running
AdminLogin LoginServet AdrminContraller pe0771 |@ running ¥
Administration GLUI MamiSendet AdminCGontroller |\pcO77A |@ running : nDtRunnlng
AdminController |ServiceController |AdminController |pe07ya |@ running = notReady
SystemManagement  |SysMomitService |AdminController pcO771 |@ running [r——
DiagnoseService |DiagnoseServer |DiagnoseController pcO771 |@® running
DiagnoseController |SericeController |Diagnose Controller pe0771 |@ running
Scep3 TelasServer Sccp3 |pcO771 |@ running
Lookup Lookup o TelaswWehStarter |\pcO77A |@ running
TelagWehStarter |ProcessCaontroller [TelagWehStarter pcar7l |@ running

A.2.13 Configuration data for CAP Management

All data used exclusively by CAP Management for PBX system connections and for checking
authorization is saved in the <InstDir>\data\TelasAdmin\adminauth\capdb directory.

The capdb subdirectory contains the authentication information for the authentication service
of CAP Management in an LDAP database. All of the information for authorized users (e.g. user
type, password and timestamp) is entered here. It is also used to store the assignments of PBX
to IP address and port of the responsible CAP Call Control Service processes.

A

All files are managed via the HiPath CAP Management user interface. All CAP data
can be destroyed by modifying one of these files with a text editor.
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A.2.14 Configuration data for MEB

The MEB configuration parameters are stored in an ASCII configuration file that can be opened
directly with an editor. CAP 3.0 Management does not need to be enabled.

Parameters should never be changed directly in this file but always in CAP Manage-
ment.

The name of the configuration file is telasxXX. cfg, where xxx stands for the configured ser-
vice name. This file is located in the CAP 3.0 default configuration folder.

You can open the file using the Explorer by double-clicking (Editor), for example to print out the
parameter settings for a particular configuration.

The directories in detail:

Parameters in the file |Meaning/Value Corresp. field in the
CAP Management MEB
configuration

MEBIP IP address MEB MEB IP address

callNumberMEB MEB’s own call number MEB call number

NumChannels Maximum number of channels (as li- Max. number of channels

censed)

UseLengthCheck Length check option Use length check

- 0: Off
— 1:0n

CallNumberLength |Minimum length of call number for length |Length of the call number

check

Uselist Call number list option Use call number list

- 0: Off
— 1:0n
CallNumberList Call number list, entries separated by a |Call number list
semicolon, ranges indicated with a minus
sign

MediaGatewayIP Enter the IP address of the HG3570 Media gateway

board to which the MEB is connected.

DLSIP IP address of the DLS servers DLS IP address

H225SignalingPort |H.225 port number H225 signaling port
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A.2.141 Files for MEB

The following files for MEB are contained in the C: \Program Files\SIEMENS\HiPathC-
TI\bin\meb folder after installation and configuration of the MEB:

File Meaning

berreal.dll Function library for MEB.
berreals.dll Function library for MEB.

bstrc20.dll Function library for trace monitor.
cmpval.dll Function library for MEB.
cmpvals.dll Function library for MEB.

cpyval.dll Function library for MEB.

cpyvals.dll Function library for MEB.

cstrain.dll Function library for MEB.

cstrains.dll Function library for MEB.

cci.dll Function library for SCI.

g729ab.dll Function library for SCI.

iaapid.dll Function library for MEB.

libg723.dll Function library for SCI.
MEBMain.exe Program file of MEB.

MEBMain.reg Registry entries for MEB.
MEBMain.xml Additional configuration file for MEB.
MEBMain.xsl Additional configuration file for MEB.

MEBMain_html.bat

Batch file for calling up the information script for MEB.

MEBMain_html.vbs

Version information script for MEB.

MEBStat.xsl Additional configuration file for MEB statistics.
msvcp60.dll Function library for MEB

msvcr71.dll Function library for MEB

msxmi3.dll Function library for MEB

msxmi3a.dll Function library for MEB

msxmi3r.dll Function library for MEB

NqUnit.dll Function library for CorNet NQ/IP support.
op1_16.avi AVI sound file for the Tool MEB Application Tester.
ossapi.dll Function library for CorNet NQ/IP support.
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File Meaning

ossapit.dll Function library for CorNet NQ/IP support.
ossdmem.dll Function library for CorNet NQ/IP support.
ossfmem.dll Function library for CorNet NQ/IP support.
osssmem.dll Function library for CorNet NQ/IP support.
perreal.dll Function library for MEB.

perreals.dll Function library for MEB.

rv32h323.dll Function library for SCI.

rvasni.dll Function library for SCI

rvcommon.dll Function library for SCI.
SAGVirtWavelF.dll Function library for Wave Driver Interface.
soedapi.dll Function library for MEB.

soedapis.dll Function library for MEB.

soedber.dll Function library for MEB.

soedbers.dll Function library for MEB.

soedoid.dll Function library for MEB.

soedper.dll Function library for MEB.

soedpers.dll Function library for MEB.

soedxer.dll Function library for MEB.

soedxers.dll Function library for MEB.

toedapi.dll Function library for MEB.

toedber.dll Function library for MEB.

toedoid.dll Function library for MEB.

toedper.dll Function library for MEB.

toedxer.dll Function library for MEB.

tomsec.dll Function library for SCI.

Traces.dll Function library for SCI.

ustrain.dll Function library for MEB.

virtwave.reg

Registry entries for WAV drivers; these are entered on every

MEB start.

waveTest.wav

WAV sound file for the Tool MEB Application Tester.

xerces-c_ 2 5 0.dll

Function library for XML support.
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A.2.14.2 Files for the Siemens Virtual Wave Driver

The following are available after installation in the
C:\winnt\system32 (Windows System directory)

folder:

File

Meaning

sagvirtwave.dll

Function library of the Wave driver.

virtwave.reg

Registry entries for Wave driver interface.

A.2.14.3 Files for CAP 3.0 Management and SCCMEB
After MEB/SCC has been installed/configured, the following files for SCCMEB are contained in

the

C:\Program Files\SIEMENS\HiPathCTI\bin\meb

folder:

File Meaning

imgmt.dll Function library for access to CAP Management.
SccMEB.exe Program file for SCMEB.
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B Connecting HiPath 4000/Hicom 300 with a Server
PC
B.1 Server PC connectivity options

HiPath 4000/Hicom 300 features integrated Ethernet server bus ports. This means you can
connect the HiPath CAP server PC over an Ethernet TCP/IP connection. A TCP/IP connection
is a logical data connection between two addresses which are composed of a port number (for
TCP) and a logical IP address. In this configuration, multiple logical destinations can be
reached over a physical address (the TCP port number). The TCP protocol ensures that the
data packets transmitted reach the logical IP destination address in the correct order and with-
out loss of data. The connection is completely cleared down if an error occurs.

The following diagram shows possible connections to a Siemens HiPath 4000/Hicom 300:

PBX
CSTA CTl server PC
WAML ACL
L P CAP ™ |;| CSTA
HUB 3 @ =
i 1]
ACL
PBX
CSTA CTl server PC
SL200
=z CAP (\ |;| CSTA
ACL oL d E|
ATL

Basically, the CSTA CTI server can also be configured with a single LAN card, although this is
not recommended.
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B.1.1 Connection to the Atlantic LAN

An unscreened twisted-pair cable to the internal Hicom Ethernet LAN serves as the physical
interface between the HiPath 4000/Hicom 300 and HiPath CP. The internal ("Atlantic") LAN pro-
vides high data bandwidth and is therefore ideal for data communication between the HiPath
4000/Hicom 300 processors and HiPath CAP. The internal Hicom Ethernet LAN can be access-
ed directly over the ports on the rear panel of the HiPath 4000/Hicom 300.

If there are multiple HiPath CAP servers connected to the same Atlantic LAN, every server must
have a unique IP address. An external hub is also required. A standard twisted-pair cable is
used for the physical connection to the external hub. Any standard hub with RJ45 ports can be
used as the external hub, for example Office Connect Ethernet Hub 4 (4 TP/RJ45 ports) from
3Com (vendor number 3C16704A). The hub ports should always be MDI/MDIX switch ports.

IP addresses

IP addresses (IP network numbers plus server numbers) provide access to the servers con-
nected to the Atlantic LAN. The Atlantic LAN’s IP network number is "192.0.2.0", which defines
a class C address. These network numbers use all servers connected to the Atlantic LAN.

The Hicom components have fixed IP addresses, for example:

CC-A: 192.0.21
CC-B: 192.0.2.2
ADS/ADP: 192.0.2.3

The following address ranges are reserved for external applications:
ext. ACD server: 192.0.2.10 - 192.0.2.19 (default: 192.0.2.16)
HiPath CAP: 192.0.2.23 - 192.0.2.29 (default: 192.0.2.25)

If there are multiple HiPath CAP servers connected to the same Atlantic LAN, every server must
have a unique IP address. An external hub is also required. The default address of the first CAP
server is 192.0.2.25. The address number is incremented by one for each additional server
(192.0.2.26, 192.0.2.27, etc.). A total of five servers can be connected.

B.1.2 Connection to the SL200 or WAML board

Fixed IP addresses are defined in the Atlantic LAN for the HiPath/Hicom components. It is
therefore impossible to configure additional PBXs in the same LAN. This restriction can be
avoided by using an SL200 board (in HiPath 4000) or a WAML board (in Hicom 300 and HiPath
4000).

These LAN boards have freely configurable IP addresses and can be used to access the At-
lantic LAN.
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: You cannot configure a WAML board at the same time as an SL200 board.

B.2 Configuring the HiPath 4000/Hicom 300 software

B.2.1 Configuring the connection to the SL200 board (HiPath 4000
only)

The Atlantic LAN must be configured properly before you start to configure the SL200 board.

Use the UnixWare service tool 'Unix Base Administrator’ (UBA) to configure the SL200 card for
use with CA4000. The UBA service tool can be found under LaunchPad in the ‘Base Adminis-
tration’ folder in HiPath 4000 Assistant.

Once the LAN settings for SL200 have been properly configured in the UBA under’LAN Cards’
and 'Routes’, proceed with the section 'Firewall settings’.

Configuring with HiPath 4000 Assistant and the UBA

Open a Web browser on a PC with direct access to the Atlantic LAN. Go to the HiPath 4000
Assistant’s public domain under http://192.0.2.5 and follow the instructions under the link ’Client
Preparation’. Next, use the browser to access the UBA tool by entering the following link: https:/
/192.0.2.5/UBA

You must now start by configuring the LAN card. Do this by selecting 'LAN Configuration’ and
clicking the menu item ’LAN Cards’. The table in the right-hand frame should be blank (if it con-
tains an entry, the LAN card was already configured and does not have to be re-configured).
Click the 'New LAN Card Configuration’ icon (above right in the right-hand frame) and enter the
IP address, netmask, and broadcast values provided by the system administrator for SL200.
Add the card for the entry. The new entry then appears after a few seconds in the table. Then,
restart UnixWare as a privileged user in a Unix shell by clicking 'ShutDown’ or by entering ’shut-
down -y -g0’.
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$=Back ~ = - () ) | Qlsearch  [GelFavorites  Media o4 | By &
Address IE htkps:/{192.0,2. 5/UB4A] j a0 | Links **

HiPath 4000 Assistant

Base Administration

(=}
A% Unix Base Administration % A
LAN Configuration Type Address Status [ |
LAMN Cards
e Etfemet | 179.202.244.158
Hosts
Routes
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Firewvall -
- |
WAN Configuration
Address Manadement
Device Pools LAN Card P Hi
EPE Links ard Froperties
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Activate the UBA as soon as UnixWare has been restarted and all UnixWare services have
been started and select the 'Routes’ menu item. Click the 'New Route’ icon (above right in the
right-hand frame). Select the ’Default’ check box, enter the gateway value you received from
the system administrator and enter ’3’ under ’Metric’. Normally, you do not have to enter a value
for ’Netmask'. If in doubt, consult your system administrator; click ’Add’ for the route, wait until

it appears in the table and then restart UnixWare.
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LAN Configuration
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Firewall settings

The following steps must be performed once LAN configuration has been started for SL200 with
the options 'LAN Cards’ and 'Routes’ and UnixWare has been restarted:

1. Select the 'Firewall’ option under 'LAN Configuration’. After a few seconds the firewall set-

tings appear in the right-hand frame.

o 0k~ w D

frame.
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"Host’ is set by default in the '"New Firewall Entry’ field. Click the ’Address’ option.
Enter the IP address of the computer you want to use to access the CA4000.
You may only select the option ’ADP’ in the ’Access’ field here.

Click the ’Add’ button.

After a few seconds, a new line appears in the Host / Net table on top in the right-hand
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7.

/3 <Assistant: - Unix Base Administration - Base Administration - Microsoft Internet Explorer

File Edit Wiew Favorites Tools Help

If you have to configure additional workstations, click the 'New Firewall Entry’ icon on the
upper right and repeat steps 2-6 for each additional workstation. A host should be available
for use with CA4000 as soon as it has been added to the list.

Gpack - = - D [0 A Qoearch GaFavorites Preda (| B S A -

Addvess [&] hitps://192.0.2.5/U84/

83 | nix Base Administration

HiPath 4000 Assistant

Base Administration

ADP PPP O |

LAN Configuration Host i Met Natrmask
LAN Cards 127
Hosts >(|
DHS
Routes
Alias Hosts
Firewall
VWAN Configuration
Address Management Firewall Entry Properties
Device Pools
PP Links Host | Hiet]
System Administration General
DatelTirme " Name: l—
Shut Down
TFTP Server % fdiress: |1 9 .|202 .|244 .|23?
Al.l.lsbb
[ HELLA [¥l ADF [DiFEE
Add Cancel
& ’_|_|—[2|_ ) Internet v
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B.2.2 Configuring the connection to the WAML board

Before the WAML board is configured, the Atlantic LAN must be properly configured and con-
nected to the WAML board over a LAN cable.

The AMO LANC can be used to configure the WAML board for LAN communication. A maxi-
mum of four WAML boards can be configured in a HiPath system.

B.3 Connecting the CAP PC to HiPath 4000/Hicom 300

The procedure includes the attachment of the connection cable and the execution of a ping on
the HiPath 4000/Hicom 300. Perform the following steps:

1. Connect an RJ45 cable to the adapter card at the back of the CTI server.

2. Connect the other end of the RJ45 cable to the hub C/SL200/WAML card in HiPath 4000/
Hicom 300.

3. Send aping to the IP address of the HiPath 4000/Hicom 300. Enter the following character
string at the input prompt:

ping 192.0.2.3 (for a connection to the Atlantic LAN)

4. If the connection is successful, you receive a reply from HiPath 4000/Hicom 300. Other-
wise, check the connections and repeat the ping. If the problem persists, replace the cable
and repeat the ping.

B.3.1 Configuring the ACL connection

The system will not work properly until HiPath CAP and HiPath 4000/Hicom 300 are specially
configured, that is, certain specific parameters must be set.

HiPath/Hicom parameterization is performed with the help of MML command batches (AMOs).

If multiple gateways are configured for the same HiPath system, separate ACL-C application
parameters must be configured for this in HiPath 4000/Hicom.

The following steps must be performed for every installation:

1. Set the maximum number of ACL-C applications
AMO: DIMSU
Parameter: ECCS:

2. Set the maximum number of monitored devices
AMO: DIMSU (DIMensioning of features, Switching Unit)
Parameter: ACDMONID, number of monitored ID groups (for example, ACD agents - ACD-
G only).
Maximum number of monitored devices permitted. The application is prevented from set-
ting more than the maximum number of monitored devices.
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3. Set the call processing timer
AMO: CTIME, customer-specific CP timer, switching unit
Administration of the call processing timer evaluated by the "MakeCall" event.

4. Configuration of the physical ports for TCP/IP data communication
AMO: CPTP, communication parameter for TCP/IP connection
Type: DPCON

5. Set the interface parameters (transport address)
AMO: CPTP, communication parameter for TCP/IP connection
Type: APPL

6. Configuration of ACL Manager parameters
AMO: ACMSM, ACL Manager communication parameters
TYPE=ACLAPPL

7. Configuration of parameters for sub-applications
AMO: XAPPL, DP application ACL

8. AMO application administration
AMO: APC

Certain parameters set with AMOs must be identical to the values set in the HiPath CAP con-
figuration.

In particular, these are:
Password (ACMSM)
Block size for transmission/receipt (ACMSM)
IP address of the gateway (CPTP)
Generated ACL-C events (XAPPL)
ID of the sub-application (XAPPL)
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Connecting HPPC with HP4K via CAP / Anbindung HPPC an HP4K iiber CAP HiPath 4000
CPTP: ACMSM: XAPPL:
TYP=DVAVERB MODUL=AI .
NUM=<XX1> APPLNU=<AAS — | SR
DVAPROZ=<APPLNAME=> APPLTYP=ACLAPPL L1
NAME=<XNAME=>

IPNUM=192.0.2.<77>

s

MSGBASED=JA
P Monitored events defined
LOCPORT=102 ZUGANG=CB in sub applications
EABFOR 15102 PASSWD=CSTAGW
LOCTSAP=ACM=<50+N> Bt
» FARTSAP=APPL<50+N> MAXSBYTE=1020
FARTSAP=APPL<50+N> SATPL.
MAXEBYTE=1020 CTYPESUBAPPL
CAP Connectivity = APPLNU==AA>
Adapter :
|zz=25-29| ||N: PBX Link Number | ADDEVT=ACCOUNT&
- ASSIGN&AGENT&
| M: Subappl. : BLOCKED&BUS Y&
ABANDON&QUEUED&
NiC: HEFS: Seavec REDIRECT&CONF&
Atlantic LAN » CONSULT&DIAL&
192.0.2.<Z7> Ccnnechvﬁy Adapter EXT&HOLD&IDLES&
LOGON&RING&
Call Bridge ACL € - CSTA RINGBACK&RCGDISC&
RCGSEL&TALK
NIC: CSTA 3 APP
Customer LAN XAPPL:
asa.bbb.cee.ddd | P=1040,1042,1043,1044 - CTYPE=MONCB
\ e APPLNU==AA>
I P: Port number || GLOBAL=RCG
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B.3.2 Hicom 300/HiPath4000 configuration batch for the CA

The configuration batch for HiPath 4000/Hicom 300 contains three parameters that are impor-
tant for communication with the CAP CA server:

e |P address of the CAP CA server PC
e PBX Link Number
e PBX Sub Appl Number

IP address of the CAP CA server PC

If everything is set correctly, the appropriate IP address is entered here. However, this has cur-
rently no value in conjunction with CA. It is only used if HiPath 4000/Hicom 300 were to set up
the TCP/IP connection autonomously.

PBX Link Number

This must match in the CA configuration and in the AMO CPTP:APPL. The crucial parameter
in the AMO is the ACM number and the APPL number. It is composed of the default value "50"
plus the PBX link number (ACM 50 + PBX link number; APPL 50 + PBX link number).

Example: PBX link number = 5 >>> ACM55;APPL55;

PBX Sub Appl Number

This must match in the CA configuration and in the AMO XAPPL. The crucial parameter in the
AMO is the sub-application number "Dxx".

Example: PBX sub appl number = 25 >>> D25
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B.3.2.1 HiPath 4000 batch for CA4000
ADD-CPTP:DPCON, 55, "CAPCONN1", "<IP-CA4000-PC>";

ADD-CPTP:APPL, 55, "CAP1", "CAPCONN1", "CAPAPP1",YES,102,102, "ACM55", "APPL55";
/%

ADD-XAPPL:55, "CAPAPP1", "CAP1", ,Y;

CHANGE-XAPPL : SUBAPPL,, 55, D25, ACCOUNT&AGASSIGN&Agen t &ABANDON&QUEUED ;
CHANGE-XAPPL : SUBAPPL,, 55, D25, REDIRECT&LOGON&RCGDI SC&RCGSEL&DIGDIALD;
CHANGE-XAPPL : SUBAPPL, 55, D25, TTONGEN;

CHANGE-XAPPL : MONCB, 55, D25, RCG, ;

/%

ADD-ACMSM: , 55, ACLAPPL, "CAPAPP1", "CAP1", "CAPCONN1",CB, "CSTAGW",Y,1020,1020;
/%

/* Signaling time setting (here 15 seconds) for

/* "MakeCall" at the call-initiating extension for analog

/* terminals

CHANGE-CTIME : TYPESWU=CP1, ECCSSUPV=15;

/%

/* EXEC-UPDAT:BP,ALL;

/* EXEC-UPDAT:Al,ALL

/* EXEC-REST:SYSTEM, RELOAD;
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B.3.2.2 Hicom 300 batch for CA300

ADD-CPTP:DPCON, 55, "CAPSVR1", "<IP-CA300-PC>";

ADD-CPTP:APPL, 55, "CAP1", "CAPSVR1", "CAPAPPL1",YES, 102,102, "ACM55" , "APPL55" ;
ADD-XAPPL:55,CB,Al, "CAPAPPL1", "APPLICATION 55";

CHANGE-XAPPL : SUBAPPL, 55, D25, ACCOUNT&AGASSIGN&AGENT&BLOCKED&BUSY ;
CHANGE-XAPPL : SUBAPPL,, 55, D25, ABANDON&QUEUED&REDIRECT&CONF&CONSULT ;
CHANGE-XAPPL : SUBAPPL, 55, D25, DIAL&EXT&HOLD& IDLE&LOGON ;

CHANGE-XAPPL : SUBAPPL, 55, D25, RING&RINGBACK&RCGDISC&RCGSEL&TALK ;
CHANGE-XAPPL :MONCB, 55, D25, RCG, ;

/%

ADD-ACMSM:Al, 55, ACLAP-
PL, "CAPAPPL1", "CAP1", "CAPSVR1",CB, "CSTAGW",Y,1020,1020;

/ *

/* ACT-APC:"ACM", SWU, BP;

/ *

/* Signaling time setting (here 15 seconds) for

/* "MakeCall" at the call-initiating extension for analog
/* terminals

CHANGE-CTIME: TYPESWU=CP1, ECCSSUPV=15;

/ *

/* EXEC-UPDAT:BP,ALL;

/* EXEC-UPDAT:Al,ALL

/* EXEC-REST:SYSTEM, RELOAD;
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B.3.2.3 Hicom configuration batch — So connection for Telas Server 3.1
ADD-BCSM:Al, EC, SW, 86, S0D, "SOD" ;

ADD-BCSM:Al, EC,HW,N, 86, "Q2120-X", ,"",,"",,"",,"";
ADD-LCS0:Al,KONF, 13, WAHL,DVA, 216, 64000TRS;
ADD-LCS0:Al,KONF, 14, WAHL,DVA, 220, 64000TRS;
ADD-CPS0:Al,DVAVERB, 5, "TELAS", "216","370";
ADD-CPS0:Al,APPL,40, "DGV", "TELAS", "CBTD", "CBTDS", "CBTDR" ;
;ADD-CPSO:Al,APPL, 41, "TDDO", "TELAS", "CBTTO", "CBTTOS", "CBTTOR" ;
;ADD-CPSO:Al,APPL,42,"TDD1", "TELAS", "CBTT1", "CBTT1S", "CBTT1R";

;ADD-CPS0:Al1,APPL,43, "GUE", "TELAS", "CBTG", "CBTGS", "CBTGR" ;

ADD-SBCSU:216, FPP,DIR,1-1-79-
o,sopp,1,1,1,1,1,1,0,0,N,0,Y,0,,SBQ9311,Yv,Y,0,, ,N,N,, ;

ADD-SBCSU:217,MSN, 216,,1,1,1,1,1,1,0,N,0,Y,0,,Y,N,N;

ADD-DAPPL:40, "DGV", "CBTD", "TELAS", DGV ;

CHANGE-DAPPL:40, ,, ,EIN,DGV;
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B.3.2.4 Hicom configuration batch — LAN connection for Telas Server 3.1

ADD-LANC:1,1,91,GLOBAL, 155, WESTERN, ATL~
LAN&EXTLAN1,NONE, ,,,,,,,,, PROXY, PROXY;

ADD-LANC:1,1,91,NETWORK, EXTLAN1, 195.2.109.41,255.255.255.0, ;

ADD-LANC:1,1,91,IPROUTE, 195.2.109.0,NET, 255.255.255.0, 195.2.109.254;

ADD-DAPPL:11, "DGV", "TELAS", "CBTD", DGV ;

CHANGE-DAPPL:11,,,,Nw ,DGV ,1;

ADD-CPTP:DPCON, 111, "TELAS", "195.2.109.43";

ADD-CPTP:APPL, 11, "DGV", "TELAS", "CBTD", YES, 102,5000, "CBTDS", "CBTDR" ;
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B.3.2.5 Configuring a HiPath 4000 terminal for XML Phone Service

To use XML Phone Service, at least one name key must be free on a terminal. If not, the AMO
TAPRO can be used to change the function of a key.

Example:
CHANGE-TAPRO: STNO=<extension>, TD<key number_xx>=NAME;

CHANGE-TAPRO: STNO=827486, TDO7=NAME ;

Use the AMO ZIEL to configure a HiPath CAP XML Phone Service as a "non voice" application.
Example:

ADD-ZIEL:TYPE=NAME, SRCNO=<extension>, KYNO=xx, DESTNON=C13999xx;
ADD-ZIEL:TYPE=NAME, SRCNO=27486, KYNO=07 , DESTNON=C1399907 ;

The URL that was previously associated with the preconfigured button is assigned to the device
in the CAP Management GUI.

Additional settings in HiPath 4000

The "Repdail Pause Timer" in the "Switching Unit" must be set to the lowest value possible. Use
the AMO CTIME for this.

Example:

CHANGE-CTIME: TYPESWU=CP2, REPAUSE=1;
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B.4 Configuring HiPath 4000 for the MEB connection

B.4.1 Explanation of terms

MEB - Media Extension Bridge

The MEB is part of CAP 3.0 Management. It is implemented over IP between MEB and HiPath
4000. IP Trunking Version 2.0 is used for this in HiPath 4000 V2.0. This means that only STMI2
boards can be used. These are Q2316-X with 45 available B channels or Q2316-X10 with 90
available B channels.

B.4.2 Configuring the IP link in HiPath 4000

Call numbers, slots and IP addresses must be customized to suit the environment. Items
marked in bold are variable and must be customized for installation.

B.4.2.1 Adding and configuring the STMI board

Note:
Please insert the board following the AMO STMIB as otherwise frequent board restarts will de-
lay the configuration.

ADD-BCSU:TYPE=PER, LTG=1, LTU=1, SLOT=91, PARTNO="Q2316-X" , FCTID=2, LW-
VAR="0", HWYBDL=A;

/*Note the board label for the part number

ADD-STMIB:MIYPE=STMI2IGW, LTU=1, SLOT=91,CUSIP=198.6.116.157, CUSPN=8000,
SNETMASK=255.255.255.0;
CHANGE-STMIB:MTYPE=STMI2IGW, LTU=1, SLOT=91, TYPE=IFDATA, DGWIP=198.6.116.254;

CHANGE-STMIB:MTYPE=STMI2TIGW, LTU=1, SLOT=91, TYPE=GWDA-
TA,GWID1="MEB" ,GWID2="1";

CHANGE-STMIB:MTYPE=STMI2IGW, LTU=1, SLOT=91, TYPE=LEGKDATA , GWNO=1 , GWD-
IRNO=2100;

If the STMI2 is already inserted, you must now restart it.

RESTART-BSSU: ADDRTYPE=PEN, LTG=1, LTU=1, SLOT=91;
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B.4.2.2 Configuring tie trunks and TSC connection numbers
ADD-WABE:CD=2100, DAR=TIE;

ADD-WABE :CD=2200, DAR=TIE;
ADD-WABE:CD=2101, DAR=STN;

B.4.2.3 Configuring trunk groups for the IP route

ADD-BUEND: TGRP=20,NAME="MEB" , NO=30;

B.4.2.4 Tie trunk to MEB

(The COT and COP standards are downloaded from the HD in this case for a tie connection to
ECMAV2.)

COPY-COT: TYPE=COT, COTOLD=14, COTNEW=29, SOURCE=HD;

COPY-COP: TYPE=COP, COPOLD=14, COPNEW=31, SOURCE=HD;

ADD-TDCSU: OPT=NEW, PEN=1-1-91-0, COTNO=29, COPNO=31, DPLN=0,
ITR=0,C0OS=1,LCOSV=1,LCOSD=1,CCT="IGW-MEB" , DESTNO=0, PROTVAR=ECMAV?2,
SEGMENT=8, ISDNIP=00, ISDNNP=0, TRACOUNT=15, NNO=1-2-299, COTX=29,
FWDX=10, CLASSMRK=EC&G711&G7290PT, TGRP=20, SRCHMODE=DSC, INS=Y,
DEV=HG3550TP, BCHAN=1&&30, BCNEG=N, BCGR=1, LWPAR=0,

LWPP=0, LWLT=0, LWPS=0, LWR1=0, LWR2=0, DMCERL=N;

B.4.2.5 Routing for the TSC connection
ADD-RICHT : MODE=LRTENEW, LRTE=299, LSVC=ALL, NAME="MEB-1",

TGRP=20, DNNO=1-2-299;

ADD-LODR:0DR=29, CMD=ECHO, FIELD=1;

ADD-LODR:0DR=29, INFO="IP-IGW TSC", CMD=END;

ADD-LDAT: LROUTE=299, LSVC=ALL, LVAL=1, TGRP=20, ODR=29, LAUTH=1 ;

ADD-LDPLN: LCRCONF=LCRPATT, DIPLNUM=0, LDP="2100", LROUTE=299, LAUTH=1;
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B.4.2.6 Configuring the gatekeeper

Attention:
Please check the following settings in the AMO ZANDE: branch ALLDATA, GATEKPR=YES

ADD-GKREG : GWNO=1 , GWATTR=INTGW&REGGW&HG3550V2, { SECTORNO=0},

{CLUSTNO=1}, DTPLNUM=0, DPLN=0, LAUTH=1;

ADD-GKREG : GWNO=2 , GWATTR=EXTGW, GWIPADDR=198.6.116.242,

GWDIRNO=2101, { SECTORNO=0}, {CLUSTNO=1}, DIPLNUM=0, DPLN=0, LAUTH=1;

The IP address (GWIPADDR) for the gateway number = 2 must match the IP address of the
MEB server.

B.4.2.7 Routing for the tie trunk route to the MEB

(An open network with node access code is used here.)

ADD-RICHT : MODE=LRTENEW, LRTE=220, LSVC=ALL,

NAME="MEB QUER",6 TGRP=20, DNNO=1-2-299;

ADD-LODR : ODR=32, CMD=NPTI , NPT=UNKNOWN , TON=UNKNOWN ;
ADD-LODR:0DR=32, CMD=ECHO, FIELD=1;
ADD-LODR:0DR=32, CMD=ECHO, FIELD=2;

ADD-LODR: ODR=32, CMD=END;

ADD-LODR:0DR=32, INFO="IP-IGW MEB";

ADD-LDAT:LROUTE=220, LSVC=ALL, LVAL=1, TGRP=20, ODR=32,
LAUTH=1,GW1=2-0;

ADD-LDPLN : LCRCONF=LCRPATT, DIPLNUM=0, LDP="2200" -
"X",DPLN=0, LROUTE=220, LAUTH=1;

B.4.2.8 Saving changes
Save changes to the hard disk.

EX-UPDAT:BP, ALL;
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B.4.2.9 Configuration query

The command DIS-GKREG: ; should now show that the GW1 has registered itself and that
GW2 contains an IP address. This is the IP address of the computer on which the MEB should
run.

P +
GUHNO 1 GWATTR  INTGW REGGH HG3550V2 |
GWIPADDE 198.6.116.157% GWDIRNG 2100 I
DIPLNUM O DELH O

I

GATEWAY REGISTERED: YES < |

|

|

|

| LRUTH 1
|

| IP GATEWAY IS CONFIGURED BY GKREG

|

INFO: |
o - +

GUHO 2 GWATTR  EXTGW HE3550V2

GWIPRDDR 198.6.116.242 GWDIRNO 2101

DIPLNUM O DPLH O

GATEWAY REGISTERED: NO
IF GATEWAY IS CONFIGURED BY GEREG
INFO:

| |
| |
| |
| LBUTH 1 |
| |
| |
| |
B.4.3 Setting the STMI voice CODEC

STMI-specific WBM (Web-Based Management): this tool is activated via HiPath4000 Assistant.
It can be found under "Expert Mode | HG3550 V2 Manager".

1. Click the "Refresh BG List" button on the following page.

2. Connect to the appropriate STMI.

3. Open the padlock and scroll to "Explorer", then "Voice Gateway".

4. Now right-click the CODEC PARAMETER in the menu that appears and select "edit pa-
rameters”. The parameters can now be edited.

5. Set the priority of codec G.711 p-law to "1" and codec G.729AB to "4".

Confirm the change with "Apply Changes", press the diskette to save and reboot the card
with the "Reset" button. This takes up to 10 minutes.

7. The STMI connection is interrupted by closing the padlock and selecting "Logoff" from the
menu.
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B.4.4 Enhancements

B.4.4.1 AMO GKREG

As the AMO GKREG was defective in SR06 Rel. 00 and Rel. 02, it is only now saved and then
transferred by file transfer.

Necessary for SR06 Rel. 00

STA-COPY: " : PDS:APSU/BGDATO00", " : PAS : SICHERUNG/BGDATO00" ;

Necessary for both SR06 Rel. 00 and Rel. 02
STA-COPY: " : PDS:APSN/S/GKREG/C", " : PAS : SICHERUNG/GKREG/C" ;
STA-COPY: " : PDS:APSN/S/GKREG/D", " : PAS : SICHERUNG/GKREG/D" ;

STA-COPY: " : PDS:APSN/S/GKREG/E", " : PAS: SICHERUNG/GKREG/E" ;

B.4.4.2 Info on the protocol

IP trunking only works in connection with ECMAV2. This applies to all systems. If a different
PVCD was loaded in the AMO PRODE like in the USA, the protocol must be implemented by
hand.

B.4.5 Implementing the ECMAV2 protocol by hand

This applies to all systems for which IP trunking should be installed. This feature requires the
ECMAV2 protocol. If a different PVCD was loaded in the AMO PRODE like in the USA, the pro-
tocol must be implemented by hand.

DISPLAY-PRODE: SRC=HD, KIND=PDSHORT;

tom—m - et it tommmm - Fom e +
| PONR | PDSTRING | IDENT | VERSIOHN |
tom—m - et it tommmm - Fom e +
| 31 | ETSI QSIG Third ed. S5 | H/08 | BO-ELO.Z0.001 |
to-—--— et et e et +o——mm—- Fomm - +

The ECMAV2 protocol is listed as "ETSI QSIG Third ed. SS" on the hard disk.
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DISPLAY-PRODE: SRC=DB, KIND=VARTAB;

fomm - tomm Fmm e +
| PROTVAR | | PDNAME | PDSTRING |
pom po—m - e fom +
| PSS1V2 | PDNORM | PDO6 | ISO QSIG Second ed. S8

| | PDAl | | |
| | PDAZ I I |
pom e po—m - e e +

The query is used to find unnecessary protocols in the database. PD06 was used here. Indi-
vidual appearances may differ if PSSIV2 is needed.

COPY-PRODE: TYPE=PD, PDNO=31, PDNAME=PDO06 ;

The following query appears when you have copied the protocol from the hard disk to the da-
tabase.

DISPLAY-PRODE : SRC=DB, KIND=VARTAB;

fom f-———— - - fom +
| PROTVAR | | PDNAME | PDSTRING
- - - o +
| PSS1V2 | PDNORM | PDO6 | ETSI QSIG Third ed. 55
I | PDAL | I |
| | PDAZ | | |
- - - o +

The protocol must now be activated and renamed.

DISPLAY-PRODE: SRC=DB, KIND=PDSHORT;
tom——= Frm tomm tomm tomm +
| PDNAME | PDSTRING | IDENT | ACTIV | VERSION |
+-——— - +-———- t-———- o +
| PDO6 | ETSI QSIG Third ed. S5 | H/08 | NEIN | BO-EL0.20.001 |
tom——= Frm tomm tomm tomm +
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CHANGE-PRODE : KIND=PD, PDNAME=PD06 , SEC=0ORG, ACTIVE=Y;

DISPLAY-PRODE: SRC=DB, KIND=PDSHORT;

e et e I et fommmm - R e T +
| PDNAME| PDSTRING | IDENT | ACTIVE | VERSION I
e et e I et fommmm - R e T +
| PDO6 | ETSI QSIG Third ed. S5 | H/08 | ¥ | BO-ELO.z20.001 |
e et e I et fommmm - R e T +
CHANGE-PRODE : KIND=VARTAB, PROTVAR=ECMAV?2 , PDNORM=PDO06 ;
DISPLAY-PRODE: SRC=DB, KIND=VARTAB;
o o R et e +
| PROTVAR | | PDNAME | PDSTRING |
oo R et fommmm - et e e +
| ECMAVZ | PDNORM | PDO6 | ETSI QSIG Third ed. S5
I | PDAL | I |
I | PDAZ | I |
o oo fomm - et et e T +
| PSS1V2 | PDNORM | PDO6 | ETSI QSIG Third ed. S5
| | PDAL | | |
| | PDAZ | | |
o oo fomm - et et e T +

Two different names now exist for one and the same protocol. The name no longer used is now
deleted.

CHANGE-PRODE : KIND=VARTAB, PROTVAR=PSS1V2;

DISPLAY-PRODE: SRC=DB, KIND=VARTAB;

e fommmm - R et et e E e T +
| PROTVAR I | PDNAME | PDSTRING I
e fommmm - R et et e E e T +
| ECMAV2 | PDMORM | PDO6 | ETSI QSIG Third ed. S5 |
| | PDALl | I I
| | PDAZ2 | I I
e fommmm - R et et e E e T +
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Glossary

Glossary

A

ACD
See Automatic Call Distribution.

ACD Group
A group of ACD agents that are responsible for processing specific calls (for example, calls
to phonebroking agencies, to credit agencies or to airline booking agencies). See also Au-
tomatic Call Distribution.

Agent
A customer service employee who initiates or receives customer calls over an agent work-
station.

Agent workstation
A workstation with a telephone connected to the HiPath 4000 system and a terminal con-
nected to the LAN.

ANI
See Automatic Number Identification.

Answer Call
A service that answers a calling device (for example, when a call is parked) and then con-
nects the party on hold.

Application Supplier
A company that supplies application programs that run in the LAN environment where Hi-
Path 4000 is connected.

API
See Application Program Interface.

Application Connectivity Link (ACL)
See Connectivity Adapter HiPath 4000 Application Connectivity Link.

Application Program Interface (API)
The software used by the LAN to permit HiPath 4000 to perform certain telephony func-
tions (for example, set up or transfer calls).

Automated Outbound Dialing
A feature that lets an agent set up a call to a customer over a telephony application.

Automatic Call Distribution (ACD)
A system feature for the efficient distribution of large volumes of incoming calls received
over specially configured lines.
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Automatic Number Identification (ANI)
A feature available in the digital telephone network that enables HiPath 4000 users to iden-
tify external callers. ANI provides agents connected to HiPath 4000 with information on the
caller and allows them to prepare themselves better for the call.

Cc

Call
All connections between two or more users, for example, a connection between an incom-
ing trunk and an extension or between two or more extensions.

Call Center
A customer service center that is contacted by telephone. Call center staff often use termi-
nals to access information databases.

Call Handling Services
Services that let the agent issue requests, such as Make Call, Clear Connection, Consul-
tation Call, Transfer Call, and Answer Call over the telephony application.

Clear Connection
A service that clears down a call at a particular device.

Connectivity Adapter HiPath 4000 Application Connectivity Link
A synchronous bidirectional communication connection with which HiPath 4000 is connect-
ed to the LAN over the telephony server.

Connectivity Adapter HiPath 4000
A Siemens product that can be used to integrate a HiPath 4000 system in various LAN en-
vironments.

Computer Supported Telephony Application (CSTA)
A standard developed by the ECMA (European Computer Manufacturers Association) for
connecting computers to telephone systems.

Computer Telephony Integration (CTI)
An interface used by applications in the LAN to operate and monitor telephony functions in
HiPath 4000.

Consultation Call
(1) Consultation connection (a connection where the user places the other party on hold in
order to obtain information from a third party). (2) A service that lets a user place a call on
soft hold at a device and set up a new call with the same device.

Coordinated Voice and Data Transfer
A feature that transfers voice and data simultaneously when transferring a call from one
agent to another.

CSTA
See Computer Supported Telephony Application.
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CSTA Link
A connection used to connect the HiPath 4000 to the telephony server.

CTi
See Computer Telephony Integration.

D

Dialed Number Identification Service (DNIS)
A customer network service in which the telephony application displays data specific to the
station number dialed on the agent workstation.

DLS
Deployment and Licensing Server.

DNIS
See Dialed Number Identification Service.

E

Enhanced Business Statistics
A feature that lets the application evaluate event stream data from the HiPath 4000 and
generate caller statistics.

Event Stream
Information on calls that are generated by the HiPath 4000 system and forwarded to the
telephony application. This information is used by the telephony application to determine
agent availability and to support features, such as Intelligent Answering and Coordinated
Voice and Data Transfer.

Intelligent Answering
A feature that causes the telephony application to display transaction or customer-specific
data on the agent’s monitor when this agent initiates or receives a call.

ISA
Industry Standard Architecture.

L

LAN
See Local Area Network.

Local Area Network (LAN)
A communication network with multiple servers and workstations within a geographically
confined area.
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M

Make Call
A communication connection from one extension to another.

MEB
Media Extension Bridge.

N

Network Interface Card (NIC)
A board connected to the telephony server and used to exchange data over a network.

NIC
See Network Interface Card.

P

Performance Data
Diagnostic data saved in a buffer and used to evaluate system performance on the basis
of traffic data recorded during a specific period of time.

Port
An interface or access point on a computer or on another data terminal.

Profile
A group of parameter values that can be used to customize the software. The password
used to access the system can be set, for example.
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S

SCC
Service Call Control

SCCMEB
Service Call Control for Media Extension Bridge

SCI
Session Control Interface

T

TCP/IP
See Transmission Control Protocol/Internet Protocol.

Telephony Application
An application program that is executed in a LAN and executes - either directly or indirectly
- telephony functions, such as station number dialing, call pickup and transfer or the pro-
cessing of voice and data connections.

Trace Data
Diagnostic data saved in a buffer and used to trace back messages exchanged between
HiPath 4000 and the LAN.

Traffic Data
Diagnostic data saved in a buffer documenting the number of messages exchanged be-
tween HiPath 4000 and the LAN within a specific timeframe.

Transfer Call
A service that can be used to transfer a held call to another extension in the CBX.

Transmission Control Protocol/Internet Protocol (TCP/IP)
A network protocol that facilitates communication between computers with different hard-
ware architectures and operating systems over interconnected networks.
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