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About this document

This Configuration Manual contains information on the setup, installation and
configuration of IVM Config.

Additional information can be found in the Readme file in the directory D:\Cevis.

For information on operation please refer to the User Manual.

Trademarks
IVM is a trademark of Fire & Security Products GmbH & Co. oHG.

Microsoft is a registered trademark and Windows a trademark of Microsoft
Corporation. All other products or company names referred to explicitly in this
manual are mentioned only for purposes of identification or description and may be
trademarks or registered trademarks of their respective owners.

Contacting us

If you have questions or suggestions regarding the product or this documentation,
please contact our Customer Support Center.

Intranet:  Customer Support Center

Internet:  Worldwide contacts

E-Mail: fs.support.sbt@siemens.com

Tel.: +49 89 9221 8000

Training courses

Siemens Fire & Security Products provides training courses for all products.


https://intranet10.sbt.siemens.com/about_bt/Business_Units/fs/Customer+Support+Center/?languagecode=en�
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1 Safety

1.1 Target readers

Safety

1.2  Work safety information

The instructions in this document are designed only for the following target

readers:

Target readers

Qualification

Activity

Condition of the

product
Operational startup Technical training for Puts the product into The product is not yet
personnel building or electrical operation for the first installed and
installations. time. configured.

software.

Keep this document for reference.

Always pass this document on together with the product.

Read the general safety precautions before operating the software.

Please also read the safety precautions for the devices that are operated by the

® Any national or local safety standards or laws that apply to the development,
design, installation, operation or disposal of a product must be adhered to in

addition to the instructions in the product documentation.

1.2.1 Handling

Damage due to improper handling

® Protect the CD from scratching.

® To clean the CD use a soft dry cloth.
1.2.2 Transport

Damage during transport

® Always transport the CD in the case it originally came in.
1.2.3 Setup

Dangerous situation due to false alarm

® Make sure to notify all relevant parties and authorities providing assistance
before testing the system.

® To avoid panic, always inform all those present before testing any alarm

devices.

Siemens Building Technologies
Fire Safety & Security Products
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Safety

1.2.4 Dataloss after update

1.25 Storage

Data loss after software update

® Make sure to backup all data before updating the software.

Damage due to improper storage

Always store the CD in its protective case.

Keep the CD in an environment with a relative humidity of 10 — 90 %.

Keep the CD between -5 and +55 °C.

Do not keep the CD close to sources of magnetic radiation.

Protect the CD from moisture.

°
°
°
® Do not store the CD in excessively dusty places.
[ ]
[ ]
[ ]

Protect the CD from direct sunlight.

1.3  Meaning of the warning notices

The severity of a hazard is indicated by the following written warning notices.

Signal word Type of risk
CAUTION There is a risk of minor injuries or damage to property
IMPORTANT Malfunctioning may result

1.4  Meaning of the hazard symbols

/N

The nature of the hazard is indicated by icons.

Caution - Dangerous area!

/N

Caution: Dangerous electrical voltage!

10
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2

Software description

Software description

2.1

IVM Config is a CCTV product.

The Interactive Video Management system (IVM) is suitable for universal operation
thanks to its software architecture and scalability. The systems comprises the
following applications:

® VM Server
® VM Config
® [VM CLIENT

The IVM Config configuration software is used to configure the system setup,
workstations, users, commands and alarm management. This allows the Video
Management System to be adjusted to meet a wide range of different requirements
and sizes of system.

This Instruction Manual contains information on the setup, installation and
configuration of IVM. The SISTORE units can be operated using the IVM Client or
IVM Client (VB) application software.

Program window IVM Config

1 ——pFile  General settings  Server configuration  System configuration  Assistants Help

A4 RN

# I¥M Config al _|of
+)

4 —ﬁ35| \Mo connection to server [y@  admin 0g:s0

VES
SISTORE_Cx
SISTORE_SX
TELEMAT

10 Server

Fig. 1 IVM Config main window

Menu bar

Toolbar. See Section 2.2: Toolbar.
Group display
Status bar

AW IN |

11
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Software description

The menu bar consists of the menu items:
Files

General settings

Server configuration

System configuration

Assistants

Help

Online or offline operation

In the status bar, you can check if your PC is connected to the server.
No connection to server:  offline operation

Connected to server: online operation.
2.2 Toolbar
The Toolbar is designed for quick selection of functions. When the mouse pointer
is over a button a QuicklInfo is displayed, giving information on the function of that
button. From here it is possible to add, edit and delete groups and components.
IZ1 i E IZ1 @A % E
lZI T T
1 2
1 Add a new group. See Section 5.1: New group.
2 Add a new component. See Section 6.1: Add a hew component.
3 Edit a group. See Section 5.2: Edit a group.
4 Edit a component. See Section 6.2: Edit component properties.
5 Delete a group. See Section 5.3: Delete a group.
6 Delete a component. See Section 6.3: Delete a component.
2.3 Help

The online help as a PDF file as well as general product and project information is
available under the Help menu.

Prerequisite:

The Adobe Acrobat Reader software is installed on your computer.

mie

The Adobe Acrobat Reader Software is included on the accompanying CD.

12
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1. Select the menu sequence Help > Help.

Help

About TwM..,
About VM Config Strg+I

> Adobe Acrobat Reader opens.

=2 The PDF file is opened.

Software description

mie

The Acrobat bookmarks can be used to find the information you need quickly.

2.4 Information on the version and system information

1. Todisplay general information and information on the system, select the

menu sequence Help > About IVM...

2 The information will be displayed under the General information and System
information tabs (see Fig. 2 and Fig. 3).

I1¥M™ Config

| General infarmation I S petem information I

Sl

Froject IIUM
Custamer IIUM
Comment IIUM
AKZ |
Licenze-Ma. IEI

Ok

Fig. 2 General information

13

Siemens Building Technologies
Fire Safety & Security Products

03.2009



Software description

I¥M Config =]
General information | System information |
Mo. of Clients [WEB] I'I Qo000
Mo of Inputs/Dutpts |'| 0ao0aa /100000
Mo. of SISTORE |‘IEIIIIEIIZIEI
Mo of OTH |‘I
No. of ¥ISIDwWAVE [1
Mo, of TELEMAT |‘I 00000
Mo, of TELESCAM |‘I 00000
Wersion Server I
Wersion Client [VB) |
Yersion Config I
Ok |

Fig. 3 System information

2. To obtain information on the current program and database versions, select
the menu sequence Help > About IVM Config.

=2 The information will be displayed in the IVM Config: Info window:

a8 x

¥ Config
K// \\\ SIEMENS
i ]

Configuration ool far [4Whd

IVM Config /

Yerzion: 3.4.5.00
(11.02.2008). DB-ersion:

Werzionh Info... | Swstem Info...

|I:|:||:|yright 2 1998-2008 Siemens Building Technologies Fire & Security Products GmbH & Co. oHG

Fig. 4 IVM Config: Info

3. Todisplay detailed system information, click System Info... in the IVM
Config: Info window.

14
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= The following window opens:

@ System Information

Software description

8| -0 %]

Daktei Bearbeiten Ansicht  Extras  Hilfe
ibersicht Element | et -
#- Hardwarereszourcen E etriebsspstemname Microzoft Windows =P Professional
.. K.omponenten Werzion F.1.2600 Service Pack 2 Build 2600
- S oftwareumgebung Eetriebssystemhersteller EE‘{DHS;;BEWDDHHDH
s : yztemname
e naen S ysterhersteller FUJITSU SIEMENS
Iee pplications S pstemmadel CELSILIS
Systemtyp #86-bazierter PC
Prozessar w06 Family & Model 15 Stepping 2 Genuinelnt
Prozeszor #BE Family & Model 15 Stepping 2 Genuinelnt
BIOSWerzion-0 atum FUNTSU SIEMEMS A Phoenix Technaologies
SMBIDS-Wersion 24
WindowsY erzeichnis CAWAMMT
Syztemverzeichniz CANTMMT Sapstem 32
Startgerat sDevicehHarddizkMolume1 o
Gebietzzchema Germaty
Hardwareabstraktionzebene  Yersion =""5.1.2600.2180 [#pzp_spz_rtm. 040
Benutzermame WA I02N b pocDd
Feitzohe " Europe Standard Time
Gezamter realer Soeicher 1.024.00 MB _ILI
4 Ie [
E:E::En I | Suchen I Suche schliefen |

[T Mur auzgewshlte Kategone durchsuchen [ Mur Kategorienamen durchsuchen

Fig. 5

Detailed system information
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Operational setup

3 Operational setup

3.1 Configuring the system environment

mie

In principle it is possible to work through the individual program dialog boxes

independently of each other and in any order. If you are not familiar with the

configuration procedure, however, the following procedure is recommended:

The software is split up into two parts:

Basic configuration

1. First of all configure all of the devices used (video matrix switchers, monitors,
cameras etc.). For more information, see Section 6.1: Add a new component.

2. Set up the interfaces and connections to the devices. For more information,
see Section 7.1: Configuring ports.

Alarm configuration

3. Once the hardware has been configured, it is possible to begin setting up user
accounts, alarms, alarm groups, alarm sequences etc.

Itis important to follow a logical naming and database ID scheme!
Before the system is configured, a clear concept should be designed, based on the system setup,
which defines the assignment of IDs to the input, output, alarm, contact, video matrix etc.

3.2 Video components

16

IVM supports the following video components and devices:

Video component/Device

Version

SISTORE AX

SISTORE AX 2.4 or higher

SISTORE MX

SISTORE MX 2.50 or higher

SISTORE CX

SISTORE CX 3.5

SIMATRIX EPROM

min. VM10204.X05 for SIMATRIX 1.6.4.6
min. VM60204.X05 for SIMATRIX 6.4.8
min. VM80204.X05 or VM90204.X05 for SIMATRIX SYS

Siemens Building Technologies
Fire Safety & Security Products
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Operational setup

3.3 System configuration examples

System configurations supported by the IVM:

System configuration Comment

IVM — SIMATRIX Standard configuration

Cascade arrangement of max.
2 video matrix switchers

i — SIMATRIE
SIMATRLS SIMATE L5 SIMATE L
I I
o—/ 1) o/ o
RT=z RTE2 RTE2
Com!
[ = 7
it SERVER rmeas WM SERVER
IVM with the TELSCAN WEB Server Standard configuration
SIMATR X The web server is used in conjunction

CF— 4@ with the IVM for video broadcast over
: an IP network. The alarm processing
and the video matrix functionality are

4@ controlled from the IVM server. The

i Wl CLIEMT live picture supplied by the TELSCAN
TELECAN TR Sor wer WEB server is displayed on the IVM

| 4|:| client. If the web server is used

) - behind the video matrix switcher, only
TELECA N BB Sarvar — one input on the TELSCAN WEB

%l:_ = %:— - %“‘ Server is supported. The number of

TELSCAN MEES live images depends on the
] arvar .
performance of the client computer. If

vl SERWER . .
E:l two or more live pictures are to be
displayed simultaneously, the

TELSCAN Live Player is required.

D Etierne LA H } This allows up to 4 images to be
displayed simultaneously on a 1 GHz
computer.

IVM with an encoder / decoder Project configuration

Ordering and handling only via SSE!

In this configuration the IP network is
used to simulate a central video

/{ﬁ’_ C ) matrix switcher.
(=] -.]. ] .]

] IP Metmue K
I m \g

IVl Server

4

)
:

17

Siemens Building Technologies
Fire Safety & Security Products 03.2009



Operational setup

System configuration Comment

Complex system: IVM-OTN-TELSCAN WEB Server Project configuration
Ordering and handling only via SSE!

Cascading of various types of
transmission media.
IP He two k

[V Server
SISTORE CX with IVM and Cluster Server Standard configuration
% hilanitors ® Virtual matrix
4 Cameras — e Web Client
S8 TORE C SISTORE ® Alarm processing
4 Cameras 0 |5 TORE O The Cluster Server is required only if
b WIEBR b WFER the video system is controlled via the
SITORECY SXCX, Cliert SHSCK ClientS WEB Client.

The Cluster Server permits
simultaneous access to several
SISTORE CX units. This allows live
images to be displayed from various

i,

IR, Cluster Serer

{] [ EtiemetLan : :| remote locations (max. 4 cameras) as
well as global archive retrieval and
backup via the WEB Client.

The Cluster Server & Web Server &
SISTORE Domain Server
applications are pre-installed on the
Video Cluster Server.
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3.4 System requirements for the IVM Server

The following server system requirements are recommended for the IVM Server:

Processor Dual-core processor

RAM 1GB

Available hard drive capacity 40 GB

Operating system Windows XP, Windows 2003 server or Windows 2008 server
Graphics card With support for DirectX 8 (or later version)

Screen resolution Min. 1024 x 768 pixels

Colour depth 16 bit or 32 bhit (24 bit not supported)

Additional information can be found in the Readme file in the directory D:\Cevis.

19
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3.5 Setting the hardware acceleration for DirectX

In the Windows Server 2003 operating system, the hardware acceleration is set to
"None" by default. In order that your SISTORE CX live images can be displayed
using DirectX, the hardware acceleration must be set to "Full“.

Prerequisite:

Use of a 128 MB AGP 8x graphics card.

1. Right-click on your desktop.
2. Select Properties.

2 The Display Properties window opens (see Fig. 6).
3. Select the Settings tab.

Display Properties

Themesl Desktnpl Screen Saverl Appearance  Settings |

8|2 x|

Dirag the monitor icons to match the phyzsical arrangement of your monitors.

Digplay:
1. Plug and Play Monitor on Intel[R) 823456 Expreszs Chipset Family j
Screen rezolution ——————— Color quality
Less More || [Highest (32 bit 2
1280 by 1024 pixels BN B e

¥ | Use thiz device as the primang marnitar.
¥ | Extend myiwindows desktap onto this monitar,

| dentify | Tru:uul:uleshu:u:ut...l Advanced |

k. I Cancel | Spply |

Fig. 6 Windows — Display Properties

4. Click Advanced.
2 The Plug and Play Monitor ... window opens (see Fig. 7).
5. Select the Troubleshoot tab.

20
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Plug and Play Monitor and Intel{R) 82945G =] A A

Color k anagement | E Intel[R] Graphics Media Acceleratar Driver |
General I Adapter | Monitor Troubleshoat

. Are vou having problems with vour graphics hardware? These
zettingz can help pou troubleshoot dizplap-related problems.

—Hardware acceleration

b arally contral the level of acceleration and performance supplied by
wour graphics hardware. Use the Dizplay Troubleshooter to assist you in
making the change.

J Full

Hardware acceleration: Maone

Al accelerations are enabled. Use thiz zetting if pour computer hag no
problems. [Recommended]

¥ Enable wite combining

ITI Cancel Apply

Fig. 7 Windows — Plug and Play Monitor ...

6. Move the control slider to Full.

7. Click OK.
2 The hardware acceleration for DirectX is now set to maximum.
2 The CX live images can be displayed using DirectX.

3.6 System requirements for the database

From IVM version 1.4 only the following databases are supported:
® MS Access

® MS SQL Server 2005 (only project-specific).

IVM is used with SQL Server for project configurations and is installed by the Engineering Department
PSG.

mie
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3.7 IVM system limits

mie

mie

Using the Access database provided, trouble-free operation is guaranteed up to
the following system size:

® 32 x IVM Client or 32 x Terminal Client (max. 32 in total)
5 x video matrix switcher (max. 255 inputs in total)

1 x TELEMAT basic system (max. 30 inputs)

50 x TELSCAN web server

5 x SISTORE AX or SISTORE MX Pro

500 x SISTORE CX4/CX8

500 alarms per day, 10 alarms per minute, 4 connections per second
(non-cascaded systems)

® Alarm acknowledgement approx. 10 alarms/second or 50 alarms within 4
seconds
(depending on the performance of the IVM server)

® Dependency between dwell time + number of sequences: approx. 10 sequences
if dwell time=5s

® Management of up to 256 cameras per plan
® Management of up to 20 plan referrals per plan
® Management of up to 120 multifunction icons or alarm icons per plan

Additional information can be found in the Readme file in the directory D:\Cevis.

We recommend using only one SISTORE type in CCTV systems. It is however possible to combine
SISTORE SX and SISTORE CX!

Larger system sizes can be implemented as customized project-specific solutions.

Not every possible configuration is explicitly described.
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3.8 TCP/UDP ports used

3.8.1

Operational setup

Standard ports for SISTORE CX, MX and AX

1]

It is recommended to release the ports only for individual devices (port forwarding).

SISTORE CX

Port Protocol | Description

1900 — 1910 |UDP SISTORE SX/CX Config
8000 — 8032 |UDP RTP Multicast (Video Streaming)
21 TCP Update

80 TCP Home page

1200 — 65535 | TCP Unicast (Video Streaming)
SISTORE MX

Port Protocol | Description

80 TCP Home page

40 TCP Server

1100-1121 |TCP Video Streaming
SISTORE AX

Port Protocol | Description

8201 TCP Call-back

8200 TCP Administrator

8016 TCP Monitoring

10019 TCP Search
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3.8.2 Enabling access to IVM applications

24

Access to Client applications

When the SISTORE client application has been installed, the following security
alert is displayed:

%= windows Security Alert

"9 To help protect your computer, Windows Firewall has blocked
some features of thiz program.

Do you want to keep blocking this program?
E Hare:  Configuration tool For IVM
A Publisher; SIEMEMS

keep Blocking Unblock, Azk Me Later

Faor mare infarmation about blocking and unblocking a program, see the Microzoft
Wweb zite.

Fig. 8 Windows Firewall — Security Alert

1.

Click Unblock.
= The port for the SISTORE device is enabled automatically.

Port for IVM Client

The port for the IVM Client has to be added manually.

1.

2
3.
4

Select Settings > Control Panel in the Windows start menu.
Double-click on Windows Firewall.

Click the Exceptions tab.

Click Port...

Siemens Building Technologies
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=2 The following dialog box opens:

x

Ilze theze zettingz to open a port through YWindows Firewall. To find the port
number and protocol, congult the documentation far the program or service o
wank to use.

Marne: I

Part number: I

Change scope. .. | [ I Cancel

Fig. 9 Windows Firewall — Add a Port

Enter "IVM Client" in the Name text field.
Enter "5688" in the Port number text field.
Activate the option TCP.
Click OK.

= The port for IVM Client has now been added.

© N o O
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26

%= windows Firewall

General Exceptions I Advanced I

YWindows Firewall iz Blocking incoming network, connections, except for the
programs and services selected below, Adding exceptions allows some programs
to work better but might increase your security rizk.

Brograms and Services:

M amme =]
Apache HTTP Server

Configuration taal far 144

Configure vour Sereer Wizard

[ File and Printer Sharing

['/bd_Cliert

Java[Th] 2 Platform Standard Edition binary
[J Remate Desktop

SISTORE A Adrin

SISTORE M Fermobelisw
O UPHP Framewark,

Add Frogram. .. Add Port.... Edit... Delete

%M WINE =l

¥ Display a notification when Windows Firewall blocks a program

k. I Cancel

Fig. 10 Windows Firewall — Exceptions

Access to Server applications

To ensure the correct functioning of the IVM applications the Windows firewall
settings must be configured accordingly.

These settings are described in the Windows user manuals.

To allow a client PC access to IVM applications, the Windows firewall should be
configured such that access is granted to all IVM applications. Examples of
exceptions: See Fig. 10 Windows Firewall — Exceptions.
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4 Software installation

4.1 Installation procedure

Software installation

[ ]
l The installation procedure is described in the file readme.txt.
The following figure gives a summary of the installation procedure with VM,
SIMATRIX and an Access database:
FZP
Video Softwere
Ingtallation
I Inistall 1M with
- I Server
- Il Client
Fead Readmetd | - I el Server
RunFsP ¥E5setup | 1 - I wiieh Client
* Dz esis
1% Ackmin
[=et language and server |P
address)
DB tranzsferred +
Check default @ Change
configuration (% Config) Default
Configurati on
Load configuration
% _MT.DAT ortothe Check
SIMATRX Configurstion §
Metwork

Start 1V Server and
It Cliert

E werything ok
System running

Fig. 11  SIEMENS Video Software installation
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4.2 WIBU dongle installation
The IVM Server, IVM Client und IVM API Software are protected by the WIBU
dongle. It is therefore necessary to install the WIBU-BOX Software. The WIBU-
BOX installation software is to be found on the IVM installation CD in the directory
<CD LW>:\Wibu\setup.exe. The installation procedure is automatic as part of the
FSP VSS Setup.
] If the WIBU-BOX/P is not plugged in to the parallel port (LPT..) or the USB port, the programs will only
l run in DEMO mode!
4.3  Setting up the ODBC data sources

The ODBC database source (IVM_NT, ARCHIVE, IVM_NT_Terminal etc.) are set
up using the VSS installation routine. If the data sources need to be changed follow

the steps below (here an example for the IVM_NT database):

1. Select the menu sequence Start > Settings >
Control Panel > Administrative Tools > Data Source (ODBC).
% Administrative Tools 3| -0 =|
File  Edit ‘“iew Fawaorites Tools  Help ;','
Q Back - \_,)I - ﬂ' /.. ) search Falders EI -
Address | 4@ Admiristrative Tocls =
Mame = | Size | Type | Date Modified |
File and Folder Tasks ¥ Component Services Z2KB Shorbout  23004/2007 10035
/| Computer Management 2KB Shortcut  23/04/2007 10037
other Places ¥ a5 Data Sources (ODBC) 2KB Shorbcuk  13/02/2008 16:03
Event Yiewer 2KB Shorbout 230042007 10037
Details ¥ @ Local Security Policy 2KB Shorbcut  23/04/2007 10037
%Micrusn& JMET Framework 1.1 Configuration 2 KE  Shorbcut  23/07/2007 1357
%Micmsnft MET Framewoark 1,1 Wizards 2FKB Shorbcuk  23/07/2007 13:57
%Micmsnft MET Framewark Configuration 1KE Shorbcuk 230072007 1356
%Micmsnft MET Framewoark. Wizards 1KB Shortcut  23/07/2007 13:56
B3 performance ZKE Shortcut  23{04/2007 10037
%Services 2KB Shorbcuk  14/12/2007 15:20

mie

Fig. 12

2.

Control Panel — Administrative Tools

Add the ODBC data sources (depending on the database used it may be
necessary to select the SQL driver or the MS Access driver).

If the IVM Client is installed on a separate PC, all ODBC connections must be linked to the database
on the server!
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£10DBC Data Source Administrator 8| 7] x|

UzerDSH  System DSH | File DSNI Driversl Trau:ingl Connection F'u:u:ulingl Ahout I

System Data Sources:

M ame | Diriver Add... |
ARCHIWE Microzaft Access Driver [7.mdt
[0_Server bicrozoft Access Driver [7.mdt Remove |
I0_Server_kaster Microzoft Access Driver [7.mdt

bicrozoft Access Drver [*.mdt Configure. .. |
[\W_MT_Log Microzaft Access Driver [7.mdt
[Whd_MT_bd aster bicrozoft Access Driver [7.mdt
["h_MT_TERMIMAL Microzoft Access Driver [7.mdt

bA_MNT_TERMIMAL MASTER Microsoft Access Diver [*. mdt

< | o]

An ODBC Spstem data source stores infarmation about how o connect to
the indicated data provider. & System data source is wigible to all uzers
an thiz maching, including MT services.

] I Cancel Amply Help

Fig. 13 ODBC Data Source Administrator

3. Configure the access driver in the following manner:
4. Select Microsoft Access Driver (*.mbd).

Create New Data Source =]

Select a driver far which pou want to zet up a data zounze.

M arne | o
Diriver da Microzoft para arquivos besto [" ket ®oev] 4.
Driver do Microgoft Access [7.mdb]
Diriver do Microsoft dB ase [*.dbf]
Diriver do Microsaft Excel(”. «lz)
Drriver do Microzoft Paradox [*.db ]
Drriver para o Microzaft Wizual FosPro
Microzoft Access Driver [*.mdb)
Microzoft Access-Treiber [*.mdb]

kizrozoft dB aze Driver [7.dbf]
hdirronnbt A0 ses WED Mjrivar 1% AR
q |

e e e e e P g

v_l.
4

< Back I Finizh I Cancel

Fig. 14  Creating a new data source

5. Click on Finish.
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2 The following dialog box opens:

ODBC Microsoft Access Setup 8| 7] x|

E

Data Source Mame: II"v"h-'I

Description: I
Cancel |
— D atabaze
D atabaze: Help |
Select... | Create... | Repair... Compact... |
Advanced... |

— Syztemn D atabaze

= Mone
¥ Databaze:

Sypetem Databaze.

Dptiong: >

Fig. 15 ODBC Microsoft Access Setup

6. Click Select...
2 The following dialog box opens:

Select Database a8l x|
D atabaze Mame Diirectaries:

fIih_MT.mdb doevishdata
Cancel
[== dn :I 4'
ivrn_nt_acceszs_log.mdt E= CEVIS
£ Dat I

[~ Fead Only
ll [T Exclusive

Lizt Filez of Type: Dirives:

Aocess Databazes [“.mnj I = d DATEN j Mebwark.. |

Fig. 16  "Select System Database" dialog

7. Select the DATA file.
8. Select the database IVM_NT.mdb.
9. Click OK.
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=2 The following dialog box opens:

0ODBLC Microsoft Access Setup

Software installation

[Data Source Hame: II"v"M

E

D escription: I

Cancel

— Databaze

Databaze: D:ACEMIShADatahWbd_MNT. mdb

Select... I Create. . | Repair...

Help

Compact... |

l

Advanced. ..

— Suztem Databaze

= Mone
™ Databaze:

System Matabaze, .

Dptiong:»

8l 2] x|

Fig. 17 ODBC Microsoft Access Setup

10. Select the Database option.
11. Click System Database...
= The following dialog box opens:

Select system Database a8l x|

Databaze Mame Directories:
ISystem.mdw d:hcevishdata
- = dn
[ CEWIS
= Data
Lizt Filez of Type: Dirives:

_I Cancel |
Help |

[~ Fead Only
ll [T Exclusive

System Databases [“.mcj I = o DATENM

j Metwork... |

Fig. 18 Selecting the system database

12. Select the DATA file.

13. Select the system database System.mdw.

14. Click OK.
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2 The following dialog box opens:

ODBC Microsoft Access Setup 8| 7] x|

Data Source Mame: II"v"h-'I|

E

Description: I
Cancel |
— Databaze
Databasze: DoACEWISSDatailvid_ M T mdb Help |
Select... | Create... | Repair... Compact... |
Advanced... |

— Syztemn D atabaze

" Mone
¥ Databaze: D:ACEWI S D atahSystenm. rdw

Sypetem Databaze.

Dptiong: >

Fig. 19 ODBC Microsoft Access Setup

15. Click OK.

32

Siemens Building Technologies
Fire Safety & Security Products 03.2009



Software installation

4.4 Get time of client PC from an NTP server

An NTP server always provides the current time. The time of your PC will be
updated continuously with the time from the NTP server. This is a periodic
synchronization mode, i.e. the time is updated at regular intervals. This may take
several hours.

Prerequisite:

In order to get the time from an NTP Server the IP address of the NTP Server must
be specified.

1. Open the command prompt of your PC via the Windows Start menu.

1 Programs
Documents
Settings

Search

Run...

L4 Zommand Prompt:

Shut Down, ..

oen|
=
(B
%)
@ Help
H
ayp
E |

Fig. 20  Open command prompt from the Start menu

2. Enter the following command:
net time /setsntp:XXX.XX.XX.XXX
* Enter the IP address of the NTP Server for XXX.XX.XX.XXX.

@A [Ueyw
2088 Hice

WHIMNT et time Ssetentp? s

Fig.21 Command prompt
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3. Restart your client PC or enter the following command in the command
prompt of your PC:

net stop w32time
net start w32time

4.  Open the "Windows Time" service from the Windows Start menu:

Start > Settings > Control Panel > Administrative Tools > Services >
Windows Time

2 The following dialog box opens:

Windows Time Propetties {Local Computer) d |

Gieneral I Laog EInI Hecu:uver_l,ll Dependenciesl

Service name; W 3AZ2Time

"indows Time

Digplay name:

b aintaing date and time synchronization on all u:lients;l

Dezcription: . y i
& and servers in the network. If this service iz stnpped,;l

Fath to executable:
R DS S pstem32hevochost exe -k netevios

Startup type: Aptomatic j

Service statuz Started

Start | Stop | Fauze Fesume |

f'ou can specify the start parameters that apply when pou start the service
frarm here.

Start parameters: I

| k. I Cancel Spply

Fig. 22  Windows Time Properties

5. Select Automatic for the startup type in the General tab.

2 When your client PC is started, a connection to the NTP server will be
established automatically.

34

Siemens Building Technologies
Fire Safety & Security Products 03.2009



Software installation

4.5 Debugging with the log files
The IVM Server and the IVM Client create their own log files (filenames:
IVMNTLodgfile.txt is located in Cevis/IVM_NT_Server and Client.log is located in
Cevis/IVM_NT_Client). It is possible to look for clues for problem solving in these
files.

4.6 Checking the network settings
Determining the IP address
The IP address can be determined using the command ipconfig or ipconfig/all in
the MS DOS box.
Testing the network connection
In the MS-DOS box the command ping IP address (e.g. ping 142.11.71.205) or
ping computer name (ping IVM_NT_Serverl) can be used to check whether the
network connection to any given computer is present.

4.7 Resolution of host names

Devices that are connected in a TCP/IP network are addressed using their IP
addresses. The IP address is a 32-bit string which is usually represented in the
form Xxx.xxxX.xxx.xxx (e.g. 141.073.022.023). As names are always easier to
remember than numbers, a method has been developed which allows IP
addresses to be resolved into concrete names. This method has now been
integrated in the IVM system.

From IVM version 1.8, nearly all devices that are connected over a TCP/IP network
are addressed using the device name. The only exceptions are SISTORE CX and

SISTORE AX. To establish communication with these devices, the IP address has

to be entered.

When setting up devices that will interface with IVM, it is important to ensure that
the device name corresponds with the computer name of the sub-system.

The following table shows which devices support name resolution:

Unit Name resolution supported
SISTORE AX X
SISTORE MX v
SISTORE CX X
IVM Client / IVM Server communication v
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36

If the devices are connected using routers, the name resolution will normally not work without a
specific router configuration. In that case it is recommended to include the IP address as well as the
associated device name in the Imhosts file.

The Imhosts file can be found in the directory

mie

|[:I CWIRNT s ystem 32 driversietc
and be edited using a standard editor.

When using the Imhosts file make sure to delete the .sam sulffix.

mie

HEHE R E R R R R R R R R

102.54.94.97 rhino #PRE #D0OM:networking #net group's DC
102.54.94.102 "appname S0x1l4" #special app server
102.54.94.123 popular #FRE #50UrCE Server

# 102,04,.94, 117 localsry #FRE #needed for the include

e

171.73.23.23 SISTORE_M:_01

# #BEGIN_ALTERHATE

# FTNCLUDE ““localsewvsbublichimhosts

It 15 ALWAYS necessary to provide a mapping for the IF address of the
server prior to the #INCLUDE. This mapping must use the #FRE directiwve.
In addtion the share "public" in the example below must be in the
LanManserver 1ist of "Nullsessionshares" in order for client machines to
be able to read the Tmhosts Tile successtully. This key is under _
“machinehsys temhcurrentcontrolsethseryvicesh ] anmans erveryparametersinullsessiof
in the registry. Simply add "public" to the 1ist found thers.

The #BESIN_ and #END_ALTERMNATE keywords allow multiple #INCLUDE
statements to be grouped together. aAny single successful include
wWill cause the group to succeed.

Finally, non-printing characters can be embedded in mappings by
first surrounding the WetBIOS name in quotations, then using the
%0xnn notation to specify a hex wvalue Tor a non-printing character.

The following example illustrates all of these extensions:

Fig. 23  Excerpt from the Imhosts file
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Depending on the components selected, the installation creates the following
directory tree:

= 5 CEVIS
|2 Data
|2 Daka_singlestation
|20 Irons
|0 IO _Server
£ IvM_Api
I IvM_Client
|0 WM _MT_Config
|20 IvM_MT_Server
|20 T¥M_MT _Terminal
|20 T¥M_MT _TerminalCaonfig
|20 TWM_MT _TransferDE
|20 vrneh
|2 Languane
|20 Pictures
|2 Simatrix
[ SISTORE_My_WIEWER
[C3) SISTORE_S%_Client
| Svstem
| wibu_Drivers

Fig. 24

F

Directory containing the current database

Directory containing pre-configured 16/4 standard database

Directory containing the icons for the graphical interface
Contains the 1/O Server

IVM API libraries of own applications

Contains the IVM Client (as an application)

Contains the IVM ConfigTool

Contains IVM Server files

Contains the IVM Terminal ConfigTool

Contains the display format for the databases

Contains the IVM Client (via Internet Explorer)
Language files for the Client, Config, etc.

Directory for the background images “*.bmp” and “*.jpg”
Contains SIMATRIX configuration software

Contains SISTORE MX VIEWER

Contains SISTORE SX/CX Client software

Contains system files

Contains files for the WIBU-KEY dongle

Directory structure
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4.9 IVM Config update

For systems with SISTORE devices, please note that in the event of an IVM update, a SISTORE

update is also necessary if

e the SISTORE CX version is lower than V1.5
e the SISTORE MX version is lower than V2.5
® the SISTORE AX version is lower than V2.4

1]

From IVM Server version 1.3 the server performs the database update automatically. For all former

versions please call the hotline.

F5P
dea Sothe are
Suite Update
I | The ®llowing files to be backed up:
o Licerse files:
- Al lic files in WCeaws
Ceta bases
- CEMISWa@ivm_nt mdb
Read Readme b - CESWamsystem mdw
77 CEMSATranscomitranssom.mdb
+ i - CEMISATemiraltermiral_db.mdb
: - CEWISW Sererio SenerOb mdb
Projct specific site plans ard korns
Data Bachup - CEMISWPicturas T bmp
- CEWASNcon =™ ico
¥
Un=in=tal
FSP WSS 7 Pl
¥
Inztall
F5SP W55 7 hdd neu
¥
Capy the Licencs les inta
thie respective drectories
[z2e Badup)
Chieck
Canfiguration #
Metwork
¥

Start hol Server and
Tl Client

Ewerthing ok
Sywstem nnning

Fig. 25  IVM Update
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4.10 Command line parameters

IVM Server, and Terminal Service support the use of command line parameters,
which may be used to control additional functions of these components.

The following command line parameters are available:
/d The entry in the task manager is deleted for the respective component.

/i An entry is added to the task manager without any dependencies for the
respective component — default setting!

Example:

IVM_NT_Server /i

/I dependency comma list

Depending on the system environment, it may be necessary to start other services
(e.g. MSSQLSERVER) before starting the IVM service. These dependencies can
be defined using the parameter /i.

Example:
A dependency to the MSSQLSERVER service is entered:

IVM_NT_Server iMSSQLSERVER

The mode of the service entry is “Automatic”, i.e. this service will be started
automatically when the machine is rebooted!
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4.11 Starting IVM Config

Prerequisites:
The IVM server has been started.

The dongle is plugged into LPT1 and the licence file IVM_NT_*.LIC is located in
the server application directory.

1. Select the menu sequence Start > Programs > SIEMENS Video Software
Suite > IVM Server.

2.  Select the menu sequence Start > Programs > SIEMENS Video Software
Suite > IVM Server > IVM Config.

= The following dialog box opens:

Login

SIEMENS

/
l N~

IVM Config

|| English
e [ctzch
Config version 34500 _
Uszer | |
.l
Passward | |
Bl ok LCancel

Fig. 26 IVM Config — Login dialog

3. Select a language.

o
l The user name and password are predefined. The entry is case-sensitive.
4. Enter "admin® in the User field.
5. Enter "admin® in the Password field.
6. Click OK.
o
l The system must be restarted after any changes are made in the Config tool!
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4.12 Starting IVM Config in demo mode

In demo mode there is no communication with the IVM server.

Demo mode can be started with the command line switch demo, i.e.
<DRIVE LETTER>:\CEVIS\IVM_NT_Client\IVM_NT _Client.exe demo.

4.13 Initial configuration

4.13.1 Size of loghook / Logging

1. Select the menu option General settings.
2. Select the Logging tab.
= The following dialog box opens:

£/ I¥M Config: General settings =] x|

[ Terminal connection T Language ]

‘Logging T Syztem infarmation T Operation Made T Client connection Iy

bay. size of alam loghook [H entries] ; W
Size when warking iz izsued [alarm logboak] ; W (100 ]
bay. zize of command logboak, [# entries] ; W
Size when warking iz izsued [command logbaak] ; W (100 ]
baw. size of evert logbook [# entries] ; IW
Size when warning iz izsued [event logbook] ; W (100 ]

k. Catizel

Fig. 27  General settings — Logging
Max. size of alarm, command If the specified number of entries in the log is exceeded, the oldest
and event logbooks. entries are overwritten.
Size when warning is issued If the specified number of entries in the log is exceeded, a warning
(alarm, command and event is displayed in the IVM client to move the log, in order to prevent
logbook). loss of data. More information can be found in the IVM Client User

Manual.

3.  Enter the maximum size (number of lines) of the logbooks.

® The size at which a warning will be generated must not exceed '10,000'.
e |f the size is '0’ no warning will be generated.

mie

4. Enter the size of the logbooks at which a warning is to be generated.
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4.13.2 Entering system information

1. Select the menu option General settings.
2. Select the System information tab.
2 The following dialog box opens:

E I¥M Config: General settings =] x|
[ Termminal connection T Language ]
Loagaing T Syztem information T O peration Mode T Client connection B
Custorner : IDDE
Project name : IF'rDiEn:t 1
Comment : Door control 50
ak Canizel
Fig. 28  General settings — System information
3. Enter the following system information:
Customer Name of the customer
Project name Name of the project
Comment Comment about the system
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4.13.3 Set operating mode

Software installation

]

1. Select the menu option General settings.

2. Select the Operation mode tab.

2 The following dialog box opens:

+5 | I¥M Config: General settings

[ T erminal connection T Language

Logaing

T System infarmation

T Client connectian B

[+ ‘wamming: camerais connected bo several monitars
[T Cancel connection on higher priority
[T Cancel connection on log out

[T Usze marual SISTORE-channels an alarm

Server Mode

INn:-rmaI operation mode [Access database iz uged] j

] Cancel

Fig. 29  General settings — Operation Mode

Warning: Camerais connected
to several monitors

Cancel connection on higher
priority

Cancel connection on logout

Use manual SISTORE inputs on
alarms

If a camera is connected to several monitors, the message
"Camera x is already connected with user x" is displayed in the
status bar and in the message list of the IVM Client.

If all the video inputs between the matrix switchers are busy,
only a user with a higher priority than is required for the current
connections can select a camera.

If this checkbox is selected, the current user's connections are
cancelled when he logs off the system.

If this check box is selected, the SISTORE recording inputs are
assigned manually by the user. You can select the mode
“automatic/manual” in the dialog box "Edit component properties”
in the "Inputs” tab. See Section 6.1.3: Configuring inputs.

Depending on the base component you have selected in the
Hardware tab, further settings have to be made. See Section
18: SIMATRIX integration and Section 19: SISTORE CX/AX/MX
integration.
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Server Mode

The Access database is selected by default in the standard configuration. In demo

mode the server simulates communication with the SIMATRIX or TELEMAT.

Mormal operation mode [SOL Server iz used) 1
Demo operation mode [SOL Server iz uzed). Mo device col
Standl:u ml:n:le I:Inl valu:l fl:ur the I:ua-:ku EIVEl

Demu:u nperatlnn mu:u:le [.-'-‘-.u:u:ess datal:uase i used]

Fig. 30

Server Mode

4.13.4 Language settings

1. Select the menu option General settings.
2. Selectthe Language tab.
2 The following dialog box opens:

8 x
[ Logaging T System infarmatian T Operation tode T Client connection )
T erminal connection Language: i
Available Languages
¥ Geman [~ Dutch
[+ Englizh [T French
[T Spanizh [T Catalan
[T Speial [T Bussian
[ Italian [~ Palizh
] Cancel
Fig. 31 Language settings
The following filename extensions are used:
German =*.ger English =*.eng Spanish =*.spa
Special =*xyz lItalian =*.ita Dutch =*.hol
French =*fra Catalan =*.cat Ruski =*.rus
Polish =*pol
The language files are located in: D:\Cevis\Language
The selected languages are then available in the Client and Config.
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4.13.5 Client connections

1. Select the menu option General settings.
2. Select the Client connection tab.
2 The following dialog box opens:

;-.I I¥M Config: General settings =] x|

[ Terminal connechion T Language ]

Logging T System information T Operation tode T iClient connechion 1

Cliert Port ||:|
Connection Retries ||:|

Connection Timeot |5|:||:||:|

LogFile |u:|ient.|u:ng

— Server

Hoztname / IP Adiesze Port
1 |127.0.0.1 he78

k. Carnicel

Fig. 32  Client connection

If the IVM Client is installed on the same PC as the IVM Server then the default
loop address 127.0.0.1 can be used, otherwise it is necessary to use the real IP
address.

If the IVM Client is installed on a separate PC, the IP address of the IM Server must be entered in the
AdminTool.

mie
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4.13.6 Terminal con

nection

1. Select the menu option General
2. Select the Terminal connection
2 The following dialog box opens:

settings.
tab.

r_-.: I¥M Config: General settings =] x|
[ Logging T System information T Operation Mode T Client connection )
: T = = e
:Terminal connectiorE T Language |
Cliert Fart ||:|
Connection Retries ||:|
Connection Tirmeout |5|:||:||:|
LogFile Iivmterminal.lug
— Server
Hoztname / IP Adresse Port
1 |127.0.0.1 h678
ak Canizel
Fig. 33  Terminal connection
3. Make the desired settings.
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5 Group configuration

Individual hardware components can be bundled into groups. The group can
subsequently be administered in plans See Section 15: Plan configuration.

"Group" is the default group name. The designation "Group" originates from the database. You can
change the name while editing the group. See Section 5.2: Edit a group.

mie

5.1 New group

I
a
. . =@
1. Click the icon Add new group.
2 The following dialog box opens:

| #I1¥M Config: Add a new group =T R

M armne: "3,,:,up_2

Comment;

Databaze-|D: Ig

k. Cancel

Fig. 34  Add a new group

2. Enter the name of the group.

The addition of a comment or changing the Database ID is optional.

mie

3. Click OK.
> A new group of components is added to the system.

5.2 Editagroup

1. Click on any cell in the desired group column.
A
i

2. Click the icon [

2 The Add a new group dialog box opens (see Fig. 34).

Edit group.

3. Edit the properties of the group. See Section 5.1: New group.
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5.3 Delete agroup

1. Click on any cell in the desired group column.

X

2 The following safety query appears:

s

9 Lo pou really want to delete the group 'Group_2"7

2. Click on the icon Delete group.

Ha

Cancel

Fig. 35 Delete a group

3. Click Yes.

= The data for a group, and for all components belonging only to that group, can
be deleted completely using this button. Any components belonging to the
selected group and at least one other group remain intact.
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6 Configuring components

6.1 Add anew component

The hardware settings are used to select CCTV components.

Depending on the type of component, various other configuration settings or forms
may be necessary.

It is recommended that the total size of system envisaged should be defined from the start with
respect to in and outputs, since previous in/out settings may be lost in a currently working system if
subsequent changes to the number of in and outputs are made.

mie

1. Click on Add new component.
2 The following dialog box opens:

t‘_r; Add a new Component 5'

Hardware I

T = Altention: When designing a SISTORE
compaonent, the components name has

Cammett: to be the name of the SISTORE-PC's

network-name. Abeolutely required for
later network, access.

Base compaonent: —‘lk
{

10 Server -
IP MPEG-4 Camera

OTH Mebwork

WES

SISTORE

SISTORE Cx

SISTORE 5 —
TELEMAT

TELSCAM WER -

Cancel ¢ Back [ [ Einizh

Fig. 36  Add a new component

2.  Enter the name of the component. The addition of a comment is optional.

To select a SISTORE AX or SISTORE MX component, select "SISTORE".

mie

3. Select a new component in the Base component list box.
2 The appearance of the screen depends on the selected base components:
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f? Add a new Component [SISTORE_CX] 5[

Hardware | Grnupsl Camrmunication I Ehannelsl

M arne: | Attention: When designing a SISTORE
component, the components name has
Caomment: to be the name aof the SISTORE-PC's

nebwork-name. Absolutely required for
later network, access.

Baze companent: ISISTDHE O j zearch device

Cxd -

Enhanced-Performace Encoder [2/0]

Detect zignal loss

Cancel < Back Mewxt = FEinizh

Fig. 37  Add a new component — Organization

= If the selected component is a SISTORE device or a video matrix switcher,
you can decide whether or not signal loss is to be detected and reported .

4. If signal loss is not to be reported, unmark the checkbox Detect signal loss.
5. Configure the new component.

Component Configuration of the component

1/0 Server See Section 20.2: Adding and configuring an 1/O Server.

OTN Network See Section 6.1: Add a new component and Section 6.1.5: On-screen
display (OSD).

VKS See Section 18.1: Adding and configuring SIMATRIX.

SISTORE AX See Section 19.3.2: SISTORE AX configuration.

SISTORE MX See Section 19.4.3: Configuring SISTORE MX.

SISTORE CX See Section 19.2.3: SISTORE CX configuration.

Visiowave Network See Section 6.1: Add a new component.
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6.1.1 Assigning acomponent to a group

The current component needs to be added to one or more existing groups. The
assignment of components to different groups is used to organize the system. This
is necessary for very large CCTV systems, for example in underground railway
systems, airports, etc. All video matrix switchers in an airport terminal can be
combined together, for example.

Prerequisite:
You have selected a base component.

You have created at least two groups. Information on how to add a group can be
found in Section 5.1: New group.

1. Selectthe Groups tab.

£ add a new Component [SIMATRIX] x|
Hardware GrDupSI Communication I Inputsl Elutputsl On Screen Dizplay [0507] I
Available groups: Selected groups:
raup_2 [araup
-
<..
Cancel ¢ Back Hest > Finizh

Fig. 38 Add a new component — Groups

2 The available groups are listed in the Available groups section.

2. Select a group in the Available groups list.

3. Assign the component to the selected group using the arrow button or by
double clicking on the group.

2 The component has been assigned to the group and will be displayed in the
Selected groups list.

4. Click Apply.
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6.1.2  Setting type of protocol and port

Prerequisite:

You have selected a base component.

1. Selectthe Communication tab.

;.‘T Add a new Component [SIMATRIX] il

Hardwarel Groups  Communication | Inputsl I:Iutputsl On Screen Display [I:ISD]I

Type of Protocol

Port [com1 ] Edit. |

Buz-D: L

Cancel < Back Mewxt = FEinizh

Fig. 39  Add a new component — Communication

2. Select the type of protocol: RS232, RS485 or TCP/IP in the Type of Protocol
drop-down list.

3. Select the port in the Port drop-down list.
—0OR -
Select "New port..." in the Port drop-down list if you wish to create a new
port.

4. To edit a port, click on Edit....
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2 The following dialog box opens:

t‘_?; I¥M Config: Add a new porkt 38 x|

Identification ] Data format ] B audrate ] Flow contral

COm

4

Comment:

0k, Cancel

Fig. 40  Edit port properties — Identification
For more information, see Section 7.1: Configuring ports.

6.1.3 Configuring inputs

Prerequisite:

A base component has been selected.

1. Selectthe Inputs tab.

t‘? Add a new Component [SIMATRIZ] 8| x|
Hardware I Groups I Comrunication  [nputs I I:Iutputsl On Screen Display [05D] I
1D Hame | Comment | Tvpe PT~
Input #1 16|CAMERA_1 K500 |- I
Input #2 17 CAMERA_2 K500 |- I
Input #3 18 CAMERA_3 K500 |- I
Input #4 19 CAMERA_4 K500 |- I
Input #5 20 CAMERA_S K500 |- I
Input #6 21 CAMERA_G K500 |- I
Input #7 22 CAMERA_7 K500 |- I
Input #8 23 CAMERA_B K500 |- I
Input #3 24 CAMERA_3 K500 |- E:
Input #10 25 CAMERA_10 K500 |- I
Input #11 26 CAMERA_11 K500 |- I
Input #12 Hone hd R
‘| | ,
Cancel | < Back Meat > Eirizh
Fig. 41  Edit component properties - Inputs
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Connection to outputs on the same device is not possible!

mie

2. Select the Type of the connection.
The following connection types are available:

None Select "None" if this input is not to be used to establish a connection.
Connection Select "Connection" if the component is to be connected behind the video
matrix.

Choose an output of 3 componenk
Comporerts [ HRG—SO - |
O ukput |-| vI

ak | Canicel |

Split Camera | Select "Split Camera" if the component is to be connected before the video
matrix. The camera is connected to SIMATRIX and to SISTORE unit.

£5/ %M Config: Select ] [w[

—Select camera of desired component

Compaonents IUKS j

Cameras EEAMEE S 1 i
kAaMERA_2
kAMERA_3
kaMERA_4
KAMERA &
kAMERA_B
kaMERA_T
kAMERA_B
KAMERA_ 9 =]

k. Cancel

CCBx For cameras that are directly connected to the SISTORE unit.
K500
K505

2 A standard name will be entered automatically.

mie

Make sure to use a uniform naming scheme. This contributes to clear organization of the system.

3. If you want to change a standard name, you can overwrite it in the Name
column.

4. Other information can be added in the Comment text box.
This information is also evaluated in the SISTORE archive.

mie

The ID is assigned automatically by the system.

Depending on the base component you have selected in the Hardware tab, further settings have to be
made. See Section 18: SIMATRIX integration and Section 19: SISTORE CX/AX/MX integration.

mie
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Configuring components

Configuring outputs

£ add a new Component [SIMATRIX] a x|

Hardware I [Eroups I Communication I Inputz  Outputs | On Screen Dizplay [0507] I

D | Mame [ Comment | Type Extra text I Value I =
Output #1 5 MONITOR_ MONITOR ~ ¥
Output #2 6 MONITOR_ MONITOR ~ ¥
Output #3 § MONITOR_ MONITOR ~| I
Output #4 8 MONITOR_ IH[INITEIH - J
* | 3
Cancel < Back Mext Einizh

Fig. 42  Edit component properties — Outputs

Possible types of output are:
® none

e Connection

® Monitor

e VCR

® Video server

During configuration attention should be paid to a uniform naming scheme, since
this contributes to clear organization of the system.

Connection is also possible to the inputs of other devices: Select “connection” and
a dialog box will open automatically, allowing the device and the device input to be
selected.

Connection to inputs on the same device is not possible.

The icons for display on the workstation can be configured to control the individual
states of the devices connected to the outputs.

The outputs in the IVM Client are represented by the icons contained in the tables
Icon Standard, Icon Displayed, Icon Record, Icon Failure und Icon Alarm. If no
other icons are entered, the IVM Client will use the default icons.

To select an icon click on the El button in the corresponding row (see Fig. 42).
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The following window opens:

B

= Camdctive_O.ico Camdctive_45ico

n Camdictive_135.ico Caméctive_30.ico
= Camdctive_180.ico Camélarm_0.ico
B Cambctive_225ico Camdlarm_135.ico

| cambctive_270ica Camélarm_180ico

AN i B T =

Caméctive_315.ico Camélam_225 ico

H |

1] 4 Cancel |

QK ED

Camalarm_270.ico
Camélarm_315.0co
Camélarm_45.ico
Camdlarm_30ico
CamFailure_DOlico

CamFailure_135.ica

i3

Fig. 43  Inputicon

6.1.5 On-screen display (OSD)

mie

In the current version, the on-screen display (OSD) is only supported for the components VKS and

OTN Network.

56

Using the transport device it is possible to display text strings and functions in the

video image.

The following text strings can be configured:

® relatively static text such as camera name, location etc.

e text during alarm display, i.e. “Alarm”.

e function texts such as “left”, “right” (camera control).

® any other messages.

Edit OSD template

1. Select OTN Network in the Hardware tab. See Section 6.1: Add a new

component.
2. Activate the check box OSD.
Select the On-Screen Display (OSD) tab.
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=2 The following dialog box opens:

;1: Add a new Component [SIMATRIX] a8 x|
Hardware I Groups I Communication I Inputsl Outputz  On Screen Display (D50 I
Cameras
o &vailable templates
M e
Save |
Cancel < Back et = Einizh

Fig. 44  OSD editor

New OSD templates can be created or deleted using the commands New, Delete
and Save.

OSD text display is reserved exclusively for staff from SIEMENS Karlsruhe.

mie

4. Select an available OSD template or create a new one.
2 The OSD template is opened:

=Function=

Available termplates
OTH Ozd &

Delete

_ s |

Save

5. Right-click on the desired text field.
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= The following context menu opens:

. Zamera
=Alarm D= Alarm
=Function:= Lhel
Function
Location

Delete current text

Properties

Axaillable templates

Delete

Save

i

Text properties

Select Properties in the context menu.
The following dialog box opens:

Seroperes ST

Colours
s 2 | |
v B ackground I: vI
N PR
Ed Foreground I: vI
Wfidth 16 |
-

Cancel |

Fig. 45 Text properties

Here you can select the position of the text, its width, as well as the background
and foreground colours.
Deleting text

Select Delete current text in the context menu.

Adding text

Select the appropriate item in the context menu (Camera, Alarm, User, Function
or Location):

mie

The text entered is only displayed if the text width is wide enough!
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Positioning the text

If the text needs to be repositioned select the text at the top left-hand corner with
the left mouse button. Hold down the left mouse button to move the text. The x/y
coordinates of the current position of the text are displayed in the status bar.

A ailable ternplates
OTH Oszd &

Fig. 46  Positioning the text

The position of the various text strings is defined by the top-left corner and can be
positioned anywhere. The software does not check whether the text is completely
within the display area of the monitor or whether various text strings overlap.
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Assigning an OSD template to a camera
Prerequisites:
At least 1 input must be selected in the Inputs list in the Hardware tab.

The cameras can now be assigned in the Inputs tab.

;.‘T Add a new Component [SIMATRIX] a8 x|

Hardwarel Erl:uupsl I:-:ummunicatil:unl Inputsl Qutputz  On Screen Display (D50 |

Cameraz

CAMER&,_T
CAMERA,_2
CAMER,_3
CAMERA,_4
CAMERA_5
CAMERA_B
CAMERA,_7
CAMERA_8
CAMER_d

& Ay ailable templates
OTH Osd 14 Mew

e Celete |
Save |

Cancel < Back et > FEinizh

Fig. 47  Edit component properties - On Screen Display (OSD)

Here you can assign the OSD templates to the individual cameras.
> All predefined OSD templates are displayed in the list box (bottom right).
1. For atemplate to be assigned the camera must first be selected.
You can select areas using the Shift and Ctrl keys.

2. The template is assigned to, or removed from, the camera using the arrow
buttons.

‘o | Assign OSD template
- | Remove template

3. Click OK.
2 The settings will be saved.
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6.2 Edit component properties

14

1. Select the component you wish to edit.

2.  Click the button Edit component.

2 The following dialog box opens:

components.

i The appearance of the screen and the tabs displayed (see Fig. 48) depends on the selected base

X

;\: Edit component properties [SIMATRIX] @l
Hardware I [Eroups I Communication I Inputsl Elutputsl On Screen Dizplay [0507] I
M ame: I‘JKS
Commemt:
Baze component: S j
[nputz Outputs
| 16 E | 4 E
varniable Speed
[1 Detect signal losz
Cancel ¢ Back Hest > Finizh

Fig. 48  Edit component properties

3.  Configure the new component.

Component

Configuration of the component

1/0 Server

See Section 20.2: Adding and configuring an 1/O Server.

OTN Network

display (OSD).

See Section 6.1: Add a new component and Section 6.1.5: On-screen

VKS

See Section 18.1: Adding and configuring SIMATRIX.

SISTORE AX

See Section 19.3.2 SISTORE AX configuration.

SISTORE MX

See Section 19.4.3: Configuring SISTORE MX.

SISTORE CX

See Section 19.2.3: SISTORE CX configuration.

Visiowave Network

See Section 6.1: Add a new component.
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6.3 Delete a component

X

The data for a component can be deleted completely using the button Delete
component. Deletion commences only after user confirmation.

conig TR

Q Do wou really wank to remove the components From this groups?

_. .................... I:I K\ I:ar":e| |

Fig. 49 Delete a component
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7.1  Configuring ports

Server configuration

1]

Please make sure to assign the interfaces only once. For instance, an interface that is assigned to
IVM Terminal Config cannot be used for other applications within the IVM.

Select Ports in the Server configuration menu.
=> The following dialog box opens:

££/1¥M Config: Edit types

Select an item to edit or click "Mew..." to create a new one

Car1
COr2

Cloze |

Mew...

Edit...

Delete...

X

Fig. 50  Configuring ports

New RS232 serial ports can be added, edited or deleted in this dialog box.

Adding a new port

;‘F I¥M Config: Add a new porkt

Identification ] Data format ] B audrate ] Flow contral

=]

Catd

4>

Comment:

OE.

Cancel

Fig. 51  Edit port properties — Identification
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64

;‘F I¥M Config: Add a new porkt

=]

| dentificatian | ] B audrate ] Flaw contral
— D ata bitzg—— — Stap bitz — Parity
) " hone
" 5 hits £ 1 stop bit  odd
" Bhits | & aven
7 it {+ 2 stop bits  mark
i* & bits {~ zpace
ok | Cancel
Fig. 52  Edit port properties — Data format
8 x
110 1200 " 9R00 " &7RO0
300 2400 f+ 19200 115200
" BO0 4800 38400
0k, | Cancel
Fig. 53  Edit port properties — Baud rate

;‘F I¥M Config: Add a new port

| dentification ] [ ata farmat ]

—ondoff

[~ CT5 fHow control
v =ond=off flow con
—RTS control

f tun ATS OFF v =ond=off flow con

trol to branemit

trol to receive

—DTR contal

" tun BTS ON

& tun DTR OFF
= BTS fow contral

" tun DTR OM

OF.

Cancel

Fig. 54  Edit port properties — Flow control
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The port properties can be defined in the various tabs. The default settings are the
SIMATRIX164 / 648 / SYS properties.

7.2 Add server to the list

mie

The server list only needs to be maintained for redundant systems.

Select the menu sequence Server configuration > Server list.

In the list of redundant servers a maximum of 2 servers can be added, which
will be available to provide redundancy. To do this, you must be assigned the
appropriate rights. For more information, see Section 8: User administration
and administration of rights.

Click Add.

> A new row will be added.

f_?: I¥™ Config: List of redundant servers @l El

Enter here all redundant servers of the zystem

1D Mame [ Comment =l

1 IVM_Server |

Bdd [Telete Cancel

Fig. 55 List of redundant servers

3.

Enter the name of the computer on which the IVM server is installed in the
Name column.

2 The server has been added to the list.
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7.3  Server log settings
A\ IMPORTANT Changes may only be made by trained service personnel.
1. Select Server-Log settings in the Server configuration menu.
2 The following dialog box opens:
8l
— Log zelectionz
Section name Debug | Info | Warning | Emor | Fatal -
1 JLARMMAMAGEMENT L L L1 I I
2 | ARCHIVEMANAGER L L L1 I I
3 Basze I I I ¥ ¥
4 BOOKING L L L1 I I
5 CAMERA I = = g M|
b CAP _ _ _ ¥ ¥
i CELLSTACK L L L1 I I
g COMMUNICATION L L L1 I I
b ) COMSERYICE L L L1 I I
10 DBACCESS L L L1 I I
11 DbAccessLib I I I I} I}
12 DbUpdate I I 5 E E
13 DYPC _| _| _| ] T -
[+ Logging DM
[t tLogfile. tat Logfile name
IEDDDDDD Logfile size
OF.
Fig. 56  Server-Log settings
2. Select the functions which are to be logged in the log file.
Depending on the malfunction, the corresponding log level, i.e. Debug, Info,
Warning, Error or Fatal, can be selected.
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8 User administration and administration of rights

mie

The users granted access to the system need to be configured. A number of
different areas can be configured: Login, Function rights, SISTORE rights,
Cameras and Output devices.

In a network of systems with SISTORE SX/CX, a user must be registered to the system with the same
password for all devices. Otherwise communication problems may result.

1. Select Users... in the System configuration menu.
= The following dialog box opens:

£1/1¥M Config: Edit types =]
Select an item to edit or click "Mew..." to create a new one
adminn  Adrinistrator Mew. .
Sitell  Default account for Sikel
Termminal Al terminal programs i
Lzerl Edi...
WA -b atrie Parametration program for video crogs connectors
Delete...
Cloze
Fig. 57  Edit types
Button Description
New Create a new user. See Section 8.1: Create a new user.
Edit Edit user properties. See Section 8.2: Edit user properties.
Delete Delete a user.
Close Close dialog.
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8.1 Create a new user

1. Click New.
2 The following dialog box opens:
£/ 1%M Config: Add a new user =]
Login ] Function rightz ] SISTORE rights ] Cameraz ] Output devices
Ilzer name: |
D atabasze- D I?
Full name: |
Pazzword: |
Confirm password: |
Friorities: Marmal N High i Camera motion i ;|
Irgent -~ Sequence ; Camera lock time ;| 2
g 0 J 1] 0 5]
(] | Cancel
Fig. 58  Edit user properties [admin] — Login
Login See Section 8.2: Edit user properties.
Function rights See Section 8.3: Assigning function rights.
SISTORE rights See Section 8.4: Assigning SISTORE user rights.
Cameras See Section 8.5: Assigning user rights for cameras.
Output devices See Section 8.6: Assigning user rights for output devices.
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8.2  Edit user properties

1. Make the following entries in the dialog box (see Fig. 58):

User name User name is the login name for the user.
Database ID The user is identified by the Database ID.
Full name Provides additional information on the user.
Password The Password is required for user login.
Priorities User priorities are divided into:

® Normal

e High

o Urgent

Sequence

The priorities affect the video connections between cascading video matrix

switchers.

The Priorities are evaluated when a selection is made by the user. To
avoid conflicts between different users, it is possible to set priorities for
various functions. In general this should only be done for large systems and
should be carried out by qualified personnel.

Camera motion Camera control

Camera lock time To avoid conflicts between different users, who may want to control the
same camera the priorities, the “Camera motion” and “Camera lock time”
priorities can be used.

When a user completes a control operation such as panning, the camera
remains locked for the specified lock time, hence cannot therefore be
controlled by another user.

A user with higher camera priority is able to interrupt the camera lock time.

Selection priorities

For cascading transport devices there are generally fewer communication inputs
than signal sources available. If the user wants to display another camera and
there are no more communication inputs available, then existing lower priority
displays are deleted.

The default setting is Normal priority for individual selections and Sequence for
sequences. In critical situations it is possible for a user to select the priority High or
Urgent to ensure that the selection is successful. More information can be found in
the IVM Client User Manual.
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8.3  Assigning function rights

You can assign function rights to the IVM Client user.
Prerequisite:

You have opened the Add a new user or the Edit user properties dialog box.
See Section 8.1: Create a new user.

1. Select the Function rights tab.

E I¥M Config: Add a new user x|
Login ] Function nghts I SISTORE nghts ] Cameraz ] Cutput devices
™ Camers control ™ Aschive loghook
[T Camera settings [~ Configure graphics [camera postion...]
[~ Enable internal alarms [~ Edit extemnal alarms or objects
[T Enable external alarms [~ Start external applications
[T &cknowledge alams [T Send messages
[T Configure groups [T SISTORE maoduls
[~ Configure sequences [~ Lock COM ports
[T Configure scheduler [~ Usze the config
[ TELEMAT contraol [~ Switch /0 relays
[T Sofbware Monitors [¥ Claze [V Client
Select Al DeSelect al |
Q. Cancel

Fig. 59  Edit user properties [admin] — Function rights

2. Select the function rights to be assigned to the user.
The individual meanings of the functions are:

Camera control Camera pan/tilt
Zoom in / Zoom out
Focus far / Focus near
Pan camera to a predefined position

Camera settings Electrical/Mechanical selection
Save camera position
Switch AGC on/off
Select between B/W and colour
Special configurations for K505 and CCBx

Enable internal alarms Enable/disable internal alarms
Internal alarms are reported by components within the
IVM system.

Enable external alarms Enable/disable external alarms

Activate/deactivate external alarms

External alarms are reported to the IVM system by
autonomous external systems (e.g. Topsys, WIinCC) via
the IVM APl interface.

Acknowledge alarm Acknowledge alarms
Configure groups Define/edit/delete a group
Configure sequences Define/edit/delete a sequence
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Configure scheduler
Software Monitors

Archive logbook

Configure graphics (camera
position...)

Edit external alarms or objects
Start external applications

Send messages
SISTORE module
Lock COM ports

Configure server
Switch 1/O relays
Close IVM Client

3. Click OK.

Assigning SISTORE user rights

User administration and administration of rights

Define/edit/delete a scheduler entries

Define a software monitor. See Section 16: Configuration
of the Software Monitor.

Save the logbook
Warning of possible logbook overflow

Right in the IVM Client

Right in the IVM Client that allows the user to edit
external alarms or objects.

Start external programs either directly on the server or via
the server on any client

Send messages to other users
Reserved for future versions

Lock or open a serial port on the server (used for the
SIMATRIX configuration program)

Use the IVM Config
Right to switch the I/O relays.
Close the IVM Client.

An IVM Client user can be assigned rights for SISTORE devices.

Prerequisite:

You have opened the Add a new user or the Edit user properties dialog box.
See Section 8.1: Create a new user.

1. Select the SISTORE rights tab.

{? I¥™ Config: Add a new user X

Ladin ] Functian rights ] SISTORE rights ] Cameraz ] Output devices
[~ Play
[~ =et archive commenttexst
Select all DeSelect all
] Cancel

Fig. 60

Edit user properties [admin] — SISTORE rights

2. Select the rights to be assigned to the user.
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You can assign the following rights:

Rights Description

Start record The user is assigned the right to start recordings.

Stop record The user is assigned the right to stop recordings.

Playback The user is assigned the right to play back recordings.

Set archive comment text The user is assigned the right to add comments to a
SISTORE archive entry.

3. Click OK.

8.5 Assigning user rights for cameras

The user is granted access to the cameras on the system to which he is supposed
to have access.

Prerequisite:

You have opened the Add a new user or the Edit user properties dialog box.
See Section 8.1: Create a new user.

1. Select the Cameras tab.

E KB

Lodin ] Function rightz ] SISTORE rights ] Camerasz ] Output devices
Axallable cameras: Selected cameras:
Compornent: - WES ."'K.":".MEH.":"._B
Panent [yks [ VKS / KAMERA
C : WES / KAMERS B
AMETSE: [y AMERA_1 WES / KAMERS F
kKAMERA_2 WES / KAMERA_Y

VES / KAaMERA_S
-k | WES / FAMERS_3
WES / KAMERS_10
YRS / EAaMERA_T1
WES / KAMERS_12
VES / KAaMERS_13
YWES ¢ KAMERA_14

WES / KAMERS_15
VES / KAMERA_TE

] Cancel
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Fig. 61  Edit user properties [admin] — Cameras

2. Select a camera in the Cameras list.

3. Assign the selected camera to the user either using the arrow buttons or by
double-clicking on the camera.

2 The cameras assigned to the user are listed in the Selected cameras list box.

2 Following the planning configuration, the cameras appear on the station plans
in the IVM Client application.
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8.6  Assigning user rights for output devices

The user is granted access to the output devices (i.e. monitors) on the system to
which he is supposed to have access.

Prerequisite:

You have opened the Add a new user or the Edit user properties dialog box.
See Section 8.1: Create a new user.

1. Select the Output devices tab.

8 x
Login ] Funchion nights ] SISTORE nghts ] Cameraz ] Output devices

Select here the output devices, that are alwayz [independently from the waorkstation] attributed for this uzer:;

Ayailable output devices: Selected output devices:

WS A MONITOR_
YES /A MOMITOR_2
YES A MOMITOR_3
VES /S MOMITOR_4

k. Cancel

Fig. 62  Edit user properties [admin] — Output devices

2 The cameras assigned to the user are listed in the Selected output devices
list.

2. Assign the selected devices to the user either using the arrow buttons or by
double-clicking on the device.

2 The output devices assigned to the user are listed in the Available output
devices list. The selected output devices are shown in the IVM Client.
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8.7  Edit user properties
1. Select the menu sequence System configuration > Users...
2 The following dialog box opens:
£2/1¥M Config: Edit types 8 x
Select an itern to edit or click "Mew. " to create a new one
admin Administrator MHew.
Siteld  Default account for Sikel
Termninal Al terminal programs i
Lser] Edit...
0 -h atrie Parametration program for video crogs connectors
Delete...
Cloze
Fig. 63  Edit types
2. Select the user you wish to edit.
3. Click Edit.
= The following dialog box opens:
;.‘T I¥™ Config: Edit user properties [adminAdministrator] @l il
Login ] Function rights ] SISTORE rights ] Cameraz ] Output devices
Ilzer name: I
Databaze-|D: |-|
Full name: I.-’-'-.dministratcur
Paszzword: Ixxxxxxxxxx
Canfirrn passwiord: |xx=<x==x=<x==x
Frionties: il I High C ti E|
rionties armal | = igh | 7 amera mation | 1
1 b l 5 E C oz t E|
rgent | o equence | 4 amera lock time | [=]
(] | Cancel
Fig. 64  Edit user properties [admin] — Login
4.  Configure the following settings in this dialog box:
Login See Section 8.2: Edit user properties.
Function rights See Section 8.3: Assigning function rights.
SISTORE rights See Section 8.4: Assigning SISTORE user rights.
Cameras See Section 8.5: Assigning user rights for cameras.
Output devices See Section 8.6: Assigning user rights for output devices.
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9 Workstations

For each new Client a workstation needs to be configured.

mie

1. Select the menu sequence System configuration > Workstations.

= The following dialog box opens:

££/1¥M Config: Edit types 8 x
Select an item to edit or click "Mew..." to create a new one
local Mew...
Edi...
Delete...
Cloze

Fig. 65 Edit types — Workstations

Additional workstations can be added, edited or deleted in this dialog box.

Button Description

New Create a new workstation. See Section 9.1: Add a new workstation.
Edit Edit a workstation. See Section 9.4: Edit workstation properties.
Delete Delete a workstation.

Close Close dialog.
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9.1 Add a new workstation

76

1. Click New.

2 The following dialog box opens:

p“ I¥™ Config: Add a new workstation @l

X

Organization T COutput devices T |lzers ]
M arne: I'W'KS_E
Comment:
IP-Address | IF solution.
DatabazeD: |2
ok Cancel

Fig. 66  Add a new workstation (local) - Organization

2. Enter the Name of the workstation, a Comment, and the Host name.

Output devices

See Section 8.3: Assigning function rights.

User

See Section 8.4: Assigning SISTORE user rights.
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9.2 Assigning output devices

Here output devices are assigned to workstations. The selection of the output,
individual and group components, as well as the sequence, are critical for the
Alarm Management. See Section 7: Server configuration.

Prerequisite:

You have opened either the Add a new workstation or the Edit workstation
properties dialog. See Section 9.1: Add a new workstation.

1. Select the Output devices tab.

;‘T I¥™ Config: Edit workstation properties [local] @l El
Organization T Output devices T Users )
Output name Single | Group |Sequenc
1 J¥ES /MONITOR 1 _l _l _
2 |¥ES fMONITOR_2 _l _l _
3 |VES /S MONITOR_3 _l _l _
4 |V¥ES /MONITOR_4 1 1 _
Add Delete
ak. Cancel

Fig. 67  Edit workstation properties [local] — Output devices

2. Click Add.
=2 The following dialog box opens:

££/I¥M Config: Available output device 8 x|

YES /A MONITOR_1
YES A MONITOR_2
YES SMONITOR_3
YES A MONITOR_4

Cloze

Fig. 68  Available output devices

3. Select the available output devices.
This assignment is required for the alarm management.
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Where the server displays individual outputs is defined using the check box (individual alarm intrusion,
alarm groups and alarm sequences), i.e. on which output the alarm intrusion can also be
acknowledged eventually.

mie

9.3  Assigning user rights for workstations

For a user to be able to log in to the workstation that user needs to be assigned to that workstation.

mie

Here workstations are assigned to the users who are intended to use/operate
them.

Prerequisite:

You have opened either the Add a new workstation or the Edit workstation
properties dialog. See Section 9.1: Add a new workstation.

1. Select the Users tab.

;‘T 1¥™ Config: Edit workstation properties [local] @l il

. . . L
Organizatian T Output devices T Uzers

Select the ugers who are authorized to work on this waork station.

Ayvailable uzers Selected users
uzer] admir
bl -l trivg
Terrminal
Siteld

ak. Cancel

Fig. 69  Edit workstation properties [local] — Users

2. Select the user you wish to assign rights for the workstation from the
Available users list box.

3. Assign the selected workstation to the user either using the arrow buttons or
by double-clicking on the workstation.

2 The users assigned to the workstation are displayed in the Selected users
list box.
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9.4

Edit workstation properties

Workstations

1. Select the menu sequence System configuration > Workstations.

2 The following dialog box opens:

£2/1¥M Config: Edit types 8 x|
Select an itern to edit or click "Mew. " to create a new one
local Mew. ..
Edit...
Delete...
Cloze
Fig. 70  Edit types — Workstations
2. To edit a workstation, click on Edit.
= The following dialog box opens:
;‘F 1¥™ Config: Edit workstation properties [local] @l il
Organization T Output devices T Ilzers )
M arne: |I|:u:al
Commet:
IP-Address |-| 37001 IF zolution.
Databaze-|D: |-|
ak. Cancel
Fig. 71  Edit workstation properties [local] — Organization

3. Enter the following in this dialog box:

Organization

Here you can change the workstation data. See Section 9.1: Add a new

workstation.

Output devices

Here you can assign output devices. See Section 9.2: Assigning output devices.

User

Here you can assign user rights for workstations. See Section 9.3: Assigning

user rights for workstations.

4. Click OK.
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10 Alarm group configuration

Multiple cameras, and one alarm, can be displayed simultaneously using the alarm
groups. The alarm groups created are subsequently integrated into the commands.

Select the menu sequence System configuration > Alarm groups.
= The following dialog box opens:

;?‘T I¥™ Config: Edit types ﬂl EI

Select an item to edit or click "Mew..." to create a new one

Mew...

Edit...

[elete,..

Cloze

Fig. 72 Edit types — Alarm groups

Additional alarm groups can be added, edited or deleted in this dialog box.

10.1 Alarm group organization

Here the organizational entries for the name and a descriptive comment for alarm
groups can be entered.

The alarm is referenced using the Database ID.

{I\T I¥™ Config: Add a new alarm group a x|
' T Cameras ]

Name: |GRP_T

Comment;

D atabaze-| D |1

k. Cancel

Fig. 73  Edit alarm group properties
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10.2 Alarm group cameras

An alarm group can have one or several cameras assigned to it, which are to be

displayed in the event of activation.

Using the arrow keys (or by double clicking on a group), selected cameras can be
moved between the list boxes for “Available cameras” and “Selected cameras”.

The selected cameras are listed in the list box on the right.

f? I¥M Config: Add a new alarm group @l
Organization T Cameras ]
Avalable cameras: Selected cameras:
Companent; I"»-"KS j WES / FKAMERA_2 =

YES / KAMERA_3
WES / KAMERA_S
Cameras: kAMER2 1 WES / KAMERA B
FAMERS 4 YES / KAMERA_T
WES / KAMERA_S
YES / KAMERA_T
WES / KAMERA_10
YES / EAMERA_11
YES / KAMERA_12
WES / KAMERA_13
YES / KAMERA_14
WES / KAMERA_15

Ok

Cancel

Fig. 74  Edit alarm group properties [AGRP_1] - Cameras
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11 Alarm sequence configuration

Configuration of the alarm sequences is split into two sections:

® Organization. See Section 11.1: Adding alarm sequences.

® Sequence items. See Section 11.2: Adding cameras to alarm sequences.

1. Select the menu sequence System configuration > Alarm sequences.
= The following dialog box opens:

;?‘T I¥M Config: Edit types 3 x|

Select an item to edit or click "Mew..." to create a new one

Mew...

Edit...

[elete,.

Cloze |

Fig. 75 Edit types

New Add a new alarm sequence.
Edit Edit alarm sequences.
Delete Delete alarm sequences.

You can define whether a sequence which is interrupted by another alarm should
be restarted. The alarm intrusion is made in addition to an alarm selection. It can
be deleted either by single display or by acknowledging the alarm.
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11.1 Adding alarm sequences

1. Clicking on New... allows a new sequence to be defined.
2 The following dialog box opens:

t‘*" I¥M Config: Add a new alarm sequence al x|

T Seqguence items ]

Narme: [LARMSED_2

Comment;

D atabase D |2

k. Cancel

Fig. 76  Edit alarm sequence properties

2.  Enter the name of the sequence, a comment, and the database ID.
3. Click OK.
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11.2 Adding cameras to alarm sequences

1. Select the Sequence items tab.

¢~/ 1¥M Config: Add a new alarm sequence

| Twpe

|
Cameras WES - KAMERA_1
Cameras YES - KAMERA_2?

Fig. 77  Add an alarm sequence

Add Add new sequence items.
Delete Delete a sequence item.
2. Click Add.

2 The following dialog box opens:

84

Siemens Building Technologies

Fire Safety & Security Products 03.2009



;?‘T I¥™ Config: Select sequence ike =]

Tamerass |  Goups |

Ayailable cameraz

[ ks =l

Companent

Cameraz

KAMERA, 4
KAMERS_S

KAMERS, 6

KAMERS, 7

KAMERS, 8

KAMER,_9

KAMERA_10

KAME RS, 11 |

f+ Append to the end

{~ Change at current location

Select Cloze

Fig. 78  Select sequence item - Cameras

Alarm sequence configuration

3. Select the cameras to be added to the sequence.

4. Click Select.

2 The cameras have been assigned to the sequence.

5. Select the Groups tab.

8 x|
Avallable
qQroLps
f* Append to the end
{~ Change at current location
Select Cloze

Fig. 79  Select sequence item — Groups

Here you can add groups to the sequence.

Click on Close.

Enter the dwell time in seconds for the camera/alarm group in the Period (s)

list box.
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12 Commands

12.1 Create a new command

mie

The commands configured can also be used in the IVM Client and Scheduler.

1. Select the menu sequence System configuration > Commands.

= The following dialog box opens:

&1 1¥M Config: Edit commands =] x|
1D | Code | Commands Parameters | Comme - |
1|1 200 Control connect [200] ~|1"1"0" ___|KAMERA_1"VKS } MONITOR_1"Prio=0"
2 |2 273 Record Start [273] -~ [0"0"0"0"D" |.__ | <automatisch> “Channel=0""Priority of recording=0"
1| | 4
Add Delete oK Cancel |

86

Fig. 80 Edit commands

2. Click Add.

3. Click on an arrow in the Commands column and select the appropriate
command from the drop-down list.

Commands
Control connect [200]

Abszolute alarm switching [Z61] -
Camera-K.505 Parameter Upload [254]

Control group [202]
Control sequence [204] b

Fig. 81 Command selection

2 A command ID is generated.

2 The Design VAPI command dialog box opens. See Sections 12.2.1 to
12.2.16.

4. Configure the appropriate command. See Section 12.2: Configure commands.
5. Click OK.
2 The command is now created.

2 The command code, the parameters and the comment are generated
automatically.
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12.2 Configure commands

1. Select the menu sequence System configuration > Commands.
2 The Edit commands dialog box opens (see Fig. 80).

2.  Click the symbol . corresponding to the command.
2 The Design VAPI command dialog box opens.

3. Configure the command. See Sections 12.2.1 to 12.2.16.

12.2.1 Absolute alarm switching

Using the command Absolute alarm switching the selected input is mapped on
the selected output, independent of the operator station configuration.

;.‘T I¥M™ Config: Design ¥API Command ﬂl EI

Absolute alarm switching [261]

Componert. [FRRG—G—— -
Camera I j

Cutput |va /MONITOR_1 =l

0k, Cancel

Fig. 82 Design VAPI command — Absolute alarm switching

1. Select a component.
2. Select an input in the Camera drop-down list.
3.  Select the output on which the selected input is to be activated.
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12.2.2 Set alarm status

mie
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Using the command Set Alarm Status, individual alarms can be activated or
deactivated. This command can subsequently be administered via the scheduler.

Prerequisite:

The alarms have been defined.

;‘T I¥M Config: Design ¥API Command x|

¥

Set Alarm status [222]

Change to state:

Blarms:

Alarm_2
Alarrm_3

E nabled

Dizabled
Artive

Inactive
Active & Acknowledged
[nactive & Ackhowledged

Acknowledged

Fig. 83  Design VAPI command — Set Alarm status

1. Select the alarm for which the status is to be changed from the list.
2. Select the appropriate state in the Change to state drop-down list.

You can choose from seven different states:

If the alarm type "ODR alarm" is selected, the states Enabled and Disabled have no function. This
means that the CX sensor is not enabled or disabled, but only the ODR alarm message in IVM is

suppressed.

Enabled The associated alarm device is enabled and signals alarms.

Disabled The associated alarm device is disabled and does not signal alarms.

Active The associated alarm device is activated (e.g. for alarm simulation
purposes).

Inactive The associated alarm device is deactivated (e.g. for alarm simulation
purposes).

Active & An active alarm has been acknowledged.

Acknowledged

Inactive & An inactive alarm has been acknowledged.

Acknowledged
Acknowledged

An alarm has been acknowledged; the alarm status is either "Active &
Acknowledged" or “Inactive & Acknowledged”.
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12.2.3 Switch alarm component

Commands

d @

Using the command Switch Alarm Component, components such as a TELEMAT

can be enabled/disabled,

switched simultaneously.

;.‘T I¥™ Config: Design ¥API Command EI

i.e. all the alarms defined for the particular device are

I Switch Alarm Component [233]

Select component

Alarm pes
’VIInternaI alarm

Change to state: |Enabled j

k. Cancel

Fig. 84  Design VAPI command — Switch Alarm Component

When the alarm type "external alarm" is selected, choose "No Component". Thus all the external
alarms that are defined in the system are switched.

mie

1. Inthe Select comp

onents drop-down list, select either the desired

component or select the option -No Component-.

Select the appropriate alarm type in the Alarm types drop-down list.

Select the appropriate state in the Change to state drop-down list.

You can choose fro

m seven different states:

If the alarm type "ODR alarm"

is selected, the states Enabled and Disabled have no function. This

means that the CX sensor is not enabled or disabled, but only the ODR alarm message in IVM is

suppressed.

Enabled The associated alarm device is enabled and signals alarms.

Disabled The associated alarm device is disabled and does not signal alarms.

Active The associated alarm device is activated (e.g. for alarm simulation
purposes).

Inactive The associated alarm device is deactivated (e.g. for alarm simulation

Active & Acknowledged
Inactive & Acknowledged
Acknowledged

purposes).
An active alarm has been acknowledged.
An inactive alarm has been acknowledged.

An alarm has been acknowledged; the alarm status is either "Active &
Acknowledged" or "Inactive & Acknowledged".

89

Siemens Building Technologies
Fire Safety & Security Products

03.2009



Commands

12.2.4 Record start

Compatibility

SISTORE CX v
SISTORE AX v
SISTORE MX v

Using this command, recording can be started on a SISTORE server.

;.r I¥™ Config: Design ¥API Command @I EI

Record Start [273]

Friority of recording 0 %
Fecording time [zec] [0 %

f+ Cameras
Lompanent | 24.15-TEST =
Cameras [\video Input 1 [C<4-15-TEST] =
Channel . - omatischs j
ok | Cancel

Fig. 85 Design VAPI command — Record Start

Select the configured SISTORE server in the first drop-down box. The following
parameters for recording can be set:

Priority of Definition of the priority

recording

Recording time Recording time in seconds

Cameras If fixed channel assignment is used, the SISTORE CX Server and the cameras

can be selected here. In case of <automatic> channel assignment an
unassigned camera will be connected automatically (configuration behind the
video matrix).

Please note Section 19.

mie
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12.2.5 Record stop

Commands

Compatibility
SISTORE CX

SISTORE AX
SISTORE MX

Using this command a recording can be stopped on a SISTORE server.

v

v

t"" I¥™ Config: Design ¥API Command

X

Record Stop [274]

|SISTORE_C#_3

Chae :

ok

Cancel

Fig. 86  Design VAPI command — Record Stop
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12.2.6 User program

The command User program allows an external program to be executed. You can
select whether the user program is to be started on the IVM server or on an IVM
Client station

£ IVM Config: Design YAPI Command

I User program

ID:"-.I:E"-IIS Wik _MT_ConfighM_MT_Config.exe

[v Erecute on Server Browse...

k. Cancel

Fig. 87  Design VAPI command — User program

1. To start the program on the server, tick the checkbox Execute on Server.
—OR -
To start the program on the client PC, untick the checkbox Execute on
Server.

2. Click Browse....
Select the desired program.

open Y . {
Look ir: | £ WM_NT_Config x| « @k E-

. I Tt _IT_Config.exe

Recent

by Diocuments

WL
o 8

tdy Computer

File name: || j Open
- Cancel |
| F

o

Filez of type: IE:-:eu:utaI:uIes [*.ewe; *.com; " bat; ™ pif]

Fig. 88 "Open" dialog
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If external commands are used, the situation may arise that an external program,
which is started using a command, is run in the background and is not shut down
correctly.

To rectify this, the option Data transfer between services and desktop needs to

be selected in the Windows Task Manager in order to prevent this phenomenon.

Make sure not to use any blanks when entering the path name.

Play sound file

We recommend using the Windows Media Player Classic for playing sound files.
The Media Player can be started using the following parameters:

mplayer2.exe /play /close <soundfile>

To play the sound file alarm.wav in the directory D:\sound enter the following:
mplayer2.exe /play /close D:\sound\alarm.wav

The sound file alarm.wav will be played. The Media Player application will be
closed.

12.2.7 Switching between EDS/ODR programs

The command EDS/ODR Program switching can be used to switch between
predefined alarm programs.

Prerequisite:

EDS alarm programs have been configured in SISTORE SX/CX Config. Further
information on this can be found in the SISTORE SX/CX Configuration Manual.

t‘? I¥M Config: Design YAPI Cormmand 8 =
EDS/ODR-Program switching [231]

Companetnt

Channel |-| j
Program Mo, |1 E|

0k | Cancel

Fig. 89  Design APl Command — EDS/ODR Program switching

Select the appropriate component.

Select a video input (1 to 8) in the Channel drop-down list.
Select the program (1 to 4).

Click OK.

A w NP

93

Siemens Building Technologies
Fire Safety & Security Products

03.2009



Commands

12.2.8 Control group

The groups previously defined in the Alarm groups are available here. The entries
simply need to be selected. An associated priority can be defined.

t‘? I¥™ Config: Design ¥API Command @' 5'

Control group [202]

SISTORE_M:=
b

Frionty: |0 @

] | Cancel

Fig. 90  Design VAPI command — Control group

12.2.9 Move camera to position

This allows selection of the video matrix (SIMATRIX, SISTORE SX/CX) camera
which is to be moved to a previously saved position.

;?‘T I¥M™ Config: Design ¥API Command @' ﬂ

Move camera to position [214]

Comporent GG

Camera |} AMERA,_T =l

TO POSITION ID ;

0F. Cancel

Fig. 91 Design VAPI command — Move camera to position

Cameras with position control have to be set up in the SIMATRIX configuration.

mie
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12.2.10 Move camera to position name

Prerequisite:

The position names configured in SISTORE CX and in IVM Config must be
identical. See Section 6: Configuring components.

This allows selection of the video matrix (SIMATRIX, SISTORE SX/CX) camera
which is to be moved to a previously saved position.

;.‘T I¥™ Config: Design ¥API Command EI

Mowve camera to position name [1214]

Lompanent ||STORE_Cx_3 |
[

Lamera | shERA_T

b pozition name:

ok

Fig. 92  Design VAPI command — Move camera to position name

12.2.11 Close relay

This command can be used to close the relays of transport devices.
;I.‘T I¥™ Config: Design ¥API Command al x|
Close relay [225]

Congorert [ CRRREG— - |

Contact # I 1 ;|

0k, Cancel

Fig. 93  Design VAPI command — Close relay
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12.2.12 Open relay

This command can be used to open the relays of transport devices.

f_?; I¥M Config: Design ¥YAPI Command @l EI
Open relay [224]

Conperert. TR - |

Contact # I i ;

] Cancel

Fig. 94  Design VAPI command — Open relay

12.2.13 Relay pulse

The command Relay pulse is only for use by the 1/0 server. This allows different
contacts to be triggered according to a set timing routine.

;.: I¥M Config: Design ¥YAPI Command @I EI

Relay pulse [2686]

Compatient

SISTORE Lo

Contact # |1 ; Pulze time [.. % 0.1z] |1 ;

] Cancel

Fig. 95 Design VAPI command — Relay pulse
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Sequences can be configured either in the Config Tool or in the Client.

The sequences defined previously are available here. The entries simply need to

be selected. An associated priority can be defined.

;.r I¥™ Config: Design ¥API Command

Control sequence [204]

Sequences:

Priority:

mE

oK, |

Cancel

Fig. 96  Design VAPI command — Control sequence
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12.2.15 Control connect

12.2.16 Disconnect

Using the Control connect command, a selection command can be configured.

f_?; I¥M Config: Design ¥YAPI Command @l EI

Control connect [200]

Camera I j

Ta

Output |w;s /MONITOR_1 =l

WITH PRIORITY ID ;

] Cancel

Fig. 97  Design VAPI command — Control connect

The selection of a camera assigned to a component, or the camera itself, can be
defined. It can also be defined, which monitor it is displayed on, and with which
priority.

The output depends on the alarm management configuration. This allows the
output components to be adjusted. See Section 13.2.2: Alarm management
configuration.

98

Using the Disconnect command, a currently selected camera can be removed.

f_?; I¥M Config: Design YAPI Command @l 5'

Disconnect [201]

Dutput A MOMITOR 1

k. Cancel

Fig. 98  Design VAPI command — Disconnect

This command may also be used as an acknowledge command, if the camera

image is to be removed after an alarm is acknowledged.
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13 Alarms

Alarms are used to display certain events graphically. They may be set off by such
events as contacts in the matrix switcher, motion sensors on the TELEMAT,
tamper switches etc. Each alarm can have different commands assigned to it, i.e.
SISTORE control, camera selection.

13.1 Add anew alarm

1. Select the menu sequence System configuration > Alarms.
2 The following dialog box opens:

Z11¥M Config: Edit types S

Select an tem to edit ar chck "Mew..." to create a new one

Alarm_1 Mew. .
Alarm_2 —_—
Al 3
A Edit.
Delete...

Cloze |

Fig. 99 Edit types — Alarms

2. Click New...
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2 The following dialog box opens:

I¥M Config: Add a new alarm k|

| Type I Managementl Llsersl Commands I &larm piu:turel

..........

M ame: |.-“-‘-.Iarm_1

Conment:

D atabaze-I0n: |1

Last change made by uzer; |
Archiv comment I
Achivate alarm [save firet]. Ok Caniel

|nachivate alarm [zave frstl])..

Fig. 100 Edit alarm properties — Organization

2 A name and a database ID are entered automatically.
3. If you want to change the name, you can overwrite it in the Name text field.

The alarm is referenced using the Database ID.

mie

4. If you want to change the database ID, you can overwrite it in the Database
ID text field.

5. If you want to add further information, you can enter a comment in the
Comment field.

=2 The comment will be displayed within the IVM Client in the alarm list and in
the alarm logbook.

The Last change made by user box displays which user last changed the alarm configuration
(see Fig. 101).

mie
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I¥™ Config: Edit alarm properties [Alarm_1]

N ame: I.ﬁ.larm_'l

D atabaze-|D: |-|

Lazt change made by user: Iadmin

Archiy comment I

Activate alarm [zave first]..

|nactivate alarm [zave first]...

OF.

Cancel

Fig. 101 Edit alarm properties — Organization

6. If you want to save additional information to the archive, you can enter a

comment in the Archive comment field.

2 If recording is started, the comment will be passed to the digital video recorder

and saved to its archive.

101

Siemens Building Technologies
Fire Safety & Security Products

03.2009



Alarms

13.2 Alarm configuration

13.2.1 Selecting and configuring alarm types

Prerequisite:

The alarms have been configured on the devices.
1. Selectthe Type tab.
2 The following dialog box opens:

I¥™ Config: Edit alarm properties [Alarm_1]

Organization  Twpe Managementl Llsersl Enmmandsl

— Properties of zelected alarm wpe

j Component I"»-"KS

Track,

1

[4]]

Contact/Channel 1 | ;

Pricrity: 100

Froceszing: |

v “write alarm to Logboak
v Enabled

Achivate alam [zave first]... 0K

Cancel

|nactivate alarm [zave firstl]...

Fig. 102 Edit alarm properties — Type

2. Select the alarm type from the list box.

The following alarm types are available:

102

Internal alarm

External alarm

Signal loss

Tamper detection

Motion detection (MD)

Enhanced Motion Detection (EDS)
Removed/left objects (ODR)
Removed/left objects pre-alarm
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2 There are various configuration possibilities in the Properties of selected

alarm type area depending on the alarm type.

3. Select the component which will report the alarm in the Component list box.

The following components are available for the different alarm types:

Alarm type

Components

Internal alarm

Internal alarms are reported by components within the IVM

system:

SISTORE CX
SISTORE AX
SISTORE MX
VKS

1/O Server
OTN Network
TELEMAT

Visiowave Network

External alarm

External alarms are reported to the IVM system by

autonomous external systems (e.g. Topsys, WinCC) via the

IVM API interface.

Signal loss

SISTORE CX
SISTORE AX
SISTORE MX
VKS

OTN Network
TELEMAT

Visiowave Network

Tamper detection

SISTORE CX
OTN Network
TELEMAT

Visiowave Network

Motion detection (MD)

SISTORE CX

Enhanced Motion Detection (EDS)

SISTORE CX

Removed/left objects (ODR)

SISTORE CX

Removed/left objects pre-alarm

SISTORE CX

mie

For more detailed information on alarms please refer to the SISTORE SX/CX Client User Manual.

4.  Select the number of I/O inputs of the component in the Contact/Channel list

box.
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— Properties of zelected alarm ype

izt s <] | Comperner EEH— -

mie

104

Contact/Channel 1 E|

Track i

[ 2]

Priarity: a0

Processing: |

[+ “/rite alamn to Logbook
[+ Enabled

Fig. 103 Internal alarm

5. To assign the alarm a priority, select a value between 0 and 200 in the
Priority list box.

0 The alarm has the lowest priority and will be executed last.
200 The alarm has the highest priority and will be executed first.

6. Ifatextis to be displayed during the alarm, you can enter this text in the
Processing text field.

= The text will appear in the alarm list of the IVM Client.

7. If you wish to log the alarms of this alarm type, mark the checkbox Write
alarm to Logbook.

2 The alarms will be logged in the alarm logbook of the IVM Client.
8. To activate the alarm, tick the checkbox Enabled.

For some SISTORE devices, the alarm sources must be explicitly enabled. When the server is started,
all alarms that are enabled are therefore deactivated and then set to "enabled" for the appropriate
devices. This ensures that the alarms can be generated.

9. Restart the server.
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Alarms

1. Select the Management tab (see Fig. 104).

I¥M Config: Edit alarm properties [Alarm_1]

Drganizatinnl Type Management | Usersl Eummandsl

— Alarm conzideration

+ L atest alarm iz on top of the alarm stack [last in, first out

{ Alarms are proceszed in order of occuing [frst in, frst out)

—&larm Feset
[¥ manual by user
[ by timer after ...
[T after SISTORE ends recording

[~ when alarm contact resets

[+ Stop recording when alam iz acknowledged

_.
ER
o

=

— Picture after reset

" After rezet, the picture present befare the alarm iz displayed
% After reset, the alam remains dizplayed

— Motifications
[~ Display map of the alarm location
[~ Shawe alarm list for details

— Dizplay

" Mew alarm iz dizplayed on the right of the current alarm
% Mew alarm is dizplayed on the zame monitar as the curent alam

Activate alarm [zave firstl]...

|nactivate alarm [zave first]...

k. Cancel

Fig. 104 Edit alarm properties - Management

2. Make your configurations in the following five sections:

Alarm consideration

Latest alarm is on top of the
alarm stack (last in, first out)

The current alarm is displayed.

Alarms are processed in order
of occurring (first in, first out)

The alarms are displayed in the order in which the occur.
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Alarm Reset

Here you can mark several checkboxes.

manually by user

This setting cannot be changed. Alarms can always be
acknowledged manually.

by timer after ...

The alarm is acknowledged automatically after x seconds. The
value x is adjustable.

after SISTORE ends recording

The alarm is acknowledged automatically when SISTORE stops
recording.

when alarm contact resets

The alarm is acknowledged automatically when the alarm contact
resets (e.g. the person has left the zone where the alarm was
triggered).

Stop recording when alarm is

acknowledged

The recording is stopped automatically when the alarm has been
acknowledged.

Picture after reset

After reset, the picture
present before the alarm is
displayed

The image, which was displayed on the alarm monitor before the
alarm, is displayed again afterwards.

After reset, the alarm remains
displayed

The alarm image remains displayed after the alarm has been
reset.

Notifications

Display map of the alarm
location

In the event of an alarm, a map of the area including the alarm
camera is displayed in the IVM Client.

Show alarm list for details

In the event of an alarm, the alarm list is opened automatically on
the IVM Client.

Up to 20 plans may be opened simultaneously by alarms. If more than 20 plans are opened
simultaneously, the system can no longer be controlled. Should this be the case, a message will be
displayed in the "Message" line. More information can be found in the IVM Client User Manual (VB

Version).

Display

New alarm is displayed on
the right of the current alarm

New alarm images are displayed on the monitor to the right of the
current monitor, i.e. the first alarm image on the first monitor, the
second on the second monitor.

New alarm is displayed on
the same monitor as the
current alarm

With this setting only one image is displayed per alarm. The
image is displayed on only one monitor. Each alarm image
overwrites the previous one.
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13.2.3 Select users

1]

Alarm processing/display is only possible, if the alarm has been assigned to at least one user. For the
display of the alarm, the user has to be logged on to the system.

1. Select the Users tab.

2. Select the user who shall be the receiver of the alarm in the Available users

list (see Fig. 105).

I¥™ Config: Edit alarm properties [Alarm_1]

Drganizatinnl Type I Management Users | Commands
&vailable users: Selected users:
admir
b bl Strig
Terminal
uzerl
Sitell)
-3
<..
Activate alarm [zave first]... Ok Cancel
Inactivate alarm [zave firstl]...

Fig. 105 Edit alarm properties — Users

3. Click the arrow button

2 The user is displayed in the Selected users list.

2 The user has now been selected and assigned to the alarm as the receiver.

. . <=
4. To reverse your selection, click the arrow button
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13.2.4 Assigh commands

Each alarm can be assigned one or several commands. When the alarm is
triggered, the commands run in the order in which they are listed.

Loss of recorded data due to unacknowledged alarms

Commands that are linked to an alarm are triggered when the alarm occurs for

the first time. If an alarm is not acknowledged, the command will not be
IMPORTANT triggered the next time the alarm occurs.

® Acknowledge the alarm when it occurs for the first time.

= The command will be triggered automatically the next time the alarm occurs.

Prerequisite:

The commands have been configured. See Section 12: Commands.

Select command type
1. Selectthe Commands tab (see Fig. 106).
I¥™ Config: Add a new alarm ]

Drganizatinnl T_I,Ipel Managementl Uszers Commands | Alarm piu:turel

Selected commands — added commands

LB lArm Commanos
(it commands

1| | i

Add | Remmoe |

bctivate alam [zave first].. Ok Cancel

|nactivate alarm [zawve frst]...

Fig. 106 Edit alarm properties — Commands

2. Inthe Selected commands list box, you can choose between the following
command types:

|Alarm commands ‘ Commands which run in the event of an alarm. |
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Quit commands

Commands which run when an alarm is acknowledged.

Trip wire commands

Commands which run when a predefined trip wire is crossed.

Area commands

Commands which run if objects are removed from or left in a defined area.

Assign alarm and acknowledge commands

1. Click Add.

2 The following dialog box opens:

— commatd

I Control connect

Available commands

=~

Added commatndz

FAMERA_1™VES / MONITOR_1"Pria=0"

new command .. |

Cancel

Fig. 107

"Add commands" dialog

2. To add a new command, click on new command....
See Section 12: Commands.

3. Select the appropriate command group in the list box.
The following command groups are available:

Name

>
2
3

Reset/Acknowledge

Control connect

X

Disconnect

X

Absolute alarm switching

Set alarm status

Switch alarm component

Open relay

Close relay

Relay pulse

XXX [ X [X

Control group

*
Control sequence

Move camera to position

Move camera to position name

Start user program

XX X[ X

Record start

Record stop

XXX XX XXX [X [ X [X[X[X[X]|X

* If the "Control sequence “ command is executed when an alarm is acknowledged, then the sequence will be started anyway irrespective of
the alarm, i.e. the camera pictures will be displayed on the monitors defined for the sequence.
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4. Select the appropriate command in the Available commands list.

5. Click the arrow button L
2 The command is displayed in the Added commands list.
2 The command is now assigned.

6. To reverse your selection, click the arrow button
7. Click OK.
2 The command has been assigned to the alarm and is saved to a database.

Assign trip wire commands and area commands
1. Click Add in the Trip wire or Area section.
= A trip wire or an area is created (see Fig. 108).

I¥™ Config: Edit alarm properties [Alarm_1] El A

Drganizatinnl T_I,Ipel Managementl Users  Commnands |

Selected commands — added commands

Alarm commands
| it commands
Wire command

— Trip *fire

Trip "ire #1

Add Remove |

1| | ]

Add | Remowve |

Activate alarm [zave first]... Ok Cancel

|nactivate alarm [zave firstl]...

Fig. 108 Edit alarm properties — Commands — New trip wire

A maximum of 32 trip wires can be configured.

The identifying number of the trip wire must be identical with the number defined in SISTORE SX/CX
Config.

mie

2. To change the identifying number of the trip wire or area, double-click on the
trip wire or area, respectively.
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2 The following dialog box opens:

Trip Wire

= B

Mew identifier for selected trip wire

]9

Cancel

Fig. 109 Trip wire — New identifier

Alarms

3. Overwrite the number in the New identifier for selected trip wire text field.

4. Click OK.

2 The identifying number of the trip wire or area will be changed.

5. To assign commands to a trip wire or an area, select the desired trip wire or

area.

6. Click Add inthe Added commands section.

2 The following dialog box opens:

|
— command
I Control connect j
Added commands
Available commands
FAMERA_1™VES / MOMITOR_1"Prio=0"
1| | 3 l ¥
new command .. | ]
Fig. 110 "Add commands" dialog
7. To add a new command, click on new command....
See Section 12: Commands.
8. Select the appropriate command group in the Command list box.
The following command groups are available:
Name Trip wire Area
Control connect X X
Disconnect X X
Absolute alarm switching X X
Set alarm status X X
111
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Name Trip wire Area
Switch alarm component X X
Open relay X X
Close relay X X
Relay pulse X X
Control group X X
Control sequence” X X
Move camera to position X X
Move camera to position name X X
Start user program X X
Record start X X
Record stop X X

9. Select the appropriate command in the Available commands list.

10. Click the arrow button [t
= The command is displayed in the Added commands list.

2 The command is now assigned to the trip wire or area.

<..

11. To reverse your selection, click the arrow button
12. Click OK.

2 The command has been assigned to the trip wire or area and is saved to a
database.

13.3 Simulate alarm

Alarms and their effects can be simulated.
Prerequisites:
The alarm has been saved.

You require two client licences.

Select the menu sequence System configuration > Alarms.
Select the alarm you want to simulate.

Click Edit....

Click on Activate alarm.

e

2 The alarm will be simulated.
5. Click on Inactivate alarm.
= The alarm will be deactivated and acknowledged.

* If the "Control sequence “ command is executed when an alarm is acknowledged, then the sequence will be started anyway irrespective of
the alarm, i.e. the camera pictures will be displayed on the monitors defined for the sequence.
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13.4 Alarm management configuration

General information on alarm management

New alarm and display concepts are integrated into the IVM system. A key feature,
in contrast to conventional CCTV video and alarm systems, is that the alarm
administration is dynamic, not static. The alarm follows the user. This means that
the IVM system displays the alarms at the workstation where the specified user is
currently logged on. The user responsible for each alarm is saved for each alarm.

From IVM version 1.4 onwards it is also possible to configure absolute alarm
display. This enables cameras to be displayed on specific monitors, irrespective of
where a user is currently logged on.

13.4.1 Basic functions for alarm configuration

If video display is included in the configuration of an alarm, then the command wiill
be executed as soon as the alarm is detected. Depending on the alarm
configuration of the workstation, the alarm is displayed for each user that is logged
on.

There are 3 flags available per monitor for each workstation. These flags determine
where the video signal is displayed.

;_‘,"F I¥™ Config: Add a new workstation x|

Organization T Output devices T Uzers ]
Output name [ Single [ Group | Sequence
1 |¥KS /CON_1_3 = M il
2 |¥EKS5S /MONITOR_4 » _ ™

Add Delete

ak. Cancel

Fig. 111 Edit workstation properties

Further information on the output components can be found in Section
9.2: Assigning output devices.
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In this example, the monitors M1 and M2 are reserved for individual display and
the monitors M3 and M4 for sequences.

M1 M2 M3 M4

Single X X
Alarm groups X
Alarm sequences X X

The alarm priority can influence the display behaviour in cases where there is a
conflict between the connections to sub-centres and centres. A LIFO alarm with
lower priority cannot, for example, be displayed over alarms with higher priority, i.e.
it cannot be acknowledged on the monitor. It has to be reset in the alarm list. To
avoid such behaviour, alarms on cascading matrix switchers should be configured
with the same priority as each other.

Fundamentally, the following applies to the alarm programs listed below:

If alarm images are displayed, no other sequences or any other types of display
are possible on this monitor.

On a monitor which has become available by resetting of an alarm, only the oldest
alarm image in the waiting list will be displayed if there are further alarms in the
waiting list (see Fig. 112).

(This ensures that each alarm has to be reset manually (stack alarm processing).

Tl Ttz T3 [TES

n

Fig. 112 Example of display of 5 alarm images (alarm program 2)

Cx: any camera

Al: alarm image

Al: All A2: Al2

Stack with the following alarms
A3: A3 (1.)
Ad: Al4 (2.)
A5: AI5 (3.)

Acknowledging see example Fig. 112:

1  All on Mlis acknowledged --> AI35 is displayed on M1

2 Al2 on M2 is acknowledged --> AI35 is displayed on M1

3 Al4 on M2 is acknowledged --> Al3 is displayed on M2

Once the last alarm is acknowledged, either the image present before the alarm

was displayed is displayed again, or the alarm image remains displayed
(configurable).

With appropriate rights alarms can be enabled or disabled.
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If the SIMATRIX is working with the TELEMAT then it is possible to highlight the
zone where the alarm is reported (configurable). When an alarm is reset the
TELEMAT is also reset.

The alarm monitors are defined in IVM Config at the workstation.

Notes on alarm configuration!

® The combined operation of “LIFI/FIFO”, “Alarm image remains
displayed/previous image remains displayed” is not supported.

® An alarm is only displayed if a user has been configured for this alarm and is
logged on. If alarm display is intended to take place regardless of which users
are logged on, then it is necessary to configure absolute alarm display.

® In an alarm group the display takes place from left to right.

e If there are fewer group monitors than the number of cameras in the group, only
the first cameras in the group are displayed. Basically it is recommended that
the number of monitors in a group should be equal to, or a multiple of, the
number of cameras in the group.

® The number of cameras in the group should remain constant.
® No more than two SISTORE recordings can be defined for an alarm.

13.4.2 Alarm programs

The basic alarm programs supported by IVM are described in programs 1 to 6.

Alarm program 1 (individual display)

Alarms can be processed as follows:

® In the event of an alarm the alarm image is displayed on the configured monitor
(monitor 1 in this case).

® The alarm can be acknowledged (deleted) by clicking on the corresponding
“MON" icon (MONL in this case). If there are no alarms in the stack then the
image previously displayed, or the alarm image, remains on the monitor,
depending on the configuration.

e If a second alarm arises before the first is acknowledged, then this is also
displayed in the alarm monitor (monitor 1 in this case). The waiting alarm image
(Al1 in this case) is added to the stack.

n

Fig. 113 Display of 5 alarm images (for example)

Cx: any camera

Al: alarm image
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Fig. 114 Display of 5 alarm images (for example)

Cx: any camera
Al: alarm image

Display of 5 alarm images (for example)

Stack with the following alarms Acknowledge on Monitorl
AL AIl (1) A5: Al5
A2: Al2  (2) A4: All
A3: AI3  (3) A3: Al2
Ad: A4 (4) A2: AI3
A5: AlI5 (5. Al: Al4

Alarms displayed on the alarm monitor can be acknowledged using the “MON”
icons (MONL1 in this case).

On the monitor which has become available by acknowledging (MONL1 in this
case), the oldest waiting alarm image is displayed, if there are several alarms
waiting.

IVM alarm configuration

For this alarm behaviour the options “Latest alarm is displayed on the same
monitor” and “Latest alarm is on top of the alarm stack (last in, first out)” need to be

marked in the IVM Config and for workstation\ output components, monitorl has to
be marked as “Single”.

Alarm program 2 (individual display/series)

e In the event of an alarm the alarm image is displayed on the first available
monitor (monitor 1 in this case).

® The alarm can be acknowledged (deleted) by clicking on the corresponding
“MON” icon (MONL1 in this case). The original image is displayed again on the
monitor if no other alarms are waiting in the stack.

e If a second alarm arises before the first is acknowledged, then this second alarm
is displayed on the next available monitor (monitor 2 in this case).

e If all alarm monitors are occupied, then the new alarm is added to the stack (see
Fig. 115).

n

Fig. 115 Display of 5 alarm images (for example)

Cx: any camera

Al: alarm image
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Stack with the following alarms Acknowledge on MON1 Acknowledge on MON2

AL AIL (L) All Al2
A2: A2 (2) Al3 Al4
A3:AI3  (3) Al5
Ad: Al4 (4)
A5: Al5 (5.

Display of 5 alarm images (for example)

Alarms displayed on the alarm monitors (1 or 2 in this case), can be acknowledged
using the corresponding monitor icons (‘MON1’ or ‘MONZ2).

On a monitor which has become available by acknowledging (MONL1 in this case),
the oldest waiting alarm image is displayed if there are several alarms waiting.

IVM alarm configuration

For this alarm behaviour the options “Latest alarm is displayed on the same
monitor” and “Latest alarm is on top of the alarm stack (last in, first out)” need to be
marked in the IVM Config and for workstation\ output components, monitorl and
monitor 2 have to be marked as “Single”.

Alarm program 3 (individual display/series)

The same as alarm program 2 (points 1-3)

Each additional alarm image overwrites an existing one, however, so that the two
latest alarm images are always displayed on monitors 1 and 2, older alarm images
are added to the stack (see Fig. 116).

Fig. 116 Display of 5 alarm images (for example)

Cx: any camera

Al: alarm image

Fig. 117 Display of 5 alarm images (for example)

Cx: any camera

Al: alarm image
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Stack with the following alarms Acknowledge on MON1 Acknowledge on MON2
AL AIL (1) Al5 Al4

A2: A2 (2) All A2

A3:AI3  (3) Al3

Ad A4 (4)

A5 Al5 (5.

Display of 5 alarm images

Alarms displayed on the alarm monitors (1 or 2 in this case), can be acknowledged
using the corresponding monitor icons (‘MON1’ or ‘MONZ2).

The oldest waiting alarm image is displayed on the “acknowledged” monitor. When
the next alarm image is deleted the second oldest is displayed, etc.

IVM alarm configuration

For this alarm behaviour the options “New alarm is displayed on the right of the
current alarm” and “Latest alarm is on top of the alarm stack (last in, first out)” need
to be marked in the IVM Config under “alarms\alarm management” and for
workstation\ output components, monitorl has to be marked as “Single”.

Alarm program 4 (alarm group display)

Alarms can be processed as follows:

e In the event of an alarm the alarm image is displayed on the first available
monitor (MONL in this case), and the image of the neighbouring camera is
displayed on the neighbouring monitor (MON2 in this case) (alarm group
display).

® The alarm can only be acknowledged (deleted) by clicking on the corresponding
“MON” icon (MONL1 in this case). The previous images are displayed again on
the monitors (the neighbouring monitor (MONZ2 in this case) also becomes
available), if there are no more alarms in the stack. (Clicking on MON2 has no
effect).

e If all alarm monitors are occupied, the new alarm is added to the stack.

afa][a]=

Cx: any camera

Al: alarm image
Al- : alarm image group

Display of 1 alarm image

afa][=]=

Cx: any camera

Al: alarm image
Al-: alarm image group

Display of 3 alarm images
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If there are more alarms waiting after alarm 1 is acknowledged, then the oldest
alarm image is displayed on the alarm monitor (monitor 1 in this case), and the
image from the neighbouring camera on the neighbouring monitor (monitor 2 in this
case), etc.

Alarm groups can contain more than 2 cameras. As many cameras are displayed, from left to right, as
there are alarm monitors available for the group. The alarm has to be acknowledged on the first
monitor. It is, however, possible to overwrite the other monitors separately by manual display
switching, without acknowledging the alarm.

mie

IVM configuration:

For this alarm behaviour the options “New alarm is displayed on the right of the
current alarm” and “Alarms are processed in order of occurring (first in, first out)”
need to be marked in the IVM Config under “alarms\alarm management” and for
workstation\ output components, monitor 1 and monitor 2 have to be marked as
“Group”.

Alarm program 5 (alarm group display)
The same as alarm program 4 (points 1-2).

Each additional alarm image overwrites an existing one, however, so that the alarm
monitor and the neighbouring monitor always display the latest alarm group, older
alarm groups are added to the stack.

AB1 A1

Cx: any camera
Al: alarm image
Al- : alarm image group

Display of 1 alarm image

Cx: any camera

Al: alarm image
Al- : alarm image group

Display of 3 alarm images

If there are more alarms waiting after alarm 1 is acknowledged, then the oldest
alarm image is displayed on the alarm monitor (monitor 1 in this case), and the
image from the neighbouring camera on the neighbouring monitor (monitor 2 in this
case), etc.
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IVM configuration:

For this alarm behaviour the options “New alarm is displayed on the right of the
current alarm” and “Latest alarm is on top of the alarm stack (last in, first out)” need
to be marked in the IVM Config under “alarms\alarm management” and for
workstation\ output components, monitors 1 and 2 have to be marked as “Group”.

Alarm program 6 (group display/series)

The same as alarm program 3, but with groups.

By clicking on the first alarm monitor icon in the group (‘MONL1‘ and ‘MONS3" in this case), the cameras
of the groups on the neighbouring monitors are automatically deleted.

afa][=]=

Cx: any camera

mie

Al: alarm image
Al- : alarm image group

Display of an alarm image group

Cx: any camera

Al: alarm image

Al-: alarm image group
Display of 3 alarm image groups
IVM configuration:

For this alarm behaviour the options “New alarm is displayed on the right of the
current alarm” and “Latest alarm is on top of the alarm stack (last in, first out)” need
to be marked in the IVM Config under “alarms\alarm management” and for
workstation\ output components, monitors 1, 2, 3 and 4 have to be marked as

“Group”.
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13.5 Colour representation of alarms

Select the menu sequence System configuration > Colour setting of the
alarms.

2 The following dialog box opens:

r“ Color setting of the alarms a8l x|

— Colours

Alarm Type Text B ackground

TN

ihactive, not acknowledged .

1] | Cancel |

(|

Fig. 118 Alarm configuration

Different colours can be defined for the text and background for the various
statuses of an alarm.
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14  Priorities of camera control

1. Select Allocation of group priorities in the System configuration menu.
2 The following dialog box opens:

;.‘F I¥M Config: Edit types 8 x

Select an item to edit or click "Mew..." to create a new one

MHew...

Edit...

[relete...

Cloze |

Fig. 119 Allocation of group priorities

You can use this function to assign priorities to individual groups.
2.  Click New.
= The following dialog box opens:

;‘F I¥™ Config: Add a new group @l EI

: T Cameras T Il zer ]

Name: |GRPPTZ_1

D atabaze-|D: |1

] Cancel

Fig. 120 Groups

3. Enter a name for the camera group in the dialog box which opens and click
OK to confirm. The addition of a comment is optional.

2 A new camera group is added to the system.
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A camera group can have one or several cameras assigned to it, which are to
be displayed in the event of activation.

4. Using the arrow keys (or by double clicking on a group), selected cameras
can be moved between the list boxes for “Available cameras” and “Selected

cameras”.

2 The selected cameras are listed in the list box on the right (see Fig. 121).

8 x
Crganization T Cameras T Uzer ]
Available cameras: Selected cameras:
Companent; Ing j WES / KAMERA_1
WES / FAMERA_2
WES / KAMERA_3
Cameras: KAMERA_4 WKS / KAMERS_E
KaMERA_B WES / KAMERA_T7
~F | WES A KAMERA_A
WES A FAMERS_9
WES /A KAMERA_10
WES A KaMERA_11
WES / KAMERA_12
WES / KAMERA_13
WES A RAMERS_14
WES /RAMERA_1G
WS A KAMERA_TE
OF. Cancel
Fig. 121 Cameras
5. Click the User tab
2 The user is assigned priorities and control times here.
t‘_r: I¥M Config: Add a new group @l 5'
Organization T Cameraz T Llse[ ]
| Uszer | Priority | Control = &dd
Edit
Delete
1 | 3
Ok, | Cancel
Fig. 122 User
6. Click Add.
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2 The following dialog box opens:

& 8 xl
User =
Pricrity

Contral lock time

B
B

0k | Cancel |

7. Select User, Priority and Control lock time (in s).
8. Click OK.
2 The following dialog box opens:

;‘T I¥™ Config: Add a new group @l EI

Organization T Cameraz T User ‘
User Priority Contol_<] [ e
1 |admin 1] 1]
Edit
Delete

O, | Cancel

Fig. 123 User

The admin user group with priority 10 (range: [0 ... 100]) has the highest
priority.
The VM-Matrix user group with priority 5 has the lowest priority.
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15 Plan configuration

The plan configuration is opened using the function System configuration/Plan
configuration.

15.1 Configuration of system overview

1. Select Plan configuration in the System configuration menu and then
System overview in the submenu.

= The system overview is displayed:

.l"*"
el

[P

This plan provides an overview of the status of the complete system (e.g.
signal loss, defective device). More Information can be found in IVM Client,
Section System overview.

2. Right-click on the system overview.
2 The following context menu opens:

L]

|
EI Mew element

H Save plan

3. Select Plan properties from context menu.

Here you can select the background image for the system overview. For more
information, see Section 15.2: Create a new plan.

4. Select New element in the context menu.
2 A new element is now created.

5. Right-click on the element.
= The following context menu opens:

ﬂ‘m
E Change elerment siz

ﬁ Celete element
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6. Select Edit element in the context menu.
2 The following dialog box opens:

%)

r" CCTY elements

Element;

ks |

T ooltip text [max. 50 characters]

WKS

Device

Select al Dezelect al

Diizplay
Active Active.ico |_|

Inactive Inactive.ico .

Standard icons |

k. Cancel

Fig. 124 CCTV elements

7. Make the following settings in the dialog box:

Element Selection of the component to be displayed using the collective
Camera, VKS, Server, icon.
SISTORE, Clients, TELEMAT

QuicklInfo text Explanatory text.

If this checkbox is selected, the status of the selected device will
be displayed in the collective icon in the system overview
(default: all checkboxes activated).

If this checkbox is not selected, the status of the selected device
will not be displayed in the collective icon in the system

overview.
Display By clicking the Default icons button a grey frame is assigned to
Active "active” and a red cross to inactive mode.
Inactive
E It is possible to assign user-defined icons using this button.

The icon can be deleted and its size changed here as in the system overview. For
more information, see Section 15.2: Create a new plan.
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15.2 Create a new plan

1. Select the menu sequence System configuration > Plan configuration >
New plan.

2 The following window opens:

HE N plan = O] X
&l

Fig. 125 New plan

2. Right-click on the plan.
= The following context menu opens:

E Flan properties

(=1 Mew input icon

— Mew conkackfalarm
% Mew multifunction icon
% Mew plan referral

E Stare plan
X Delete plan

3. Select Plan properties from the context menu.
2 The following dialog box opens:
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Plan properties

Settingz | Azsignment I

Flan name [20 characterz):
|Plan_2

Background picture

| ]

k. Cancel

Fig. 126 Plan properties
4.  Specify the properties of the plan.

Plan name (20 characters) Here you must enter the name of the new plan

Background picture Selection of the background image.
The background images are stored in the directory:
D:\Cevis\Pictures

5. Clickon J

2 The following window opens:

£ selection file x|

ATH . jpg Picture file Building1._jpg
Bank.jpg

Block_diagraml.jpg
Block_diagram?._jpg
Block_diagram3.jpg

Building

CHS jpg
Gebaeude_jpg
Muzeum.jpg
Met_Map.jpg
Petrolstation_jpg
Produktplan_jpg
Store.jpg
Underground_garag

1] 4 | Cancel

Fig. 127 Selection file

The background image for the plan must be available in a standard picture format (GIF, JPG).

mie
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Plan properties

Settingz
et I

Group Group 2

WS
SISTORE_Cx
SISTORE_Sx
TELEMAT

10 Server

k. Cancel

Fig. 128 Plan properties - Assignment

The plan can be assigned to different matrix systems or devices, i.e. only the
cameras pertaining to the respective matrix or device are visualized in the plan.

15.3 Create new element

You can use the menu New element to create an new station icon.

Change size
1. When you right-click on the new station icon, the following window is opened.
2 The following context menu opens:

PN

E:] Change size

fil Delete element

2. Select the menu item Change size.

2 A frame is put around the icon.
|| |

3. You can now change the size of the element proportionally by keeping the left
mouse button pressed while dragging the arrows. This does not apply to the
Plan referral icon.

The size and shape of the Plan referral icon can be changed as required.

4. You can use the left mouse button to shift the element to another position by
keeping the mouse button pressed in the centre of the frame.

Delete element

With the function Delete element the element can be deleted from the plan.
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Edit plan icon

Select Edit element in the context menu.
The following dialog box opens:

I x|

T ooltip text [max. 50 characters]:
IF'ru:n:Iukthan

— BEgignment

Flar: Produktplan j 1

— Dizplay
Symbaol:

Circle j

Colovrs:

Flan cloge:
Flan open:

Alarm on plan:

@00

Cancel |

Fig. 129 Edit element

1 Selection of the graphics plan. Automatic plan selection:
the first plan of the selected group is opened.

2 Quickinfo
(appears when the mouse is moved across the icon!)

The plan icon can now be edited.

Symbols

The symbol can be assigned predefined shapes.

Rectangle
Square
weal

Rounded Rectangle
Aounded Square

Fig. 130 Symbols

In addition, you can select the icon colour from the colour pallet below.
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sl2(x)

B asic colors:

I
C_ A
C_ Ay el | |
HMEEEENEN
EEEEEEEE

Cusgtom colors:

[T
M. . N

[Mefine Custom Colars =

ak. I Cancel |

Fig. 131 Colour selection

Plan configuration

You can select the colours for the individual alarm statuses if you click the three

symbols Plan close, Plan open and Alarm on plan.

You can edit an existing plan by selecting the menu sequence System

configuration -> Plan configuration -> Edit plan.

The following dialog box opens:

x
WKS
Froduktplan
Flan_ 3
ak Cancel

Fig. 132 Edit plan

Open the plan you wish to edit by double-clicking on it.
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15.4.1 New inputicon

You can use the right mouse button to insert a new input symbol in the plan.

Up to 128 input symbols can be arranged on a plan.

mie

If you have created a new icon and click it with the right mouse button, the
following window appears:

oy

E:] Zhange size
il Delete element

Standard size

The icon can be deleted and its size be changed here as in the plan overview and
the system overview. If you select the function "Edit element", the following window
is opened:

Camera icon properties k|

i Camera properties |

T ocltip text [max. 50 characters]
|I3r|:|u|:u AWES S KAMERA 1 (K500)

—Camera
M arne:

IGrDup AWES / KAMERA 1 [K500] =]

— Dizplay

Standard: | CCamMormal_315.ico |_|

Connected | CCamactive_O.ico |_|
Alarm | CCarndlarm_ico |_|

Disabled | CCamnFailure_0.ico |_| @

Camera group IGn:-up 3 jﬂ

O, | Cancel |

Fig. 133 Camera properties

Every time you click the JS button, all cameras are rotated by 45°.

In this window, you can assign the camera to the input symbol. In addition, you can
configure the four status icons of the camera.

A camera will appear only if it was previously assigned to the user in IVM Config.

mie
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mie

Up to 256 cameras can be configured for each plan.

15.4.2 New contact/alarm

mie

The contact/alarm icon visualizes the status of the alarm input. There are three

different statuses:
® Active

® Inactive

® Disabled

You can set a Contact/alarm icon by clicking the plan with the right mouse button.

ﬁ Plan propetties

=1 Rlew input icon

Wl e conkact)alarm

% Mew multifunckion icon

% Mew plan referral

E Store plan
X Delete plan

Its shape, colour and the symbol can also be determined using the right mouse

button.
Mew contact/alarm
Fropertiez |
& Intemal " External

Azzigned alarm

Tooltip test [mas. 50 characters]:

[

B

— Dizplay
Active |.-'1‘-.Iarn'|.-'1'-.|:tive.i|:|:| |_| ]
Inactive |.-’-'-.Iarm|ni'-.|:tive.in:|:| |_| _/ud
Dizable |.-'1‘-.IarmDisaI:||eu:|.i|:-:u |_| A
Standard iconz
] 4 | Cancel

Fig. 134 Contact/alarm

Up to 256 alarm symbols can be configured for a plan.
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15.4.3 New multifunction icon

134

Up to 120 symbols can be configured for a plan.
ﬁ Plan propetties

(=1 Mew input icon

—+L Mew conkackfalarm
% Mew rulkifunction icon
% Mew plan referral

E Stare plan
X Delete plan

g

Fig. 135 New multifunction icon

With the multifunction icons, it is possible to configure commands for these

symbols. Up to 32 commands can be assigned to each multifunction icon.

Mew multifunction icon

Toolip text [max. 50 characters]:

B

— Dizplay

lean: ACTIVE IO L]

Standard icons |

— Selected commandz

&dd

Remove

i

Cancel

Fig. 136 Multifunction icon — Configuring commands

A large number of project-specific functions can be implemented using the

multifunctional icon, e.g. enabling/disabling of entire components, switching of

cameras, moving cameras to predefined positions, etc.
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Basically, every IVM APl command can be assigned to the multifunctional icon.
The external alarms must be created in IVM Config before they can be assigned to

the icons on the plan.

The commands are configured in IVM Config, and are then assigned in the icon
configuration under the "External commands" tab.

In the input mode of the IVM Client, the menu is opened using the right mouse
button. The command is executed by clicking on the selected menu sub-item.

T
M#-TESTChannel=0-"C#
EAMERA_1-VES [ MONIT
KAMERA_1~vM-5_11~
PIZCSIST~Channel=0-"

Fig. 137 All commands

By double-clicking the icon, all commands associated with it are executed.

mie

15.4.4 New plan referral

Plan propetties
(=1 Mew input icon

— Mew contackfalarm
% Mew mulkifunction icon

=

E Stare plan
X Delete plan

Fig. 138 New plan referral

You can use this function to set a new layer icon on the plan. This layer icon can
be used to branch to another plan in operating mode.

Referral qualities #

Toolip text [max. 50 characters]:

IEIpen a ztation Plan

Plan to oper;

Plan_3 L]
[V Show with lcon |Layer.icn |_| %

ok | Cancel

Fig. 139 Referral qualities

The layer icon is visualized as a sensitive area or as an icon.
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1]

Up to 20 layer icons can be set on a plan.

15.4.5 Store plan

15.4.6 Delete plan

Plan properties

(=1 Mew input icon

— Mew contactalarm
% Mew multifunckion icon
% Mew plan referral

X Delete plan !

Fig. 140 Store plan

Use this command to save the current plan with all objects.

136

Plan properties

(=1 Mew input icon

— Mew contactalarm
% Mew multifunckion icon
% Mew plan referral

E Store plan
¥ EETEN

Fig. 141 Delete plan

Use this command to delete the current plan.
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Plan configuration

Plan properties

Select the menu sequence System configuration > Plan configuration >

New plan.

Right-click on the plan.

Select Plan properties from the context menu.

Select the Assighment tab.

M et I

Group

Group 2

RS

SISTORE_Cx
SISTORE_Sx
TELEMAT
10 Server

ok

Cancel

Fig. 142 Plan properties - Assignment

5.

6.

Select the device or group to which you want to assign the plan:

— General group (select by double-clicking on the grey bar above the column

headers, e.g. Group 1, Group 2, etc.).

— Assignment to a group (select by double-clicking the desired column

header box (e.g. Group 1 or Group 2).

— Assignment to a device (select by double-clicking on a device in the group,

e.g. VKS).
Click OK.

137

Siemens Building Technologies
Fire Safety & Security Products

03.2009



Configuration of the Software Monitor

16 Configuration of the Software Monitor

A software monitor is a component that is used to play digital live images on a VGA
monitor.

1. Select Software monitors in the System configuration menu.
2 The following dialog box opens:

£1/1¥M Config: Edit types x|

Select an tem to edit ar chck "Mew..." to create a new one

MHew...

Edit...

[elete..

Cloze |

Fig. 143 Software Monitors

2. Click New to add a new entry or Edit if you want to edit an existing entry.
2 The following dialog box opens:

|
Hame: Ii'-.-"M-S_EIE
Comment:

D atabazeD: |5

OF. | Cancel

3. Enter the name of the software monitor, a comment and the database ID.
Click OK.
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Scheduler

With the scheduler function it is possible to execute specific commands at specific
times. The scheduler events can be configured from the operator terminals

according to the following criteria:
® at certain times (date/time)

® on certain days of the week

® on certain days of the month

The events may be carried out only once or recurrently at specific times/dates. The
number of events is limited by the type of command. Basically, the number of
commands configured per minute should not exceed 20.

The timer control commands are saved in the SQL or Access database.

17.1 Configuring scheduler entries

1. Select Scheduler in the System configuration menu.

2 The following dialog box opens:

S scheduler -10| x|

J_| Close | Entry | Filter Reset Filker |
| Comment | Type | E wecution | Enabledl

Search:

1 I ]

Fig. 144 Scheduler

2. Select New in the Entry menu

= This opens the window in which single execution or serial execution, the
command, the date, the time and specific functions of the scheduler can be

configured.
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Type

— Single execution

% Single execution

Generate scheduler entries

" Serial execution

Execute on  [23 03 2007 =] I
at fiach R |ETRd
March 2007 |
v Delete 3 Su Mo Tu We Th Fr 5a
1 2 3
— Settings 4 5 B 7 8 9 10
v Achvate exe 12 13 14 15 16 17
18 19 20 A1 22 23 244
Comment 25 26 27 28 29 30
— Comrmand hzt—
| Comment
Add
[Telete
Save Reset settings Cloze

Fig. 145 Single execution Scheduler

If single execution is selected, the command will be executed only once. If the
command is to be executed recurrently on specific days, the "Serial execution"
option must be selected. The box "Activate execution" must be checked as
otherwise the command will not be executed. The function "Delete after execution”
can be used to delete the entry when it has been executed.

mie

For a better clarity a comment should be assigned to each command.

140

Serial configuration permits a wide range of possible configurations, for instance:

e Daily

® Weekly
e Monthly
® Yearly

® User defined
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Daily: With this command, an action can be performed daily at a certain time.

— Seriez pattern
f* Daily

= wieekly
" Maonthly

= Yearly

" Uszer defined -"1"-t| 0o:00 :I

Fig. 146 Daily

Weekly: With this command, an action can be performed on a certain day of the
week.

— Sernes pattern

= Daily

[T Sunday [~ Monday [T Tuesday [T wednesday
[T Thursday [~ Friday [T Saturday

i~ User defined -"-“-tl 0000 :I

Fig. 147 Weekly

Monthly: With this command, an action can be performed on a certain day of the
month.

— Sernes pattern

" Daily
™ weekly Execute on I 1; Day af the manth

= User defined -ﬁ-tl 0000 :I

Fig. 148 Monthly

Invalid entries, e.g. 31 February, are not executed by the IVM server and are not automatically deleted
either. The IVM server does not check the validity of a command!
The system administrator is responsible for the avoidance of such commands.

mie

Yearly: With this command, an action can be performed on a certain day of the
year.

— Serniesz pattern
" Daily

" weekly Execute on I 1 ; Dvay of January j

i~ Manthly

™ User defined -'*'-':I 0000 :I

Fig. 149 Yearly
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User defined: It is possible to generate a specific command. If wildcards "*" are
set instead of values, the command will be executed repeatedly. For example, if no
value is set for the day of the week, the IVM server will execute this command on
each day of the week. The fewer wildcards used, the more specific is the command
execution.

— Seriez pattert
= Daily

 wieskly Weekday  Day Manth “r'ear Hour  Minute

j I Ix -Ix

®

" Manthly I : j I .

= Yearly

Fig. 150 User defined

It also applies here that invalid entries will not be executed by the IVM server. In general, no wildcards
should be used. The system administrator is responsible that meaningful commands are generated.

mie

Click Add. When the time criteria have been configured, the command must be
selected from a list. The command type can be set for simpler selection.

Available commands x|

— Select command

Command type I.-’-\-.II comrards jJ

Connect group

Cq Connect sequence td bemt | Co

EAMEFR_1™E] et alarm status | 200
Viden Input 1 [i Start user program 200

Send uzer message

E sternal command hal
4| | 3

Apply Cloze

Fig. 151 Scheduler commands
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18 SIMATRIX integration

The SIMATRIX device family incorporates various system sizes of analog video
matrix switchers. These are controlled by IVM in terms of the system design
concept.

The SIMATRIX is connected to the IVM server via a COM port.

SIMATRI X SIMATRIX SIMATRI %
—— A o—
: N T
O ="
COnZ
Bu=z IO 2 Bus D1

R5dah
,

WM SERVER M SERVER

mie

Fig. 152 SIMATRIX —IVM server connection options

The IVM server can only be connected to the SIMATRIX on COM2.

18.1 Adding and configuring SIMATRIX

Prerequisite:

The video matrix (SIMATRIX) needs to be configured in the database with the
COM port of the computer.

Cameras and monitors can be connected directly to a SIMATRIX or they can be
cascaded with other components.

SIMATRIX SIMATREX
= -
[]:I—
SIMATRIX
[
[]:I—
] L] =
VM SERVER

Fig. 153 Example for the cascading of video matrix switchers
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1. Start IVM Config.

2. Click the icon Add new component.
= The following dialog box opens:

x
Hardware |
M arne: Attention: When designing a SISTORE
component, the componentz name haz
Comment: to be the name of the SISTORE-PC's
nebwork-name. Absolutely required for
later netwark, access.
Baze component; —‘lk
10 Server i
IP MPEG-4 Camera
OTH Mebwork,
WES
SISTORE
SISTORE Cx
SISTORE 5X 1.
TELEMAT
TELSCAN WEB |
Cancel ¢ Back | [Ent » Einizh
Fig. 154 Add a new component
3. Select VKS in the list box Base component.
£ Add a new Component [SIMATRIX] |
Hardware | Grnupsl Communication I Inputsl Dutputsl On Screen Dizplay [EISD]I
M arne: ||
Comment:
Baze component; WK j
[nputz Outputs
| 16 E | 4 E
ash
variable Speed
Detect zsignal lozs
Cancel ¢ Back MHest > Finizh
Fig. 155 Hardware — Video matrix
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4. Make the following settings in the dialog box:

Name Enter the name of the video matrix in this field.
Comment The addition of a comment is optional.
Base components Select VKS.
Inputs Select the number of inputs.
Qutputs Select the number of outputs.
OsD The device supports OSD text overlay.
See Section 6.1.5: On-screen display (OSD).
Variable speed The device supports variable-speed camera control

Assign the video matrix to a group
1. Selectthe Groups tab.

t—‘; Add a new Component [SIMATRIX] il
Hardware I Communication I Inputsl I:Iutputsl On Screen Display (050 I
Availlable groups: Selected groups:
Group_2 Group
-3
<..
Cancel < Back Hest > Finizh

Fig. 156 Groups

2. Assign the component to the selected Group using the arrow button or by
double clicking on the group.
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Set type of protocol and port
1. Selectthe Communication tab.

£ add a new Component [SIMATRIX] |

Hardwarel Groups  Communication | Inputsl Dutputsl On Screen Display [EISD]I

Type of Protocol

Part: [coM1 | Edi.. |

Bus-D: L

Cancel < Back MHewt > Finizh

Fig. 157 Communication

2. Select the Type of Protocol: RS232, RS485 or TCP/IP.
3. Select the appropriate Port.

Part; |I:I:IM1 ﬂ Edit...

M ew port....
CO2

4. Select New port... if you wish to create a new port.
5. To edit a port, click on Edit.... See Section 7.1: Configuring ports.
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2 The following dialog box opens:

;‘T I¥M Config: Edit port properties x|
Idertification | Data format: ] Baudrate ] Flow cantrol
— Drata bits—— — Stop bitz — Parity
g = none

" Shbits 1 stop bit F odd

= B bits | i

7 bitz f+ 2 stop bits _—

' Bhits i~ zpace

0K Cancel

Fig. 158 Edit port properties — Flow control

The standard settings for the port are 8 data bits, 2 stop bits, even parity,
19200 baud with software flow control.

Enter the Bus ID.
Select the Flow control tab.

& IVM Config: Edit port properties

| dentification [ ata farmat B audrate Flow control

Fondzoff
[ CTS flow control aneee

[ Hond=off flow contral bo bransmit

RATS control
f« tun ATS OFF [ =ond=off flow contral ta receve
" tun ATS OM OTA conkal

f+ tun DTR OFF
" RTS flows control

" tun DTR OM

0k, Cancel

Fig. 159 Port properties - Flow control

8. Unmark the checkboxes Xon/Xoff flow control to transmit and Xon/Xoff
flow control to receive.

Configure inputs and outputs
1. Selectthe Inputs tab.
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£5add a new Component [SIMATRIX] a x|

Hardware I Groups I Communication  Inputs | Dutputsl On Screen Dizgplay [050] I

1D Mame Comment [ Type BT~
Input #1 16|CAMERA_1 K500 |- »
Input #2 17 CAMERA_2 K500 |- »
Input #3 18 CAMERA_3 K500 |- »
Input #4 19 CAMERA_4 K500 |- »
Input #5 20 CAMERA_S K500 |- »
Input #6 21 CAMERA_G K500 |- »
Input #7 22 CAMERA_7 K500 |- »
Input #8 23 CAMERA_8 K500 |- »
Input #9 24 CAMERA_9 K500 |- E
Input #10 2% CAMERA_10 K500 |- ¥
Input #11 26 CAMERA_11 K500 |- ¥
Input #12 None =] k-
i =l
Cancel ¢ Back MHewt > Finizh

Fig. 160 Inputs

2. Make the following settings in the dialog box:

ID

Assigned by the system.

Name

Enter the name of the video matrix in this field. During configuration
attention should be paid to a uniform naming scheme, since this
contributes to clear organization of the system.

Comment

The addition of a comment is optional.

Type

Select the type:

Connection

Split Camera

Any connections to outputs and other devices can also be entered
here.

Select the type Connection.
= In the dialog which opens you can select a device and an output.

i Connection to outputs on the same device is not
possible!

PTZ control

Tick the checkbox if the camera features PTZ control.

3. Select the Outputs tab.
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;f Add a new Component [SIMATRIX]

Hardware I [Eroups I Communication I Inputz  Outputs | On Screen Dizplay [0507] I

SIMATRIX integration

=1

D | Mame [ Comment | Type Extra text I Value Ii
Output #1 5 MONITOR_ MONITOR ~
Output #2 6 MONITOR_ MONITOR ~
Output #3 § MONITOR_ MONITOR ~|
Output #4 8 MONITOR_ IHI]HITI]H -

Cancel

¢ Back Hest >

Finizh

Fig. 161 Outputs

4.  Make the following settings in the dialog box:

ID

Assigned by the system.

Name

Enter the name of the output in this field. During configuration attention should
be paid to a uniform naming scheme, since this contributes to clear organization

of the system.

Comment

The addition of a comment is optional.

Type

Select the type:

Connection
MONITOR
OYERLAY
YCR
YIDEOSERYE

Any connections to outputs and other devices can also be entered here.

Select the type Connection.

= In the dialog which opens you can select a device and an output.

o
l Connection to outputs on the same device is not possible!
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150

5.

Icon Select an icon for the output.
Standard
"Busy" 1. Click the button.
icon = The following dialog box opens:
"Record" E
"Fail" icon Ledaktiv.ico fon.ICO |‘|EE Mon102.ico
i C";'ﬁ”“ Ledéktivalam ico 10 | Mon10ICO |1ﬂ Mon102Lico
Q Ledinaktiv.ico ‘1[“1 |Mon1 0ico |1|13 |Mon1 D3ico
LIVE.IED “lﬂﬂ Mo 00 icn |‘||13 Mon103l ico
4?}} L_Speakerico ‘1['1 ton101.ico |1|]"| ton104.ico
h)
@L_Speakeﬂ.icn ‘1['1 Fon107]ico |1|]"| b on104]ico
Kl ] 2
11,9 I Cancel |
2. Select the desired icon.
Click Apply.

= Your settings are saved.

For more information, see Section 6: Configuring components.
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18.2 Configuration of SIMATRIX using VM_WINS8

The program VM_WIN8.exe which can be found in the Tools group in Setup is
used for SIMATRIX configuration.

Two configuration files ivm_nt.DAT and IVM_without_camera_text.DAT
(D:\Cevis\Simatrix\) are available, which can be adjusted according to the system
configuration. Use of COM2 on the SIMATRIX is the default setting. Proceed as
follows:

1. Start the program VM_WIN8.exe

2 The following dialog box opens:

¥Yideo matrix parameterization and diagnostics system

e TSR = =

Save Load RESES Printer Setup Code Options Help

m
=
=

L

Basic parameters

@ Programming the keyboards

SIMATRIX camera remate contral unit (SO

E Yideo switching modes
'E on-screen display

L Camera texts
{3 Automstic picture cycle

® System real-time clock and 05D clocks

. Basic alarm parameters

i Alarm awitching modes

l" Alarm reset mode and stack alarm mode

m Remote control and message receive

@ Prirting of parameter lists

Wideo matrix interfaces

E:\Programs\vmwin 84ALARMZ.DAT *** OFFLINE !

Fig. 162 Video matrix

-

2. Click the Load icon | Load
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2 The following dialog box opens:

Lok ir; I |3 Simatrix

Sl 7| x|

~| = & ok E-

ALARMI,DAT
ALARMI_1.DAT
ALARMI_6.DAT
alarml _n.dat
ALARMZ DAT
ALARMZ 1.DAT

Kl

ALARMZ_6.DAT
alarm2_n.dat
ALARM . DAT
ALARMZ_1.DAT
ALARMZ_6.DAT

alarm3_n.dat

ALART
ALART
ALART
alarrne
ALART
ALART

File name: ||

Filez of type: IParametrier-Datenfiles

[” Open as read-only

=~

Cancel

2+
Open I
__ Cercel |

Fig. 163 Open config file

3. Select IVM_NT.DAT.

= The program will be loaded.

It is especially important that all of the SIMATRIX ports used by the IVM are set to operate without
message repetition and that the port configuration, including the RS485 Bus ID corresponds to the
IVM configuration. These settings can be edited in VM_WIN8.exe on the “Protocol” tab.

. ﬁ Wideo matrix interfaces . o
4. Click Video matrix interfaces.

Siemens Building Technologies
Fire Safety & Security Products

03.2009



SIMATRIX integration

2 The following dialog box opens:

Ports of video matrix x|

Meszages / terminals | Controlling COM 1..4' Telmat Siztare/LMS I Lamp tableaus : I

Meszage from senal pork:

Sernial printer on:

[T COM2 [ COM3 [T COM 4 i* Mo printer
Meszages for alarm picture storaqge are sent by: " COM2 " COM3
) COM 2 * COM 3 " COM 4 = COM4

[ COM2<->MODEM

COM 2: Mo repetition of status messages [ Mo HAK/ACK )

COM 3:Bepetition of status messages after ap 2700msz. [ NAKSACK |

COM 4:Repetition of status mezzages after ap.2700ms. [ HAK/ACK ]

Ho terminal connected to COM2

Mo terminal connected to COM3

Mo terminal connected to COM4

Lb| [eb] Leb]] [eb]leb/lob]

X Eam::ell ? Help

Fig. 164 Ports
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5. Select the Controlling COML1...4 tab.

Ports of video matrix

Meszages / keyboard:  Controlling COM 1.4 | Telemat/Siztore-M T AL S I Lamp tableaus : I

COM 1 [keyboards] 1200 < 2400 < 4800 (" 9600
COM2: 1200 ¢ 2400 ¢ 4800 ¢ 9600 @ 19K2
« 8E2 ( 8BN1 ¢ 8E1 ¢ 7.E.

COM3: ¢ 1200 ¢ 2400 ¢ 4800 < 9600 & 19K 2
& 8E: ¢ 8NM1 T BE1 ¢ FEA1
COM 4 : 1200 ( 2400 " 4800 ¢ 9600 (+ 19K 2
&+ 8E2  8MN1 ¢ 8E1 ¢ 7E1

E Mo sub-station control via com?.
Local control via port: v COM2 |v COM3 |/ COM 4
Sub-stationz are controlled via:
= COM2 * COM3 = COM 4

X

wr 0K | x[:ancell ? Help

Fig. 165 Controlling COML1..4

6. Clickon J to set the Address of the bus ID.

The address corresponds with the Bus ID of the COM2 port in RS485 mode

(see Fig. 157).

mie

On SIMATRIX 164 and 648 a signal loss is detected only if a sequence has been activated for one of
the outputs; on SIMATRIX SYS signal loss is detected automatically.
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19 SISTORE CX/AX/MX integration

This chapter describes the integration of SISTORE AX/MX/CX into IVM. The
components of the SISTORE xX series are digital video recorders which can be
controlled via IVM.

The description below refers to the current product versions:

SISTORE MX 2.70
SISTORE AX 3.5
SISTORE CX 3.6

SISTORE is integrated into IVM as a component. SISTORE and the IVM server
communicate over the Winsocket TCP/IP interface. Using the IVM Client the
SISTORE video sequences can be played and recording started and stopped.

] In the case of combined systems (IVM, SISTORE) make sure that the same user name and the same

l password are used for all systems. Otherwise communication problems may result.

i Switching several cameras with one event, it is proposed to assign only one SISTORE SX rule to each
camera.

19.1 Modes of operation

There are two possible ways of integrating SISTORE device:

® Integration of SISTORE behind a video matrix (not applicable to SISTORE
AX/MX)

® Integration of SISTORE before a video matrix

The possible ways of integration are shown in the following diagrams.

155

Siemens Building Technologies
Fire Safety & Security Products 03.2009



SISTORE CX/AX/MX integration

[T - smaTRIX

SISTORE n

R 5455

—= -

ra I

1
— | 0=

VM SE RVE R

WM CLIENT

@ Ethernet-LAR | j

Fig. 166 Block diagram of IVM with SISTORE (behind the video matrix)

o
l The operating mode "Behind the video matrix" is not supported for SISTORE AX and SISTORE MX!
] 1 _ S MATRIY
| Digtribution am plifier
- =
SISTOREN
Pkas
Fzaz
| Distribution amplifier
-— — |9=| I''M SERWER

== |—
|
SIETOREN

E (==1" |"m CLIENT
|D Ethe nietLAN )

Fig. 167 Block diagram of IVM with SISTORE (before the video matrix)
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19.2 Adding and configuring a SISTORE CX

There are two possible ways to add a SISTORE CX:

® Adding a SISTORE CX automatically. See Section 19.2.1: Adding a SISTORE
CX automatically .

—0OR -
® Adding a SISTORE CX manually. See Section 19.2.2: Adding a SISTORE CX
manually.

19.2.1 Adding a SISTORE CX automatically

1. Start IVM Config. See Section 4.11: Starting IVM Config.

2. Click the icon Add new component.
2 The following dialog box opens:

t‘? Add a new Component x|

Hardware I

M ame: Attention: Ywhen designing a SISTORE
compaonent, the components name has

Comment: to be the name of the SISTORE-PC'z

network-name. Abzolutely required for
later network, access.

Baze component; _.r%
{

10 Server (=
IP MPEG-4 Camera

OTH Metwork,

WES

SISTORE

SISTORE CX

SISTORE 5X | |
TELEMAT

TELSCAM WEEB -

Cancel < Back et = Eirizh

Fig. 168 Add a new component

3. Select SISTORE CX in the Base component list box.
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2 You can now make further settings for the selected device:

;‘7‘- Add a new Component [SISTORE_CX]

Hardware | Grnupsl Camrmunication I Ehannelsl

M arne:

Comment;

Baze component;

| Attention: When designing a SISTORE
component, the componentz name haz

to be the name of the SISTORE-PC's
nebwork-name. Absolutely required for
later netwark accessz.

zearch device

|s1STORE £ =]

Cxd = Enhanced-Performace Encoder [2/0)

Detect signal losz

Cancel

< Back

Hewt >

Finizh

4.

Fig. 169 SISTORE CX — Hardware

checkbox Detect signal loss.

If signal loss is not to be reported for this SISTORE device, unmark the

5. If you wish to perform a ping check before the connection is set up, mark the

checkbox Check with ICMP echo request before connecting.
6. Click on search device.
2 The following dialog box opens:

I¥™ Config: SISTORE Selection wizard

—5Select SISTORE devices

Avaiable devices:

Select the name of one ar more SISTORE Devices in the "avaiable devices box' ar type in the [P-address.

Added devices:

C+4-00R0
C1-EDS

| CH8-5C51RalD2

C#8-Encaderl

C#8-Decoder?
C#8-Decoderd
C#4-EDS
C#8-Decoderl
C1-RECS
Cx4-RalD4
Cx4-0DR2
Cxd-Decoderd
C#B-Encoder?
Cxd-Ralbi
C#B-5T-02
C#1-REC4

add

< Remove

i

Cancel

¢ Back

Mewt >

Eirizh

Fig. 170 SISTORE CX — Selection wizard
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7. Select the SISTORE devices you wish to add from the list box.
—0OR -
Enter the IP address of a SISTORE device in the text field.
8. Click Add.
2 The SISTORE devices are now selected.
9. Click Next >.
2 The data of the selected CX devices will be retrieved:

I¥™ Config: SISTORE Selection wizard k|

— Connection options

I1ze thiz form to get the adminiztrator pazsword far the SISTORE devices wou are registening.

Device: Cx1-EDS

please wait ... 67%

< Back et = Eirizh

Fig. 171 SISTORE CX — Selection wizard - Connection options

10. Wait until the system has retrieved all information (100 %).
11. Click Apply.
2 The SISTORE device has been added automatically.
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19.2.2 Adding a SISTORE CX manually

1. Start IVM Config. See Section 4.11: Starting IVM Config.

2. Click the icon Add new component.
= The following dialog box opens:

ﬂ
Hardware |
M ame: Aftention: *when dezigning a SISTORE
compaonent, the companents name has
Comment: to be the name of the SISTORE-PC's
network-name. Abzolutely required for
later network, access.
Baze component; —‘lk
10 Server i
IP MPEG-4 Camera
OTH Metwork,
WkS
SISTORE
SISTORE G
SISTORE 5¥ =
TELEMAT
TELSCAM WEB -
Cancel < Back et > Eiriizh
Fig. 172 Hardware
3. Select SISTORE CX in the Base component list box.
160
Siemens Building Technologies
Fire Safety & Security Products 03.2009



SISTORE CX/AX/MX integration

2 You can now make further settings for the selected device:
t‘_}; Add a new Component [SISTORE_CX] il

Hardware I Groups I Comrnunication I Chanrels I

M ame: | Attention: *When designing a SISTORE
compaonent, the components name has
Comment: to be the name of the SISTORE-PC's

netwark-name. Abaalutely required far
later network, access.

Baze component: ISISTDHE [ j zearch device

Cx4 w

Enhanced-Performace Encoder [2/0]

Detect zignal loss

Cancel ¢ Back Hest > Finizh

Fig. 173 SISTORE CX — Hardware

Malfunctioning in case of incorrect naming
If the devices are named differently malfunctioning will result.

IMPORTANT . . ) ) . .
® Always assign the device name you have defined in the network settings in

SISTORE Config.

4.  Enter the name of the device in the Name field.
5. If you wish to add further information (e.g. the site where the device is in
operation), you can enter a comment in the Comment field.

It is important that the SISTORE CX hardware configuration is made correctly since standard rules are
automatically generated in the SISTORE CX depending on the hardware configuration, and these
rules are accessed for standard applications via the IVM system.

mie

6. Select the type of component from the list.

-

7. Select the operating mode of the SISTORE device to be integrated from the
drop-down list:

CX1 CX4 CX8

| Enhanced-Performace Encoder [1/0) j | Standard-Performace Encader (440) j | Standard-Performace Encoder [3/0) ﬂ
n = Er i = = T e e e
Standard-Performace Decoder (041) Enhanced-Performace Encoder [2/0]

ED'S Enhanced-Performace Tracking and Encoder [1/0) Standard-Performace Decoder (042) Standard-Performace En/Decoder [B/1)
ED'S Standard-Performace Tracking and Encoder [1/0] Enhanced-Performace En/Decoder [1/1] Enhanced-Perfarmace En/Decoder [(341)
Standard-Performace En/Decoder [2/1) Standard-Performace En/Decoder [4/2)
EDS Enhanced-Performace Tracking and Encoder [2/0) Enhanced-Ferformace En/Decoder [2/2)
EDS Standard-Performace Tracking and Encoder [2/0) Standard-Performace Decoder [0/4)
EDS Standard-Performace Tracking and Encoder [4/0] EDS Enhanced-Performace Tracking and Encoder [4/0] ﬂ

The number of inputs and outputs is defined once with the configuration of the SISTORE. Once you
have clicked "Finish", it is not possible to change the hardware configuration. The Account data cannot
be changed either.

mie
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CX1
Operating mode Video Video 1P ACIF 2CIF CIF QCIF
input output cameras
Enhanced-performance encoder 1 0 - max. 25 ips max. 25 ips max. 25 ips max. 25 ips
Standard-performance decoder 0 1 - max. 25 ips max. 25 ips max. 25 ips max. 25 ips
EDS enhanced-performance tracking and |1 0 - max. 3.12 ips | max. 6.25 ips | max. 12.5 ips | max. 25 ips
encoder
EDS standard-performance tracking and 1 0 - max. 6.25 ips [ max. 12.5 ips | max. 25 ips max. 25 ips
encoder
ODR and standard-performance encoder |1 0 - max. 6.25 ips | max. 12.5 ips | max. 25 ips max. 25 ips
CX4
Operating mode Video Video IP 4CIF 2CIF CIF QCIF
input output cameras
Standard-performance encoder 4 0 1 max. 12.5 ips | max. 25 ips max. 25 ips max. 25 ips
Enhanced-performance encoder 2 0 1 max. 25 ips max. 25 ips max. 25 ips max. 25 ips
Enhanced-performance encoder/decoder |1 1 2 max. 25 ips max. 25 ips max. 25 ips max. 25 ips
Standard-performance encoder/decoder 2 1 2 max. 12.5 ips | max. 25 ips max. 25 ips max. 25 ips
(output also
max.
25 ips)
Standard-performance decoder 0 2 - max. 25 ips max. 25 ips max. 25 ips max. 25 ips
EDS enhanced-performance tracking and |2 0 2 max. 3.12 ips | max. 6.25 ips | max. 12.5 ips | max. 25 ips
encoder
EDS standard-performance tracking and 2 0 2 max. 6.25 ips | max. 12.5 ips | max. 25 ips max. 25 ips
encoder
EDS standard-performance tracking and 4 0 2 max. 1 ips max. 3.12 ips | max. 6.25 ips | max. 25 ips
encoder
ODR and standard-performance encoder |4 0 2 max. 1 ips max. 3.12 ips | max. 6.25 ips | max. 25 ips
CX8
Operating mode Video Video 1P ACIF 2CIF CIF QCIF
input output cameras
Enhanced-performance encoder 4 0 2 max. 25 ips max. 25 ips max. 25 ips max. 25 ips
Enhanced-performance encoder/decoder |2 2 4 max. 25 ips max. 25 ips max. 25 ips max. 25 ips
Enhanced-performance encoder/decoder |3 1 3 max. 25 ips max. 25 ips max. 25 ips max. 25 ips
Standard-performance encoder 8 0 2 max. 12.5 ips | max. 25 ips max. 25 ips max. 25 ips
Standard-performance encoder/decoder 6 1 3 max. 12.5 ips | max. 25 ips max. 25 ips max. 25 ips
(output also
max. 25 ips)
Standard-performance encoder/decoder 4 2 4 max. 12.5 ips | max. 25 ips max. 25 ips max. 25 ips
(output also
max. 25 ips)
Standard-performance decoder 0 4 - max. 25 ips max. 25 ips max. 25 ips max. 25 ips
EDS enhanced-performance tracking and |4 0 4 max. 3.12 ips [ max. 6.25 ips [ max. 12.5ips | max. 25 ips
encoder
EDS standard-performance tracking and 4 0 4 max. 6.25 ips [ max. 12.5 ips [ max. 25 ips max. 25 ips
encoder
EDS standard-performance tracking and 8 0 4 max. 1 ips max. 3.12 ips | max. 6.25 ips | max. 25 ips
encoder
ODR and standard-performance encoder |8 0 4 max. 1 ips max. 3.12 ips | max. 6.25 ips | max. 25 ips
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8. If signal loss is not to be reported for this SISTORE device, unmark the
checkbox Detect signal loss.

9. If you wish to perform a ping check before the connection is set up, mark the
checkbox Check with ICMP echo request before connecting.

19.2.3 SISTORE CX configuration

Prerequisite:

A SISTORE device has been added. See Section 19.2.1: Adding a SISTORE CX
automatically or Section 19.2.2: Adding a SISTORE CX manually.

Assign a SISTORE device to a group
1. Now select the Groups tab.

t‘? Eine neue Komponente hinzufiigen [SISTORE_CX] il
Yerfughare Gruppen Auzgewahlte Gruppen
Group_2 Groupl
-3
<..
Abbrechen < Zurlick Weiter > Ubermehmen

Fig. 174 SISTORE CX — Groups

2. Select the group which the SISTORE MX device is to be assigned to in the
Available groups list.

3. Click the arrow button
2 The group will be displayed in the Selected groups field.
2 The SISTORE device is now assigned to the selected group.
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Set IP address
1. Selectthe Communication tab.

x
Hardwarel Groups  Communication | Ehannelsl
Tope ofPrtocol :
IP address: ID 0.0.0
Telemetre Server I 39479
Pt
Cancel < Back MHewt > Finizh
Fig. 175 SISTORE CX — Communication
°
l The IP port and the Telemetry Server Port are entered automatically.
2.  Enter the address of the SISTORE device in the IP address text field.
= The IP address has been set.
Assign inputs
1. Selectthe Inputs tab.
t‘_}; Add a new Component [SISTORE_CX] il
Hardware I Groups I Communication  Channel: I I:Iutputsl
1D Name | Comment | Tyvpe Signi * |
| Channel #1 26|CAMERA 1 CCBx |-
Channel #2 Mone -
| | d|
Cancel | < Back Mewxt > Einizh
Fig. 176 SISTORE CX — Inputs
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2. Select the Type of the connection.
The following connection types are available:

None Select "None" if this input is not to be used to establish a connection.
Connection Select "Connection" if the component is to be connected behind the video
matrix.

Choose an output of a componenk
Comporerts [ RRRRRRRRRRRRRN - |
Clutput I 1 = I

ak. | Cancel |

Split Camera | Select "Split Camera" if the component is to be connected before the video
matrix. The camera is connected to SIMATRIX and to SISTORE CX.

£5/I¥M Config: Seleck ] [w[

— Select camera of desired component

Components IUKS j

Cameras FEAMEES T D
EAMERS 2
FAMERS 3
kAMERS 4
EAMERA 5
kAMERS_B
FAMERS 7
FAMERA 8
KAMERA_S |

k. Cancel

CCBx For cameras that are directly connected to SISTORE.
K500
K505

= A standard name will be entered automatically.

3. If you want to change a standard name, you can overwrite it in the Name
column.

4. Other information can be added in the Comment text box.
This information is also evaluated in the SISTORE CX archive.

The ID, the Signal ID and the Rule ID are assigned automatically by the system .

mie

5. Select the appropriate entries from the Management list box.
You can choose between the following:

— Automatic
The inputs are assigned automatically by IVM as part of the alarm
management, i.e. any available inputs are used for alarm recording.

For the inputs to be controlled manually, the checkbox "Use manual SISTORE channels on alarm” in
the "General settings" dialog must be ticked. See Section 4.13.3: Set operating mode.

mie
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— Manual

The user assigns the inputs manually, i.e. the inputs are used by the server
only on demand and can also be used by the IVM Client.

6. If a current recording is not to be interrupted by a higher priority request,
select No in the Interruptible list box.

7. If the camera is not a PTZ camera, untick the checkbox in the PTZ list box.

Selecting remote inputs (IP cameras)

When the operation mode Standard Performance Decoder is selected, the Remote input tab will
not appear. See Section 19.2.2;: Adding a SISTORE CX manually.

mie

1. Selectthe Remote input tab.

= Depending on the mode of operation and the SISTORE device, 1 to 4 inputs
will be displayed. See Section 19.2.2: Adding a SISTORE CX manually.

r_,j Edit component properties [SISTORE_CX] El

Hardwarel Grl:uupsl I:Dmmunicatil:nnl Channels  Remote inputl

ID | Name | Comment | Type | URL | Rule-1D -
Channel #1 DNE
Channel #2

\

CCIC134

Cancel < Back Hest = Finizh

Fig. 177 SISTORE CX — Remote input

Select the type of IP camera in the Type column.
The ID, the name and the database are entered automatically.

In the URL column, enter the host name or the IP address and the port in the
following manner:

rtsp://[Host name or IP address]:[Port]

Terminating configuration
1. Click Apply.
= Your settings are saved.
2 The SISTORE device has been added and configured.
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19.3.1 Adding a SISTORE AX

SISTORE CX/AX/MX integration

1]

The password 12345678 is used to access SISTORE AX from the IVM. Make sure that the password
is configured correctly for all SISTORE AX devices.

1. Start IVM Config. See Section 4.11: Starting IVM Config.

2. Click the icon Add new component.

= The following dialog box opens:

x
Hardware I
M ame: Attention: Ywhen designing a SISTORE
compaonent, the components name has
Comment: to be the name of the 5ISTORE-PC's
network-name. Abzolutely required for
later network, access.
Baze component; _.r%
10 Server £
IF MPEG-4 Camera
OTH Metwork,
WES
SISTORE
SISTORE CX
SISTORE 5 —
TELEMAT
TELSCAM WEE -
Cancel < Back et = Eirizh
Fig. 178 Hardware
3. Select SISTORE in the list box.
167
Siemens Building Technologies
Fire Safety & Security Products 03.2009



SISTORE CX/AX/MX integration

2 You can now make further settings for the selected device:

;-.‘T Add a new Component [SISTORE_ABST] il
Hardware | Grnupsl Communicatian I Ehannelsl
M arne: |
Comment:
Base component; ISISTDHE j
L~ 1> [
Detect zsignal loss
Cancel | < Back et » Einizh

Fig. 179 SISTORE AX — Hardware

Make sure that the name entered corresponds with the name of the SISTORE AX PC that is to be
integrated.

mie

4.  Enter the name of the device in the Name field.

5. If you wish to add further information (e.g. the site where the device is in
operation), you can enter a comment in the Comment field.

6. Select an AX from the list.

A =

It is important that the SISTORE AX hardware configuration is made correctly since standard
parameters are automatically generated in the SISTORE AX server.

ie

7. Select the device type from the list.

= |

Fig. 180 Drop-down list SISTORE AX Hardware configuration

The number of inputs and outputs is defined once with the configuration of the SISTORE. Once you
have clicked Finish, it is not possible to change the hardware configuration. The "Account” data
cannot be changed either.

mie

8. If signal loss is not to be reported for this SISTORE device, unmark the
checkbox Detect signal loss.
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19.3.2 SISTORE AX configuration

The following parameters have to be set:
® Network name

® |P address

® Connection video matrix/SISTORE AX

Prerequisite:

A SISTORE device has been added. See Section 19.3.1: Adding a SISTORE AX.

Assign SISTORE AX to a group
1. Selectthe Groups tab.

t‘_r; Add a new Component [SISTORE_ABST] 5[

Hardware Groups I Communication I Chatinels I IP Cameras I

Available groups: Selected groups:

Group_2
[Eroup

Cancel ¢ Back Hest = Finizh

Fig. 181 SISTORE AX — Groups

2. Select the group which the SISTORE AX device is to be assigned to in the
Available groups list.

3. Click the arrow button L
=2 The group will be displayed in the Selected groups field.
2 The SISTORE AX device is now assigned to the selected group.
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Set IP address

1. Select the Communication tab.

t‘? Add a new Component [SISTORE_ABST] il
Hardwarel Groups  Comrmunication | Ehannelsl
Tope of Prtoca :
IP address: I
Cancel < Back Hewt > Finizh
Fig. 182 SISTORE AX — Communication
)
l IP port 17655 is set by default.
2. Enter the address of the SISTORE AX device in the IP address text field.
2 The IP address has been set.
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t‘_r; Add a new Component [SISTORE_ABST] 5[

Hardwarel Grnupsl Communication  Channels I

Assign inputs

SISTORE CX/AX/MX integration

1. Selectthe Inputs tab.

ID_| Hame | Comment | Type Manz + |
Channel #1 26 CAMERA_1 CCBx = | Auto
Channel #2 27 |CAMERA_2 CCBx = | Auto
Channel #3 Mone 7| Auto
Channel #4 Mone - | Auto
a | 3
Cancel | ¢ Back [HEwt > Finizh

Fig. 183 SISTORE AX — Inputs

2. Select the Type of the connection.

The following connection types are available:

None

Select "None" if this input is not to be used to establish a connection.

Split Camera

Select "Split Camera" if the component is to be connected before the video
matrix. The camera is connected to SIMATRIX and to SISTORE AX.

£5/ %M Config: Select ] [w[

—Select camera of desired component

Compaonents IUKS j

Cameras EEAMEE S 1 i
kAaMERA_2
kAMERA_3
kaMERA_4
KAMERA &
kAMERA_B
kaMERA_T
kAMERA_B
KAMERA_ 9 =]

k. Cancel

CCBx
K500
K505

For cameras that are directly connected to SISTORE.

2 A standard name will be entered automatically.
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3. If you want to change a standard name, you can overwrite it in the Name

column.
4. Other information can be added in the Comment text box.

This information is also evaluated in the SISTORE AX archive.

The ID, the Signal ID and the Rule ID are assigned automatically by the system.

1]

5. Select the appropriate entries from the Management list box.
You can choose between the following:

— Automatic
The inputs are assigned automatically by IVM as part of the alarm
management, i.e. any available inputs are used for alarm recording.

For the inputs to be controlled manually, the checkbox "Use manual SISTORE channels on alarm*
must be ticked. See Section 4.13.3: Set operating mode.

mie

- Manual
The user assigns the inputs manually, i.e. the inputs are used by the server

only on demand and can also be used by the IVM Client.

6. If a current recording is not to be interrupted by a higher priority request,
select No in the Interruptible list box.

7. Click Apply.
= Your settings are saved.
2 The SISTORE AX device has been added and configured.
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SISTORE CX/AX/MX integration

19.4.1 Configuring SISTORE MX using SISTORE MX software

1.

Open the SISTORE MX Configuration dialog.

E’,!_-q SISTORE MX Pro Configuration

SaNetwork | BAE-Mail and SMS

System

| %ﬁ-\larm connection | £l Database |

— Default zcreen zplit

¥ allow changes by user
™ Start in full screen mode

Wigm

v tudio signal
™ Extended loghook entries
[ "2 user” login

[ &hways in foreground
[~ On-screen keyboard

El Holiday= |

‘ENCameras | BN AN cameras | ghlarm inpt | 5 tlam output | Digitalinput | VDB | @Watchdog | @:Hecording

€ User management |

x|

A Information

— Recording media

O=ac
FE=1y
Wwi=aE:
21

8501 MB (1318 ME free)
96300 ME (574 ME frez]
57300 MB (452 MB free]
52352 MB (0 MB free)

—Application start/stop

[ Start with passward query
v Automatic recording on start
[ Shutdown and exit

v &uto logout

| minutels] of

ft 5 . -
anet | inactivity

— System name

—Record status display

0K

|SISTI:IHE M3 Pra

" Symbal
€ Text and symbal

— Recording

Switch camera on videa monitor eveny
Show event on video monitar at least

Switch camera group every

. | - .
D ata compression I 25 = kBframe % nomal resolution  [3524288)
¥ Enable software trigger ¥ Enciypt video files " high resolutian [704x288)
—YWarnings
[T SendEtal [T SendSMS T Alamcall
— Dizplay Mode

-
=
= 4

zecond(z]
second(z)

zecond(z]

[ Usze max. hard disk storage capacity

— Language

[BES engish

— Test options
[~ Enable alarm simulation
[ Display framerate
[~ Show mations

=
% Help Apply Cancel Ok

Fig. 184 SISTORE MX Configuration

2. Activate the check box Enable software trigger in the System tab.

3. Select the User management tab.
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34 SISTORE M¥ Pro Configuration

ShNewok | SAEMalandSMS |

5y Alarm connection

zer name | Dezcription |
€: Administrator Administrator

€ Installer Inztaller

1 Ivt_SERVER Ivt_SERVER

S_I,Jstem | ‘EHCameras | EHLAN cameras | Sf".&larm inpiLik | S Alarm output | SR Digital input | \r"EIB I @Watchdog | @Hecnrding

atabaze olidaps 3 Information
i) Datab ElH lid ﬁ User management i
MName: IIVM_SEHVEH User rights
L [ &dministration

Description: IIVM_SEHVEH Start/Stop

O Canfiguration
Bl Ixx:m:mxxxx P|a_','bal3k
P 4 Audio playback

R

confirmation: Ix“m“m“ Delete

Dizplay

¥ User can change password O User management

5 Remote access
Castee[go[}r I% A ’I Remate contral

— Paszword option:

%' Pasaword never expires

" Pasaword expires after | 90 ::ll danlz]

Epiration renewal |

r— Uszer account

x|

Lock | Wnlask | [~ Unlock automatically after 0 jl mifLte]s]
= X
Help Apply Cancel 0K

Fig. 185 User management

Set up a new user with the user name IVM_SERVER.
Make the appropriate settings is the dialog as shown in Fig. 185 above.

In SISTORE MX Pro, there are two users defined: the "Administrator* with

the password "Administrator”, and the "Installer with the password "Installer.

Information on user management can be found in the User Manual for the
Digital video recorder SISTORE MX Pro.

mie

Make sure that the same user name and the same password are used for all systems. Otherwise
communication problems may result.

mie

With the integration of SISTORE MX, only one IVM server has access to a SISTORE MX; otherwise
communication problems will occur.
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19.4.2 Adding a SISTORE MX

SISTORE CX/AX/MX integration

1]

When configuring SISTORE MX NVR types, select any SISTORE MX.
You can configure up to 16 IP cameras in the IP camera tab.

1. Start IVM Config. See Section 4.11: Starting IVM Config.

2. Click the icon Add new component.
= The following dialog box opens:

x
Hardware I
M ame: Attention: Ywhen designing a SISTORE
compaonent, the components name has
Comment: to be the name of the SISTORE-PC's
network-name. Abzolutely required for
later network, access.
Baze component; _.r%
10 Server £
IF MPEG-4 Camera
OTH Metwork,
WES
SISTORE
SISTORE CX
SISTORE 5 —
TELEMAT
TELSCAM WEE -
Cancel < Back et = Eirizh
Fig. 186 Hardware
3. Select SISTORE in the Base component list.
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2 You can now make further settings for the selected device:

t‘_r: Add a new Component [SISTORE_ABST] 5'

Hardware | Groups I Carmrnunicatiar I Channels I IP Cameras I

M arne: |
Comment:
Base component: ISISTDHE j
|-| Mx o |—{Mxa =l
Detect zignal loss
Cancel | ¢ Back Hewt > Finizh

Fig. 187 SISTORE MX — Hardware

Make sure that the name entered corresponds with the name of the SISTORE MX server PC that is to
be integrated.

mie

4. Enter the name of the device in the Name field.

5. If you wish to add further information (e.g. the site where the device is in
operation), you can enter a comment in the Comment field.

It is important that the SISTORE MX device type is selected correctly since standard parameters are
automatically generated in the SISTORE MX depending on the device type.

do

If your device is an MX24, select MX32 and configure only 24 inputs.

ie

6. Select the device type from the drop-down list.

j

Fig. 188 Selection of SISTORE MX device type

The number of inputs and outputs is defined once with the configuration of the SISTORE. Once you
have clicked Finish, it is not possible to change the hardware configuration. The "Account” data
cannot be changed either.

mie

7. If signal loss is not to be reported for this SISTORE device, unmark the
checkbox Detect signal loss.
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19.4.3 Configuring SISTORE MX

The following parameters have to be set:
® Host name
® |P address

Prerequisite:

A SISTORE device has been added. See Section 19.4.2: Adding a SISTORE MX .
1. Selectthe Groups tab.

££1add a new Component [SISTORE_ABST] =] |
Hardware I Communication I Channels I Remate inputl
Available groups: Selected groups:
1 WES
T4
o
-
<..
Cancel ¢ Back Hest > Finizh

Fig. 189 SISTORE MX — Groups

2. Select the group which the SISTORE MX device is to be assigned to in the
Available groups list.

3. Click the arrow button

= The group will be displayed in the Selected groups field.
2 The SISTORE device is now assigned to the selected group.
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Set IP address
1. Select the Communication tab.

t‘_}; Add a new Component [SISTORE_ABST] il

Hardwarel Groups  Comrmunication | Ehannelsl IP Cameras I

Type of Prtocal :
P part: I EDED_

Haosthame / |F I
addrezs:;

Cancel < Back Mewxt > Einizh

Fig. 190 SISTORE MX — Communication

IP port 8080 is set by default.

mie

2. Enter the address of the SISTORE MX device in the Host name/IP address
text field.

> The IP address has been set.

Assign inputs
1. Selectthe Inputs tab.

;‘T Add a new Component [SISTORE_ABST] il

Hardware I Communication  Channel: I IP Cameras I

D _| Name | Comment | Tvpe Managem | Interiupt PTZ  ~|
Channel #1 1 KAMERA_ 1 [VES] Split Camer = | Automa > | Yes - [
Channel #2 ZEIEAHEHA._Z K500 = | Automa r | Yes - Ll
Channel #3 Mone 7| Automa ¥ | Yes x| [
Channel #4 Mone 7| Automa ¥ | Yes x| [
Channel #5 Mone 7| Automa ¥ | Yes x| [
Channel #6 Mone 7| Automa ¥ | Yes x| [
Channel #7 Mone 7| Automa ¥ | Yes x| [
Channel #3 Mone * | Automa~ | Yes ~ [
1| | LlJ

Cancel ¢ Back MHewt > Finizh

Fig. 191 SISTORE MX — Inputs
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2. Select the Type of the connection.
The following input types are available:

None Select "None" if this input is not to be used to establish a connection.

Split Camera | Select "Split Camera" if the component is to be connected before the video
matrix. The camera is connected to SIMATRIX and to SISTORE MX.

‘E‘T I¥™ Config: Select =10] x|

— Select camera of desired component

Compaonents IUKS j

Cameras EEAMEE S 1 i
kaMERA_2
kKAMERA_3
kaMERA_4
kAMERA_B
kFAMERA_B
kAaMERA_7
kKAMERA 8
KAMERA_9 |

F. Cancel

CCBx For cameras that are directly connected to SISTORE.
K500
K505

2 A standard name will be entered automatically.
3. If you want to change a standard name, you can overwrite it in the Name
column.
4.  Other information can be added in the Comment text box.
This information is also evaluated in the SISTORE MX archive.

[ ]
l The ID is assigned automatically by the system.
5. Select the appropriate entries from the Management list box.
You can choose between the following:
— Automatic
The inputs are assigned automatically by IVM as part of the alarm
management, i.e. any available inputs are used for alarm recording.
i For the inputs to be controlled manually, the checkbox "Use manual SISTORE channels on alarm“in
the "General settings" dialog must be ticked. See Section 4.13.3: Set operating mode.

- Manual
The user assigns the inputs manually, i.e. the inputs are used by the server
only on demand and can also be used by the IVM Client.
6. If a current recording is not to be interrupted by a higher priority request,
select No in the Interruptible list box.
7. To enable PTZ control via the IVM Client, mark the checkbox in the column
PTZ.
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Select IP cameras

1. Select the IP camera tab.
E Add a new Component [SISTORE_ABST] |
Hardware I Groups I Communicatian I Chanrels 1P Cameras |
1D Mame | Comment | Tyvpe Managem | Inte
Channel #1 17|IF_CAMERA_1 camera v | Automa > | Yes
Channel #2 18 IP_CAMERA_2 camera v | Automa > | Yes
Channel #3 Mone o~ | Automa r | Yes
Channel #4 Mone o~ | Automa r | Yes
Channel #5 Mone o~ | Automa r | Yes
Channel #6 Mone ~ | Automa ¥ | Yes_
Channel #7 Mone ~ | Automa r | Yes
Channel #8 Mone ~ | Automa r | Yes
Channel #9 Mone ~ | Automa r | Yes
Channel #10 Mone ~ | Automa r | Yes
Channel #11 Mone ~ | Automa r | Yes
Channel #12 Mone ~ | Automa r | Yes
Channel #13 Mone ~ | Automa r | Yes
Channel #14 Mone | Automa T | Yes
1] | 2
Cancel < Back [ewt > Finizh
Fig. 192 SISTORE MX — IP Cameras
2. Select the input type in the Type column.
The following input types are available:
None Select "None" if this input is not to be used to establish a connection.
Camera A camera will be connected to SISTORE MX.
3. Click Apply.
= Your settings are saved.
2 The SISTORE MX device has been added and configured.
180
Siemens Building Technologies
Fire Safety & Security Products 03.2009



I/O server integration

20 1/O server integration

This chapter describes the integration of the 1/0O server into IVM.

The I/O server supports a communication interface to SIMATIC. SIMATIC S7-200
is supported as standard, and SIMATIC S7-300 can be supported as a project-
specific application.

20.1 Configuration of the I/O Server using the I/O-Server
configuration program

1. Start the I/O Server configuration program via Start -> Programs ->
Siemens Video Software Suite -> I/O Server. Further information on this
can be found in the Configuration Manual for the I/O Server.

2 The following dialog box opens:

FZ I0-Server Configuration Control __ =10} x|
10-5erver Help
e o]
5 XS SIEMENS|
( Globals | User | Interfaces | SIMATICNET | S710 | Fallback | Logic |
Input/Outpurt Filter User Filter Socket filter Address Filter
\Show all |w | |Show al || |Show all || |Show all v |
Enable 10 value and status real-time information
+ 5710 Name Inverted Socket |S7-200A..| ‘alue Hardware | Status 1 Status 2

EN0.1 4 ™| i 1 Njopen undefined |active undefined

EQO.0 1 ™| Cioh 1 1|open undefined |active undefined

EQO.0 3 ™| Cioh 1 Qjopen undefined |active undefined

Ano.o 1 ™= i 1 1|open undefined |active undefined

2. Selectthe S7 10 tab.
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The contact names of the 1/0-Server in the Name column must consist of numbers from 1 to n.

1]

More detailed information on the application, set-up and configuration of the I/O
server can be found in the 1/O Server Configuration Manual.

20.2 Adding and configuring an I/O Server

1. Start IVM Config. See Section 4.11: Starting IVM Config.

2. Click the icon Add new component.
2 The following dialog box opens:

t‘_r: Add a new Component 5'

Hardware |

M arne: Altention: When designing a SISTORE
component, the components name has

Cammett: to be the name of the SISTORE-PC's

nebwork-name. Abeolutely required for
later network, access.

Base component: —‘lk
{.

10 Server -
IP MPEG-4 Camera

OTH Mebwork,

WES

SISTORE

SISTORE C¥

SISTORE 5¥ L
TELEMAT

TELSCAM WEB -

Cancel ¢ Back [Ewt > Einizh

Fig. 193 Hardware
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3. Select I/O Server in the Base component list:

t—‘; Add a new Component [10 Server] il

Hardware I Groups I Comrnunication I

M ame: |

Comment:

Baze component;

Cancel < Back Mest » FEinizh

Fig. 194 1/O Server — Hardware

4. Enter the name of the I/O Server in the Name field.

5. If you wish to add further information (e.g. the site where the device is in
operation), you can enter a comment in the Comment field.

Assign 1/O Server to a group
1. Select the Groups tab.

;.“r Add a new Component [I0 Server] il

Hardware
Arailable groups: Selected groups:
Group_2 Groupl
-
<..
Cancel < Back Mest » FEinizh

Fig. 195 1/O Server — Groups
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2. Select a group in the Available groups list.

3. Click the arrow button L.
= The group will be displayed in the Selected groups field.
=2 The I/O Server is now assigned to the selected group.

Set IP port and IP address
1. Select the Communication tab.

f? Add a new Component [I0 Server] 5[

Hardwarel Groups  Communication |

Type of Protoco :
|F paort; I i
Hosthame A |F
addrezs: ID'D'D'D
Cancel < Back [iEwt > Finizh

Fig. 196 1/O Server — Communication

2.  Enter the socket address of the TCP/IP port in the IP port text field. Port 1234
is set by default and is therefore suggested automatically.

3. Enter the IP address or the host name of the I/O server or of the computer on
which the I/O server runs in the Hostname/IP address text field.

4. Click Apply.
2 Your settings are saved.
2 The I/O Server has been added and configured.
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20.2.1 Defining commands for 1/0O Server

I/O server integration

In the next step, the commands for the 1/O server, e.g. for opening a relay, are
defined:

1. Start IVM Config. See Section 4.11: Starting IVM Config.

2. Select Commands... in the System configuration menu.

2 The following dialog box opens:

x
1D Code | Commands arameters [ =
1 1 200 Control connect [200] ~|1M170" L |KAMERA_1°¥KS / MONITOR_1"1
2 |2 273 Record Start [273] il LI .. [«automatisch> “Channel=0""Priori
3 |3 273 Record Start [273] > |0"0" 0" 0t 0” ___|«automatisch> “Channel=0""Priori
4 |4 273 Record Start [273] > |0"0roToto” ...| «automatisch> “Channel=0""Priori
5 |5 273 Record Start [273] L .. |«automatisch> “Channel=0""Priori
6 |6 274 Record Stop [274] U .| «automatisch> Channel=0
7 |7 274 Record Stop [?74] > |"0"n" .. |«automatizch> Channel=0
g (8 0 - =
4| 3
Add Delete oK | Cancel |
Fig. 197 VM Configuration - Editing commands
3. Click Add. You can now select the relevant command in the drop-down list.
Hecord Start [273]
Move camera to position name [121 «
Open relay [224
Hecord Start [273
Record Stop [274]
Relay pulse [266]
SISTORE: Alarm trigger [262] i
Fig. 198 Command selection
The following commands are supported for the integration of the 1/O server:
Close relay (225) Command for closing a relay
Open relay (224) Command for opening a relay
Relay pulse (266) Command for a relay pulse
)
l More information on the definition of commands can be found in Section 12 Commands.
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20.2.2 Defining SIMATIC alarms

A further step is the definition of alarms that were triggered by a SIMATIC system.

mie

In this section, your attention is drawn to what is remarkable about the integration of the I/O server.
For more information on alarms please refer to Section 13: Alarms.

To do this, proceed as follows:

1. Start IVM Config. See Section 4.11: Starting IVM Config.
2. Select the menu sequence System configuration > Alarms....

2 The following dialog box opens:

££/T¥M Config: Edit types

Select an item to edit ar click "Mew.. " to create a new one

Alarrm_1
Alarm_2
Alarm_3

MHew...

Edit...

Delete...

Cloze

Fig. 199 Editing alarm types

3. Click New...
2 The following dialog box opens:

I¥™ Config: Add a new alarm

i Organization | Type I Managementl Llsersl Commands I

MName: |.-’-'-.Iarm_4

Comment;

D atabaze-I0n: |4

Last change made by uzer: |

Archiv comment I

Sahivate alamn [zave firzt]).

Ok

Cancel

|nachivate alarm [zave firstl])..

Fig. 200 Alarm types — Organization
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4. Define a name for the alarm and select the Type tab. See Section 13: Alarms.
2 The following dialog box opens:

I¥M Config: Add a new alarm |

Organization  Type | Managementl Usersl Eummandsl

— Properties of zelected alarm hipe

Internal alarm j Component I 10 Server j
Caontact/Channel Iil
1
Track, H
1]

Pricrity: 100 Iil

Froceszing: |

v “Wihite alammn to Logboaok
[+ Enabled

Activate alam [save frst]. Ok Cancel

|nachivate alarm [zave firstl]..

Fig. 201 Alarm types — Type

Now select the alarm type in the drop-down list box on the left. The alarm type
properties may change depending on the alarm type.

For the I/O server integration only the alarm type Internal alarm is supported.

Information on alarm type properties:

Component Select the desired 1/O server in this field box.
Contact/Channel The contacts defined in the I/O server are assigned in this field.
Track Not relevant to the 1/O server.

For the definitions to be made under the tabs Organization, Management, Users and Commands
proceed as described in Section 13: Alarms.
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21 IP camera integration

21.1 Adding and configuring an IP MPEG-4 camera

There are two possible ways to add an IP MPEG-4 camera:

® Adding an P MPEG-4 camera automatically. See Section 21.1.1: Adding an IP
MPEG-4 camera automatically.

—0OR -

® Adding an P MPEG-4 camera manually. See Section 21.1.2: Adding an IP
MPEG-4 camera manually.

21.1.1 Adding an IP MPEG-4 camera automatically

1. Start IVM Config. See Section 4.11. Starting IVM Config.

2. Click the icon Add new component.
= The following dialog box opens:

£11Add a new Component x|

Hardware |

M arne: Attention: When dezsigning a SISTORE
component, the componentz name haz

Comment: to be the name of the SISTORE-PC'z

nebwork-name. Absolutely required for
later netwark accessz.

Base component; —‘lk
L

10 Server -
IP MPEG-4 Camera

OTH Mebwork,

WkS

SISTORE

SISTORE C¥

SISTORE 5 (-
TELEMAT

TELSCAM WEB -

Cancel < Back [ewt » Einizh

Fig. 202 Add a new component

3. Select IP MPEG-4 Camera in the Base component drop-down list.
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2 You can now make further settings for the selected device:

;,; Add a new Component [IP_MPEG4] @l il
Hardware I [Eroups I Communication I Inputsl
M ame: ||
Cornrett:
Base component: IP MPEG-4 Camera j zearch device
M| Chieck with ICMF echo request before connecting
Cancel < Back Mest » FEinizh

Fig. 203 IP MPEG-4 Camera — Hardware

4. If you wish to perform a ping check before the connection is set up, mark the
checkbox Check with ICMP echo request before connecting.

5. Click on search device.
= The following dialog box opens:

I¥™ Config: IP camera Selection wizard E| £

—Select SISTORE devices

Select the name of one ar more SISTORE Devices in the "avaiable devices box' or type in the [P-address.

Ayvaiable devices: Added devices:

CCICT345-LP_C+04
CCI5-1345-LP-01
CCIw3245

CCICT345-LP_CX01 Add >
CCIS1245dn-]
COIC1245-LF CX03 P —

CCICT1345-LP_Cx02

Cancel < Back | Mext » Eirizh

Fig. 204 IP MPEG-4 Camera — Camera Selection Wizard
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6. Select the IP cameras you wish to add from the list box.
—0OR -
Enter the IP address of an IP camera in the text field.
7. Click Add.
2 The IP cameras are now selected.
8. Click Next >.
2 The data of the selected IP cameras will be retrieved:

I¥™ Config: IP camera Selection wizard ]

— Connection options

Query af the detail information.

please wait, ., 100%:

< Back Tent = Eirish

Fig. 205 IP MPEG-4 Camera — Camera Selection Wizard — Connection options

9.  Wait until the system has retrieved all information (100%).
10. Click Apply.
=2 The IP camera has been added automatically.
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21.1.2 Adding an IP MPEG-4 camera manually

1. Start IVM Config. See Section 4.11. Starting IVM Config.

2. Click the icon Add new component.
= The following dialog box opens:

ﬂ
Hardware I
M ame: Aftention: *when designing a SISTORE
companent, the companents name has
Comment: to be the name of the SISTORE-PC's
network-name. Abzolutely required for
later network, access.
B aze component; —‘lk
10 Server £
IP MPEG-4 Camera
OTH Metwork,
WES
SISTORE
SISTORE Cx
SISTORE 5% —
TELEMAT
TELSCAM WER -
Cancel < Back Hest = Eiriizh
Fig. 206 Add a new component
3. Select IP MPEG-4 Camera in the Base component drop-down list.
191
Siemens Building Technologies
Fire Safety & Security Products 03.2009



IP camera integration

2 You can now make further settings for the selected device:

E Add a new Component [IP_MPEG4] =]
Hardware | Groups | Communication I Inputsl
Mame: ||
Cornrment:
Base component: IP MPEG-4 Camera j zearch device
M| Check. with ICMF echo request before connecting
Cancel < Back Mewxt = FEinizh

Fig. 207 IP MPEG-4 Camera — Hardware

4. Enter the name of the camera in the Name field.

5. If you wish to add further information (e.g. the site where the device is in
operation), you can enter a comment in the Comment field.

6. If you wish to perform a ping check before the connection is set up, mark the
checkbox Check with ICMP echo request before connecting.
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21.1.3 Configuring an IP MPEG-4 camera

1. Select the Communication tab.

t‘_}; Add a new Component [IP_MPEG4] @l il
Hardware = Communication | Inputsl
Type f Prooco :
Hostharme £ 1P
addrezs: ID'U'D'D
Cancel ¢ Back Hest > Finizh

Fig. 208 IP MPEG-4 Camera — Communication

2. Enter the host name or the IP address in the Host name/IP address text
field.

3. Select the Inputs tab.

t‘_r; Add a new Component [IP_MPEG4] =]

Hardware I Cormunication  [hputs |

1D Hame | Comment | Type -
Input #1 33 camera -

Cancel ¢ Back [ [ Finizh

Fig. 209 IP MPEG-4 Camera — Inputs
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4.  Select the input type in the Type column.
The following input types are available:

None Select "None" if this input is not to be used to establish a connection.
Camera A camera is directly integrated into IVM.
5. Click Apply.

= Your settings are saved.
2 The IP camera has been added and configured.

21.2 Adding and configuring a Siemens MJPEG camera

Adding a Siemens MJPEG camera
1. Start IVM Config. See Section 4.11: Starting IVM Config.

2. Click the icon Add new component.
2 The following dialog box opens:

x
Hardware |
M ame: Aftention: *When dezsigning a SISTORE
compaonent, the components name has
Comment; to be the name of the SISTORE-PC's
nebwork-name. Absalutely required far
later network, access.
Baze component; _,r%
[0 Server i
IP MPEG-4 Camera
OTH Mebwork,
WES
SISTORE
SISTORE C¥
SISTORE 5 -
TELEMAT
TELSCAM WEB -
Cancel < Back [ewt > Einizh
Fig. 210 Add a new component
3. Select Siemens MJEPG Camera in the drop-down list.
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2 You can now make further settings for the selected device:

;.,I Add a new Component [IP_CAMERA] El
Hardware I Groups I Communication I Inputsl
Narme: [PJPG-Camera_01
Comment:
Base companent: Siemens MJPEG Camera j
M| Chieck with ICMF echo request before connecting
Cancel < Back Mest » Einizh

Fig. 211 IP camera — Hardware

4. Enter the name of the camera in the Name field.

5.  If you wish to add further information (e.g. the site where the device is in
operation), you can enter a comment in the Comment field.

6. If you wish to perform a ping check before the connection is set up, mark the
checkbox Check with ICMP echo request before connecting.
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Configuring a Siemens MJPEG camera
1. Selectthe Groups tab.

E Add a new Component [IP_CAMERA]

Hardware Groups | Enmmunicatinnl Inputsl

Ayaillable groups: Selected groups:

Group
Group_2

Cancel < Back MHewt >

Finizh

Fig. 212 IP camera — Groups

2. Select a group in the Available groups list.

3. Assign the camera to the selected group using the arrow button or by double

clicking on the group.

2 The camera has been assigned to the group and will be displayed in the
Selected groups list.

4. Select the Communication tab.

t‘_r; Add a new Component [IP_CAMERA] il
Hardware I Groups  Comrmunication | Inputsl
Type of Prtocal :
Hosthame / 1P
addrazz: ID'D'D'D
Cancel ¢ Back MHewt > Finizh
Fig. 213 IP camera — Communication
IP port 8080 is set by default.
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5. Enter the host name or the IP address in the Host name/IP address text
field.

6. Select the Inputs tab.

& add a new Component [IP_CAMERA]

[ w ! MHame | = Comment | Type [ 4
_Input#l | 17fiPCameaty 00000000000 camera v

Fig. 214 IP camera - Inputs

7. Select the input type in the Type column.
The following input types are available:

None Select "None" if this input is not to be used to establish a connection.
Camera A camera is directly integrated into IVM.
8. Click Apply.

2 Your settings are saved.
2 The IP camera has been added and configured.
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22 IVM Watchdog

22.1 Summary

A Quancom Hardware Watchdog can be used to increase the availability of the
IVM server. The internal threads of the IVM are monitored and the computer is
automatically restarted if the system hangs.

This depends on the IVM being correctly installed for this to work, i.e. as a system service which runs
automatically on start.

mie

22.2 Conditions

The Watchdog is not activated by default and has to be activated by configuration
in the Windows registry. If the Watchdog is to be used then the following conditions
have to be met:

® The Watchdog card has to be installed.
® The QUANCOM device driver has to be installed.
® The Watchdog is activated in the IVM by entering the following Registry key:

Key Type Value

HKEY_LOCAL_MACHINE\Software\Siemens\IVM NT\IVM NT String QUANCOM
Server\WatchdogType

If this key is not present, or the key is entered incorrectly, then the Watchdog is not
used!

22.3 Method of operation

The IVM services are monitored by the Watchdog Service. All services being
monitored have to report to (trigger) the Watchdog Service at regular intervals. The
Watchdog Service, for its part, triggers a HW-Watchdog, only then, however, if all
triggers from the services being monitored have been received.

If a service fails to trigger repeatedly, or if the Watchdog Service itself hangs, then
the HW-Watchdog restarts the computer after a specified time.

22.4 Troubleshooting

If the Watchdog is configured, but not physically present or correctly installed
physically, an error message is displayed when the IVM starts reporting “Device
driver QLIBNDRV.SYS could not be loaded!”

If the error message is not cancelled, the IVM will not start correctly! If this
happens, then the Watchdog needs to be correctly installed or the registry key for
the IVM needs to be deactivated.

The error message originates from the QUANCOM QLIB32.dll and cannot be
deactivated!
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Special functions of IVM Config

23.1 Printing the system configuration

Special functions of IVM Config

Using the Print function it is possible to print out the
a table with the database IDs.

Select Print in the File menu.
=> The following dialog box opens:

££/I¥M Config: Print

" Print whale configuration

whole system configuration as

— ltems ta Print

[~ Servers, general settings

[T Groups, components and cameras
[ Component tppes, camera types and output types
[ Ports

[ Users

[T “Woarkstations

[ Alams

[T Alarm groups

[T Alarm sequences

[~ Commands

[~ Alarm Domains

Print Cloze

Fig. 215 Print

Print options

It is possible to print the whole configuration in one go, or to print selected

configuration items, such as Users or Workstations.
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23.2 Assistants

Assistants can be used to automatically define commands and to enable or disable
alarms. Command generation should only be done once all inputs and outputs

have been configured for the system. For the alarm commands to be activated the
IVM server must be active.

Assistants

Create signal loss alarms For all inputs, ..
Create alarm connection commands For all inpuks

Fig. 216 Assistants

More information can be found in Section 12.2.2: Set alarm status.
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24  Glossary

ASCII

American Standards Committee of Information Interchange

CCTV

Closed Circuit Television

Database ID

The automatic ID assignment by the program depends on the order of creation. It
is only possible for the user to change the ID immediately after it is assigned. If the
suggested Database ID is changed by the user please take note that:

because the Database ID is often intended to refer to an existing numbering
system in the real system, the operator should first devise a suitable scheme to
represent the system in the IVM and assign manual IDs according to this scheme.

/O Server

The I/O Server is a Client/Server-based application for interfacing the SIMATIC
world.

IVM
Interactive Video Management system.

32-bit operating system version for Windows 2000/2003/XP/VISTA.

IVM Client

Interactive Management System client program for operation and monitoring.

IVM Config

IVM Server configuration program

IVM SERVER

Interactive Management System server program, can be used as a main or sub-
server depending on the configuration.

LAN

Local Area Network

ODBC

Open Database Connectivity
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Priority

By assigning priority values the control of camera image display can be defined
according to the user and monitors etc., i.e.: The output from a camera can be
displayed due to an alarm with higher priority, replacing a lower priority display. It is
not, however, possible to replace a high priority display with a new alarm with lower
priority.

SIMATRIX

Video matrix switcher made by SIEMENS.

SISTORE
Digital video recorder (CCTV device made by SIEMENS)

TCP/IP

Transmission Control Protocol / Internet Protocol

TELSCAN

Video/audio/data transmission system via analog telephone networks, ISDN or
digital data networks.

VKS

Video matrix switcher

VSS

Video Software Suite
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25 Index

Component
A Deleting 62
Alarm configuration 113 Components 49
Alarm programs 115 Adding ~ 49
Basic functions 113 Adding text 58
Program 1 (individual display) 115 Assign ~to a group 51
Program 2 (individual display/series) 116 Assigning an OSD template to a camera 60
Program 3 (individual display/series) 117 Configuring inputs 53
Program 4 (alarm group display) 118 Configuring outputs 55
Program 5 (alarm group display) 119 Delete ~ 62
Program 6 (group display/series) 120 Deleting text 58
Alarm groups 80 Edit ~ 61
Cameras 81 On-screen display (OSD) 56
Organization 80 Positioning the text 59
Alarm sequences 82 Set type of protocol and port 52
Adding ~ 83
Adding cameras 84 D
Alarms 99 Directory structure 37
Alarm type configuration 102
Assign commands 108 G
Colour representation 121 Groups 47
Colour setting 121 Delete ~ 48
Configuring alarm management 105 113 Edit ~ 47
New alarm 99 New group 47
Select users 107
Simulate ~ 112 H
Allocation of group priorities 122 Hazard symbols
Assignment of devices 137 Meaning 10
Help 12
C p
CEVIS directory 37 I
Command line parameters 39 I/O Server 181
Commands 86 ~ configuration using I/O Server configuration
Absolute alarm switching 87 program 181
Close relay 95 Adding ~ 182
Control connect 98 Definition of alarms 186
Control group 94 Definition of commands 185
Control sequence 97 I/O Server integration 181
Definition 86 Icons
Disconnect 98 Toolbar 12
Move camera to position 94 Information on the version 13
Move camera to position name 95 Installation 27
Open relay 96 Checking network settings 35
Record start 90 Get time 33
Record stop 91 Host name resolution 35
Relay pulse 96 Log file 35
Set alarm status 88 Name resolution 35
Start external program 92 Procedure 27
Switch alarm component 89 Setting up the ODBC data source 28
Switching between EDS/ODR programs 93 WIBU dongle (BOX) 28
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IP camera 188
Adding IP MPEG-4 188
Adding MJPEG 194
Configuring IP MPEG-4 188
Configuring MJPEG 194

IVM Config
Printing the system configuration 199
Refresh ~ 38
Special functions 199
Start in demo mode 41
Starting ~ 40

IVM Watchdog 198
Conditions 198
Method of operation 198
Overview 198
Troubleshooting 198

L

Language files 44

M

Modes of operation 155

N

NTP Server
Get time from an NTP Server 33

O

ODBC database source 28

P

Plan configuration 125

Plans 125
Assignment of devices 137
Contact/alarm icon 133
Delete ~ 136
Edit ~ 131

External alarm or multifunction icon 134

Input icon 132
New plan 127
Plan referral 135
Save ~ 136
System overview 125
Print
Files 199
Print files 199
Print options 199
Priorities 122
Program window IVM Config 11
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R

Rights 67
Assigning function rights 70
SISTORE user rights 71
User rights for cameras 72
User rights for output devices 73
User rights for workstations 78

S

Safety 9
Scheduler 139
Scheduler entries 139
Server 63
Add ~ to list 65
Configuring ports 63
Server log 66
Settings 41
Client connection 45
Language 44
Messages 41
Operating mode 43
Size of the logbook 41
Terminal connection 46
Setup 16
SIMATRIX 143
~ configuration using IVM Config 143
~ integration 143
Configuration using VM_WIN8 151
SISTORE AX 167
Adding ~ 167
Configuration 169
SISTORE CX 157
Adding ~ 160
Configuring ~ 163
SISTORE CX/AX/MX integration 155
SISTORE MX 173
Adding ~ 175
Configuring ~ 177
Configuring ~ using SISTORE MX 173
Software monitors 138
Starting the program 40
System configuration See system configurations
System configurations 17
System environment 16
Alarm configuration 16
Basic configuration 16
System information 13
System limits 22
System requirements for the database 21
System requirements for the PC 19

T

Target readers 9
Toolbar 12, See toolbar
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Update 38
User 67, 69
Create ~ 68
Edit~ 74
Edit user properties 69

Vv

Video components 16

wW

Warning notices 10
WIBU dongle 28
Work safety information 9
Workstations 75
Assigning output devices 77
Create ~ 76
Edit~ 79

Index
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