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Before use this product

Before operation, we strongly advise users to read this manual and keep it
properly for using later.

This is product instructions not quality warranty. We may reserve the rights of
amending the typographical errors, inconsistencies with the latest version,
software upgrades and product improvements, interpretation and modification.
These changes will be published in the latest version without special notification.

When this product is in use, the relevant contents of Microsoft, Apple and Google
will be involved in. The pictures and screenshots in this manual are only used to
explain the usage of our product. The ownerships of trademarks, logos and other
intellectual properties related to Microsoft, Apple and Google belong to the
above-mentioned companies.
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1 Introduction

1.1 Summarization

This IP-CAMERA (short for IP-CAM) is designed for high performance CCTV
solutions. It adopts state of the art video processing chips. It utilizes most advanced
technologies, such as video encoding and decoding technology, complies with the
TCP/IP protocol, SoC, etc to ensure this system more stable and reliable. This unit
consists of two parts: the IP-CAM device and central management software (short for
CMS). The CMS centralizes all devices together via internet or LAN and establishes a
sound surveillance system to realize unified management and remote operation to all
devices in one network.

This product is widely used in banks, telecommunication systems, electricity power
departments, law systems, factories, storehouses, uptowns, etc. In addition, it is also an
ideal choice for surveillance sites with middle or high risks.

1.2 Check Package Content

The pictures below are only for reference. Please make the object as the standard.

Accessories Description
IP-CAMERA The device without Lens
Quick Start Guide The Brief instructions of the product
CD CD-ROM with software and manual
Screws and Screwdriver For installation

1.3 Connection

—1

= I /ﬁf:
:[DEEQ@[L—\:;(\\\ W]D_ 2

SR

MIC: connect to MIC
DC12V: connect to power supply
LAN: network port (some models support POE power supply)

Some models of this series support internal focusing. The steps are as follows:

www.merivasecurity.com
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Focus Zoom

Step 1: Remove the sun shade and lens case from the device as shown above.

Step 2: Loosen the screws of the lens for focusing. Then rotate the lens left or right to
adjust the focus.

Focus: Rotate left or right to adjust definition of the image.

Zoom: Rotate left or right to zoom in or out the image.

www.merivasecurity.com
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2 Installation
2.1 Install IP-CAM to Ethernet Network

The connection of digital video server is show below.

-
/

;ﬁ;:@lﬁ@@;] MG ‘_/ Mic

Z——[ Jociv Q

| Adapter

s p— 9

~——f LAN —a T

Modem WAN  Control
Hub ,Q'WLAN Center
&P 1L $

Figure 2-1 Connection

Please connect the PC and IP-CAMERA in accordance with the above picture.
The connection steps are shown as below:

Step 1: Connect the monitor, microphone and network to the device.

Step 2: Connect the power supply.

Step 3: Install the device.

2.2 Install CMS

After the CDD IP-CAM connected to the Ethernet, user can remote monitoring and
managing the device by using client software or IE browser. This chapter is the client
software, which is the quick install guide of the CMS, the operation and monitor setting
details please refers to CMS user manual in CD.

Note: Before to install control center software in user’s computer, please make sure
all anti-virus software in the computer closed so that CMS can install correctly.

®  System requirement
Supported Operating System:

Operating system ‘ Comments

Windows XP Windows XP SP2 or most updated patch; Direct 9.0c or above
Windows Vista Windows Vista; Direct 10. ¢

Window 7 Window 7 Ultimate

Windows 2003 Windows 2003 serve or Directx 9.0c or above

Windows 2000 Windows 2000 SP4 or Directx 9.0c or above

®  Computer hardware requirement
Please make sure the software running well and the computer is compatible :
Recommended PC Specification — 4 channels

www.merivasecurity.com
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Item Specification

CPU Intel Pentium 3.0 GHz or AMD 3000+
Memory 1GB
HDD 160GB

Recommended PC Specification -9 channels:

Item Specification

CPU Intel Core 2 Duo 1.8 GHz or AMD Dual core 3800+
Memory 1GB

HDD 250GB

Recommended PC Specification -16 channels:

Item Specification

CPU Intel Core 2 Duo 2.2 GHz or AMD Dual core 3800+
Memory 2GB
HDD 250GB

ANotice:

® The AMD chip hyper-3800+ and X64 series are not tested.
® For real-time view at CIF, max 25 channels can be played concurrently.
® For real-time view at D1, max 6 channels can be played concurrently.

Installation Process

It is recommended to disable the anti-virus software before the installation of CMS.

1. Run the ‘Setup.exe’ from software CD. Then install CMS according to the prompts.

2. After you install this software, double click it to run if necessary.

3. Find the user manual of the control center system from programs. You can operate
this software according to the introduction of this user manual.

If you just want to user IP-tool, there is no necessary to install CMS software. You can
open the CD and find the IP-tool software and double click it to install.

www.merivasecurity.com
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3 IE Remote Access

IP-Cam can be connected through LAN or WAN. Here only take IE browser (6.0)
for example. The details are as follows:

3.1 LAN

In LAN, there are two ways to access IP-Cam: 1. Access through IP-Tool; 2. Directly
access through IE browser.

3.1.1 Access through IP-Tool
Step 1: Make sure the PC and IP-Cam are connected to the LAN and the IP-Tool is
installed in the PC from the CD.

Step 2: Use IP-Tool to modify the network of IP-Cam. Then, double click the icon
on the desktop to run this software as shown below:

Devcaname | PAddess | SubestMask | Bmw ggggg@__mﬂ MAC | DHCP | De nmm hmnmmnl uare verson | Sowae Bubd Daje | Kernel Vernon | Support Che &
EOvR 12161145 2529500 1720611 603 OE 47138 EF2C ovA 2013703

e By a0 (@IS 008 2 AL SMACE revamted Pramms 337 0713 Sirglied Ch-
2 R16023 00 1721 008 & 0D1BAE J4AJ04 rotstated IPCanwia 330 M2 Sgihed Ch
e 172161344 1721 8 OVIBAELARFS rotvated PComeis  332bels2 NI Smeked Ch
EDVR 2 00 1721611 6036 80 OBACDCACF? 47 OVR 329 EE]

OVA0IZ3 1721611 3% % 0018AE 2064% oA 2003915

EDVR 1721611 606 4889 o 230 2013070t

EDVR 250 12168131 6036 80 00184E 364523 oR 320 30710

OVR. 250 192168161 60% 60 48543 oA 330 n

353 51wt 00 1721611 657 0018AEDF34AI oR 320 ;m2na

EDVRSSemt 2500 1721611 66 80 RUAID 465 oA 230 %712

EOV AE00 1721611 B01 8200 C204N04FATS ovR 330 1372 oo v
< >
Dev. Name P oS! Kol Ve

MAC Add. SubMatk: oNs2 Hedmare Vet

Dev. Type: Gatewey. Hitp Past Satwye Ver

Data Pt Budd Dt

After starting IP-Tool, clicking the IP-Cam name in the list can display the detail
information of IP-Cam. If you cannot confirm which one is yours, please shut off the
electricity of the IP-Cam and then power on it. When shutting off the power, the device
information will disappear. When powering on, the device information will emerge. Well,
this device is the used device. Right click the device information and select “network
setup”. Then the network setup window will pop up as shown below:

Network setup X
Local Config Device config
. Realiek ATLE168D(F) I~ domaic search netiark

£ Obtain an IP address autoratically
|PAddess  [192168.1357
% Use the folloving IF address,

Subnel Mask,  299.255.255.0 \Paddess | 152 . 168 . 226 201 owsy: | 132 188 26 1

Gateway: 192168131
Subnet | 25 255 0 . D w2 [ 8 & .8 8
DHS1 210211866
Gateway: | 192 . 188 . 226 . 1
DNS2: 21063312

User Mame Passwward [

Tip: Please check if password is corect, when IP address setup fails
akK Cancel

www.merivasecurity.com
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For example, the network segment of this computer is 192.168.13.x under the local
config table. So, please modify the IP address, Gateway of IP-Cam which must be in the
same network segment with the computer. Modifying the network, you have to input the
password and click “OK” button to save the setting.

Local Config Device config

Adapler Realtek RTLE182D(F] [ Automatic search network;

¢ Dblain an IP address automaticaly
IPoddiess (1921681357
% Use the following IP* address:

SubnetMask: [295.255.255.0 |Paddess | 192 168 13 . 202 DNsT. | 192 - 188 13 . 1

Giateway 192 168131
Subnet | 255 . 266 . 0 . 0 ows> | 8 .8 .8 &
DNST: 210211966
Gateway | 192 . 768 . 13 1
DNS2: 21053312

User Mame Password | ==

Tip: Please cheok if password is conect, when IP address sstup fails

Note: The default user name is: admin. The default password is: 123456.
The new IP address of this device will display as follows after modification.
Step 3: Use the IP-Tool to login the IP-Cam.
Right-click the IP address and select “browse with IE” or double click the information
of this device. The IE browser will auto download the Active X control. If the IE
browser cannot download the Active X control, please refer to Q4 of Chapter 9. After
the completion of the installation of the Active X control, a login window will pop up.

Client v nZ2.1.1.8

I

LHl1 T20F 30fps >

Cancel

Input User name and password and then click “OK” button to login.
Note: You can also use the modified IP address of the IP-Cam. Input the IP address in

the IE browser bar and then click “Enter” to access IP-Cam. The default user name is
admin. The default password is 123456.

www.merivasecurity.com
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3.1.2 Directly Access through IE

The default network settings are as shown below:

IP address: 192.168.226.201

Subnet Mask: 255.255.255.0

Gateway: 192.168.226.1

HTTP: 80

Data port: 9008

The first time you used the IP-CAM, you should connect the device with the above
default settings. Here take the Windows XP OS for example to introduce the setting
steps.

Step 1: Manual setup the IP address of the PC, the network segment should be as same
as the default settings of IP-CAM. Right click “My Network Places” icon on the
desktop—>select “properties” as shown in the left figure. Right click “Local Area
Connection” at the popup window and then select “property” as shown in the right
figure.

Open m ﬁ Disable
Explore [l Status
Search far Computers... Repair

g.ap NEtW::: [:"VE';E YMn|  Bridge Connections
iscannect Metwark Drive. . n Conl
—ala

Create Shortcut Create Shortcut

Delete
Rename Rename

Properties

Properties

Select “Internet Protocol (TCP/IP)” in the “General” tabs, click “properties” in the next
window and then manual input network address information of the PC in the following
popup window.

Internet Protocol (TCP/IP) Properties

General |

You can gt IP settings assigned autamaticall f your network supports
this capabiity. Dtherwise, you need to ask your network adminisirator for
the appropriate IP settings

() Obtain an P address automaticaly
(@ Use the fellowing IP address:

1P address: 192 . 168 . 226 . 220
Subret mask: 265 . 265 . 266 0
Default gatenay: |192 168 . 226. 1

Dbtain DNS seiver address aulomaticaly
(® Use the following DNS server addresses

Prefened DNS server: 192 1688 0 1

Abemate DNS server

|

Step 2: Open the IE Browser, input the default address of IP-CAM and confirm. This

will take you to the Active X control downloading interface. If IE browser can’t
www.merivasecurity.com
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download Active X control, please refer to Q4 of chapter 9.

Step 3: After downloading Active X control, the login dialog box will pop up.

Step 4: Input user name and password in the login dialog box and click “OK” button to
enter into the live interface. You can manage and setup the IP-CAM in the IE client,
such as changing IP address, upgrading the software., etc.

3.2 WAN

Access through router or virtual server

Stepl: Make sure the device is well connected in LAN. Then enter into System
Configuration>Network configuration->Basic configuration to setup the port number
as shown in Fig 3-1:

Step 2: Enter into System Configuration->Network configuration—>IP configuration
interface to change IP address as shown in Fig 3-2:

Notice: The steps above should be saved after the change of the port and IP address.

" Obtain an 1P address automatically

— 1% |se the follawing IP address

IP Address 192 16B. 6 .6

HTTF Port a0 SubnetMask | 285, 255. 285, 0 Gateway 192,168, B .1
[iata Port ’79008 Plefeﬂ.ed DMS | 210, 21 .53.2 A\lEmélE DMS| 210,21 1966
FEMVEL FEIVEL
Fig 3-1 Port setup Fig 3-2 IP setup

Step 3: Enter into the router’s management interface through IE browser and forward
the IP address and port of IP-CAM in the “virtual server”. The name depends on the
router. Please refer to Fig 3-3:

Port Range

Application  Start End Protocol  IP Address Enabl

[3 | [iooon] o [10001] [Botn[] teztess. (166

I | [21000] 1o [22001] [Both[] 1ez1eas (156

[s 17777 100 [7778 ] [Both[=] 1s21eae[2ne]

B | 1029 | 1o [1030 | [Both .v 1821685, [207]
Fig 3-3 Router setup

E 1

Step 4: Open the IE browser and input its WAN IP and http port to access. The
following steps are as same as “Step 2, 3 and 4” of Chapter 3.1.2 in LAN.

www.merivasecurity.com
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4 Remote Preview

4.1 The Remote Preview Interface

Fig 4-1 Remote Preview

1 | People icon 2 | Fixsize 3 Zoom in

4 | Zoomin 5 | Zoom out 6 Full screen
7 | Startrecord 8 | Playback 9 Snap

10 | Enable audio

e  When motion detection alarm is triggered, the people icon turns red.
e  Click icon to zoom in the preview image to suitable size. Drag the cursor on

the enlarged image to view suitable preview area. Click @ icon to zoom out the
enlarged image. Click icon to full-screen the live image.

e  Clicking icon will appear a save path window and the record file can save on
your PC.

Note: On Window 7 and Window Vista, user can not record or snap pictures until UAC
function is disabled. Please refer to following steps: Start—Control panel—User

accounts—Change user account control settings in which user needs to drag the scale to
Always notify end and then click “OK” button to save.

4.2 Record Playback

Click E=2 icon and refer to Fig 4-2:

www.merivasecurity.com
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122172010 >

[Tme Ttength T
09:31:29

09:32:41
09:45:04
09:50:58  00:53
i 0%:57:59

20

= =Next File! = =
Play Stop NextFrame Zoom out File Path Volume

Fig 4-2 record playback interface

After selecting the record date, the record files will be displayed in the record file list
box. User can double click a

certain record file to playback or check a certain file. Then click Play button to do
playback.

4.3 Right-click Function

Clicking right mouse will appear a pull-down list as below:
Stream: There are two options.

Turn off the live: Click this item will close present live
2 Vizh 30fps

preview. Turn off the live
Enable audio: Enable remote audio transmission. Users can Enable sudic

hear the audio from the IP-CAM. Full Sereen

Full screen: The live preview picture will full-screen display. Online Vser

Double click or click right mouse to return to the previous ——
interface. Fig 4-3 Right key sub-menu

Online user: Display user’s list connect to the device.
System information: Display the device information: device name, firmware version,
software build date, kernel version and hardware version.

4.4 Snap Pictures

1. Select the picture number, and then click “Snap” @ icon as shown in the Fig
4-4:

2. User can snap multiple pictures. Select the picture number from Frame pull down
list box, such as 3, and check “Title” and “Time” to show capture title and time on the
snap pictures simultaneously. Refer to Fig 4-5:

3. Click “Browse” to set saving path; Click “Save” to save pictures to HDD on the

computer; Click “Printer setup” to set the printer and Hﬁ%tri%% Shap, _1é:gumres; drag the



Page 11 IP CAMERA USER MUANUAL

scroll bar to view all snapped pictures.
Flame:  [1 | Snap I~ Tile I~ Time
\Documerts and Settings\hongingMy Documents Browse

& One Picture per Page

Piinter Setup | Pint Preview | pint |

Fig 4-4 Single Snap
Snap picture n
Frame: |2 - ™ Tile T Time
Save To ]D:\Do:umenls and Settings\hongjing\My Documents'My Pictures Browse Save
& One Picture per Page Piinter Setup | Pint Preview | pint |

Fig 4-5 Multi-picture Snap

www.merivasecurity.com
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5 Remote Live Surveillance

Functions of remote configurations include: System Configuration, Video Configuration,
Alarm Configuration, Network Configuration and Advanced Configuration. User should
firstly select the menu on the left, and then setup the relative parameters. When a user
setup parameters of a certain device, other users can not setup this device.

5.1 System Configuration

The “System configuration” includes two submenus: Basic Information and Date &
Time.

5.1.1 Basic Information

In the “Basic Information interface, user can setup the device name and also can check
the relative information of the server

Setting steps:

1. Clicking the "Config" icon will appear the menu list.

2. Clicking the “Basic Information "will pop up a window as shown in Fig 5-1:

3. Input the name of the device in the "Device name" text box.

4. Press the "Save" button to save the settings.

Software Yersion 231 Software Buid Date 2013-5-220r Y -MM-D D)
Kemel Version 2124201 Hardware Yersion 12
MAL (00:1 B:AE - 34:48:64 Maiurn rumber of user |4

Device name narne

Fig 5-1 Basic Information Config

Please refer to the following table for parameters and instructions of server basic
configuration.

Parameter Meaning

Software version The software of the device

Software build date The software build date of the device
Kernel version The kernel version of the device
Hardware version The hardware version of the device
Mac Address MAC address of device

Maximum number of user Support max 4 users to access
Device name Name of the device.

www.merivasecurity.com
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5.1.2 Date & Time Configuration

Setting steps:

1. Enter into "System Configuration” >“Date & Time”. Refer to Fig 5-2:

2. Select “Modify Time " to self-define time. Choose "Time Zone" according to user’s
location.

3. Set DST as required.

4. User can setup time by select the “Synchronize with NTP Server”.

5. Press the "Save" button to save the settings.

Date and Time setting

Set manually | &/ 5/2013 j| 50137 FM =] I~ Modity time

Time Zane | GMT) Greerwich Mean Time : Dublin, Edinburgh, Lisbor, London |

Daylight sefting

[~ DST Enable
DET Mode Week Mode - Time offest 1 -
Start manth Jan hd End month Jan -

First = |[sun ~] [First ~|[sun |
Start Time 1Z0000AM = End Time 120000 AW

MNTF server setting

I~ Synchronize with NTP Server

HTF Server |twme windows.com Update Now

Fig 5-2 Date &Time Config

5.2 Video Configuration

Camera Configuration includes four submenus: Camera Configuration, Video Stream,
Time Stamp and Video Mask.

5.2.1 Camera Configuration

Setting steps:
1. Enter into "Video Configuration "-> "Camera" interface as shown in Fig 5-3:

oie RN

n,

i amic PR
Bapa W — 128

iz B 3

frewoy [ =] Onsteme R 3
Bymat Lottt <

Fig 5-3 Basic Configuration.merivasecurity.com
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2. User can adjust Brightness, Contrast, Hue and saturation of the picture.

3. Select white balance mode.

4. Sharpen, denoise , white balance, frequency, CVBS format and Day-Night mode are
adjustable.

5. User also can enable the image mirror and image overturn function.

6. Press the "Save™ button to save the settings.

5.2.2 Video Stream

1. Enter into "Video configuration"-> "Video Stream" to see a interface as shown in
Fig 5-4:

Eesolution Frams rate Bitrate type Video quality

1 [7z0p ~1[30 ~|[vBR ~|[Highest -]
2 |vea ~|[30 ~|[ver v|[Highest  ~|

Marm Ficture Size Kie hd

Fig 5-4 Video Stream

Select the resolution of the single frame image at the "Resolution” pull down list.
Select the quantity of video per second at the "Frame rate"” pull down list.

Select the data stream type at the "Bit rate type" pull down list.

Set the video quality at the "Video quality" pull down list.

Select alarm picture size.

Press the "Save" button to save the settings.

NoappwN

5.2.3 Time Stamp

Enter into "Video configuration"->"Time Stamp" to display the interface as shown in
Fig 5-5:

armera setting

Date Format |Y\NY,-'MMJDD j

v Time Stamp

Position Top Right -

Fig 5-5 Time Stamp

1. Select Date Format to show in the live image.
2. Set time stamp. If time stamp is enabled, the live pictures with the time stamp will
display. There are four positions of time stamp can be set. Top left, top right, bottom
left and bottom right.
3. Press the "Save" button to save the settings.

www.merivasecurity.com
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5.2.4 Video Mask
You can set 4 mask area at most.

Video Mask

(Please selected a item, use the left mouse button on the video draw the mask area )

2013/08/29 14:16:55

Status  Color Transparent

W Disable [Black  v|[opacity  ~] Save Clear

Fig 5-6 Video Mask

Enable the mask, select color and transparent of the mask area and then drag the mouse
to set the mask area. This will take you see a gridding area. After that, click “Save”
button to save the settings. Then you will see a mask area on the live image.

5.3 Alarm Configuration

Alarm configuration includes three submenus: Motion Detection Area, Motion
Detection Trigger and Motion Detection Schedule.

5.3.1 Motion Detection Area

1. Enter into “Alarm configuration"->"Motion Detection Area" to see a interface shown
as Fig 5-7:

2. Move the "Sensitivity" scroll bar to setup the motion trace sensitivity.

3. Check "Add”, press the "Ctrl" button and move mouse to select the motion detection
area; Select “Erase” and move the mouse to clear all motion detection area.

4. Press the "Save" button to save the settings.

www.merivasecurity.com
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Mation Detection Area

Sensitivity —_—
2 F Select &ll
20§20 A E R
Clear All
Invert Selection

@ Add

" Erase

4
.
.
-
i
5
I
i
1
I
[

(Press Ctd key drag mouse
to select motion region.]

Fig 5-7 Motion Detection Area

5.3.2 Motion Detection Trigger

1. Enter into “Alarm Configuration"-> "Motion Detection Trigger" to display a
interface as shown in Fig 5-8:

2. Check "Enable alarm™" check box. Then all functions under this interface will be
activated.

4. Trigger Email: Check “Attach picture” and select email addresses in the “Receival
email address” text box(Email address shall be set first in the Mail config
interface). Then the triggered snap pictures will be sent into those address. User also can
define the subject and content of the email.

5. Trigger FTP: Check “Uploading picture”. Then the triggered snap pictures will be
sent into FTP server address.

Note: Please refer to FTP configuration chapter for more details.

6. Press the "Save" button to save the settings.

Mation alarm setting

™ Enabls alam Alam Holding 20 Seconds VI

v Trigger Email

Receival email address [~ Attach picture

=]

EMAIL Subject |

EMAIL Content |

% Trigger FTF

Server addiess [~ Uploading picture

Fig 5-8 Motion Alarm Trjagey merivasecurity.com
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5.3.3 Motion Detection Schedule

Enter into “Alarm configuration"-> "Motion Detection schedule™ interface as shown in
Fig 5-9:

Week schedule

User could set the alarm time from Monday to Sunday for alarm everyday in one week.
Note: The lengthwise means one day of a week; the rank means 24 hours of a day. Click
on the pane to set the alarm hours. Green means selected area. Blank means unselected
area.

"Add": add the schedule for a special day.

"Erase": delete holiday schedule

Day schedule

User could set alarm time for alarm at a certain time of special day, such as holiday.

1. Select a date at the "Date" pull down list, press "Add" button to add that date to the
list box on the right side and then move the scroll bar to set the schedule of that day.

2. Select a date in the list box on the right side, and press "Erase” to remove the
schedule on that day.

Press the "Save" button to save the settings.

Note: Holiday schedule is prior to Week schedule.

OFmse @ add

Week Schedule
T 1 23 ¢ 56 783 01 2 GWEIBINFEIE W 020

EETTE s

T1 2346 678 3d 00N ZGHWHB®IDTBI@ D ED M

(Mondey [ ]

01 2 3 4 85 B T o8 & i0H 1213 W 15 % 17 & 18 20 H 22 23 24
01 2 3 4 8 6 7 o8 4 10 H 1213 4 18 % 17 18 19 20 2 22 23 24|

T 1 23 46 678 3 0N 21 WE®IFEIW Dz M

(Sawrday [ ]

Huliday §chedule

Add
Date: 1217/2003 5
Delete

T 1 23 46 €678 3 0N @2EWEEINFIERIWD LD

T [
Fig 5-9 Motion Detection Schedule

5.4 Network Configuration

Network configuration includes ten submenus: Port, Wired, NET traversal Config,
Server Configuration, IP Notify, DDNS Config, RTSP, UPNP, Mail Setting and FTP.

5.4.1 Port
1. Enter into "Network config"->"Port" to see the interfaceas\siemaarity Eegrb-10:
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HTTP Port 28
D ata Port 5008
RTSP Port 564

Fig 5-10 Port Config

2. Input port number for IE access in the "HTTP Port" textbox.
3. Input the port number for audio & video transmission in the "Data Port" textbox.

54.2 Wired

Enter into "Network Configuration"->"Wired" to see a tab shown as Figure 5-11:

There are two options to setup IP: obtain an IP address automatically by DHCP protocol
or manually input IP address and gateway by clicking “Use the following IP address”.

P Carfig

" Obtain an |P address automatically

& Use the following IP addiess

IP Address 192 162 . B 23

Subnet Mask |255 255 255 . 0 Gateway |182 166 . B 1

Prefered DNS 192 . 168 fi] 1 Altemate DNS 0. 0.0 fi]

SEIver SErVer

FPPPaE Config

¥ PPPE

User Name |n?5503m4728@1 53 0d . | ********

Fig 5-11 Wired Config
PPPoE configuration:
If you want to access through PPPOE, you need to check “PPPoE” and enter username
and password for dial-up internet
PPPOE: User needs to manual input the user name and password for dial-up internet.
Firstly, user needs to login IE clients, then enter into user name and password of PPPOE,
save the setting and exit. Secondly, setup IP address change notice. Thirdly, connect
with Modem, then the device will dial-up internet automatically.
6. Press the "Save" button to save the settings.

5.4.3 NET Traversal Configuration
In this interface, user can access to network without dynamic domain name and port
forwarding by enabling NET transit.

1.Enter into “Network Configuration”> “NET traversal Config”. Refqr to Fig 5-12:
www.merivasecurity.com



Page 19 IP CAMERA USER MUANUAL

W Transit enable

Serial ([034s0840
Orline status ,on-hnei

user-defined name IPLAM arvailahility when an line
Fig 5-12 Transit
2. Check “transit enable”. Then save the setting.

3. Input www.upnpicp.com in IE address; download and install Active X. Then a window
shows up as Fig 5-13:

Cancel

Fig 5-13 Login

4. Input the only device ID of the IP-CAM or user-defined name. And then input user
name and password.

Note: The default user name and password are “admin” and 123456

respectively.

5.4.4 Server Configuration
Enter into “Network Configuration”> “Server Config”. Please refer to Fig 5-14:

¥ Do you want IPCamera to connect Server

Server Addiess ‘

Server Port ‘D

Device 1D \1

Fig 5-14 Server Configuration

www.merivasecurity.com
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1. Check “Do you want IP Camera to connect Server.

2. Check the IP address and port of the transfer media server in the ECMS/NVMS. Then
enable the auto report in the ECMS/NVMS when adding a new device. Then input the
remaining information of the device in the ECMS/NVMS. After that, the system will
auto allot a device ID. Please check it in the ECMS/NVMS.

3. Input the above-mentioned server IP, server port and device ID in the responding
boxes. Click “save” button to save the settings.

5.4.5 IP Notify

1. Enter into “Network Configuration”—>”IP Notify” to see a tab as shown in Fig 5-15.
2. If the “Enable notifying change of IP” is selected, when the IP address of the device
is changed, a new IP address will be sent to the appointed mailbox automatically; If
“FTP” is selected, when the IP address of the device was changed, a new IP address will
be sent to FTP server.

IP change notification
¥ Enable notifying change of IP v FTP
Receival email address Server addiess

Fig 5-15 IP Notify Config

5.4.6 DDNS Configuration
1. Enter into "Network Configuration"->"DDNS Configuration" tab as shown in Fig

5-16:
DOMS config
Enable DDMS
DONS Server | wina. B5ip.net |
User Mame : | |
FPazsward : | |

Fig 5-16 DDNS Config

Note: The steps to band a domain name for video surveillance server are as follows.
Firstly, register a user name and a password to log on the website of service supplier,
and then apply for a domain name online for the server. After that, users can visit the
server through inputting the domain name at IE terminal.

2. Press the "Save" button to save the settings.
Please refer to the following table for parameters and instructions of DDNS

configuration.

www.merivasecurity.com
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Parameter Meaning

Address of the website which provided by domain name supplier. The
DDNS server optional: www.dns2p.net , www.88ip.net , www.meibu.com ,

www.dyndns.com, www.no-ip.com, www.3322.org and mintdns type.

User name Log in the website of domain name supplier

Password Log in the website of domain name supplier

1. Apply the Domain Name (Take dns2p for example)
1) Register in the Web

Register

Password

Gonfirm Password .

Marne

City

Country [Philippines -

Company Name [ ]
£ mai —

Register dialog box

Step 1: Fill in the blank of IE address with ‘www.dns2p.com’.

Step 2: Click to enter the website.

Step 3: Click "New User" in the right of homepage to register. For example: User ID is
‘abe’, and password is ‘123456°. The register dialog display as below:

(2) Login

Step 1: Return to homepage after registering successfully.

Step 2: Click "Account Manager" on the right of homepage to login.

Step 3: Input the username and password with the information that you have registered.
Step 4: Click "Enter" key after filling in the textbox.

Register

Forget Pazsword

Login

(3) Domain Setup
www.merivasecurity.com
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Step 1: Click "Domain Management" on the left to set the domain.

W, | || Ldnz?p. com s |[ Submit ]

Domain setup

Step 2: Input the domain in the textbox. For example, you set ‘IP-CAMERA’ as the
domain.

Step 3: Click "Submit" button, the system will pop up a dialog box to show that the
domain is added successfully.

Note: Time of probationary period is one month. If user wants to use it continuatively
after one month, please Step 4: click "Buy Now" in the right of homepage to pay for it.

2. Setup in the IP-CAMERA
(1)  DOMAIN

Domain is set in ‘1. Apply the Domain Name’. According to the example above, the
domain is ‘WWW. IP-CAMERA.dns2p.com’.

(2)  USERID
Username of registered which is set in ‘(1) Register in the Web’. According to the
example above, user ID is ‘abc’.

(3) PASSWORD

Password is set in ‘(1) Register in the Web’. According to the example above, password
is ‘123456°.

Note: If the connection fails, press the "INFO" button. Now the system will display:
‘DDNS NONE?’. Then you need to check network and information above and try again.

3. Application

Connect IP-CAMERA to the Network Client.

Step 1: After popping up the login interface, fill in "Server" textbox with *.dns2p.com’
to visit the Network Client of the IP-CAMERA. The domain set in ‘(3) Domain Setup’.
According to the example above, fill in "Server"” textbox with
‘IP-CAMERA.dns2p.com’.

Step 2: Click "save" button to save the above setting.

54.7 RTSP
Enter into “Network Configuration”> “RTSP” interface as shown in Fig 5-17:

www.merivasecurity.com
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EISP
¥ Ensble BT3P server
EISE Port 554

RTSP Address yisp://IF or domain mame:pert/profilel

rtsp f¥IF or domain name:port/profileZ

[~ Enable anonymous wiewer login [ne user name or password required)

Fig 5-17 RTSP

1. Select “Enable RTSP server.

2. RTSP Port: Access Port of the streaming media. The default number is 554.

3.RTSP Address: The RTSP address you need to input in the media player.

4. Check “Enable anonymous viewer login...”.

Application: This device supports VLC player. You should download the VLC player
from the relevant website. Then choose “File” in the menu bar of the player and click
“Open URL” order. Input the RTSP address in URL column and click “OK” button.
Now, you can see the live image in the VLC player.

5.4.8 UPNP

Enter into “Network Configuration”-> “UPNP” interface as shown in Fig 5-18.
Select “Enable UPNP” and then input friendly name.

UPKF Setting

[w Enable UFHNP

Friendly Mame

Fig 5-18 UPNP

Enable UPNP

Double-click the “My Network Places” icon on the desktop in PC and select “Show
icons for networked UPnP devices” in the ‘“Network Tasks” list box. Then a
information window will pop up. Click “YES” button to see a “Windows Components
Wizard” dialog box pop up as shown below. Then press “Next” to continue. After
finished the installation of configuring components, the UPnP icons will display. Users
can double-click certain icon to connect the remote surveillance login interface through
IE.

Windows Components Wizard

Components ="
Sehup s making the corfigurstion change: you lequetted “

i Ploace wat whie Setup configues the components This may Lake
several mrntes, depending on the components selected

Sttur Completng configueaton of lrdemet Games.

[RURURNRRa RN RRARRRRRRRRAS

www.merivasecurity.com
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If “Show icons for networked UPnP devices” can’t display in the “Network Tasks” list
box, please follow the below operation:

° Click “Tools”-- “Folder options”

® Check the “Show common tasks in folders™ in the “Tasks” check box, UPnP icon
will display.

Tools 5 Felder Options

General | View

Tasks
= () Show comeon tasks in folders
=] O Use Windows classic fokders

Folder Gptions. ..

5.4.9 Mail Setting

Enter into “Network Configuration” - “Mail Setting” interface. Please refer to Fig
5-19.

Mail eonfic
From Email: test] 0007 @gmail. com

Uzer Mame : test1 0007 @gmail com Passwaord :

Server addiess:  |smtp.gmail cam Secure Connection ;Wl

SMTP Port; 465 Use default ] test your sccount settings ]

~Recaival email address:

Receival email address, |
Add Delete

Fig 5-19 Mail Setting

1. From Email: sender’s e-mail address

2. User name and password: sender’s user name and password

3. Server address: SMTP name of sender

4.Select the secure connection type at the Secure Connection pull down list according to
user’ actual needs

5. Receival email address list: add email address into the list

6. Receival email address: receiver’s e-mail address

7. After all parameters setup, user can click “Test your account settings”. If email sent
successful, a “Test Successful” window will pop up, if not, users can try other email
addresses or check the setting.

Notice: If user change the static IP into PPPoE and select mailbox, there will be an
e-mail sent to users’ mail box for notify a new IP address.

54.10 FTP

Enter into Network Configuration>FTP interface; please refer to FER'S'ZO:
Www.merivasecurity.com
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FTP Setting

Server name | Server address ‘ Fort .. | User Name | Upload path: ‘

aed | Moy | Dt | Tes

Fig 5-20 FTP Setting

1. Add: Click Add button to input FTP server’s server name, address, port number, user
name, password, and upload path, click OK to confirm the setting. Refer to Fig 5-21:

2. Modify: User can click this button to change some information of the FTP server

3. Delete: Select certain FTP account; Click this button to delete this account

4, Test : Select certain FTP account; Click this button to test its valid or not.

Please refer to the following table for parameters and instructions of FTP configuration.

Add X
] Parameter Meaning

Server name:

Seweraddbess || Server name The name of the FTP server

Fort 21 | Server address The address of the FTP server

Useame: | | Port The port number of the FTP server

Fosswort l:l User name The user name of the FTP server

::"m et % Password The password of the FTP server
Path The save path for FTP files

Fig 5-21 Add

5.5 Advanced Configuration

Advanced configuration includes five submenus: User Configuration, Onvif
Configuration, Security Configuration, Configure Backup & Restore, Reboot and
Upgrade.

55.1 User Configuration

Enter into "User Configuration™ interface. Refer to Fig 5-22:
Add user:
1. Clicking "Add" button pops up "Add user" dialog box. Please refer to Fig 5-23:

www.merivasecurity.com
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Add User 3]

User COﬂﬁg Canfim Passward l:l

| UserName:  User Type: Bindng MAC . et =
admin Administrator  00:00:00:00:00:00 i
| User FEMAL: | 00 : 00z 00z 00 00 : 00
Add elet Modify
Fig 5-22 User Configuration Fig 5-23 Add User

Note: After bind physical address to the IP-CAM, user can access the device on this PC
in network only. If the MAC address was ““00:00:00:00:00:00” which means it can be
connected to any computers.

2. Input user name in "User Name" textbox (only letters).

3. Input characters in "Password™ and "Confirm Password" textbox (letters or numbers).
4. Input the MAC address of the PC in "Binding MAC address" textbox.

5. Click “OK” button and then the new added user will display in the user list.

Modify user:

1. Select the user which needs to modify password and physical address in the user
configuration list box.

2. Clicking “Modify” button will pop up “Modify user” dialog box as shown below.

Modify X
change password

New Password: I:I Canfirm l:l
binding MAC address

User PC MAL; | 0o - o0 @00 @00 o0 o0

Fig 5-24 Modify User

3. Input original password of this user in the “password” text box.

4. Input new password in the “New password” and “Confirmation” text box.

5. Input computer’s physical address which is used to access the server in the “User PC
MAC” text box.

6. Click “OK” button to modify user’s password and binding MAC address
successfully.

Delete user:
1. Select the user which needs to delete in the user configuration list box.
2. Clicking “Delete” button will pop up a confirm dialog box. Then click “OK” to delete

the user. www.merivasecurity.com
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Note: The default super administrator cannot be deleted.

Parameter ‘ Meaning

User Name User name to operate the logon client end
User Type Type of users, normal user, advanced user and super administrator

. The MAC addresses of user access the server which should setup
Binding MAC address .
according to actual MAC address of server.

Password Password to log in the client terminal

Confirm Password Password to log in the client terminal

5.5.2  Onvif Configuration

This function is mainly used for connecting our device through other companies’
monitoring platform software, such as, Hikvision, Axxon, Milestone., etc.

Onvif Config

Orwif Client Type

Fig 5-25 Onvif Config

5.5.3  Security Configuration

Enter into Advanced Configuration->Security Configuration to see a tab shown in Fig
5-26:

Check “Enable IP address” check box, select “Deny the following IP address”, input IP
address in the IP address list box and click “Add” button. Then this IP address will
display in the list box; the operation step of “Allow the following IP address” is the
same with “Deny the following IP address”

Select the IP address which needs to be deleted from the IP address list box and click
“delete” button to delete that IP address.

Check “Enable MAC address” check box, select “Deny the following IP address”, input
MAC address in the MAC address list box and click “Add” button. Then this MAC
address will display in the list box; the operation step of “Allow the following MAC
address” is the same with “Deny the following IP address”.

4. Select the MAC address which needs to be deleted from the MAC address list box
and click “delete” button to delete that MAC address.

5. Click "save" button to save the above setting.

www.merivasecurity.com
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IP address 3
Enahle IP address fitering
(® Deny the following IP address () Allows the following IP address

MAC filter zetting

Enable MAC addvess fitering
() Deeny the folowing MAC address () Allow the following MAC address

Delete
00:00:00:00;00;00

Fig 5-26 Security Configuration

5.5.4 Configure Backup & Restore

Enter into Advanced configuration->Configure Backup & Restore Interface. to Fig
5-27.

® Import & Export Configuration:

User can import or export the setting information from PC or to device.

1. Click “Browse” to select save path for import or export information on PC.

2. User can import or export all setting information to PC, but those two settings “user
configuration” and “network configuration” are exceptional.

Impart setting

Path I browse |
&)l configuration exception for v | W User Config ™ Network Config
Import ssifing

Export selting

Export setting

Dretault setting

Load Default |

Fig 5-27 Backup and Restore Configuration

®  Default Configuration
Click “Load default” button to restore all system settings to default status.

5.5.5 Reboot Device

Enter into Advanced configuration—Reboot device to see a interface as shown in Fig
5-28:
Click “Reboot device” button to reboot the device.

www.merivasecurity.com
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Fig 5-28 Reboot device interface

55.6 Upgrade

Enter into Advanced Configuration—Upgrade interface shown as Fig 5-29:

1. Click “Browse” button to select the save path of the upgrade file

2. Click “Upgrade server firmware” button to start upgrading the application program

3. The device will restart automatically

4. After you successfully update the software, click “OK” button to close IE and then
re-open |IE to connect IP-Cam.

Upgrade

Path | “ Browse ]

Update server firmware

Fig 5-29 Upgrade

Notice: User can’t disconnect to PC or close the IP-CAM during upgrade.

www.merivasecurity.com
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6 Mobile Surveillance

This IP-CAM supports mobile surveillance by phones with Windows mobile, iPhone,
Android and Blackberry OS. Please check the operation system version of mobile
before use; and connect the IP-CAM to Internet.

6.1 Network Configuration
®  Access device via LAN

Step 1: Connect device via wireless router. Then checkmark DHCP both in router and
device to automatically acquire IP address or enter the IP address manually.

Step 2: Use WIFI function in your mobile phone to connect the wireless router.

Note: Make sure your phone network and device network are in the same network
segment on LAN.

Step 3: Add the IP address and port in the mobile phone surveillance client.

®  Access device via 3G network

Step 1: Set the device network. Please enter Main Menu->Setup—>Network tab.

»  If you use PPPOE to connect device, please enable PPPoE and input username and
password received from you ISP in network tab. Then click “Apply”. You can enter
Main Menu-> Information->Network tab to see the IP address. If you want to utilize
dynamic domain name, please apply for a domain name in a DNS server supported by
the device.

»  If you have a static WAN IP address, please enter Main Menu->Setup—> Network
tab to input your IP address, gateway and port.

» If you use LAN IP address, please enter Main Menu->Setup—>Network tab to
input your IP address, gateway and port and then forward IP address and port number in
virtual server setup of the router or virtual server(If you has enabled the UPnP function
in both the device and router, you can skip this step). Port forwarding setting may be
different in different routers and servers. Please refer to the router’s manual for details.
After you forward your LAN IP address and port, please check the WAN IP address in
the router or server.

Step 2: Add the WAN IP address or domain name in mobile phone surveillance client.

6.2 By Phones with iPhone OS

Install through iphone.
Step 1: Open App Store software as shown in the figure on the left.
Step2: Search “SuperLive Pro” and click “Free” button as shown in the figure on the
right.
www.merivasecurity.com
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Step 3: Click “Install App” button as shown in the figure on the left.
Step 4: Input iTunes Store password and then click “OK”. The software will be installed
automatically.

iTunes Password

Cancel

nopEeDace

% B0ENOND &

€ Install Software through PC

Step 1: Install iTunes store in PC and then login.

+ x 0@

Step 2: Connect iPhone and PC.

www.merivasecurity.com
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T e e e — =TT

Step 3: Search “SuperLivePro” and select it.

e r— ‘ — Q sesbeon 723

« P rr e
4 > mpecanRiegmal.com # Mk Mokes TVSwws AopSte  Books  Podeasts  MumsU = e

Showing results for “superlivepro”
iPhone Apps.

L
Soen  Sipatie P ARTISTS AND MORE
Peng AnTai >
. :
iPad Apps
u
ScpeCHs.
Step 4: Click “Download” button.
800 [— “ as
« P > e ‘ Quwewn )
4 wpercam29Sgmal.com # Masc Moses TVSow ApSwor Books Podcasts Munesl = e

AppSiore » Busess » Peng ArTa

SuperLivePro

Peng AnTa
Detals atings and Reviews  Related

iPhone Screenshots

@ SmedSeverist

bRy
Rasds

LNKS
Prvacy Pokcy
Devips Wetsts

Step 5: Input username and password.

www.merivasecurity.com
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« p » oo ‘ Q sootun
4% wpercandtOOgmal com R Msc Noves TStows AppStret Books Podaass  Munesl ="
App Siore » Business » Peng AnTal

Siga In to download from the iTunes Store.
iy el Aot sy e D sl v Oibervie,
fyonare 1 40L member, e your A0L see ame e,
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supercam2009ggmai.com
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Step 6: Synchronously apply SuperLivePro software to iPhone/iPad.
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e

§

4 SuperLivePro Instruction

1. Login

SREALNE (e

Step 1: Choose network type. There are two network connection ways:
www.merivasecurity.com
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3G/3G +WIFI, well video quality. This network supports main stream and sub stream.
The real-time image will be displayed by using sub stream.

3G-, poor video quality contrast to the above mentioned network. v

Step 2: Input server, account and password.

Server: WAN IP address (or domain name) plus HTTP port of the device. For example:
210.21.183:89 or 123.dvrdydns.com:89.
Note: The default http port of the device is 80. If this port is modified, please use

the modified port.
Account and Password: The login account and password of the device. The default
account is admin and the default password is 123456.

Step 3: Click [Login] button to access the device.

2. Main Interface

ga s hBE ? %

There are many buttons in the main interface, such as, screen mode, favorite channel,
snai, record, open/close audio, talk, PTZ., etc.

: Image view button. The pictures snapped in the live will be checked by clicking
this button.

S . Playback button. Click this button to enter into playback interface.

® . . . . .
: Settings button. Click this button to set local configuration (Some can also
support remote configuration).

: Information button. Click this button to check lots of information including local
information, device information, network information, etc.

|:=;I . Server list button. Click this button to add server list.

www.merivasecurity.com
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: Help button. Help you know about the use of this software quickly.

CMS

el : CMS button. Make you preview the live image of multi-devices.

9, 13 or 16 screen display mode.
m . Favorite channel display button. If you save your favorite channel in the favorite
server list, clicking this button will directly play all favorite channels you have saved.

: Snap button. Choose the channel and click this button to capture the channel
image.
: Local record button. Choose the channel and click this button to start recording.
. Open/Close audio. Choose the channel and click this button to open/close the
audio of this channel.

bl - Open/Close talk. Click this button to pop up the servers which support talk
function. Select the device to start talking.

: Set video parameter button. Select the channel and click this button to set the
video parameters including brightness, hue, saturation and contrast.
: PTZ button. Click this button to pop up PTZ control panel.
S ikl - Choose bitrate priority or quality priority according to
your network condition.

Channel indicator instruction:
. : Video loss o : Schedule recording . : Others
. . Sensor alarm . Motion alarm

. : Motion /sensor alarm based recording or manual recording

3. Server list

Click button to pop up the following picture.

> Add device: Click [Add] button in the top right corner to pop up a dialog box as

shown in the following left picture. Input the relative information of the device and click
[Save] button.

www.merivasecurity.com
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‘\ Device Manage Ak ﬂ Device Manage

210.21.229.142:9001 & 210.21.229.142:9001 &

zhongxixieye.dvrdyd... & Cancel

Title
Channel 1
Channel 2
Channel 3
Channel 4
Channel 5
Channel 6 Channel 6

Channel 7 Channel 7

adbdbdb bt b 2t ¢

Channel 8 Channel 8

Backup

»  Delete device: Click . button behind the device name to delete this device.

»  Edit device: Click button behind the device name to edit the information of
this device.

>  Backup & restore: It is recommended to click [Backup] button to reserve the

information of all devices. Then you can click [Restore] button to restore all device
information after you re-install the client or delete the device uncarefully.

> - indicates the device has been connected; - indicates the device is
connecting; - indicates the device is not connected.

4. Live Preview

Once you access the device, the system will automatically display the screen mode in
accordance with the channel number of the device

Note: The maximum number of channels which can be connected are nine after
login.

»  Click “Screen mode” button to select channel as shown in Fig 1.

»  When there is video playing in a screen, you can switch the channel by long
pressing the screen as shown in Fig 2.

»  When no video is playing in a screen, click this screen to choose channel as shown
in Fig 3.

»  When the single channel is playing, you can zoom in/out the image by swiping
you finger up and down as shown in Fig 4.

»  When the single channel is playing, the channel can be switched by swiping your
finger left or right as shown in Fig 5.

»  When multi channels are playing, drag one channel screen to the other channel
screen. This will make these two channels change the position of each other.
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i BN EN I BN N [ E

Click to select channel playing
Long press to switch other channel

Fig 2 Fig 3

Zoom out
Zoom in

A
Switch the channel by swiping left or right
I | — A

Fig 4 Fig5

5. CMS Function

This function makes multi-device managements and preview come true.
CMS
Step 1: Click S8 to enable CMS function. When this icon turns green, it means this

function is enabled.
Step 2: Click to choose channel as shown in the right picture. After you choose
the channel, click [ok] , the system will display the related image automatically.

www.merivasecurity.com
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9 8 Q |||| E] 4 ﬂ‘ « Choose channels
o 210.21.229.142:9001

Channel 1
Channel 2
Channel 3

Channel 4

OK Exit

5 EHNEEE

® If channels have been added into the group, you can see the images by clicking the
group name.

®  On viewing the group channel images, click ﬂ button and select channels to
check other channel images.
®  Click[ Exit CMS Jto exit CMS mode and return to the main interface of the device.

6. Favorite Channel/Group

There are two kinds of favorite channels: favorite channels of the device and favorite
group of CMS.

®  Favorite channels of the device

Step 1: Click to enter into device management list. Click the device name to
extend channel. Enlighten the channels to save favorite channels as shown in the
following picture on the left.

Step 2: Return to the main interface and click m button to play the favorite
channels.

®  Favorite groups of CMS
Enable CMS function and enlighten the group to save the favorite groups as shown in
the following picture on the right.

Then click m button to play. Only one favorite group can be collected.

nn : Color means the channel or group has been collected. Grey means the channel
or group isn’t collected.
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* Device Manage ot gasnBE ? %

210.21.229.142:9001

zhongxixieye.dvrdyd... # nwwh n] ' '

Channel 1
Channel 2
Channel 3
Channel 4
Channel 5
Channel 6

Channel 7

b dbab ab . 2t 2t 2

Channel 8

7.  Playback Interface

Click “Playback” button to enter the playback interface. Then click “Search” button to
search the file. To play the record by click this file name.

Local file search Search

2013.05-25 151248

8.  Image View

Click E button to view the captured pictures.
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9.  Settings Interface
In this interface, you can configure the local settings.

Settings

10. Information Interface
In this interface, you can view system information.

System

Davica nama:
Devica ID: 0

Launch Date 20120200

6.3 By Phones with Android OS

Software Installation
Step 1: Run “Play Store” (or Google market) program.
Step 2: Search “SuperLivePro”.

www.merivasecurity.com
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Play Storé,

\Music' ' Video  Gallery Camera
\

Step 3: Press “Install” button.
Step 4: Install the software subject to the notes. Once the downloading is done, the

software will install automatically.

|

Supertiv. Play Store \

' ™
Rate & review \"
Video Gallery Camera
\
)13-05-20 \ \‘

lick
¢ L m

What's new

Login
Step 1: Configure the network of your device and mobile phone.

.

ver [

Password

Server:

. Remember Server

Login Exit

.merivasecurity.com
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Step 2: Input the WAN IP address/domain name and port of your device in the sever
column. The port should be HTTP port of your device. The default http port of the
device is 80. If you have changed your http port, please enter the new port here. For
example: 210.21.228.183:89 or 123.dvrdydns.com:89.

Step 3: Input the account and password of your device. The default account name is
admin and the default password is 123456.

Step 4: Check “Remember Server” to save the setting. When you login next time, you
can click "W button to select this server for quick access.

Main Menu

® @ @

Playback Image Log

® T

Server List Settings

Wb

Information

Live View

Return

PTZ

Snap

Record
Talk

Enable/disable
audio

Hide

07i31201317:53:34

Playing favorite
channel

Image View
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Return

The first picture

The previous picture

Next picture

The last picture

Zoom in
07/05/2013:16:04:45
Zoom out
M« <> Haa @ Delete

Record Playback
Click “Playback” in the main menu interface to enter playback interface. Then choose
the channel you want to playback. This will take you to see the record file. Click this

file to play.
return  Choose Channel Remote Return Choose File Remote

% CH: =l 2013-07-05-16-09-00

Retun013-07-05-16-09-00

m Pause/Play
u Stop
B Forward
W » A x Playing Backward

Server List www.merivasecurity.com
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Return Server List Return Add Server Save
"~ Server Default
e : Name
i Server20130731175932
s i Server:
User:
Password

dd

In the main menu interface, click “Server list” to see the above picture on the left hand.

Add Server: Click button to pop up a window as shown in the above picture on the
right hand. Enter the name, server, user and password of the device you want to add.

Then click [Save] button to save the server. When you log in next time, you can choose

and quickly access this server by clicking the little triangle button in the server column.
Modify Server: Click B button to modify the server information.
Delete Server: Click Kol button to delete the server information.

Settings

In the main menu interface, click “Settings” to enter the settings interface where you
can configure local settings.

Click “Local” to enter local settings interface. In this interface, you can set favorite
channel and storage .

Local
Save Default Return

Favorite:

Favorite channels:
|
Storage:

Record file clip size:

2MB 4MB 6MB 8MB 10MB 12MB

Reserved disk space(MB): .

Record recycle:

Favorite Channel: Check the favorite channels and click [Save] button to save these
channels. Then go into live interface and click @ button to play these favorite
channels. www.merivasecurity.com
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Storage: Setup the relevant parameters of mobile video.

Information View

Return Information
Device:
Device name: name
Device ID:

332

Build date: 20120208

System:

www.merivasecurity.com
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7 Use method for IP-TOOL

Updating through IP-Tool

Note: Do not cut off power supply and internet when updating; If the device is
unable to start because of the failure of upgrade, it needs to retrofit.

First, acquire the IP-Tool from the supplier and then double click the IP-Tool icon

to run this software. Then the device can be searched; if the device can’t be
searched, please check whether the PC and the device connect to the network or not.

Device name 1P Address SubnelMask  Gateway Data Port HTTP Pot MAC Device Type | Firmiare version  Buld kemel
name 7218123 26525500 1721611 9008 5204 008414AC0020  IPCamers 147 20110107 20030609
202betal2test 172161115 26525500 1721611 555 5555 008414ED.CCES  IPCamers  200betsl2 20110421 20100813
< >
Dev. Name: I DS 1 Kemel Ver
MAC Addr: Sub Mask: DNS2: Hardware Ver
Dev. Type: Giateway: Htp Part Saftware Ver:

Froduct code: Data Fort Build Date: IFCamera Serial
Onlne status:

Click the device to check its detail information as shown below:

name 172161231 25525500 1721611 3008 5204 00:8414AC0020 [P Camera 147 20110107 20030803
< 2
iz Rz 202 betal Z1est P: 19216866 DNS1: 19018801 Kemelver 20100813
MAC Addr. O0:84:AE AE:DD B3 Sub Mask: 25652552550 DNS2: 0000 Hardware Ver n2
Dev. Type: PiEEn Gateway: =il Hitp Part g0 Software Ver 2L
Product cods: 2 Data Part 008 Build Date: 20110807 IFCamera Seiak 93393
Online status: on

«  Network Setup

When upgrading the software and kernel, the IP address of PC and device should be at
the same network segment. If the network segment is different, user should change the
IP address by right clicking the device and then select “network setup”.

Modify IP address dialog box will appear as follows:

Network setup E\
Local Config Device config
Adepter Reealtek RTLBTE8D(F). ST eR e o

" Obkain an P address automatically
IP &ddress 1921681257
@ se the following I addiess:

Subnet Mask: [235.295.255.0 \PAddress | 192 . 168 . 226 201 DNsT, | 192 . 168 . 226 . 1

Galeway: 192168131

Subret | 255 . 2% . 0 . 0 sz [ 8 .8 .8 .8
DNS1: 210211366

Gateway | 132 . 188 228 1
DNSZ 21053.31.2

User Name Pasoword |7

Tip: Please check if password is correet, when IP addiess setup fails
oK, Cancel
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Modify IP address and click OK button to exit the dialog box, IP-Tool will display the
new IP address.

«  Upgrading Software
Select the device and right click to choose “Update software” menu. Input the username
and password. Then click “browse” button to choose the upgrade software. Finally, click

“Update software” to start upgrading. When upgrading, please do not disconnect PC and
the device and make sure the power is on.

P

Update File: |E\Dnnumer\tsand Eettings\admm\Desktan12090801“‘ l s ]
(1 )
Update Software Cancel

After finishing upgrading, a message box will pop up as below:

Update Software E|
-

Paort

User Name

Passuord

Updats File:

taph1 1 2nsnsm\T| [ Brawse

Update Software: Cancel

Click OK button to exit the update dialog box and then the device will restart
automatically.

% Upgrading Kernel
Select the device and right click it to select “Update kernel” .

Update Kernel ‘Z|

P [1e216811.48 ‘

Port |BDDE |

User Name |admm |

Password |“““ |

Update File: |E'\Dncuments and SettingshadmintDesktoph] 1.2 0908071 \T| I_ Browse J

[ ]
Update Kemel ] [ Cancel I
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Enter into Kernel upgrade dialog box, input user name and password, click “Browse” to
select the Update file (mboot8180-8180) and click “Update” button to start updating.
When upgrading, please do not disconnect PC to device and make sure the power is on.
The update progress bar will display as below:

Update Kernel B|
P |192.1sa.11.4s |
Bort 3008 |
Usblane [adn |
Password |...... |
Update Fiz | | [Biome_]
(CTTTT ]

i _Update Keinel Cancel

After finishing upgrading, a message box will pop up. After a while, the device will
restart automatically.

% Modifying Device Name

Right click the device you want to modify and select “Modify Device Name” from the
drop-down list. This will bring up a window for changing device name. Input new
device name and click “OK” button to save the setting.

www.merivasecurity.com
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8 Q&A

Q: How to find my password if | forget it?

A: Joint the default line and GND line to reset.
Default IP: 192.168.226.201

User name: admin

Password: 123456

Q: Fail to connect devices through IE browser, why?

A: Network doesn’t connect well. Please check the connection and make sure it
connected well.

B: IP is not available. Reset the valid IP.

C: Web port number has been revised: contact administrator to get the correct port
number.

D: Exclude the above reasons. Recover default setting by jointing the default line and
GND line.

Note: default IP: 192.168.226.201, mask number: 255.255.255.0

Q: IP tool cannot search devices, why?
A: It may be caused by the anti-virus software in your computer. Please exit it and try to
search device again.

Q: IE cannot download ActiveX control. How can | do?
a. IE browser blocks ActiveX. Please do setup following below.

(® Open IE browser. Click Tools-----Internet Options. ...

2 about:blank - Microsoft Internet Explorer,

File Edit View Favorites
. \ Mail and News 3
) ;) \i] Synchronize. .. !
r ‘Windows Update
Address | ) M

Show Related Links

Internet Options...

@ select Security------ Custom Level....Refer to Fig 4-1
® Enable all the sub options under “ActiveX controls and plug-ins”. Refer to Fig 4-2

www.merivasecurity.com



Page 50 IP CAMERA USER MUANUAL

General | Security ‘anacy H Cortent H Connections H Programs \| Advancad\ Settings:
Select a'web content zone to specify its security settings. @ Enable |
— @ Daownload signed Active contrals
I —
! Enable
Intemet  Local inbianet  Trusted ses  Restricted Frompk
sites @ Download unsigned Activey controls
Disable
Int.emet :
This zone cantaing allWeb sites you
havent placed i ofh Sites.. Prompt
i @ Initialize and script Active) controls not marked as safe
Security level for this zone Disable
Enable
Custam A v
Custom settings £ b3
- To change the seftings. click Custom Level. — —
- To use the recommended settings, click Default Level Reset custom settings
[ Custom Level... I [ Default Level I ety Medium v| [ G2zt ]
booy
Fig 4-1 Fig 4-2

@ then click ok to finish setup.
b. Other plug-ins or anti-virus blocks ActiveX. Please uninstall or close them.

Q: No sound can be heard, why?

A: Without connect audio input device. Please connect and try again.

B: Without enable audio function at the corresponding channel. Please check AUDIO
item to enable this function.

Q: Why doesn’t the device connect to wireless?

A: Check the statues of wireless router. Please make sure the router is open

B: Check the router and the device port. Please make the router setup is matched with
device port.
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9 Specification

Model 1.3Mega Pixel Water-Proof IR Camera
Video Compression H.264
Audio Compression G711A

Image Resolution

720P, VGA, QVGA

Shutter

1/25s~1/100000s

Low illumination

0 Lux (LED ON)

Lens

4mm, (options: 6mm/8mm) | 3.3-12 mm (varifocal lens)

WDR

Yes

White Balance

Supports many modes, such as, auto, manual, indoor, outdoor

Display Resolution

1280x960/1280x720(720P), 640x780(VGA), 320x240 (QVGA)

Frame Rate Max 30 fps
720P: 256kbps~4096kbps (adjustable)
Stream VGA:128kbps~2078kbps (adjustable)
QVGA: 64kbps~1024kbps (adjustable)
Audio MIC IN*1
Network Protocol TCP/IP, DHCP, PPPoE, DDNS, SMTP, UPnP, RTSP, NTP
IR Range 20~30m
Protection Grade IP66
Network Port RJ45
Remote Surveillance IE Browse. CMS remote control
Client Number Max 4
Power Supply DC12V/PoE
Working

Environment

-40C ~50<C, 10%~90% humidity
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