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Federal Communication Commission Interference Statement
This equipment has been tested and found to comply with the limits for a Class B digital device,

pursuant to Part 15 of FCC Rules. These limits are designed to provide reasonable protection
against harmful interference in a residential installation. This equipment generates, uses, and can
radiate radio frequency energy and, if not installed and used in accordance with the instructions, may
cause harmful interference to radio communications. However, there is no guarantee that interference
will not occur in a particular installation. If this equipment does cause harmful interference to radio or
television reception, which can be determined by turning the equipment off and on, the user is

encouraged to try to correct the interference by one or more of the following measures:
1. Reorient or relocate the receiving antenna.
2. Increase the separation between the equipment and receiver.

3.Connect the equipment into an outlet on a circuit different from that to which the receiver is
connected.

4. Consult the dealer or an experienced radio technician for help.

FCC Caution:

To assure continued compliance.(example-use only shielded interface cables when connecting to
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interference received, including interference that may cause undesired operation.




Federal Communication Commission (FCC) Radiation Exposure
Statement
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R&TTE Compliance Statement
This equipment complies with all the requirements of DIRECTIVE 1999/5/CE OF THE EUROPEAN

PARLIAMENT AND THE COUNCIL OF 9 March 1999 on radio equipment and telecommunication

terminal Equipment and the mutual recognition of their conformity (R&TTE)

The R&TTE Directive repeals and replaces in the directive 98/13/EEC (Telecommunications Terminal

Equipment and Satellite Earth Station Equipment) As of April 8,2000.

Safety

This equipment is designed with the utmost care for the safety of those who install and use it. However,
special attention must be paid to the dangers of electric shock and static electricity when working with
electrical equipment. All guidelines of this and of the computer manufacture must therefore be allowed

at all times to ensure the safe use of the equipment.

WEEE regulation

To avoid the potential effects on the environment and human health as a result of the
presence of hazardous substances in electrical and electronic equipment, end users of
electrical and electronic equipment should understand the meaning of the crossed-out
wheeled bin symbol. Do not dispose of WEEE as unsorted municipal waste and have to

collect such WEEE separately.
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Chapter 1 Introduction

Thank you for purchasing PLANET IP Power Manager. This manual guides you on how to

install and properly use the IP Power Manager in order to take full advantage of its features.

1.1 Package Contents

Make sure that you have the following items:
® One IP Power Manager

One Power Cord

One User's Manual and Utility CD

One Quick Installation Guide

One Console Cable

One Rackmount Ear kit

Four Rubber Feet

Four Feet Screw

Note: If any of the above items are missing, contact your supplier for support.

1.2 Product Description

The IP Power Manager includes two models, IPM-8001 and IPM-8002. Model IPM-8001 is for
100V to 120VAC power input, IPM-8002 for input power range from 220V to 240VAC, in the
following section, unless specified, IPM-8000 will means the IP Power Manager of the two

models.

1.3 Features

®  Eight power outlets that can be turn on or off in multiple ways, with easy monitoring of
current consumption

Versatile sensors supported through EMD (Environmental Monitoring Device) inputs
Active extended devices via digital outputs

Monitor and manager connected devices and sensors remotely

Control manually, or remotely through console or network

Intelligent turn on/off devices based on event occurrence of planned schedule

Comprehensive power management and flexible configuration through web browser,
NMS, Telnet, SNMP, or Hyper Terminal (via console)

Configurable user security control

User friendly interface to display input and output status

Detailed data-logging for statistical analysis and diagnostics




Upgrade utility for easy firmware upgrade

Event notification through SNMP trap or E-Mail alerts

Daily history report through E-mail

Supports SSL-3 and SSH V1 protocol

Administrator and multiple users with password protection for double-layer security
Address-specific IP security masks to prevent unauthorized access

Available in 110V, 220V and 240V models

1.4 Front and Rear Panel

Front Panel

1.5 LED And Button on Front Panel

15.1 Power Outlet LED and Button

There are eight set of LED and button for each power outlet, the description is as below.
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LED Function Description

o Displays the amount of current being drawn by the
1 |Current level indicator )
connected output device through the power outlet.

Displays the out- let power status.
2 |Outlet power indicator Off: Power off

Green: Power on

Displays the remote control status of each outlet.

3 |Remote control indicator |Off: Remote control is enabled

Red: Remote control is disabled

Button Description

Allows manual control of each power outlet. Press repeatedly to switch between

remote control and power on/off mode.

1.5.2 System Load and Status Indication

For IPM-8000, the INPUT LEDs and STATUS digital LED indicators shows the real time status

of the system.
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Function Description

Input power consumption  |Displays the amount of current being drawn by the

INPUT
indicator connected output device through the power outlet.
STATUS
Volt./Amp./Hz./Code
LED Function Description
Displays input voltage (Molts), input current (Ampere), and
frequency (Hz), sequentially on the 7-segment switching
STATUS Input power status |display. This indicator also shows system errors in the form of
indicator an error code such EO1, EO2, E03, and so on. You may check
to Appendix A Error Code to know the details of each error
code.
1.6 Front Panel Interface




RESET

LAN CONSOLE
1 2 3 4
Name Function Description
LAN Ethernet (LAN) |Enables you to connect IP Power Manager to a LAN or
port WAN.
Enables you to configure the IP Power Manager using the
Console |Console port serial port. Or you can connect an optional EMD to this
port.
Sets the mode of operation for the IP Power Manager. S1
) off and S2 off: Normal operation (default mode). Please
) ] Operation mode N ] ] )
Dip-Switch ] don’t change the position of the dip switches, it may
DIP switch )
cause your IP Power Manager works incorrect when the
dip switches in wrong position.
Enables you to reset the IP Power Manager in case the
Reset Reset button

system locks up.




Chapter 2 Hardware Installation

Before you proceed with the installation, it is necessary that you have enough information

about the IP Power Manager.

2.1 Connecting Input Power

The IP Power Manager has an IEC C20 power inlet for supplying and managing power for the
output devices. Connect the power cord to the power inlet and plug the other end into a power

outlet as shown:

After power connected. You may see the 7-Segment LED display some error messages. If it
shows “EO1”, please refer to section 2.6 to connect IP Power Manager 8000 to your LAN or
WAN. If it shows “E16”, that is mean the power phase of connected power outlet is reverse.
Please try to make the power phase correct. Or you can refer to section 5.2.2 to disable
Input Phase Detection on IP Power Manager temporally. For other error message, please

refer to Appendix A Error Code for details.

2.2 Connecting Output Device

The IP Power Manager has eight power outlets for connecting devices such as workstations,
servers, and printers. Their power on/off status can be controlled manually as well as
remotely through the LAN and Console ports. Connect the power connectors of the devices
to each of the power outlets A through H with the power cords supplied with the devices as

shown:




—
Workstation Server Workstation
Browser Browser

2.3 Connecting Digital Outputs

The IP Power Manager provides two digital outputs (NO by default) to which you can
connect indicators or other output devices that are normally open (NO) or normally closed
(NC). The digital output connectors are work as a switch to let you switch the connected
device On or Off. The connectors will not provide power to the connected device. So the
connected device should connect with its power adapter. You can control the digital outputs

remotely through the console or over the LAN.

2.4 Connecting EMD

An environmental monitoring device that is sensors connected to for detecting temperature,
humidity, water level, and so on can be connected to the IP Power Manager with the console
port. The EMD can also be connected to alarms or indicators and controlled through the IP

Power Manager. Connect the EMD to the console port as shown:
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Maotion Deoor Open Smoke
Detector Detector Detector

2.5 Connecting The Console

You can control the output devices and manage their power status through the console port
with serial connection. Use the bundled serial cable to connect the COM port of your PC and
the CONSOLE port of the IP Power Manager as shown. Then you can run Hyper Terminal to

control and manage your IP Power Manager.

2.6 Connecting LAN or WAN

The IP Power Manager has an RJ-45 LAN connector that enables you to monitor and
manage the power outlets and digital outputs over the network. The IP Power Manager has a
graphic user interface that allows you to control the device through a web browser. Connect

the IP Power Manager to a free port on your switch using an Ethernet cable. You can then




control the IP Power Manager from your PC or laptop. When the network has installed a
router, you can also use your mobile phone or PDA that is web browser supported and

connected to Internet to control IP Power Manager.
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Chapter 3 User Control Button

You can turn on power manually for each of the eight output devices with the control buttons
provided under each status indicator A through H. Each button allows you to set the remote
control function as well as turn power on/off for each outlet manually.

The control button has two modes of operation. Press the button repeatedly to switch between
Remote Control mode and Power On/Off mode. When you press the control button, the IP

Power Manager switches modes as follows:

I—’ Original State — Remote Control Mode — J

After switching modes, you need to press the control button again within 5 seconds to change
the mode status.

Remote control mode

1. Press the control button once. The remote control indicator starts flashing red.

2. Now press control button again within 5 seconds and hold for more than 5 seconds. The
remote control indicator starts flashing red at a faster speed and then inverts its original
state.

For instance, if remote control indicator is enabled (gray) before you press the control button, it
turns on (red) after step 2, indicating that remote control is disabled.

Power on/off mode

1. Press the control button twice. The outlet power indicator starts flashing green.
2. Now press control button again within 5 seconds and hold for more than 5 seconds.

The outlet power indicator starts flashing green at a faster speed and then inverts its
original state.

For instance, if outlet power indicator is off (gray) before you press the control button, it turns on
(green) after step 2, indicating that outlet power is turned on.




Chapter 4 Quick Setup

When you are first time configure your IP Power Manager. You may refer to this chapter to

know how to initial your IP Power Manager fastest.

1. Please insert User’'s Manual and Utility CD into the CD-ROM drive to initiate the autorun
program. Once completed a menu screen will appear.

2. Click on “Initial Utility” hyper link to initiate the installation. If the autorun program is not
process in your PC, you can click the “Start” button and choose “Run”. (Suppose “E” is your
CD-ROM drive). When the dialog box appears, enter “E:\Utility\Setup.exe” and press enter
key. You will see the dialog box as below.

Dievice Info. |

~ Diewvice List

IP Address IMAEAddlessl Wersion I Account | Fazaword I Card |

Set P | Brawse | Add | (= iy | Bemovel Qiscnverl

~Image Informatian

Wersion Mo, I Date Code I File Size I Ungrade |

File Narne I i Open

Quiit |

3. Please press “Discover” to find out your IP Power Manager.

Device Info. |

~ Device List

MAC Address
00-30-4f-0c-e0-1c

ersion Account Pazsword

Set IP | Browse | Add | todify | Eemovel Qiscuverl

~Image Informatian

Yersion Mo, I Date Cods I File Size I Ungrade |

File Name I Open

Quiit |

4. Please select your IP Power Manager in the Device List and click “Modify” button to enter

the user account and password. In default, user account and password is “admin”. Please
press “OK”.




Modify . .. x|

1P address ; |192.1aa.|:|.1|:|

Account Iadmin

Password ||

(0]4 Cancel |

5. In default, IP Power Manager is DHCP client enables. If there is no DHCP server in your

network. Please click “Set IP” button. Then enter an IP address that in the same segment of

your configuration PC. Please press “OK”".

IP Address : |192.1EE.I].1I]

SubMask : |255.255.255.u

Gateway : II].I].I].I]

Ok Cancel |

6. Please press “Browse” button, then you will see a dialog box asking you the user name and

password. Please enter “admin” for first time configuration. If you have change the user

name and password, please enter correct user name and password of this dialog box.

Please press “OK”".

Enter Metwork Password e |

Fleasze type vour uger name and password,

Site: 132.1658.0.10
Realm |P Power Manager
Uzer Mame I

Pazaword I

[ Save this password i pour password list

Ok I Cahcel

7. Then the IP Power Manager configuration web page will appear. You can check the power

outlet status in this web page. For more configurations, please check chapter 6 and refer the

details.
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Chapter 5 Configure With Console

The IP Power Manager has provided a serial port that enables you to configure and control the
system through your PC’s RS-232 serial (COM) port. Use the serial cable provided to connect the
console port to your PC's COM port as described in “Connecting the console”. This section
describes how to use a console application to control the IP Power Manager and configure its
settings such as its IP address, outlet control parameters, access control table, and trap receivers
table.

5.1 Run Hyper Terminal

Follow these steps to start HyperTerminal and communicate with the IP Power
Manager:

1.7To start HyperTerminal, click Star ==> Programs ==> Accessories ==> Communications ==>

HyperTerminal from the Windows Start button.

2. ANew Connection opens. Type a name for the connection in the Name field and select an icon

for the connection. Click OK when done.

Connection Description ﬂﬂ

Enter a name and chooze an icon far the connection:

Mame:
JIPM Syster]

lzon:

Cancel |

3. From the Connect To drop-down box, select the COM port that IP Power Manager connected.
Click OK when done.




8 Iy
& IPb Syztem

E nter detailz for the phone number that you want to dial:

Countrydregiot: I T aivean [386] j

Area code: |E|2

Phone number: I

Copnect using: | EETEIEEGGG ~
(]S I Cancel |

4. The Properties window opens. Click” Restore Defaults” to use the default settings. Make sure
that the Bits per second field is set to 9600. Click OK when done.

Port Settings |
Bits per second: | 3600 =l
Databits: |3 =l
Baiy: [None =l
Stop bits: |1 =]
Flow contral |None =l

Ok | Cancel | Apply |

5. Press any key. The IP Power Manager Configuration Utility Main menu opens and you are
prompted for a password. Type the default password (admin) and press Enter to continue. The

main menu options are displayed.
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Enter Password: ==ses=

[Confwcted GO0 L o dster B0 UL L] 5w [

6. After enter correct password, you will see the main menu of console interface.

“gIPM System - HyperTerminal — ﬂ

File Edit Wew Call Transfer Help

Enter Password: ==sxxs=

i [ IP Power Manager Configuration Utility Main menu 1 i

IP Power Manager Configuration
Outlets Control

Access Control Table

Trap Receiver Table

Reset Configuration To Default
Eestart IP Power Manager

®it

SN P~ WO

Please Enter Your Choice => _

a

Connected 0:00:53 Auto detect 9600 &-N-1 SCROLL |CAPS |NL|M |Capture Print echo




5.2 IP Power Manager Configuration

In this option. You can setup the general settings of this IP Power Manager.

“gIPM System - HyperTerminal - |EI|1|
File Edit Wew Call Transfer Help
0|2| 53] 0ls| =

A

[ IP Power Manager Configuration Menu 1 i

RO

System Group

Control Group

Parameter Group

Email Group

Return to previous menu

Please Enter Your Choice => _

Connected 0:01:39 |Aut0 det

ect (9600 8-N-1 [scRoLL [2aPS  [wum [Capture  [Print echo

Y

521  System

Group

In this option. You can change the IP Power Manager IP settings, system date and time.

“gIPM System - HyperTerminal - |EI|1|
File Edit Yiew Call Transfer Help

[ System Group Configuration Menu 1 i

SR~ WM

IP Power Manager Version : IP Power Manager System vl1.01.BetaB6 {SN

Ethernet address : B0 30 4F oC EO 1C
Ip Address 1 192.168.0.10
Gateway RAddress 1 192.168.0.253
Network Mask T 295.255.255.0

Sustem Date (dd/mm/yyyy) : 2
System Time (hh:mm:ss) : 14:32:55
Return to previous menu

Please Enter Your Choice =>

6/01/2006

Connected 0:00:31 |Aut0 detect |9600 8-M-1 |SCROLL |CAPS |NL|M |Capture Print echio 4
Option Description
IP Address The IP address of IP Power Manager is dotted format. Default value is

"192.168.0.10", and size is 15 characters.

Gateway Address

The IP address of the gateway is dotted format. Default value is "0.0.0.0",

and size is 15 characters.

Network Mask

The subnet mask of IP Power Manager is dotted format. Default value is
"255.255.255.0", and size is 15 characters.

System Date

Set date of IP Power Manager, format is dd/mm/yyyy.

System Time

Set time of IP Power Manager, format is hh:mm:ss.




5.2.2 Control

Group

#IPM System - HyperTerminal - |EI|1|
File Edit Yiew Call Transfer Help
0|2| 58] 0ls| =

=

[ Control Group Configuration Menu 1 i

1. Administrator Username : admin

2. Administrator Password : =

3. BOOTP/DHCP Control : Disabled
4. TFTP Upgrade Control : Enabled
5. PING Echo Control : Enabled
6. Input Phase Detection : Disabled
1. Telnet Control

8. HTTP Control

9. SHNMP Control

0. Return to previous menu

Please Enter Your Choice =>

Connected 0:03:27 |Aut0 detect |9600 8-M-1 |SCROLL |CAPS |NL|M |Capture Print echo

Y

Option

Description

Administrator

User Name

In default, the user name is “admin”. You can change the user name to a

simply memorize name.

Administrator

In default, the password is “admin”. Please change the password to IP

Password Power Manager in the first time configuration. That can prevent
unauthorized user access to IP Power Manager.

BOOTP/DHCP This is the parameter enabling or disabling the Boot Protocol (BOOTP) /

Control Dynamic Host Configuration Protocol (DHCP) process. These protocols

are used to obtain a dynamic IP address from a BOOTP / DHCP server.

TFTP Upgrade

Control

You can upgrade IP Power Manager via TFTP protocol when this option

enabled.

Ping Echo Control

Enable/Disable the IP Power Manager to respond to Ping requests. For
protect IP Power Manager when they are connect to Internet. We will
suggest you enable this option to let your IP Power Manager stop

response the ping command.

Input Phase

Detection

IP Power Manager will detect the input power phase to make sure the
connected device can receive the correct power input. When input power
phase is reverse, IP Power Manager will display error code “E16” on
7-Segment LED. Please try to make the input power phase correct. Or

you can disable this function temporally with this option.

Telnet Control

This is the parameter enabling or disabling the terminal to the server
application (Telnet) control process. (e.g. telnet 192.168.1.1). The user

may configure the Telnet protocol to use a port number other than the




standard Telnet port (23).

HTTP Control Enable/Disable the HTTP connection with the IP Power Manager. The

standard HTTP port (80).

user may configure HTTP protocol to use a port number other than

SNMP Control Enable/Disable the SNMP connection with the IP Power Manager. The

the standard SNMP port (161).

user may configure the SNMP protocol to use a port number other than

5.3 Outlets Control

In this option, you can select the power outlet and change its settings.

“gIPM System - HyperTerminal - |EI|1|
File Edit Wew Call TIransfer Help
=

i [ Outlets Control Menu 1

Control of Outlet
Control of Qutlet
Control of Outlet
Control of Qutlet
Control of Outlet
Control of Outlet
Control of Outlet
Control of Outlet
Return to previous menu

OO~ NN QO
TommoomD

Please Enter Your Choice => _

Connected 0:03:53 |awko detect 9800 8-h-1 [5CRoLL [CaPs  [num  [Caprure  [Print echa

LKA

Please select the power outlet you want to configure in above screen. Then the below screen

will appear.
“g IPM System - HyperTerminal - |EI|1|
File Edit WYiew Call Transfer Help
=

i [ Outlet A Control Menu 1

1. Outlet Name : OUTLETA
2. Location : ROOM-1
3. Power on Delay {Seconds) : 5
4. Power off Delay ({Seconds) : 5
5. Output Current Threshold {Amp) : 10.8
6. Output Current over Threshold Turn Power off : Disable
0. Return to previous menu
Please Enter Your Choice => :j
Connected 0:09:47 [futo detect 9600 8-1-1 [sCRoLL [cAPS  [wum  [Capture  [Print echo 4
Option Description
Outlet Name Set the name of this outlet.
Location Set the location of this outlet.

-10 -




Power on Delay Set power on delay time in seconds. The outlet will turn on after the
(Seconds) delay time.

Power off Delay Set power off delay time in seconds. The outlet will turn on after the
(Seconds) delay time.

Output Current Set the upper limit of output current in Amp.

Threshold (Amp)

Output Current Over If selected, it will turn power off of outlet when this event occurred.
Threshold Turn Power |Default value is not selected.

Off

5.4 Access Control

It prevents unauthorized network access to the IP Power Manager. There are 2 kinds of
type for "Access Type", "Permitted”, and "Denied". It is need to set the first item for its "IP
Address" to "255.255.255.255" and "Access Type" to "Permitted” as default value in order

to let user is able to connect to the IP Power Manager.

#&IPM System - HyperTerminal 1ol =l
File Edit Yiew Call Transfer Help
=
| IP Address Access |
[1] 255.255.255.255 Permitted
[2] 0.0.0.0 Denied
(3] 0.0.0.0 Denied
[4] 0.0.0.0 Denied
[5] 0.0.0.0 Denied
[6] 0.0.0.0 Denied
[7]1 0.0.0.0 Denied
[8] 0.0.0.0 Denied
COMMANDS -
1. Modify - Modify an entry of table
2. Reset - Reset an entry to default from table
0. Return to previous menu
Please Enter Your Choice => :j
Connected 0:10:25 |auto detect (9600 8--1 [CRoLL [cAPS  [wum [Capture  [Print echo 4
Option Description
IP Address The management station's IP address. "0.0.0.0" means entry not
configured. (e.g. An entry "192.168.0.255" means the client with the IP
address within the range from "192.168.0.0" to "192.168.0.255" become
the management station with the access type set by Administrator.
"255.255.255.255" grant the access right to all IP.
Access Available options are: Permitted and Denied.
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5.5 Trap Receiver Table

This page lists the parameters for SNMP trap receivers (For SNMP Network
Management).

#%IPM System - HyperTerminal =1o1x]
Fle Edt Vew Cal Transfer Help
0ls| 5|3 ol

i IP Address Community String NHS-Type NHMS-Severity Desc | .

[11 0.0.0.0 public None Informational

[2] 0.0.0.0 public None Informational

[3]1 0.0.0.0 public None Informational

[4]1 0.0.0.0 public None Informational

[5] 0.0.0.0 public None Informational

[6] 0.0.0.0 public None Informational

[7]1 6.0.0.0 public None Informational

[8]1 0.0.0.0 public None Informational

1. Hodify - Modify an entry of table
3. Return to previous menu | o it from teble

Please Enter Your Choice => _ j
Comeded Uil [todetect  S00edl |0l [ e jm [ [l eh y
Option Description
IP Address The IP Address in dotted format of the NMS station to which the trap

should be sent.

Community String

The community string of the trap PDU to be sent. The maximum length of

the string is 19 characters.

NMS-Type

Types of the traps to be received. Set the type of the trap.

NMS Severity

Description

Set the level of the trap to be received.

Information: All traps are received.

Warning: Trap that need to be noticed and are in dangerous is received.
Severe: The significant traps such as the outlet voltage over threshold are

received.
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5.6 Reset Configuration To Default

When you would like to reset IP Power Manger to default configuration, please select this

option and press “y".

“&IPM - HyperTerminal =lal=|
File Edit Wew Call Transfer Help
=l
i [ IP Power Manager Configuration Utility Main menu 1 i
1. IP Power Manager Configuration
2. Outlets Control
3. Access Control Table
4. Trap Receiver Table
9. Reset Configuration To Default
6. Restart IP Power Manager
0. Exit
Please Enter Your Choice => 5
Reset configuration to default (y/n)?: [nothingl
Connected 0:00:46 Auto detect 9600 8-H-1 SCROLL |CAPS |NL|M |Capture Print echo _A
5.7 Restart IP Power Manager
After configuration, please select this option to make the new function works.
#&IPM - HyperTerminal =1al=|
File Edit Wew Call Transfer Help
B
i [ IP Power Manager Configuration Utility Main menu 1 i
1. IP Power Manager Configuration
2. Outlets Control
3. Access Control Table
4. Trap Receiver Table
5. Reset Configuration To Default
6. Restart IP Power Manager
0. Exit
Please Enter Your Choice => 6
Restart IP Power Manager (y/n}? : [nothingl
Connected 0:01:23 |Aut0 detect |9600 8-N-1 |SCROLL |CAPS |NL|M |Capture Print echo 4
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5.8 Exit

Select this option to exit Hyper Terminal.

Il
File Edit Wew Call Transfer Help

i [ IP Power Manager Configuration Utility Main menu 1

IP Power Manager Configuration
Outlets Control

Access Control Table

Trap Receiver Table

Reset Configuration To Default
Eestart IP Power Manager

®it

SN~ WM

Please Enter Your Choice => 0
Ready

Connected 0:01:54 |Aut0 detect |9600 g-M-1 SCROLL |CAPS |NL|M |Capture |Print echa

&
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Chapter 6 Web Configuration

The IP Power Manager provides a graphic user interface that can be viewed from a web browser
such as Internet Explorer. This enables you to access and control the IP Power Manager outlets
and subsequently, it's output devices remotely from your desktop, laptop, PDA, or even your
mobile phone. This section provides instructions about how to use the web interface to configure
and control the IP Power Manager remotely.

1. Open your web browser.

2. Enter the IP address of your IP Power Manager in the address field.

3. A User Name and Password dialog box will appear. Please enter your User Name and

Password here. Default User Name and Password are both “admin”. Click OK.

Enter Network Password 2=

? Pleaze type vour user name and pazswaord,
Site: 152.168.0.10

Realm IP Poweer Manager

Uzer Mame ||

Pazzword I

[ Save this password in your passward list

ak. I Cancel

4. Then you will see the HOME screen as below.

) PLANET 8-Port IP Power Manager

Perevnr Managemuand IP Power Manager Siaius
Lrwironm et
DPUANET

el ¥ SE T ST —

0o A noa

Hans Mo Hann Hons LT Hons Marin Hons Hoans

EMD Tempeiature
-

EE0 [hoor.1 Dinabdnd Dimabiled
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The left panel provides five options, Power Management, Environment (when EMD

connected), System, Network and Logs.

When you click the IP Power Manager front panel on the Home screen. You will see the device

status as below.

(P PLANET 8-Porl IP Power Manager

Proes Man aguemind

Fenvlimnemspl

Ingeiit Valtageo [Walf)

Inpul Cizteml [Amp)] A
Input Frequency ) A9 e
Ingeut Valtage Threshald Wgh Vol 240
Input Valtage Threshold | ow (Wok) b
Adarm of bulei tiane

Outowsignas
§ OUTLETA [ OUTLETH [OUTLETC | OUTLETD |OUTLETE | OUTLETE |OUTLETG  OUTLETH
AOOM.1 | ROOMZ  AOOM3 | ROOMJA | ROOMS | ROOME | ROOMT | ROOM4

L A oA L1 aEA noA oA oA LY R

N . ... ' [
Otpat Cuspond Thewehesdd

e 1 | | - ! i L. | -
Orvmr Thiwshalid Aanm Home Homn Mone Hang Hane Homs Home Hone

0.0 A 10n A oA v A 100 A 004 oA oA

Dlgl'ulllllu'rpul 1 [i1E
Gelginal Cuipar 2 OFF
6.1 Power Management

6.1.1 Control

This page shows the rear view of IP Power Manager. While mouse moving over the picture of
input, each outlets, or digital output, it will link to its associated page. If the security level for
each outlet is "Read" or the remote control status is "Disabled", the link of outlet will be
disabled, the color of outlet picture will be gray. You can power on/off all the power outlets with

the buttons.
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B PLANET &-Port IP Power Manager

LU Pewar Mansgeeman IP Power Masager Conirol
Camtral
Schedule

I vt i i

Syetem
Hetwark

Logs

| Digital Gutpan
£ 2 1
in e Temos Remwin | Bemot lmmot amo ol Remaie | Remote
Contred | Contial fiti Gl Cisili aalrol aeiol Comtral Comtrgl Contgl Contigd | Contial
MR nakls Erusibild nablod | Enakl Enakle Enakls naklnd naklnd MR MR
7 [ vy Peweor Powe ower wer |-.I.,..I P ok

6.1.1.1 Inlet
This page shows the associated status and even action of inlet.

P PLANET B-Port IP Fowsr Manager

== Pownr Managomom

Comteod

Schedule Input Yollaye Vol M2y
Input Cutreny (A A
Environimunt g Fregquency {He) 538 He

Input Valtage Threshald High Vol E W
Systam Input Vollage Thrashald Lew (Visll) AL gy

Currumt Event of Infet Homu
e bt Evnsits Actitin

Lo

Turn OF Cusne | i
Input Vohage Ower Threshald High FalCaCe o CeNeCe Tl Ty 2
Inquet Vattane Under Threshold | ow FaCeFcCoCeCrCs Tl Do ot ]

Option Description

Status

Input Voltage (Volt) The current input voltage in Volt.

Input Current (Amp) [The current input currents in Amp.

Input Frequency (Hz) [The current input frequency in Hz.

Input Voltage High threshold of input voltage. When input voltage is higher than this

Threshold High (Volt) |value, IP Power Manager will take action specified in the "Inlet Events

Action" table.
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Input Voltage
Threshold Low (Volt)

Low threshold of input voltage. When input voltage is lower than this
value, IP Power Manager will take action specified in the "Inlet Events

Action" table.

Current Event of Inlet

Shows the associated event description when there is an event

occurred. If there is no event occurred, it shows "None".

Inlet Events Action

Input Voltage Over
Threshold High

Turn off selected outlets or digital outputs will occur when the input

voltage over high set point.

Input Voltage Under
Threshold Low

Turn off selected outlets or digital outputs will occur when the input

voltage under low set point.

6.1.1.2 Outlets

This page shows the outlet status and allows user to configure the settings.

- - Pawer Managemani
Cantml
Sehidubo
Emdimnment

Sysinm
Hutwark
Lugs

Poweer Status of Outlel A

|E

8-FPort IP Power Manager

Chilpud Cwivenl {Arap]
Puwenr Siatus Um

Outlut Hame I":'L‘TL.I:.T#-
L ocation [P
Pwesur On Delay (Soconds) I"_
Pewe O Dalay (S aceods) F
Ourpud Cunvent Thresheld (fmp) r":'T

™ Butput Csrrens (eer Theeshald Turn Power 06

Fowes LA

Option

Description

Status

Output Current (Amp)

The nominal input currents in Amp.

Power Status

When the power status is "Off", the color is Red. If power status is

"On", the color is Green.

Configure

Outlet Name

Set the name of this outlet.

Location

Set the name of the location of this outlet.

Power On Delay

(Seconds)

Set power on delay time in seconds. The outlet will turn on after the

delay time.




Power Off Delay Set power off delay time in seconds. The outlet will turn off after the

(Seconds) delay time.

Output Current Set the upper limit of output current in Amp.
Threshold (Amp)

Output Current Over |If selected, it will turn power off of outlet when this event occurred.
Threshold Turn Power [Default value is not selected.
Off

Manual Control
Turn On / Turn Off Turn On/Off the outlet immediately by click the buttons.

button

6.1.1.3  Digital Outputs
This page shows the digital output status and allows user to configure the settings.

(P PLANET B-Port IF Power Manager

{1 Powsr Managamant Y '

Contral

Schedule Digital Cugpust 1 Tea T =
© - Environment Dirgital Dutp 2 T CHI =

et Vidoe
© o Symiam
© Netwmk

I Digital Qulput 1 Event Action
™ Digital Output @ Event Action

oo Logs

S Vihe

Lt | it |
Option Description
Status
Digital Output 1 The status of digital output 1 while system start up.
Digital Output 2 The status of digital output 2 while system start up.

Event Action

Digital Output 1 Event |If selected, the digital output 1 will invert its current status when event

Action occurred.

Digital Output 2 Event |If selected, the digital output 2 will invert its current status when event

Action occurred.

Digital Outputs Manual Control
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Turn On / Turn Off Turn digital outputs on or off manually.

button

6.1.2 Schedule

This page allows user to add or remove the IP Power Manager's schedule list dynamically. The

maximum schedule is 32.

(P PLANET -Pori IP Power Manager

Conyirs
Selibiile
Fanalerenmmart

i1 Powis Banagumsnt 1P Poent Manages Schedale

| | FalflsFc Eo [
Syt 1 IIEI' | Ll B . 2140 . (kR Pt Br o Ba J :
| FaFeFcla [
; Bdit| | Dels
: F @ Hnmiay oo |t [T | E
Luga
Add Hew

When you would like to add a new schedule, please press “Add New”. Then you will see the
screen below. When “Edit” button click, you will also see this screen for edit the existing

schedule. If you want to delete the schedule, please press “Delete” button.

Y Scheduls Editor - Microsoft Infernet Explorer o ] |
Schedule Type Weekly Schedule -
Schedule Day Sunday -

Schedule Date {yy/mm/dd) INOnE
Schedule Time (hh:mm) I'I':DC'
Outlets Action IOff vl

e e e I'p
e I''e I'lg I'H

Set Valne |

Selected Outlets

Option Description

Schedule Type Choose the schedule type to be "Weekly Schedule" or "Special
Schedule”.

Schedule Day Set the week day of the schedule, if the "Schedule Type" is "Weekly
Schedule. Set the specific date of the schedule, if the "Schedule
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Type" is "Special Schedule".

Schedule Date Set the date of this schedule.

(yyyy/mm/dd)

Schedule Time The time in 24-hour format means when the outlet should turn off or
(hh:mm) turn on its output power.

Outlets Action Set the outlet action to be on or off. IP Power Manager will take action

at schedule time.

Selected Outlets Choose the outlets which you want to turn on or off at schedule time.

6.2 Environment

When the console port connected with the EMD, the web interface will shows this option for
environment monitoring and setting. If the IP Power Manager does not connect with the EMD,

the web interface will not show this setup option.

6.2.1  Status
This page shows the temperature, humidity, and alarms information of the EMD
(Environmental Monitoring Device). If there is alarm occurred, the alarm text color should

change to Red. Otherwise, it is Black.

P PLANET 8-Port IF Power Manager

Povens Mamagnment | Stati of Envidenment S 0

X Elioberliint
Biabs LMD Temperaare (*C) Z A
ConByiaratiin EMD Humidivg ) 47.2%
Atarm | Mg |
EMT Domre 1 Thisalilud
EMD omrd ealifud

Symnm
Hurbwmik

Liigs:

6.2.2  Configuration

This page allows user to configure all necessary parameters of EMD (Environmental

Monitoring Device).
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©+ Pownr Hanagamant

21 Fevisanmant
Startus
Configuration

Alarm

&-Fort IF Fower Manager

Lonligure EMD Device 1

Sensor | Sensor Mame | Sot Pobnt Low) | Set Pednt {#ikgh) | Calibratien Offset
- -

Temperalain (") EML) Tempraita® r Il:u:l ,.I

a0y L ] S ] i

Alarm-1 |E‘|E|Dv0rl IDmhud =]
aim 2 [EMD Deer-2 |
EMD Status Ak 'I
e = ]
56 Vilhee

Option

Description

Sensor Name

Configure the name of a sensor (or device) with up to 15 characters.

Set Point

The threshold of a sensor (Temperature or Humidity) will trigger an
alarm, whenever the measurement is over (high) or under (low) the
set point. If the checkbox is not filled, the threshold is disabled and
the alarm will not be triggered. The valid range for the Temperature

threshold setting is 5 to 65, and 5 to 95 for Humidity.

Calibration Offset

If the measurement value of a sensor doesn't, for whatever reason,
comply with the actual environment, the 'Calibration Offset' setting
can be configured to adjust the final value of the sensor. For example,
if a sensor reports 43% humidity for a 45% humidity environment, the
user can configure the humidity offset as 2% so the sensor can then

adjust its final value to 45%.

Alarm Type

If an alarm sensor (water leak, security, etc) is connected to the IP
Power Manager, the user can configure the alarm as 'Disabled’,
‘Normal Open', or 'Normal Close'. A 'Disabled' setting will mean the
alarm is inactive. 'Normal Open' and 'Normal Close' are used for a
two-wire detector that will emulate an open/close state. When the
wires are closed to 'loop-back’ (the signal for the sensor), the sensor
will detect the state as closed. The sensor will NOT activate the alarm
for 'Normal Close' in this case, although the alarm will be activated if

configured as 'Normal Open'.

EMD Status

The EMD can be configured as 'Disabled’ or 'Auto’. The setup should
be configured as 'Disabled' if an EMD is not attached to the port. The
EMD type will be auto detected by the IP Power Manager if
configured as 'Auto’ and if the EMD is plugged into the port.
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EMD Temperature Unit|Choose the displayed temperature unit to “Celsius” or “Fahrenheit”.

6.2.3 Alarm

This page allows user to modify the parameters associated with the environment events.

8-Port IP Power Manager

Tuwews Managnmmuiil
Hwrwirnnmini
Sun
Counfigpain Vi O Chithats

e Tempidature Owar High Se Peis FaTeCeCalCeCr TCa ol Ma ra

Tamporatuin Undei Low Setfaimt | T & T8 ¢ o F e C ¢ Ca Cu| T 2

Mty Gywr High St Point ITarTae e lrfreeF Feln| T a2

Syetnm Wity Undar Low Su1 Paist |[EaCa e ta e Or De Ca| E1 Da
Alarm.1 Active :r. FaCcFeCe My FCalCm| Ca (o}

Lo Alarm 2 Active FaCaCe e e Crer T Cul Fa Fa

6.3 System

6.3.1  Configuration

This page contains three groups, “Configure System”, “Administrator Name and Password”,
and “Control” group. Configuration of this page is allowed when the security level is

“Administrator”.

&-Port IP Fower Manager

Pewur Hanagamant Configuration of I Pewer Hanager

Emvitanmant

Sysiem Hame [PPowm Masagm B Powmr Sy,
Syslam Sysiem Cesdart rbr.hn.la Srppont o
Confiquration Sywtam Locatien |
ulti L SHBIP foead Cammunity ===
Date & Time SHHF Wyits Community | .......
Trap Receivers Histary Loy bsterval {Sac) =

WakeDnLAN Taigets

S Ve
Lmail Hatification 4

Lxiemal Links Adminkdrates boes Hame and Pasoword

Hetaark Mdminkssatar lhar Hama

Mdminktatar Pasowoid | -----
Logs

Confism Adeinitiator Pasowoid [Fe===
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Option

Description

Configure System

System Name

This field allows the user to set the value in System name that is

defined in MIB-II or to view the current setting. Size is 31 characters.

System Contact

This field allows the user to set the value in System manager (System
Contact) that is defined in MIB-II or to view the current setting. Size is

31 characters.

System Location

This field allows the user to set the value in System installation place
(System Location) that is defined in MIB-II or to view the current

setting. Size is 31 characters.

SNMP Read This field allows the user to set the read level community of SNMP or
Community to view the current setting. Size is 31 characters.
SNMP Write This field allows the user to set the write level community of SNMP or
Community to view the current setting. Size is 31 characters.

History Log Interval

This field allows the user to set the polling time (in seconds) of the
Input, Output and EMD (if connected) information. The readings will

be stored in the history log.

Administrator User Name and Password

Administrator User

Name

You may enter the administrator user name, and the default value is

“admin”. Size is 31 characters.

Administrator

Password

You may set the administrator password, and the default value is

“admin”. Size is 31 characters.

Confirm Administrator

Password

Confirm the password again, and the value should be the same as

“Administrator Password”. Size is 31 characters.

Control

Reset to Default

All of the configurations will reset to the default value.

Restart System

You may restart the system by click the button.

6.3.2 Multi-User

This page allows user to add or remove the IP Power Manager's multi-user list dynamically.

The maximum schedule

is 10.
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(P PLANET

Ewrwnd e

Power Managemenl

I vl it i

¢ System
Condiguraiion
Ehulti Usar

Dave & Time

Trap Recuivers
WakeOnLAH Targeis

Email Hodificatinm

Ewinrmal Links

Hetwork

8-Fort IP Fower Manager

Mule Ligar Canfiguratios ol 11" Powar Managar

ditor - Mie ft Internet Explorer

[T |

Option Description

Index This column provides a reference number for the existence user.
User Name The user name which is used to log in the IP Power Manager system.
Password

The password which is used to log in the IP Power Manager system.

Outlet Privilege

The security level for each outlet. There are two kinds of security

level, one is "Read/Write", and the other is "Read".

Modify

Clicking on the "Add New" or "Edit" button will pop up "Multi-User

Editor" window which could configure the setting of schedule. Clicking

on the "Delete" button will remove an existence user.
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6.3.3

Date & Time

This page provides the appropriate options below to enable the IP Power Manager date/time to

be changed in different methods. It will show the current date and time of the IP Power

Manager. This can be changed to synchronize with a computer, and enquiry from a time server

(NTP) or manually. For the system time, it should be counted automatically.

(P ELANET

*° Power Management

- Emvlronmnmt

Sic Bystem
Configuration
Pt Lbsaer
Daire & Time
Trap Raceivem
WakeDnLAN Targuts
Email Hotification
External Links

- Hetwoak

< Logs

Datn mnd Time of 1P Poaner Ban sger

IP Poweer Manager System Date (o'’ 1] 0

Cosliguers Dain amd Tima

&-Fort IP Fower Manager

IF Power Manager Systam Tima (fbommss)

™ Sul manually

Date {domm ) L
Time (s 1 1
= Symchranize with computer ime
Compaiar Datelma'ddyamy) 1] 0K
Compuinr Timefbicmss) ]
™ Symchoenion wilh NTP server
1P Address
Time Fonn [T ol =
[T Emable Daylight Saving Time
Set Vilne I

Option

Description

Current Date and Time

IP Power Manager

System Date

Current date of the IP Power Manager, format is dd/mm/yyyy.

IP Power Manager

System Time

Current time of the IP Power Manager, format is hh:mm:ss.

Configure Date and Time

Set Manually

User can set the date and time with the following format: dd/mm/yyyy

and hh:mm:ss.

Synchronize with

computer time

Select this option and click 'Set Value' to synchronize with the time

from the computer clock.

Synchronize with NTP

server

You must configure the NTP server IP and select the correct timezone
to activate this option. After being configured to synchronize with NTP,
the IP Power Manager will synchronize its time with the server
periodically. If Daylight Saving Time enabled, the time will be one hour

earlier than NTP server time.
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6.3.4  Trap Receivers

This page lists the parameters for SNMP trap receivers (For SNMP Network Management).

(P PLANET 8-Port IP Power Manager
Pawer Manageman SHMP TRAP Recebvers of I Power Manager
v oy
-o o St
Canfipiratiom - - = ! = -
Bbuls L 2 jna | [Fome =[Sl <]
ate & Timi | 3 F [Fo= = [Fmai o]
Trap Hocolwn I ; 4 FU:U:U’J III |N"" :Hl-.!au_.md ﬂl
WaheDnl A Taryets |5 jpoon I’ jhaces 5] demanceal ]|
LAl Notiication | B P-':'-':'.':' I" = jihl'm.mdﬂ
Eutnenal Links | 7 ja0a0 I [ | [ edvemanceal =]
Honwark | 8 "J-I'J-I‘J-l" I‘ [Hru.- ;H'H’:umu]ﬁl
Lnge
B Viloe
Option Description
Index The index number of the entry in the table.
NMS IP Address The IP Address in dotted format of the NMS station to which the trap
should be sent.
Community String The community string of the trap PDU to be sent. The maximum

length of the string is 19 characters.

Trap Type Types of the traps to be received. Set the type of the trap.
[None]: Traps are not be received.
[IP Power Manager Trap]: Traps are received base on IP Power

Manager MIB.

Severity Set the level of the trap to be received.

[Information]: All traps are received.

[Warning]: Trap that need to be noticed and are in dangerous is
received.

[Severe]: The significant traps such as the outlet voltage over

threshold are received.

Description Customer description string.
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6.3.6 WOL

IP Power Manager has support WOL function to wake your PCs up. This function can help your servers

work again after the power interruption.

P PLANET 8-Fort IF Fower Manager

Frrwier B s smand WakeOnLAM Targets

Emviranment
e s L
- Sy e

Caonfiguration

Multi.User Set Vilne

Diate & Time

T indu] MAC udrvss | Acton [ Outot Dufine[Descrptian] —Hodity |
WakeOnLAN Targets I 00=30c4FiL 1502233 [ Enable otleta FC1 E' Dicie
Emall Hodilicatinn

Exturnal Limks FAud Hew | Wike on LAN Test |

Marharnirk

Logs

a Wake On LAN Edit - Microsoft [nte = IElIiI

||m:c0;co;r:0:r:0m

==
K =

Description ||

Camel” Set Vahe |

Option Description
Repeating Times The times of WOL packet IP Power Manager will send.

Interval Timer (Sec) |[The interval between send next WOL packet.

Index The index number of the entry in the table.

MAC Address MAC address of the PC you would like to wake up.

Action You can select Enable or Disable this option.

Outlet Define Please select one of the outlet or keep the default setting.
Description Customer description string.

Modify You can press Edit to modify the MAC table or press Delete to delete

the MAC address table.

Wake On LAN Test You may press this button to make sure the data of MAC tables are

correct.
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6.3.7 Email Notification

This page is allowed when the security level is “Administrator”. There are two groups in this

page, one is “General Configuration” group and the other is “Email Receivers Tables”.

(B PLANET 8-Fort IP Power Manager

Povner Mamagemnnt Emall Nafification of IP Power Manager

e/
Eniranmant Gunisl Configuration

Mall Server T
S- Symhem User Aezmunl [
Canlpurtion User Passennd |"
Bbulnl Lihr Sender’s Email Address |
e & Timn OM% Aaddrne ﬁ'.'l".l.‘l
Tyny Rechivers Mail Daity States Roport A (i) [
WaheOnLAN Taryets
Emall Nitlfcoion
Ewtnrnal Links =
rk L
g g | [ =] [l 3]
P | [ ] [Feaneal =
i | e ﬂl?.—domumlﬂ
B [Fe= ] [ =]
| | | Hem ﬂlﬁwarm]ﬂ
*. | [teee ﬂ'ummnrmﬂ
i [ s =] [EFmiten =]
Set Vidne | S Tt
Option Description
General Configuration
Mail Server As Administrator, you may enter the IP Address or Hosthame of a

SMTP mail server that will be used to send email messages from the
IP Power Manager. If entering a Hostname, you are also required to
enter the DNS Address. If entering an IP Address, the DNS Address

field will automatically be populated with the IP Address you entered.

User Account As Administrator, you may enter the User Account of the mail server
that will be used by the IP Power Manager to login mail server to

forward mails.

User Password As Administrator, you may enter the User Password of User Account.
Sender's Email This field specify the content of the '‘From' field of the Email. If this
Address field left blank, the sender's address will be:

account@ip_address.

DNS Address As Administrator, you are required to enter the IP address of your
network DNS server if you entered a Hostname for the Mail Server.

Otherwise, this field will contain 0.0.0.0.

Mail Daily Status If you intend to have the IP Power Manager send a Daily Status report

Report At (hh:mm) to select email address (Mail Accounts), you need to enter the time of
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day in 24-hour format at which time you want the email sent.

Email Receivers Tables

Mail Account As Administrator, you may enter the email address of the individual

you wish to have the IP Power Manager send mail to.

Description As Administrator, you may enter a description for reference purposes

for each of the Mail Account you configure.

Mail Type As Administrator, you are allowed to select what type of email is sent
to a specific Mail Account. The choices are None, Events, Daily
Status, or Event/Status.

The default of None allows you to disable the sending of email to a
specific recipient.

Selecting Events specifies that the recipient should only receive short
event-related messages.

Selecting Daily Status specifies that the recipient should only receive
the Daily Status message that contains two file attachments
containing information logged by the IP Power Manager (in .csv
format suitable for viewing in Microsoft Excel). One attachment
contains the History Log contents (Logged IP Power Manager data)
and the other contains the Event Log contents (Logged Event text).
Selecting Events/Status specifies that the recipient should receive
an email message containing the event-related notification and the
two file attachments (as described above), each time an event

notification is sent.

Event Level As Administrator, you are allowed to select the severity level of
notification you wish to send to each Mail Account configured to be
sent Mail Type: Events or Events/Status. This filter is based on the
SNMP-based traps (events) and allows selection of Informational,

Warning or Severe. Refer to the MIB documentation included with the

adapter for more information.

6.3.8 External Links

This page describes the setting of External Links. Up to four links can be setup by this page,
each link can config to an external web page that user can easily connect to related web pages.

Such as another IP Power Manager or Technical Support homepage.
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Option Description
Screen Text This is the description of link name which will display on the menu
tree for user's reference.
Link Address This field defines the real name of web page to be connected, in URL
format.
Status There are two kinds of status, "Enabled", and "Disabled". If the setting
is "Enabled", the screen text will be shown on the main menu frame.

6.4 Network

6.4.1  Configuration

Configuration of this page is allowed when the security level is “Administrator”. If user reset
configurations to default, the configuration of "IP Address", "Gateway Address" and "Subnet

Mask" will also be kept.
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Option

Description

IP Address The IP address of IP Power Manager is dotted format. Default value
is "192.168.1.1", and size is 15 characters.
Gateway Address The IP address of the gateway is dotted format. Default value is

"0.0.0.0", and size is 15 characters.

Subnet Mask

The subnet mask of IP Power Manager is dotted format. Default value
is "255.255.255.0", and size is 15 characters.

DNS Address As Administrator, you are required to enter the IP address of your
network DNS server if you entered a Hostname for the Mail Server.
Otherwise, this field will contain 0.0.0.0.

6.4.2 Control

Configuration of this page is allowed when the security level is “Administrator”. It allows user to

change some network ports, and enabled or disabled the function of protocols.
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Option

Description

BootP / DHCP Status

This is the parameter enabling or disabling the Boot Protocol (BootP)
/ Dynamic Host Configuration Protocol (DHCP) process. These
protocols are used to obtain a dynamic IP address from a BootP /
DHCP server.

PING Echo

Enable/Disable the IP Power Manager to respond to Ping requests.

Network Upgrade

This is the parameter enabling or disabling the Trivial File Transfer

Protocol (TFTP) upgrade control. You can use the provided upgrade

utility on Windows via TFTP to upgrade the IP Power Manager




firmware.

Telnet Connection This is the parameter enabling or disabling the terminal to the server
application (Telnet) control process. (e.g. telnet 192.168.1.1). The
user may configure the Telnet protocol to use a port number other
than the standard Telnet port (23).

HTTP Support Enable/Disable the HTTP connection with the IP Power Manager.
The user may configure HTTP protocol to use a port number other
than standard HTTP port (80).

SNMP Support Enable/Disable the SNMP connection with the IP Power Manager.
The user may configure the SNMP protocol to use a port number other
than the standard SNMP port (161).

6.4.3 Access Control

Configuration of this page is allowed when the security level is “Administrator”. It prevents
unauthorized network access to the IP Power Manager. There are 2 kinds of type for "Access
Type", "Permitted”, and "Denied". It is need to set the first item for its "IP Address" to
"255.255.255.255" and "Access Type" to "Permitted" as default value in order to let user is

able to connect to the IP Power Manager.

&-Port IP Power Manager

Lo Power Managamant SHMPHTTP Access Control of IP Power Manager
e
T e
i 1 | B Prmaned =
o ':m'k - z T Dol =
ondfigueastion -
oot ' Bt =]
Access Cantral g W bl -
- s oo Dol =
- i gy [
7 0y Cered =
& Q0 Demoed =
SVt |
Option Description
Index The index number of the entry in the table.
IP Address The management station's IP address. "0.0.0.0" means entry not

configured. (e.g. An entry "192.168.7.255" means the client with the
IP address within the range from "192.168.7.0" to "192.168.7.255"




become the management station with the access type set by
Administrator. "255.255.255.255" grant the access right to all IP.

Access Type Available options are: Permitted and Denied.

6.5 Logs

This page gives a snap-shot of all the fundamental IP Power Manager parameters. The
Administrator can change consolidation interval by modifying the variable "History Log
Interval" in "Configuration of IP Power Manager" page. The existing values are overwritten
when the maximum number of entries (rows) has been reached. You can clear the log data in

"Clear & Save" menu.

6.5.1 History

You will see the history log list in this screen. You may select one of them to check the log

content. If an EMD is connected, it will also log the following information.
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Option Description

Date (dd/mm/yyyy)

This column show the date on which the recording was made.

Time (hh:mm:ss)

This gives the time in a 24-hour format when the values were

recorded.

Input Voltage

This shows the input voltage in Volts at the time of recording.

Input Current

This shows the input current in Amps at the time of recording.

Input Frequency

This shows the input voltage in Hz at the time of recording.

Total Output Current

This shows the total output current in Amps at the time of recording.

Output Current

This shows the output current of the 8 outlets in Amps at the time of

recording.

EMD Temperature

This shows the temperature in °C at the time of recording.

EMD Humidity

This shows the humidity in % at the time of recording.

6.5.2 Event

You will see the event log list in this screen. You may select one of them to check the log

content.
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Option Description
Date (dd/mml/yyyy) This column show the date on which the recording was made.
Time (hh:mm:ss) This gives the time in a 24-hour format when the values were
recorded.

Event Description

6.5.3 Clear and Save Log Data

This screen allows you to clear or save the log file.
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Option

Description

Clear Log Data

Please select which log you would like to delete and click “Clear”

button.

Save Log Data

You can click the diskette icon to save History or Event log into a file.
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Chapter 7 Utility

IP Power Manager has provided a utility for customer to set the IP address and upgrade. You

can find this utility in “Utility” folder of bundled CD.

Dewvice Info. |

— Device List

IP Address | kAL Addrezs | Werzion | Account | Fazzword | Card |
55763075 | D0t atectic [ 16T e[ [PPavertian,

SetIP | Browwse | Add | rodify | Eemwel Qiaccﬁxerl

~Image Information

Yersion Mo, I— Date Code I— File Size I— Ungrade |
File Name I Jpen
it |

Buttons Description

Device List This will show you all the IP Power manager in your network.

Set IP Assign an IP address to IP Power Manager.

Browse Open the configuration web page of selected IP Power Manager.

Add If the knowing IP Power Manager is not appear in the list, you can add this
device to the list manually.

Modify You may press this button to enter the default login user name and password
of your IP Power Manager. Before some operating of this utility, you will need
to enter the default login user name and password firstly.

Remove Remove IP Power Manager from the list.

Discover When your IP Power Manger is not in the list, you can press this button to
search.

Upgrade In default, this button will be gray. After press “Open” to locate the upgrade

firmware. Then you can press this button to upgrade your IP Power Manager
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with the located firmware.

Open

Press this button to locate the firmware.

Quit

Close utility.
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Appendix A Error Code

Error Code Description

EO1 Network link down

EO02 Parameters checksum error

EO3 Input voltage over threshold high (Volt)

EO4 Input voltage over threshold low (Volt)

EO5 Outlet A current over threshold (Amp)

EO6 Outlet B current over threshold (Amp)

EO7 Outlet C current over threshold (Amp)

EO8 Outlet D current over threshold (Amp)

E09 Outlet E current over threshold (Amp)

E10 Outlet F current over threshold (Amp)

E11 Outlet G current over threshold (Amp)

E12 Outlet H current over threshold (Amp)

E13 Input source abnormal (for 110V model)
El4 Input source abnormal (for 220/240V model)
E15 Input current sensor value abnormal

E16 Input source phase incorrect (see note below)
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Appendix B Specification

Model IPM-8001-US IPM-8002-EU IPM-8002-UK

LAN Port 10/100Mbps, RJ-45

Console port  |RJ-45 connector x 1

COM port 1; For UPS connection

Digital Output |2 pair

AC Input 110~125V, 15A, 50~60Hz [220V, 15A, 50~60Hz 240V, 13A, 50~60Hz

AC Output 110~125V, 15A, 50~60Hz [220V, 15A, 50~60Hz 240V, 13A, 50~60Hz

10A for each outlet or 10A for each outlet or

Load 15A for each outlet
total 15A total 13A
Inlet Connector |1 x IEC 320 C20
Outlet
8 x NEMA 5-15R 8 x IEC 320 C13
Connector

Management [Web Browser, SNMP software, Windows base utility, Telnet, Hyper

Tool Terminal (via console)

Dimension 436 x 270 x 44 mm (L x W x H)

Weight 3.8Kg

Model IPM-EMD

Input Relay Two digital inputs
Connection RJ-45 connector

Monitoring Temperate |0 ~ 80 degree C +1 degree C

Monitoring Humidity 10 ~90% * 3%
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Appendix C Glossary

Authentication

Authentication refers to the verification of a transmitted message's integrity.

DHCP

DHCP (Dynamic Host Configuration Protocol) software automatically assigns IP addresses to
client stations logging onto a TCP/IP network, which eliminates the need to manually assign
permanent IP addresses.

DNS

DNS stands for Domain Name System. DNS converts machine names to the IP addresses that
all machines on the net have. It translates from name to address and from address to name.
Domain Name

The domain name typically refers to an Internet site address.

Firmware

Firmware refers to memory chips that retain their content without electrical power (for example,
BIOS ROM). The router firmware stores settings made in the interface.

Gateway

Gateways are computers that convert protocols enabling different networks, applications, and
operating systems to exchange information.

Host Name

The name given to a computer or client station that acts as a source for information on the
network.

HTTP

HTTP (HyperText Transport Protocol) is the communications protocol used to connect to
servers on the World Wide Web. HTTP establishes a connection with a Web server and
transmits HTML pages to client browser (for example Windows IE). HTTP addresses all begin
with the prefix 'http://' prefix (for example, http://www.yahoo.com).

ICMP

ICMP (Internet Control Message Protocol) is a TCP/IP protocol used to send error and control
messages over the LAN (for example, it is used by the router to notify a message sender that
the destination node is not available).

P

IP (Internet Protocol) is the protocol in the TCP/IP communications protocol suite that contains
a network address and allows messages to be routed to a different network or subnet.
However, IP does not ensure delivery of a complete message—TCP provides the function of
ensuring delivery.

IP Address

The IP (Internet Protocol) address refers to the address of a computer attached to a TCP/IP
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network. Every client and server station must have a unique IP address. Clients are assigned
either a permanent address or have one dynamically assigned to them via DHCP. IP
addresses are written as four sets of numbers separated by periods (for example,
211.23.181.189).

LAN

LANSs (Local Area Networks) are networks that serve users within specific geographical areas,
such as in a company building. LANs are comprised of servers, workstations, a network
operating system, and communications links such as the router.

MAC Address

A MAC address is a unique serial number burned into hardware adapters, giving the adapter a
unigue identification.

(Network) Administrator

The network administrator is the person who manages the LAN within an organization. The
administrator's job includes ensuring network security, keeping software, hardware, and
firmware up-to-date, and keeping track of network activity.

NTP

NTP (Network Time Protocol) is used to synchronize the real-time clock in a computer. Internet
primary and secondary servers synchronize to Coordinated Universal Time (UTC).

Packet

A packet is a portion of data that is transmitted in network communications. Packets are also
sometimes called frames and datagrams. Packets contain not only data, but also the
destination IP address.

Ping

Ping (Packet Internet Groper) is a utility used to find out if a particular IP address is present
online, and is usually used by networks for debugging.

Port

Ports are the communications pathways in and out of computers and network devices (routers
and switches). Most PCs have serial and parallel ports, which are external sockets for
connecting devices such as printers, modems, and mice. All network adapters use ports to
connect to the LAN. Ports are typically numbered.

Protocol

A protocol is a rule that governs the communication of data.

Server

Servers are typically powerful and fast machines that store programs and data. The programs
and data are shared by client machines (workstations) on the network.

SMTP

SMTP (Simple Mail Transfer Protocol) is the standard Internet e-mail protocol. SMTP is a

TCP/IP protocol defining message format and includes a message transfer agent that stores
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and forwards mail.

SNMP

SNMP (Simple Network Management Protocol) is a widely used network monitoring and
control protocol. SNMP hardware or software components transmit network device activity
data to the workstation used to oversee the network.

Subnet Mask

Subnet Masks are used by IP protocol to direct messages into a specified network segment
(i.e., subnet). A subnet mask is stored in the client machine, server or router and is compared
with an incoming IP address to determine whether to accept or reject the packet.

TCP

(Transmission Control Protocol) is the transport protocol in TCP/IP that ensures messages
over the network are transmitted accurately and completely.

TCP/IP

TCP/IP (Transmission Control Protocol/Internet Protocol) is the main Internet communications
protocol. The TCP part ensures that data is completely sent and received at the other end.
Another part of the TCP/IP protocol set is UDP, which is used to send data when accuracy and
guaranteed packet delivery are not as important (for example, in realtime video and audio
transmission).

The IP component of TCP/IP provides data routability, meaning that data packets contain the
destination station and network addresses, enabling TCP/IP messages to be sent to multiple
networks within the LAN or in the WAN.

Telnet

Telnet is a terminal emulation protocol commonly used on the Internet and TCP- or IP-based
networks.

Telnet is used for connecting to remote devices and running programs. Telnet is an integral
component of the TCP/IP communications protocol.

UDP

(User Datagram Protocol) is a protocol within TCP/IP that is used to transport information
when accurate delivery isn't necessary (for example, real-time video and audio where packets
can be dumped as there is no time for retransmitting the data).

WAN

WAN (Wide Area Network) is a communications network that covers a wide geographic area
such as a country (contrasted with a LAN, which covers a small area such as a company
building).
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