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1. Installing and Configuring the Simple Initialize Program

The Simple Initialize program is a software program that allows you to register and initialize
or pre-initialize a large number of devices fast and smoothly. You can run this program from

TABLE OF CONTENTS any agent PC, and send initialization commands either through Internet connection from
your Control Base Server or by use of GSM modem directly from the agent computer.
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You will have the following configuration options to register devices and send initialization
commands:

e All details you entered will be sent to the Control Base server. The Control Base server
will create a new user account and password, and sends initialization command to the
device. You will receive account information instantly at your History Initialize record.
In addition, account details can be sent to the user’s email from the Control Base.
(Internet connection required)

e Use an own GSM modem to send initialization command to the device. All details you
have entered will be sent to the Control Base server per Internet. You will receive
account information instantly at your History Initialize record. In addition, account
details can be sent from your GSM modem to the user’s contact phone number per
SMS and per email from either your own email address or from the Control Base.
(Internet connection required)



e If you only wish to pre-initialize devices without creating user accounts at the Control
Base server, you can define Control Center No. Device ID and send other device
configurations to the device through own GSM modem.

If you use the Control Base server for sending initialization commands:

Open the IP/Port Settings manager from the application menu or toolbar.
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Enter the Control Base IP address into the Initialize Service IP field and Initialize
Service Port of the Control Base server (Service Port must be identical with GIS port).
Click Submit to implement the service. You will be required to restart the program in
order to bring the changes into effect.

If you use an own GSM modem for sending initialization commands:

The Simple Initialize program can use GSM modems from various manufacturers:
- Siemens TC 35 T (and up)
- Telit GM 862

For installation and operation of GSM modems or terminals please refer to instructions and
manuals provided by the manufacturers.

When you apply SIM cards to your GSM device please make sure that the SIM card can
operate without entering PIN and has unlimited SMS Data feature enabled (ask the GSM
service provider to do this) before you can use it in connection with the SMS Gateway.

Ask the GSM service provider for the SMSC number (SMS service center number).

Empty the SMS storage in the GSM SIM card using operational GSM phone (please refer
your GSM phone manual to do this).

Make sure that the GSM terminal with SIM card is powered on and connected to the serial
port of your PC server.

Open the GSM Modem Settings manager from the application menu or toolbar. =5
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e Select the COM Port where the modem is located and choose the proper
Baud Rate.

e Enter the PIN Code (if necessary) and SMS Service Center number of the
SIM operator into the Service Center field. Make sure to add + and country
code.

e Check if the modem is able to send in PDU mode (Siemens TC35 and higher)
or Text mode.

e Click Open Port and the Initialize button to start and register the
modem. The program will try to establish connection to the port
and initialize the modem for 10 times. If connection cannot be
established, the port will close automatically. If successful, the Modem
Monitoring Window will start displaying AT commands and confirm if
there is a connection established.




2. Initializing Devices with the Simple Initialize Program

Open the IP/Port Settings manager from the application menu or toolbar.
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To be able to receive and send data packages from GPS/ GPRS Tracking devices over
GPRS, all devices have to be configured with the IP address (or domain, if applicable)
and port number used for data exchange with the Control Base Server.

Enter the Default IP 1 address and Default Port 1 used for communication with the
devices. For direct connections, it is usually the same IP address and Listening Port
number as above. You may also enter a related domain or dynamic domain and ports
here.

If available, you may enter a backup IP address and port number to let GPS/ GPRS
Tracking devices connect in case the Default Port 1 gets too busy or blocked by too
many incoming requests. Enter the backup server information as Default IP 2 and
Default Port 2. If no backup IP and port are available, enter the same IP address and
Port number as in Default IP1. Click Accept to save Default IP configurations.

If you use the Control Base server for sending initialization commands:

Although only a valid SIM Number (and APN for GPRS connectivity) are required to setup a
new account and send the initialization command to a device, you will have the option to enter
more account details to be sent to the Control Base server, if you wish.

Open the Initialize window from the application menu or toolbar. i
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In the SIM Number * field, enter the GSM phone number of the SIM card used in the
GPS Tracking Device (required !)

In the Account* field, you may enter the account or user name required for login to the
Tracking Web Sites. If you do not define an account name, the Control Base server will
automatically create a new account and send those details back to your program.

In the User Name field, you may type the name of the owner or holder of the device.
This name will appear in all SMS location and alert messages sent to the Contact
persons (optional).

From the Unit Type* menu, select the device model you are using. This is required to
be able to send with the correct command protocol (required).

Speed Limit lets you define and setup a maximum speed limit (in km/h) for the GPS
Tracking device. If the device exceeds the speed limit, alarm messages will be sent to all
contact numbers (optional).

Select a language for SMS text messages sent from the device or Control Base Server
from the Language menu.



- In the Email field, you can enter the user e-mail for sending account login details and
login password retrieval (optional).

- From the Permission Level menu, select website access levels for this user.

o Select Basic level, if you want this user to only be able to access positions
through Google Earth program

o Select Advanced level, if you want this user to be able to access Trackweb and
Trackmobile features and manage group accounts

o Select Full level, if you allow this user full access to all websites and be able to
send commands to the unit.

- In the Address field, enter the address of the user (optional).

- In the APN* field, enter the Access Point Nod address required to use GPRS services
with the SIM card used in the GPS Tracking device (required for GPS/ GPRS
Tracking units)

- In the GPRS Dial field, enter the GPRS dial number to dial up to GPRS services with
the SIM card used in the GPS Tracking device (required in some cases)

- In the GPRS UID field, enter the GPRS user name or ID for GPRS, if required to
enable GPRS services with the SIM card used in the GPS Tracking device (required in
some cases)

- In the GPRS Password field, enter the dial-in password for GPRS, if required to
enable GPRS services with the SIM card used in the GPS Tracking device (required in
some cases)

- In the Contact #1 field, enter the phone number of the main contact person authorized
to interrogate the device for locations, send commands, receive SOS emergency calls
first and SMS alarm messages first-hand from the device (required to allow user
control).

- In the Contact #2 field, enter the phone number of the second contact person
authorized to interrogate the device for locations, send commands and receive SMS
alarm messages from the device (optional).

- In the Contact #3 field, enter the phone number of the third contact person authorized

to interrogate the device for locations, send commands and receive SMS alarm
messages from the device (optional).

Check Connect to server database to send new device information to the Control Base server
and create new user account.

Check [Initialize device from server, if you wish to let the Control Base server send the
initialization command to the device.
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Check Send information to Email, if you wish to send the returned user account and login
details to the user email (and email address has to be specified in the contact details to do
this).

Enter your email address and SMTP server used to send those details.

Click Submit to send information to the Control Base Server.

Shortly, you will receive new account details displayed in the History Initialize Record table.

If you use own GSM modem for sending initialization commands:

Although only a valid SIM Number (and APN for GPRS connectivity) are required to setup a
new account and send the initialization command to a device, you will have the option to enter
more account details to be sent to the Control Base server, if you wish.

Please note that you will only be able to send an initialization command to a device once. If
you want to add any additional user information changed at a later date, you will have to do
this either from Control Base server or through login to the user account from the Internet
Trackweb.

Open the Initialize window from the application menu or toolbar. H
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- In the SIM Number * field, enter the GSM phone number of the SIM card used in the
GPS Tracking Device (required !)

- In the Account* field, you may enter the account or user name required for login to the

Tracking Web Sites. If you do not define an account name, the Control Base server will
automatically create a new account and send those details back to your program.

11



- In the User Name field, you may type the name of the owner or holder of the device.
This name will appear in all SMS location and alert messages sent to the Contact
persons (optional).

- From the Unit Type* menu, select the device model you are using. This is required to
be able to send with the correct command protocol (required).

- Speed Limit lets you define and setup a maximum speed limit (in km/h) for the GPS
Tracking device. If the device exceeds the speed limit, alarm messages will be sent to all
contact numbers (optional).

- Select a language for SMS text messages sent from the device or Control Base Server
from the Language menu.

- In the Email field, you can enter the user e-mail for sending account login details and
login password retrieval (optional).

- From the Permission Level menu, select website access levels for this user.
- In the Address field, enter the address of the user (optional).

- In the APN* field, enter the Access Point Nod address required to use GPRS services
with the SIM card used in the GPS Tracking device (required for GPS/ GPRS
Tracking units)

- In the GPRS Dial field, enter the GPRS dial number to dial up to GPRS services with
the SIM card used in the GPS Tracking device (required in some cases)

- In the GPRS UID field, enter the GPRS user name or ID for GPRS, if required to
enable GPRS services with the SIM card used in the GPS Tracking device (required in
some cases)

- In the GPRS Password field, enter the dial-in password for GPRS, if required to
enable GPRS services with the SIM card used in the GPS Tracking device (required in
some cases)

- In the Contact #1 field, enter the phone number of the main contact person authorized
to interrogate the device for locations, send commands, receive SOS emergency calls
first and SMS alarm messages first-hand from the device (required to allow user
control). In addition, this number will be used to send account and login details if you
check option Send information to contact.

- In the Contact #2 field, enter the phone number of the second contact person
authorized to interrogate the device for locations, send commands and receive SMS
alarm messages from the device (optional).

- In the Contact #3 field, enter the phone number of the third contact person authorized
to interrogate the device for locations, send commands and receive SMS alarm

messages from the device (optional).

Check Connect to server database to send new device information to the Control Base server
and create new user account.
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Check Send information to contact, if you wish to send an additional text message with user
account and login details to the user number specified as Contact #1.

Check Send information to Email, if you wish to send the returned user account and login
details to the user email (and email address has to be specified in the contact details to do
this).

Enter your email address and SMTP server used to send those details.

Click Submit to send initialization command to the device and user information to the Control
Base Server.

Shortly, you will receive new account details displayed in the History Initialize Record table.

If you use own GSM modem for pre-initialization of devices:

Although only a valid SIM Number (and APN for GPRS connectivity) are required to setup a
new account and send the initialization command to a device, you will have the option to enter
more user details to be sent to the device.

Please note that if you enter an Control Center number different from the one you send the
initialization command, you will only be able to send this command to a device once. If you
want to reinitialize at a later date, you will have to do use the number specified as Control
Center number.

Open the Initialize window from the application menu or toolbar. i
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- In the SIM Number * field, enter the GSM phone number of the SIM card used in the
GPS Tracking Device (required !)

- From the Unit Type* menu, select the device model you are using. This is required to
be able to send with the correct command protocol (required).

- Speed Limit lets you define and setup a maximum speed limit (in km/h) for the GPS
Tracking device. If the device exceeds the speed limit, alarm messages will be sent to all
contact numbers (optional).

- In the APN* field, enter the Access Point Nod address required to use GPRS services
with the SIM card used in the GPS Tracking device (required for GPS/ GPRS
Tracking units)

- In the GPRS Dial field, enter the GPRS dial number to dial up to GPRS services with
the SIM card used in the GPS Tracking device (required in some cases)

- In the GPRS UID field, enter the GPRS user name or ID for GPRS, if required to
enable GPRS services with the SIM card used in the GPS Tracking device (required in
some cases)

- In the GPRS Password field, enter the dial-in password for GPRS, if required to
enable GPRS services with the SIM card used in the GPS Tracking device (required in
some cases)

- In the Contact #1 field, enter the phone number of the main contact person authorized
to interrogate the device for locations, send commands, receive SOS emergency calls
first and SMS alarm messages first-hand from the device (optional).

- In the Contact #2 field, enter the phone number of the second contact person
authorized to interrogate the device for locations, send commands and receive SMS
alarm messages from the device (optional).

- In the Contact #3 field, enter the phone number of the third contact person authorized
to interrogate the device for locations, send commands and receive SMS alarm
messages from the device (optional).

- From the Permission Level menu, select website access levels for this user (if
applicable).

Enter the GSM number assigned at the Control Center into the Control Center NO field.
Please note that only this number will be able to send commands to the device after pre-
initialization.

Enter a Device ID for communication with Control Center. Make sure that every device you

initialize has a unique device ID. Before you initialize, check the Control Base software for
existing device IDs.

Click Submit to send initialization command to the device.
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3. Using the Simple Initialize Program

Whenever you register and initialize a device through the Control Base server, the server will
automatically create a new account and login password and update this information to your
History Initialize Record. If you have entered an own account name in the user information,
the Control Base server will search its own database if such an account name already exists.
In such case, you will receive a notice and chance to enter another account name choice.

If you enter no account name, the Control Base will either use the device SIM number for
account name and password, or randomly create account and password.

Users will be able to change their passwords afterwards, through login to User section of the
online Trackweb, but not their account name.

When you register a device with the Control Base server, but use your own GSM modem to
send the initialize commands, your SMS Record will be updated accordingly, including date
time, sender/ recipient and complete message text (SMS body). Depending on device model,
one initialization can consist of one or two SMS.

In addition you will receive new account and password details from the Control Base,
displayed in the History Initialize Record.

If you are using your own GSM modem to pre-initialize a device without registering to a
Control Base server, the SMS Record and Initialize History Record are updated accordingly,
but no Account name and Password will be available.

& Simple Initialize

SIM Number
20061026 1901 81705553001 81705553001 81705553001
20061026 18:59 81705553000 81705553000 +81705553000
2006-1026 1858 81705552009 8170555299 481705552000

SMS Record [- [B]x
Time FromTo SMS Body

2006-1026 19:01  +18170055551/ +181705550001 9425900213INO, 99% INTERNET,, 0003,61.220.226.136,84,100,61.220.226.136,84,

20061026 1900 +18170055551/ +181705553001

2006-10-26 18:59 +18170055551/ +181705553000 %25900213INO, *99#,INTERNET,,,0002,61.220.226.136,84,100,61.220.226 136,84,
20061026 1850 +18170055651/ +181705553000

20061026 1858 +18170085651/ +181705852999 9£25900213INO, 99, INTERNET,, 0001,61.220.226.136,84,100,61.220.226 136,84,
20061026 1857 +18170055551/ +181705552999
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