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Article 1456B is a multi-apartment gateway that:

* can serve up to 200 apartments, with a maximum of 15 slave devices per apartment;

e can answer calls from a external unit via a virtual door entry monitor App for smart phone/tablet or using a normal GSM or landline telephone;
e incorporates the SIP protocol to enable telephone calls via SIP server or via virtual lines purchased from a SIP services provider;

e allows up to 4 simultaneous audio/video calls;

* can be configured remotely from a web page.

Description of Art.1456B

n 50L0 CON CAVO ROSSO COMELIT 2671000500
ONLY WITH COMELIT RED CABLE 2E7T000500

| Art.1456B

o

. Ethernet port for ViP system riser input (default addressing: Autoip).

. Dip switches for the procedures "Reboot with predetermined network settings" on page 19 and "Restoring factory settings" on page 20.

. Power supply input via Art. 1441, Art. 1441B.

. CV1 and CV2 for setting port A2.

. CV3 and CV4 for setting port A3.

. A4 non POE Ethernet port for PC or router connection (default: Static IP address 192.168.1.200, netmask 255.255.255.0).

. A3 non POE settable Ethernet port POE (default: Static IP address 192.168.1.200, netmask 255.255.255.0). Set the port as POE if you want
to connect devices that require a power supply (door entry monitors, for example).

8. A2 non POE settable Ethernet port POE (default: Static IP address 192.168.1.200, netmask 255.255.255.0). Set the port as POE if you want

to connect devices that require a power supply (door entry monitors, for example).
9. A1 Ethernet port POE (default: Static IP address 192.168.1.200, netmask 255.255.255.0).

N o O~ ON =

CV1l Cv2 CcV3 cva
POE POE o
A al= - s, *Only connect to the router
= A-Em .* or PC using the red Comelit
DO NOT USE DO NOT USE " cable 2E7T000500
STANDARD STANDARD
ETHERNET* ETHERNET*
CV1 Cv2 CV3 Ccv4a
NON POE NON POE
= T
STANDARD STANDARD
ETHERNET ETHERNET
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Configuration of Art.1456B

v/ This operation requires a PC loaded with the software ViP Manager version 2.3.0 or later (downloadable from the website www.

comelitgroup.com).
v/ An active internet connection is also required.

1) Connection

» Article1456B has 2 network interfaces, A and B, labelled for easy identification, which can be configured separately to meet different system
requirements. Depending on the type of system, connect the devices as shown in the following figures:

VIP NETWORK + INTERNET CONNECTION NETWORK SYSTEM WITH SINGLE NETWORK

ViP SYSTEM
_I Art.1441
Art.1441B
- N - ~
(000000 | oo [ U000000 | 0o
@)
ogoouoooooooooooo OO00o000 0000 ooooOoo
4 +T-11 | 4 AT
B | C€ ||| INTERFACEB B | CE lomm
Art.1456B IP ADDRESS AUTOIP Art.1456B -
N o — it |
A INTERFACE A e INTERFACE A
v R mims || A w STATIC IP ADDRESS v NS IS w  STATIC IP ADDRESS
nonoonoononnooo 192.168.1.200 (default) Nonononononoooon 192.168.1.200 (default)
O O O O O O O O
|AAAAAARAAARARAARARARAR] |AAAARAAAAARARARAAARAR]
L | | | I OJ L : I : : : I C)J
ﬁ ViP SYSTEM E
ROUTER ROUTER
with active with active
internet connection internet connection
Installer PC Installer PC
with ViP Manager with ViP Manager
version 2.3.0 and higher version 2.3.0 and higher
n Take particular care with regard to the network All system devices form part of a single network, so it it is
interface settings and do not configure interfaces A only necessary to configure interface A.
and B with the same addresses or similar parameters: In this case, DO NOT alter the configuration of interface B.
each IP address must be unequivocal, the addresses
of the interfaces A and B must not belong to the same
subnet.

< BACK I3



2) ViP Manager addressing

K Comelit

CASE 1

default address of the device (192.168.1.200) belonging to the
same router network (e.g.: 192.168.1.1)

A ONLY WITH COELIT RED CABLE 2E7T000500
ONLY WITH COMELI RED CABLE 2E7T000500

SETTAGLE POE NON POE

STATIC IP ADDRESS
192.168.1.200 (default)

1 INTERFACE A

192.168.1.X

ROUTER
192.168.1.1

Installer PC

CASE 2

default address of the device (192.168.1.200) NOT belonging
to the same router network (e.g.: 192.168.0.1)

A | ONLY WITH COMELIT RED CABLE 2E7T000500
ONLY WITH COVELI RED CABLE 2EVTOD0S00

e SErTRERE T
Al | A

1 INTERFACE A

STATIC IP ADDRESS
192.168.1.200 (default)

192.168.0.X

ROUTER
192.168.0.1

Installer PC

interface A must be assigned

a new Static IP address belonging to the same
network as the devices connected to interface A

A

OBSERVE THE FOLLOWING PROCEDURE IN CASE 1

‘2’ PERFORM A DHCP SYSTEM SCAN AND ASSIGN A VIP ADDRESS
© Follow the procedure below to perform a system scan in DHCP, to locate all the devices connected to interfaces A and B:
e an IP address will be automatically assigned to the devices in addressing mode Autoip (connected to interface B);
e an IP address will be automatically assigned to the devices in addressing mode DHCP (connected to interface B), if the system
is connected to a server with the DHCP function active;
e devices with Static IP address will be identified only if they have a network address that is compatible with that of interface A.
1. From Options [a] / Local connections [b] tick DHCP Enable [c] and confirm [d].
i
BEIwWAEEFGa = Device List ’:J @ @ £ =y - ,\ B Output Window E
& synoptic - o W Fiter Window
2w, 00RO | miEE Lufal Scan System SE:\SEE(;‘ve Read Barcode e Options
Name Device type ViP address IP address
Il Device List
Options x
General .
Local Connections
b Lo
During the system scan... et : Name: inpiants UTCE
AN IP COMPATIBLE Network interface: Intel(R) PRO/Wireless 2200BG Netw ~ Refresh
WITH THE SYSTEM i =
WILL BE ASSIGNED .
TO THE PC IP address:
E.G.192.168.1.30 Subnet mask:
SYSTEM
SCAN Default gateway:
IN DHCP ndd T
Felp Cancel
Installer PC
< BACK



CASE 1
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2. Launch the system scan by pressing Scan System [e].

» all the devices connected to the system will be displayed in the device list.

page [i] to save the current settings.

3. Select device 1456 B [f], select Addressing/ViP address [g], assign an unequivocal ViP address to the device [h] and press Write

& ViP Manager [Local, Online]
Home

BIwALEFawa
Ew /s B0

Name Device type

= Device List

&2 Synoptic

= | 1] Device Groups

ViP address

L @

Local JScan Systes

IP address

Device List
14568
W 14566 Third-party module 00123459

W uTcE Planux H264 00000028
W utce Switchboard 00001003
W Ut Smart H264 00000006
[ [l iKall { 316 H264 00000103

192.168.1.
192.168.1,
192.168.1.
192.168.1,
192.168.1,

65
54
64

55

- & X
&
3 ~ p & B Output Window ¢
’ ~ | o W Filter Window
ctive Dowrload Restart Group Addlicense | Configure  Send Message Options
Frmware device Devices Messages [E=] Navigation Tree
1456B
Information <K
] ViP address
Addressing ViP address 1111112 h | ]
IP address
g
Description
Main Settings

Page Help Reset Viirit= page I [¥ad page

n In the case of a system with 2 1456B devices, it will be necessary to assign to interface A of one of the two devices
a new Static IP address (as described in "case 2"), as each device must have a unequivocal IP address.

OBSERVE THE FOLLOWING PROCEDURE IN CASE 2

CASE 2

< BACK

ASSIGN TO INTERFACE “A” A NEW Static IP address

The following procedure describes how to assign network settings to the device1456B that are compatible with those of the devices

connected to interface A.
1. Open the software ViP Manager version 2.3.0 or later (downloadable from the website www.comelitgroup.com).

2. From Options [a] / Local connections [b] untick the DHCP enable box and assign an IP address to your PC [c] (in the

example: 192.168.1.2)* that belongs to the same network as the IP address of interface A (default=192.168.1.200) and confirm

[d].

*the last value must be within the range of 2 to 253 excluding: 200 (assigned to the gateway Art. 1456B) and the values
already assigned to other devices connected to the network.

[
Home:

BIWwALEF%a
2w /S0 8B 0

Mame Device type

@ [l Device List

= Device List

6%& Synoptic

* | 17! pevice Groups

VP address

Options

General

Local Connections

:?:Zﬁ: %EB Mame: Impianto UTCE ASSign to the PC an
Langusge L4 IP address that is
Metwork interface: Intel(R) PRO/Wireless 2200BG Netw ~ Refresh COmpaﬁble With the

> ~ = r o~ = P M Cutput Window Q
Qe @ @\ - Rs Z\k\ Y et window | 8
ptions

local  ScanSystem Selective Download Restart Group Addlicense | Comfigure  Send Message
- Scan

1P address

Firmware device Devices Messages [&:] Mavigation Tree

DHCP enable: =] / network of the 1456B
c s (e.g.: 192.168.1.2) so that

1P add i .
e the two devices are able
Subret mask: 255.255.255.0 to communicate

Default gateway:

Add Remove

telp d ==




CASE 2
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3. Launch the system scan by pressing Scan System [e]
» the 1456B will appear in the device list [f]

K Comelit

4. In Addressing/ IP address [g] assign device 1456B a Static IP address [h] and a IP netmask [i] compatible with the system
for example IP: 192.168.0.5, netmask: 255.255.255.0 (warning: the IP address must not already be in use).

5. Enable "Use default gateway" [I] ONLY for the interface connected to the router (interface A by default)
6. Set the gateway address[m] , for example 192.168.0.1 press Write page [n] to save the current settings.

® ViP Manager [Local, Online]
Home

Name Device type ViP address IP address

14568

Information

B Device List

f FHE

11111112 192.168.1.200

Addressing

[ Podics N

ViP address

Description

Main Settings

Assign to device 1456
network settings that
are compatible with
those of the devices
connected to interface
A so that they can
communicate.

5 Fe—ry
i Device List ~ B Cutput Window
- = »
Bl w"AGEFSw e Qe | p %\ J
— &2 Synoptic W Fiter Window
2w Ao B0 5 = Local ctive Download Restart Group Addlicense | Configure  Send Message Optians
7| {| Device Groups - Scan  Firmware device Devices Messages [&2] Navigation Tree

A Network Interface (4 ports)

1P address mode Static
1P address 192.168.1.200
IP netmask 255.255.255.0
Use default gatenay 3

Gateway address 192.168.1.1

etwork Interface (1 port)
1P address mode Autoip
1P address 169.254.129.108
TP netmask 255.255.0.0

Use default gatenay False

Interface Remapping

Physical ViP interface Interface A
DNS servers

Primary DNS 8.8.8.8
Secondary DNS 8.8.44

Page Help

[z55 . 255\ 0o . o |

Enable "Use default
gateway" ONLY for the
interface connected to
the router (interface A
by default)

B L B i o4

| § Wad page

» device 14568 will now be in the same network as the router (192.168.0.X)

A ONLY WITH COMELIT RED CABLE 2E7T000500
ONLY WITH COMELIT RED GABLE 2€7T000500

FIED POE ‘ SETTABLE POE

INTERFACE A

STATIC IP ADDRESS
192,168.0.5

ROUTER
192.168.0.1

Installer PC

A

192.168.0.X

In the cases of "ViP Network + Internet connection network" systems, take particular care with regard to the
network interface settings and do not configure interfaces A and B with the same addresses or similar parameters:

each IP address must be unequivocal, the addresses of the interfaces A and B must not belong to the same subnet.
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PERFORM A DHCP SYSTEM SCAN AND ASSIGN A VIP ADDRESS

Follow the procedure below to perform a system scan in DHCP, to locate all the devices connected to interfaces A and B:
® an IP address will be automatically assigned to the devices in addressing mode Autoip (connected to interface B);
® an IP address will be automatically assigned to the devices in addressing mode DHCP (connected to interface A), if the system

is connected to a server with the DHCP function active;
e devices with a static address will be identified only if they have a network address that is compatible with that of interface A.

1. From Options [a] / Local connections [b] tick DHCP Enable [c] and confirm [d].

i - & X
Home *

2= Device List » - F ~ = 3 M Output Window
b % & ‘ @ > i
Biwn .- o, Synaptic aleo @ - 5 \k\ W Fiter Window
Options

A0S | Local  ScanSystem  Selective Read Barcode
2 = id ™| [ Device Groups - Scan [E:] Mavigation Tree

Name Device type ViP address TP address
[ Devics List

Options x

General
Navigation Tree
[lLocal Connections

Remote Connectons

Local Connections

= A | e —
During the system scan... - Network interface: Intel(R) PRO/Wireless 22008G Netw + Refresh

AN IP COMPATIBLE Ll 2 C |
WITH THE SYSTEM P addrese:
WILL BE ASSIGNED S
TO THE PC i
E.G. 192.168.0.30 Defauit gatenay:

SYSTEM i

SCAN
IN DHCP

vl =

Installer PC

2. Launch the system scan by pressing Scan System [e].
» all the devices connected to the system will be displayed in the device list.

3. Select the device 1456 B [f], select Addressing/ViP address [g], assign an unequivocal ViP address to the device [h] and press
Write page [i] to save the current settings.

& ViP Manager [Local, Online] - & x
Home ™)

BEwWAEEFSaa E:::‘:::St &\3 e @ $ e Z‘—': P Xéh =) B Cutput Window O

55 W Filter Window
2w A0 M Local |ScanSystem§ Gelective Download Restart Group  Addlicense | Configure  Send Message

o B Options
* | [l Device Groups Scan  Firmware device  Devicss Messages Navigation Tree
Name Device type ViP address 1P address 14568
Device List
Information .
N | ViP address
1456G Third-party module 00123459 192.168.0.65 .
e s b
W uTcE Planux H264 00000028 192.168.0.54 5 ViP address 11111112 LLIL1112 h
W uTCE Switchboard 00001003 192.168.0.64 1P address
W UTCE SmartH264 00000006 192.168.0.56 g
W UTCE iKall / 316 H264 00000103 192.168.0.55
Description
Main Settings

Page Help Reset Write page [ MRad page

< BACK 7
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3) Licence activation:

Activation of the licenses for each apartment allows the users of that residential unit to use the special functions provided by the device 1456B
(see page 9 for further information about licenses):

e remotely answer an audio/video call from an external unit using a smartphone or tablet (master and slave license);

* answer an audio call from a GSM or landline telephone (all licenses);

e perform an audio telephone backup of an unreachable device (master and slave license);

* the possibility to dispense with a master internal unit (master license).

+/ An active internet connection is required to complete the license activation procedure.
Vv A license is needed for each apartment that wishes to make use of the functions described above.

1. Select device 1456B [a].
2. Press Add license [b].
3. Press Add license file/s [c].
4. Look for license files with the extension .viplcs [d] on the USB storage device (if supplied at time of purchase) or from the folder where
it was saved when purchased and confirm by pressing Open [e].
» a new line with the newly installed licenses will appear in the license activation wizard window.
. Repeat steps 3 and 4 to install other licences.
. Press Next [f],
. enter a valid email address, press Next and confirm.

& -
Home 0

= - _ ra—
i= Device List f { ~ B Output Window
BEWALE & L @ @ &£ 21\ F
- &% Synoptic . o= Y Filter Window
Ew A0 M Local ScanSystem Selective Download Restart Group JAdd licensell @ Bhfigure  Send Message Options
- Scan  Firmware device Devices lessages Navigation Tree

N O o

* | 1] pevice Groups

Name Device type ViP address 1P address 14563
vice List )
14568 112 || 14568
1456G Third-party module 00123459 192.168.1.65 Addressin IP address: 192.168.1.200
W uTtce Planux H264 00000028 192.168.1.54 9 ViP address: 11111112
W uTcE Switchboard 00001003 192.168.1.64 Description )
W uTcE Smart H264 00000006 192.168.1.56
W UTce ikall / 316 H264 00000103 192.168.1.55 Main Setting - 0o
License activation
Open Select license file(s)
Search | < COMELIT (£ ¥ O m-
— License code Slave Master Telephone
A Devics licenses: x
i 2} 201505 19_153450_ihrbgsfrheldhohbeqsikeke Ls.viples i Joenses
e 120150519 _153446_rtk12R175ucb7p 1cbggk7dhh 71 viples
documents 20150519_153435_Sf78dv mbc leS5tv 130d6 1sjka. viplcs
ﬁa o] 20150519_153428_rbhrdu 1v42vnggbSofdgkijis4. viplcs
?[ - = bhrdi bsofdgki i
Desktop
=) 10 11 10
Dx its.
ocumen you can select more than « [ i Ia
one file at a time
resources
‘g Filename: [ v [open
Natwork resources. File type: [Vip lcense - viplcs) | [ cancel —
rea

%, Clear €JErmors A\ Wamings @ Messages & Show Last
Time Description
& | 15/08/2015 11.01.52 | Scan completed. Found O device(s).
© |15/05/201511.02.20  Start scan.
& | 15/05/2015 11.02.21 | Scan completed. Found 0 device(s).
& |15/08/201511.02.35  Startscan.

» In main settings/Licenses [g] you can view all the licenses installed[h].

& ViP Manager [Local, Online] - x
Home &

= Device List i o ~ = B Output Window
BEWAGE LS £ @ @ & 2 =
- &%, Synoptic - == W Filter Window
g o000 o | g Local ScanSystem  Selective Download Restart Group Addlicense | Configure  Send Message Options
*| [E] Device Groups | - Scan  Firmware  device  Devices Messages Navigation Tres
Name Device type VP address TP address 14568
@ [l Device List

# 4568 Information Licenses

W 14566 Third-party module 00123459 192.168.1.65 Akressing Save P e Reeged

W uTcE Planux H254 00000028 192.168.1.54 oy 5 - o ves

W utce Switchboard 00001003 192.168.1.64 Description 5 7 6 5

W utce Smart H254 00000006 192.168.1.56 2 s

W uTce iKall / 316 H264 00000103 192.168.1.55 Main Settings 3 0 0 10 fes

4 ] 1 0 Yes

Apartments
App connection settings
DyrDNS
Message server
SIF phone lines
SIP settings
User

< BACK
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LICENSES AVAILABLE FOR PURCHASE

EXAMPLE APARTMENT WITH MASTER LICENSE:

AUDIO TELEPHONE BACKUP
VIP *
NO APP
VES ]
APP ACTIVE AND
INTERNET NETWORK DATA )))
AVAlLABLE7 K Comelit ~

SIP PROVIDER

* it is possible to add ViP internal units in Slave mode

EXAMPLE APARTMENT WITH SLAVE LICENSE:

AUDIO TELEPHONE BACKUP

vp*
Sli=s

9 NO asM PSTN

—
— e YES ‘>))

NETWORK DATA
AVAILABLE? e

SIP PROVIDER

* it is possible to add ViP internal units in Slave mode

VP * 77’1

EXAMPLE APARTMENT WITH TELEPHONE LICENSE:

SLAVE DOOR ENTRY MONITOR
(OPTIONAL)

SIP PROVIDER

* it is possible to add ViP internal units in Slave mode

< BACK



4) DynDNS configuration for remote connection
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The DynDNS address (Dynamic DNS) allows a DNS name to be permanently associated with the IP address of the same host, even if that

address subsequently changes.

A DynDNS must be registered in order to make the 1456B accessible from a remote web page and to allow operation of the Comelit ViP

remote application.

+/ An active internet connection is required to complete the license activation procedure.

A ON =

Select article 1456B and select Main Settings/DynDNS [a].
. Select ComelitDNS [b] in order to use the free ComelitDNS service .
Press Register CDNS [c] to register a ComelitDNS hostname.
Complete the registration panel (NB: make a note of the data entered or copy and paste them directly into the configuration page) and

press ¥ to complete the registration.

(3}

6. Press Write page [e] to confirm the current settings.

. Enter the "hostname", "user name" and "password" in the "DynDNS settings" screen of the ViP Manager software [d].

& ViP Manager [Local, Online] -5 x
Home 0
i— Device List i i ~ T B Output Window
BIWwAGE%a L @ @ & 2] B4
£, Synoptic - oo ¥ Fiter Window
Ew A Ao i d o & Local ScanSystem Selectve Downlosd Restart Group Addlicense | Configure Send Message Options
- | [El pevice Groups | - can  Firmnare  device Devices Messages | Navigation Tree
Name Device type ViP address IP address 14568
@ [l Device List
z Information 5
s s A 232:108. 120 DynDNS settings
B 14566 Third-party module 00123459 192.168.1.65 T
W uTce Planux H264 00000028 192.168.1.54 ressing DynDNS provider Comelit DNS
W uTceE Switchboard 00001003 192.168.1.64 Description o SpssgaiA Inome_host4.comelitdns.com
B UTCcE Smart H264 00000006 192.168.1.56 e
UTCE iKall / 316 H264 00000103 192.168.1.55 lain Settings —mcomelit.it
. il / PMain Setts Username |
Apartments Passiord
App connection P
a DDNS code 002529056035
= I
E77SEH60DRTTESD
N W PR sEmeT
Comelit DNS vEesu-e o
write the complete host
name, for example:
nome_host3.comelitdns.com
Product registration

If you have already registered, enter your email address and account password

Hostname
Email address
Password

Confirm password

[ I have read the service terms and conditions

nome_host

< BACK

.comelitdns.com

Comelit DNS registration form

Register CONS) | Write page |  Read page
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5) Port Forwarding setting for remote connection

Port forwarding is the operation that allows the transfer of data from one device to another via a specific communication port. This procedure
enables an external user (mobile phone) to access a device on a local network (1456B).

The procedure for opening router ports for the article 1456B is required in order to allow remote access to the system via a web page (port
TCP 8080) and via an App (port TCP 64100*, port UDP 64100%).

* For some internet service providers, port 64100 is not available. In this case, try changing the address of the port with one of
the following: 25, 80, 110, 143 or call your internet service provider.

v/ With the PC still connected by Ethernet cable to article 1456B (see page 3).
1. Access the browser and enter the IP address of the router in the navigation bar, for example: 192.168.1.1

800
4> |+ Onhup//192.198.1.1

2. Log in by entering the username and password (these can be found in the router user manual).

A The port configuration method may differ according to the brand and type of router used

3. Look for the sections "Port Opening" or "Apps and games" or "Port Forwarding" (if not displayed on the main menu, search for them in
Advanced settings) and add the ports you wish to configure.
4. Fill in the configuration panel (see example in the figure below):
. Enter a name.
. Select the desired protocol (for example: TCP for the port 8080, TCP/UDP for the port 64100).
. For the external port, enter the desired value (e.g. 8080 / 64100); enter the same value in the Starting and Ending fields to open a single port.
. For the internal port, enter the desired value (8080 / 64100); enter the same value in Starting and Ending fields to open a single port.
. Enter the IP address of the ViP gateway, for example (default= 192.168.1.200).
Confirm.

- 0 Q0 0 T QO

5. Repeat the procedure for each port you wish to open.

Ports - Custom Services

Service Name Intercall remote ViP

Service Type |.TCP..-fLIDP =

External Starting Port (64100 |(1~65535)

External Ending Port (64100 |{1~65535)

# Use the same port range for Internal port

Internal Starting Port 64100 (1~65535)

Internal Ending Port 64100

Internal IP address [192 |.[168 |.[1 1. (200

< BACK |11



6) SIP settings configuration
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The SIP settings configuration procedure is only to be used when you wish to channel a door entry phone communication to a SIP digital

telephone line (PSTN/GSM).

It is possible to purchase up to 15 SIP phone lines to be shared between all the apartments. Each phone line is a communication channel:
when a call is received from an external unit to landline or mobile phone, the first available SIP line is used.

A

. Select the device 1456B and select Main Settings/SIP settings [a].
. Enter the IP address of the SIP service provider (for example: sip.messagenet.it) and the UDP port of the server supplied by the service

3.

< BACK

screen (see page. 13).

provider (for example: 5061) [b].

Leave the parameter "Codec preference" [c] ( for audio encoding/decoding) on the default setting: PCMA/PCMU.
A US users only, select the codec PCMU.

. Press Write page [d] to save the current settings.

EET

v/ Purchase the desired number of SIP phone lines (max 15) from a SIP services provider: each phone line is a valid account
on the SIP server used to make telephone calls; the user settings and password are to be entered in the “SIP settings”

& ViP Manager [Local, Online]
Home

BEIWwALEFLa
2 o B0

Mame Device type

(@ [l Device List
W 13566
W 1455G
W uTCE
W uTCE
W UTCE
W UTCE

Third-party module
Planux H254
Switchboard
Smart H264

iKall [ 316 H264

i Device List

&% Synoptic

*| 12 pevice Groups

VIP address

00123459
00000028
00001003
00000006
00000103

2 @ @ & <)

local ScanSystem Selectve Download Restart Group Addlicense | Configure  Send Message
- Fimaare  device  Devices

IP address

192.168.1 65

Scan

o

14568

Information
Addressing
Description
Main Settings

Apartments

App connection settings
DynDNS

Licenses

Message server

Users

| A& =

Messages

SIP settings

SIP Server IP/Hostname
SIP Server port

DTMF open relay 1
DTMF open relay 2
DTMF open relay 3

Codec preference

SIP phone lines
SIP settins a

Page Help

B Output Window
W Filter Window
Navigation Tree

Options

5061 m

010 #

020

030

l PCMA PCMU

|pcma Povu

| d e

# DTMF open relay 1/2/3: sequence of keys to press (minimum 3, maximum 6) to send a command to activate the relay from a
telephone (the default values can be changed)
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7) SIP phone lines configuration

Access to SIP phone lines is controlled by the username and password supplied by the SIP services provider at the time of purchase. Some

providers also provide a User ID (which can be variously designated "User authentication", "user auth" or "user ID". The procedure for phone
lines configuration is described below.

1. Select the device 1456B and select Main Settings/SIP phone lines [a].
2. For each SIP phone line purchased, enter the respective username and password [b].

3. For each SIP phone line purchased, enter the user ID [c] only if this has been provided by the SIP services provider, otherwise leave
the field blank.

4. Press Write page [d] to save the current settings.

% ViP Manager [Local, Online] & x
Home Q)
= Device List 'S i ) ) ~ 0 p B Output Window Q
+ &2 & o
& F '\1 ? Sl &2, Synoptic il @ ﬁ # ) & W Filter Window
X Ao e §d *| 12} Deviee Groups Luvca\ Scan System sii;nnve Eﬁﬂgf Fﬁ,ﬂt DGEr\jggs Add license ::Au;gg:: Send Message G Options
Name Device type ViP address IP address 14568
@ i Device List
W 14568 Information
W 14566 Third-party module 00123459 192.168.1.65 Addressing
W UTCE Planux H264 00000028 192.168.1.54 »
W uTcE Switchboard 00001003 192.168.1.64 Description
W uTCE Smart H264 00000006 192.168.1.56 =
W uTCE iKall f 316 H264 00000103 192.168.1.55 Main Settings 3
Apartments s
App connection settings 5
DynDNS 6
Licenses 7
Message server 8
—Lm a B
SIP setongs u If the username, the password and the user
L i ID supplied by the SIP services provider are
12 valid for more than one SIP phone line, re-
13 enter the username, password and user ID in
1 the subsequent rows for all the phone lines
= purchased.
For example: if 5 SIP phone lines have been
purchased for which you have 1 username,
1 password and 1 user ID, enter the same
credentials in each of the first 5 rows.
Page Help d &=

A maximum of 15 SIP phone lines may be enabled.

The phone lines are shared between all the users of the system connected to the device 1456B and are managed on a
"first come, first served" basis.
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8) Apartments configuration
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In the apartments configuration screen, each apartment can be assigned a license, a ViP address (unequivocal) and a description to allow

easy identification of the apartment and the user.

v/ An apartment can be enabled for each available license.
1. Select device 1456B and select Main Settings/DynDNS [a].

2. Configure the individual apartments (max 200) [b]:

¢ Enabling: enable/disable the license for the apartment by selecting Enabled/Disabled.
¢ License type: assign the type of license purchased for the apartment, choosing between Slave/Master/Telephone.
¢ ViP address: enter an unequivocal ViP address to identify the apartment.

e Description: enter a description to identify the apartment.

3. Press Write page [c] to save the current settings.

& ViP Manager [Local, Online]
Home

Name

@ [l Device List
W 14568
W 956G
W uTcE
W UTCE
W UTCE
W uTcE

B EFoao
2» /0080

Device type

Third-party module
Planux H264
Switchboard
Smart H264

iKall f 316 H264

= Device List

é'% Synoptic

* | 17! pevice Groups

VP address

00123459
00000023
00001003
00000006
00000103

L2 @ @&

Local ScanSystem Selectve Download Restart

1P address

192.168.1.65
192.168.1.54
192.168.1.64
192.168.1,56
192.168.1, 55

Scan

Firmware  device

1456B

Information
Addressing
Description

Main Settings

E A 5 =

Configure  Send Message

Group
Devices

Add license

Erraa——

App connection settings

DynDNS
Licenses
Message server
SIP phane lines
SIP settings
Users

Messages

Apartments

B Output Window
W Filter Window
Navigation Tree

O

Options

Enable License type ViP address Desaription

L Enabled ~ [ Master 00000003 John Smith m
2 Disabled
3 Disabled
4 Disabled
5 Disabled
& Disabled
B Disabled
8 Disabled
9 Disabled
10 Disabled
11 Disabled
12 Disabled
13 Disabled
14 Disabled
15 Disabled
16 Disabled
17 Disabled
18 Disabled
19 Disabled
20 Disabled
n Disabled
2 Disabled
Page Help

n T
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9) Users configuration (devices)

In this page you can configure the slave devices that can be activated for each apartment (max. 15) Each device is identified by its slave

number. Each device must be assigned a type (internal unit, app or telephone), a description, the phone number (in the case of a telephone/
mobile phone).

1. Select device 1456B and select Main Settings/Users [a].
2. Select the apartment for which you wish to configure the users [b]
3. Configure the individual devices (max 15 per apartment) [c]:
¢ Enabling: enable/disable the device for the apartment by selecting Enabled/Disabled.
¢ Device type: assign the type of device choosing between:
¢ Internal unit: Comelit ViP internal unit;
¢ App: ComelitViP Remote App for Android or Apple devices (consult the relative manual for further details);
¢ Phone: virtual ViP device controlled by the 1456B and used to make phone calls to a landline or mobile phone.
e Description: Description: enter a description to identify the device.
¢ Phone number: if you are configuring a telephone, enter the phone number of the device.
e Backup: enable/disable the backup line to configure the current device as a backup unit to which failed calls to the device specified
in the adjacent column ("Backup of") are to be forwarded.
e Backup of: specify the device to be backed up by selecting the corresponding slave device.

Backup example: the slave 3 phone number (John Phone) is enabled as the backup unit of the App slave 1 (John App) installed on the
same device --> If the App "John App" cannot be reached, after a few seconds the call will be redirected to the phone
number "John Phone".

4. Press Write page [d] to save the current settings.

# ViP Manager [Local, Online] - & X
Home Q)
TEY I = Device List .';) @ ﬁ #ﬁ C L= p %\ B4 B Output Window Q
&2, Synoptic - =0 L W Filter Window
Ew A Ao d s Local 5canSystem Selectve Download Restart Group Addlicense | Configure Send Message Options
[&] Device Groups | - Scan  Firmware device Devices Messages Navigation Tree
Name Device type ViP address 1P address 14568
(@ il Device List -
W 58 Information Select apartme
e e = o Emmmr—. b
W uTcE Switchboard 00001003 Description
W uTcE Smart H254 00000006 Users
W e Kadlif31ER264 00000103 Sol et =] |Enzble Device type Description Phone number | Backup Backup of
Apartments | i Enabled App John App Disabled
App connection settings z Enabled APp ‘App Mary Disabled
i 3 Enabled Phone John Phone p— Enabled 1
Message server
ke 5 Disabled L Disabled .
SIP settings 6 Disabled 3 Disabled
a 7 Disabled - Disabled
8 Disabled - Disabled
9 Disabled - Disabled
10 Disabled - Diszbled
1 Disabled - Diszbled
12 Disabled - Disabled
13 Disabled N Disabled
14 Disabled 3 Disabled
15 Disabled - Disabled
Page Help d Read page

# Slave ID of the device

n Each apartment supports 15 devices, which are assigned a device ID (slave number) that identifies the device within
the apartment. The device ID assigned in this page must correspond to that assigned to the same device in the page
"Addressing/ViP address".

0 It is advisable to assign the slave numbers 1-2-3 to devices that can receive the video signal( internal units/applications),
so that during a call they can receive the video signal directly, without the user having to press a video request button.
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10) Message server configuration
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The following procedure describes how to specify on the art. 1456B the IP or ViP address of the art. 1952 device to be used as a message
server (if present)

1. Select device 1456B and select Main Settings/Message server [a].
2. From the pull-down menu [b] select ViP address or IP address and enter the address of the CPS device that is to be used as a message

server.

3. Press Write page [c] to save the current settings..

& ViP Manager
Home:

BEIYwALEoLa
E2r o080

Mame

@ [l Device List
W 14566
W 1455G
W uTCE
W UTCE
W UTCE
W UTCE

[Local, Online]

Device type

Third-party module
Planux H254
Switchboard
Smart H264

iKall / 316 H264

i= Deviee List

&% synoptic

= | 12! pevice Groups

VIP address

00123459
00000028
00001003
00000006
00000103

L @ @& P

Local ScanSystem Selective Download Restart Group  Addlicense

1P address

192.168.1.65
192.168.1.54
192.168.1.64
192.168.1.56
192.168.1.55

can

Firmware device Devices

14568

Information
I

Addressing
Description
Main Settings

Apartments

App connection settings

DynDNS

Licenses
=T A

SIF phone ines

SIP settings

Users

B E

Configure  Send Message
Messages

Message server

Message server

Page Help

B Output Window o
W Filter Window

Options
MNavigation Tree

Disabled

e b|

Wirite page c bd page
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Special configurations

App connection settings

From the following configuration page you can:

® set personalised parameters for the app connection (for example, if you wish to set a different port for connection of the app or if there is
a static public address you wish to use for remote connection.

e change the maximum number of video connections on the network (max. 16) or on the App (max. 4).

1. Select the device 1456B and select Main Settings/App connection settings [a].
2. Edit the values you wish to personalise.

App connection settings
¢ Local address: leave the field empty if you wish to set as the local address the address of interface A, as specified in the page
Addressing/IP address.

e Local/remote TCP/UDP port (default 64100): for some internet service providers, port 64100 is not available: if the ComelitViP
Remote App fails to register, try changing the address of the port with one of the
following: 25, 80, 110, 143 (open the respective ports on the router, see page
11 and edit the values on the ComelitViP Remote App).

* Remote address: leave the field empty if you wish to set as the remote address the hostname registered during configuration of

the DynDNS settings. If necessary, you can assign a static public address for remote connection.

Video connections
¢ Maximum video connections on net: maximum number of simultaneous video connections on the network (max. 16).
e Maximum video connections on tunnel (App): maximum number of simultaneous video connections on the App (max. 4).

3. Press Write page [b] to save the current settings.

& ViP Manager [Local, Online]

= Device List T T P ~ T B Output Window
. = ) LY
TR LY &L ® @ & 2 \
&2 Synoptic o= W Filter Window
b N e ] i U =] = Local  Scan System Selective Download Restart Group Addlicense | Configure Send Message | — Options
1] Device Groups - Scan  Firmware  device  Devices Messages %] Navigation Tree
Name Device type ViP address IP address 14568
@ [l Device List
Information 3
2 14568 App con settings
1456G Third-party module 00123459 152.168.1.65 s
8 uTcE Planux H264 00000028 192.168.1.54 Addressing Local address 192.168.1.200 192.168.1.200
W uTcE Switchboard 00001003 192.168.1.64 1P address Lo sty o Caing
ocal .
W utce Smart H264 00000008 192.168.1.56 ViP address B
W utce iKall [ 316 H264 00000103 152.168.1.55 Local UDP part §4100 64100
Description -
Remote address nome_hostd.comelitdns.com | 213.349.215.88
Main Settings
Remote TCP port 4100
Apartments
DynDNS
Licenses Video connections
Message server
e Maximum video connections on net 4 v
SIP settings - .
Maximum video connections on tunnel (App) 1 v
Users
if necessary, you can
assign a static public
address for remote
connection.
Page Help b Write page || Read page
% Cear €JEmors . Warnings @ Messages ShowLast

Time Desaiption
& | 15/06/2015 11.01.51

© | 15/06/2015 11.02.20

Start scan.
Start scan,
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Connection to the configuration web pages

From the web pages you can perform all of the operations available on ViP Manager except license activation.
The backup and restore function is only available on the web pages.

1A) Remote connection

v/ Once the DynDNS configuration has been completed (see
page 10) and port 8080 (see page 11) on the router has
been opened, remote access of the device will be possible.

v/ AN active internet connection is also required.

1A. Enter the registered hostname or the public IP address, as in
the following examples, and press enter.

http:// @ registered hostname.comelitdns.com €:8080

example = nome_host3.comelitdns.com

1B) Local connection

v/ With the PC connected via Ethernet cable to interface A of
art. 1456Ba and IP address belonging to the same network
as interface A.

1B. Enter the IP address of interface A as in the following
example, and press enter.

http:// @ Interface A IP address
default = 192.168.1.200

© :8080

| + 4 hitp://nome_host3.comelitdns.com: 8080/

| + | 4 http://192.168.1,200:8080/

or:

http:// @ public IP @ :8080
example = 213.149.219.88

| + & http://213.149.219.88:8080/

2) Login
1. Press Login [a]

2. Enter the installer password (default= comelit) and conform by pressing Login [b]

K Comelif

Comelit 1456B - Login

KComelit

Inde:
naex ‘ Login

PASSWORD |

I [Login Iu

© 2015 by Comelit S.p.A. All rights reserved.

Version: 1.3-rc3, Uptime: 0 days 04:38:09, Used mem: 27/90 MB m

< BACK



K Comelit

Backup and restore

The backup function allows you to save the current configuration, which can then be subsequently called up at any time using the restore
function.

The backup and restore functions are only available from the configuration web pages (to access the web pages, see page
18)

1. As described on page 18: connect to the web pages of the device (in local or remote) and log in.

2. Access the Backup/Restore section by pressing Backup/Restore [a]

3. Press Make Backup [b] to create a backup of the current configuration.

4a.Press Restore [c] and confirm.

5a.Press Reboot [d] to activate the saved configuration.

4b. Press Delete [e] to cancel backup of the configuration.

K Comelif Comelit 1456B - Backup/Restore K Comelif

Apartments
Password Change

ek Resioe )

‘ Available Configuration Backups ‘
Configuration |

Backup files {(max 5) will be saved on the device itself.

BACKUP FILE DELETE RESTORE

e 000001.tar.gz Il Delete | E [ Restore | n
b

Diagnostics

Licenses

Installer Logout

SIP Parameters

© 2015 by Comelit S.p.A. All rights reserved. Version: 1.3-rc3, Uptime: 0 days 04:39:05, Used mem: 26/90 MB | English  * |

Reboot with predetermined network settings

The function reboot with predetermined network settings allows you restart the device with the default network
parameter settings (interface A= 192.168.1.200), while keeping the other settings unchanged.

°FF \/ With the dip switches in the default positions (OFF).
. Switch off the power supply to the device.
o]
e

. Set DIP 1 to ON

2

3. Power on the device.

4. Wait 20 - 40 seconds, until the LEDs start flashing slowly and alternately (1 sec red / 1 sec green).
5

. Return all the dip switches to OFF.
wOrp » The green LED will flash for 5 seconds.
12 |ON
» The device will start with the default network settings.

6. At the next restart, the device will recover the saved settings.
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Restoring factory settings

This procedure allows you to restore all the factory parameter settings and to delete all the device configurations.

BRSO+ With the dip switches in the default positions (OFF).

1. Switch off the power supply to the device.
8|S 2. Set all the dip switches to ON.

12 |ON

3. Power on the device.

4. Wait 20 - 40 seconds, until the LEDs start flashing rapidly and alternately (0.1 sec red / 0.1 sec green).

5. Return all the dip switches to OFF.
OFF » The red LED will flash for 5 seconds.

ON
» The device will reset all parameters to the factory settings and restart in the normal way.

WARNING: the full reset procedure also deletes and the licenses installed on the device
You can restore the licenses (max. 2 times) using the procedure described in the following paragraph.

Restoring licenses

The following procedure allows you to restore licenses lost during the full reset procedure:

1. From ViP Manager, look for the device 1456B as described in the ViP Manager addressing procedure (page 4).
2. Select the device 1456B [a].

3. Press "Add license" from the main menu [b].

4. Press "Load from server" to restore previously activated licenses [c].

A Licenses can be restored a maximum of two times only. For additional license restore operations, contact Comelit technical assistance.

@

= Device List T. i P ~ = B Output Window
. = » 1 )
BIWALRE % & “ 6 @ @& 5 = _
&5, Synoptic o= W Filter Window
P A A~ - | |z local Scan System Selective Download Restart Group | Add licens: figure  Send Message | —— Options
* | JE] Device Groups | - Scan  Fimware  device  Devices lessages %] nNavigaton Tree
Name Device type VP address 1P address 14568
(& [ Device List
a Information 14568
W 19566 Moarty module 00123459 192.168.1.65 ikt P address: 172.25.160.1
: $EE Z'a’:::b*‘%: gggg?s;: L2 1o ‘:: ViP address- 1111112
witchboart 192.168.1. Description iy
Master/Slave:
W utce Smart H264 00000006 192 168 1.56

W uTce iKall { 316 H264 00000103 19:05:60:36

License activation wizard o x

License activation

Select license file(s)

License code Slave Master Telephane
10 11 10
C Add license fle(s)

Cancel
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offTeToTs
vialevLs

GE0as

VIP/016G

Connection diagram for ViP network +

6304

6202W+
6231

6203W

6501

6304

6202W+
6231

Internet connection network system

ROUTER
192.168.1.1

1441 1456B
~ 1
100-240 Vv |
INTERFACE B || INTERFACE A
AUTO IP | IP: 192.168.1.X
{ ORANGE WIRE - { ORANGE WIRE T -
{ WHITE/ORANGE WIRE TX + | | WHITE/ORANGE WIRE TX +
| GREEN WIRE RX - | _ | GREEN WIRE RX -
{ WHITE/GREEN WIRE  RX + | { WHITE/GREEN WIRE ~ RX + |
b ¢ =3 [A325000
LN LN : 1020
4682C 33436 4682C 3360A
& =] &
< BACK |21



~
100-240 Vnr

TAN

ARBOAEE
V*,

6304

6202W+
6231

280

6501

6202W+
6231

system

K Comelit

VIP/016GS
Connection diagram for Single network

ROUTER

192.168.1.1

4682C

ORANGE WIRE

WHITE/ORANGE WIRE

GREEN WIRE
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TX -
X +
RX -
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33436

=|

~
100-240 Vv
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RX -
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Glossary*

e Autoip: Automatic Private IP Addressing (known as APIPA or Auto IP), is a method for automatically assigning IP addresses to the devices
connected to the network.

¢ Dynamic DNS: Dynamic DNS is a technology that allows a DNS name to be permanently associated with the IP address of the same host,
even if that address subsequently changes.

e DHCP: In telecommunications and information technology, Dynamic Host Configuration Protocol (DHCP) is an application layer network
protocol that enables the devices or terminals of a local network to automatically receive on each request to an IP network i.e. the internet)
the necessary IP configuration to establish a connection and operate on a wider network based on Internet Protocol, i.e. to interact with all
the other subnets, exchanging data, provided that they are also integrated in the same way with the IP protocol.

e Gateway: a gateway is a network device that operates at network level and above of the ISO/OSI model. It's main function is to transport
network data packets outside a local network (LAN) Gateway is a generic term for a service that sends data packets outside of the network;
the hardware device that fulfils this task is usually a router. Simpler networks have just one gateway that sends all outbound traffic to the
Internet network. More complex networks have several subnets, each of which refers to a gateway which routes data traffic to other subnets
or redirects it to other gateways.

¢ Dynamic IP address: dynamic addresses are used to identify non-permanent devices in a LAN. A server in the LAN automatically dynamically
assigns the address, selecting it a random from a preset range. You can select the range of addresses in accordance with the number of
users by setting the netmask, i.e. by telling the DHCP server how many address bits can be assigned dynamically to each single client that
accesses it. For example, if the netmask has the value 255.255.255.0 (where each block of numbers separated by a point denotes a group
of 8 bits), only the last 8 bits can be assigned to the hosts.

e Static IP address: static addresses are used to identify semi-permanent devices with a permanent IP address. Network servers, printers,
etc. typically use this addressing method. Static addressing is generally used in preference to dynamic addressing for non permanent
network devices if there is a limited number of hosts in the subnet and/or for security reasons, so that the actions of each host and the relative
user can be kept under control.

e Public IP address: in telecommunications and information technology a public IP address is an IP address in the address range of the
internet network that is unequivocally allocated and is potentially accessible from any other public IP address, and therefore can be used
for addressing and routing via IP protocol.

e POE: Power over Ethernet or PoE (the acronym) is a technique for powering equipment via the same cable as that used for Ethernet
connection. It is very useful when there is no convenient electrical power source near the termination or when you wish to reduce the number
of elements and wires; for example, an IP phone on a desk can be powered directly via the Ethernet cable in Power over Ethernet, thereby
eliminating the need for a power supplier and its cable, making for a simpler, less cluttered installation. For the moment, these techniques
are used mainly to power devices that consume only a little power, such as VolP telephones, access points and webcams.

¢ Port forwarding: in computer networks, port forwarding is the operation that allows the transfer of data from one device to another via a
specific communication port.. This technique can be used to allow an external user to reach a host with a private IP address (within a LAN)
via a port of the corresponding public IP address. This operation requires a router capable of automatic translation of network addresses,
or NAT.

*Sources

Dynamic DNS. (2015, June 8). Wikipedia, L'enciclopedia libera. http://it.wikipedia.org/wiki/Dynamic_DNS

Dynamic Host Configuration Protocol. (2015, June 8). Wikipedia, L'enciclopedia libera. http://it.wikipedia.org/wiki/Dynamic_Host_Configuration_Protocol
Gateway (information technology). (2015, June 8). Wikipedia, L'enciclopedia libera. http://it.wikipedia.org/wiki/Gateway_(informatica)

IP Address. (2015, June 8). Wikipedia, L'enciclopedia libera. http://it.wikipedia.org/wiki/Indirizzo_IP

Public IP address (2015, June 8). Wikipedia, L'enciclopedia libera. http://it.wikipedia.org/wiki/Indirizzo_IP_pubblico

Power over Ethernet (2015, June 8). Wikipedia, L'enciclopedia libera. http://it.wikipedia.org/wiki/Power_over_Ethernet

Port forwarding. (2015, June 8). Wikipedia, L'enciclopedia libera. http://it.wikipedia.org/wiki/Port_forwarding
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