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FCC Compliance Statement

The users manual or instruction manual for an intentional or unintentional radiator shall caution the user
that changes or modifications not expressly approved by the party responsible for compliance could

void the user's authority to operate the equipment.

NOTE: This equipment has been tested and found to comply with the limits for a Class B Digital
Device, pursuant to Part 15 of the FCC Rules. These limits are designed to provide reasonable
protection against harmful interference in a residential installation. This equipment generates, uses and
can radiate radio frequency energy and, if not installed and used in accordance with the instruction, may
cause harmful interference to radio communication. However, there is no guarantee that interference
will not occur in a particular installation if this equipment does cause harmful interference to radio or
television reception, which can be determined by turning the equipment off and on. The user is

encouraged to try to correct the interference by one or more of the following measures:

- Reorient or relocate the receiving antenna.

- Increase the separation between the equipment and receiver

- Connect the equipment into an outlet on a circuit different from that to which the receiver is
connected.

- Consult the dealer or an experienced radio/TV technician for help.

Warning

This is a class “A” product. In a domestic environment, this product may cause radio interference in

which case the user may be required to take adequate measures.

Network IP Camera User Manual
Revision LV1.1
Copyright August 2003
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Important Notice

1. Camera surveillance laws may differ for each country. Please contact the local authorities to
avoid any surveillance law violations.

2. Please note that the CMOS lens that comes with the Network [P Camera can be damaged
permanently if the camera lens is exposed to direct sunlight. If your application demands
prolonged exposure to sunlight, you should consider equipping it with a sun visor.

3. The Network IP Camera is not weatherproof. Please be aware of environmental
specifications included in the manual. For outdoor use, please use a weatherproof case to
protect the Network IP Camera from water, moisture, or temperature (higher or lower than
specification). For Network IP Camera cleaning, gently wipe with clean dry cloth.

4. Be sure to use only the DC adapter that is provided with your camera. Connecting the
Network [P Camera directly to AC current may cause electric damages to the Camera.

5. Be cautious when handling Network [P Camera. Physical shocks may cause serious damage.

6. Be sure to mount the Network IP Camera securely to avoid any human injures. Please keep
the Network IP Camera out of reach of children.

7. If Network IP Camera does not operate properly, please contact the closest local Network IP
Camera distributor for after sales service. In all cases, you are prohibited to disassemble the
product. If so, INTELLINET ACTIVE NETWORKING is not responsible for malfunction or

service warranty.
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1 Production Overview
1.1 About Network IP Camera

The Network IP Camera is an all-in-one networking device, which contains a digital color camera,
web server, optimized embedded operating system, hardware for image compression, and a physical
Ethernet connection. The camera does not need any additional software or hardware. Simply provide

power and connect an Ethernet Cable and view from any computer on the Network

N
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1.2 Main Features and Benefits

Convenient Operation
The Network IP Camera does NOT need any additional software or interaction with any other server.

The only software needed is a common web browser, such as Microsoft Internet Explorer 4.x or above.

Open Standards

The Network IP Camera supports TCP/IP networking, SMTP e-mail, HTTP and other Internet-related
protocols; the Network IP Camera can be used in a mixed operating system environment with
Windows, Unix, Mac and OS/2. It integrates easily into other www/Intranet applications and CGI

scripts.

Simple Administration

Using a standard web browser, you can configure and manage the Network IP Camera directly from its
own embedded web pages. The embedded operating system is upgradeable through the network;
please check with your local INTELLINET ACTIVE NETWORKING dealer for firmware upgrades.

External Devices
The auxiliary Input/Output Connector on the camera allows you to connect your Network [P Camera

to a variety of external devices; such as IR-sensors, switches, and alarm relays.

Security

Your Network IP Camera includes a self-contained web server, which means that digital images can be
secured like any other Internet host. Your Network Administrator, using the unit’s security settings in
combination with an organization’s Internet firewall, normally implements data protection. The
Administrator can decide whether individuals, groups, or the whole world may access the camera. The

Network IP Camera supports multi-user password protection

Compression and Performance
With an adaptive frame rate dependent on the image and lighting conditions, the Network IP Camera

delivers JPEG images at up to 30 images per second.

Software
IP installer — for quick installation
Multi-Viewer for viewing 4 cameras

PDA Viewer — for viewing the camera on Windows CE PDA devices.
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2 Physical Description
2.1 Contents

Check all items packed inside the box as below.

ITEM DESCRIPTION REMARKS
Network IP Network Camera
Camera

IP installer, Upgrade

Installation CD program, Manual, Multi-Viewer etc.

Program CD

ATt | ACpEACI 0
Stand Wall & Table attached stand Iron Material
Connection Cable RS232 Cable Black Cable
In;::;gzil:li;)n Quick Installation Guide Printed Paper

® You can use a general camera stand or tripod for Network IP Camera.




NETWORK IP CAMERA User’s Guide

2.2 Top View and Description

Image Capture LED (Red): The Image Capture LED flashes when users are accessing the camera, it
flashes once when an image is being captured or saved.

Power LED (Red): Once power is supplied to the Network IP Camera the Red LED is on.

Image Capture LED Power LED

Onberatine Status LED Network Packet Transmit

Operating Status LED (Green): This LED indicates the Network [P Camera’s operating status. Once
power is supplied, it is on for the first 15-20 seconds and then it blinks once every second as long as
the power is connected properly.

Network Activity LED (Green): This LED indicates network activity.

9 \/
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2.3 Rear View and Description

RS 232 Connector

!

Network Connector

A

\4

Power Connector

’ GPIO Connector

Power Connector: Only use the AC Adapter provided by your dealer to avoid any possible damage
from electric shock.

Network Connector: Connect 10baseT Ethernet or 100base TX Fast Ethernet cable.

GPIO Connector: To connect external devices such as infrared Sensors, alarms, or motion detectors
(please refer to Appendix F — The I/O Connector).

RS232 Cable Connector: To connect external devices such as external pan/tilt/zoom mechanism, or

directly to a serial port for configuration (please refer to Appendix G - RS 232 Cable).

10

N
INTELLINET

TIVE NETWORKING




NETWORK IP CAMERA User’s Guide

3 Installation summary

L.

2.

Connect Ethernet and Power to the Network IP Camera.
Install and launch the “IP-Installer”

Assign an [P address and network settings

Securely mount the Network IP Camera.

Adjust the Focus

NETWORK IP CAMERA

Quick & Easy Setup

Mount Securely

 Enter administrator’s 1D and
passevord (defaul i *admin®)

o | an assress: [Your Network Satti
2
. + Hatwork Gmti
" " Tour twork Settd
% = Enter yous network settings
7
= Click *Change Network D—
] Configurations*
l Power Cable TR

«.nd you're done!

Netwoek Cable
an. I 100 meses
Yo snch

www.intellinet-network.com

Al e, of prockic s o servece merecnesd leevem e tademarks, o peonered Wademasks of Shew et suners, Dninbuson
o e gk i ol this doxasmen, e aned declouss of fe contem b, hetvn ase probbeted s ety o
|

Copyngle © INTELLINET ACTIVE METWORDNG®
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4 Assigning IP Address & Accessing Network IP Camera’s
Homepage

4.1 Assigning IP Address

To access the Network [P Camera, you need to assign an appropriate network IP address.

Important
e Please use the newly assigned IP address, do NOT use any occupied IP address or the
default or example IP address.
e It is highly recommended that you assign an IP address before placing the Network IP
Camera in a remote place or remote network.

e Network IP Address:

A network [P address is an identification code for computers or devices on a TCP/IP network.
Networks using TCP/IP protocol route messages based on the IP address of the destinations
within a closed

Network. [P addresses can be assigned at random as long as each one is unique. However,
connecting a private network to the Internet requires using registered, public IP address to avoid
duplicates.

IP address can be acquired from a network administrator or an Internet service provider.

e MAC (Ethernet) Address (Media Access Control Address)

MAC address is a hardware identification code that uniquely identifies each device of a
network.

The MAC layer interfaces directly with the network media. Consequently, each type of network

media requires a different MAC layer. The MAC address of Network IP Camera is a 12-digit

number. A unique MAC address can be found on the label at the bottom of each Network IP

Camera.

Please install the IP address installation program (IP Installer.exe) on a PC that is connected to

the same local network as the Network IP Camera.

12
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4.2 Assigning IP address by using IP installer
4.2.1 Connecting Network IP Camera to PC

1) Connecting with direct cable (Non Crossover UTP cable). Used when connecting the Network 1P

Camera to a switch, hub or router -

) )

%

Connect Network IP Camera
to a PC through a HUB

Ethernet HUB

Direct UTP
Cable

User PC

2) Connecting with Crossover UTP Cable. Use the crossover cable to directly connect the Network
IP Camera to a PC -

rConnect Network IP Camera

directly to a PC through
LAN ports.
EwrossovieiB
UTP cable
Web-View User PC
13 Vs
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4.2.2 Using IP Installer

To install an [P address, you should use the IP Installer provided with Network IP Camera.

You can download its program through the web site (http://intellinet—-network.com)

Note: System required for IP installer; Microsoft Windows9X/NT/2000

75 IP_installer(2 01} x|

a) Execute the IP Installer after the Network

Serial Murmber | Mac address IP Address IP Camera completes its booting (wait
M1 00B01187 00:50:02:07:44:43 192.168.1.7

until the operating LED blinks every

£ i b) When the IP Installer is executed, the
adminsi: [ panel shows every Network [P Camera
fdmin's Password: [ connected on the local network.
IP Address :
BaErmy fEme From the Network IP Cameras listed,

SubnstMask Address : | , , , select one to assign a new IP address

DMS Server Address : (every Network IP Camera has a factory

default IP address). Note: The MAC
Address can be found on the underside
Rezcan Internet Change Metwork |

Camers | Sonfiguretions label of the Network IP Camera.

To choose a Network IP Camera, click on

its list.

r oHcrP: |

Enter the Administrator ID and Password in the blank (Default Administrator ID and Password are all
“admin”) to assign (or change) IP Address for the Network IP Camera and set up.

Enter the IP address, Gateway address, Subnet Mask address, DNS Server address and Server IP
address that are assigned from network administrator. (When the addresses are not assigned properly,

you cannot access the Network IP Camera).

The Server IP Address represents an IP address of a PC, which is being used to execute the upgrade
program when updating the Network [P Camera (please refer to Section E - Updating Firmware).

After entering all addresses for the Network IP Camera, click the “Change Network Configurations”

14
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button.

The message shows up if all the information is set up properly. Then click the “OK” button.

IP_installer x|

& successfully, changed Web-View's |P address

&)

o)

NOTE
After changing Network Configuration, It will take a little time to reboot the Network IP

Camera so that you may access the Network [P Camera’s Homepage.

15 Vs
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4.3 Assigning IP Address by using Hyper Terminal

You can assign an IP address by using Hyper Terminal. In this case, you should configure Hyper

Terminal first

4.3.1 Configuring Hyper Terminal

Hyper Terminal is a basic program for Windows 9x/NT/2000. A PC can communicate with external
devices through the serial port by using this program. The steps you should take to set the Hyper

Terminal are as follows in the case of Windows 2000 OS:

@ Start > Programs = Accessories - [ElllSelilralaiey 2] x|

Communications = Hyper Terminal. Select

: Mew Connection
one of the icons and then enter an appropriate
name in the box. Enter a name and choose an icon for the connection:

Mame:
[w/ebiview]

lcon:

I

Cancel |

@ Select a serial port of PC, then click “OK”
button. (Usually COM1 or COM2 is

recommended)

Enter details far the phone number that vou want to dial:

Countrydregion: ILInited States of Amenca (1] LI

Area code: 042

Phone number: I

Connect uzing:  |[a]Xh!

Ok, I Cancel |

16 -
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@ Configure bit/sec as 19200 and leave other settings 2lx|
at the default values. Port Setings |
Bitz per second: |1EI2DD j
Diata bits: |8 j
Parity: INnne j
Stop bitz: |1 j
Flows contral:

Bestore Defaultz |
QK I Carcel | Apply |

@  The panel shows up like thus image when NSRS =10/
Flle Edit Wiew Cal Transfer Help

configured properly. (If it doesn’t, please try DJE' & gl e
again from beginning) ] [

— o

Comected 00040 | utodetert  autodetest  [SCROL [ um

17
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4.3.2 Assigning IP Address

Follow these steps to assign an IP address using Hyper Terminal
(D Execute “Hyper Terminal” on your PC
(2 Connect RS232 Cable to the serial port of PC that you have selected in Chapter 4.3.1 -
Configuring Hyper Terminal and the Network IP Camera serial port while Hyper Terminal is
executed.
@ Supply power to the Network IP Camera.
@ A count down will start with the message “Press any key to stop auto-boot.”

(5 Press any key and then “Boot” Prompt shall appear as below.

#& Webview - HyperTerminal 10l =|

File Edit Yiew Cal Transfer Help

|| 513) ol

BootROM : Ver BLO100G2.1
Firmware : Ver FLOOGBOZ2.7

Boot Loader ver BLO10002.1
Platform : samsung-s3choxx

Network Wireless Camera Project Micro-web Co, .Ltd.
-Latest modified date: 2003/7/11 SAT by $.5.Lee

Press any key to stop auto boot..._

-

Connected 0:00:41 [autodetest  [t9z0mE-N-1  [SCROLL  [CAPS  [WUM [Caprare | [Print echo 4

® You can see Network Configuration while [Boot] Prompt is running by pressing ‘p’ key again.

18

N
INTELLINET

TIVE NETWORKING




NETWORK IP CAMERA User’s Guide

#& WebYiew - HyperTerminal i [=] 5|

File Edit Wew Call Transfer Help

D|E¥|§§|$|éﬂjﬁ9

|
BootROM : Ver BLB10GBZ.1
Firmware : Ver FLOGBOOZ.7

Boot Loader ver BLO18G0Z2.1
Platform : samsung-s3choxx

Network Wireless Camera Project Micro-web Co,.Ltd.
-Latest modified date: 2003/7/11 SAT by S.5.Lee

Press any key to stop auto boot. ..
BOOT> p

Serial Humber: HWWY-L10A112345

MAC Address: B0:50:c2:07:44:38
Boot Modell:Auto by flash, 2:Auto by tftp, 3:Manuall : 1
Internet Address: 192.168.1.9%6
Network Mask: 255.255.255.0
Default Gateway: 192.168.1.7
TFTP-Server Address :192.168.1.3
Source Address in ROM: 0x1010000
Target Address in RAM: 0x8000
File Size of Byte: B

File Name: image.ram.microweb
BOOT> _

f]

Connected 0:01:14 [sutodetect  [19200&N-L  [SCROLL  [CaPS  [MUM  [Capbure  [Print echa 4

Here, inet on ethernet (¢), host inet (h) and gateway inet (g) values are network configuration values.
You should change these values in most case. If you don’t know what value you should assign, refer to

the network administrator.

Inet on ethernet (¢) is IP address and subnet mask address of Network IP Camera. IP address and
subnet mask addresses are separated by colon (:). For example, IP address is represented by decimal
numbers delimited by dot (.) like ‘192.168.1.27°. Hexadecimal numbers like ‘ffffff00’ in the case of
255.255.255.0° represents subnet mask address. Note that the numbers of subnet mask value are not

delimited by dot. See the example in the above picture.

Host inet (h) is the address to which Network IP Camera tries to connect to upgrade its firmware
program in flash memory. Network IP Camera first search this host on the network on booting
sequence. For more information on Network IP Camera upgrade, refer to “E. Updating Network IP
Camera’s Newly upgraded Program”.

Gateway inet (g) is the gateway address of Network Camera
@ Type ‘¢’ key to change the network configuration in [Boot] prompt. If you type ‘c’ key,

Network [P Camera shows you the information you can change its values and the current

assigned values. You can change as the following figure.

19 Vs
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#& WebYiew - HyperTerminal i [=] 5|

File Edit Wew Call Transfer Help

D|E¥|§§|$|éﬂjﬁ9

BOOT> p
Serial Humber: HWWY-L10A112345
MAC Address: B0:50:c2:07:44:38
Boot Modell:Auto by flash, 2:Auto by tftp, 3:Manuall : 1
Internet Address: 192.168.1.9%6
Network Mask: 255.255.255.0
Default Gateway: 192.168.1.7
TFTP-Server Address :192.168.1.3
Source Address in ROM: 0x1010000
Target Address in RAM: 0x8000
File Size of Byte: B
File Name: image.ram.microweb
BOOT> ¢
Boot Modell:Auto by flash, 2:Auto by tftp, 3:Manuall :
Internet Address[192.168.1.96]1 :
Network Mask[255.255.255.81 :
Default Gatewayl[192.168.1.7] :
TFTP-Server Address[192.168.1.31 :
Source Address in ROMI0:x1010000]1 :0x
Target Address in RAM[0x8000]1 :0x
File Size of BytelB] :
File Hamelimage.ram.microweb] :
BOOT>
BOOT> _

-

Cornected 0:01:43 [sutodetect  [19200&N-L  [SCROLL  [CaPS  [MUM  [Capbure  [Print echa 4

When you terminate hyper-terminal program after you changed network configuration,
hyper-terminal program asks you whether you save the session. If you save the session, you

can re-use the hyper-terminal. To re-use the session you saved, click Start --> Programs -->

Accessories --> Communications --> HyperTerminal --> Network IP Camera.. ht in the case
of Windows 2000.

HyperTerminal x|

@ Do you wank ko save session Metwork IP camera 7

Mo Zancel |
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4.4 Accessing Network IP Camera Homepage

After assigning Network IP Camera an IP address, you may access Network IP Camera and
monitor real-time image on Internet. You may configure Network IP Camera within its own

pages through any standard Web browser on local or remote network.

4.4.1 Starting Web Browser
Start your web browser by entering your Network IP Camera’s IP address. And then you can see

a build-in homepage.

Address) http://211.111.168.163/

4.4.2 Login Page

This page is to enter the Network IP Camera’s built-in Homepage. To access this page, you may be
required proper ID and Password.

ELLIMET IP Camera Homepage Microsoft Internet Explorer = !Diﬂ

_| File Edit Wiew Favorites Tools  Help i-
_| = back' «~ =p v .'@ @ fat | @Search [#] Favarites {ggHistory |.§§v =h

| addvess |&] htpif1192.168.1. 26 webindes, x| Pe HLinks 2

NETWORK IP CAMERA

ur 1D and

1D
Password -

|&] Done [ |4 mernet 7

21 Vs
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1) ID and Password

If you key in a user ID and password, you can access the camera to monitor real-time video.

With administrator’s ID and password, you can access real-time video with administrator’s authority.
The default value of both user ID and password are “admin” and the administrator may change it at
the Administrator Menu. Each ID and Password must be composed of no more than 10 bytes (e.g.
10 English letters). For the guest, the Network [P Camera has default ID and Password “guest”,

but guest can’t configure administrator tools at all.

2) Behind Firewall

If your PC is connected on a network with a firewall, you may not view real time video properly

because the video TCP port is blocked behind a . .
x

Do pou want to install and run "NetCam' signed on an
unknown date/time and distributed by:

firewall. If you are behind a firewall, you may

view real time video through the Network IP e o

Camera’s Server Push Viewer that transmits

Publisher authenticity verified by YeriSign Commercial
Software Publishers Ca

video through web TCP port instead of the

Caution: Micro'web Co., Ltd. asserts that this content is
zafe. v'ou should only ingtallAview thiz content if you trust
Microtw'eb Co., Lid. to make that assertion.

video TCP port. By clicking on “Behind
Firewall” menu, you may directly connect to

the Server Push Viewer when you access the

[~ Always tust content from Microtweb Co., Led.
Network IP Camera homepage.

More Infa |

3) Active-X for MS Explorer Users

For all Microsoft Explorer users, the Active-X Control program is required. The program will be
installed automatically when a user accesses the Network IP Camera. For Active-X installation on
your PC, just click “Yes’ to the question “do you want to install the program” on the pop-up window.

If you cannot see images after installation, you should download and install Active-X manually.

22
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Active-X installation manually
If Active-X program fails to be installed automatically, you may install it manually.

The manual installation program is to be downloaded by clicking ‘here’ as follows:

Note: If you have any problem when you install ActiveX, visit

http://www.intellinet-network.com/driver/NetCam.exe to download and install ActiveX manually.

Please follow the instructions to install Active-X manually.

Please follow the instruction to install x|

“fou have chosen to download a fils from this location.

Active-X manually.

MetCamn.exe from wimw. micro-web. co.kr

Wwhat would you like to do with this file?

£ Bun this program from its current location
i

(D When the panel appears, press “open”

¥ | Always ask befare opening thisipe ot file

if you want to install right away.

0K I Cancel Iore Infa

5 : |
@ InstallShield Wizard appears after Welcame -
M odify, repair. or remove the program, ‘\M
finishing download.

‘Welcome ta the MetCam Setup Maintenance program. Thiz program lets you madify the current
installation. Click one of the options below.

@ Check “Repair” then click “Next”  Modiy

Select new program components to add or select currently installed
components to remove,

 Hepait

Reinstall all pragram components installed by the previous setup.

" Remave

Remove all installed components.

IistallShield

< Back I Nest > I Cancel

@ When installation is completed,

press “Finish”

Maintenance Complete

(® Go back to the Login page to access

InstallShield Wizard has finished perfarming maintenance
operations on MetCam,

Camera homepage.

¢ Back  |§ Finish I Cance]

23 Vs
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4) Java Applet for Macintosh or Unix System user.
Java Applet viewer is for a user who access Network [P Camera through a computer that does not
Utilize MS Windows (OS) such as Macintosh computer, etc. Java Applet viewer is run with java

virtual Machine that is installed on User’s computer.

Macintosh and Unix System
The Network [P Camera Active-X program is based on MS windows OS. Therefore it is
Impossible to access Network [P Camera and monitor real time image through default viewer.
If a user access Network [P Camera through Macintosh or Unix systems, Network [P Camera
detects that OS is not MS Windows and it operates java based image viewer to show real time
image.

Some functions are not available for Java Applet.

D

o)

NOTE
It is highly recommended that you select ActiveX viewer for Windows 95, 98, 2000 or NT and

Internet Explore 4.0 or higher. If not, choose java applet viewer.

24 Vs
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4.4.3 Network IP Camera’s Homepage

Having completed the login procedure, you now see the Network IP Camera homepage

i network camera - Microsoft Internet Explorer == x|

Fle Edt Yew Favortes Tooks Help *

eﬂack - k.) 2 Iﬂ Iﬂ ¥;j | ‘:) Search *Favuntss Q‘Med\a @| [;2- :\f

Address |:§‘| hittps {192, 168, 1,96/main_activex, caifmade=ActiveX Bl ‘Lm »
=l

2003{10{13 02:21:54
1 [

a Administrator Menu Qeiiorc ilomi g soun Frams rate : |fastest ~
Rl T & Location: "my home"
e m Connected Client: 2 Expansion : [1 =

SRIE STOP'SAVE | SMAFSHOT™ | SHOW' ONCY IMAGE

1 wnberner

[ & frame rate: in dernder is 20031043

1) Administrator Menu
This button is to access the administration menu. However, only the user who has authority as an
administrator can access the page with administrator’s ID and Password (please refer to Chapter 6. 0 -

Configuring Administration Menu).

2) FAQ
Several questions and answers are provided here to help with troubleshooting. If users have a question

that is not answered here, please contact your dealer or visit www.intellinet-network.com.

25
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3) Save, Stop save, snap shot, show only image

@ Save, stop save 21
Users can save real time images Savein: | (i) Desktop

My Documents
A My Compuker
FE My Metwork Places

from Network IP Camera on PC.

Press ‘save’ button then select

folder that you want to save

File hame:

=0 Sawve I
images. (The image is saved as Save as lupe: [Wideo Files [~avi] =1 Cancel |f
an AVI file.)

Once it starts to save images, 200112429 12:44:40

“Saving” message appears.

To stop saving, press “stop

Save” button.

You may see the saved image by Window Media Player or Real Player.
® (lick the “Install XviD” for AVI saving

® The AVI saving will be split every 20 minutes
For example) file name2002_04_22_15_00, file name 2002_04_22_15_20...

@ Snap Shot Save
Save in: I:ﬂ Desktop

To save only one image, press

My Docurnents
= My Computer

“snap shot” button and then select
a folder.

Save the image as JPG file.
(Default file name dedicate the

Save

Save as ype: I"_ipg LI Cancel |

4

date and time)
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@ Show OIlly image b http://203.245.8.1 68/ goform /s
200202709 09:41:36

When you want to see only
video panel, press “show only

image”

|@ frame rate in decode l_ l_ |ﬂ Inkermet o

4) Camera Name

You can set a camera name (please refer to Chapter 6.7 - System Configuration)

5) Location

This shows where the camera is located (please refer to Chapter 6.7 - System Configuration).

6) Connected Client
This shows the number of clients who are connected to the Network IP Camera simultaneously. The
number “ /43”represents the maximum number of concurrent users. This number may change

according to memory and camera configuration.

7) Frame rate
You may choose image transmission speed. If you choose ‘Fastest”, you can get images at the fastest

possible speed. The transmission speed depends on your network line’s capacity and PC’s performance

8) Expansion
You may select the image size from 0.5 to 2. This function may be used when you want to expand

image size on your PC. (But resolution may not be changed at all)

9) PTZ Control button
This button is to be activated when the PTZ devices are connected to the Network IP Camera (please

refer to Chapter 6.7 - System Configuration).
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5 Adjusting the Camera Lens

5.1 Adjusting the Focus
In order for the Focus Assistant to access the full focusing range for your application
environment, simply turn the lens in the clockwise or counter clockwise direction; unless you

want to replace the lens, it should not be unscrewed more than 1.0mm.

*Adjust the camera focus while reviewing the picture quality on your Web browser.

1.0mm max
) »
NOTE
¢ A Good level of focus is normally achievable throughout several planes within the
camera’s focusing spectrum.
¢ Since optimum focusing is dependent upon the camera’s field of view, it is important
to scan the focusing plane from the closest to furthest perspectives before attempting
any fine-tuning
J
_/
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5.2 Replacing the Lens

Because Network IP Camera is designed with a CS-Mount, the lens supplied with your product

can be replaced with any standard C or CS lens, typically used within the surveillance industry.

Follow the instructions below to replace the supplied lens with any C or CS type lens:

1. Unscrew Network IP Camera lens turning the lens in the anti clockwise

2. C-lens only: Attach the new lens to a C-CS Adapter

3. Screw the new lens onto Network I[P Camera. If applicable, adjust the iris according to the
prevailing light conditions.

4. Referring to Focusing the Camera under quiescent conditions, on page 29, Adjusting the focus.

5. Reload your Web browser and monitor the results from the product Home Page.
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6 Configuring Administration Tools

You can control the configurations of Network IP Camera by Administrator’s Tool.
Only authorized user can access administrator tool. If non-authorized users try to access it, you

may see the caution message “ You are not an administrator”.

You may control all configurations for Network IP Camera.

3 network camera - Microsoft Internet Explorer ;Iilﬂ
File Edit Vew Favortes Tools Help | 5?,[
-6 - () “r 2 - 2
@ Back - () lj @ \_h ‘ - Search ) Favorites eMedla {} -
Address [{E] hitp://192. 168.1.35(main_activex .coPmode=Activex B |Links =
B
1970f01}02 00:13:30
Lt ™
8 Administrator Menu R .Nf;;;;;:,sam" Frame rate ; |fastest =
= Install Divk 8 Connected Client: 1 Expansion : IEE]
SAIE STOFSAVE | SMAF SHIT SHIW ONLY IMAGE
[~ |

|@ frame rate in decoder is 29.582135 l_ l_ ’_ ‘ﬂ Inkernet

Press “Administrator Menu”.
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6.1 Administration Menu’s Overview

The table below provides a one-step overview of the Administrations Tools:

Image Configuration

To configure compression rate, image size, brightness, contrast, etc.

Network Configuration

To configure camera IP, web server port, image transfer port

Admin, User Configuration

To configure user ID & Password

Event Trigger Configuration

To configure event trigger condition, image capture option, trigger
output

Time Configuration

To configure date and time

System Configuration

To configure the camera name, location, PTZ and see the system
information.

Home

Move to Network [P Camera homepage

To prevent any unauthorized use of Network IP Camera access is strictly restricted to defined users
only. Administrator(s) has exclusive access to the product Administration Tools and can determine the

registration, and access rights for all users.

Enter the default ID and Password, then click “SUMIT”

(Default ID and Password are all “admin”)

CAUTION
Although, the Administrator’s default username and password (set to “admin” for all)
can be used for logging in to the unit for the first time, it is highly recommended that you
change the this password for your Network IP Camera as soon as possible — since all Network

IP Camera products are shipped with the same ID and Password as default.

&)
P
Sy NOTE
Make sure to click “submit” after verifying configuration, and then you can get the right
Configuration as you want, otherwise it won’t be changed at all.
J
_/
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6.2 Image Configuration

Example of Network IP Camera definable image attributes using the Focus Assistant:

3 ::: Administrator Menu ::: - Microsoft Internet Explorer,

Fle Edit view Fovorites Tools Help
@Ba(k - \ﬂ @ :‘_ Search 5 7 Favorites @Mad &= = =
address | ] http://192.168,1.96/main_configure_activex.html v o
@ ADMINISTRATOR
MENU
* Image Configuration
Image Configuration
Network Configuration
Comprassion rate : Lewel 10 v
Admin, User Configuration "
Image Size : 204240~
Event Trigger Configuration vertical flip : On -
Time Configuration Harizontal flip oft ~
System Configuration
£} Home
Brightness mode : Manual v
Brightness(0 ~ 255) : 0
|+ Contrast(d ~ 15) : 7
Hue(D ~ 157 : 10
Saturation{0 ~ 255 176
Sharpness(0 ~ 7) @ 4
Exposure mode Manual v
Exposure(n ~ 255) : i
Back light : Off v
Further reduce exposure time @ Yes v
Indoar / Outdoor : Indoar -
Light frequency : BiHz -
[ submit ] [ cancel ]
Load Default Values
] Done & Internet

(@D Compression rate

The file size of JPEG-compressed image depends upon the actual content of the image. Images
containing much detail will generate larger files. Image quality is controlled through the level of
compression; where, high compression yields small files, while low compression maintains higher
image quality at the expense of larger files. The table below contains compression ratios for each step,

derived from real-life tests:

Compression Rate Level 1 Level 2 Level 3 Level 4 Level 5
QVGA 15 18 21 24 27
VGA 15 20 25 30 35
Level 6 Level 7 Level 8 Level 9 Level 10

30 33 36 39 42

40 45 50 55 60

(2 Image size

You may choose the image size VGA(640x480) or QVGA(320x240) and 160*120
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Large sizes of image (VGA) yields lower frame rate, while small size maintains higher frame rate
@ Vertical Flip

To turn the image view upside down

@ Horizontal Flip

To switch the image view right from left

(5 Brightness mode, Brightness

To select “Auto” and “Manual”

As a number is higher, image looks brighter. (Input digits from 0 to 255)

® Contrast

As a number is higher, contrast becomes clearer. (Input digits from 0 to 15)

@ Hue

As a number is lower, color becomes pink. On the contrary, as a number is higher, color becomes
green.

(Possible to input digit from 0 to 15)

Saturation

As a number is higher, color becomes deep (Possible to input digits from 0 to 255)
Sharpness

As a number is higher, color becomes vivid. (Possible to input digits from 0 to 7)
Exposure Mode

You may select “Auto” and “Manual”

@ Exposure

As a number is higher, image becomes brighter.(Possible to input digits from 0 to 255)
@ Back Light

When the light is not enough, “Back Light” may help to see the image.

@3 Further reduce exposure time

To reduce exposure time from 1/20 to 1/100 under heavy light.

Indoor/Outdoor

To control the brightness under the circumstance

@ Light Frequency

To set a frequency for image sensor

Submit

Transfer a current configuration data to Network IP Camera. After transferring data.
Cancel

Cancel all the configuration you made.

Load Default Values

Set the configuration as default values. (No need to press “SUBMIT”)

33 Vs




NETWORK IP CAMERA User’s Guide

6.3 Network Configuration

This screen defines the network type and addresses of the Network IP Camera. Here you can

configure the Camera’s IP address, the DNS server address, and the Server IP address. Each

configuration takes just a few seconds for booting after pressing “Submit”.

=l ::: Administrator, Menu ::: - Microsoft Internet Explorer

File Edit Wew Favorites Tools Help o
A e iy - N .

OBack - |ﬂ lg] (0 ) search 5l Favorites @ Meda €2 -

address | ] hktp: /192,166, 1,36/main_configure_actives, html v|Bce nks

= Network Configuration et

@ ADMINISTRATOR
MENU Set IP, subnet mask, gateway address : manually v
IP Address : 192.168.1.96
Image Configuration Subnet mask address : 255.256.255.0
Network Configuration Gateway address : 192.168.1.7

[ send I address to e-mail :

Admin, User Configuration
(max 30 characters)

Event Trigger Configuration Weh server port number(B0~1023) 80
Time Configuration Image transfer port number(8000~65535) @ 8080
System Configuration Upgrade port number{8000~65535) ¢ 9000
% Home Ptz port number{8000~65535) @ 10000
ETSP port number(3000~65535) : 11000

&

1st DNS server address : 0000
2nd DNS server address : 0000
SMTP Server(max 25 characters) : 00.0.0

Sender email address{max 30 characters) :
[] Use SMTP Authentication
Authenication method :
ID{max 30 characters) :
Password{max 10 characters) :

Realm{max 15 characters) :

DDNS Registration Tenable @disable
DDNS Server : e chynons.org |2

ID{max 10 characters) :

Password{max 10 characters) :
Host Name(max 30 characters) :

Status

submit cancel

&] bone Internet
°

@ Set IP Address, Subnet mask, gateway address.

To set the IP address, Subnet mask, and gateway address manually, you may select “manually” in
combo box.

In case of selecting “manually”, you can configure them with the IP installer as well as this page.

(If you have trouble configuring network system information, please ask your network administrator.)
To set DHCP, you may select ‘using DHCP”.

When selecting “using DHCP”, the IP address, Subnet mask address and Gateway address may not be
activated at all. Under DHCP selection, the IP address may be sent to an email address whenever 1P

address is changed. Users in a local network area may check the IP address through IP installer.
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%

(D NOTE
If you select “DHCP”, you may see the rebooting message “Now the Network Camera is
rebooting to apply the changes...” on Web Browser. After completing rebooting, Operating

Status LED blinks once per second. (The message may not be changed at all so you must check

whether the Operating Status LED blinks.)

To select DHCP, you must have DHCP server in the network. Otherwise, the IP address will be
rebooted automatically as the previous IP address. It may take 4 minutes for booting.

After rebooting, please reenter the previous IP address.

You may see the fail message from “Network Configuration” page. /

N

@ Send IP address to e-mail

To send camera system information (Camera Name, Camera Location, DHCP IP address), check in
a text box and enter you email address. (You should configure your SMTP server information first)

@ Web Server Port Number

To set the Port Number for the Web Server. (The default port number is ‘80” and users can select from
80 to 1023)

@ Image Transfer Port Number

To set the port number for the image transfer. (The default port number is “8000” and users can select
from 8000 to 65535)

(® Upgrade port number

To set the Port Number for upgrading firmware. Default port number is “9000” and users can select
from 8000~65535.

® PTZ port number

To set the port number for PTZ control. (Default is ‘10000 and users can select from 8000 to 65535.

CAUTION
Be careful not to duplicate port number between Image Transfer Port Number and Upgrade port

number. If it is duplicated, the warning message may appear.

@  ETSP port number

To set the port number for ETSP (Event Trigger Setting Program). (Default is “11000” and users can select from
8000 to 65535.

(For the detail of ETSP, please refer to the ETSP manual.)
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Ist, 2nd DNS server address
To map between IP address and domain name, you should enter you DNS server address.
If a user set the DNS server into camera, users can configure SMTP server, FTP server, NTP server

with its domain name.

DNS (Domain Name System)
DNS (Domain Name System) is to map between IP address and domain name. Every network
device on the world has its IP address to be connected on Internet. And the device is to be
connected not with its domain name but with its IP address. Common users are not familiar with

IP addresses but the domain names.

If a user accesses a certain network device with its domain name, DNS server resolves the domain
name into an IP address of the device and replies the result to the user. A lot of DNS servers are

not on Internet worldwide.

SMTP server
This to enter the SMTP server IP address or host name to send camera system information by an email.
You should configure this first to get camera system information by email.
Use SMTP authentication
If you need user authentication for using the SMTP server, check in a box. and enter you ID, Password
and Realm for your SMTP server. (The Network IP Camera’s SMTP authentication is supporting
“LOGIN” method)

- Authentication method: Choose the SMTP authentication method.

- ID: Enter the user ID for SMTP authentication.

- Password: Enter the user Password for SMTP authentication..

- Realm: Enter the Realm for SMTP authentication.
@ DDNS Registration
To register the IP Network Camera to DDNS (Dynamic Domain name server)server, check in a
“enable” box.
A dynamic IP address complicates remote access since you may not know what your current WAN P
address is when you want to access your network over the internet. The solution to the dynamic IP
address problem comes in the form of a dynamic DNS service.
(Please refer to the “APPENDIX” for the details.)
@ ID, password
Enter the ID and Password to find the registered IP Network Camera in DDNS server.
@ Host Name
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Enter the Host Name to find the registered IP Network Camera in DDNS server.

Status

To show the status of successful access for DDNS server.

©

SUBMIT
Send configured data by user to the Network IP Camera.
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6.4 Admin, User Configuration

This screen is used to configure IDs and Passwords for an administrator and up to 5 users.

2 ::: Administrator Menu ::: - Microsoft Internet Explorer

Fle Edit View Favorites Tools Help

a
Q- © - ¥ B & S search o Favarites @ Meda ) .=

Address | ] http:f{192.168.1.96/main_configurs _activex.html

@ ADMINISTRATOR
MENU

 Admin, User Configuration
Image Configuration - 10 and password should be composed of 5~ 10 characters

Network Configuration

retype
Admin, User Configuration

password password authority

Event Trigger Gonfiguration admin  [admin eseer

sense All
Time Configuration User |guest seene cenne Al

System Configuration User MNane
User Maone

H
iome User None

L |

User

MNone
{ ;"’.)

&

& mteme:

(1) User Account

There is one administrator account and 5 user accounts. Account names can be changed.

(2) Password

If you want to open your Network [P Camera to everyone, you may not change default user’s

ID and Password, However you should change administrator’s ID and Password with unique
Ones of yours.

(3) Access rights

The Administrator may assign users’ rights of viewing control. With the default setting, the
administrator has all authority of configuration and the normal user doesn’t have any right

except to access the login page to see the image defaults “guest” for ID and Password.

ID and Password Limitation

It is very important to compose any ID or Password within 10 bytes’ limit. 10 bytes are equal to
10 English characters.
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6.5 Event Trigger Configuration

This screen is used to designate an Email address or FTP server to receive captured images by
setting SMTP or FTP settings. You may connect external devices such as infrared Sensor or
Alarm Sensor to use with the provided terminal block (please refer to Appendix F — The I/O

Connector).

2 ::: Administrator Menu ::: - Microsoft Internet Explorer

Ble Edt Wiew Favortes Tools  Help e

eBack > lﬂ E" /:‘J /7“Search ‘i-.:/Favuntes @ redia £2) =

achess | ] hktp:}{192. 168. 1. 96{main_ronfigure_activex. kil vIB e ks ?

» Event Trigger Configuration e
@ ADMINISTRATOR
MENU Trigger condition
Image Configuration [ activation of digital input from (0~24) to (0~24),
. [Imotion Detection fram (0~24) to (D~247,
Network Configuration
[Cperiadically every (1~3600) seconds from (0~24)
Admin, User Configuration to (0~24) .
Event Trigger Configuration Motion detection sensitivity

Time Configuration
System Configuration

£} Home Image capture option

Before event(0~21) : 1 seconds
[ 3 after event(0~21) : 3 secands
Image capture frame rate : 1 ~lfps

Image file name{max 10 characters) : .jpg
Append to the image file name : [ camera IP address

[ date and time

[ trigger condition flag

[ image sequence number

Trigger output

[T supply voltage to output part for |0 (0~255) seconds
7 send alarm to ETSP client

[T send captured image to e-mail

e-mail address{max 30 characters) : l—
e-mail title{max 30 characters) : l—
7 send captured image to FTP server
FTP server(rmax 30 characters) : IW
User ID{max 15 characters) : l—
Password{max 15 characters) : l—
Directory{mas 15 characters) : l—

cancel
=l
E] Dane [ [ mkemet

(1) Trigger Condition

This is to select option how to send an event signal to Network IP Camera.

(D Activation of digital input port
The Network IP Camera receives an event signal from external devices such as infrared sensor

Alarm sensor etc.
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(2 Motion Detection from......
This is to detect motion from camera by S/W data comparison.
When you select “Motion detection”, the Network IP Camera detects a motion triggered by
camera lens. To detect motion the camera compares a previous image from present image.
When the motion is detected, the camera recognizes the data changing through comparing the

previous image data with present one.

D

NOTE
In a dark place without light, it may never detect the motion because its image wouldn’t be

changed at all.

J

@ Periodically.....
The Network IP Camera itself is to be triggered automatically by setting.
You may set the periodical event time for certain hour.
@ Motion detection sensitivity
This is to configure the level of motion detection sensitivity.
The level is composed of 9 levels from 0 to 9.

As the level is higher, the sensitivity is much higher

NOTE
In case of level 9 for sensitivity, the camera may detect a tiny motion even a light changes, so
the event can be trigger so often. In case of level 1 for sensitivity, the camera may not detect a

tiny motion, though it can be missed some little motion.

It is strongly recommended to configure it as the level of 3 ~6 for sensitivity.

CAUTION
Do not use motion detection function for security purpose because Motion detection function is
only developed to use for monitoring purpose.
When you want to use it on the purpose of security, you should use certain sensor such as

infrared, motion sensor according to your purpose.

(2) Image capture option

40
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This is to configure image capture option when an event is triggered.
(D Before Event
You may set the starting time to capture image before event is triggered.
(Input limitation is from 0 to 21 seconds.)
@ After Event
You may set the finishing time to capture image after event is triggered.
(Input limitation is from 0 to 21 seconds.)
®) Image capture frame rate
Set the frame rate from 1 to 15fps when the image is being captured.
@ Image file name
You may designate image file name to send Email or FPT after image is captured.
All captured image are saved as a JPG file. (Example. “File name 000”.JPG)
(5 Append to the image file name
You may append some information to Image file Name Camera [P address
A. Camera IP address : Ex) “file name 192.168.1.19.JPG
B. Date and time : Ex) “file name 20020218150030.JPG
C. Trigger condition flag
In case of choosing “Activation of digital input port”, “D” may be appended to image
file name. Ex) “file name D.JPG”
In case of choosing “Periodically every...”, “P” is appended to image file name.
Ex) “file name_ P.JPG”
D. Image sequence number
If you select this option, you may classify the file that has same extend name.
Consecutive numbers are from “000” to “999”
Ex) When you designate file name as “camera” and select “Image sequence number”,

the file name appears ““ camera001.JPG, camera002.JPG ....camera999.JPG”

Image capture option limitation
Configuration for image capture option affects memory capacity. If you configure this option to excess

memory size, the Warning message “ Not enough memory...” appears.

The total image capture frame rate must be limited 45 fps due to memory size.

(Before event time + After event time) x Image capture frame rate must be under 45.

For example, in case you configure “Before event” as 3 seconds, “After event time” as 2 seconds and
b b

“image capture frame” as 3fps, the total image capture frame rate is (3 +2) X 3 = 15 fps.
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This is to configure digital output states and control script. Network IP Camera sends captured

image via E-mail or FTP server when connected external sensors detect events.

(D External devices signal output
This is to supply voltage to output port when events are triggered. (This option is only
activated when you select “Activation of digital output” option in previous “Trigger
Condition” option.)
@ Send alarm to ETSP client
This is to send alarm to ETSP client.
If you check it in a box, the alarm will be sent to ETSP client when the events are triggered.
@ Send captured image via E-mail
This is to designate a person to receive captured image via Email.
Network IP Camera sends captured image to designated E-mail address through SMTP server.
You may configure SMTP server and E-mail address where you want to receive. (E-mail
address must be composed within 50 bytes. 50 bytes are equal to 50 English characters.)
@ send captured image to FTP server
This is to send captured image from Network [P Camera when an event is triggered.

Enter ftp server IP address, User ID and Password and select directory to save image.
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6.6 Time Configuration

This screen is to configure date and time.

2l ::: Administrator Menu ::: - Microsoft Internet Explorer \L|\E|E|
Fie Edt Wiew Favortes Took Help ]

Qeux- Q- X A ) ssarch S ravates @Preds ) (- L
Address | @] http:}j192,168.1,96/main_configure_actives html V| Gn Links >

@ ADMINISTRATOR
MENU

* Time Configuration
Image Configuration

Network Configuration
@ Synchronized with NTP server

MNTP Serverimas 30 characters) : 192.5.41.40 (default: 192.5.41.40)

Admin, User Configuration

Event Trigger Configuration

Time Zone : | GMT+09:00 Seoul |
Time Configuration O set Manually
System Configuration Date(yyyy/mm/dd) : ‘ V ‘ V ‘ |
Time(hh:mm:=s) : ‘ ‘ ‘ ‘ : ‘ |
£} Home

‘ i ) [ Enable Daylight Savings

Start Daylight Savings Time :
End Davlight Savings Time :

submit cancel

&] Done B Internet

(1) Synchronized with NTP server
The Network IP Camera automatically configures Date & Time through the NTP (Network Time
Protocol) server. The NTP Server is based on Greenwich time. Select NTP server, IP address and
Time zone to set the date and time automatically, then press, “SUBMIT”. It may not work due to
the possible network error; in this case, you can select other NTP server and IP address or you can
set the date and time manually. Once Date & Time configuration is set, you don’t have to
configure again whenever you connect to the Network IP Camera.

(2) Set manually
Enter the Date and Time manually, then click “SUBMIT”.

(3) Enable Daylight Savings
This is to configure the Daylight Savings Time
- Start Daylight Savings Time: To configure the start of Daylight Saving Time
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- End Daylight Savings Time: To configure the end of Daylight Saving Time. Q\
7

o)

6.7 System Configuration

This screen is used to configure camera name, location, and image sensor oscillator for frequency,

PTZ control and System information for Network IP Camera.

2l ::: Administrator Menu ::: - Microsoft Internet Explorer

Fls Edt Viw Favortss Tocks  Help
Qe - () 5] B (0 POsewch Frraeies @reds &) - L
Address | @] http:}j192,168.1,96/main_configure_activeshtml B>

@ ADMINISTRATOR
MENU

& System Configuration

Image Configuration

Network Configuration

Camera namelmax 15 characters) :
Camera location{max 30 characters) :

Admin, User Configuration

Event Trigger Configuration

Supply voltage to output port option @ O supply @dan't supply
Time Configuration PTZ control O enable @ disable
System Configuration PTZ Contraller Selection :
System Information
£} Home: Y Modsl : MWHNC-100

Serial Number : MWwY-L104112345

Mac Mumber : 00:50:c2:07:44:38
b Bootrom %ersion : BLO10D002.1

Firmware Yersion : FLOOOOO2.7

&] Done B Internet

(1) Camera name

This is to configure camera name for the front-page view. Camera name should be composed within

15 bytes. 15 bytes are equal to 15 bytes English characters.
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(2) Camera location
This is to configure camera location for the front-page view. Camera location should be composed

within 30 bytes. 30 bytes are equal to 30 bytes English characters.

(3) Supply voltage to output port
This option is to supply voltage to the Network IP Camera’s output port.
Just click “supply” to supply voltage to control the PTZ devices.

(4) PTZ control
This is to configure PTZ control mechanism of Network IP Camera.
You may select PTZ control enable or disable. Only if PTZ devices are connected to Network IP
Camera, you may select “enable” mode, otherwise, the error message “PTZ is not attached to

Network IP Camera” appears.

(5) PTZ controller Section

This is to choose the PTZ controller connecting to the Network IP Camera.

(6) System Information
This is to check system information for Network IP Camera. You may see the model name, serial
no., Mac no., and Bootrom & Firmware version. (please refer to the Chapter * Appendix E.

Updating Firmware.)
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7 PTZ control

This screen is to control PTZ function. This PTZ control box may be activated only if PTZ

external devices are connected to Network IP Camera and configure PTZ control enable in

System Configuration screen.

2} network camera - Microsoft Internet Explorer

File Edit Vew Favortes Tools Help

=8|
Zoom IrJ i

@Back - \J - |ﬂ @ \_h ‘ jij Search *Favorltes eMedla @}‘ i)v L__\F

Address I@ http: /{192, 168.1.35/main_activex.cairmode=activer

j-) Go |Links >

1970f01}02 00:13:30
Lot =

Zoom Ou‘fJ

Right

Focus Out
Down
Focus In
Left
. m Camera Mame: "my cam" ) I__I,
:i\:;;:“lf)?;a;ﬂl’ Menu v R Frame rate ; | fastest
R s Connected Client: 1 Expansion : |1 -I
 Perer——————
SHVE STOFSAVE | SMAF SHIT SHIW ONLY IMAGE
|@ frame rate in decoder is 29.582135 l_’_’_‘ﬂ Inkernet

Pan/Tilt Button
D Up
@ Down
® Left
@ Right

Focus Button
@D Focus Near
® Focus Far

Zoom Button

Move up @ Zoom In
Move down @ Zoom Out
Move left

Move right

To focus near

To focus far

To scale up the image

To scale down the image

All function is working while you pressing button. For example, while you are pressing the right

button, Network IP Camera is moving to right.
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Appendix

A. Technical Specifications

Image
Resolution: 640x480, 320x240, 160x120

Standard JPEG Compression — 10 levels of compressions

Network

10baseT Ethernet or 100baseTX Fast Ethernet

Twisted pair category 5 cables, Standard RJ45 connector

Supporting protocol: TCP/IP, UDP, PING, ARP, FTP, TFTP, and HTTP

Configuring is achieved by private setup program and Web server built in administration page.

Image Sensor

1/3” inch CMOS censor

326,688 pixels, 24-bit color, YUV digital output

Automatic exposure/Gain/White balance control

Image enhancement — brightness, contrast, gamma, saturation, sharpness, etc

664x492 pixel array elements

Electronic shutter: 1/30 s ~ 1/15734 s

Auto back light compensation: Automatic back light on or off depending on the lighting condition.

Lens specification

Replaceable standard CS mount lens

Focal length 6.0 mm, Angular field of view 54°, Object distance 0.1m to infinity
Maximum Relative aperture F1.8

C-Mount adapter available

Hardware

32bit RISC Net ARM CPU

ZORAN hardware compression chip
384 Kbytes video frame buffer

2M flash memory

SDRAM 8Mbyte

12V Power supply adapter included
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Under 6W power consumption

System Requirements

Operating systems: Windows 9x, Windows NT/2000, Linux, Unix, Mac, etc.
Internet Explorer 4.0 or higher.

JAVA applet for no PC user (Mac or Unix)

I/0 Connector
D-sub 9pin RS232 connector
1 Input to trigger the camera on external events.

1 Output of 12 V to signal external devices, max 150 mA

Installation

Assigning [P address via IP installer program

Approvals
EMC: FCC Class A, CE EN55022/1994, EN61000-3-2 & 3: 1995, EN50082-1: 1997

Operating Temperature
0-50’C

Others

Operating Status LED, Power LED, Image Capture LED, Network Packet Transmit LED
EEPROM clear button
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B. FAQ

Frequently Asked Question (FAQ)
Asks for the features

1. What is Network IP Camera?
Network [P Camera is a built-in web server camera. Network I[P Camera is consisted of 3
components as Camera Module, Web server, and networking device. Network IP Camera captures,
processes, and transmits digital through network. As Network IP Camera itself operates as a Web
Server, it does not require other dedicated server connection as PC does. By installing Network [P

Camera itself at the desired site, your may monitor views from remote site.

2. What kinds of devices are needed to install?

It needs no other equipment except power and network cable.

3. What is maximum transmission speed?
Network IP Camera compresses and transmits 30frames per second on 10 base-T Network.
However this speed is not equal to every user. Because transmission is depends on performance of

user’s PC and network bandwidth. And there are two viewpoints to calculate transmission speed.

The maximum transmission speed is 30 frames per second from user’s viewpoint. However, it
does not mean that everyone can receive 30frames peer second. Because transmission speed also

depends on user PC performance and network line capacity.

Network IP Camera can transmit to up to 25 users simultaneously. If 5 users are receiving 10
Frames per second, the total frames that Network IP Camera to transmit are 50 frames per second.
In this case, Network [P Camera transmits 50 per second from its viewpoint. And the total size of
50 frames’ images is under the network bandwidth. When Network IP Camera is on 10 base-T

network, the line can transmit 123 frames of 3KB-images per second.

4. What is the maximum number of users to access Network IP Cameras
simultaneously?

Network IP Camera can support up to 40 persons at the same time. The capacity for users is
fixed to 35 persons to support already accessed users at rapid transmission speed. When 35

persons access the camera, users can receive 1 frames per about 5 seconds.
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Asks for the Installing and Running Network IP Camera

1. What network Line can be used with Network IP Camera?
All network lines (except telephone lines) can be used, although telephone lines may be used
through PCs to connect to Network [P Camera remotely. Network limes such as xDSL, cable
modem. that use dynamic IP addresses require a different installation process than a

dedicated line that has a static IP address.

2. What is the maximum extension range of network lines?
UTP Cable that is used for the Ethernet can be extended up to 100 meters without bridging.
However existing UTP Cable can be extended up to 240 meters without bridging.

3. Does Network IP Camera need a special rack or case for outdoor use?
Originally, Network IP Camera itself can’t be weatherproofed. Therefore, it has to be equipped with

weatherproof case if Network [P Camera is used for outdoor, like existing CCTV or something.

4. If Network IP Camera consists of only permanent IP address and several private IP
addresses, can Network IP Camera be connected to the network with a private IP
address?

Network IP Camera can be assigned a private IP address on a network with a permanent IP address.
If the network is a Class C network (255.255.255.XXX), then Network IP Camera may be assigned
any available number in the last “room” (represented by XXX). However, since Network IP Camera
is a web server, it can be designated as a local server. Any device on a LAN can be designed as the
local server through the router. Designating Network IP Camera as the local server will make it

easier for people outside the LAN to view real-time images form Network IP Camera.

5. If the network consists of only private IP address, can Network IP Camera be
connected at the network?
Network IP Camera can be connected to LAN having only private IP addresses, but only people on
the local network can access Network [P Camera. Networks with narrow bandwidth may not be able

to support several Network IP Cameras connected simultaneously.

6. If a firewall is on the network, how it works?
If a firewall is on your network, please check here * If your computer is behind firewall check

The left check box” at the login page.

e If your computer is behind firewall check the left check box
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7. How can a user see the images sent from Network IP Camera using Internet
Explorer?
If a user wants to see the real-time images of Network IP Camera using Internet Explorer browser,
install Network IP Camera Active-X control. The Active-X control is used in the live image
viewer. When you access login page in Network [P Camera Homepage, The Active-X Control is

downloaded automatically.

8. | can’t automatically download Active-X Control for Network IP Camera?
Active-X control is be downloaded and installed automatically. However, situations occasionally
arise which prohibit this from happening. If the Internet Explorer is an earlier version than v4.0
or the registry information of the system is corrupted, the automatic download and installation

may fail. If problems occur with automatic download, please try a manual download.

You may see the option in login page for Network IP Camera.

Note: If you have any problem when you install ActiveX, click here to download

and install ActiveX manually

Just click “here” button, then pop-up appears. You may choose “modify” or “ reinstall”.

9. Even though | enter right ID and Password to login, some error message “You
must login first” appears. What’s wrong?
Check security setting for Internet Explorer. Go to “Internet Option” and then check “Security”

(Ifit’s set “High”, Active-X would have problem downloading)

Internet Options 21 21|
Cannections | Programs | Advanced | St
General Security | Privacy |  Content =
@ Activer controls and plug-ins -
Select a'web content zone to specify its security settings. @ Download signed Activex controls
o ° ) Disable
) Enahbls
Internet Local intranet  Trusted sites  Festricted sites @ Prompt
@ Download unsigned Activer conkrals
Internet {33 Disable
Thiz zone containz all'web sites you B | O Enable
haven't placed in other zones = O Prompt
. . @ Initialize and script Activey controls nok marked as safe
— Security level for this zone @ Dicahle
Custom O Enable
Custam settings. O Prompt =
- To change the settings, click Custom Level. [5 rm fekines cnmbenle sed s e
- To use the recommended settings, click Default Level. 4 I r 4
—Reset custom settings
= = - Reser ko |
i LCustomn Level... ¢ Default Level I
=0l B == | |
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C. Trouble Shooting

This appendix provides useful information to help you to resolve any difficulty you might have with

your Network IP Camera. Fault symptoms, possible causes and remedial actions are provided within a

quick reference table.

PINGing your IP Address

By sending a packet to the specified address and waiting for a reply, the PING (Packet Internet

Groper) can determine whether a specific IP address is accessible; it also provides a particularly useful

method for confirming addressing conflicts with your Network [P Camera on the network.

Having disconnected your Network IP Camera, follow the instructions below in association with

Symptoms, Possible Cause and Remedial Actions, on next page, and run the PING utility to

troubleshoot TCP/IP problems on your network.

1. Start a DOS window

2. Type ping x.X.X.x, where is the [P address of Network [P Camera

3. The subsequent replies will provide an explanation as to the case as to the cause of the problem.

Replies can be interpreted as defined in the table below:

PING Reply

Interpretation and recommendation

bytes = 32 time = 2 ms

The IP address is already used and cannot be used again. Your
must obtain a new IP address

Destination host unreachable

Network IP Camera is not accessible within your subnet.
You must obtain a new IP address

Request timed out

This IP address is not used by anyone and is available for use
with your Network IP Camera

Symptoms, Possible Causes and Remedial Actions

Symptoms Possible causes Remedial actions

Network IP Camera | The

address is | 1.Disconnect your Network [P Camera from the

cannot be accessed | already used by another | network

from a Web browser

devices

2. Run the PING utility (as described in PINGing
your IP Address below) and follow
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The Power LED is not
constantly lit

The IP address is
located within a
different subnet

Run the PING utility (as described in PINGing Your
IP Address, on page 39), If the utility returns “no
response” or similar, the diagnosis is probably
correct — you should then proceed as follows

In Windows 95/98 or Windows NT, check the IP
address for your Network I[P Camera is within the
same subnet as your workstation:

1.Click “Start”, “Settings”, “Control Panel” and
“Network”.

2.Specify the TCP/IP adapter and click on
“Properties”. In Properties, Click “IP Address”.
3.Check that the first 3 numbers within the IP
address of your Network IP Camera matches the
first 3 of your workstation. If not, your Network IP
Camera may be on a different subnet and the IP
address cannot be set from this workstation. You
must set the [P address for Network IP Camera from
a workstation on the same subnet.

Other
problems

networking

Trying replacing your network cable

Test the network interface of the product by
connecting a local computer to the unit, using a
standard Crossover (hub-to-hub) Cable.

If the above actions do not resolve the problem,
Network IP Camera maybe faulty, In this case, try to
localize the problem by connecting Network IP
Camera to the serial port of a local computer, using
the supported RS232 Cable

Faulty power supply

Verify that you are using an provided power supply

The network LED is off

Faulty cabling

1.To verify that the cables are functional, PING the
address of a known existing unit on your network.
2.If the cabling is OK and your network is
reachable, your should receive the reply similar to
this:

... bytes = 32 time = 2 ms,

The
LED

operating  status

Faulty connecting

Verify that the power is well connected

Your  Network IP
Camera works locally,
but not externally.

Firewall protection
Default routers required

The internet site is too
heavily loaded

Check the internet firewall with your system
manager

Check if you need to configure the default router
settings

Configure Network IP Camera to upload your video
images to an FTP server or an ISP
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A series broad vertical
white line  appears
across the image.

The CMOS sensor
becomes overloaded
when the light is too
bright. This can happen

Direct exposure to extreme sunlight or halogen light
may cause serious damage to the CMOS sensor.
Reposition your Network [P Camera into a more
shaded location immediately.

e.g. with sun light | Note: damage caused to Network IP Camera through
reflexes. over exposure to direct sunlight or halogen light is
not covered under the product warranty.
Bad focus Focus has not been | Adjusting the camera manually till the image views

correctly adjusted

clear.

Noisy images

Video images may be
noisy if you are using
Network IP Camera in a
very low light
environment

To solve this problem, you need more light. Use the
back light function.

If not helpful, you may wish to consider replacing
the basic lens with a more sensitive lens, if the
lighting conditions within the installation area can
not be improved

Bad quality images The Display Properties | Open the Display Properties in your desktop and
are incorrectly | configure your display to show at least 65’000
configured for your | colors, i.e. at least 16-bit.
desktop

Note: Using only 16 or 256 colors on your computer
will produce dithering artifacts in the image
The camera 1is not | Referring to the above, adjust the camera manually
focused correctly
NOTE

If you still have a problem after reading this information, please contact your dealer or check the FAQ
on the INTELLINET ACTIVE NETWORKING web site at http://www.intellinet-network.com.
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D. Utilizing IP Addresses on Local Network

Introduction
Access to the Internet is achieved via Internet IP addresses. Currently, IP addresses are limited.
There are 5 classes of networks, and each network contains IP addresses. A network can only hold a
limited number of IP addresses. The number of IP addresses depends on the network class. The 5

classes are labeled “A” through “E” with the most common one being the “C” class network.

IP Construction and Network Class
1) IP Construction

XXX XXX XXX XXX (XXXZ 0_255)
X1 X2 X3 X4 e.g. 192.168.1.1
2) Network Class

A Class: A network that contains IP addresses from 0 to 127 at room ‘X1”
Network ID: X1
Host ID: X2, X3, X4

There are 128 A-Class networks in the world.

B Class: A network that contains IP addresses from 0 to 127 at room ‘X1
Network ID: X1, X2

Host ID: X3, X4

There are 65, 534 B-Class networks in the world.

C Class: A network that contains IP addresses from 192 to 223 at room ‘X1°.
Network ID: X1, X2, X3
Host ID: X4

The most common network in the world; there are 2,097,152 C-class networks in the world.

D Class: A network that contains IP addresses from 224 to 239 at room ‘X1’. D-class networks are

used for multicasting, and are not allowed for common use.

E Class: A network that contains IP addresses from 240 to 255 at room ‘X1’. E-class network are

reserved.
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C Class Network
1) Features of Addresses
IP address: The three-digit number in room ‘X4’ is for the Host ID. The number ranged from 0 to
255. Among the numbers, 0 is used for Network ID, 1 is used for Router IP (Gateway address) and
255 are used for Broadcast address. The number from 2 to 244 are IP addresses that can be assigned

to Network IP Camera, PC etc.

Network ID: Identifies a network. Generally the first number assigned is Network ID.
Gateway address: The IP address of the router for connecting Internet and local network.
Broadcast address: The IP address for broadcasting. All devices connected on local network have
the same Broadcast address.
Subnet Mask: Divides a local network into two remote networks. Subnet mask shows the IP
quantity in a certain network. The number that can be used as subnet mask is
limited (0, 4, 8, 16, 32, 64, 128)
2) Network Configuration
(1) To use as one network
Network ID: xxx.xxx.xxx.0
Gateway Address: xXx.XXX.XxX.1
Subnet Mask: 255.255.255.0
Broadcast Address: xxx.XXx.xxx.255

IP Addresses: XXX.XXX.XXX.2 — XXX.XXX.XXX.254

(2) To use as two Sub-networks (1/2 + 1/2)
Sub-Network ID: xxx.xxx.xxX.0
Gateway Address: xXx.XXX.XxX.1
Subnet Mask: 255.255.255.128
Broadcast Address: xxx.xxx.xxx.127

IP Addresses: XXX.XXX.XXX.2 — XXX.XXX.XXX.126

Sub-Network ID: xxx.xxx.xxx.128
Gateway Address: xxx.xxx.xxx.129
Subnet Mask: 255.255.255.128
Broadcast Address: xxx.xxx.xxx.255

IP Addresses: xxX.XxxX.XxX.130 — xxx.Xxx.xxx.254

(3) To use as three sub-networks (1/4 + 1/4 + 1/2)
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Sub-Network ID: xxx.xxx.xxX.0
Gateway Address: xXx.XXX.XxX.1
Subnet Mask: 255.255.255.192
Broadcast Address: xxx.XXX.XXX.63

IP Addresses: XXX.XXX.XXX.2 — XXX.XXX.XXX.62

Sub-Network ID: xxx.xxx.xxX.64
Gateway Address: XXX.XXX.XXX.65
Subnet Mask: 255.255.255.192
Broadcast Address: xxx.xxx.xxx.127

IP Addresses: XXX.XXX.XXX.60 — XXX.XXX.XXX.126

Sub-Network ID: xxx.xxx.xxx.128
Gateway Address: xxx.xxx.xxx.129
Subnet Mask: 255.255.255.128
Broadcast Address: xxx.xxx.xxx.225

IP Addresses: xxx.xxX.xxxX.130 — XXX.XXX.XXX.256

(4) To use as four sub-networks (1/4 + 1/4 + 1/4 + 1/4)
Sub-Network ID: xxx.xxx.xxX.0
Gateway Address: xXx.XXX.XxX.1
Subnet Mask: 255.255.255.192
Broadcast Address: xxx.XXX.xXX.63

IP Addresses: XXX.XXX.XXX.2 — XXX.XXX.XXX.62

Sub-Network ID: xxx.xxx.xxX.64
Gateway Address: XXX.XXX.XXX.65
Subnet Mask: 255.255.255.192
Broadcast Address: xxx.xxx.xxx.127

IP Addresses: XXX.XXX.XXX.66 — XXX.XXX.XXX.126

Sub-Network ID: xxx.xxx.xxx.128
Gateway Address: xxx.xxx.xxx.129
Subnet Mask: 255.255.255.192
Broadcast Address: xxx.xxx.xxx.191

IP Addresses: xxX.XxxX.XxX.130 — xxx.xxx.xxx.190
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Sub-Network ID: xxx.xxx.xxx.192
Gateway Address: xxx.xxx.xxx.193
Subnet Mask: 255.255.255.192
Broadcast Address: xxx.xxx.xxx.255

IP Addresses: xxx.xxx.xxX.194 — xxx.xxX.xxx.254
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E. Updating Firmware

Caution

This process to update the current firmware is already installed into your Network IP Camera

If you are to begin the process, follow the instruction as manual. And during the process, do not
give physical shock nor disconnect network and power. Otherwise, your Network IP Camera can be

damaged seriously, which may result inappropriate operation or operation failure.

If you failed to update Firmware or Network IP Camera does not operate properly after updating

process, please contact your dealer nearby in your area.

Identify the version of Firmware
You can identify the version of Network IP Camera’s Firmware on System Configuration Page.

(You may check the version of your Network [P Camera firmware first and then try to update)

To check the present version of Firmware, follow the below step.
(D Connect to your Network IP Camera’s homepage.
@ Click “Administrator Tools”.

@ Move to System Configuration Page and then you can check the version of Firmware.

Download New Firmware
You can download the latest Firmware software through the Internet at the INTELLINET ACTIVE
NETWORKING support website located at www.intellinet-network.com.

Install New Firmware
The Network IP Camera can be upgraded via the LAN or remotely over the Internet.

Follow these steps for loading the new firmware:
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(2 Confirm that the Network IP Camera is connected

Camera Upgrade ¥1,00

to your PC. (As long as you can access

Camera IP [EE 168 . 1T . &
your Network IP Camera Homepage,

Upgrade port : ISDDD

you can process upgrading) Admin 1D+ [adii

Admin password I *****

Upgrade status:

@ Execute the newly updated firmware.

@ Enter Camera’s IP address, Upgrade St upgrate | cancel _|

port number, Admin ID and Password configured on the Network Configuration page.

And then press “start upgrade” button.

Camera Upgrade V1,00

You may see the upgrading status.

. L. . Camera IP : I 192 188 . 1 . &
Upgrading levels are divided into 4 steps from

Upgrade paort : IQDDD

Transferring Firmware to Verifying flash memory. Admin 1D [admin

Admin passward I*”*,{

(Each step is indicated on progress bar)

Upgrade status: Transferring Firmuware

Start upgrade Cancel

(5 When completed upgrading, a message appears

Upgrade 2 |

indicating the upgrade has been completed. Firmware upgrade completed

Click the “OK” button.
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F. The I/O Connector

The I/O Connector provides the physical interface to a digital output, and a single digital photo-
coupled input that is used for connecting a variety of external alarm devices to the Network IP
Camera; including, IR-sensors, switches and alarm relay.

In combination with the configurable alarm facilities, you can quickly develop a variety of security
applications that are triggered on time — or alarm based — events. The connector can also be utilized as

an alternative connection point for DC power supply to the unit.

NO Function Description

1 Power GND (-) Power for the external input/output devices (-)
2 Power DC12V (+) Power for the external input/output devices (+)
3 Digital Out (+) Output to the external output devices (+)

4 Digital Out GND (-) Output to the external output devices (-)

5 Digital In (+) Input for the external input devices (+)

6 Digital In GND (-) Input for the external input devices (-)

1-2 PIN

To supply external devices with power. PIN1 is connected to GND terminal of device’s power and
PIN2 is connected to (+) terminal. However, the external device should be less DC 12V as a voltage
and 200mA as an electric current.

3-4 PIN

PIN3 is connected to (+) terminal of external output device; PIN4 is connected to GND terminal of it.
Network IP Camera makes external output device operating by sending signal to external output
device. However, the external device should be less DC 12V as a voltage and 200mA as an electric
current.

5-6 PIN

PINS, 6 are connected to the signal output terminal of external input device such as infrared sensor or

alarm sensor. (This signal output terminal should be “Normally Open” type.)
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G. RS 232 CABLE

The Serial Connector

In absence of a local network connection, the RS232 serial connector provides a physical interface for
connecting a PTZ devices or computer to Network I[P Camera. This means that Network IP Camera
can operate as a standard unit -independent of any computer network.

Users can connect to Network [P Camera by external mode.

| DSUB9PIN FEMALE |
| DINSPINMALE |
DINSP MALE TO DSUB9P FEMALE
PIN NAME DIN 8 PIN MALE DSUB 9 PIN FEMALE
RTS 1 8
CTS 2 7
TXD 3 2
GND 4 5
RXD 5 3
DTR 6 6
DCD 7 4
RI 8 9
NC 1
PIN Function

RTS : Return to send
TXD : Transmit Data
RXD : Receive Data
DTR : Data Terminal Ready
CD : (Carrier Detect)

CTS : Clear to send

GND : Ground

DSR : Data Signal Ready
RI : (Ring LED)
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H. Dynamic Domain Name Server (DDNS)

Your internet Service Provider (ISP) provides you at least one IP address which you use to connect to
the Internet. The address you get may be static, meaning it never changes, or dynamic, meaning it’s
likely to change periodically. Just how often it changes, depends on your ISP. A dynamic IP address
complicates remote access since you may not know what your current WAN IP address is when you
want to access your network over the Internet. The solution to the dynamic IP address problem comes

in the form of a dynamic DNS service.

The Internet uses DNS servers to lookup domain names and translates them into IP addresses. Domain
names, such as www.intellinte-network.com , are just easy to remember aliases for IP addresses. A
dynamic DNS service is unique because it provides a means of updating your IP address so that your
listing will remain current when your IP address changes. There are several excellent DDNS services
available on the Internet and best of all they’re free to use. Two such several excellent DDNS services

are www.ods.org (ODS) and www.DynDNS.org. You’ll need to register with the service and set up the

domain name of your choice to begin using it. Please refer the the home page or the service for

detailed instructions.

A DDNS service works by uploading your WAN IP address to its servers periodically, your gateway-
router may support DDNS directly, in which case you can enter your DDNS account information into
your router and it will update the DDNS servers automatically when your IP address changes. Please
consult your router’s documentation for more information. If your router does not support DDNS, you
can run a small client utility on any PC on your network which will perform the updating. The client
utility is usually provided for free by the service.

Check the service’s web page for further information, terms and conditions.
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How to use ODS DDNS service
A. Get access to ODS homepage (www.ods.org).

ner Rplorer

Jlﬂ) E(I) ESEiH i

£lyaHo~ 1221 £]46 £15% 2156 £157 2122 S H0H IHATR #1203 AR =2 2] AS21PTZ) £ ASa2 ]2 HHOIR »

SHoODS

OFen Domain SERVER

HOME SERVICES SUPPORT REGISTER PARTNERS

REGISTER ]

By clicking ‘Register', pou agree to the small smount of information given on this form being publicly avaiiable in the form of &
whois seruer, We will not sefl pour information.

Fields may not contain spaces
Username:

Password: l—
Email sddress: I—
First Mame: l— ‘
Last Mame: I—

© ODS.org 2001-2003. All rights reserved ;I
e [ [ |@2ES v
B. In case you didn’t register your ID, you should select ‘REGISTER’ menu and then
register your ID/ Password. Otherwise, you just login with registered ID/Password.
C. After you register ID/Password normally, you can see ‘Manage’ page.

P ] e |
mF(Ey WaEE) H=2JI80 AZFIA) =Ty E=SErHr |
EEE - = - D ot | AEe mENm @g=2s20 (B om - H e R
Z2:(D) [&] hitps i//ods, org/manager.php = woEs
92 glvaHo~ &£]1221 &]46 &£]55 £]56 £]157 €132 U0 ST 123 MSFRFE2 S AR PTZ) Z]ARA2 g5 HWEHOIE >

S ‘ i

The specified hos added @s
Add Hos a Public Domain: Add Host on a Private Domain:

Host: e ——— Host: e ———
bomain: § [T Pubhe Damans =] bomain:  [DPTVaEDBmEREE=]
Type: Type: A -

Target: Target: l—
TILAPrion? TILAPHONEY l—

Add Host

Confused? Click here
Update mapping for:

Show only: |EX =1
Host: [--HOSTS - =1

Mew Target: I b
T Priority: |

Update |
Delete Host:
Show only: [2n -1
Host: |- HosTs - -1

Delete Host I

You must have a Private Domains subscription in order to add or delete domains. If you already have a subscription
and you cannot add a domain, please email support with your username and PayPal email address.

T = : : : : : : : : __ LI TIL T

Il
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If you want to use normal DDNS service among many services, you should fill in the blanks in a
check box and then click “Add Host” button.

a. Host: write name you want.

b. Domain: Select domain you want.

c. Type: Select ‘A’ (‘A’ is normal)

&~

Target: Write initial IP of equipment but just write any IP address that is in the form of
“XXX. XXX XXX XXX

e. TTL Priority: Do NOT select. This is option.

If you want to select “intellinet.dyndns.org” for domain name, write ‘intellinet’ in Host item and

then select dyndns.org for domain. Otherwise, please refer to the premium service.

NOTE: After completing DynDNS setting, you should set DDNS registration for
the Network IP Camera.
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How to use DynDNS DDNS server

A. Get access to Dyndns homepage (www.dyndns.org).

=10l =
HE(E) HEIIM SHSZA EMI ES2H ﬁ

SE - = - @ @ & Ay @mEAwy @s==20 (B-Sag-Ew R
J$i@) |@ http ./ wewewe, dwndns. org/ j @Ol
|2 Eyato~ @1221 £146 £155 &156 S157 1722 SU0IH IHMT @3 MER Y SMDRLNRTI) SIMRLE2 S1EE BHOK &) vwarks lib =

e bview

DynDNS.org

About | Services | Account | Support | Solutions | Developers | News |

Welcome Recent News System Status
Just got a high-speed Internet connection? Want to control vour own e-mail or domain name? Don't DynDMS. org Raises Over $4.500 for The Perl
want to tell friends about that annoying. changing IP address or ISP-assigned hostname? Foundation

{July 11, 2003}
Take full control over domains that wou own, Custorn DME® allows vou to control an entire domain

through an intuitive web-hased interface, Use Secondary DMS if you want to run yaur own nameserver - Domain Transfers Mow Available
but take advantage of our redundancy. ©July O3, 2003}
If you don't own your own domain name, you can purchase one directly through us, As a full service - Houter Certification Program Announced
registrar, we fully integrate domain registration and management with Custorn DS, fMay 13, 2003}
Qur Dynarmic DS and Static DMS gives vou a new name like vourname, dyndns,org, one of 40 {more..}
domains. These services are free for up to 5 hostnames,
Stories
Want to get rid of that ugly http://home, yourisp, com/~someusers weh address? Try our free WebHop®
web redirection, If vou want to use redirection with a domain that vou use with Custorn DINS then you %ﬁs £ e AT opime
can use MyWebHop* web redirection, '
With all of our services. we offer round-the-clock support that can be reached on the web ar by email, Open Source

& Commitment to Community and Better Software

About DynDNS.org Applications

How to Gel the Most Out of the Internet
DynDMS org is & leading provider of Domain Name Service (DMNS). We provide full managed domain

hosting. Dynamic DMNS. Static DMNS and Web Redirection services, Maintaining 100 0002 uptime with
almost half a million users, we offer the flexibility, support, and service to ensure a strong and reliable
presence on the Internet,

Copyright ® 1898-2003 Dynamic DNS Network Services, LLC,
Privacy Policy | Acceptable Use Policy | Trademark Notices

P=3] [ e orFm =

B. In case you didn’t register your ID, click “Sign Up Now” and then register your ID.

Otherwise, you just login with registered ID.

=10l x|
| mEME) BIE) =Y BARIIA EHI) ZSEHH | =
CHE - =+ - D@ S8 Qaa @EHw #8220 | B-Sg-Ew R
F4:(D) [&] http://www.dyndns, arg/account/create, html = FosE
HE @lyaHo~ £]221 £]46 &]55 &156 £]57 @172 S1U0H SOAME S22 ASFEZ @AREUPTZ) @]ASA2 S]182 MHOIA €] wworks lib 5}
e bview Login =

About Services Accou

Support | Solutions | Developers | News |

Create Account

Please complete the form below to create your account, You will receive an email containing instructions to activate your account, f vou do not
follow these directions within 48 hours, you will need to recreate your account,

Itis recommended that vou visit this page securely, You are not currently visiting this page securely.

Policy Last Modified: March 20, 2003 f’
1. ACKNOWLEDGMENT AND ACCEPTANCE OF TERMS OF SERVICE

211 services provided by Dynamic DNS Network Services ("DynDNS™)

are provided to you (che "Member™) under the Terms and Condicions

set forth in this Acceptable Use Folicy ("AUP") and any other
operating rules and policies set forth by DynDNS. The AUP comprises 4|

| have read and agree to the Acceptable Use Paolicy above: T

Username

“our username will be used to login to your account and make changes,

Usermame: I

Email Address

The email address you enter must be valid, Instructions to activate your account will be sent to the email address provided, vou must keep this
address current and accounts with invalid email addresses will be removed with no warning, We do not zell our list to anyone, Read more aboot

our privacy policy B
4

T e Es
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ift Interne e I = 3|
| mEE BTE) EAW SHFAW T ZETH
|52 . » . @@ a| @z @sazy @F=s==0 B-SE v 2
| =40 |@ hitps //wewewe, dyndns. org/services,/dyndns, =] PO
|22 Elyato~ £1221 £146 £]155 £1% €157 172 SIU0IH STHANE £123 MER 2 SMSRLIPTZ) @ MSL2 £153 HHOIA B

LG Account | Support | Solutions | Developers | News |

Dynamic DNS

The Dynarnic DMNS service allows vou to alias a dynamic IP address to a static hostnarme in any of the many dornains we offer. allowing
your computet to be maore easily accessed from varlious locations on the Internet, We provide this service, for up to five (F) hostnames.
free ta the Internet comrmunity,

The Dynamic DNS service is ideal for a home website, file server. or just to keep a pointer back to your home PC so you can access
those important documents while you're at work, Using one of the available third-party update clients you can keep vour hostname
always pointing to your IP address, no matter how often vour ISP changes it. Mo more fumbling to find that piece of paper where vou
wirote down your [P address, or e-mailing all vour friends every time it changes, Just tell them to visit yourname, dyndng, org instead!

If you would like to use your own domaln name such as yourname, com, you need our Custorn DME service, which also provides full
dynamic and static IP address support,

Your Hosts
Hostname Last Updated IP in Database/DNS
webview. hormedns. org Tue Jul 15 03:04:28 2003 210.113.163.172
Static DNS = —
WebHop webview?, dyndns, org 711 18:30%003 210,113, 1683,172

Account Upgrades
Pricing

Add A Hosty Bulk Update

Cnpyrﬁht@ 19992003 Dynamic DNS Hetwork Services, LLC,
Privacy Palicy | Acceptable Use Palicy | Trademark Motices

&l
[ 5 [ SEE 4
er =10l
]EP'E BEEY HAN SHFAL D TSTH) ﬁ
| ez -5 - @[ 4| Qau @saw @250 |B-S5-Bvl
J—’f—i |@ hitps s/ S, dyndns, org/services/dyndns/add, htm| ﬂ @ls
]E':E“ &lvato~ @1221 &146 &% £]1% €157 €172 1U0H SHAR £123 MET EY ARSIPTD) @ ARL2 @52 WHIA &]wwarks lib »

DynDNS.org

About EEELNCEE Account | Support | Solutions | Developers | News |

Custom DNS
Secondary DHS
MniebHop Hostnarme: |
Domain Registration
Dynmamic DNS

New Dynamic DNS Host

I |h0medns arg j

Far your own domain {eg: yourname,cam), use Custom DNS,

IP Address: |210_113.183.1?2

Enable Wildcard: r

Mail Exchanger (uptional):l ™ Backup Mx?

AddHostl Reset Farm |

Static DNS
WehHop
Account Upgrades

Pricing

Copyright @ 19332003 Dynamic DMS Network Services, LLC,
Privacy Policy | Acceptable Use Policy | Trademark Notices j

lerz= N R

B
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D. Enter Domain name you want and just leave other items, and then Click “Add Host” button

to register.

If you want to know detail of each field, please refer to FAQ of each homepage.

E. You may see this page that shows setting information. after the register is succeeded,

2 DynDNS, arg — Dynamic DMS —- Add Host - Microsoft Intatnet Explorer =10 x|
| T2E FIE W EAIE EAD ESTH E
| w522 Q[0 & Qze @Ay @282 |D-85-Hel

|F4(D) |@ https:/ #wwew, dyndns, org/services/dyndns/add, himl x| pos
|92 glyao~ @121 €145 &1% 1% &5 €72 U0 EHAT @123 MSTEY @IARLIPTZ @IARL2 @132 WHIA &) wworks lb »

About JECWVEE Account | Support | Solutions | Developers | News |

Custom DNS

Secondary DNS

WywebHop The hostname you have requested has been created, The information now in the database and DNS systern is:
Domain Registration

Hostname Created

Hostnare: webview, homedns, org
IP &ddress: 210,113,163,172

Wildeard: M
Mail Exchanger: None
Backup M N
Static DNS
WebHop —
Account Upgrades
Pricing
GRS [ 15 o 2 /

NOTE: After completing Dyndns setting, you should set DDNS registration for
your Network IP Camera.
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DDNS registration for the Network IP Camera

A. After you set ODS or DynDNS successfully, you should move administration -> network
configuration.
A 1 Administrator Menu i - Microsoft Internet Explorer =10f x|
| DRE BIE A BHENE EHD TEEH)
| w52 -9 - QP a| Qas mweAm @s==7 |BD-S5-EBwl
|Z4D |@ http://192, 168, 1, 42/main_configure_active:x, htm| x| poE
|92 Elyato~ &2 E146 £)% &% )57 £]172 U0 AMAT 213 ASRH B EIMRLIPTI) EMPE2 EF2 WHOA &) vswarks lib D

@ﬂn“l“lSTnﬂTﬂn Image transfer port numberf 8000~A5538) ; 8090
MENU Upgrade port number{8000~65535) : 9000

Admin, User Configuration SMTP Server(max 25 characters) IWQZ]BE-L4

Event Trigger Configuration Sender email address{max 30 characters) : Ieelike@xxx.yw‘zzz
Time Configuration W Use SMTR suthentication
System Configuration Authenication method : PLAIN -
ID{max 30 characters) :

{max 30 characters) |

Web server port number{80~1023) : 80

Ptz port number{8000~65535) : 10000

Image Configuration

Network Configuration

1st DNS server address © |158‘12E.83‘1
Wireless Configuration
2nd DNS server address : |203‘245.8‘2

£} Home
Password{max 10 characters) . I
Realm{max 15 characters) : I

& T~k

COMNS RegfStration ®anable ¢ di%ble
DONE Server : w005, 0rg -
ID{mgx 10 characters) : eelike

rd{max 10 characters) . syncus92 B

icintracom.ods, g_
Registeration #uccess

e(max 30 characters) :

Status

submit cancel |

R

KN

CEEE

B. In DDNS Registration item, select DDNS server (ODS or Dyndns) you want.
Enter ID/Password that you registered and fill domain name that you set in each homepage.

(ex: intellient.ods.org)

B Before DDNS setting, you should register ID/ Password and domain name in ODS or
Dyndns DDNS service.

C. If register is finished successfully, you may see “Registration Success” in status. Now, you can

connect to the Network [P Camera by a domain name that you registered.
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I. High Speed Solutions

This information is to help you access high-speed Internet services such as xDSL or a cable
modem connection. However, most high-speed Internet Services provide you with some external

IP addresses, there are several practical issues that should be considered.
AVAILABLE IP ADDRESS

ISP (Internet Service Provider) will provide you with several external static IP addresses ideally —in
which case you can assign any one of these to your Network IP Camera to make it fully accessible
over the Internet. However, if your service provider supplies you with only one IP number — which is
often the case — this IP number is normally assigned to your PC-leaving no connection available for

your Network IP Camera.

What can you do if your ISP is unable to provide you with an IP number?

There are a number of other options what you may like to consider: including:
NAT BOX

Short for Network Address Translation, NAT (Network Address Translation) is Internet standard that
allows a local-area network (LAN) to use one set of I[P addresses for internal traffic and a second set of
addresses for external traffic. A NAT box located where your LAN meets the Internet will handle all of

the necessary IP address translations and provides:

® Internal IP addresses that are unique to your network — with no possibility of conflict with IP
Addresses used by other companies and organizations.
® The possibility of combining multiple ISDN connections into a single Internet connection.

® An effective firewall for hiding internal IP addresses
NAT Feature in Windows 2000
Utilize the NAT feature in Windows 2000 to allow multiple Ethernet cards in your PC, and you can
then use one of port for the Internet and the other for your internal network. With this solution, you

can let your Network IP Camera upload image streams to an external Web Server that is maintained

and located with your ISP.
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ROUTERS AND FIREWALLS

Another solution is to use one of several small routers/firewalls currently available on the market.
These provide the necessary NAT functionality and allow complete independence for your PC, which
can be switched off or rebooted without affecting the image transmission from your Network IP

Camera.
WINGATE SERVER SOFTWARE:

Running on a single Windows 95/98/2000 or NT computer, this software allows multiple users
simultaneous access to the Internet through a LAN or higher-speed line, such as xDSL or cable
modem connection; and effectively shares a single Internet connection with almost any type of client

computer running TCP/IP.

For more advanced users, the WinGate 3.0 Standard and Pro versions also allow the administrator to

change the IP bindings so that external requests may be routed specifically to your Network IP Camera

) o
(D NOTE

NAT, or Network Address Translator, Virtual LAN) A hardware device currently being

— running behind the WinGate software.

developed and used to extend the Internet addresses already in use. NAT has been
suggested as an alternative to adopting IPv6 (IPng). It allows duplicate IP addresses to be

used within a corporation and unique addresses outside. It is defined in RFC 1631.
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J. Reinstating the Factory Default Settings

This information explains instructions in detail on how to set the default settings in the Network IP
Camera. In certain circumstances it may become necessary to restart or reinstate the Factory Default
settings for your Network IP Camera: This is performed by pressing the Reset Button, or using Hyper

Terminal Setting. Follow these instructions to reinstate the product factory default settings
By pressing Reset button.

(D Using a paper clip or any sharp pin, press the reset button on the backside of Network IP
Camera.
Switch off the Network IP Camera by disconnecting the power cable.

Press and keep the Reset Button pressed, and then reconnect the power supply cable.

® 6 e

Keep the Reset Button pressed until the Operating Status LED (Green) blinks three times.
(Note that this may take up to 10~15 seconds), then release the button. When the Operating
Status LED (Green) blinks three times.

By Using Hyper Terminal

g WebView - HyperTerminal - 181 x|
Fle Edt Yiew Cal Transfer Help

s E
(D Execute “Hyper Terminal” as & |

referred to Chapter “4.3.1

Configuring Hyper Terminal”
@ Supply the power to the

Network IP Camera.
. WebView Boot (ENC-001E)
@ After a while, the count down Copyright 2000 MicroWeb Co., Ltd.

1 Bootrom Version : BOO30006
starts WIth the message Firmware Version : FO030044

C ti date: A 25 2001, 10:12:41
“Press 'p' key to stop auto-boot or TEATICh fater Ay

Load-Default-Button under the

NetCam for 3 seconds...” Press 'p' key to stop auto-hoot or
Load-Default-Button under the NetCam for 3 seconds ...

(At this time, press ‘p’ key. Then, %ebwew Boot]:

[Network IP Camera Boot] prompt I I -
4 3
ShOWS llke the I'lght Side image, Connecked 0:00:17 |Aut0 dekect |384DD 8-N-1 |5CROLL |CAPS |NUM |Capture |Print echo 4

@ When you enter ‘w’, Administrator ID & Password reinstate as factory default ‘admin’

NOTE
Reinstating the original default settings will cause all parameters (Including IP address) to be

reset.
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‘@

Factory default setting

Administrator ID: admin
Administrator Password: admin
Guest ID: guest

Guest Password: guest

IP Address: 192.168.1.221

Subnet Mask Address: 255.255.255.0
Gateway Address: 192.168.1.1
Server IP Address: 192.168.1.200

Compression Rate: Level 1

< ) Image Size: QVGA
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K. Glossary of Terms

ActiveX — A control (or set of rules) used by a browser. ActiveX controls are often downloaded and

installed automatically as required.

ARP — Address Resolution Protocol. A method for finding a host's Ethernet address from its Internet
address. The sender broadcasts an ARP packet containing the Internet address of another host and
waits for it (or some other host) to send back its Ethernet address. Each host maintains a cache of
address translations to reduce delay and loading. ARP allows the Internet address to be independent of
the Ethernet address but it only works if all hosts support it. The ARP command can be used to set the

IP — addresses for your product.

CGI — A standard for running external programs from a World-Wide Web HTTP server. CGI specifies
how to pass arguments to the executing program as part of the HTTP request. It also defines a set of
environment variables. Commonly, the program will generate some HTML which will be passed back
to the browser but it can also request URL redirection. A set of rules (or a program) that allows a Web

Server to communications with other programs.

DSL - Digital Subscriber Loop, A family of digital telecommunications protocols designed to allow
high speed data communication over the existing copper telephone lines between end-users and

telephone companies.

DHCP - A protocol that provides a means to dynamically allocate IP addresses to computers on a
local area network. The system administrator assigns a range of IP addresses to DHCP and each client
computer on the LAN has its TCP/IP software configured to request an IP address from the DHCP

server. The request and grant process uses a lease concept with a controllable time period.

Ethernet —A widely used networking standard.

Firewall —A virtual barrier between a LAN (Local Area Network) and other networks, e.g. the Internet.
Frame Grabber Card — Plug-in hardware for “grabbing” images.

FTP - A client-server protocol that allows a user on one computer to transfer files to and from another

computer over a TCP/IP network. Also the client program the user executes to transfer files. It is
defined in STD 9, RFC 959.
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HTML - A markup language used to structure text and multimedia documents and to set up hypertext

links between documents, used extensively on the World Wide Web.

HTTP - A protocol used to request and transmit files, especially WebPages and WebPages components,
over the Internet or other computer network.
Intranet - A privately maintained computer network that can be accessed only by authorized persons,

especially members or employees of the organization that owns it.

IP — Internet Protocol. The network layer for the TCP/IP protocol suite widely used on Ethernet
networks, defined in STD 5, RFC 791. IP is a connectionless, best-effort packet switching protocol. It

provides packet routing, fragmentation and re-assembly through the data link layer.

IP number (address) — A unique number used by a computer on the network to allow it to be identified

and found.
JPEG — A standard image format, used widely for photographs. Also known as JPG.

LAN — Local Area Network. A data communications network which is geographically limited
(typically to a 1 km radius) allowing easy interconnection of terminals, microprocessors and

computers within adjacent buildings. Ethernet and FDDI are examples of standard LANs.

PING - A protocol that sends a message to another computer and waits for acknowledgment, often

used to check if another computer on a network is reachable.

PPP — Point-to—Point Protocol. A method allowing one computer to connect to another, usually via a

modem over a phone line.

Protocol - A set of formal rules describing how to transmit data, especially across a network. Low-
level protocols define the electrical and physical standards to be observed, bit- and byte-ordering and
the transmission and error detection and correction of the bit stream. High-level protocols deal with
the data formatting, including the syntax of messages, the terminal to computer dialogue, character

sets, sequencing of messages etc.

SMTP — Simple Mail Transfer Protocol

75 Vs




NETWORK IP CAMERA User’s Guide

TCP/IP - Transmission Control Protocol/Internet Protocol. The wide-area-networking protocol that
makes the Internet work. TCP/IP is used on many networks, including the Internet. TCP keeps track of
the individual packets of information and IP contains the rules for how the packets are actually sent

and received.

URL — Uniform Resource Locator. An “address” on the network.

WAN — Wide—Area—Network. A communications network that uses such devices as telephone lines,

satellite dishes, or radio waves to span a larger geographic area than can be covered by a LAN.

Wizard — A program designed specifically to guide the user through a procedure. Typically used for

installation and configuration. Installshield Wizard is required to download ActiveX manually.
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