User Manual of Firmware Upgrade

1. Use our client software to update. Detail information please refer to the client
software user manual.

2. Use “FTP” function of “Upgrade” sub menu in “Utilities” menu. You need one host PC to run
FTP server software and place firmware file (digicap), and make sure DVR and PC are in the
same sub net.

3. Use “USB” function of “Upgrade” sub menu in “Utilities” menu. Please make sure the
firmware file (digicap) is placed under root directory of USB flash memory.

4. Use the TFTP server. Please follow the next steps.

Step 1:

Before the update start you should do the follow steps:

1. Download the TFTP server from the internet, such as Cisco TFTP Server. Then put

the firmware in the root directory of the Cisco TFTP Server.

1)

2. Connect the device to the Router.

3. Please use DTE cable to connect device 232 port with COM port of the server PC.
4. Configure the Hyper Terminal. Steps as below.

Enter into start----all programs----accessories------ communications-----hyper terminal.
Click hyper terminal. And fig 1 will pop up. Click cancel and select yes in the pop up
dialog. then enter into fig 3.

Location Information @E

Before pou can make any phone or modem connections,
"Windows needs the following information about pour current
location.

WWhat country/region are you in now?
Urited States i

WWhat area code [or city code] are you in now?

If you need to specify a carier code, what is it?

If you dial & number to acceszs an outside line, what is it?

The phone svstem at thiz location uzes:

(%) Tone dialing () Pulze dialing

[ Ok, ] l Cancel

Figl



Confirm Cancel X

2 Windows needs telephone information about the location From which you will be dialing. IF vou cancel without
! providing this information, this program may not function correctly when dialing. In addition, some applications
respond to vour canceling this dialog box by immediately re-posting it.
Are you sure vou want to cancel?

es ] [ Mo ]

Fig 2
2) Input the Connection name, ie. “XXX”. And do the step 1 again. Then enter into fig 4.
select COM1 and click “OK” to enter into fig 5.

Enter a name and chooze an icon for the connection: Enter detailz for the phone number that pou want to dial:

Mame:
| | County/region: | ~ |

— = =x] -

Fhone number: | |

Connect using: | Conexant HDA D110 MDC W 92 M »

Conexant HDA D110 MDC Y. 92 Mode
COr3

TCPAP [wWingock)

Fig 3 Fig 4

3) Modify the bits per second to ‘“115200’. and modify the flow control to’ None.” Finally
click “apply” and “ok” to enter into the hyper terminal main interface.

COM1 Properties

Part Settings |
Bitz per second: |1152DD v|
D ata bits: |8 v|
Parity: |N0ne v|
Stop bits: |1 v|
[ kK l ’ Cancel ] ’ Apply ]

Fig5



Step 2:

Then reboot the device and press any button in the pc keyboard again and again until
the HIK # come out in the Hyper Terminal interface, show as fig 6. then input the “print” to
check if the IP of the server and device is correct, also both of them should be in the same
LAN. you can use the command
“set serverip” to modified the server ip
“set ipaddr” to modified the device ip
“set netmask” to modified the mask ip
Show as the fig 7.

“& hikvision, - HyperTerminal
File Edit Wiew Call Transfer Help

0= B DB

# reboot

The system is going down NOW !
Sending SIGTERM to all processes.
Terminated

Requesting system reboot.

U-Boot 1.1.3 (Jan 26 2087 - 18:56:06)

U-Boot code: 801A0BBO -> 801BD664 BSS: -> 801C53A4

RAM Configuration:

Bank #0: 80000000 64 MWB

HY AMD flash manufacturer id is 0xB@, device id is Bx227e!
flash 1d3 is Bx221a, flash id4 is Bx2200!

Flash: 4 MB
In: serial
Out: serial
Err: serial

ARM Clock :- 297MHz
DDR Clock :- 189MHz
Hit any key to stop autoboot: @
Hik #

[£4]

< >

Connected 0:00:15 Aubo detect 115200 8-N-1

Fig 6



“& hikvision - HyperTerminal |:||E|F5__<|
File Edit view Call Transfer Help

== A5 DB &

Err: serial

ARM Clock :- 297MHz

DDR Clock :- 189MHz

Hit any key to stop autoboot: B
Hik # print
bootargs=console=ttyS0,115200n8 initrd=2g.,1 rw root=/dev/ram mem=32M
bootcmd=bootm 0x2030000
bootdelay=3

baudrate=115200
netmask=255.255.248.0
bootfile="ulmage”
serverip=192.0.2.34
ipaddr=192.0.2.31

stdin=serial

stdout=serial

stderr=serial
ethaddr=00:40:36:35:ba:cb
videostd=pal

13
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Hik # set serverip 192.0.2.33
Hik # set ipaddr 192.0.2.32

Hik # set netmask 255.255.255.0
Hik # ]

[£4]]

Fig 7

Step 3:
Input the commend “save” and press enter button. Show as fig 8.

“& hikvision, - HyperTerminal
File Edit View Call Transfer Help

serverip=192.0.2 34 ‘5
ipaddr=192.0.2.31

stdin=serial

stdout=serial

stderr=serial

ethaddr=00:40:36:35:ba:cbh

videostd=pal

Environment size: 279/65532 bytes
Hik # set serverip 192.0.2.33

Hik # set ipaddr 192.0.2.32
ask 255955955 .0

Saving Environment to Flash...
<yxq_info> the config command is Oxa!
Mot using the addr redund env!
Un-Protected 1 sectors
Erasing Flash. ..
Erasing sector 9 ... done.

Erase Operation Completed.
Erased 1 sectors
Writing to Flash...to addr 0x2020000 len 0x10000-done
Erﬁtected 1 sectors

ik # _

£4]

< ¥
Connected 0:07:04 Auto detect 115200 8-N-1

Fig 8
Step 4:
Input the commend “update” and press enter button, then space button. After that the



update will start. Show as fig 9

‘& hikvision - HyperTerminal
Fil= Edit View Call Transfer Help

0O = B DB B

Erase Operation Completed.
Erased 1 sectors
Writing to Flash...to addr 0x2020000 len 0x10000-done

rofecte séctors
Hik # update
pdate ash.

= ATTENTION!! PLEASE READ THIS NOTICE CAREFULLY! =

|

This program will update digicap.dav.

TFTP from server 192.08.2.33: our IP address is 192.8.2.32

Filename ’digicap.dav’.

Load address: 0x80700000

Loading: HHHHHHHEEE R
HAHEHHE R R R
A B R R R R B
Hi B HH R R
Hi B HH R R
HHEH R B HEE EEE R R R R B
HAHEHHE B B HE EE R B B
HAHE R R
HAHEHHE R R R
P B R _

|

< >

Connected 0:07:41 Auto detect 115200 8-N-1

fig9
Step 5:
After the update finished, please input the command “reset” and press the enter button.
The device will reset. Show as fig 10.

“& hikvision - HyperTerminal

File Edit WYiew Call Transfer Help
== 3 DB &
Erasing sector 52 ... done. ‘5
Erasing sector 53 ... done.
Erasing sector 54 ... done.
Erasing sector 55 ... done.
Erasing sector 56 ... done.
Erasing sector 57 ... done.
Erasing sector 58 ... done.
Erasing sector 59 ... done.
Erasing sector 60 ... done.
Erasing sector 61 ... done.
Erasing sector 62 ... done.
Erasing sector 63 ... done.
Erasing sector gg . gone.
rasing sector ... done.
Erasing sector 66 ... done. C}%@I )
Erasing sector 67 ... done. %%&%ii
Erasing sector 68 ... done. @g%g%ﬁ
Erasing sector 69 ... done. =
Erasing sector 70 ... done.
Erase Operation Completed.
Erased 22 sectors
Writing jffs2 to Flash...\Protected 22 sectors
npdnfo jFFQ? don
Hik # reset_
< 3
Connected 0:10:38 Auto detect 115200 8-N-1

Fig 10



