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Chapter 1

Introduction

BLAST Software Registration

Thank you for buying our communications software and welcometo
theworld of BLAST. Before doing anything el se, itisveryimportant
that you complete the Warranty Registration Card. Without it, we
cannot provide you with the complete support and continued service
that comes with every copy of BLAST.

The services available to registered owners of BLAST include;

¢ A ninety-day warranty stating that the software will operate
according to specifications in effect at the time of purchase.

¢ Professional help from our experienced Technical Support staff
for anominal fee.

¢ New product announcements.

¢ Discounts on product upgrades.
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Extended warranties, custom support, special training, and corporate
licensing are also available. Please call BLAST, Inc. at (919) 542-
3007 or refer to the enclosed literature for more information.

The BLAST Package

The BLAST package contains the following items:

0

0

One media package containing the BLAST program and sup-
port files.

OneBLAST Professional License Agreement and Warranty. It
isimportant to read and understand the terms and conditionsin
this document before opening the media package.

One Warranty Registration Card. The serial number of your
BLAST program is printed on this card. When placing acall to
BLAST Technical Support, please have this number available.
Also, pleaseread the card, fill it out, and send it immediately to
BLAST, Inc.

One Installation Guide and one User Manual.

If the package does not contain all of these items, please call the
BLAST Customer Support staff.

BLAST Professional Features

BLAST Professional is designed to connect your computer with a
variety of other computers. Y ou may use one of the following con-
nections:

o

Communications devices such as modems, X.25 PADSs, or
ISDN Terminal Adaptors, and other virtual asynchronous cir-
cuits attached to RS-232 ports.

Hardwired RS-232 connections.

Telnet sockets.

Raw TCP/IP sockets.
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BLAST transfersfiles to and from remote computers with the fast,
100% error-free BLAST Session protocol. Alternatively, you may
choose from one of the following protocols: Xmaodem, Y modem,

Zmodem, or Kermit. BLAST Professional UNIX 10.8x users may
also choose FTP.

The BLAST scripting language is a powerful but simple-to-use pro-
gramming language. It allows the automation of communications
tasks. Creation of scriptsis simplified by the Learn mode feature of
BLAST. Activate Learn mode and let BLAST write the script for
you as you perform a communications task!

All UNIX productssupport TTY and PASSTHRU modes, which en-
sure complete and accurate transmission of control charactersto the
terminal hardware. BLAST Professional UNIX 10.7x supports sev-
eral terminal emulations, including VT52, VT100, VT220, WY SE
50, WY SE 60, and ANSI.

10.7x also supports keyboard mapping and remote control that
allows your computer to take complete control of aremote PC. Re-
mote control works over modemsand includes automatic translation
between different video modes, password-protected dial-back secu-
rity, and many other features.

How to Use This Manual

Parts of the Documentation System

Each portion of the BLAST documentation system fulfillsaspecific
need:

¢ OnlineHelpisawaysavailable while you are using BLAST. It
is context-sensitive so that the information you need isright at
hand.

¢  Thelnstallation Guide contains step-by-step instructions for
installing and configuring BLAST.

¢ TheUser Manual contains all the information necessary for
operating BLAST, including detailed descriptions of Terminal
mode and filetransfer procedures. It al'so contains general infor-
mation aswell asalisting of all BLAST functions, BLAST-
script reserved variables, and BLASTscript statements. The
listing for each BLAST script statement includes syntax, usage
details, and examples.
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Documentation System Conventions

To help reduce confusion, BLAST documentation shares several
common name conventions, display conventions, and defined terms:

0

Examplesin the text indicate the actual keystrokes you should
type to perform afunction. For example,

send myfil e.txt ENTER

instructsyoutotype“send nyfil e. t xt ” andthen pressthe
ENTER key. In early introductory chapters, “EnTER” isincluded
to indicate the keystroke needed to execute input of typed data.
In later chapters, it is assumed and omitted.

Italicsin code indicate that the item (for example, a command
line argument or a string value) is generic and that a more spe-
cificitemisneeded. For example, inthefollowing lines of code,

Connect

Fi |l etransfer
Send

| ocal filenane
renote fil enanme
to

esc

specificfilenamesshould begivenforl ocal _fi | enane and
renot e_fil ename. Anexception to this conventionisthe
all-italic format used for command descriptions in Chapter 15.

Differences between BLAST Professional UNIX 10.7x and
BLAST Professional UNIX 10.8x and features unique to one or
the other are indicated in headings and tables throughout the
manual.

Theterm “local” computer refersto the machine closest to you,
whereas “remote”’ computer refers to the system to which your
local machine is connected.

Theterm “interactive” describes BLAST operation from the
keyboard. When operating interactively, a user presses keysto
control the program. Alternatively, a user may write aBLAST
script to control the program.

Finaly, “Terminal mode” describes BLAST operation as ater-
minal to aremote computer. For example, if you are going to
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use BLAST to connect to aremote UNIX system, then your
keystrokeswill be interpreted by the remote computer asif you
were operating from an attached terminal.

Comments and Suggestions

Considerabletime and effort have been spent in the development of
this product and its documentation. If you are pleased, or not
pleased, we would like to hear from you. Please see the pages fol-
lowing the index of thismanual for response formsthat you may fill
out.

BLAST Technical Support

If you have problemsinstalling or running BLAST, first look for an-
swersin your manual, particularly Appendix C, “ Troubleshooting,”
and in the Online Help. Double-check your communications set-
tings, operating system paths, modem cables, and modem power
switches.

If you are still unable to resolve the problem, contact BLAST Tech-
nical Support. For anominal fee, atechnician will help you with
your problem. Technical Support may be purchased on a per-inci-
dent basis or annually. Contact our Sales Staff for details. If you pur-
chased BLAST outside of the USA, please contact your authorized
distributor for technical support.

What You Will Need To Know

Before you contact us, please have the following information ready:

¢ Your BLAST version number and serial nhumber. These num-
bers appear in the opening banner (when you first start
BLAST), in the Online Help window, and on your distribution
media.

O Your operating system version number. To display your version
number, type uname -a at the command line.

How to Contact Us

Telephone support is available Monday through Friday. If voice
support isinconvenient, you may FAX your questions to BLAST,
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24-hours-a-day. Please see the title page of this manual for contact
numbers and the pages at the end of the manual for a sample FAX
cover sheet.
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Chapter 2

The BLAST Environment

Introduction

Multi-user environments are inherently complex. BLAST must
work smoothly with all peripheral equipment and with other soft-
ware programs loaded on your system. To help you integrate
BLAST into your system, aset of environment variables and com-
mand line switches can be specified that customize the operation of
BLAST. Thesefeatures are described in this chapter in additionto a
general discussion of communications ports and flow control.

Environment Variables

When BLAST isinstalled, by default all BLAST filesare placed in
the same directory, but you may choose to movethefilesto separate
directories. Within BLAST, there are three different types of files
and a separate environment variable pointing to the directory con-
taining each type:
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¢ executable files— program files with execute permission; the
PATH environment variable points to the directory containing
thesefiles.

¢ support files—files required for normal operation of the soft-
ware, including access to Online Help and the modem control
library; the BLASTDIR environment variable points to the di-
rectory containing these files. BLASTDIR must exist in order
for BLAST to execute.

¢ auxiliary files— setup files; the SETUPDIR environment vari-
able points to the directory containing these files. If no
SETUPDIR exists, BLAST will look to the BLASTDIR for
setup files. Other files, such as script files, may residein any di-
rectory of your file system.

Each user must have these environment variables set correctly. Typ-
ically youwould edit each user’s .profile, .login, or .cshrc toreflect
this information.

Setting PATH, BLASTDIR, and SETUPDIR

To update your path temporarily and set the BLASTDIR environ-
ment variable, log in as aregular user and type the following at the
shell prompt:

C Shell

set path=( $path executable_dirname )
setenv BLASTDIR support_file_dirname
setenv SETUPDIR auxiliary_dirname

Bourne Shell and Korn Shell

PATH=$PATH:executable_dirname
BLASTDIR=support_file_dirname
SETUPDIR=auxiliary_dirname
export BLASTDIR SETUPDIR

where executable_dirname isthe full path of the directory in
whichthe BLAST filesare stored, support_file_dirname isthefull
path of the directory in which the support files are stored, and
auxiliary_dirname isthefull path of the directory in which the aux-
iliary files are stored.

For example, if the executable and support filesarein /usr/blast and
the auxiliary files are in /usr/john, under the Bourne/Korn shells
you would type:
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PATH=$PATH:/usr/blast
BLASTDIR=/usr/blast
SETUPDIR=/usr/john

export BLASTDIR SETUPDIR

NOTE: Thisisonly atemporary change. To set these values per-
manently, add the above commands to your system |login procedure.

Additional Environment Variables

BLAST recognizes a number of additional environment variables
for customizing its operation. The information in bold and brackets
indicates the default value. Examples use the Bourne shell syntax.
Aswith BLASTDIR and SETUPDIR, these environment variables

must be exported.

BANNERTIME=delay 0-99[5]
where delay isthetimein seconds that the initial screenisdis-
played.

EXAMPLE:

BANNERTIME=2

BLASTDIR=dirname [/usr/blast]

where dirname is the directory that contains the BLAST support
files such as systems.scr, modems.scr, blast.tdf, and blast.hlp.
BLASTDIR must exist in order for BLAST to execute!

EXAMPLE:
BLASTDIR=/usr/blast

BPRINTER=drivername [/dev/Ip]

where drivername isthetarget for printer output; BPRINTER can
be set to adevice or aprint spooler.

EXAMPLE:
BPRINTER="Ip -c %s >/dev/null"

Thiswill cause BLAST to issue the Ip command, substituting the
print filename for %s.
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EDITOR=filename [vi]

where filename is the name of the editor program that will be in-
voked by the Edit command from the Local menu. The default isthe
program vi, which must be located in your path.

EXAMPLE:

EDITOR=vi

SETUPDIR=dirname [$BLASTDIR]

where dirname isthe directory in which the BLAST setup filesare
stored. The default SETUPDIR isthe same directory as
BLASTDIR. If many different users need to access BLAST, you
may wish to point SETUPDIR to the $SHOME directory of each us-
er. Users can then maintain individual libraries of setup files. This
technique permitsthe BLAST administrator to restrict accessto the
BLAST directory without limiting the ability of other usersto run
the software and create their own setups.

EXAMPLE:

SETUPDIR=$HOME

TERM=terminal_name [no default]

whereterm_name isthe entry in the terminfo library that BLAST
will use to control the terminal from which BLAST isbeing run.

EXAMPLE:
TERM=vt100

TMP=dirname [fusr/itmp]

where dirname is the directory in which temporary files will be
stored.

EXAMPLE:
TMP=/usr/tmp

Command Line Switches

Command line switches allow you a number of options on startup.
For example, you can automatically load a setup and run aBLAST

10 CHAPTER TWO



script that brings you directly into a communications session with-
out interactiveinput. BLAST recognizesthe following switchesand
parameters. Some switches are for BLAST Professional UNIX
10.7x only and some arefor 10.8x only (see descriptions of specific
switches below):

blast [setupname] [-sscriptname] [argument] [-2] [-b] [-c] [-dd]

[-dt] [-e] [-f] [-h] [-K] [-n] [-p] [-q] [ -v or -?] [-X] [-y] [-Z]

One space must precede each switch included on the command line.
Do not insert a space between the switch and the parameter associ-
ated with it. For example, -sscriptname is correct, but

-s scriptname is not.

setupname

specifiesasetup filefor BLAST toload. Notethat it isnot necessary
to type the filename extension (.su). If avalid BLAST script is spec-
ified inthe Script Filefield of the setup, the script will automatically
execute (unless BLAST is started with the -h switch, in which case
the script specified in the setup will beignored). If no script is spec-
ified, BLAST will load the setup and display the Offline menu. If a
setup is not specified on the command line, BLAST will automati-
cally load the default setup (default.su). BLAST first checks for
setups in the directory defined by SETUPDIR. If thereisno SET-

UPDIR, BLAST checks the directory defined by BLASTDIR.

-sscriptname

specifiesthe BLAST script that will control the current session.
Control will be passed automatically to the script instead of the reg-
ular BLAST menusand will return to the menu system at completion
unless the script specifiesthat BLAST exit. If ascript isnamed in
the Script Filefield of the setup, the script specified by the-s option
will override the one specified in the setup. Please note that no spac-
esare allowed between the -sand the script name. If no setup is spec-
ified on the command line, the default setup isloaded.

BLAST first checksfor scriptsin the current directory or in the path
specified on the command line, then in SETUPDIR.

argument

Specifies one of ten optional arguments (text strings) that can be
passed to aBLAST script directly from the command line. These ar-
guments are stored as BLA ST script reserved variables @GARQD to
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@\RR. This option requires that a setup file be specified on the
command line. If no setupisspecified, BLAST will interpret thefirst
argument as a setup name and will generate an error message if that
setup does not exist.

-2
10.7.5n

specifies four-digit format for year.
-b
forces BLAST to execute in batch mode, in which al displays are
suppressed and the Local System shell isdisabled. This switch al-
lows BLAST to run with no output for batch operations. Local Sys-
tem commands executed from within BLAST may still generate
output.
-C
forcesBLAST to operate asif it were being run from aterminal in-

10.7% | gtead of the computer console. Access mode is disabled when us-
ing this switch. This switch should be used if you experience
problems running BLAST from the console of your system.
-dd
changes the default date format globally (see @GDATEFORMAT on
page 268). For example,
-dd"%A:%B:%Y:%X"

10.8X | If the -dd switch is used on the same command line as the -y
switch, the last switch on the line will take precedence.
-dt
changes the default time format globally. For example,
-dt"%h:%m"

12
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-enumber

specifiesthe end-of-transmission (EOT) timeout for Xmodem and
Y modem where timeout equals number/100 seconds. The mini-
mum timeout is .1 second (10), and the maximum is 60 seconds
(6000). For example, -e1111 sets the timeout to 11.11 seconds.
See Chapter 9 for more information on Xmodem and Y modem.

10.8x

EOT timeout for Xmodem and Y modem may also be specified
with the BLA ST script reserved variable @KYEOT.

-f
enables XON/XOFF flow control for the port the user logs into.

-h

executes BLAST in host mode. In host mode, BLAST runsin File-
transfer and Answer mode connected through the port that is already
open.

This command is usually issued from Terminal mode to start
BLAST on aremote system. The remote system does not actually
start BLAST protocol until thelocal computer beginsfiletransfer. If
the local system does not enter Filetransfer mode within the time
specified in the Logon Time Out field of the remote setup, the re-
mote computer will time out before logging on.

If used with an appropriately modified setup, the-h switch alowsa
local operator to change certain BLAST protocol parameters on the
remote system temporarily. For example, if you had aremote setup
called " special” that specified apacket sizeof 1024, you could start
BLAST with thisparameter setting by specifying the setup “ special”
on the command line:

blast special -h

BLAST will look inBLASTDIR for thissetup unlessaSETUPDIR
has been specified.

NOTE: Inhost mode, BLAST usesthe login port parameters, ig-
noring the Script File setting and port parameters of the setup, except
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for XON/XOFF Pacing. See“Using BLAST inHost Mode” on page
26.

Using the -h switch, BLAST can perform X, Y, or Zmodem file

10.8x | transfers. See“BLAST Operation as aPseudohost With 10.8x” on
page 204.
-kcountry.kbd

10.7x | loads an international keyboard driver, where country.kbd isthe
name of the driver. (See “International Keyboard for 10.7x” on
page 29.
-n
forces BLAST to executein no display mode. Displays may be se-
lectively reenabled through BLASTscript commands. This switch
alowsyoutointegrate BLAST into your applicationswithout losing
the information previously written to the screen.
_pX

10.8x | specifiesthe pad character (x), expressed as adecimal value, to be

be used with Xmodem transmissions. See Chapter 9 more informa-
tion on Xmodem.

-q
forces BLAST into quiet mode. Audible signals that normally call
attention to prompts and errors are suppressed.

-v or -?

displaysthe BLAST version, serial number, and command line
switch usage.

-X

enables Extended L ogging, which writes detailed information about
BLAST protocol sessionsto your session log. Extended Logging
may &l so be enabled with the BLASTscript reserved variable
@XLOG.

14
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-y
10.8x | specifiesfour-digit format for year. If the -y switch isused on the

same command line as the -dd switch, the last switch on theline
takes precedence.

-ynumber

specifies the end-of -transmission (EOT) timeout for X and Y mo-

10.7x | demwheretimeout isequal to number/100 seconds. The minimum
timeout is .1 second (10) and the maximum is 60 seconds (6000).

For example, -y1111 setsthetimeout to 11.11 seconds. See Chap-
ter 9 for more information on Xmodem and Y modem.

-Z

forces BLAST to attempt to open the communications port without
changing the port’ s status. BLAST will not disable getty or ttymon
processes automatically (see“ Accessing Serial Ports’ on page 18).

Example Command Line

The example command line shown below startsBLAST with asetup
named “dial,” a script named “newyork,” and “30,400” as an argu-
ment to be used by the script, type:

blast dial -snewyork 30,400

Precedence for Specifying Options

Because the command line can specify options that may also be
named in setups and scripts, BLAST followsawell-defined order of
precedence:

¢ Whenever acommand line switch conflicts with a value speci-
fied in a setup also loaded from the command line, the com-
mand line switch overrides the setup value.

O Whenever acommand line switch conflicts with a setup value
that has been loaded after starting BLAST (through interactive
command or BLAST script control), the setup value overrides
the command line switch.

¢ Whenever aBLAST script changes avalue specified in either
the setup or the command line, the script change overrides the
setup/command line value.
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Communications Ports

BLAST can establish acommuni cations session with asynchronous
serial ports and TCP/IP socket services. The port that BLAST will
useis specified in the Connection setup field (page 69) or in the
BLASTscript reserved variable @OMVPORT (page 266).

BLAST doesnot communicatedirectly with the computer hardware;
rather, it accesses the hardware through adevice driver. The device
driver isacharacter-special devicefile usually found in the /dev di-
rectory. For network connections, BLAST talks to TCP/IP socket
Services.

In addition to device drivers, devices such as multi-port serial
boards, terminal servers, and X.25 PADs permit software, like
BLAST, to accessthe hardware. If the manufacturers of these devic-
esdo not provide astandard asynchronousinterface, BLAST cannot
open the device. If RS-232 capabilities are not correctly implement-
ed in the device driver, those features will not be available during a
BLAST session. For example, many drivers do not correctly imple-
ment modem control signalslike DTR, DCD, RTS, and CTS.

Accessing TCP/IP Ports

BLAST makes network connections using TCP/IP socket services.
Networking services must be correctly configured on your system
for BLAST to make a network connection successfully, including
having the host name in the/etc/hosts file or using Domain Name
Services. Connecting to a specific port number requiresthat the port
number befound in the /etc/services file. For moreinformation on
these configuration files, consult the hosts and services man pages.

Suppose that you have a modem connected to port 3001 on atermi-
nal server calledtsO1. Theterminal server’ snameisresolved viathe
hostsfile or Domain Name Services, while the port number isin the
servicesfile. Y ou can connect to that port and access the modem by
entering

ts01 3001

in the Connection setup field (page 69). The port number should be
separated from the host name by a single space.

NOTE: Port number 23 isreserved for telnet. To use telnet, sim-
ply enter the host name, and BLAST will default to port number 23.

16
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To usetelnet with aport other than port 23, enter the host name, the
port number, and “telnet,” asin the example below:

bl aster. bl ast.com 12 tel net

X.25 Communications and PADs

X.25 isacommunications standard for transmitting data over packet
switching public data networks. Public data networks provide long
distance networking capabilities to users whose needs are not exten-
sive enough to justify dedicated equipment and phone circuits.
Theinterfaceto the public datanetworksisaPAD, which standsfor
Packet Assembler/Disassembler. If the PAD isdirectly attachedtoa
system bus, the PAD manufacturer must provide adevicedriver that
BLAST can open and set like a serial port. If the PAD is accessed
through a modem or a standard serial port, BLAST can communi-
cate with the PAD viaastandard serial port device driver.

A PAD takes the data stream from aterminal or computer and as-
semblesit into fixed length packetsfor transmission on apublic data
network. At the remote site, the packets are disassembled by the re-
mote PAD and restored to the sameform asthe original data stream.
A packet is transmitted when:

¢ Enough characters have been accumulated to form a complete
X.25 packet. For many PADs, the default packet sizeis 128
bytes. Packet size isamodifiable PAD parameter.

¢ A“data-forwarding character” isencountered in the data stream.
For many PADs, the default “ dataforwarding character” isacar-
riage return. Thisisamodifiable PAD parameter.

¢ A certain amount of time has expired without receiving a new
character. Theidletimeout period isamodifiable parameter. For
interactive usage, the idle timeout should be set to asmall value
in order to improve “responsiveness.” This may, however, in-
crease the number of partially empty packets.

The BLAST protocol isinherently compatible with X.25 communi-
cations: the BLAST packet size can be tuned to fit within an X.25
packet; by default, each BLAST packet isterminated with acarriage
return; and the sliding window design of the BLAST protocol en-
sures that data is constantly being transmitted.

Optimum BLAST Packet Size

To operate efficiently over an X.25 network, BLAST protocol pack-
et size must be optimally configured. The Packet Size setup field

THE BLAST ENVIRONMENT 17



(page 90) or the reserved variable @PAKTSZ (page 279) specifies
the number of bytes of datathat BLAST will transmit in each
BLAST packet. This specification does not include any bytes asso-
ciated with BLAST’ sencoding of data, packet headers, launch char-
acters, and CRC characters.

To make most efficient use of the X.25 connection, aBLAST
frame—the data and the bytes associated with packetizing the
data—must fit within the X.25framesize. If theBLAST frameistoo
largetofitinto asingle X.25 frame, you will be sending afull frame
and apartial frame. If the BLAST frame istoo small, you will be
sending partial X.25 frames.

Thereisasimple formulato determine optimal BLAST packet size
for agiven X.25framesize. If you are using the 8-bit channel setting
in the BLAST Protocol subwindow of the setup, the formulais:

BLAST Packet = [(X.25 Frame- 4) x 7] - 9
.\

If you are using the 7-bit channel setting, the formulais:

BLAST Packet = [(X.25 Frame-5) x 3] - 9
4

For example, if you are using a X.25 frame size of 256 bytes and an
8-hit channel, the optimal BLAST packet size is 219.

219.4=[(256-4) X 7] - 9
8

PAD Parameters

The X.3 standard specifies a set of parameters defining how the
PAD isto perform itstask of assembling and disassembling the data
stream. The PAD must be properly configured for optimal perfor-
mance. Please see Appendix F for a complete explanation of PAD
Parameters.

Accessing Serial Ports

UNIX System V Release 3 and System V Release 4 use different
methodsfor seria port configuration and control. The following sec-
tions discuss the two methods.
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System V Release 3

For System V Release 3 (SVR3), you need to be familiar with the
system programs init, getty, and login, and with the inittab config-
urationfile. These programs operatein aloop called the IGLScycle,
init-getty-login-shell. In general, any attempt to control aserial port
except through the IGL S cycle breaks the system’ s control of itsre-
sources. Thereisno provision built into the UNIX system to handle
anything other than login terminals on serial ports. This can signifi-
cantly affect the operation of BLAST.

ThelGLSCycle

Theinit process, process number O or 1, runsall thetime. Periodical-
ly, it reads the file /etc/inittab to seeif anything is pending. If the
current UNIX system run level is2 or 3 (UNIX isin amulti-user
mode), and thereisalineininittab such as:

tty0:23:respawn:/etc/getty /dev/tty0

init will start agetty process using serial port /dev/tty0. The first
fieldintheline, called atag (ttyO in this example), isused as an ar-
bitrary index into the inittab file. Tags must be unique.

getty isasimple process that reads /etc/gettydefs to find out how
to configure serial port parameters, such asdatabits, parity, and flow
control, and then waitsfor activity on the port. As soon asthe appro-
priate signal isreceived (usually a carriage return), getty startsa
login process and then exits.

After verifying a username and password, login consults
letc/gettydefs to set line parameters and then startsa shell program.
The serial port isnow said to be the “ control terminal” for the shell
started by login. Finally, login informs the UNIX kernel of its ac-
tions and then terminates.

The shell program (e.g., sh and csh, etc.) is more properly called a
command lineinterpreter and is capable of starting other programs,
such as BLAST. When the user has finished and wants to exit the
shell, an end-of-file signal (EOF) is sent. Exiting the shell notifies
the UNIX kernel that the shell’ s control terminal isno longer in use.
Consequently, the kernel sends a message to init telling it that
/dev/tty0 has been released. Init then reads /etc/inittab and the
IGLS cycle repeats.

Breaking the IGLS Cycle

Within the IGL S scheme, thereis no provision for processesto
initiate outbound connections. Even the programs UNIX-to-UNIX-

THE BLAST ENVIRONMENT 19



copy (uucp) and Call UNIX (cu), long astandard part of UNIX dis-
tributions, must break the IGL S cycleto perform the tasksfor which
they were written.

There are two waysto handle this situation. First, it may be possible
to dedicate some serial ports for outbound connections and reserve
othersfor the IGLS cycle. Thisisthe best solution, but it requires at
least two serial ports, two modems, and possibly two phone linesto
implement correctly.

Alternatively, itispossibleto shareagiven serial port for dial-inand
dial-out processes. The IGLS cycle can be disabled on a seria port
by making a simple change to inittab:

tty0:23:0ff:/etc/getty /dev/tty0

where off replaces respawn. This change tells init not to use
/dev/tty0. As soon asinit examinestheinittab file, it will shut down
agetty processthat isrunning on that port. The port isnow available
for uses other than terminal login. When the alternate processisfin-
ished, it can reenable the seria port for logins by restoring the orig-
inal inittab entry.

Asstraightforward asthis solution sounds, it poses aproblem for the
system because /etc/inittab is asystem-level configuration file. If a
user is permitted to start or stop the IGLS cycle on any seria port at
any time, the integrity of the multi-user environment can be easily
compromised. A number of mechanisms have been created to dea
with this dilemma. For example, uugetty tries to distinguish auto-
matically between inbound and outbound connections, setting up the
serial port accordingly. For a number of reasons, however, it is dif-
ficult to make this configuration work reliably.

Another approach isto create “lock” filesin a special directory and
require programs wanting to use a serial port to check for the pres-
ence of alock on the port before proceeding. Unfortunately, thereis
no way to enforce this procedure. Some programs do not check for
locks at all, others do not interpret the lock information correctly,
and there is no universally accepted location for the lock file direc-
tory. Thisissueis discussed in more detail in the section on “ Port
Locking” (see next page).

System V Release 4

SystemV Release 4 (SVR4) al so attemptsto control competition for
serial ports. The IGLS cycleis essentially the same asin SVRS3, but
thefunctionsof init and getty are now controlled by the port monitor
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daemon ttymon. Ttymon can monitor several ports, simplifying
port administration. The port monitor uses configuration informa-
tion stored in an internal database managed by the Port Monitor Ad-
ministration (pmadm) program. Serial portsare enabled or disabled
through commands to pmadm, while the port monitor itself is ma-
nipulated through commands to sacadm (the Service Access Con-
trol Administration program). These commands, pmadm and
sacadm, are members of a set of commands for handling both net-
work and terminal connections, collectively called the Service Ac-
cess Facility (SAF).

Under SVRA4, a serial port is disabled by issuing acommand to
pmadm in the format:

pmadm -d -p pmtag -s svctag

where -d isthe disable option and pmtag and svctag areidentifiers
for the serial port. The output of the command pmadm - | will dis-
play these tagsin addition to whether or not ttymon is monitoring a
particular port:

PMIAG PMIYPE SVCTAG FLGS | D <PMSPECI FI &
zsnon ttynon ttya u root /dev/termfa | - /usr/bin/login - 9600
zsnon ttynon ttyb ux root /dev/termib | - /usr/bin/login - 9600

An “x” appears under the FLGS column when ttymon is not moni-
toring a particular port. In the example above, ttymon is running on
/dev/term/a but not on /dev/term/b. The pmtag for /dev/term/ais
zsmon, and the svctag isttya. Thus, the following command dis-
ables the port:

pmadm -d -p zsmon -s ttya

To enable the port, you would type:

pmadm -e -p zsmon -s ttya

Unfortunately, ttymon may not always release the port gracefully.

On some systems it may be necessary to kill the ttymon process
(through sacadm) or reboot before the port is flushed completely.

Port Locking

BLAST usestwo of its own processes, setgetty and ttymgr, to ma-
nipulate system files directly and thereby lock and unlock serial
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ports. When the user goes online through the BLAST software,
BLAST checksto seeif the device specified in the Connection field
of the setup is a character-special device. If itis, BLAST calls
setgetty with information about the serial port, the user’sUID, and
other parameters.

setgetty and ttymgr

Setgetty first checksfor afile called blasttab in the BLAST direc-
tory. If blasttab exists and is readable, setgetty will only allow ac-
cessto portslisted in the file. The device named in the Connection
field of the setup must match one of the entries in blasttab. After
other checks are completed, setgetty callsttymgr, the program that
actually doesthework of enabling and disabling the port. Owned by
root, ttymgr runs with its set-uid bit enabled. It either modifies
/etc/inittab (SVR3) or calls pmadm (SVR4).

If an error occurs, BLAST will display the message “can’t open the
communicationsport.” Inthe event of an error, you can examinethe
contents of /usr/tmp/ttymgr.log to determine the cause of the prob-
lem. A complete description of thelog format is beyond the scope of
this manual. If you need to call BLAST Technical Support to help
solve the problem, the support staff may need information contained
inthelog. If the port is successfully opened, BLAST resumes exe-
cution at the Online menu, and the user can select Connect, Termi-
nal, or other Online functions.

Format of blasttab

The presence of blasttab, allows BLAST to prevent users from

opening unauthorized portson the system; blasttab must exist inthe
BLAST directory and have read permission enabled. The format of
thefile consists of thefull path of the character-special device name
that the user is allowed to open, one entry per line. Text following a
“#" istreated as acomment and will not be used by setgetty. Blank
lines are not permitted in the file. In the following file for example,

# Table of Ports For Use With BLAST

#
/dev/tty00 # High-speed 28.8 modem
/dev/tty01 # Low-speed 2400 modem for use with

# old systems
# /dev/ttyAl6 --- this port not available
#
# end of blasttab. Updated 03/21/96 by dch

22

CHAPTER TWO



Cr'wrwrw
Cr'wWrwrw

the comment character before /dev/ttyA16 makes the port unavail-
able. Because of the special nature of thisfile, users other than root
should not have write accessto it.

Lock File Conventions

When BLAST gains accessto acommunicationsport, it createslock
filesin appropriate system directories to make the port unavailable
to other processes. L ocations and naming conventions for lock files
vary among UNIX systems. The following table illustrates the vari-
ety of implementations; use the table as a guide for locating where

locks are kept in your system.

Nani ng
Platform Directory Convention Exanpl e
SCO / usr/spool /| ocks LCK. .ttyn LCK. .tty2a
[ usr/ spool / uucp
Al X /etc/locks LK. I kmaj m n LK. 000. 029. 000
Sol ari s / var/ spool /| ocks LK. I kmaj m n LK. 000. 029. 000

BLAST normally removesitslock when it terminates. If BLAST re-
ceives certain UNIX signals, however, it may not be able to delete
the lock file before exiting. In that case, you or your system admin-
istrator should manually delete the lock file before restarting
BLAST.

Problems with Port Locks

BLAST' s port locking scheme is comprehensive, but some circum-
stances can defeat it. For instance, multiple device drivers may refer
to the same physical device, such as:

1root sys 5, 1 Dec 12 16:29 ttydl
1 root sys 5, 97 Aug 12 1994 ttyfl

If inittab or ttymon refersto the port as ttyd1 but the BLAST setup
refersto the port asttyf1, port locking has no effect and BLAST will
probably fail. One way to handle this problem isto have an entry in
blasttab for /dev/ttyd1 and none for /dev/ttyfl, which would force
users to specify /dev/ttyd1 within BLAST.

Choosing a Serial Port for BLAST

Thereis no standard naming convention for serial port device driv-
ers; UNIX vendors and add-on board manufacturers have devised
their own schemes. To add to the confusion, some vendors provide
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separate device drivers for modem connections and terminal con-
nections. For complete information, you must consult the documen-
tation for your system. On the following page are some exampl es of
seria port device drivers on an assortment of UNIX systems.

Qperating System Device Driver
ATT System 5.4 /dev/tern a
Dat a General DG UX /dev/tty0
DEC Digital UNI X /dev/tty00
Hew et t - Packard HP- UX / dev/tty00

I BM Al X (al so SCO 3.2.4.x, SCO Xeni x) /dev/tty0
SCO Open Server 5.0 /dev/ttylA
Silicon Graphics IR X /dev/ttydl
Sun Solaris 2.3 (or /dev/ttya, not /dev/cuala) /dev/term a

Serial port device drivers must have read and write permissionin or-
der for BLAST to access the port. Y ou can check the permissions of
adevice driver by using thels -I command. For example, to check
the permission on /dev/tty01, type the following:

Is -1 /devi/tty01
Y ou should see output similar to the following:
uucp uucp 77,128 Aug 24 10:47 /dev/ttyO0l

The output “crw-rw-rw” indicates thisfile is a character-special de-
vice that has universal read and write permissions.

If the port does not have these permissions, you can change them us-
ing thechmod command. To change permissions, log inasroot and
type the following:

chmod 666 /dev/tty01

For more information on permissions and using chmod, consult the
chmod man page and “Permissions’ on page 150.

NOTE: These device names are often merely links to the actual
character-special files. Other equivaent links may exist in agiven
system.

Using Links

BLAST supportslinksto serial port device drivers. A link can insu-
late inexperienced users from complex device names. For example,
to create alink named /dev/blast to the device driver /dev/term/a,
type the following:
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In -s /dev/term/a /dev/blast
After creating the link, you can check its existence by typing:
Is -1 /dev/blast

Y ou should see output similar to the following:

lrwrwrw 2 uucp uucp 77,128 Aug 25 08:27 /dev/blast — /dev/terma

To usethe link named /dev/blast, enter /dev/blast in the Connec-
tion field of the setup instead of /dev/term/a. For more on creating
and using links, consult the In man page.

Posix Vs. Non-Posix Drivers

BLAST can only open device driversthat comply with POSIX com-
mittee recommendations for serial port devicedrivers. In particular,
device drivers conforming to BSD specifications may not be suc-
cessfully opened by BLAST. For example, the device driver
/dev/cua/a on a Sparc station running Solaris 2.x cannot be opened
by BLAST, but the driver /dev/term/a, referring to the same physi-
cal port, can be.

Automatic Serial Port Searching

BLAST features automatic port searching using aspecia “hunt file”
to locate an available port. To use automatic port searching, specify
thename of ahunt file (including path, if necessary) preceded by “<”
inthe Connection field of the setup. For example, if ahunt filecalled
hunt.fil residesin the BLAST directory, a setting of

<hunt . fil

in the Connection setup field specifies that BLAST will search
hunt.fil and open the first available port listed there.

When you enter the Online menu, BLAST:

¢ looks for the hunt file in the current directory, then in the direc-
tory specified by the BLASTDIR environment variable.

¢ testseach listed port in the order specified until an available port
(enabled or disabled) isfound.

¢ returnsthe port to its previous condition when you exit BLAST.
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If the hunt fileisnot found, or if none of the portsin the hunt file are
available, you will receive the “ Cannot open communications port”
error message.

Hunt File Format
The hunt file isastandard ASCI| text file in the following format:

setting device modem_type baud_rate

where:

setting is either try this device (1) or bypass this device
(0). A setting of 0 effectively removes the device
from the table.

device isthe port name.

modem_type  specifiesthe modem typein the sameformat used
for the Modem Type setup field (page 70).

baud_rate specifiesthe baud rate in the same format used for
the Baud Rate setup field (page 71).

The hunt file may not contain any extra spacesor lines. Thisapplies
to both the beginning and end of thefile.

For example, BLAST would test the devices /dev/tty1 and /dev/tty3
listed in the following hunt file:

1 /dev/ttyl MICROCOM 19.2
0 /dev/tty2 USRCour 9600
1 /dev/tty3 Intel 9600

BLAST will ignorethe entry for /dev/tty2 becauseit is preceded by
a“0”. Note that hunt files serve a different purpose than blasttab,
described earlier, which is used for port validation. When a blast-
tab fileisused, its entries must match all portsin ahunt file that are
expected to be available.

Special Considerations

Using BLAST in Host Mode

Serial port devicedrivers have many modifiable parameters. Having
these parameters set correctly significantly affects filetransfer and
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terminal scrolling speeds. In Answer or Originate mode, BLAST
readsyour setup file and attemptsto set the devicedriver parameters
accordingly when you go online.

When you log into a UNIX system, the system sets serial port pa-
rameters according to values in the /etc/gettydefs file. When
BLAST isrun in host mode on that system (using the -h switch), it
does not attempt to reset serial port parameters. This generally
workswell, but in rare circumstancesit may be necessary to change
thesettingsbefore BLAST isinvoked. UNIX providesthe command
stty for this purpose.

Viewing Serial Port Parameterswith stty

To view the seria port parameters for the port into which you are
currently logged, type:

stty -a
Y ou should see output similar to the following:

speed 38.4 bps;

eucw 1:0:0:0, scrw 1:0:0:0

intr = ~c; quit =7|; erase = "?; kill = "u;

eof = ~d; eol = <undef>; eol2 = <undef>; swtch = <undef >;

start = ~q; stop = "s; susp = "z; dsusp = "y;

rprnt = ~r; flush = "o; werase = "w, |next = "v;

-parenb -parodd cs8 -cstopb -hupcl cread -clocal -loblk -crtscts -parext
-ignbrk brkint ignpar -parnmrk -inpck -istrip -inlcr -igncr icrnl -iuclc
ixon -ixany -ixoff inaxbel

isig icanon -xcase echo echoe echok -echonl -noflsh

-tostop echoctl -echoprt echoke -defecho -flusho -pendin iexten

opost -olcuc onlcr -ocrnl -onocr -onlret -ofill -ofdel tab3

Unfortunately, thereis no standard format for the output of stty. The
output may have a substantially different appearance on your sys-
tem; nevertheless, a number of important parameters are defined
consistently across UNIX implementations:

stty Parameter Meaning

speed 38.4 bps The speed is 38.4 hits per second.

intr =c Theinterrupt key isset to CTRL C.

erase ="\? The erase character isset to CTRL 2.

parenb (-parenb) Parity is enabled (disabled).

parodd (-parodd) Parity is odd (even).

cs8 (cs7) Data bitsis 8 (7).

cstopb (-cstopb) Use two (one) stop bits per character.

ixon (-ixon) XON/XOFF [*Q/"S] output control is enabled (disabled).

ixany (-ixany) Any character (only Q) restarts output.

ixoff (-ixoff) XON/XOFF [*"Q/"S] input queue control is enabled (dis-
abled).

THE BLAST ENVIRONMENT 27



IMPORTANT:

Setting Serial Port Parameterswith stty

Stty can also set serial port parameters. For example, to change data
bits from 7 to 8, you would type:

stty cs8

It may be necessary to change some parameters for optimal perfor-
mance; however, the modem and serial port must cooperate. If, for
instance, the modem is configured for XON/X OFF flow control and
you set the serial port for RST/CTS flow control, you will encounter
performance problems.

It is possible to change serial parameters so that the port will no
longer respond to your terminal! Before making changes, copy the
current settings so that they can be restored if necessary. A UNIX
environment variableis useful here:

OLD_STTY='stty -g'
To restore the old parameters, simply type
stty $OLD_STTY

For example, some UNIX systems are set on login for even parity,
7 data bits, and 1 stop bit. BLAST file transfers, however, proceed
more quickly if an 8-bit data path is available. On such systems, it
may be possible to change the port parameters temporarily and re-
store them after file transfer isfinished, asin the following com-
mands:

OLD_STTY='stty -g'
stty ¢s8 -parenb -cstopb
blast -h

stty $OLD_STTY

Using BLAST 10.7x under SCO UNIX OpenServer 5

Executing BLAST 10.7x under SCO UNIX OpenServerb requires
null mapping of the character stream. Enter mapchan -n from the
command line or add mapchan -n to the user’s .profile to allow the
character stream to be handled without trandation. Failing to set
mapchan -n can cause display and functionality problemsin
BLAST when run under OpenServer 5. For more information, refer
to the man page for mapchan.
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Running BLAST Remotely from the Console Using 10.7x

In order to run BLAST in Access mode, the Special KBD Mode of
BHOST running on the remote computer must be set to ON. Also, the
NUM Lock key on the console keyboard should be turned off for cor-
rect cursor control. BLAST will reenablenum Lock on the consoleif
NUM Lock isengaged on aremote PC during remote control sessions.
For information on configuring BHOST, see the BHOST User Man-
ual.

International Keyboard for 10.7x

BLAST Professional UNIX 10.7x supportsinternational keyboards
through the -k command line switch. The following international
keyboard driver files were copied to your system during the instal-
lation process:

french.kbd italian.kbd spanish.kbd
german.kbd uk.kbd

To load an international keyboard driver, add the following switch
to the command line:

-kcountry.kbd

where country.kbd is one of fileslisted above.
File Format

The format for thesefilesis:

scan_code = base, shift, ctrl, ctrl_shift, alt, alt_shift

scan_code the key number of the key to be changed
base ASCII value of new key

shift ASCII value of sHIFT KEY

ctrl ASCII vaue of cTRLKEY

ctrl_shift ASCII value of CTRL SHIFT KEY

alt ASCII value of ALT KEY

alt_shift ASCII value of ALT SHIFT KEY

EXAMPLE:

2=49,33,0,0, 96, 96
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Flow Control

Refer to the actual filesfor more information. Lines that begin with
the“#" character are comments.

Flow control paces the data stream between computers to prevent
theloss of characters from data overruns. In serial communications,
the primary factor adversely affecting transmission speed isan in-
correct flow control setting. It iscrucial to pace the data stream prop-
erly between connected computers to maximize filetransfer and
terminal scrolling speed.

When datais received more quickly than it can be processed, the se-
rial port buffer fills up. When the buffer is full, the device driver
must halt theflow of data. If the serial port is connected to amodem,
for example, some form of signaling is required so that the port can
halt the flow of datafrom the modem asthe seria buffer approaches
capacity. Likewise, themodem must be ableto signal the port to stop
sending data if its own buffersfill up.

RTS/CTS Pacing

The RTS/CTS Pacing setup field (page 72) and the reserved variable
@RTSCTS (page 284) enableaform of flow control that usesthe RS-
232 signalsRequest-To-Send (RTS) and Clear-To-Send (CTS). This
type of flow control is sometimes referred to as hardware or “ out-of -
band” flow control. When the setup field is set to YES, BLAST at-
temptsto set the serial port device driver to use RTS/CTS flow con-
trol; NOdisables RTS/CTS flow control.

Unfortunately, UNIX serial port device drivers do not implement
RTS/CTS flow control uniformly. The RS-232 standard originally
defined these control signals for uni-directional flow control only,
which isnot appropriate for controlling full-duplex or bi-directional
dataflow. Consequently, some UNIX systemsimplement uni-direc-
tional RTS/CTS flow contral in conformance with strict RS-232
specifications, whereas other UNIX systems offer a bi-directional
form of RTS/CTSflow control that is compatible with modern high-
speed modems. To make matters more confusing, some systems do
not support any form of RTS/CTS flow control at all.

A device driver that supports bi-directional RTS/CTS flow control
turnson RTSwhen the serial port buffer isready to receive dataand
turnsit off when the serial port buffer isfull. Likewise, the modem
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turnson CTSwhen it isready to receive datafrom the device driver
and turns it off when the modem buffers are full.

If the device driver supports uni-directional RTS/CTS flow control,
it will turn on RTS when it is ready to transmit data to the modem.
In response, the modem will turn on CTSto indicate that it is ready
to accept data. Unfortunately, as “uni-directional” implies, this
scheme only controls the flow of data from the computer to the mo-
dem. Thereisno way for the device driver to halt the flow of data
from the modem.

If you experience problems using RTS/CTS flow control, you
should consult your system documentation (for example, man pages
for stty and termio) to learn how RTS/CTS flow control isimple-
mented in the device driver.

BLAST operates with greatest efficiency using bi-directional RTS
CTSflow control. If it isnot available on your system, XON/XOFF
flow control isthe next best alternative. We do not recommend at-
tempting to use uni-directional RTS/CTS flow control.

XON/XOFF Pacing

The XON/XOFF Pacing setup field (page 72) and reserved variable
@XONXOFF (page 299) enableflow control based onthe ASCII DC1
(XON) and DC3 (XOFF) characters. Thistype of flow control is of-
ten referred to as XON/X OFF flow control, software flow control,
or “in-band” flow control. When the setup field is set to YES,
BLAST attempts to set the serial port device driver to use XON/
XOFF flow control; NOdisables XON/X OFF flow control.

XON/XOFF flow control paces the flow of data by transmitting
“start” and “stop” charactersin the data stream. For example, when
amodem receives an ASCII DC3 character, it stops transmitting
data to the computer. When the modem receives an ASCII DC1
character, it restarts data transmission. Thisis analogous to starting
and stopping terminal scrolling by pressing the cTrL s (XOFF) and
cTRLQ (XON) keys.

XON/XOFF flow control isthe most widely used form of flow con-
trol and isgenerally quitereliable; however, there are some potential
problems:

¢ The protocol must not use the ASCII DC1 and DC3 characters
to transmit data. Because Xmodem and Y modem protocols use
these characters, XON/XOFF flow control should not be used
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with these protocols. BLAST, Kermit, and Zmodem protocols
are compatible with XON/X OFF flow control.

¢ The starting and stopping of data does not happen in real-time.
Because the XON/XOFF characters are transmitted in the
stream of data, there may be a substantial delay from the time
when the XOFF isissued and when it is received by the trans-
mitting device. This can cause dataloss if buffers are overrun
while the X OFF is being transmitted.

¢ If the XON character islost, a protocol must implement a pro-
cedure to restart transmission or the file transfer will be irrevo-
cably halted. The BLAST protocol, for example, will reset the
devicedriver to begin datatransmission if it does not receive an
XON within 30 seconds of receiving an X OFF.

¢ In complex communications environments, it is possible to
have many different pieces of equipment attempting to control
dataflow. For example, the devicedriver for the serial port, mo-
dems, terminal servers, and X.25 PADscan al be configured to
assert flow control.

XON/XOFF flow control works most successfully in one of two
ways, depending on the environment. In asimple environment, alo-
cal flow-control loop works best. In a more complex environment,
an end-to-end flow control loop is most likely to work.

A local flow control loop is established when each modem is con-
figured to act on the XON/XOFF characters sent by the attached
computer. In thisenvironment, the device driver will issue an XOFF
when the seria port buffers are full. In response to the XOFF char-
acter, the modem will halt the flow of datato the computer. The mo-
dem will resume transmission when it receives an XON from the
computer. Likewise, the modem will issue an XOFF to the seria
port when its buffers are full.

The modems must be configured to act on flow control characters
but not allow them to pass to the remote machine. No other devices
should be configured to assert flow control. For best results, the mo-
dems should have an error-detecting connection established.
BLAST does not recommend using local XON/XOFF flow control
without an error-detecting connection. By default, when XON/
XOFF pacing is enabled, BLAST establishes error-detecting flow
control.

In more complex environments, or if error-detecting modemsare not
available, end-to-end XON/XOFF flow control should be used. In
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an end-to-end environment, the device driver will issue an XOFF
when the seria port buffers are full. The XOFF character will pass
through all devices to the remote computer, which will stop data
transmission. When the buffers empty, an XON will be issued that
causes the remote computer to restart the transmission. In similar
fashion, if theremote machine' sserial port buffersfill up, thedevice
driver will issue an XOFF that causes the local machine to halt data
transmission until an XON isreceived.

In this environment, al flow control should be disabled in the mo-
dems and all other equipment. Y ou must manually configure the
modems to do this or write your own entry in modems.scr (see
“Sample Modem Script” on page 214).

Integration Options

This section discusses integrating BLAST with other applications.
Y ou need not read this section until you are familiar with the basic
operation of BLAST described in the remainder of this manual. Af-
ter you are comfortable using BLAST, you will find the following
features very useful.

Shell Programming

BLAST iseasy to run from UNIX shell scripts. In combination with
the BLAST scripting language, many types of communications
tasks can be automated.

The following example demonstrates running BLAST from a shell
script. The exampleillustrates a Bourne/Korn shell; if you use an-
other shell, please refer to your system documentation or other ref-
erence materials for more information. Many excellent references
on shell programming are available and should be consulted for
more complicated tasks.

A Basic Shell Script to Run BLAST
The script run_blast is abasic shell script for running BLAST:

# run_blast

# A demonstration script that sets environment variables, traps interrupts,

# runs BLAST, and checks the return code generated by BLAST.

#

trap "' 2 # Trap any interrupts generated by BLAST on exit
#'' are two single quotation marks

PATH=$PATH:/usr/blast  # Append /usr/blast to the current PATH environ-
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# ment variable.

BLASTDIR=/usr/blast # Set BLASTDIR environment variable.
SETUPDIR=/usr/blast # Set SETUPDIR environment variable.
#

export PATH BLASTDIR SETUPDIR # Export PATH, BLASTDIR, and SET-

# UPDIR environment variables to sub-
# shells (Necessary in Bourne shell).

#

blast caller -stest.scr -b # Run BLAST

#

RETURN_CODE=%$? # Set RETURN_CODE environment
# variable to code returned by BLAST

#

if [ $RETURN_CODE -ne 0] # Test for a nonzero return code

then

echo $SRETURN_CODE # echo code to screen if it is nonzero.

#

fi

#

# End of script
#

To execute the run_blast script, it is necessary to give it execute
permissions. Run chmod by typing the following:

chmod 711 run_blast

Thiswill set permissionson the script to read, write, and execute for
the owner and execute only for group and other users. For some old-
er systems, read permissions are required as well to run the script.
For these systems, set the permissions as follows:

chmod 755 run_blast

Explanation
BLAST generates an interrupt when exiting. Theline,

trap "' 2 # ' are two single quotation marks

setsatrap for thisinterrupt, UNIX system Signal 2 (Terminal Inter-
rupt). If thisinterrupt is not trapped, the shell script will terminate
when BLAST exits, rather than continuing to completion. It is pos-
sibleto set trapsfor other UNIX signalsaswell. For example, if you
set atrap for Signal 15 (Software Termination), it will prevent the
script from being terminated. To capture Signal 15 and echo “ Please
stop interrupting me while I am thinking” to the screen, include the
following command in the script:
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trap 'echo "Please stop interrupting me while I am thinking™ 15
The block of script,

PATH=$PATH:/usr/blast
BLASTDIR=/usr/blast
SETUPDIR=/usr/blast

#

export PATH BLASTDIR SETUPDIR

sets environment variables and exports them to subshells. In this ex-
ample, the directory /usr/blast is appended to the search path the

shell usesto find the BLAST executable. BLASTDIR and

SETUPDIR are set to /usr/blast. For more information on environ-
ment variables and command line parameters used by BLAST, see

“Environment Variables’ on page 7.
Theline,

blast caller -stest.scr -b

tellsBLAST to load the setup caller.su, run the script test.scr, and
execute BLAST in batch mode (no display). Itisnot necessary torun
BLAST in batch mode from a script; however, if the script is going
to be run in a non-attended mode or if it is going to run as a back-
ground process from cron, BLAST should always be run in batch

mode.
The statement,

RETURN_CODE=$?

savesthereturn codefrom BLA ST into an environment variablethat
can be used for further operations. BLAST will return a nonzero er-
ror codeif an error occursduring processing (for alist of error codes,
see Appendix A). It isalso possible to use the BLAST scripting lan-
guage to return error codes with the QUI T statement (for more on

the QUI T script command, see page 250).

The following block of code tests the environment variable

RETURN_CODE for anonzero value. If RETURN_CODE isnot

equal to zero, the script will echo the return code to the screen.

if [ SRETURN_CODE -ne 0]
then

echo $SRETURN_CODE
fi
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It may be useful to send the output of the return codeto alog file
along with atime stamp. For example, an environment variable
caled TIME_STAMP can be created by using cut to extract the
time and date from the output of the date command by adding the
following line to your shell script:

TIME_STAMP='date | cut -d " " -f 2-4'

Thevariable TIME_STAMP will contain information similar to the
following:

Aug 21 11:16:56.

For more information, refer to the date and cut man pages. For
more information on piping output from one command to another,
refer to the man page of the shell you are using.

The time stamp and return code can be written out to the log file
blast_error.log by including the following line in your script:

echo $TIME_STAMP "BLAST return code is: "$SRETURN_CODE > blast_error.log

Running BLAST From cron

The need often arisesto run BLAST on aregularly scheduled basis.
A UNIX supplied clock utility, cron, executesjobsat specified dates
and times, making it ideal for scheduling BLAST to run unattended.
Thefollowing information on cron isapplicable to many UNIX sys-
tems; however, cron may be implemented differently on your sys-
tem. Please refer to your system documentation and the cron and
crontab man pages for more information.

cron Primer

Thecron utility isadaemon that runswhen the systemisbooted. To
be sure that cron is running on your system, type the following:

ps -ef | grep cron

This should generate output similar to the following lineif cron is
running:

r oot 260 1 0 Aug 3 ? 0:11 /etc/cron
If cron is not running, please consult your system documentation.

Jobs are usually submitted to cron with the crontab command.
A crontab job is placed into the user’ s subdirectory of the
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/usr/spool/cron/crontabs directory; thus, root’s crontab files will
bein /usr/spool/cron/crontabs/root. It is also possible to edit a
crontab file manually; however, cron only reads crontabs at the
time of boot-up. A hand-edited crontab filewill not be executed un-
til the system is rebooted. Executing the crontab command will
cause cron to re-read the crontab filesimmediately.

Not all users will necessarily be able to use crontab. On some sys-
tems access may be controlled by twofiles: /ust/lib/cron/cron.allow
and /usr/lib/cron/cron.deny. If cron.deny exists and cron.allow
doesnot, then all users except thoselisted in cron.deny will be able
toaccesscrontab. Inthissituation, if cron.deny isan empty file, all
userswill be ableto use crontab. If neither file exists, only root will
be able to use crontab. If cron.allow exists, only userslisted in it
will be able to use crontab. Please refer to the crontab man page
entry for more information.

A crontab fileisastandard text file with tab- or space-separated
fields. Thefirst five fields specify the minute (0-59), hour (0-23),

day of the month (1-31), month of the year (1-12), and day of the
week (0-6, with 0=Sunday). Each field can have one of the follow-

ing:

¢ A number within the appropriate range for the field.
¢ Two numbers separated by a hyphen to indicate arange.
¢ A comma separated list of numbers.

¢ Anasterisk toindicate al legal values.

The sixth field indicates the actual command to execute.
The following is an example of an actual crontab file:
17 5 ** Q /etc/cleanup > /dev/null

0 2 ** 0,4 /usr/lib/cron/logchecker > /dev/null 2>&1
0 3 *** [usr/lib/cleantmp > /dev/null

3,33 * * * 1-5 Just/lib/uucp/uudemon.poll > /dev/null

The linesin this example perform the following actions:

¢ execute /etc/cleanup on Sunday morning at 5:17. Any output
from cleanup isredirected to the bit bucket, /dev/null.

¢ execute /usr/lib/cron/logchecker on Sunday and Wednesday
mornings at 2:00. Output is redirected to /dev/null. Error mes-
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sages generated by logchecker are redirected to /dev/null as
well.

O execute /usr/lib/cleantmp every morning at 3:00. Any output
isredirected to /dev/null.

¢ execute /usr/lib/uucp/uudemon.poll at 3 minutes and 33 min-
utes past the hour every hour, Monday through Friday. Output
isredirected to /dev/null.

BLAST under cron

Running BLAST from cron requires modifying your crontab file.
To make a copy of your crontab file, type the following:

crontab -1 > my_cron

Thiswill make a copy of your current crontab filein my_cron,
wheremy_cronisavalidfilename. Thiscopy of thecrontab filecan
now be edited with any text editor. It would be agood ideato make
abackup copy of the working crontab file prior to making any
changes.

Y our login configuration script (.profile, .login, .cshrc) will not be
executed when cron executes your job; therefore, it is usually best
to execute BLAST from a shell script that setsal of the necessary
environment variables, including PATH, to run BLAST. Because
cron runsin the background detached from any terminal, it is nec-
essary to run BLAST with the -b switch in order to suppress screen
output.

To execute the run_blast shell script (see“ Shell Programming” on
page 33) from cron at 2:30 am. Tuesday through Saturday, add the
following line to the file my_cron:

30 2 ** 3-7 run_blast

To submit the new crontab file to cron, type the following:

crontab my_cron
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Chapter 3

BLAST Quickstart

IMPORTANT: Thefollowing section assumes that BLAST has been properly in-
stalled. Before proceeding, be sure to:

¢ Successfully completetheentire BLAST installation process as
instructed in the BLAST Installation Guide.

¢ Connect the modem according to the instructions supplied by
the modem manufacturer and turn on the modem.

Starting BLAST

The command to execute BLAST isissued at the operating system
prompt. Type:

blast

and press the ENTER key.

Make sure that all environment variables are set prior to executing
BLAST. Consult “Environment Variables’ on page 7, your system

documentation, and the man page for your shell for more informa-
tion.
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If thisisthefirst timeyou have run BLAST, the Online Help screen
appears automatically (only on the first time). Y ou can either ex-

plore the Help menu now or cancel it until needed. BLAST displays
the Offline menu next. Y ou can now control BLAST interactively.

The BLAST Screen

FIGURE 3-1

FIGURE 3-2

The BLAST screen (Figure 3-1) includes two sections: the Com-
mand Area and the Scrolling Area.

BLAST 0ffline default _ /usr IEN}-Location Line
New Hodify HWrite Remove Local 1Earn Online +~——Cemmand Line
.. load a setup file ~—1—Command
7-help — ESC-exit-] Description
Setup Directory
blaster.... BLAST, Inc. demoline....................... 19195420939, ........
default.... default setup...... ... ... .. . ... . . . . . . .. ...

Serdlling Areal
+——File Transfer
Status Area

Command Area

The Command Area consists of threelines. the Location Line, the
Command Line, and the Command Description.

Location Line

The Location Line provides the information about your “location”
within BLAST (Figure 3-2):

[BLAST __ Offline default _ Jusr | HENU |
Current Active Current Required
Menu Setup Directory User Action

Current Menu — displays the BLAST menu currently in use. The
possible values are Offline, Online, Filetransfer, Local, and Remote.

Active Setup — displays the setup that is currently |oaded.

Current Directory —identifies the current directory. Use the Chdir
command in the Local menu to change the current directory.
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Required User Action — displays the action that BLAST expects
from you. Possible values are:

MENU — select a command from the menu.

INPUT —type in data at the prompt.

ERROR — review the error message, then press any key.
WAIT —no action allowed, BLAST is busy.

SCRIPT —aBLAST script is executing.

ONLINE —BLAST isonline.

Command Line

The Command Line (Figure 3-1) liststhe commands available from
the menu.

Command Description

The Command Description (Figure 3-1) givesaone-line explanation
of the command currently highlighted by the cursor. If you need
more information about the command, pressthe HELP key (for more
on the HELP key, see page 43).

Scrolling Region

The Scrolling Region is the area below the Command Area. De-
pending on the menu selection, this areais either blank or displays
status and data. The format of the display depends on the activity
BLAST isperforming.

File Transfer Status Area

During file transfers, the scrolling area displays information about
files being transferred. This display, called the File Transfer Status
Area (Figure 3-3, next page), differs slightly depending on the pro-
tocol used.

Following is a description of each item, or status indicator, in the
BLAST protocol File Transfer Status Area.

local —the name of thefile that your systemis sending or receiving.
opt — the optional transfer switches that you selected for thisfile.

Y%xfer —the percentage of thefilethat has been transferred to or from
the remote machine.

file size—thetotal file size (in bytes).

BLAST QUICKSTART 41



byte count — the portion of the file that has been transferred to or
from the remote machine (in bytes).

In qual —ageneral description of the line quality of the connection
between the computers. Possible values during atransfer aregood,
fair,poor,ordead.

Unlike BLAST protocol, other supported protocols do not make use
of al the above status indicators.

BLAST Filetransfer default /usr HENU
Get Message Remote Local File
.. send file(s) to the remote system

— local ———————————— opt — % ufer — file size — byte cnt — 1n qual —
S: <idle>
R: <message> good (00)

?-help — ESC-exit

< Entering BLAST Transfer Hode >
=xxx  MacBLAST 16.2 on remote system [uoum] =s=x

FIGURE 3-3

Three Keys to Remember

A number of special keysareused within BLAST, but three areused
frequently:

ATTN cTRLK isthe default “ Attention (ATTN) Key.” PresscTrL
K to abort script operations or initiate other special key
combinations. Press cTRL k cTRL K to return to the Online
menu from Terminal mode. (The ATTN key can be rede-
fined; see “ Attention Key” on page 73.)

CANCEL Tocancd thecurrent action, return to the previous menu,
or exit BLAST:

10.7x | PressEesc.

10.8x | PressEesc or CcTRL A.
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HELP Whilein Terminal mode, press ATTN H,

For context-sensitive Online Help when not in Termi-
nal mode, press F1 from the main console or » from at-
tached terminals. While running BLAST, you can set
HELP to any key using the keyboard mapping utility,
blastkbd (see “Keyboard Mapping Utility for 10.7x”
on page 315).

10.7x

10.8x | When not in Terminal mode, press ».

The BLAST Menus

Within menus, move from one command to another by pressing
SPACEBAR OI BACKSPACE.

10.8x

Alternatively, you may use the cursor keysto move from one com-
mand to another.

Select acommand by pressing the capitalized |etter in the command
or by pressing ENTER When the cursor rests on the desired command.
After opening a submenu, return to the previous menu by pressing
CANCEL.

Below the menu is a one-line description of the current command
(Command Description Line). To get more information, press the
HELP key when the cursor highlights the appropriate command. Af-
ter displaying text related to the command, BLAST displays a gen-
eral Help section on other topics. See Chapter 4 for a detailed
discussion of the menus.

Menu Summary

Each of the menus offers commands that are grouped together by
function. For example, the Local menu allows you to manage your
system while online with a remote system, whereas the Filetransfer
menu provides functions connected with sending and receiving files.

Following isabrief summary of each major menu and its purpose:

Offline — Manages the setups that contain connection information.

BLAST QUICKSTART 43



Online — Manages connecting to and disconnecting from a remote
system; executes BLAST scripts; sends and captures text
files; and starts Terminal mode.

Filetransfer — Sends and receives files using either BLAST, Ker-
mit, Xmodem, Y modem, or Zmodem protocol.

10.8x Also sends and receives using FTP.

Remote — Available with BLAST protocol and Kermit protocol.
Performs file management on the remote system.

10.8x | Also available with FTP.

L ocal — Performs file management on your local system and pro-
vides access to the operating system command line.

A Quickstart File Transfer

The most common use of BLAST is communicating between two
computers using standard asynchronous modems and ordinary tele-
phone lines. BLAST provides “hands-on” experience in this envi-
ronment through a computer system called Blaster. This systemis
available 24-hours-a-day, seven daysaweek for BLAST demonstra-
tions and testing. Y ou are encouraged to take advantage of this ser-
vice to familiarize yourself with the many features of BLAST.

This section of Quickstart will guide you through:

O Selecting the Blaster setup.

¢ Connecting to Blaster.

¢ Performing BLAST protocol transfers.

¢ Logging off Blaster.

Although we recommend that you compl ete this section in one sit-

ting, you may elect to stop by returning to the Online menu and
choosing the Disconnect command.
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Selecting the Blaster Setup

Setups contain all the information that BLAST needs to connect to
and communicate with remote computers. Each setup is a separate
file, created and modified through the Setup window of the Offline
menu. This processisdescribed in detail in Chapter 5. For this dem-
onstration, you will usethe setup called blaster.su, which was copied
to your disk during the installation process.

If you have been moving through the menus, press the CANCEL key
until you return to the Offline menu. Presss for Select and then press
the EnTER key. Y ou should see “blaster” listed as one of the entries
in the Setup Directory. Use the keys listed at the top of the Com-
mand Areato highlight blaster and then pressenTer. Y ou should see
the Setup window shown in Figure 3-4 below.

BLAST 0ffline blaster /usr HENU
. "E-up “H-down “R-first "C-last “T-clear <ESC>-exit
. press T to clear or enter new text
?-help — ESC-exit
— Setup for: blaster
Description: RTINSO
Phone Number: 19195420939
System Type: UNIX
Userid: reliable Attention Key: “K_
Password: KKRKXKKHKKKKREHKH
. Connect%?g: égev/ityhﬂ . ETuéation: Egé@@...
onnection : u creen:
FIGURE 3-4 Originate/Answer: ORIGINATE Local Echo: NO
Modem Type: AT AutolLF In: NO
Baud Rate: 9600 AutolLF Out: NO
Parity: NONE Wait for Echo: NO
Data/Stop Bits: 8/1 Prompt Char: NONE
KON/HOFF Pacing: YES Char Delay: @__
RTS/CTS Pacing: NO Line Delay: O__
Keyboard File:
Script File: Protocol: BLAST...
Log File: Packet Size: 256_
Translate File:

Check to see that the following entries appear correctly on the
screen:

Phone Number: 1-919-542-0939
System Type:  UNI X

Userid: reliable

Password: XXXXXX (f ast -t ransf er isthe actua
password, but it will be masked by “Xs")

Parity: None

Data/Stop Bits: 8/ 1

Emulation: VT100 or PASSTHRU

Protocol: BLAST
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If any of the entries are incorrect, pressm for Modify and use the
keyslisted at the top of the Command Areato move to the appropri-
ate field and enter the information. For the fields Phone Number,
Userid, and Password, press cTrL T to clear the field and typein the
correct information (remembering that the userid and password are
case-sensitive) and press EnTeR.

For the remaining fields shown above, you can cycle through the
available choices by pressing the spacesar. For the Emulationfield,
select PASSTHRU. For correct settings of the setup fields Connec-
tion, Modem Type, Baud Rate, XON/XOFF Pacing, and RTS/CTS
Pacing, see your hardware documentation, your system administra-
tor, and the discussion of these setup fieldsin Chapter 5.

After you are satisfied that all of the setup information is correct,
press the CANCEL key to exit to the Offline menu. If you made any
changes to the setup, pressw (for Write) to save the changes.

Blaster assumesthat adia-in user will be using aVT-100 terminal.
If youareusingaVT terminal or your console operatesasa VT or
ANSI terminal, you should not have problems. Problems such asthe
screen not clearing, improper positioning of characters, and strange
character sequencesindicate that you are not using aVT terminal.

If your terminal isincompatible with aVT100, the best solution is
to reset the TERM environment variable on Blaster to match the
type of terminal you are using. For example, if you are using a
WY SE 60 terminal, type the following after logging into Blaster:

TERM=wy60

Thiswill cause Blaster to send WY SE 60 controls to your terminal
instead of VT100 controls.

It may also be possible to reset your console or termina to emulate
aVT100. For example, if you are running BLAST from an xterm
session and experience the problems described above, your xterm
may be defaulting to an emulation other than VT100. On many sys-
tems, you can start xterm in VT100 mode by typing:

xterm +t
For more information on resetting your console or terminal, consult

your system or hardware documentation. For more information on
xterm, consult the xterm man page.
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Connecting to Blaster

Y our system is now ready to begin talking to Blaster. You have a-
ready |oaded the blaster setup into memory with the Select com-
mand described in the previous section. Now press o to go to the
Onlinemenu. Connect to Blaster by pressing c (Connect) which will
automatically dial Blaster.

Thescreenwill display messagesfor each of the stepsin the Connect
process. If your modem has a speaker, listen to make sureit dialsthe
number. Also, watch the terminal dial ogue between the computer
and the modem. When the call is successful, a message displaysin-
dicating that the connection has been established:

CONNECT nnnn

where nnnn, if present, gives connection information and speed
(Figure 3-5).

BLAST Online blaster fusr

.. logging on the remote system

?-help — ESC-exit
0K

ATDTS420939

CONNECT 9680/ARQ/Y32/LAPH/YL2BIS

blaster

blaster?!login:

FIGURE 3-5

After recognizing the modem’s CONNECT message, Blaster’ s ban-
ner and request for login will be displayed. Y our setup file will
automatically enter the userid and password. When theloginiscom-
plete, BLAST returns control to you by displaying the Online menu
and waiting for your input (Figure 3-6, next page).

BLAST QUICKSTART 47



BLAST Online blaster fusr HENU
Connect caPture Upload Filetransfer Script Local RAccess Disc
... become a terminal to the remote system

?-help — ESC-exit
WELCOME to BLAST, INC.

You have logged into Blaster, our SCO Unix machine at BLAST, Inc.
This login is for the use and convenience of customers of BLAST, Inc.
Under this login, you can get sample scripts from the scripts
directory and technical notes from the text_documents directory.

FIGURE 3-6 $
Performing BLAST Protocol Transfers
To beginfiletransfer, select the Filetransfer command from the On-
line menu by pressing F. In a moment, Blaster will synchronize with
your system and display the Filetransfer menu (Figure 3-7).
BLAST Filetransfer blaster /usr
Send [l MHessage Remote Local File
. get file(s) from the remote system
— local ——————————— opt — % wfer — file size — byte cnt — 1n qual —
S: <idle> goo
R: <idle> good (00)
?-help — ESC-exit
You have logged into Blaster, our SCO Unix machine at BLAST, Inc.
This login is for the use and convenience of customers of BLAST, Inc.
Under this login, vou can get sample scripts from the scripts
directory and technical notes from the text_documents directory.
FIGURE 3-7 $
$ blast -h
;starting BLAST protocol
< Entering BLAST Transfer Mode >
=xxx  BLAST Professional UNIX 108.7.3 on remote system [uov] =xxx
Getting a File from Blaster
To get afile from Blaster, select Get by pressing c. BLAST will
prompt with:
enter remote filename:
BLAST isasking for the name of the fileto retrieve. Type:
bl ast er. msg ENTER
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BLAST will prompt with:

enter local filename:

A name may be specified for the incoming file. Type:
News. Neg ENTER

BLAST will prompt with:

specify transfer options (t=text, o=overwrite, a=append):
To transfer thisfile using text format translation, type:

t ENTER

BLAST will begin retrieving the file, and the byte count in the File
Transfer Status Areawill increase.

After the file has been completely sent, the byte count will stop, a
blank will appear in the byte count status indicator, and the follow-
ing message will appear on your screen:

news.msg/T=TXT... receive completed

Sending a File

To send afile to Blaster, select the Send option by pressing s.
BLAST will prompt with:

enter local filename:

Type:

News. Nsg ENTER

BLAST will then prompt with:
enter remote filename:

BLAST isasking for the name that will be given to the filewhen it
istransferred to Blaster. Type:

News. msg ENTER

BLAST will prompt with:
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specify transfer options (t=text, o=overwrite, a=append):

Becausethisisatext file, pressT for text trandation and o to over-
write any old versions of thisfile:

t 0O ENTER

Again, notice that the status fields are updated as the file transfer
progresses. At the end of thetransfer, you will seethefollowing line
displayed on your screen:

news.msg/T=TXT news.msg/OVW/T=TXT... send completed
After thefiletransfer is complete, press CANCEL to return to the On-

line menu. An orderly shutdown of the BLAST protocol will follow
and the Online menu will appear.

Logging off Blaster

Select the Disconnect command by pressing b. To quit BLAST,
press CANCEL twice. BLAST will prompt with:

No Yes
...do you really want to leave BLAST?

Press v to quit.
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Chapter 4

The Menus

This chapter guides you through the various BLAST command
menus. Some items covered here are described in more detail in oth-
er chapters; in such cases, you will be referred to the appropriate
chapter. Each menu offers commands that are grouped together by
function. For example, the Local menu allows you to manage your
system while online with a remote system, whereas the Filetransfer
menu provides functions connected with sending and receiving files.

Moving Through the Menus

Within the command line of a menu, you may move from one com-
mand to another by pressing SPACEBAR OF BACKSPACE.

10.8x

Alternatively, you may use the cursor keysto move from one com-
mand to another.

Execute a command by pressing the capitalized letter in the com-
mand or by pressing EnNTER when the cursor rests on the desired com-
mand. After opening a submenu, return to the previous menu by
pressing CANCEL. For adiscussion of selecting a setup and navigat-
ing through a Setup window, see “What is a Setup?’ on page 63.
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The Keyboard

BLAST uses specia key sequences to differentiate between local
commands and characters meant for theremote system. TheBLAST
Keys perform local functions, such as exiting Terminal mode or dis-
playing Online Help. BLAST Keys are most important in Terminal
mode, when BLAST ordinarily sends all keystrokes directly to the
remote computer. All of the BLAST keysarelisted in Appendix B.
In BLAST Professional UNIX 10.7x, some keys can be reassigned
using the BLAST keyboard utility, blastkbd (see “Keyboard Map-
ping Utility for 10.7x” on page 315 for details).

Three Keys to Remember

Y ou will use three of the BLAST Keys most often:

ATTN

CANCEL

cTrLK isthe default “ Attention (ATTN) Key.” PresscTrL
K to abort script operations or initiate other special key
combinations. Press cTRL k cTRL K to return to the Online
menu from Terminal mode. (The ATTN key can be rede-
fined; see “ Attention Key” on page 73).

To cancel the current action, returnto the previous menu,
or exit BLAST:

10.7x

PressEesc.

10.8x

Pressesc or cTRLA.

HELP

Whilein Terminal mode, press ATTN H,

10.7x

For context-sensitive Online Help when not in Termi-
nal mode, press r1 from the main console or » from at-
tached terminals. While running BLAST, you can set
HELP to any key using the keyboard mapping utility,
blastkbd (see “Keyboard Mapping Utility for 10.7x”
on page 315 for details).

10.8x

When not in Terminal mode, press ».

The Attention Key

The Attention Key alerts BLAST to prepare for a particular opera-
tion. The Attention Key isactually two keys, cTrL plus another char-
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acter, represented in this documentation by the symbol “ATTN.” The
default Attention Key iscTrLK. PresscTrL k to abort script opera
tions or initiate other special key combinations. Press cTRL K CTRL K
(ATTN ATTN) to return to the Online menu from Terminal mode. To
transmit the control characters as ATTN to a remote system, press
ATTN and then the character itself. For example, cTrL k k will trans-
mit a cTrL k to the remote system.

Y ou may change the default value of the Attention Key by altering
the value of the Attention Key setup field (page 73) or by setting the
BLASTscript reserved variable GATTKEY (page 265).

NOTE: If itisnecessary to change the Attention Key, be sureto
choose areplacement valuethat will not interferewith your system’s
designated control codes. In particular, do not use cTrL M, Which is
the control codefor acarriage return. Check your system manual for
more information about special control codes before you reassign
the Attention Key.

TheAttention Key caninitiate many useful functionsfrom Terminal
mode. Please refer to Appendix B for al of the Attention Key se-
quences.

The Cancel Key

The CANCEL key is used to cancel the current action. It also returns
to a previous menu from alower level menu and is used to exit
BLAST from the Offline menu. The exceptionto thisruleisthat you
must press ATTN ATTN to escape from Terminal mode.

The Help Key

When the cursor rests on a command in the menu, pressing HELP
will display Help about that particular topic. After displaying text re-
lated to the command, BLAST displays ageneral Help section on
other topics.

Other Special Keys with 10.7x

Other special types of keys are available with BLAST Professional
UNIX 10.7x. See “Keyboard Mapping Utility for 10.7x” on page
315 and Appendix B for details.
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The Offline Menu

FIGURE 4-1

The Offline menu (Figure 4-1) is the first one displayed when you
execute the BLAST program. The display includes three sections:
the Command Ares, the Scrolling Area, and the Status Line. See
“The BLAST Screen” on page 40 for adescription of these sections.
We will be concerned here primarily with the Command Area, spe-
cifically the Command Line.

BLAST O0ffline default fusr MENU
New Modify Write Remove Local 1Earn Online

.. load a setup file

?-help — ESC-exit

If thisisthe first time that BLAST has run, the Help screen will ap-
pear; press CANCEL to leave the Help screen. For Online Help, press
the HELP key when the cursor rests on the appropriate command.

Setup Commands

Five of the commandsin the Command Line of the Offline menu af-
fect the setupslisted in the Setup Directory and displayed in the Set-
up window (see “What is a Setup?’ on page 63 more details).

Following isabrief description of each command.

Select — Displays an input field for entering the name of the setup
fileto load into memory. If you pressenter whilethefield
isempty, the Setup Directory will bedisplayed inthe scroll-
ing area. Use the spacesar to highlight a setup in the direc-
tory and pressenTer to load it.

New —Prompts you for a new setup name. Type the name, press
ENTER, and BLAST will automatically enter the Modify
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mode, displaying in the Setup window the val ues of the setup
currently loaded in memory.

M odify —Displaysin the Setup window the current values of the set-
up in memory and allows you to make changes. Upon ex-
iting Modify mode, those values will be loaded into
memory.

Write — Savesthe current valuesin memory to the setup file named
on the location line.

Remove — Prompts you for the name of a setup to delete. If you
pressenTer Whilethe field is empty, the Setup Directory
will be displayed in the scrolling area. Y ou can then use
the spaceBAR to highlight a setup in the directory and
press ENTER to deleteit.

Other Offline Commands

L ocal — Allows you to perform local system commands by taking
you to the Local menu (described in detail on page 58).

Learn —Builds ascript for you by starting Learn mode. When you
execute the Learn command, you will be prompted for a
script name. After you type the name and press ENTER,
BLAST will record all of subsequent functionsin the script
file until you disable Learn mode by selecting the Learn
command again. If you specify an existing filenamefor the
script, BLAST will ask whether you want to append to or
overwrite the original script file. See“Learn Mode” on
page 176 for more details.

NOTE: Learn mode may not function consistently in PASSTHRU
emulation.

Online— Takes you to the Online menu, described in the next sec-
tion.

The Online Menu

Selecting Online from the Offline menu displaysamenu like or sim-
ilar to the one shown in Figure 4-2 (next page). All charactersre-

ceived and transmitted in Terminal, Capture, and Upload modeswill
befiltered by thetrandatefileif oneisspecifiedinthe Trandate File
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FIGURE 4-2

setup field (page 73). See “ Trandlate File Format” on page 306 for
more information on translate files.

Following is a brief description of the commands of the Online
menu.

Connect — Dials the phone number stored in memory from the cur-
rent setup.

Terminal — Makes your system aterminal to the remote system.
The menu commandswill nolonger be availabletoyou.
Remember that you must press ATTN ATTN in order to
exit Terminal mode and return to the command menus.
See “Standard BLAST Terminals’ on page 309 and
“Termina Emulation with 10.7x” on page 311 for fur-
ther information.

Capture— Causes al incoming text from the remote system to be
captured to afile. When you enter Capture mode by ex-
ecuting the Capture command, you will be prompted for
afilename; typethe name and pressenter. BLAST will
record in the capturefileall subsequent text displayedin
the Terminal window until you disable Capture mode by
selecting the Capture command again. If you specify an
existing filename for the capture file, BLAST will ask
whether you want to append to or overwrite the original
file. See“Downloading Text from a Remote Computer”
on page 147 for further information.

Upload — Sends text from aloca file to the remote computer and
displays the text on your screen. See “Uploading Text to
aRemote Computer” on page 145 for further information.

BLAST Online default fusr HENU
Connect caPture Upload Filetransfer Script Local Rccess Disc
... become a terminal to the remote system

7-help — ESC-exit
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Filetransfer —Takes you to the Filetransfer menu described in the
next section. See also chapters on individual proto-
cols.

Script — Executesa BLAST script after prompting you to enter the
script name. See Chapters 12—14 for information on scripts.

L ocal — Allows you to perform local system commands. This com-
mand takes you to the Local menu described on page 58.

Access — Begins aremote control session. After entering Access
mode, ATTN takes you to an Access menu (see “The Ac-
cess Menu” on page 327).

10.7x
Disc— Logs off of the remote system cleanly and hangs up the
modem using information from the System Type and Mo-
dem Type setup fields.
Disconnect — Logs off of the remote system cleanly and hangs up
10.8x the modem using information from the System Type

and Modem Type setup fields.

The Filetransfer Menu

FIGURE 4-3

Selecting the Filetransfer command from the Online menu displays
the Filetransfer menu. The Filetransfer menu for BLAST protocol is
shown in Figure 4-3 below.

BLAST Filetransfer default fusr MENU
Get Message Remote Local File

... send file(s) to the remote system

— local ——————— opt — % xfer — file size — byte cnt — 1n qual —
$: <idle>

R: <message> good (00)

?-help — ESC-exit

< Entering BLAST Transfer Hode >
=xxx  MacBLAST 10.2 on remote system [uoum] =sx=x
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The commands on the Command Line of the Filetransfer menu vary
depending on the protocol used. For example, the X, Y, and Zmo-
dem protocols will only display the Get and Send commands,
whereas the Kermit protocol has additional options and its own spe-
cial Remote submenu. Following is a brief description of the com-
mands of the BLAST protocol Filetransfer menu. For more
information on menu options for protocols other than BLAST pro-
tocol, see chapters discussing individual protocols.

Send — Sends afile or files to the remote system.
Get — Retrieves afile or files from the remote system.

M essage — Sends a message to the remote operator. Simply type
the message and press enTeR. The message will be
gueued for transmission to the remote display.

Remote — Performs remote system commands allowing limited ac-
cess to the remote computer. The BLAST protocol Re-
mote menu commands, which are similar to the Local
commands, are described on page 60; see also “FTP Re-
mote Menu” on page 128 and “ Kermit Remote Menu” on
page 134.

L ocal — Performslocal system commands. Thiscommand takesyou
to the Local menu, described in the next section. Note that
all filetransfer activity is suspended while you are using the
local system. Thisinactivity may exceed theinterval speci-
fied by the BLAST protocol Inactivity Timeout setup field
(page 85) and terminate Filetransfer mode.

File — Executes atransfer command file that can control an entire
BLAST protocol transfer unattended (see “ Transfer Com-
mand File” on page 115, “Transfer Command File’ on page
361, and “ Transfer Command Files’ on page 364).

The Local Menu

The Local menu (Figure 4-4, next page) allows you to perform op-
erations on your local computer, including escaping to acommand
shell. Local commands affect only filesin the current directory un-
less you specify a pathname.
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BLAST Local default fusr/customer HENU

Delete Edit Rename Tuype VYiew Print Chdir System
... list filenames
7-help — ESC-exit
total 698
—-rw-r——r—— 1 reliable group B Jan 61 1970
drwxr-xr-x 5 reliable group 112 Jan 18 B85:33 EPTEST
—-rw-r——r— 1 reliable group 1808 Apr 14 09:32 Initial.dt
-ru-r-—-r—— 1 reliable group 23 Mar 07 17:17 XDesktop3
—rw-r——r—— 1 reliable group 2000 May 30 10:44 agyaudit.3aid
druxr-xr-x 2 reliable other 176 May 30 16:55 atlas
FIGURE 4-4 drwsr-sxr-x 2 root other 48 Mar 31 17:32 bhin
-rw-r——r—-— 1 reliable group 187609 May 31 15:12 blast.log
-ru-r——r—— 1 reliable group 22067 Mar 07 17:18 blaster.fill
—-rw-r——r— 1 reliable group 22067 Mar 07 17:18 blaster.msg
-re-r-—r—— 1 reliable group 29184 Jan 81 1970 blaststp.exe
druxr-xr-x 2 reliable group 96 May 29 03:20 cho
drwxr—-xr—x 2 reliable group 32 Apr 25 08:36 clipdir
druxr-xr-x 2 reliable group 160 May 26 09:42 cosyda
—-rw-r——r—— 1 reliable group 1200 May 30 10:41 from.053095
druxr-xr-x 2 reliable group 64 Dec 27 12:42 johnbret
—-rw-r——r—— 1 reliable group 9728 Jan 61 1970 junk.msg
drusr-xr-x 2 reliable group 128 Mar 18 09:08 lines
Following isabrief description of the commands of the Local menu.
List —Displaysthe contents of adirectory. Y ou will be prompted to
choose either adetailed (long) or non-detailed (short) list and
then to enter afilename; you may use a specific filename, a
filenamewith wildcard characters (for example, “*"), or press
ENTER to display all filesin the current local directory.
Delete —Erases asingle file or multiple files. Y ou may use a spe-
cific filename or afilename with wildcard characters (for
example, “*").
Edit — Invokes the editor specified in the EDITOR environment
variable (see EDITOR on page 10). vi is the default editor.
Rename — Renames alocdl file.
Type—Displaysaloca filein the scrolling area.
10.7% View — Displays either a*“snapshot” or a“movie” made using the

Access menu (see “ The Access Menu” on page 327).

Print —Printsafileto thelocal printer or print spooler as defined by
the BPRINTER environment variable (see BPRINTER on

page 9).

Chdir — Changes from the current local directory to one that you
name. The current directory is displayed on the top line of
the BLAST screen. BLAST will check this directory for
any filesthat you specify with the Local menu commands.
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System —Performs alocal system command. At the prompt, type a
system command and pressenTer. Alternatively, you may
simply press ENTER and escape to a system prompt that
takesover the BLAST display. Typing EXI T and pressing
ENTER returns you to BLAST. When BLAST is started
with the -b switch (or with the -n switch if the display has
not been re-enabled through a script), you cannot escape
to a system prompt (see “Command Line Switches’ on

page 10).

The Remote Menu

FIGURE 4-5

If you areusing BLAST protocol, FTP, or Kermit protocol, the File-
transfer menu contains a Remote command, which takes you to the
Remote menu. The Remote menu allows a user with no knowledge
of the remote operating system to manage files on that system.

BLAST Remote default fusr HENU
Delete Rename Type Print Chdir More
... list remote filenames

— local ———————— opt — % sfer — file size — byte cnt — In aual
$: <idle>
R: <message> good (00)

7-help — ESC-exit
5.

s..
swinblast.exe
shb_contl.dll
shb_comdr.d11
shb_async.dll
stest.scr
shb_filei.dll
shb_ftran.dl1
shb_bprot.dl1
shb_zmodm.dl11
shb_compr.d11
shb_terml.dll
shb_vtenu.d11
svt_font.fon

use More to continue. ..

Figure 4-5 above shows the BLAST protocol Remote menu. The
commands of this menu, which differ from the FTP and Kermit Re-
mote menus, are described briefly below. For afuller discussion of
the commands of the Remote menus, see“BLAST Protocol Remote
Menu” on page 118, “FTP Remote Menu” on page 128, and “ Kermit
Remote Menu” on page 134.

List —Lists aremote directory.

Delete —Deletes asingle file or multiple files from the remote sys-
tem.
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Rename — Renames aremotefile.

Type — Displays aremote file on the screen.
Print — Prints aremote file to the remote printer.
Chdir — Changes the current remote directory.

M ore — Scrolls a page of data output from the List or Type com-
mands.

Automation with BLASTscript

Upto thispoint, you have been learning about BLAST ininteractive
mode, manually pressing keys to perform tasks. To automate com-
munications tasks that are repeated on adaily or weekly basis, use
BLAST' sinterpretive programming language, BLAST script.
BLAST scripts can:

¢ Automate the dial and logon sequences to another computer.

¢ Send and receivefiles.

¢ Control standard and nonstandard modems and communication
devices.

O  Customize the user interface.
¢ Perform error-checking for session validation.
¢ Accessonlineinformation services to send and receive mail.

¢ Poll large numbers of unattended remote sites after regular busi-
ness hours.

Refer to Chapters 12—14 and Appendix E of thismanual for detailed
information on the use of BLAST scripts.
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Chapter 5

The Setup

What is a Setup?

Communication between computers requires a great deal of
information: the phone number of the remote computer, the modem
type and baud rate, basic communications parameters, and more.
BLAST keepsthisinformation in individual files called “ setups,”
onefilefor each different system connection. BLAST isdistributed
with blaster.su, a setup that contains the correct settings for you to
call the BLAST demonstration line (see “ Selecting the Blaster Set-
up” on page45). A setup containing default values, default.su, iscre-
ated when BLAST is executed for the first time.

Y ou can customize the setup by selecting the Modify command in
the Offline menu. Although this chapter tells you how to create,
edit, and save setups, the Online Hel p for some setup fieldshasmore
specific information.

We recommend that you make any changes to the setup through the
Modify menu; however, setups are text files and can thus be edited
with any text editor. Be sure to save thefile as “text only” or
“ASCII"” and giveit the extension “.su”; do not saveit asaword pro-
cessor file.
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Loading a Setup

To load a setup, choose the Select command from the Offline menu
(Figure5-1). You will be prompted to enter a setup name or to press
ENTER t0 see a Setup Directory of all available setup files. If you
press ENTER to see the directory, use the keys listed at the top of the
Command Areato highlight the setup that you want to load.

10.8x

Alternatively, you may usethe cursor keysto highlight asetup file.

FIGURE 5-1

After highlighting a setup, press enTer to |oad the selected setup.

BLAST O0ffline default fusr MENU
New Modify Write Remove Local 1Earn Online
... load a setup file

7-help — ESC-exit -
Setup Directory

blaster.... BLAST, Inc. demoline....................... 19195420939, . .......

default.... default setup........ ... . ... ... . 0 L

The Default Setup

BLAST creates default.su, a setup that contains default values for
each setup field and is automatically loaded when you start BLAST
(unless you specify another setup on the command line). If you un-
intentionally overwrite the original default.su, you can restore its
original settings by deleting or renaming the existing default.su and
restarting BLAST. BLAST will create a new default.su.

Creating a New Setup

To create anew setup, select the New option from the Offline menu
by pressing n. BLAST will prompt you for a new setup name. Note
that BLAST may not display the entire filename in its Setup Direc-
tory. (Some UNIX systems have alimit of 256 characters for afile-
name; some UNIX systems have alimit of only 14 characters.) You
may want to use the location of the remote site asthe setup name, or
some other easily remembered name. If you want to place the new

setup in asubdirectory of the directory specified by the SETUPDIR
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environment variable, you must enter the relative path along with
the setup name. BLAST will automatically append the extension
“.su” to the filename. After you have typed in the setup name and
pressed ENTER, BLAST will automatically enter Modify mode (see
next section) and display in the Setup window the values of the setup
file currently in memory. After you modify these values and press
CANCEL, BLAST will automatically savethe new setupfile, load its
values into memory, and return to the Offline menu.

Modifying a Setup

To modify a setup file from the Offline menu, use the Select com-
mand to load the setup into memory and then press m, for Modify.
Y ou will see ascreen with a Setup window similar to the one shown
in Figure 5-2 below:

BLAST 0ffline blaster /usr HENU
. "E-up “K-down “R-first "C-last “T-clear <ESC>-exit

. press “T to clear or enter new text

?-help — ESC-exit

— Setup for: blaster

WSS STIMMEL AST, Inc. demoline

Phone Number: 19195420939
System Type: UNIK
Userid: reliable Attention Key: “K_
¢ Password: ¥§HH¥XHHZEXHHHKX Enul Y1100
onnection: /devw/tty mulation:
FIGURE 5-2 Connection T/0: 60_ Full Screen: YES
Originate/Answer: ORIGINATE Local Echo: HO
Hodem Type: AT AutoLF In: NO
Baud Rate: 9600 AutolLF Out: NO
Parity: NONE Hait for Echo: NO
Data/Stop Bits: 8/1 Prompt Char: NONE
HON/HOFF Pacing: YES Char Delay: 0__
RTS/CTS Pacing: NO Line Delay: @
Kevboard File:
Script File: Protocol: BLAST...
Log File: Packet Size: 256_
Translate File:
A field must be highlighted before you can modify itsvalue. Usethe
keyslisted at the top of the Command Areato movefromfieldtofield.
10.8x | You may also usethe cursor keysto move from field to field.

Thethird line of the Command Areawill indicate the type of action
necessary to enter avalue.

Most fields are multiple choice. Use the spacesar to cycle forward
(and the BacksPAcE to cycle backwards) through the available op-
tionsin these fields; then press ENTER to proceed to the next field.
Some fields, like Phone Number, require your input. To correct a
mistake while entering data, use BackspAcke to del ete the mistake and
then continue typing, or presscTrL T to clear the field and start over.
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Setup Fields

10.8x

Alternatively, you can presscTrL p to bring up the field for editing
at the top of your screen. Edit using the BackspAck, DELETE, and
cursor (arrow) keys; then press ENTER.

The Emulation and Protocol fields may require additional input. If
theentry inthefield isfollowed by three periods, it meansthat there
isasubwindow of additional settings. Press ENTER to access a sub-
window. After making the necessary changes to this subwindow,
press the CANCEL key to return to the Modify menu.

Thevaluesto be used in this session are now stored in your system’s
memory and are known as the “ current” setup. The program can
continue without saving these changes to disk or you may save the
altered setup for future use by using the Write command, which is
highlighted when you exit Modify mode.

Removing a Setup

To delete a setup, choose Remove from the Offline menu. At the
prompt, either

¢ typeinthe name of the setup you want to delete and press
ENTER, OF

O pressenTer to display the Setup Directory, highlight the setup
you want to delete, and press ENTER.

Y ou will then be asked if you want to del ete the setup. Select “Yes’
to delete the setup or “No” to cancel the deletion and return to the
Offline menu.

This section briefly discusses the function of each setup field of the
Setup window and indicates default values in brackets and corre-
sponding BLA ST script variablesin italics (For more on BLAST-
script variables, see Chapter 16). The OnlineHelp for each field also
contains detailed information. Theindividual fieldsare discussed on
the pages listed in the following table:
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FIELD PAGE FIELD PAGE
DESCRIPTION: 67 EMULATION: 74
PHONE NUMBER: 67 DEC VT SUBWINDOW. 74
SYSTEM TYPE: 67 PC ANSI SUBWINDOW. 78
USERID: 68 WYSE SUBWINDOW: 78
PASSWORD: 69 FULL SCREEN: 81
CONNECTION: 69 LOCAL ECHO: 82
CONNECTION T/O: 69 AUTOLF IN: 82
ORIGINATE/ANSWER: 70 AUTOLF OUT: 82
MODEM TY PE: 70 WAIT FOR ECHO: 82
BAUD RATE: 71 PROMPT CHAR: 83
PARITY: 71 CHAR DELAY: 83
DATA/STOPBITS: 72 LINE DELAY: 83
XON/XOFF PACING: 72 PROTOCOL: 84
RTS/ICTSPACING: 72 BLAST SUBWINDOW. 84
KEYBOARD FILE: 72 KERMIT SUBWINDOW. 89

SCRIPT FILE: 72
LOGFILE: 73
TRANSLATE FILE: 73
ATTENTION KEY: 73

X/YMODEM SUBWINDOW: 92
ZMODEM SUBWINDOW:. 94
PACKET SIZE: 98

Description user-defined

Provides a detailed description of the setup. Thisisafreeform com-
ment; however, scripts can use the variable @YSDESC for any pur-
pose. For example, the program can take information from the
description line as input or writeto it to save statusinformation.

BLASTscript variable: @SYSDESC

Phone Number user-defined

Stores the phone number of the remote computer. Thisfield will al-
low up to 40 characters. For adirect connection, leave the Phone
Number field empty.

Although any a phanumeric characters may be entered, be careful to
avoid using characters that may be misinterpreted by the modem.
This string of characters is passed unchanged to the modem. See
your modem manual for details.

BLASTSscript variable: @PHONENO

System Type any valid system type

| dentifies the computer type to which BLAST will connect. If you

are connecting to a system that does not appear in the System Type
field or to asingle-user system, select NONE. (Mac and PC types are
provided for consistency with BLAST scripts but are equivalent to
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NONE.) The CONNECT, DI SCONNECT, FI LETRANSFER, and
UPL QAD processes use this information to automate your logons
and file transfers.

The available system types are modified periodically by BLAST,
Inc. The following example list may or may not include the system
types available with your copy of BLAST. Y ou may download the
most recent system script from our FTP site at ftp://blast.com/dist/
scripts.

NONE — Single-user system such asIBM PC or Apple Macintosh
PC-IBM PC

Mac — Apple Macintosh

VMBS —DEC VAX VMS

ACS — Data General AOS
BHost —BLAST Host

UNI X — UNIX

XENI X — Xenix

Al X-IBM RS/6000

A/ UX—Apple UNIX

HP- UX — Hewlett-Packard UNIX
I RI X—Silicon Graphics UNIX
QNX—QNX 4.2

SCO-SCO UNIX

SunGS —Sun UNIX

U trix—DECVAX Ultrix
CEO- Data Generd

WS/ TSO-IBM Mainframe
VM CMS —IBM Mainframe
VBHOST — WinBLAST

To specify auser-defined system type, enter into thisfield the name
of the .scr file. See Chapter 14 for more details on systems.scr and
user-defined system scripts.

BLASTscript variable: @SYSTYPE

Userid user-defined

Holds thelogin ID that you will useto log onto the remote system.
With thevalue of thisfield, BLAST’s CONNECT command usesthe
systems.scr library to answer logon queries automatically.

BLASTscript variable: @USERID

68

CHAPTER FIVE



Password user-defined

Holdsthe password that you will useto log onto the remote system.
With thevalue of thisfield, BLAST’s CONNECT command usesthe
systems.scr library to answer password queries automatically. To
maintain security, thisfield isintentionally overwritten with Xsin
the Setup window and encoded in the setup file on the disk.

Asadditional security, BLAST will prompt you for this password if
thisfield isleft blank; therefore, the password need not be on the
disk at all. See the explanation of @PASSWORD on page 280.

BLASTscript variable: @PASSWORD

Connection any valid device

Specifies the communications port, host system for TCP/IP connec-
tions, or hunt filethat BLAST will usefor the current session. Valid
options are:

Device name — Any valid asynchronous port (e.g., /dev/tty1A).

Host name or address— The name or network address of the
TCP/IP host system to which you want to connect (for example,
“blaster.blast.com™). To establish araw socket, enter the host name
and any available port number except 23. Port number 23 isreserved
for telnet. To usetelnet, simply enter the host name, and BLAST will
default to port number 23. To use telnet with a port other than port
23, enter the host name, the port number, and “telnet,” asin the ex-
ample below:

bl aster. bl ast.com 12 t el net
See “Accessing TCP/IP Ports’ on page 16.

Hunt filename — The name (including path) of ahunt file that lists
available devices, preceded by the “<” character. Refer to “ Auto-
matic Serial Port Searching” on page 25 for details concerning hunt
files.

BLASTscript variable: @COMMPORT

Connection T/O 0-999 [60]

For networks, specifiesthe number of secondsthat BLAST will wait
for anetwork connection after entering the Online menu. Thisfield
has no effect on serial connections.
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If the specified amount of time passes and a connection has not been
made, BLAST will display an error message, set @STATUS to anon-
zero value, and return to the Online menu.

Valuesfor thisfield range from 0 to 999 seconds. If setto O,
BLAST will not time out.

BLASTscript variable: @CONNTIMO

Originate/Answer [ORIGINATE] ANSWER

Specifieswhat BLAST will do during the automated connect and
disconnect processes.

Todia out and initiate a connection, set the field to ORI G NATE.
Toset BLAST towait for acaller to connect, set thefield to ANSVER.

BLASTSscript variable: @ORGANS

Modem Type any valid modem type

| dentifies the modem connected to your communications port.
When you select the Online Connect or Disconnect menu command,
or use the CONNECT or DI SCONNECT BLAST script command,
BLAST uses the modem type named in this field to execute pre-
defined programs from the modems.scr library. These routines per-
form various hardware-specific tasks, such as dialing the phone and
disconnecting from the remote computer.

The available modem types are modified periodically by BLAST,
Inc. The following list may or may not include the modem types
available with your copy of BLAST. Y ou may download the most
recent modems.scr from our FTP site at ftp://blast.com/dist/scripts/.

NONE — no modem specified

HARDW RE — direct connection

APEX — Apex Data modems

AT — Generic AT command set (does not set flow control)
AT&T —AT& T Paradyne modems

BOCA — Boca modems

CARDI NAL — Cardina modems

CODEX — Codex modems

HAYES — Hayes modems

| NTEL — Intel modems

MEGAHZ — Megaherz modems

M CROCOM- Microcom modems

MOTOROLA — Motorola Universal Data Systems (UDS) modems
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MULTI TEC — MultiTech modems

OPTI MA — Optima Hayes modems

OS| TECH — Ositech modems

PRACTI CL — Practical Peripherals modems
SUPRA — Supra modems

TELEBI T — Telebit modems

UDSFASTK — Motorola UDS FasTak
UDSV3229 — MotorolaUDS V3229
USROBOT — U.S. Robatics modems
USRV32 — U.S. Robotics Courier V.32, V.32bis, V.42, V.42bis
Z0OOM- Zoom modems

ZYXEL — ZyXEL modems

If your modem does not appear as a choice in the setup field, you
may specify a user-defined modem type by entering into thisfield
the name of the .scr file. See Chapter 14 for more details on mo-
dems.scr and user-defined modem scripts.

BLASTscript variable: @MODEM

Baud Rate 300 600 1200 2400 4800
[9600] 19.2 38.4 57.6 115K

Specifies the speed at which the seria port device driver communi-
cates with the modem. This may or may not be the same speed at
which the modems communicate with each other. Some older mo-
demsareincapable of negotiating link speedswith other modems. A
Hayes 2400, for example, will not operate at speeds any higher than
2400. If you havetrouble connecting with other systems, match your
Baud Rate setting with the highest Baud Rate supported by the re-
mote system.

It is sometimes advantageous to run at alower than maximum baud
rate. If you have a slow computer, are running many applications si-
multaneoudly, or have limited system memory, you may notice
dropped characters at very high baud rates, causing garbled displays
in Terminal mode and a high number of block retransmissions dur-
ing file transfers. Throughput may be better at a slower rate.

BLASTscript variable: @BAUDRATE

Parity [NONE] ODD EVEN

Sets the device driver parity of the serial port. This setting should
match that of the remote system.

BLASTSscript variable: @PARITY
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Data/Stop Bits 7/1 7/2 [8/1] 8/2

Sets the number of data bits (7 or 8) and number of stop bits (1 or
2) for the device driver.

BLASTscript variable: @D/S_BITS

XON/XOFF Pacing YES [NO]

Specifieswhether BLAST will use softwareflow control during text
uploading, Terminal mode operation, and file transfer. When one
computer needs to stop the flow of incoming data, it transmits an
XOFF (cTRL s) to the other computer. When the computer is again
ready to receive data, it transmits an XON (cTRL Q).

During BLAST protocol transfer, BLAST will wait a maximum of
30 seconds for an XON from the remote. If the XON is not sent,
BLAST will resume transfer. See “Flow Control” on page 30.

BLASTSscript variable: @XONXOFF

RTS/CTS Pacing YES [NOJ

Enables hardware flow control. RTS/CTS pacing uses the RS-232
signals Request-to-Send and Clear-to-Send for optimized through-
put over error-correcting modems. Not all systems support thistype
of flow control.

Set thisfield to NOunless error-correcting modems are on both ends
of the connection. See “Flow Control” on page 30.

BLASTSscript variable: @RTSCTS

10.7x

Keyboard File filename

Specifiesauser-defined keyboard map for aparticular keyboard or
application (see “Keyboard Mapping Utility for 10.7x” on page
315).

BLASTscript variable: @KEYFILE

Script File filename

DesignatesaBLAST script that will be executed immediately when
the setup is loaded into memory. A script specified on the BLAST
command line will override a script specified in thisfield.
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Use BLAST scriptsto automate part or all of aBLAST session.
BLASTscript variable: @SCRFILE

Log File filename

Namesthe log file that keeps arecord of al session activity. When
afileistransferred, amenu selection made, or aBLAST script state-
ment executed, the log file records the activity and the time that it
occurred. Extended logging offers detailed information about file
transfers. For more information on extended logging, see the de-
scription of the @XL OG reserved variable on page 298.

If the filename that you enter already exists, BLAST appends the
new session activity information to the existing file; otherwise the
fileiscreated. Log filesdo not need any particular extension and can
be any combination of the normally accepted filename characters.
Y ou may specify afull path as part of the log filename.

BLASTscript variable: @LOGFILE

Translate File filename

Designates acontrol fileto filter incoming or outgoing charactersin
Terminal mode and during text upload/capture. The Trandate Fileis
an ASCII text file that can be edited by atext processor or the
BLAST editor. See “Trandate File Format” on page 306 for more
information.

BLASTSscript variable: @XLTFILE

Attention Key any Control key [*K]

Definesthe key combination that will beinterpreted asthe Attention
Key. Thisfield accepts a single keystroke, which will be used in
combination with the cTrL key. Throughout this manual, the Atten-
tion Key isreferred to as ATTN.

If it is necessary to change the attention key, be sure to choose are-
placement value that will not interfere with your system’s designat-
ed control codes. In particular, do not use M which is the control
code for a carriage return. Check your system manual for morein-
formation about special control codes before you reassign the atten-

tion key.
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10.8x

Y ou can turn off the attention key in ascript by setting GATTKEY
toanull value (""). When the script terminates, itsvalueisreset to
its previous setting.

We recommend that you do not change this setting.
BLASTscript variable: @ATTKEY

Emulation

10.7x

PASSTHRU [VT320]
any valid terminal emulator

The terminal values are PASSTHRU, in which the characters
received by the serial port are displayed without change, TTY, and
the following terminal emulators: V1320, V1220, VT100,
VT52, PCANSI , TV920, D80, ADMBA, WSE50, and WYSEGO.

10.8x

TTY [PASSTHRU]

The terminal values are PASSTHRU, in which the characters re-
ceived by the serial port are displayed without change, and TTY.

BLASTSscript variable: @EMULATE

DEC VT Emulation Subwindow for 10.7x

FIGURE 5-3

Selecting any of the VT emulators and pressing enter will display a
subwindow of extended configuration options. The VT320 subwin-
dow ispictured in Figure 5-3; the VT220, VT100, and VT52 sub-
windows are variations of the VT320 subwindow. Not all of the
following setup fields will appear in every subwindow.

— Y1320 Emulation

1/8 Bit Controls: K
80/132 Columns: 8@

Horizontal Scroll: JUWP
Jump Scroll Inc: 10
Keypad Mode: NUMERIC
Cursor Keys Mode: NORMAL

User Def Keys: UNLOCKED
Text Cursor: YES

Auto Wrap: NO
New Line: NO
Print Mode: NORMAL
Print Screen: SCROLL REGION
Intl Char Set: USASCII
Reset Terminal: NO User Pref Char Set: DEC SUPPLEMENTAL
Clear Screen: N0

Bnswerback Msg:
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7/8 Bit Controls [7] 8

Specifies whether “CI” control characters are represented in the
8-bit environment or as 7-bit escape sequences.

BLASTscript variable: @VT8BIT

80/132 Columns [80] 132
Toggles between 80-column and 132-column display for text.
BLASTscript variable: @VTDISP132

Horizontal Scroll [JUMP] NONE SMOOTH

Specifies how to scroll data on an 80-column display when the em-
ulator isin 132-column mode. SMOOT H scroll will movethe view of
the display only as necessary to display the cursor position. JUMP
scroll will adjust the view by showing either the first 80 columns or
the last 80 columns. When NONE is selected, the display will not
scroll and the cursor may disappear from view.

BLASTscript variable: @VTHSCROLL

Jump Scroll Inc 1-53 [10]

Specifies the number of columnsto scroll when the Scroll Left or
Scroll Right keys are pressed and Junrp has been selected as the set-
ting for Horizontal Scroll. Acceptable values are 1-53.

BLASTscript variable: @VTHSCROLLN

Keypad Mode [NUMERIC] APPLICATION

Specifies whether the numeric keypad keys will send numbers
(NUVERI C) or programming functions (APPLI CATI ON) defined
by the application.

BLASTscript variable: @VTKEYPAD

Cursor Keys Mode [NORMAL] APPLICATION

Specifies whether the cursor keys will control cursor movement
(NORMAL ) or send application control functions (APPLI CATI ON).

BLASTscript variable: @VTCURSOR
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Reset Terminal YES [NO]

Specifies resetting many of the VVT320 operating features, such as
scrolling regions and character attributes, to their factory default val-
uesupon entering Terminal mode. YES resetsthesevalues; thevalue
of this variable is then automatically reset to NO.

BLASTSscript variable: @VTRESET

Clear Screen YES [NO]

Specifies clearing of the terminal’ s video display the next time you
enter Terminal mode. YES clears the terminal’ s video display; the
value of thisvariable is then automatically reset to NO.

BLASTscript variable: @VTCLRSCRN

Answerback Msg up to 30 characters

Contains a message to be sent to the remote computer upon receiv-
ing an inquiry (* E). The message can be up to 30 charactersin
length.

BLASTSscript variable: @VTANSBACK

User Def Keys [UNLOCKED] LOCKED

Specifies whether the host system can change user-defined key
(UDK) definitions.

BLASTscript variable: @VTUSERKEYS

Text Cursor [YES] NO
Specifies whether to display the text cursor.
BLASTscript variable: @VTTEXTCURS

Cursor Type BLOCK [LINE]

Specifieswhether the cursor isdisplayed asareverse-video block or
as an underline character.

BLASTscript variable: @VTCURSTYPE
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Auto Wrap YES [NO]

Specifies whether text typed at the right margin will automatically
wrap to the next line.

BLASTscript variable: @VTAUTOWRAP

New Line YES [NO]

Selects whether the enTer key will move the cursor to anew line.
Possible choices are NO(the ENTER key sendsonly acarriage return)
and YES (both a carriage return and line feed are sent).

BLASTscript variable: @VTNEWLINE

Print Mode  [NORMAL] AUTO CONTROLLER

Specifies when information is sent to the printer. In AUTO print
mode, each line of received text is displayed and printed; in
CONTROLLER mode, all received datais sent directly to the printer
without displaying it on the screen; and in NORMAL mode, the user
initiates printing from the keyboard.

BLASTscript variable: @VTPRINT

Print Screen  [SCROLL REGION] FULL PAGE

Specifies how much of the screen to print when you press the PrINT
screeN key. Choices are FULL PAGE (entire page) and SCROLL
REGQ ON (only the currently defined VT scrolling region).

BLASTscript variable: @VTPRINTPAGE

Intl Char Set [USASCII] UK FRENCH
GERMAN ITALIAN SPANISH DANISH

Specifies whether 7- or 8-bit data is used for international support.
The default value is USASCI |, which alows 8-bit data. The high-
order values are used to represent international characters. If any
other character set is selected, specific international characters re-
place characters within the ASCII set.

BLASTSscript variable: @VTINTL
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User Pref Char Set [DEC SUPPLEMENTAL]
ISO LATIN-1

Selects either DEC SUPPLEMENTAL or | SOLATI N- 1 asthe user
preferred character set.

BLASTscript variable: @VTUSERCHAR

PC ANSI Emulation Subwindow for 10.7x

Selecting the PC ANSI emulator and pressing enTer displays a sub-
window of extended configuration options shown in Figure 5-4:

—— PC ANSI Emulation

FIGURE 5-4 ANST Level:
Auto Wrap: NO

ANSI Level 2.xX [3.X]

Specifiesthe level of ANSI for your system. Some applications re-
quire ANSI Level 2. x.

BLASTscript variable: @ANSILEVEL

Auto Wrap YES [NO]
Specifies automatic wrapping of lines longer than 80 characters.
BLASTscript variable: @ANSIAUTOWRAP

WYSE Emulation Subwindow for 10.7x

Selecting the WY SE60, WY SES0, TV 920, D80, or ADM3A emula-
tors and pressing enter will display a subwindow of extended con-
figuration options shown in Figure 5-5 (next page).
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FIGURE 5-5

— WYSE/TY/D8B/ADMIA Emulation

Page Length:
Auto Wrap:
Auto Scroll:
Auto Page:
Hyseword:

$E§ DATA LINES)

Columns:
Horiz Scroll Inc:

Display Cursor:
Return:

Enter: CR
Comm Mode: CHARACTER
Block End: US/CR

Expanded Memory: N0
Write Protect: DIM

Answerback:

Page Length [1* DATA LINES]

2 * DATA LINES 4 * DATA LINES

Sets page length in number of screens of data. 2* DATA LI NES
setsthe page length to 48 lines; 4* DATA LI NES setsthe page
length to 96 lines.

BLASTscript variable: @WYPAGELEN

Auto Wrap [YES] NO

Specifies whether anew line is automatically performed when a
character is placed in the last column of arow (column 80 or 132).

BLASTscript variable: @WYAUTOWRAP

Auto Scroll [YES]

Specifies scrolling of the terminal display when the cursor reaches
the bottom of a page. The default value of YES cannot be changed.
(The Auto Scroll valueisignored if Auto Pageison.)

BLASTSscript variable: @WYAUTOSCROLL

Auto Page YES [NO]

Controls whether the cursor can move off the current page. If YES
is selected, the cursor can move above the first line to the previous
page or below the last line to the next page.

BLASTSscript variable: @WYAUTOPAGE
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Wyseword YES [NO]

Specifies whether keys send Wordstar™ functions (YES) or the
standard key codes (NO). The only keys that are affected are the
WY SE keysthat can be mapped with the blastkbd utility (see“Key-
board Mapping Utility for 10.7x" on page 315).

BLASTSscript variable: @WYSEWORD

Expanded Memory YES [NO]

Toggles “expanded” memory use. Note that thisis not related to
DOS “expanded memory.” Normally, the terminal emulator uses
two pages of video display memory. If the maximum of four pages
arerequired, expanded memory must be set to YES. Note, however,
that more run-time memory will be required by BLAST, possibly
adversely affecting throughput during file transfers.

BLASTscript variable: @WYEXPNDMEM

Write Protect [DIM] REVERSE NORMAL
Specifies the attributes used to display protected fields.
BLASTSscript variable: @WYWRITEPROT

Answerback up to 20 characters

Contains amessage to be sent to the remote computer upon receiv-
ing an inquiry ("E). The message can be up to 20 characters long.

BLASTscript variable: @WYANSBACK

Columns [80] 132
Specifies 80 or 132 columns per row.
BLASTscript variable: @WYDISP80

Horiz Scroll Inc 1-53 [10]

Specifiesthe number of columnsto scroll when the cursor reachesa
column that isnot currently displayed. Thisvalueisused when 132
columns per row has been selected and compressed display is not
available. Notethat avalueof 1 impliessmooth scrolling. Any other
value implies jump scrolling.

BLASTscript variable: @WYSCROLLINC
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Display Cursor [YES]

Specifies that the cursor isvisible. The default of YES cannot be
changed.

BLASTscript variable: @WYDSPCURSOR

Return [CR] CRLF TAB

Selects the character to send when the RETURN key is pressed. The
default value is CR, which signifies a carriage return.

BLASTSscript variable: @WYRETURN

Enter [CR] CRLF TAB
Selects the character to send when the keypad ENTER Key is pressed.
BLASTSscript variable: @WYENTER

Comm Mode [CHARACTER] BLOCK

Controls whether datais sent after each keystroke (CHARACTER
mode) or grouped in blocks (BLOCK mode).

BLASTscript variable: @WYCOMMODE

Block End [US/CR] CRLF/ETX

Specifies what characters mark the end-of-line and end-of-block
when the terminal isin block mode and sends a block of data. If
US/ CRis selected, aUS character (\037) is sent at the end of each
line and a CR character (\015) is sent to mark the end of the block.

BLASTscript variable: @WYBLOCKEND

END OF EMULATION
SUBWINDOW DESCRIPTIONS

Full Screen [YES] NO

Indicates whether the top four lines of the menu display will be sup-
pressed while in Terminal mode. The default valueis YES, which
suppresses the menu and allows the top 24 lines of the terminal
screen to be used for data.

BLASTscript variable: @FULLSCR
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Local Echo YES [NO]

Specifies whether BLAST will echo typed characters to the screen
whilein Terminal mode. If thisfield is set to YES, BLAST will dis-
play typed characters before sending them out the communication
port; if thefield is set to NO, the characters will be displayed only if
the remote computer sends them back.

If thisfield is set to YES and double characters are displayed on the
screen, change the setting to NO.

BLASTscript variable: @LOCECHO

AutoLF In YES [NO]

Controls the Terminal mode actions when receiving carriage re-
turns. Some remote systems do not automatically supply linefeeds,
causing multiple lines of text written on top of each other on your
monitor. Set to YES to read incoming text correctly from this com-
puter type. The setting for AutoLF In has no effect on text received
in Capture mode.

BLASTscript variable: @AUTOLFIN

AutoLF Out YES [NO]

Controls Terminal mode actions when sending carriage returns. A
setting of YES causes BLAST to append alinefeed to each carriage
return sent out from the communications port. Line feeds are often
stripped from the data stream to increase throughput. Set thisto YES
if the remote system requires aline feed after the carriage return.

BLASTscript variable: @AUTOLFOUT

Wait for Echo YES [NO]

During text uploads, forces BLAST to wait for the echo of the pre-
viously sent character before sending another character; the setting
has no effect on file transfers.

Wait for Echo “paces’ text uploadsto slow BLAST down when the
remote computer operates more slowly than the local system. It is
a so useful when sending one-line commandsto modemsthat cannot
take bursts of high speed data while in Command mode.

BLASTscript variable: @WT4ECHO
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Prompt Char [NONE] any ASCII character

Defines the character that BLAST will use to determine when to re-
sume sending text. After sending aline of text and acarriage return,
BLAST pauses until the remote system sends the prompt character.
Prompting is an effective form of flow control while uploading text.

Any single character, including a control character, isavalid entry.
To enter acontrol character, prefix the character with a caret (*).
NONE disables prompting.

BLASTscript variable;: @PROMPTCH

Char Delay [0] — 999

Specifies the time period (in hundredths of a second) that BLAST
pauses between sending characters to the remote computer. This
pause slows down strings sent by BLAST scripts and text that is up-
loaded.

Character delay isaform of flow control. Use thisfield when there-
mote computer is unable to keep pace with BLAST and no other
form of flow control isavailable or to slow down theinteraction with
amodem or other simple hardware device that does not support oth-
er forms of flow control. The default value, O, specifies no delay.
Character delay applies only to text uploads; it has no effect on file
transfers.

BLASTscript variable: @CHARDLY

Line Delay [0] — 999

Specifies the length of time (in tenths of a second) to pause after
sending aline of data. Line Delay provides aform of flow control
while uploading text to the remote computer. Some remote systems
may be unable to keep pace with BLAST; setting thisfield to a non-
zero value can prevent overloading the remote computer. If O isen-
tered, no delay will occur. Note that the setting for Line Delay ap-
plies only to text uploads.

BLASTscript variable: LINEDLY
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Protocol [BLAST] KERMIT
XMODEM XMODEM1K
YMODEM YMODEM G ZMODEM

10.8x

FTP

Selects the protocol that will be used for file transfers. The BLAST
protocol generally runs faster and offers more features than other
protocols.

BLASTSscript variable: @PROTOCOL

BLAST Protocol Subwindow

FIGURE 5-6

Selecting BLAST and pressing enter displays the subwindow
shown below in Figure 5-6:

— BLAST Protocol

Logon T/0: ¥ ACK Request Frequency: 4_

Inactivity T/0: 120 Number of Disconnect Blocks: 3

7 Bit Channel: NO Launch String: \r

Window Size: 16 Transfer Password:

DCD Loss Response: IGNORE Enable /FWD and /STR: NO
Use "A" Protocol: NO Enable /0¥W and Remote Cmds: YES

Filtering: OFF Send Compression Level: 4

Retransmit timer: &__ Receive Compression Level: 4

Logon T/O 0—999 [120]

Specifies the number of seconds that BLAST will attempt to estab-
lish afiletransfer session with the remote computer. Logon Timeout
affects BLAST protocol transfers and remote control sessions.
Timeouts can happen if:

¢  Thereisexcessive noise on theline.

¢ There are parity or data/stop bit mismatches.

¢  BLAST isterminated unexpectedly on the remote computer.
¢ Theconnection islost.

If zero is entered, no timeout will occur and BLAST will attempt to
establish afiletransfer session with the remote computer indefinite-

ly.
BLASTscript variable: @LOGTIMO
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Inactivity T/O 0—-999 [120]

Definesthetimeinterval (in seconds) that BLAST will stay connect-
ed after the last valid data packet has been received from the remote
computer. Timeouts happen if:

¢ The connectionislost.

¢ Thereisexcessive noise on theline,

¢ Theremote computer goes down.

¢ Flow control has not been released.

If zerois specified, BLAST never times out.

NOTE: In previousversions of BLAST, thisfield was named
“Connect Timeout” and was associated with the BLAST script re-
served variable @XONTI MO,

BLASTSscript variable: @INACTIMO

7-Bit Channel YES [NO]

Defines the logical width of the data path to be used. YES specifies
a 7-bit data encoding scheme; NO specifies an 8-bit encoding
scheme.

Some networks, minicomputers, and asynchronous devices only

support 7-bit path widths. The BLAST protocol operates more effi-
ciently using 8-bit encoding; however, the data path width has noth-
ing to do with the type of datathat can be transferred. BLAST may
transfer 8-bit binary or 7-bit ASCII over either 7- or 8-hit data paths.

BLASTscript variable: @7BITCHN

Window Size 1-[16]

Specifies the number of packets that can be sent to the remote with-
out BLAST waiting for an acknowledgement from the remote. As
packets are acknowledged, the starting point of the window adjusts,
or “dides.” For example, if the window sizeis12 and the first 6 of
8 packets sent have been acknowledged, the start point of the win-
dow moves by 6, and 10 additional packets can be sent before
BLAST must stop and wait for an acknowledgement. See “BLAST
Protocol Design” on page 101 for afuller discussion of window size.

BLASTSscript variable: @WDWSIZ
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DCD Loss Response ABORT [IGNORE]

Specifies the action BLAST will take after DCD loss during afile-
transfer session:

ABORT —Sets @=FERROR on carrier loss and exits Filetransfer
mode.

| GNORE - gnorescarrier loss. Filetransfer mode continues until the
Inactivity T/O takes effect.
BLASTscript variable: @DCDLOSS

Use “A” Protocol YES [NO]

Specifieswhether the BLAST “A” Protocol will be used. YES spec-
ifies communication with older BLAST products.

BLASTSscript variable: @APROTO

Filtering ON [OFF]

Specifiesfiltering out VT sequences sent from aremote computer or
protocol converter. Thisfiltering prevents BLAST protocol from la-
beling these sequences as bad blocks received.

BLASTscript variable: @FILTER

Retransmit Timer 0-9999 [4]

Sets the maximum number of seconds BLAST will pause before
resending a packet. For example, if Window Sizeissetto5 and Re-
transmit Timer is set to 30, BLAST will attempt to resend the fifth
packet every thirty secondsif it receives no acknowledgement.

NOTE: This setting should be less than the that for Inactivity
Time-out.

BLASTscript variable: @RETRAN

ACK Request Frequency 1 — window size [4]

Specifies the frequency at which an acknowledgement from the re-
ceiving system is requested. The frequency is measured in number
of packets sent. For example, if the ACK Reguest Frequency is4,

areguest for an acknowledgement is sent to the receiving computer
every four packets. Set thisfield higher for better performance with
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error-correcting modems. See also Window Size setup field (page
85).

BLASTscript variable: @ACKFREQ

Number of Disconnect Blocks 0-9 [3]

Sets the number of additional disconnect blocks (after the first dis-
connect block) that BLAST sends when exiting Filetransfer mode.
The default valueis 3, which indicates four total disconnect blocks.

BLASTscript variable: @NUMDISC

Launch String any ASCII string [\r]

Specifies a string to be appended to BLAST protocol blocks. This
will help communications to a mainframe through protocol convert-
ers. Just asin BLASTscript, you may send any string of ASCII
characters, including the same control characters used in string con-
stants. Nonprintable characters can be represented with aback-dash
followed by athree-digit octal number (for example, aline-feed may
be represented as a\012). The string should not be enclosed in
quotes. The default for thisfield isacarriage return (\ r ).

BLASTSscript variable: @LAUNCHST

Transfer Password user-defined

Stores a case-sensitive password (up to eight characters) that re-
strictsaremote user’ s access. Requests to get files from a password-
protected computer and to do file maintenance functions are not
honored unlessthe password isreceived first. Without the password,
the remote machine is limited to sending and receiving messages.

To send the Transfer Password, the remote user should select the
Send menu command from the Filetransfer menu; then, at the local
filename prompt, type the following:

I passwor d=your _password

whereyour _passwor d isthetransfer password. The remotefile-
name field and transfer options should be left blank. InaBLAST
script, the SEND statement should be followed by aline with the
password and then two blank lines (See “Using the Transfer Pass-
word” on page 121).
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Thetransfer password issuperseded by the Secure BLAST password
described in Chapter 11. Seethat chapter for further details.

NOTE: The Transfer Password isintended to validate remote us-
erslogging onto your system. If alocal operator uses a setup with a
Transfer Password entered, he or she will not be ableto receivefiles
without the remote computer sending the password.

BLASTscript variable: @ TRPASSWD

Enable /FWD and /STR YES [NO]

Enables the /FWD and /STR file transfer switches. Note that dis-
abling these switches affects only local files. For example, you will
still be ableto get afile with the /FWD switch, because the success-
fully transferred file will be deleted from the remote system.

BLASTSscript variable: @ENABLEFS

Enable /OVW and Remote Cmds [YES] NO

Enables the /OVW file transfer switch and system commands re-
ceived during BLAST Protocol Filetransfer mode. Disabling /OVW
affects only local files. For example, you will still be able to send a
filewith the/OVW switch becausethefilewill be overwritten onthe
remote system. The List, Type, and More commands remain active
when thisfield is set to NO; only potentially destructive commands
are disabled.

BLASTscript variable: @ENABLERCMD

Send Compression Level 0-6 [4]

Specifies the maximum compression level to be used while sending
filesto the remote computer. Level O specifies no compression; lev-
el 6 specifiesthe highest compression level.

BLASTSscript variable: @SCOMP_LEV

Receive Compression Level 0-6 [4]

Specifies the maximum compression level to be used while receiv-
ing files from the remote computer. Level O specifies no compres-
sion; level 6 specifies the highest compression level.

BLASTscript variable: @RCOMP_LEV
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Kermit Protocol Subwindow

Selecting KERM T and pressing enTeRr displays the subwindow
shown in Figure 5-7 below:

— KERMIT Protocol

Send Parameters Receive Parameters
Start-of-Packet Char: H:E Start-of-Packet Char: ~A
End-of-Packet Char: "M End-of-Packet Char: "M

Packet Size (maximum): 90 Packet Size [maximum): gﬂi,

Pad Character: Pad Character:
FIGURE 5-7 Padding: 0_ Padding: 0_
Timeout [seconds): 18
Transfer Type: BINARY Filename Conversion: YES

Incomplete File: DISCARD
Delay: S5_ Harning: ON
Block-Check-Type: 2
Start-of-Packet Char [*"A] —=~Z

For sending fileswith Kermit: specifies a control character to pre-
cede each packet sent from the local computer. The same control
character must also be used by the remote Kermit.

BLASTSscript variable: @KSSOPKT
For receiving fileswith Kermit: specifiesacontrol character to pre-

cede each packet received by the local computer. The same control
character must also be used by the remote Kermit.

BLASTscript variable: @KRSOPKT

End-of-Packet Char A =2 [MM]

For sending fileswith Kermit: specifiesacontrol character to termi-
nate each packet sent from the local computer. The same control
character must also be used by the remote Kermit.

BLASTSscript variable: @KSEOPKT
For receiving fileswith Kermit: specifies a control character to ter-

minate each packet received by the local computer. The same con-
trol character must also be used by the remote Kermit.

BLASTscript variable: @KREOPKT
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Packet Size 10 — 2000 [90]

For sending files with Kermit: specifies the packet size that your
systemwill usewhen it transmitsafile. Note that the remote Kermit
server’'s Receive Packet Size should also be set to thisvalue. The
larger the packet, the more efficient the transfer; however, larger
packetswill pose problems on anoisy connection. Set larger packet
sizes when thereislittle line noise, you are communicating with a
mainframe, or you are using V.29 “ping pong” modems.

BLASTscript variable: @KSPKTLEN

For receiving fileswith Kermit: specifies the packet size that your
system will use when it receives afile. Note that the remote Kermit
server’s Send Packet Size should also be set to thisvalue. The larger
the packet, the more efficient the transfer; however, larger packets
will pose problems on anoisy connection. Set larger packet sizes
when thereislittle line noise, you are communicating with amain-
frame, or you are using V.29 “ping pong” modems.

BLASTscript variable: @KRPKTLEN

Pad Character r@], "A-"Z

For sending fileswith Kermit: specifies an alternate character to
pad each packet transmitted by the local computer.

BLASTscript variable: @KSPADCH
For receiving fileswith Kermit: specifies an aternate character to
pad each packet received by the local computer

BLASTSscript variable: @KRPADCH

Padding [0] — 99

For sending files with Kermit: specifies the number of padding
characters to send per packet. Padding can induce delays during a
Kermit file transfer, allowing slower machines or older versions of
Kermit more time to process the data you send.

BLASTscript variable: @KSPADDNG

For receiving fileswith Kermit: specifies the number of padding
charactersto request per packet. Padding can induce delays during a
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Kermit file transfer, allowing slower machines or older versions of
Kermit more time to process the data you receive.

BLASTscript variable: @KRPADDNG

Transfer Type TEXT [BINARY]

Specifies the type of file being transferred. Text fileswill be con-
verted to local format.

BLASTscript variable: @KFILETYP

Delay 1-99 [9]
Specifiesthe number of seconds of delay between the recognition of
a Send command and the actual beginning of the transmission.

BLASTscript variable: @KDELAYOS

Block-Check-Type 1-3 [2]

Specifieslevel of error detection. Kermit offersthree levels of error
detection, with 3 being the most secure. To decrease the chance of a
bad packet being accepted by the receiving computer, set the level
to 2 or 3. Higher levelsof error detection will appreciably slow afile
transfer. Use alower block-check-type when using error-correcting
modems or when transferring files at 9600 baud and above.

BLASTscript variable: @KBCHECK

Timeout 0-99 [10]

Specifies the number of seconds that the computer will wait to re-
ceive a packet before requesting that it be resent.

BLASTscript variable: @KRTIMEOUT

Filename Conversion [YES] NO

Specifies whether to convert a filename from local format to com-
mon Kermit format. For example, lower caseis changed to all up-
percase; and “~", “#”, and all periods after the initial one are
converted to “x”s.

BLASTscript variable: @KFNAMCONV
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Incomplete File [DISCARD] KEEP

Specifies whether to KEEP or DI SCARD files incompl etely re-
ceived, such as afile being transferred when you abort a Get com-
mand. Thisinsures that any file received is complete.

BLASTscript variable: @KSAVEINC

Warning [ON] OFF

For Kermit transfers, specifies whether Kermit will automatically
rename areceived fileif another file with the same name already ex-
istsin the current directory. If thefield is set to ON, Kermit will re-
namethefile, adding anumber (0001, 0002, etc.); if thefield set to
OFF, Kermit overwritesthefile.

BLASTscript variable: @KWARNING

Xmodem and Ymodem Protocol Subwindow for 10.8x

FIGURE 5-8

In BLAST Professional UNIX 10.8x, selecting XMODEM
XMODEMLK, YMODEM or YMODEMG and pressing enTeRr displays
the subwindow shown in Figure 5-8. Some fields apply to Xmodem
only.

ELRST Offline default Judmattlwork MEHU
. "E-up “¥X-down “R-first "C-last "P-prompt “T-cleor “A-exit
.. enter a new number

XMODEM and YMODEM Protocol
Send Parameters Feceive Parameters

EOT Timeout: fPoo_
Pad Character: 0_

File Corversion: BINARY File Conversion: BINARY

Femote Line Termination: CR/LF Remote Line Termination: CR/LF
Error Detection: CRC

EOT Timeout 10 — 6000 [100]

For Xmodem and Y modem transfers, specifies EOT (end-of-trans-
mission) timeout in hundredths of a second.

BLASTscript variable: @XYEOT
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Pad Character any character in decimal [00]
For Xmodem transfers, specifies the pad character.
BLASTscript variable: @XPADC

File Conversion ASCII [BINARY]

For sending Xmodem and Y modem transfers, specifies conversion
to ASCII.

BLASTscript variable: @XYCONVS
For receiving Xmodem and Y modem transfers, specifies conversion
to ASCII.

BLASTscript variable: @XYCONVR

Remote Line Termination CR [CRILF]

For sending fileswith Xmodem or Y modem: specifies how lineter-
mination is treated.

CR - For files sent, replaces line feeds (LF) with carriage returns
(CR); for example, when ASCI| files are sent to a Macintosh plat-
form.

CR/ LF —For filessent, addsacarriagereturn (CR) beforealinefeed
(LF); for example, when ASCII files are sent to DOS or Windows
platforms.

BLASTscript variable: @XYRLTS

For receiving Xmodem and Y modem files: specifies how line ter-
mination is treated.

CR- For filesreceived, replaces all carriage returns (CR) with line-
feeds (LF); for example, when ASCI| files are received from aMac-
intosh platform.

CR/ LF — For filesreceived, deletes any carriage return (CR) that is
followed by aline feed (LF); for example, when ASCI| filesare sent
to DOS or Windows platforms.

BLASTscript variable: @XYRLTR
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Error Detection [CRC] CHECKSUM

For Xmodem transfers, specifies whether the error detection is CRC
or CHECKSUM

BLASTscript variable: @XCRC

Zmodem Protocol Subwindow

FIGURE 5-9

Selecting ZMODEMand pressing ENTER displays the subwindow
shown in Figure 5-9 below.

— ZMODEM Protocol

Send Parameters Receive Parameters

Resume interrupted file: [l Auto Receive: NO
File must already exist: NO
Conversion override: NONE File conversion: ASCIT
Management option: NONE File management: CLOBBER
Esc all control chars: NO Esc all control chars: NO
Limit block length: @
Limit frame length: @
Size of Tw window: B
CRC: 32 BITS

Resume Interrupted File YES [NO]

Continues an aborted binary file transfer from the point of interrup-
tion. The destination file must already exist and be smaller than the
source file.

BLASTSscript variable: @ZMRESUME

File Must Already Exist YES [NO]
Transfersthefile only if it already exists on the destination system.
BLASTSscript variable: @ZMEXIST

Conversion Override  [NONE] ASCII BINARY

Allows the sender to specify to the receiver whether the data should
be treated as Bl NARY or ASCI | data, overriding the File Conver-

sion setting of the receiving system. If NONE is selected, the dataiis
handled according to the receiver’ s file conversion parameter.

BLASTSscript variable: @ZMCONVS
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10.8x

ASCII Line Termination [CR/ILF] CR

For sending ASCII files to nonstandard implementations of Zmo-
dem, specifiesline-feed conversion for ASCII files. When
@MCONVS = "ASCI | ", the default CR/ LF specifiesthat line
feeds be converted to CR/ LF; CR specifies no conversion.

BLASTSscript variable: @ZMALT

Management Option [NONE] PROTECT
CLOBBER NEWER
NEWER/LONGER DIFFERENT APPEND

Specifies a file management option for files sent. Possible values
are

NONE — Thefileistransferred if it does not already exist onthe re-
ceiving system.

PROTECT —Thefileistransferred only if it does not already exist
on the receiving system, even if the receiving system has specified
CLOBBER

CLOBBER - Thefileistransferred whether or not it already exists
on the receiving system, unless the receiving system has specified
PROTECT.

NEVEER —Thefileistransferred if it does not already exist on the re-
ceiving system, or if the source fileis newer (by date).

NEVER/ LONGER-Thefileistransferred if it does not already exist
on the receiving system, or if the source file is newer (by date) or
longer (in bytes).

DI FFERENT — Thefileistransferred if it does not already exist on
the receiving system, or if the files have different lengths or dates.

APPEND-Thefileis appended to afile of the same name on there-
ceiving system based on the value of the receiving system’s “File
conversion” setting.

BLASTscript variable: @ZMMANAGS
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Esc All Control Chars YES [NO]

For sending fileswith Zmodem: specifiesthat all control characters
sent will be link-escape encoded for transparency. By default, only
the charactersrepresented by hexadecimal 10, 11, 13, 90, 91, and 93,
and the sequence “ @-CR” are link-escape encoded.

BLASTSscript variable: @ZMCTLESCS
For receiving fileswith Zmodem: specifiesthat all control charac-
tersreceived will be link-escape encoded for transparency. By de-

fault, only the characters represented by hexadecimal 10, 11, 13, 90,
91, and 93, and the sequence “ @-CR” are link-escape encoded.

BLASTSscript variable: @ZMCTLESCR

Limit Block Length [0] 24 — 1024

Overridesthe default block length, which is determined by the Baud
Rate of the connection.

Baud Rate Block Length (in bytes)
300 128

600, 1200 256

2400 512

4800 or greater 1024

Specifying avalue between 24 and 1024 limitsthe block length to
the new value. A value of 0 specifiesthe default block length as de-
termined by the baud rate.

BLASTscript variable: @ZMBLKLN

Limit Frame Length [0] 24 — 1024

For Zmodem transfers, limits frame length and forces the sender to
wait for aresponse from the receiver before sending the next frame.
The default, O, specifies no limit to frame length.

BLASTSscript variable: @ZMFRMLEN

Size of Tx Window [0] — 9999

Specifies the size of the transmit window, which regulates how
many data subpackets can be “outstanding” (unacknowledged) be-
fore the sender quits sending and waits for acknowledgements. A
value of 0 specifies no limit to window size.

BLASTSscript variable: @ZMWINDOW
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CRC 16 [32]

Specifies the CRC error-detection method to be used, either 16-bit
or 32-hit.

BLASTscript variable: @ZMCRC

Auto Receive YES [NO]

Specifies Auto Receive mode, which begins downloading immedi-
ately after entering Filetransfer mode.

BLASTSscript variable: @ZMAUTODOWN

File Conversion [ASCII] BINARY

Specifies whether received fileswill be treated as ASCI | or
Bl NARY. For correct file conversion to ASCI|, the remote computer
must send the filesas ASCII.

BLASTscript variable: @ZMCONVR

File Management NONE PROTECT
[CLOBBER] APPEND

Specifies afile management option for files received. Possible val-
ues are:

NONE — Thefileistransferred if it does not already exist on the re-
celving system.

PROTECT —Thefileistransferred only if it does not already exist
on the receiving system, even if the sending system has specified
CLOBBER.

CLOBBER - Thefileistransferred whether or not it already exists
on the receiving system, unless the sending system has specified
PROTECT.

APPEND - Thefileis appended to afile of the same name on there-
ceiving system based on the value of the receiving system’s “File
conversion” setting.

BLASTSscript variable: @ZMMANAGR

END OF PROTOCOL
SUBWINDOW DESCRIPTIONS
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IMPORTANT:

Packet Size 1 —-4085 [256]

For BLAST protocol transfers, specifies the packet size that your
system will use when it transfers afile. The larger the packet, the
more efficient the transfer; however, larger packets will pose prob-
lemson anoisy connection. Uselarger packet sizeswhen thereislit-
tle line noise, you are communicating with a mainframe, or you are
using V.29 “ping pong” modems.

Thisfield “negotiates’ down. The versions of BLAST running on
the local computer and the remote computer will compare values
and use the smaller of the two values.

Whiletransferring files, watch the line quality and retry count in the
upper right part of the screen. If the quality of thelinevaries, or there
are asignificant number of retries (more than one retry in 20-50
blocks), asmaller packet size will usually improve throughput. The
default for thisfield is 256, which is the optimum setting for most
users.

When transferring files with BHOST, always set the Packet Size to
at least 200, which is BHOST' s minimum packet size.

BLASTscript variable: @PAKTSZ
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Chapter 6

BLAST Session Protocol

What is a Protocol?

Inthe serial communicationsworld, a“protocol” isaset of rulesthat
determines how two computers will communicate with each other.
These rules define, for example, how to package data for transfer,
how to detect damaged data, and how to optimize throughput. Both
computers must use the same protocol for acommunications session
to succeed.

Simple Protocols

During the early days of telecommuni cations, people who needed to
transfer afile across aphone line or a hardwired asynchronous con-
nection were limited to using text transfer. Thisisthe simplest trans-
fer method, involving only the capturing and transmission of the
data stream with no error detection. To receive afile, abuffer is
opened to savetheinformation; to send afile, the charactersfromthe
chosen fileare sent directly out of the communications port to there-
mote computer.

Of course, no telecommunications connection is perfect, and users
soon found that line noise could easily corrupt afile. Thus, filetrans-
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fer protocolswere devel oped to provide error control. Kermit, Xmo-
dem, Y modem, Zmodem, and FTP are examples of public domain
protocols widely used by computer ownersto transfer files. The
public domain file transfer protocols are fully described the three
chapters following this chapter.

The BLAST Session Protocol

The BLAST Session protocol defines a set of rulesfor performing
filetransfer and file management with aremote computer. Under the
BLAST Session protocol, three kinds of tasks can be performed:

1. Filescan betransferred between local and remote machines.
The BLAST Session protocol permits files to be transferred bi-
directionally—that is, datais sent and received at the sametime
with automatic error detection and data compression.

2. Fileson the remote machine can be manipulated. For example,
files can be deleted, renamed, or printed on the remote comput-
er. Because these tasks are mediated by the BLAST Session
protocol, the commands cannot be garbled by line noise. In ad-
dition, the commands are automatically translated into the ap-
propriate instructions on the remote computer. For example,
when you give the “List Files’ command using the BLAST
Session protocol, you will receive a directory listing whether
the remote machine is a Macintosh, aVAX, or acomputer run-
ning the UNIX operating system. Y ou do not need to know the
machine-specific instruction.

3. Messages can be exchanged between the local and remote com-
puter. Betweenfiletransfers, if someoneispresent at theremote
site, you can send messages to and receive messages from the
remote operator.

The BLAST Session protocol is much more sophisticated than pub-
lic domain filetransfer protocols. No public domain protocol hasall

the characteristics of BLAST session protocol. BLAST isgenerally
faster than public domain file transfer protocols because it offersall

of the following features:

¢ Bi-directiond transfers.

¢ Six levelsof compression.

¢ Sliding-window design.
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O Automatic trandation of text files between thelocal file format
and the format of the remote system.

¢ Resumption of interrupted file transfer from the point of inter-
ruption.

¢ Security for validating remote users.

BLAST Protocol Design

Bi-Directional and Sliding-Window Capability

The BLAST protocol is capable of transmitting and receiving data
packets simultaneously. This simultaneous bi-directional transfer
saves time and online charges when files need to be both sent and
received.

BLAST operates efficiently over circuits with high propagation de-
lays (the length of time from when a character is transmitted to the
timeitisreceived). Thisresistanceto delaysisdueto BLAST  sdlid-
ing-window design.

The size of awindow isthe number of packetsthat can be sent to the
remote computer without BLAST’ s having to wait for an acknowl-
edgement from the remote. Asthe remote computer sends acknow!-
edgements, the window slides so that more packets can be sent. For
example, if thewindow sizeisset to 16, and thefirst 4 of 12 packets
sent have been acknowledged, the window slidesto allow 8 more
packets to be sent. In this way, a continuous stream of packets can
be sent without BLAST’ s having to wait for an acknowlegement.
The window size and frequency at which acknowledgements are re-
guested can be specified by the user.

These two features—simultaneous bi-directional transfer and dlid-
ing-window design—combine to make BLAST agreat time saver
for long-distance callers. For example, BLAST can upload daily
production figuresto a host computer over a noisy telephone line at
the same time that it downloads the next day’ s production quotas.

CRC Error Detection

BLAST protocol uses the industry-standard CCITT CRC-16 tech-
nique for detecting altered data packets. This is the same method
used in IBM SNA/SDLC networks and X.25 packet-switching net-
works.
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Optimized Acknowledgements

When packets of data are transmitted, they must be acknowledged
by the receiving computer so that the sender knowsthat the transfer
iscompleteand accurate. When dataisbeing transmitted in only one
direction, the BLAST protocol uses aminimal number of acknowl-
edgement packets flowing in the opposite direction. When datais
being transferred in both directions, the data and acknowledgement
packets are combined into asingle packet. Thisefficient use of pack-
etsisimportant when working with networks because network
charges are often computed on a per-packet rather than a per-byte
basis.

Adjustable Packet Size

The BLAST packet size can be set from 1 to 4085 bytes according
to the quality and type of connection. A small size minimizes the
amount of datathat must be retransmitted if line noiseisaproblem.
With high quality connections or with error-detecting modems,
packet size can be increased to reduce transmission overhead. Pack-
et size can also be set to optimize network packet utilization.

BLAST Protocol Circuit Requirements

BLAST isflexibleinitscircuit requirements. Because BLAST does
not use any of the ASCI| control codes, it is compatible with the use
of these control codesfor other purposes. For example, BLAST can
be employed on circuits where software flow control (cTRL Q/CTRL S)
isin use. The XON/XOFF Pacing setup field allows the user to con-
trol whether or not BLAST usesthisfeature. Thisis very important
for load sharing on network virtual circuits and time-shared mini-
computers.

BLAST can operate on 7-bit or 8-bit circuits. 7-bit operation alows
BLAST to communicatewith parity. Thisdoesnot inhibit BLAST's
ability to transmit binary data—you may transfer either 7- or 8-bit
data over both 7- and 8-bit circuits.

When using BLAST to communicate with computers that reguire 7-
bit circuits, the setup parameter 7-Bit Channel must be set to YES.
This setting slows the throughput of the transfer.
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Starting a BLAST Session

Starting BLAST on a Multi-User System

There are three ways to start aBLAST Session on aremote multi-
user computer. Note that you should already be logged into the re-
mote system and appropriate directory.

Manual Method
¢ Select Terminal from the Online menu.

¢ Typethe appropriate commandsto the remote computer to start
aBLAST session. For UNIX, thiswould be:

blast -h
at the command line,
¢ You should see either one of two messages from the remote:
;starting BLAST protocol.
or
ppp... (only for earlier versions of BLAST)

After the message appears, pressATTN ATTN to exit Terminal mode;
then select Filetransfer from the Online menu.

Interactive Automatic M ethod

Select Filetransfer from the Online menu. Y our system will auto-
matically start the BLAST session on the remote system.

NOTE: Thetype of multi-user remote operating system must be
identified in the System Type setup field for this method to work.
BLAST will then know which automation information to retrieve
from the systems.scr library program.

BLASTscript Automatic Method

O WriteaBLAST script that includesthe FI LETRANSFER state-
ment. This script can be executed from the command line or the
Online menu.

O FI LETRANSFER starts a BLAST Session on the remote sys-
tem and initiates the BLAST Session locally.
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NOTE: Thetype of multi-user remote operating system must be
identified in the System Type setup field for this method to work.
BLAST will then know which automation information to retrieve
from the systems.scr library program.

Starting BLAST on a PC or Other Single-User Computer

If the remote computer is a single-user system, such as a PC, you
may start the BLAST Session in one of three ways:

Assisted Method
¢ Select Connect from the Online menu.

¢  Select Filetransfer from the Online menu.

¢ Have the operator on the remote machine select Filetransfer
from the BLAST menu.

After the session has started, you can control both BLAST sessions
from your keyboard; therefore, the remote operator isno longer nec-
essary. |n order for you to be able to complete all transfers and end
the session without remote assistance, however, the remote operator
must press CANCEL before leaving so that the remote system will
terminate the session on your command.

Unattended M ethod

¢ RuntheBLAST script dlave.scr (found on your distribution me-
dia) on the remote system. This script places the remote in
“dave’ mode, waiting for incoming calls.

¢ Select the Online menu Connect command.

¢ When connected, you have ten seconds to select Filetransfer
from the Online menu. If Filetransfer is not selected within this
time, the slave assumesthe call isnot for BLAST, hangs up the
modem, and resets for the next call. When the remote receives
your Filetransfer command, it automatically initiates the
BLAST Session.

BHOST

¢ Run BHOST on the remote system if the remote systemisaPC
running DOS. BHOST occupies less than 100K of RAM and
performs file transfers in background mode.

¢ After establishing a connection with the BHOST machine (see
“Connecting to the Host PC” on page 324), select Filetransfer
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from the Online menu. BHOST will automatically completethe
protocol link.

Automatic Filetransfer Handshaking

While entering Filetransfer mode, the two computerswill communi-
catefor afew seconds on their own—they will “shake hands’ by ex-
changing information. During handshaking, your system will:

¢ SenditsBLAST version and typeto be displayed and logged at
the other end.

¢ Exchange filetransfer and communication parameters with the
remote computer and adjust itself to the other machine' slowest
setup values. For instance, if your setup specifies a Packet Size
of 256 bytes and the remote computer is set to 2048, then the
lower value of 256 will be used.

¢ Display the Filetransfer menu and an initial assessment of com-
munication line quality.

This process can fail if it doesnot occur within the time period spec-
ifiedinthe Logon Timeout setup field. If handshaking fails, BLAST
displays“Logon Timeout” and returns to the Online menu.

BLAST Protocol Timeouts

There are two types of timeoutsin BLAST protocol: the Logon
Timeout and the Inactivity Timeout. Both timeout values can be
specified in fieldsin the BLAST Protocol Setup (see page 84).

The Logon Timeout is the maximum time in seconds after initiating
the BLAST Session protocol that BLAST will wait for the initial
handshake with another system. The default valueis 120. If a
Logon Timeout exists and the maximum time specified to establish
the BLAST Session elapses, BLAST will return to the Online menu.

If the Logon Timeout is set to 0, the timeout is disabled. Setting the
Logon Timeout to O at the remote site could “lock up” the remote
system; however, BLAST allows you to force a disconnect by fol-
lowing these steps:

¢ Select the Terminal command to enter Terminal mode.

¢ When you see the BLAST message

;starting BLAST protocol.
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on the display, type:
; DI SC.

Thistells BLAST on the remote system to abort its attempt to enter
aBLAST session. Because the message you type will not be echoed
onthe screen, repeat it several timesif necessary. Note that the com-
mand is case-sensitive.

The Inactivity Timeout isthe maximum timein seconds allowed be-
tween the transmission of valid BLAST protocol transfer packets.
Thedefaultis120 seconds. If BLAST timesout, it will returnto the
Online menu. A setting of O disables the timeout.

NOTE: Usingthe Loca menu during afiletransfer suspendstrans-
fer activity, causing Filetransfer mode to terminate if the Inactivity
Timeout interval is exceeded.

Ending a BLAST Session

The BLAST Session can be terminated in one of four ways:

Normal Menu Escape

Press CANCEL at the Filetransfer menu or include an ESC statement
inaBLAST script to end afiletransfer session.

¢ Thefiles queued for transmission and the files currently being
processed complete transmission normally.

¢ Thecomputers complete an exit handshake, and display normal
end messages.

¢ Control passesto the Online menu or to the BLAST script state-
ment following the ESC.

NOTE: For completion of the exit handshake, the remote operator
must have pressed CANCEL unlesstheremote systemisin host mode
or isrunning a script with an ESC statement, in which case the re-
mote system will automatically recognize your command.

Single-Attention Abort

Press the ATTN key once to quit an interactive transfer or to abort a
BLAST script performing afile transfer.
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¢ Thefiles queued for transmission will not be sent, and the file
currently being transmitted will be marked onthereceiving side
asinterrupted.

¢ The computers complete an exit handshake and display normal
end messages.

¢ Control passes to the Online menu or to the BLAST script.

Double-Attention Abort

Press the ATTN key twice to quit immediately.

¢ Thefiles queued for transmission will not be sent, and thefile
currently being transmitted will be marked onthereceiving side
asinterrupted.

¢ The computers do not complete an exit handshake.

O  Theremoteisleft to time out on its own. You may force adis-
connect by typing ; DI SC. asdescribed earlier.

¢ Control passes to the Online menu or to the BLAST script.

Timeout Abort

If acommunications failure causes a timeout, the phone is discon-
nected, or no activity takes place, both computers send an exit hand-
shake when the timeout value is reached.

Performing Filetransfer Commands

Filetransfer Menu

After the handshaking is completed, BLAST will display the Trans-
fer Status Area and the Filetransfer menu (Figure 6-1 below).

BLAST Filetransfer default fusr HENU
Gﬁtf_li'le?s?ge Rﬁmote Local File
... sen ile(s) to the remote system
FlGURE 6'1 — local ———————— opt — % wfer — file size — byte cnt — 1n qual
$: <idle>
R: <message> good (00)
7-help — ESC-exnit
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Thebasic functions of afiletransfer session are controlled by thefol-
lowing menu commands:;

Send — Sends afile or files to the remote system.
Get — Receives afile or files from the remote system.

M essage — Sends a text message of up to 67 charactersin length to
the remote operator. Simply type the message and press
ENTER. The message will be queued for transmission to
the remote display following completion of other pend-
ing filetransfer commands.

Remote — Performs remote system commands. This option is simi-
lar to the Local command but offers limited accessto the
remote computer. See“BLAST Protocol Remote Menu”
on page 118 for more detailed information.

L ocal — Performs local system commands. Thisisidentical to the
Local command available from the Offline and Online
menus. See“ The Local Menu” on page 58 and the note con-
cerning the Local menu and the Inactivity Timeout under
the section “BLAST Protocol Timeouts” on page 105.

File — Executes atransfer command file that can control an entire
filetransfer session unattended (see” Transfer Command File”
on page 115). Thiscommand isvalid only for transfers using
the BLAST protocol.

Transfer Options

Three transfer options can be used in file transfers via the Filetrans-
fer menu command or a BLASTscript FI LETRANSFER statement:

t  specifiestext trandation from the local file format to the desti-
nation system’ stext fileformat. Thisswitch should only be used
with ASCII files—do not send binary filesusing thet option.

0 causesthetransmitted file to overwrite an existing file with the
same name on the receiving system. Thiswill result in the de-
struction of the original file on the receiving system, so usethis
optionwith caution. An error will result if thisoptionisnot used
and the file already exists on the receiving system.

a appendsthe transmitted file to the end of an existing file with
the same name on thereceiving system. If thefile does not exist
on the receiving system, it will be created.
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When using the Filetransfer menu command, you are prompted to
type one or more of theseletters(t , 0, or a) to specify your transfer
option(s). InaBLAST script, type the letter(s) on aseparate linefol-
lowing the name of thefile or filesto be transferred. For more on us-
ing transfer optionsin aBLAST script, see “ Getting and Sending
Files’ on page 194.

Sending a File

To send afile,

¢ First, select Send from the Filetransfer menu.
S

¢ At the prompt:
enter local filename:

enter asinglefilenamefrom the current directory or apath spec-
ification with asingle filename; you may use wildcards (seethe
section “Wildcards’ on the next page) and filetransfer switches
(see“File Transfer Switches’ on page 111). After doing so,
press ENTER.

O At the prompt:
enter remote filename:

Pressenter only, typeasinglefilename, or typea“ %", and any
optional switches.

By default, BLAST will enter the filename (and path, if speci-
fied) asyou typed it at the local filename prompt. Pressing
enTeR only will transfer the file to the remote system, using the
local filename (and path if included with the local filename).
Typing adifferent filename (and path, if necessary) will rename
thefilewhenitiscreated on the remote system. See“File Trans-
fer Templates Using the ‘%’ Character” on page 110 for an ex-
planation of “%".

Some remote computers will interpret optional file transfer
switches sent with the remote filename asfile-handling and file-
attribute controls. After specifying aremote filename, if any,
press ENTER.

¢ Atthe prompt:
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specify transfer options: (t=text, o=overwrite, a=append):

Type any combination of the letterst , 0, and a or press ENTER
only to specify no options. For afuller description of transfer
options, see the preceding section, “ Transfer Options.”

If you do not specify any options, the filewill be transferred to
theremote system byte-for-byte asabinary file. If thefile exists
on the remote system, the transfer will abort.

After specifying options, press EnTER; you will be returned to
the Filetransfer menu, and the transfer will begin. The number
of bytes sent will appear, aswell as apercentage estimate of the
amount of data transferred. When the file transfer completes, a
message will be sent to your system.

Getting a File

Recelving afile differs only slightly from sending afile. Pressc
from the Filetransfer menu. Y ou will be prompted for the remote
filenamefirst. Any switches added to the end of the remotefilename
must be valid for that operating system.

Wildcards

By using the wildcard characters “*” and “?’, you can transfer mul-
tiple source fileswith similar names. The sourcefilesmust residein
the same directory and path. The wildcard specifications are as fol-
lows:

?  Substitutes for asingle character.

*  Substitutes for multiple characters.

File Transfer Templates Using the “%” Character

When a“ %" isentered in thefilename field for the target drive, file-
name(s) from the source drive are transferred to the target drive
without the source drive path specification(s).

“%" iISREQUIRED for thetarget filenamewhen the sourcefilename
containsa“?’ or an“*" or when the source filenameincludes apath
and the target filename does not (that is, the target directory isthe
current working directory).

Some examples are:
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Source Name
testl.asc

[tst/testl.asc

[tst/test1.asc

test?.asc

testl.*

Target Name
C:\testl.asc

%

[tst/testl.asc

%

%

/bin/%

File Transfer Switches

Result

onefilein the current source
directory, sent to the target
(DOS) directory C:\

onefilein the source directo-
ry /tst, sent to the current tar-
get directory

one filein the source directo-
ry/tst, sent to the target direc-
tory /tst (/tst must exist inthe
current target directory)

multiple filesin the current
source directory—for exam-
ple, testl.asc, test2.asc, and
test3.asc—sent to the current
target directory, retaining
their source names

multiple filesin the current
source directory—for exam-
ple, testl.asc, testl.lst, and
testl.txt—sent to the current
target directory, retaining
their source names

al filesin the current source
directory sent to the target di-
rectory/bin/, retaining their
source names.

Instead of specifying transfer options at the prompt, you can append
the appropriate file transfer switches to both the local and remote
filename specifications. Some remote computers will recognize
switches sent with the remote filename as file-handling and file-
attribute controls. Experiment with the transfer switches until you
obtain the correct results. The valid switches are:

IAPP

/COMP=n

Append to afile with the same name, if it exists.

Switch compression level value from the valuein
the compression field of the setup. Use the
/COMP=nswitch at theend of thefilenamewhere
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/FOLLOW=nn

n equals the level of compression (0—6). Setting
the level to 0 turns off compression.

Allow datato be transferred from files to which
dataisbeing continuously or periodically append-
ed. The/FOLLOW switchisappended to thelocal
filenameif being sent, or to theremotefilenameif
being received.

10.7x

For /FOLLOW=nn, nn specifies the amount of
timein secondsthat BLAST will wait before
checking for an end-of-file marker when trans-
ferring afile that is being continuously updated.

When /FOLLOW isused and BLAST detectsan
end-of-file marker for the file being transferred,
thefile' s creation date and time are examined to
seeif they are set to the operating system’s cre-
ation date and time. If so, BLAST will wait for
the /FOLLOW timeout value before attempting
toread thefile again. If the date and time are set
to any other valid date and time, normal end-of-
file processing will occur.

10.8x

BLAST will transfer additionsto thefile asthey
occur until nn secondshave el apsed from thelast
addition to the file.

/FWD

/GROUP=NN

/OVW

Deletefilefrom sending system if thetransfer was
successful. The /FWD switch is disabled by de-
fault. To enable it, toggle the Enable /FWD and
/STR setup field (page 88) inthe BLAST Praotocol
subwindow to YES. For the/FWD switch towork,
it must be enabled on the sending system.

NOTE: The/FWD switchisavery powerful fea-
ture of BLAST. Becauseit alowsfilesto be auto-
matically deleted from the sending system,
always exercise caution when using it.

Preserve or set the group of thefilewherennisan
positive decimal integer that specifiesthefile
group ID.

Overwrite afile with the same nameif it exists.
The ability to use the /OVW switch is enabled by
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/OWNER=NN

/PERMS=nnnn

/ISTR

default. To disable use of it, toggle the Enable
/OVW and Remote Cmds setup field (page 88) in
the BLAST Protocol subwindow to NO.

NOTE: If useof the/OVW switchisdisabled on
thereceiving system, BLAST protocol will not al-
low the file to be overwritten.

Preserve or set the owner of thefile, wherennisa
positive decimal integer that specifiesthefile
owner ID.

Preserve or set file permissions where nnnnis an
octal number that containsthefile permissionsfor
the target file. This switch is automatically ap-

pended to files sent from thelocal system and can
also be specified by the remote system. See “ Per-
missions’ on page 150 and your system documen-
tation for more information about permissions.

4000  Set user ID on execution

20#0 Setuser ID onexecutionif “#'is7,5, 3,
or 1 (grant execute permission); enable
mandatory locking if “#” is6, 4, 2, or 0.

1000 Setthesticky hit

0400 Read by owner

0200 Write by owner

0100 Execute (searchin directory) by owner

0040 Read by group

0020 Write by group

0010 Execute (search in directory) by group

0004 Read by others

0002 Write by others

0001 Execute (searchin directory) by others

0000 No permissions

If the account on the receiving system does not
have all of the necessary permissionsto create the
file as specified by thisswitch, BLAST will create
the file with as many permissions as the account
alows.

Delete file from receiving system if transfer was
unsuccessful. The /STR switch isdisabled by de-
fault. To enable it, toggle the Enable /FWD and
/STR setup field (page 88) inthe BLAST Protocol
subwindow to YES on the receiving system.
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ITXT Perform text translation. BLAST will convert car-
riage returns, line feeds, and end-of-file markers
to the receiving system’s text format.

Y ou might, for example, specify text translation and overwriting of
an existing file with the following filename:

t est 1. doc/ TXT/ OVW

Or you might specify that the filewill be automatically deleted from
your system after it has been successfully sent and that it will be sent
with acompression level of 6:

t est 1. doc/ FWDY COVP=6

Filenames Restrictions with BLAST Protocol

With BLAST protocol, you should not give afile the same name as
aswitch since BLAST protocol will assume that the fileisa switch
and look for afile with the name of the folder containing the file.
Thus, the transfer of the filewill not occur and you will get an error
message. Filenames (uppercase or lowercase) to avoid are: app,
comp=n, follow=nn, fwd, group, ovw, owner=nn, perms=nnnn, str,
and txt (where nisanumber from O to 9).

Y ou can work around this restriction by changing your local and re-
mote working directoriesto the ones containing the file you want to
transfer and giving the filename without a path. To change your lo-
cal working directory interactively, choose Chdir command from
the Local menu. To change your remote working directory interac-
tively, choose the Chdir command from the Remote menu.

Alternatively, you may do a scripting workaround:

FI LETRANSFER
LCHDI R "/ u/ Pat / wor k" # Change | ocal directory
REMOTE
Chdir # Change working directory
/usr/ cust oner # Name of new directory
ESC
SEND
App # Fil enane only--no path;retainfile-
# name on renote; no transfer options
ESC
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If, on the receiving system, you give the file anew name that is not
that of a switch, you can give a path. For instance, if in the script
above, App was given the new name Sales.txt on the receiving ma-
chine, you could change the script to the following:

FI LETRANSFER
LCHDI R "/ u/ Pat / wor k" # Change | ocal directory
Send
# Filenane only--no path
/usr/customer/ Sal es.txt # G ve new nanme and full path

Esc

Restarting an Interrupted File Transfer

Disconnections and interruptionsin sending long files can be costly
and time-consuming. BLAST can restart transfer of files from the
point of interruption without having to restart transmission from the
beginning of thefile.

If afiletransfer onisinterrupted and you wish to restart fromthe
point of interruption, both local and remote systems must time out
or beinterrupted by ATTN ATTN. After the session has been interrupt-
ed or aborted, you may restart the session by following these steps:
¢ Reconnect, if necessary, and restart the filetransfer session.

¢ Send the EXACT file that was being sent when interrupted.

¢ Do NOT indicate the overwrite or append options.

BLAST restartsfrom the last point at which its bufferswere flushed
to disk. Thismay beright at the interrupt point or as much as 10K
before the interrupt point.

NOTE: Addingthe/STR switch to afilename eliminates the possi-
bility of resuming an interrupted transfer of that file.

Transfer Command File

A transfer command fileis atext file that contains line-by-line in-
structions describing functions to be performed during a BLAST
protocol filetransfer session. Any word processor or editor can cre-
ate atransfer command file, but it must be saved in text only or
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ASCII format under any name that you choose. Transfer command
files are also called error-free command files.

A transfer command file can be invoked interactively by selecting
the File command from the Filetransfer menu, or from within a
BLAST script by using the following BLA STscript commands:

FI LETRANSFER

FI LE

Filenane # name of the transfer command file
ESC

If thetransfer command fileisin the current directory, you only have
to specify thefilename; if it isin any other directory, you must spec-
ify the full path.

The command file contains an unlimited number of commands, each
as a separate line of text. Files, messages, and remote system com-
mands can be sent and remote files can be received. Filetransfer
commands are entered as one line, with the source and destination
specifiers separated by a space. If any file transfer switches are re-
quired, they are entered following the file specifier(s).

Command Formats

Thetext in atransfer command file must begin in thefirst column of
every line. Commandsin atransfer command file accomplish one of
four tasks:

1) SendaFile

No specia character isrequired; simply typethe name of thelo-
cal fileto send and, separated by a space, the name for the file

on the remote system. If no remote nameis given, BLAST will

usethelocal name. Any filetransfer switches must betyped im-
mediately following the filename:

I ocal _fil enane[switches] [renote_fil enane[switches]]

2) GetaFile

Thefirst character in the line must be aplus sign (+). Immedi-
ately following the “+”, enter the name of thefile to receive
from the remote system and, with no intervening space, any file
transfer switches. If adifferent nameisdesired for thelocal file,
type a single space after the remote filename and then type the
local filename with any switches immediately following:
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+renote_fil enane[ switches] [local _fil enane[ switches]]

Notethat itismore efficient to put all Gets (linesbeginning with
“+") first, so that the remote file requests queue up on the re-
mote. This allows for true bi-directional transfer during com-
mand file operations.

3) Send aDisplay Message:
Thefirst character in the line must be a semicolon (;). Immedi-

ately following the semicolon, type the desired message, which
will be transmitted to the remote display and the remote log.

; Now Sendi ng Sal es Reports
4) Send a Command to the Remote System:

The character in the first column must be an exclamation point
(M. Immediately following the exclamation point, type one of
the following commands:

Idir
The valid remote operating system commands are:

DR
Display the contents of the current remote directory.

TYPE fil enane
Type the contents of the specified remote file to the screen.

C
Display the next page of a multi-page display.

PRI NT fil enane
Print the specified file on the remote printer.

REN ol dnane newnane
Rename the specified remote file to the new name.

ERA fil enane
Erase the specified remote file.

CHDI R path
Change from the current remote directory to the specified re-
mote directory.
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Example

To understand the use of transfer command files, imagine that a
salesman named Joeisusing BLAST to keep track of current pricing
changes and to send in current orders. He will always get the file
called curpricefil and send thefile called joeorder fil. Joe can create
an error-free command file named joe.cmd, which looks like this:

;1 want to get current price lists
+curprice.fil/txt joeprice.fil/txt/ovw

; Now | am about to send in today's orders
joeorder.fil/txt todayord.fil/txt/ovw
Idir

To use this command file, Joe would choose File from the Filetrans-
fer menu and type in the name joe.cmd at the prompt. Thefollowing
sequence of events then takes place:

¢ Thefirst message in the command file appears on the screen.

¢ Thefilecurpricefil isretrieved and overwrites the old
joepricefil.

¢ The second message appears.
¢ Joeorder.fil is sent and overwrites the old todayord.fil.

¢ Finaly, the contents of the current directory of the remote com-
puter are displayed on Joe's screen.

BLAST Protocol Remote Menu

The Filetransfer menu contains a Remote command that takes you
to the Remote menu. The Remote menu allows a user with no
knowledge of the remote operating system to manage files on that
system. For example, aUNIX user can delete afileonaVMSre-
mote system without actually typing theV M S delete command.
BLAST will “trandate” the command automatically. Remote com-
mands affect only filesin the current remote directory unless you
specify a pathname.

NOTE: The Enable/OVW and Remote Cmds setup field (page
88) in the BLAST protocol subwindow must be enabled on the re-
mote system in order for you to delete, rename, or print files on the
remote system.
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Following is a description Remote menu commands:

List — Operateslikethe Local List command, except that it displays
the contents of the current remote directory. Y ou will be
prompted to choose either a detailed (long) or non-detailed
(short) list and then to specify afilename; you may use a spe-
cificfilename, afilenamewith wildcard characters (for exam-
ple, “*"), or press ENTER to display all filesin the current
remote directory.

Delete —Deletes asingle file or multiple files from the remote sys-
tem. Y ou may use a specific filename or a filename with
wildcard characters (for example, “*”).

Rename — Renames aremote file.

Type — Displays aremote file on the BLAST screen.

Print — Prints aremote file to the remote printer.

Chdir — Changesthe current remote directory to one that you name.
BLAST will check thisdirectory for any filesthat you spec-
ify with the Remote menu commands.

More— Scrolls a page of datawhen either the List or Type com-
mands cause more than one full screen of datato bere-
ceived. You will be prompted to execute the More

command in order to see the remaining pages, onepageat a
time.

Automating the BLAST Session Protocol

The BLAST Session protocol can be fully automated through script-
ing. For information on writing scripts using the BLAST protocol,
see “File Transfers with BLAST Session Protocol” on page 194.

Fine-Tuning the BLAST Session Protocol

Packet Size

Most computers can process packets of 256 characters. Set the Pack-
et Size setup field (page 90) to 256 or higher unless the phone line
quality is poor. Small packet sizes reduce the number of bytes re-
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quiring retransmission over noisy lines. Computers connected di-
rectly by cableswill benefit from amuch larger packet size, such as
4085. InaBLAST script, the reserved variable for packet size,
@PAKTSZ, can be set anytime before entering afiletransfer session.

Compression Levels

BLAST performs automatic data compression during file transfers
with the BLAST protocol, reducing the number of characters sent
and the transfer time.

Compression level is specified in BLAST Protocol subwindow set-
up fields (pages 88 — 88). Possible values for Receive Compression
Level and Send Compression Level are 0 (no compression) to 6.
The default is 4, which provides the best performance for average-
sized files. Compression can a so be selected by the @GRCOVP_LEV
(receive) and @COVP_LEV (send) BLASTscript reserved vari-
ables.

Data compression requires additional RAM during file transfers.
The amount of RAM necessary varies with the compression level.

Compression Level 0—Level 0 specifiesthat no compression will

be used. Choose level 0 when your CPU isslow and the baud rateis
high. In this situation, the overhead needed for compression can ac-
tually increase transfer time.

Always use compression level 0 when transferring pre-compressed
files.

Compression Level 1 —Uselevel 1 when your data has strings of
duplicate characters. Such data could include row and column re-
ports, which have many embedded blanks, and executablefileswith
blocks of nulls. In some cases, compression level 1 improves perfor-
mance over high-speed modems with hardware data compression
enabled.

Compression Level 2 —Starting with level 2, compression requires
more work by both computers. With a standard modem and two fast
machines, however, levels 2—4 will save transmission time.

Compression Level 3and 4 —Levels3 and 4 of compression are
most effective when alimited character set is used or there are rep-
etitious patterns. Because spreadsheets and databases have many
repetitious patterns and alimited character set, they are highly com-
pressible.
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Compression Level 5and 6—Levels5 and 6 compression are most
effective for very large files (above 500 K). On large files (above
500K), the receiving computer may notice asignificant delay before
the first block is received while the sending computer calculates
maximum compression.

Filetransfer Security with BLAST Protocol

Disabling File Overwrites and Remote Commands

The Enable /OVW and Remote Cmds setup field (page 88) and the
script variable @ENABLERCMD (page 272) control whether or not
remote commands and file overwrites are allowed during Filetrans-
fer mode. Note that disabling /OVW affects only local files. For ex-
ample, you will still be able to send afile with the /OVW switch
because the file will be overwritten on the remote system.

Disabling the /FWD and /STR Switches

The Enable /FWD and /STR setup field (page 88) and the
@ENABLEFS (page 271) script variable control whether or not the
/FWD and /STR file transfer switches are allowed during Filetrans-
fer mode. Note that disabling these switches affects only local files.
For example, you will still be ableto get afilewith the/FWD switch
because the successfully transferred file will be deleted from there-
mote system. See “File Transfer Switches’ on page 111.

NOTE: Addingthe/STR switch to afilename eliminates the possi-
bility of resuming an interrupted transfer of that file.

Using the Transfer Password

If you have limited aremote user’ s access so that BLAST automat-
ically run’saspecific BLAST setup when a user logs into your sys-
tem (see“Limiting Access’ on page 154), you can insure additional
security by specifying a Transfer Password for that setup. Without
the password, the remote user may only send and receive messages
whilein Filetransfer mode. The Transfer Password can be set by en-
tering it into the Transfer Password setup field (page 87) or by set-
ting the reserved variable @ RPASSWD (page 290) in a slave script
on the remote system.

NOTE: Thetransfer password issuperseded by the Secure BLAST
password (see “Using Secure BLAST” on page 155).
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After entering afiletransfer session, the remote user must send the
transfer password to the host machine using the Send command
from the Filetransfer menu or a FI LETRANSFER statement in a
script. If the user issues a Send command from the Filetransfer
menu, the following special format for the local filename must be
used:

I passwor d=your _password

whereyour _passwor d represents the password stored on the
host system. The remote filename field is left blank as are the text,
overwrite, and append options. If the correct password is successful-
ly sent, the remote user will see amessage stating that the password
has been validated. The password must be typed exactly asit is set
on the host system!

If aBLAST script is used, the same special local filename format
must be sent to the host computer, for example:

FI LETRANSFER
SEND
I passwor d=bl ue2

SEND
myfile.rpt
yourfile.rpt
ta

ESC

Because the remote filename and send transfer options are not used,
two blank lines must follow the ! passwor d=your _password
statement. See “ Getting and Sending Files’ on page 194 for infor-

mation on scripting file transfers.

Since the remote user has to enter the password through BLAST in-
teractively or through a script, the use of Transfer Password deters
an unauthorized user from breaking your security by submitting a
rapid series of passwords.

NOTE: TheTransfer Password isintended to validate remote users
logging onto your system. If alocal operator uses a setup with a
Transfer Password entered, he or she will not be ableto receivefiles
without the remote user sending the password.
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Chapter 7

FTP with 10.8x

Introduction

BLAST includes FTP for transferring files with systemsvia TCP
networks.

To choose FTP, select FTP from the Protocol setup field (page 84)

or set the reserved variable @PROTOCOL (page 281) to FTPina
script.

Starting an FTP Session

If you have selected FTP as your protocol, choose Filetransfer from
the Online menu—BLAST will automatically log into the remote
system using the values from the Userid and Password setup fields.
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FTP Filetransfer Menu

Y ou will notice from the screen shown in Figure 7-1 below that the
FTP Filetransfer menuisdightly different from the menu displayed
during aBLAST protocol session. Following is a brief description
of the command options of this menu:

Send — Sends afile to the remote system.
Get — Retrieves afile from the remote system.

Local — Performslocal system commands. This command takes
you to the Local menu. Note that all filetransfer activity is
suspended while you are using the local system.

Remote — Performsremote system commands. Thisoptionalowsa
user with no specific knowledge of the remote operating
system to manage remote files. For example, a user can
delete afile without actually typing the delete command
of theremote operating system (see“FTP Remote Menu”

on page 128).
BLAST FTP default fusr HENU
Get Local Remote
... send file(s) to the remote system
— local % wfer — file size — byte cnt — retries -
$: <idle>
R: <idle>

?-help — ESC-exit

FIGURE 7-1

< Entering FTP Transfer Mode >

Sending and Receiving Files with FTP

The following two sections describe interactive file transfers. For a
discussion of scripting FTP file transfers, see “File Transfers with
FTP Using 10.8x” on page 197.
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Sending Files with FTP

To send afile,

¢ Select Send from the Filetransfer menu.

¢ Atthe prompt:
enter local filename:
enter afilename from the current directory or afilename with a
fullpath. Y ou may usewildcards (see*Wildcards’ on page 110)
and any supported switches (see “File Transfer Switches with
FTP’ on page 126). After doing this, press ENTER.

¢ At the prompt:

enter remote filename:

Pressenter only, typeasinglefilename, or typea“ %", and any
optional switches.

By default, FTP will enter the filename (and path, if specified)
asyou typed it at the Local Filename prompt. Pressing ENTER
only will transfer the file to the remote system using the local
filename (and path if included with the local filename). Typing
adifferent filename (and path, if necessary) will renamethefile
when it iscreated on the remote system. Alternatively, you may
use afile transfer template using the “ %" (see “File Transfer
Templates Using the“%” Character” on page 110). For alist of
supported switches, see “File Transfer Switcheswith FTP” on
page 126.

When the FTP transfer completes, a message will be sent to
your system and you will be returned to the Filetransfer menu.

Getting Files with FTP
Receiving fileswith FTP differs only slightly from sending files.

0

¢

Press ¢ from the Filetransfer menu.

At the prompt, enter the remote filename or filename with full
path; you may use wildcards (see “Wildcards’ on page 110).

At the prompt, enter thelocal filename, filenamewith full path,
or filetransfer template (see“ File Transfer TemplatesUsing the
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“9%" Character” on page 110), and any supported switches (see
“File Transfer Switcheswith FTP” on page 126). Whenthe FTP
transfer completes, a message will be sent to your system and
you will be returned to the Filetransfer menu.

NOTE: FTP GETs should be used with caution. In the FTP proto-
col, the markers for end-of-file and for close-connection are the
same. Thus, incompl ete file receives resulting from connection fail-
uresare reported as successful filetransfersin both the File Transfer
Status Areaand the log file.

File Transfer Switches with FTP

FTP supports the file transfer switches listed below; all other file
transfer switches areignored by FTP:

IAPP Append to afile with the same name if it exists.
Without this switch, afile is automatically over-
written.

/FWD Delete file from sending system if transfer was
successful.

NOTE: The/FWD switchisavery powerful
feature of FTP. Because it allows filesto be auto-
matically deleted from the sending system, al-
way's exercise caution when using it.

/ISTR Delete file from receiving system if transfer was
unsuccessful.
ITXT Perform text translation. BLAST will convert car-

riage returns, line feeds, and end-of-file markers
to the receiving system’ s text format.

Y ou might, for example, specify appending and text translation of an
existing file with the following filename:

test 1. doc/ APP/ TXT
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Filenames Restrictions with FTP

With FTP, you should not give afilethe same nameasaswitch since
FTPwill assume that the file is a switch and either ignore it (if the
switch isunsupported by FTP) or ook for afilewith the name of the
folder containing the file (if the switch is supported by FTP). In ei-
ther case, the transfer of the file will not occur and you will get an
error message. Filenames (uppercase or lowercase) to avoid are:
app, comp=n, follow=nn, fwd, group, ovw, owner=nn, perms=nnnn,
str, and txt (where nisanumber from 0 to 9).

Y ou can work around this restriction by changing your local and re-
mote working directoriesto the ones containing the file you want to
transfer and giving the filename without a path. To change your lo-
cal working directory interactively, choose Chdir command from
the Local menu. To change your remote working directory interac-
tively, choose the Cwd command from the Remote menu.

Alternatively, you may do a scripting workaround:

FI LETRANSFER

LCHDI R "/ u/ Pat/ wor k" # Change | ocal directory

REMOTE
Cnd # Change working dir
/usr/ cust oner # Name of new directory
ESC

SEND

App # Filenane only--no path

ESC

If, on the receiving system, you give the file anew name that is not
that of a switch, you can give a path. For instance, if in the script
above, App was given the new name Sales.txt on the receiving ma-
chine, you could change the script to the following:

FI LETRANSFER
LCHDI R "/ u/ Pat / wor k" # Change | ocal directory
Send

# Filenane only--no path
/usr/customer/ Sal es.txt # G ve new nanme and full path
Esc
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Ending an FTP Session

FTP sessions end automatically when all specified files are trans-
ferred and you pressesc.

FTP Remote Menu

The Remote menu allows a user with no knowledge of the remote
operating system to do limited file management on the remote sys-
tem. Following is abrief description of the three command options
of the FTP Remote menu:

List — Operateslikethe Local List command, except that it displays
the contents of the remote current directory. Y ou will be
prompted to choose either a detailed (long) or non-detailed
(short) list and then to specify afilename, afilename using
wildcard characters (see “Wildcards’ on page 110), or all
files.

Delete — Deletes asingle file or multiple files from the remote sys-
tem. Y ou may use a specific filename or a filename with
wildcard characters (for example, “*”).

Cwd — Changes the server’ sworking directory. Y ou will be
prompted for the new directory name.
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Chapter 8

Kermit Protocol

Many communication products support Kermit protocol on awide
range of computers, but there are different versions of Kermit, two
of which BLAST supports. The simplest version is afile transfer
program that requires commands to be entered at both the sending
and receiving computers (using the Send and Receive commands).
The more sophisticated version is the Kermit server. The Kermit
server accepts commands from aremote user and performs specified
operations (using the Send, Get, and Remote commands).

Kermit Filetransfer Menu

Y ou will notice from the screen shown in Figure 8-1 on the next
page that the Kermit Filetransfer menu is slightly different from the
menu displayed during aBLAST protocol session. Below isabrief
description of the command options of this menu.

Send — Sends afileto aKermit program. Y ou will be prompted for
the local and remote filenames.

Get —Receives afile from a Kermit server. Y ou will be prompted
for the remote and local filenames.
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FIGURE 8-1

BLAST Kermit default fusr HENU
Get Receive reMote Finish Bye

... send file(s) to the remote system

— local % wfer — file size — byte cnt — retries -
S: <idle>

R: <idle>

7-help — ESC-exit

< Entering KERMIT Transfer Hode >

Recelve —Receives afile from asimple Kermit. Y ou must specify
alocal filename.

Remote —Performs remote Kermit server commands. This option
alows a user with no specific knowledge of the remote
operating system to manage its files. For example, a user
can delete afile without actually typing the delete com-
mand of the remote operating system (see “Kermit Re-
mote Menu” on page 134).

Finish —Returns you to the Online menu. Kermit server finishes
transfer and exits without logging off; thus, you may con-
tinue the session.

Bye —Ends Kermit server mode and logs off of the remote system.
Depending on the remote modem settings, the connection
may or may not be broken. Y ou will be returned to the Online
menu.

NOTE: Onceyou begin Kermit server, you can continueto do file
transfersuntil you exit the server by selecting Finish or Byefromthe
Filetransfer menu.

Sending and Receiving Files with Kermit

The following two sections describe interactive file transfers. For a
discussion of scripting Kermit filetransfers, see“ File Transferswith
Kermit” on page 197.
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Sending Files with Kermit

Following are directions for sending afile to aremote computer:

Kermit Server

0

In Terminal mode, begin the Kermit program on the remote sys-
tem.

Exit Terminal mode, select the Filetransfer command from the
Online menu, and then select the Send command. Y ou will be
prompted for the local and remote filenames. For the local file-
name, you may enter asingle filename from the current directo-
ry or apath specification with asingle filename. Y ou may use
wildcards (see “Wildcards’” on page 110), but you cannot use
file transfer switches.

Thetransfer will begin, and the number of bytes sent will bedis-
played in the File Transfer Status Area.

Simple K ermit

0

In Terminal mode, begin the simple Kermit program on the re-
mote system.

In simple Kermit on the remote system, issue a receive com-
mand.

Exit Terminal mode, select Filetransfer, and then select Send.
Y ou will be prompted for local and remote filenames. If you
designate a remote filename with the simple Kermit receive
command, afilename entered at the remote filename prompt
will beignored.

Receiving Files with Kermit

BLAST’ simplementation of Kermit supportsboth the Kermit server
Get command and the simple Kermit Receive command to transfer
filesfrom aremote computer. Following are directions for transfers
from a remote computer:

Kermit Server

0

In Terminal mode, begin the Kermit server program on the re-
mote system.

Exit Terminal mode, select the Filetransfer command from the
Online menu, and then select the Get command. Y ou will first
be prompted for the remote filename—you may enter asingle
filename from the current directory or a path specification with
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asinglefilename; you may include wildcards (see “ Wildcards”
on page 110). You will then be prompted for alocal filename.
Optionally, you may add any supported file transfer switches
(see“File Transfer Switches with Kermit” on page 132). Once
you have entered the filenames and any switches, the transfer
request is automatically sent to the remote.

¢ Unlessyou specify otherwise, the received file will be saved to
your current directory.

NOTE: If you have an existing file with the same name, the file
will be renamed when the Warning setup field (page 92) is set to ON.
When thisfield is set to OFF, the existing file will be automatically
overwritten.

Simple Kermit

¢ InTermina mode, begin the simple Kermit program on the re-
mote system.

¢ In Kermit on the remote system, send the file by invoking the
send command.

¢ Exit Terminal mode, select Filetransfer, and then select Re-
ceive. You will then be prompted for alocal filename; option-
ally, you may add any supported file transfer switches (see the
next section “File Transfer Switches with Kermit”).

¢ Unlessyou specify otherwise, the received file will be saved to
your current directory.

NOTE: If you have an existing file with the same name, the file
will be renamed when the Warning setup field (page 92) is set to ON.
When thisfield is set to OFF, the existing file will be automatically
overwritten.

File Transfer Switches with Kermit

Kermit ignores al file transfer switches on sending filenames and
supports the following file transfer switches on receiving filenames:

/APP Append to afile with the same name if it exists.

/GROUP=NN Preserve or set the group of thefilewherennisa
positive decimal integer that specifiesthefile
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/OVW

/OWNER=NN

/PERM S=nnnn

Filenames Restrictions

group ID. Notethat on some systemsonly the user
root can change the group attribute.

Overwrite afile with the same name if it exists.

Preserve or set the owner of thefile, wherennisa
positive decimal integer that specifiesthefile
owner |D. Note that on some systems only the
user root can change the owner attribute.

Preserve or set file permissions where nnnnisan
octal number that contains the original file per-
missions. This switch is automatically appended
to files sent from thelocal system and can also be
specified by the remote system. See “Permis-
sions’ on page 150 and your system documenta-
tion for more information about permissions.

4000 Setuser ID on execution

20#0 Setuser ID onexecutionif “#'is7,5, 3,
or 1 (grant execute permission); enable
mandatory locking if “#" is6, 4,2, or 0.

1000 Set thesticky bit

0400 Read by owner

0200 Write by owner

0100 Execute (search in directory) by owner

0040 Read by group

0020 Write by group

0010 Execute (searchin directory) by group

0004 Read by others

0002 Write by others

0001 Execute (searchin directory) by others

0000 No permissions

If the account on the receiving system does not
have all of the necessary permissionsto create the
fileasspecified by thisswitch, BLAST will create
the file with as many permissions as the account
alows.

With Kermit Protocol, you should not give afile the same name as
aswitch since BLAST will assumethat thefileisaswitch and either
ignoreit (if the switch is unsupported by Kermit) or look for afile
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with the name of the folder containing the file (if the switch is sup-
ported by Kermit). In either case, the transfer of the file will not oc-
cur and you will get an error message. Filenames (uppercase or

lowercase) to avoid are: app, comp=n, follow=nn, fwd, group, ovw,
owner=nn, perms=nnnn, str, and txt (wherenisanumber from0 t0 9).

Y ou may work around thisrestriction by changing your local current
and remote current directory to the one containing the file you want
to transfer and giving the filename without a path. To change your
local working directory interactively, choose the Chdir command of
theLocal menu. To changeyour remotedirectory interactively using
Kermit server, choose Remote from the Kermit Filetransfer menu
and then select the Cwd (Change Working Directory) command. To
change your remote directory interactively using simple Kermit, ac-
cess Terminal mode and give the “change current directory” com-
mand for that operating system.

Alternatively, you may do ascripting workaround. To changethelo-
cal working directory, usethe LCHDI R command. To changethere-
mote working directory using the Kermit server, issue a

FI LETRANSFER/ REMOTE/ Cwd multi-line command statement.
To change the remote working directory using simple Kermit or
Kermit server, TSEND a“ change working directory” command to
the remote. For example, the following script fragment changes the
current remote directory on a UNIX machine to /u/sales.

TSEND "cd /u/sal es", CR

See “File Transfers with Kermit” on page 197 for more on scripting
for Kermit.

Kermit Remote Menu

Noticethat the Kermit Remote menu (Figure 8-2, next page) offers
a selection of commands different than those of the BLAST proto-
col. These functions operate on the remote system in Kermit server
mode. Unreliable results can occur, however, if you use acommand
that is not directly supported by the server. The Remote menu com-
mands are:

Directory — Displays the server’s current working directory or a
directory you specify; wildcards can be used.
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BLAST KermitRemote default /usr HENU
AEaeY Erase Type Cwd Space Who Message hOst Kermit Help

... list remote filenames

— local % wufer — file size — byte cnt — retries
S: <idle>»
R: <idle>

7-help — ESC-exit

FIGURE 8-2

< Entering KERMIT Transfer Mode >

Erase—Deletesafilein the server’s current working directory or in
adirectory you specify by giving the full path of thefile;
wildcards can be used.

Type — Displays aremote file on your screen. Kermit does not sup-
port a page pavise, SO you must use cTrL s to pause and cTRL
Q to resume the flow of text.

Cwd — Changes the server’ sworking directory. Y ou will be
prompted for the new directory name.

Space — Displays the server’ s free drive space.

Who — Displays users currently logged onto the remote. If you
specify auser name, information on that name only will ap-
pear.

M essage — Sends a one-line message to be displayed to the remote
operator.

Host — Sends an operating system command to the remote. The
command is executed immediately.

Kermit —Sends a Kermit language command to modify session pa-
rameters, for example, SET FI LE TYPE BI NARY.

Help —Displaysashort list of the commands currently available on
the Kermit server. Because servers can support different
commands, the Help command can be a valuable reminder
of what is available through the Kermit server.

KERMIT PROTOCOL 135



The Kermit DI SABLE command can lock most of these menu com-
mands. For example, the command DI SABLE ERASE will prevent
files from being deleted on the remote system.

136 CHAPTER EIGHT



Chapter 9

Xmodem, Ymodem,
and Zmodem Protocols

BLAST includes the public domain protocols Xmaodem, Y modem,
and Zmodem for transferring files as an aternative to BLAST pro-
tocol.

Before choosing Xmodem, Y modem, or Zmodem for amajor appli-
cation, ask yourself:

¢ Will you need to transfer files with computers using other oper-
ating systems?

¢ Do your transfers need to be fast and 100% error free?

¢ Do you want the ability to execute commands on the remote
system without special knowledge of the command syntax?

If you have answered “Yes’ to any of these questions, you should
use BLAST protocol on your remote system if it is available; Xmo-
dem, Y modem, and Zmodem protocols do not support both near-
transparent remote access to other operating systems nor fast, 100%
error-free transfers.
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The following instructions are very general. Actual procedures for
using Xmodem, Y modem, and Zmodem will vary depending on the
implementation of these protocols on the remote system. Many com-
munications products support the standard implementation of these
protocols; nevertheless, you should be aware that there are different,
incompatible versions that might not work successfully with
BLAST.

Command Line Features

If you have chosen the Xmodem or Y modem protocol inyour setup,
you can specify an end-of-transmission (EOT) timeout parameter
using a command line switch in the following format:

10.7x blast -ynumber

10.8x | blast -enumber
where timeout is equal to number/100 seconds. The minimum time-
out is.1 second (10) and the maximum is 60 seconds (6000). For
example, -y1111 or -e1111 setsthe timeout to 11.11 seconds.
Y ou can a'so select the pad character for Xmodem using the fol-
lowing format:
blast -px

10.8x where x specifies the character expressed as a hexadecimal value.

For example, -p21 specifies“21” asthe pad character.

The -h command line switch may also be used for Xmodem, Y mo-
dem, and Zmodem fil e transfers from aremote system not running
BLAST. See“BLAST Operation as a Pseudohost With 10.8x” on
page 204 for details.

Invoking acommand line parameter affects these protocolsonly for
the duration of that communications session.
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Xmodem Protocol

BLAST supports XmodemlK CRC aswell as Xmodem CRC and
the standard Xmodem checksum protocol. When you select Xmo-
dem as your protocol, BLAST will automatically determine which
implementation of Xmodem is on the remote system and choose the

correct counterpart on your local system.

10.8x

Y ou may change your error-detection setting through the Error De-
tection setup field (page 94) of the Xmodem protocol subwindow.

NOTE: Xmodem isonly compatible with 8-bit connections.

The following two sections describe interactive file transfers. For a
discussion of scripting Xmodem file transfers, see “File Transfers
with Xmodem and Xmodem1K” on page 200.

Sending Files with Xmodem

To send afile using Xmodem:

¢ InTerminal mode, begin the Xmodem or Xmodem1K receive
program on the remote computer, specifying afilenameif need-
ed.

¢ Exit Termina mode, select the Filetransfer command from the
Online menu, and then select the Send command. Y ou will be
prompted for the local filename.

10.8x

Optionally, you may add the /TXT file transfer switch (see“File
Transfer Switches Using 10.8x with Xmodem™ on page 140).

Receiving Files with Xmodem

To receive afile using Xmodem:

¢ InTerminal mode, begin the Xmodem or Xmodem1K send pro-
gram on the remote computer.

¢ Exit Terminal mode, select the Filetransfer command from the
Online menu, and then select the Get command. Y ou will be
prompted for the filename. If the file already exists on thelocal
machine, you will get an error message.
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10.8x

Optionally, you may add any supported file transfer switches (see
“File Transfer Switches Using 10.8x with Xmodem” on page 140).
For example, you may overwrite an existing file (and avoid an er-
ror message) by adding the /OVW switch to the local filename
when prompted for the name.

File Transfer Switches Using 10.8x with Xmodem

With Professional UNIX 10.8x, Xmodem supports several filetrans-
fer switches; it ignores al switches that it does not support.

File Transfer Switchesfor 10.8x Using Xmodem

/APP

Receive

Append to afile with same nameiif it exists.

/[FWD

Send

Delete filefrom sending systemif the transfer
was successful.

/GROUP=NN

Receive

Preserve or set the group of the file where nn
is apositive decimal integer that specifiesthe
filegroup ID. Note that on some systems only
the user root can change the group attribute.

/OVW

Receive

Overwrite afile with same name if it exists.

/OWNER=NN

Receive

Reserve or set the owner of the file, where nn
isapositive decimal integer that specifiesthe
fileowner ID. Note that on some systemsonly
the user root can change the owner attribute.

/PERM S=nnnn

Receive

Preserve or set file permissions wherennnn is
an octal number that contains the original file
permissions. This switch is automatically ap-
pended to files sent from the local system and
can also be specified by the remote system.
See “Permissions’ on page 150 and your sys-
tem documentation for more information
about permissions

4000 Set user ID on execution

20#0 Setuser ID on executionif “#”is7, 5,
3, or 1 (grant execute permission); en-
able mandatory locking if “#’ is6, 4,
2,0r0.

1000 Set the sticky hit

0400 Read by owner
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0200 Write by owner

0100 Execute(searchindirectory) by owner
0040 Read by group

0020 Write by group

0010 Execute (searchin directory) by group
0004 Read by others

0002 Write by others

0001 Execute(searchin directory) by others
0000 No permissions

If the account on thereceiving system does not
have all of the necessary permissionsto create
the file as specified by this switch, BLAST
will create the file with as many permissions
as the account allows.

Delete file from receiving system if transfer

ISTR Receive was unsuccessful.
Send Send file as ASCII using the value stored in
@XYRLTS.
ITXT
. ReceivefileasASCII usingthevaluestoredin
Receve @YRLTR.

Ymodem Protocol

BLAST supports the standard Y modem and Y modem G protocols.
Do not use Ymodem G protocol unlessthereare properly configured
error-correcting modems on both ends of the connection.

The following two sections describe interactive file transfers. For a
discussion of scripting Y modem file transfers, see “File Transfers
with Ymodem and Y modem G” on page 201.

Sending Files with Ymodem

To send afile using Y modem:

¢ InTermina mode, begin the Y modem or Y modem G receive
program on the remote computer.

¢ Exit Terminal mode, select the Filetransfer command from the
Online menu, and then select the Send command. Y ou will be
prompted for the filename. Y ou may enter asingle filename
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from the current directory or a path specification with asingle
filename; you may use wildcards (see “Wildcards’ on page

110).

10.8x

Optionally, you may add the /TXT file transfer switch. Y ou will
not be able to add any other file transfer switches (see“/TXT
Switch Using 10.8x with Y modem” below).

Receiving Files with Ymodem

Toreceive afile using Y modem:

¢ InTerminal mode, begin the Y modem or Y modem G send pro-
gram on the remote computer.

¢ Exit Termina mode, select the Filetransfer command from the
Online menu, and then select the Get command. The transfer
will beginimmediately without prompting for alocal filename.

File Transfer Switches Using 10.8x with Ymodem

With Professional UNIX 10.8x, Y modem cannot set switches on re-
ceiving filenames and ignores all switches on sending filenames ex-
cept the /TXT, which specifies that the file be sent as ASCII using
the value stored in @KYRLTS (page 300), and the /FWD switch.

Zmodem Protocol

BLAST supports the standard Zmodem protocol in both single-file
and batch modes. BLAST also supportsavariety of special Zmodem
featuresthat can be activated through the setup fields of the Zmodem
protocol subwindow (page 94).

The following two sections describe interactive file transfers. For a
discussion of scripting Zmodem file transfers, see “File Transfers
with Zmodem” on page 203.

Sending Files with Zmodem

To send afile using Zmodem:

¢ In Terminal mode, begin the Zmodem receive program on the
remote computer
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¢ Exit Terminal mode, select the Filetransfer command from the
Online menu, and then select the Send command. Y ou will be
prompted for the filename. Y ou may enter asingle filename
from the current directory or a path specification with asingle
filename; you may use wildcards (see “Wildcards’ on page
110).

10.8x

Optionally, you may add supported filetransfer switches (see“File
Transfer Switches Using 10.8x with Zmodem” below).

Receiving Files with Zmodem

To receive afile using Zmodem:

¢ In Termina mode, begin the Zmodem send program on the re-
mote computer.

¢ Exit Termina mode, select the Filetransfer command from the
Online menu, and then select the Get command. The transfer
will begin immediately without prompting for alocal filename.

NOTE: If the Auto Receive setup field (GZMAUTODOWN) is set to
YES, you do not have to select the Get command; Zmodem transfers
the file automatically when you enter Filetransfer mode.

File Transfer Switches Using 10.8x with Zmodem

With Professional UNIX 10.8x, Zmodem supports several filetrans-
fer switches for sending filenames (see table below). Zmodem can-
not set switches on receiving filenames and ignores all unsupported
switches.

File Transfer Switchesfor 10.8x Using Zmodem

/APP

Send Specify APPEND as File Management option.

/OVW

Specify CLOBBER as File Management op-

Send tion.

ITXT

Send file as ASCII with value stored in

Send @MNALT.
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Filenames Restrictions

With Xmodem, Y modem, and Zmodem, you should not give afile
the same name as a switch since BLAST will assume that thefileis
aswitch and either ignoreit (if the switch is unsupported by the cur-
rent protocol) or look for afile with the name of the folder contain-
ing the file (if the switch is supported by the current protocol). In
either case, the transfer of the file will not occur and you will get an
error message. Filenames (uppercase or lowercase) to avoid are:
app, comp=n, follow=nn, fwd, group, ovw, owner=nn, perms=nnnn,
str, and txt (where nis anumber from O to 9).

Y ou may work around thisrestriction by changing your local current
or remote current directory to the one containing thefile you want to
transfer and giving the filename without a path. For interactive
sends, change your local working directory by accessing the Local
menu and choosing the Chdir command. For interactive gets, change
your remote working directory by accessing Terminal mode and
giving the “change current directory” command for that operating
system.

Alternatively, you may do a scripting workaround. For SENDs,
changetheloca working directory by using the LCHDI R command.
For GETs, TSEND a “ change working directory” command for that
operating system. For example, the following script fragment will
change the current remote directory on a UNIX machineto /u/sales.

TSEND "cd /u/sal es", CR
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Chapter 10

Text Transfers

Introduction

In BLAST session protocol, you may transfer text directly to and
from aremote computer using the respective Online commands Up-
load and Capture.

Uploading Text to a Remote Computer

Uploading is the process of sending text from your systemto are-
mote computer. When you upload, the text being uploaded will dis-
play on your screen. The receiving computer does not need to be
running BLAST, but it must have a program capabl e of capturing
text and responding to flow control.

Because there is no error detection, characters may be dropped or
noise may change the characters in the data stream. The following
setup fields, however, can assist in regulating the flow of dataduring
text uploads to help prevent the receiving computer from losing
characters: Wait for Echo, Prompt Char, Char Delay, and Line De-
lay. See Chapter 5 for details on using these functions.
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After you have connected, there are three ways to start the upload
process with another system:

Manual Method

¢ Select Terminal from the Online menu.

¢ Type the appropriate commands for the remote computer to
start atext capture program. On a UNIX system, for example,
you might type:

vi remote.fil

which instructs vi to open anew file named remote-fil. Y ou can
then use the a command to tell vi to append the uploaded text to
remote.fil. Note that an entry isnot required in the System Type
setup field for this method.

O When theremote capture program isready, pressATTN ATTN to
exit Terminal mode and then select Upload from the Online
menu. Specify the desired local filename, but not a remote file-
name.

¢ After theupload is completed, you will bereturned to Terminal
mode. Savethefile containing the newly captured text, specify-
ing aname if you have not already done so on the command
line, and then quit the capture program.

Interactive Automatic Method

Select the Upload command from the Online menu. You must spec-
ify both the local and remote filenames. Y our computer will auto-
matically send the file to the remote system, if text captureis
supported by that system.

NOTE: Theremote computer type must be entered in the System
Type setup field for this method to work because BLAST uses the
system.scr library to automate the process. BLAST will start the re-
mote text capture program for you.

BLASTscript Automatic Method
See “Text Transfers’ on page 207 for details on scripting uploads.
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Downloading Text from a Remote Computer

Downloading isthe process of capturing text sent from another sys-
tem to your computer. When you capture text from a remote com-
puter, the text being downloaded will display on your screen. The
sending computer does not need to be running BLAST, but it must
have a program capable of sending text and responding to flow con-
trol. If flow control is specified in the setup, BLAST will pause
transmission for afew momentswhen the buffersarefull. After con-
necting, there are two ways to start the download process:

Manual Method

¢ Select the Capture command from the Online menu and specify
the desired filename for the capture file.

¢ Select Terminal from the Online menu. Type the appropriate
command for the remote computer to start typing the text. For
example, at the“$” prompt of a UNIX system, you might type:

cat test.fil

¢ When the download has completed, press ATTN ATTN to exit
Terminal mode. Turn Capture off by selecting it again.
BLASTscript Automatic Method

See “Text Transfers’ on page 207 for details on scripting down-
loads.
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Chapter 11

Secure BLAST

Securing Your System

IMPORTANT:

Securing your system against intrusion is a complex task. “ Secure
BLAST” isasecurity tool that provides access for authorized users
only. Before discussing the BLAST security utilitiesin detail, we
will examine standard UNIX methods of security.

There are many toolsfor securing aUNIX system, but none of them
are foolproof. At best, they will significantly reduce the risk that
well-intentioned people will inadvertently access restricted data.
These mechanismswill not safeguard your dataagai nst asystematic,
continuous attempt to “hack” your computer. For more detailed in-
formation on system security, please refer to your system documen-
tation or any of the excellent references available concerning UNIX
security.

SECURE BLAST
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UNIX Tools

Login

The front line of defense against unwanted intrusion is a properly
configured getty or ttymon process running on al dial-in lines. At
aminimum, thiswill force the dial-in user to enter avalid login
name and password (or attempt to hack the login process) to gain ac-
cess. Presuming that the user provides avalid login and password
combination, login will start ashell, set the group to which the user
belongs, and put the user into his or her home directory. The
default shell, group ID, and home directory are all specified in the
/etc/passwd file.

To maintain security, each person logging into your UNIX system
should have his or her own login and home directory. If logins and
home directoriesare shared, it isimpossibleto limit directory access
only to one user. For more information on setting up logins, refer to
your system documentation.

Groups

Each user on the system will belong to one or more groups. Segre-
gating users into groups can help secure your system. For morein-
formation on setting up groups, refer to your system documentation
and the group, newgrp, and chgrp man pages.

Permissions

Thebasic operationsperformed on afileare“read,” “write,” and, for
executablefiles, “execute.” The system can grant or deny accessto
afilefor any of these operations. Read, write, and execute permis-
sion can be set for the owner of thefile, for usersin a particular
group, and for all other users on the system.

When you list the filesin a directory, the permissions assigned to
eachfile appear asaseriesof letters. “Read,” “write,” and “ execute”
are denoted by the mnemonics“r”, “w”, and “x.” The permissions
indicator can contain up to 10 characters, but not every space will
necessarily contain aletter. Y ou should think of the permissionsin-
dicator asasingleinitial character plusthree groups of three charac-
ters. For example, “-rwxr--r--" should be interpreted as:

Owner Group Others
- {rwx} {r--} {r--}
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The owner of thefile hasal three permissions, usersin a particular
group have only read permission, and all other users have only read
permission. If thefileisadirectory, theinitial character will be a
“d". Other specifiersfor theinitial character and other file permis-
sions exist as well but are beyond the scope of this discussion.

Asageneral rule, set default permissions for newly created files as
restrictively as possible. The tool for setting default permissionsis
umask, discussed later in thissection. If the owner of afilewantsto
allow expanded access to hisfiles later, he can manually reset the
permissions using the chmod command. For more information on
changing file permissions, please refer to the chmod man page.

Another parameter that affects permissionsis the set-uid bit, which
allows a program file to execute with the permissions of its owner
rather than the permissions of the user running the program. For
more information on the set-uid bit, see your system documentation.

Directories

To the UNIX operating system, adirectory isjust afile. The same
read, write, and execute permissions apply to directories; however,
interpretation of execute permission is different. If adirectory has
execute permission, it is possible to search the directory. Asagen-
era rule, auser’s home directory should have read, write, and exe-
cute permission for the owner only. Thiswill allow the owner of the
directory complete accessto hisor her filesbut disallow accessto all
others.

umask

Theumask (user mask) tool isused to establish default permissions
when afileis created. If umask has never been set, the operating
systemwill create aset of default permissions, but you should exam-
inethem carefully. Itisimportant that you use umask to set default
permissions as restrictively as possible while still allowing neces-
sary accessto your files. Y ou can use umask to set permissions per-
manently or to change them for a particular shell session.

Permissions can be denoted both mnemonically and numerically
(see table on the next page), where the mnemonic indicates what is
permissible, and the numeric indicates what is not permissible.

Permission Mnemonic Numeric
Read r 4
Write w 2
Execute X 1

SECURE BLAST

151



Permissions are restricted according to the numeric values specified
intheumask. For example, to deny write access, the umask should
havea“2” init. Numeric values are added together to expresstheto-
tal restriction of permissions set for an owner, group, or others. For
example, denial of read, write, and execute permissions is denoted
by the number “7”. Conversely, read, write, and execute permission
isdenoted by a“0”.

To display the default umask type:

umask

The output of umask will be athree-digit number such as:
022

The“0” inthefirst position indicates that no permissions will be re-
stricted for the owner of thefile. The“2” in the second and third po-
sitionsindicates that write permission will be restricted for both the
group and all other users, respectively. Thisis not a particularly se-
cureumask setting because read and execute permissionsare not re-
stricted.

Themost restrictiveumask is077, which allowsall permissionsfor
the owner but removes read, write, and execute permissions for the
group and all other users.

To set your umask for the session to 077, type:
umask 077

To reset your umask permanently, add the above line to your
.profile, .cshrc, or other login script. To effect aumask change
across the entire system, you can set umask in the /etc/profile file.
For moreinformation, refer to your system documentation aswell as
the umask and profile man pages.

BLAST Protocol File Transfer and Permissions

When afileistransmitted using the BLAST protocol, permissions
are set according to the rules described below (see “File Transfer
Switches’ on page 111 for information on the/PERM S switch and
other switches that affect owner and group permissions):

¢ If thefileisbeing transmitted from a UNIX system, and the
/PERM S switchisnot used, BLAST will attempt to transfer the
file with the same permissions as it has on the source machine.

152

CHAPTER ELEVEN



¢ If thefileistransmitted using the /PERM S switch, BLAST will
attempt to set file permissions on the destination machine ac-
cording to the permissions specified by the /PERMS switch.

O If thefileistransferred from a system that does not have a per-
mission structure comparabl e to the UNIX permission struc-
ture, permissionswill be set according to the umask equivalent
on the receiving system.

Running BLAST from a Restricted Shell

It is possible to set up user accounts with arestricted shell likersh
or rksh. With arestricted shell, a user is unable to edit .profile,
change directories, or set the PATH environment variable. Thus,
once a user islogged into arestricted shell, he has very limited ca-
pabilities.

A restricted shell account normally contains a bin subdirectory and
awork subdirectory. The.profile login script will placethe user into
the work subdirectory. Scripts and executables that the user will be
allowed to run should be put into the bin subdirectory.

The system administrator must set the PATH in .profile to point to
the user’ shin subdirectory. The user’sPATH can point to other sub-
directories but should not point to /bin. If the user' sPATH is set to
/bin, the user will be ableto start an unrestricted shell and defeat the
restrictions imposed by rsh.

RunBLAST from arestricted shell account by settingthe PATH and
BLASTDIR environment variablesto the actual BLAST directory.
For example, if BLAST isin the/usr/blast directory and the user’s
home directory is/ust/jo, add the following to the user’s .profile:

PATH=$PATH:/usr/blast
BLASTDIR=/usr/blast
SETUPDIR=/usr/jo/work

export PATH BLASTDIR SETUPDIR

Alternatively, BLAST can be run from arestricted shell account by
creating links to the appropriate files in the user’ s bin subdirectory
and setting the environment variables appropriately. If BLAST isin
/usr/blast and the user’s home directory is/ustr/jo, create the fol-
lowing link:

In -s /usr/blast/blast /usr/jo/bin/blast
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If the user is going to be running BLAST interactively, you need to
make the following links:

In -s /usr/blast/blast.hlp /usr/jo/bin/blast.hlp

In -s /usr/blast/setgetty /usr/jo/bin/setgetty

In -s /usr/blast/modems.scr /ust/jo/bin/modems.scr
In -s /usr/blast/systems.scr /usr/jo/bin/systems.scr

The environment variables should be set to:

PATH=/usr/jo/bin
BLASTDIR=/ustr/jo/bin
SETUPDIR=/usr/jo/work

export PATH BLASTDIR SETUPDIR

Limiting Access

Certain procedures are required to ensure data security when using
BLAST. These proceduresinclude limiting accessto other filetrans-
fer protocols and limiting shell access.

Other file transfer protocols do not offer the same data security that
the BLAST protocol offers; therefore, you must control accessto
these other protocols. Common file transfer programs include ker-
mit, ckermit, sx, rx, sz, and rz. If these or any other file transfer pro-
grams are on your system, you should segregate dial-in usersinto
groups that do not have execute permission for these programs.

Y ou must also prohibit running the BLAST product in pseudohost
mode (host mode using protocols other than BLAST; see “BLAST
Operation as a Pseudohost With 10.8x” on page 204).

BLAST can be executed from arestricted shell or in amanner deny-
ing aremote user terminal access to the UNIX shell. A shell script
that setsthe appropriate environment variablesand executesBLAST
can be run by the user’s .profile or other login script.

Thefollowing script called go_blast is an example of ashell script
that executes BLAST in host mode using the default setup. In this
example, the BLAST executableisinthedirectory /usr/blast/secure
and the BLAST support filesarein /usr/blast.

# go_blast

# A script that sets environment variables and runs BLAST in host mode using
# the default setup

#

PATH=$PATH:/usr/blast/secure # Append /ust/blast/secure to the

154 CHAPTER ELEVEN



# current PATH environment variable.

BLASTDIR=/usr/blast # Set BLASTDIR environment variable.
SETUPDIR=/usr/blast # Set SETUPDIR environment variable.
#

export PATH BLASTDIR SETUPDIR # Export environment variables to

blast default -h
exit

#

# End of script.

# subshells--necessary in bourne shell.
# Run blast in host mode.

This script should have execute permission and be located in the
search path. The following line should be added to the end of the us-
er's .profile or other login script:

exec go_blast

The exec command substitutes the new process for the calling pro-
cess. |n essence, the process running the .profile or other login script
that calls go_blast istransformed into the process running the
go_blast shell script. Nothing following the above exec command
in the .profile will be executed. Once BLAST finishes running in
host mode, the user will be logged off the system.

Using Secure BLAST

Secure BLAST was devel oped to provide an extralayer of security
over existing UNIX restrictions. Secure BLAST not only recognizes
UNIX file permissions but can also further restrict access to partic-
ular filesaswell asinsuring that auser executes only authorized ver-
sions of BLAST on both the local and remote systems. Authorized
users can be limited to a very narrow range of available optionsin
transferring files and performing remote operations.

Secure BLAST allowsthe BLAST administrator to create adatabase
of user passwords, each withindividual security options. Authorized
users must provide one of these valid passwords in order to gain ac-
cesstothe" secured” version of BLAST. The permissionsassociated
with individual passwordsin the database control what files and
commands are available to the user. For information about how to
transmit user passwords, see “Using the Password” on page 168.

The BLAST administrator can use either the blpasswd or blsecure
application provided with BLAST to create and maintain the pass-
word database. Whereas blpasswd provides a complete user inter-
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IMPORTANT:

blpasswd

face for setup and maintenance of the BLAST password database
file, blsecure isacommand line utility that is particularly useful
when you want to manipul ate the password fileviaashell or BLAST
script.

“Securing” BLAST isatwo-step processthat consistsof creating the
password database file and then linking it to aparticular BLAST ex-
ecutablefile. After creating the password file using either blpasswd
or blsecure, another utility, secure, is used to create the link be-
tween the password file and the BLAST executable file.

Throughout this chapter the computer running secure BLAST will
be referred to asthe “host” system, and the computer logging onto
the host will be referred to as the “remote” system.

Although it is possible to create a password file and link it to a par-
ticular BLAST executable file without specifying afull pathname
for either file, it isnot advisable. Y ou should specify afull pathname
for the BLAST executable and password file when using the Secure
BLAST utilities. A higher level of security is maintained if neither
the password file nor the BLAST file are located in the same direc-
tory as blpasswd, blsecure, and secure.

FIGURE 11-1

Thefirst step in securing BLAST isto create the password file. The
application blpasswd providesafull-screen user interface for setup
and maintenance of the password database. The BLAST installation
program normally copies blpasswd to the same directory as the
BLAST executable. For increased security, blpasswd should be
moved to adirectory that is accessible only to the BLAST adminis-
trator.

Creating and Modifying a Password File

To create anew password database file, execute blpasswd from the
command line by typing blpasswd and pressing enTer. Youwill be
prompted for afilename (Figure 11-1). Type the filename and press
ENTER.

BLPASSHD Yersion 2.00
File Name: |
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FIGURE 11-2

FIGURE 11-3

Next, you will be prompted to create a master password, which will
control future access to thefile; type the password and press ENTER.
Y ou will then be asked if you want to create the new file (Figure 11-
2). Pressy to create thefile, or N or ¢ to cancel and exit blpasswd.

BLPASSYD Version 2.00

Create new newfile

Yes No Cancel ( Y/N/C )

Password _ Permissions Comment

After creating anew password file, blpasswd will display the main
screen (Figure 11-3).

To open an existing password file for modification, from the com-
mand line type blpasswd followed by a space and the name of the
file you want to open. Y ou will then be asked for the master pass-
word. Typing the password and pressing enTer will take you to the
main screen (Figure 11-3). If the filename you type does not exist,
you will be asked if you want to create the file. Press v to create the
file, or N or c to cancel and exit blpasswd.

BLPASSHD Version 2.00
Password file version: 10.7.6 BLAST Serial #
Program file:

Comment :

Password _ Permissions Comment

Thenext step in creating or modifying apassword fileisto enter data
into the file, which consists of two parts: header information and
record information. Header information includes master datafor the
password file; record information includes datain each individual
password record.
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FIGURE 11-4

Header Information

Header information consists of the following master data for the
password file: the master password for file edit access; the serial
number, name, and location of the BLAST executable to which the
filewill be secured; and optional comments about the password file.

To enter header information into anewly created file or to edit head-
er information in an existing file, pressH from the main screen. You
will see a screen similar to the onein Figure 11-4 below:

BLPASSHD Version 2.00
Modify Header
Password

word:
Serial Number: 0123456789-0-00000
BLAST filename: fusr/local/blast

Comment: This is a header comment

Password _ Permissions, Comment

Typetheappropriateinformation into thefield highlighted. To move
from field to field, pressenTer. After typing datainto the Comment
field and pressing ENTER, you will be asked if the data you have
typediscorrect. If itis, pressy; if not, either pressc to return to the
main screen without saving changes, or press to move through the
fieldsagainfor editing. If you do not enter datainto any of thefields,
pressing enTer from the Comment field will return you to the main
screen. In order to use a newly created file, you must first fill in the
header information fields.

Following is a detailed description of each field:

Password user-defined

Specifies the master password, which controls editing access to the
databasefile. Y ou must enter this password in order to edit any part
of the database file, either header or record information. The Pass-

word field will contain the master password that you entered when
creating thefile, although it will not be displayed. PressenTeRr to re-
tain this password and moveto the Serial Number field. If you want
to change the master password, type in the new password and press
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ENTER. Y ou will be prompted to retype the new password for confir-
mation.

Serial Number XXXXKXXKXXK-X-XXXXX

Specifiesthe serial number of the BLAST executable that you want
to secure on the host system. Typein the 16-digit serial number with
dashesafter the 10th and 11th charactersexactly asit appearsonthe
BLAST executable, for example, 0123456789- 0- 00000. The
serial number and version of BLAST are visible when you pressthe
HELP key whilerunning BLAST. If the serial number of the secured
executable and the number in the header information do not match,
access will not be allowed.

BLAST filename user-defined

Specifies the name and path of the BLAST executable file that you
are securing on the host system. Y ou must specify the complete path
and filename, for example, / usr / j oe/ bl ast where/ust/joel is
the directory location and blast is the name of the secured execut-
able.

Comment user-defined

Specifies optional comments regarding the password file.

Record Information

Record information includes the datain each individual password
record. Thisinformation will determinewho isallowed accessto the
secured version of BLAST and what permissionsthat user will have.
Record information includes: a user password for access to the se-
cured version of BLAST; the permissions associated with that pass-
word; the serial number of theremote BLAST executable associated
with that password; the directory where files will be transferred;
masks to control what files can be transferred; and optional com-
ments about the record.

Adding, selecting, and editing records are all controlled by the fol-
lowing set of command keys issued from the main screen:

A Addanew record. All edit fields will be blank.
T  Select thetop (first) record.
p Move down one record.

u  Move up one record.
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FIGURE 11-5

B  Select the bottom (final) record.

F  Find arecord by password and select it; blpasswd will
prompt you to enter the password.

e Edit an existing record (also accessed by selecting arecord
and pressing ENTER).

H  Edit the header information.

z Zaparecord (mark it for deletion). Therecord will be marked
as unused but not physically removed. This command hasthe
effect of disabling that record and its password. When a
record is*“zapped,” a“z" is displayed after the permissions.

Zapped passwords cannot be used for anew record until they
have been “reclaimed” (see r). When the zap command is
used on an aready zapped record, the record is “ unzapped”
and the password and record are enabled once again.

R  Reclaim zapped password for possible reuse and delete
zapped record. Record numbers may change after use of the
reclaim command.

Q Quit blpasswd. You will be prompted to save any changes.
After you have designated afile for creation or editing using the

command keys and pressed ENTER, blpasswd will display a screen
similar to the one shown in Figure 11-5 below:

BLPRSSHD Version 2.00
Modify Record
Password: newuser
Permissions: GSTLERPCOA
Serial Number: 9876543210-0-00000
Home Directory: usr/jon
Include mask: =.=
Exclude mask: =.exe
Comment: user with full permissions

Password __Permissions___ Comment
=>newuser GSTLERPCOR user with full permissions
olduser G LRP user with limited access

Typetheappropriateinformation into thefield highlighted. To move
fromfield to field, pressenter. After typing datainto the Comment
field and pressing enTeRr, you will be asked if the datayou have

typediscorrect. If itis, pressy; if not, either pressc to return to the
main screen without saving changes, or pressn to move through the
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fields again for editing. If you make no changes in any of the edit
fields, pressing enTer from the Comment field will return you to the
main screen.

Following is a detailed description of each field:

Password user-defined

Specifies the user password for an individual record. Thisfield is
blank only for new records. A password cannot be altered onceit has
been saved in the database, but it can be deleted and made available
for reuse with a new record by applying the reclaim command to a
“zapped” file (see R command on preceding page).

Permissions GSTLERPCOA or M

Specifies the permissions allowed by the user during aBLAST ses-
sion on the host system. Type in the letter or |etters that specify the
permission(s) allowed (see list below).

IMPORTANT: BLAST does not override standard UNIX permissions. For exam-
ple, even though a user may have BLAST permission to rename a
file, he cannot do so if he does not have UNIX write permission for
that file. Likewise, he cannot change directoriesif he does not have
UNIX permission to do so.

The following permissions are available:
A Append — User can append to afile.
c Changedirectory — User can change directories.
e Deete—User can delete afile.
6 Get—User can get afile.
L List—User canlist directory contents.
M Master — User can perform all available operations.
o Overwrite — User can overwrite afile.
P Print —User can print afile.
R Rename—User can rename afile.
s Send— User can send afile.
T Type—User can type afile.
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IMPORTANT:

Serial Number XXXXKXXKXXXK-X-XXXXX

Specifies the serial number of the BLAST program that the user is
executing on the remote system. Typein the 16-digit serial number
with dashes after the 10th and 11th characters exactly asit appears
on the remote BLAST executable, such as0123456789- 0-
00000. The serial number and version of BLAST are visible when
you press the HELP key while running BLAST.

Thisfield may contain the wildcards“?’” and “*” to match single or
multiple numbers, respectively. For example, 0123456789- ?- *

will accept any serial number that begins with 0123456789, has any
number as the eleventh digit, and has any combination of numbers
for the last five digits.

If the serial number of the remote executable and the serial number
in the record do not match, access will not be allowed.

Home Directory user-defined

Specifies the directory to which the host computer changes upon
validating the password. Fileswill betransferred into and out of this
directory unless the user has permission to change to another direc-
tory. The user must have normal UNIX permission for the directory
named as the home directory or he will see the error message “In-
valid Home directory!” when sending his password. If thisfield is
left blank, access will not be allowed.

Include mask user-defined

Specifiesthefilesthat can be accessed by the remote user. If adirec-
tory is specified in the include mask, the user must have both
BLAST chdir permission and UNIX permission for that directory.
Thewildcards“?’ and “*" may beincluded anywherein theinclude
mask. For examplef i | e?. dat would allow a user to transfer
filel.dat and file2.dat, while* . dbf would alow accessto all .dbf
filesinany directory. If thisfield isleft blank, no files can be access-
ed.

Theinclude mask will never override your operating system'’s per-
mission or access system. The user will not be able to access afile
or directory using BLAST unless UNIX read, write, and execute
permissions are correctly set.
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IMPORTANT:

blsecure

Exclude mask user-defined

Specifies filesto be excluded from the include mask. For example,
if theincludemask issettofi | e*. * and the exclude mask is set
to*. c, afile named file34.awould pass through, but afile named
file34.c would not be accessibleto theremote user. If thisfield isleft
blank, all files matching the include mask will be accessible.

The exclude mask will override your operating system’s permission
or access system. Even if UNIX read, write, and execute permis-
sionsnormally allow accessto afileor directory, BLAST will deny
access if it matches the exclude mask.

Comment user-defined

Specifies optional comments regarding each record.

The application blsecure isacommand line utility that, like
blpasswd, sets up and maintains passwords and permissions for
BLAST users. Unlike blpasswd, it does not have an interface and
does not require interactive input from the BLAST administrator,
thereby making itideal for usefrom ashell script or aBLAST script.

blsecure Command Line Parameters

The BLAST installation program normally copies blsecure to the
same directory asthe BLAST executable. For increased security, it
should be moved to adirectory that isaccessible only to the BLAST
administrator. To run blsecure, use the following format:

blsecure passwordfile masterpassword {c|h|g|f|p|a]z]|r} [options]

where passwordfile is the filename of the password file;
masterpassword isthe master password that grants editing access
tothe passwordfile; c, h, g, f, p, a, z, and r are parametersthat allow
the user to create, search for, and modify password files; and
options are arguments of the single-letter parameter.

The single-letter parameters and their accompanying arguments are
described in detail below. Note that only one single-letter parameter
and its arguments can be used on a command line.
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¢ sn blastexe [comment]

creates a new password file with the filename and master password
specified on the command line.

sn Serial number of the host BLAST executable.
blastexe  Full path and name of the host BLAST executable.
comment Optional comment.

h [newmast sn blastexe [comment]]

allows you to modify header information. Y ou can change one or
more of the data fields with one of the arguments listed below; how-
ever, al of the arguments except the comment must be included on
the command line. Any argument that you want to remain un-
changed must be typed on the command line exactly asit isin the
existing header.

newmast New master password for the password file.

sh New seria number of the host BLAST executable.
blastexe = New path and name of the host BLAST executable.
comment New comments.

If you do not specify information for each argument (except
comment), blsecure will return an error. If no comment currently
exists in the password file header, you can leave out this argument
or specify anew comment. If acomment does exist in the header,
you can replace it with this argument or, if you leave the argument
blank, blsecure will delete the currently existing comment.

When specifying the h parameter aone, asin blsecure passwordfile
masterpassword h, the header information for that password file
will be displayed as shown in Figure 11-6 below:

TEST3 (master password)
10.7.6 (password file version)
FIGURE 11-6 0123456789—0—00000 (host BLAS_T serial number)
newfile (password filename)
usr/local/blast (host BLAST filename)
This is a new comment (comment)
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a pwd perm sn home inc exc [comment]

adds a new record. Y ou must have an entry for each argument (see
description of the h parameter). Thismust be anew entry with anew
password. See“ blpasswd” on page 156 for compl ete descriptions of
the data fields associated with the following arguments.

pwd Password of the existing record.

perm Permission specifier as described below.

sn Serial number of the remote BLAST executable.

home Directory to which the host computer changes upon
linking in Filetransfer mode.

inc Include mask for specifying files that may be
obtained by the remote user.

exc Exclude mask for screening filesthat passthein-

clude mask. If you do not want an exclude mask,
substitute double quotation marks (" ") on the com-
mand line.

comment Optional comment.
The following are the possible hexidecimal values for the perm ar-
gument; they can be added together to form the total permission val-
ue:

0001 User can get afile.

0002 User can send afile.

0004 User can type afile.

0008 User can list directory contents.
0010 User can delete afile.

0020 User can rename afile.

0040 User can print afile.

0080 User can change directories.
0100 User can overwrite afile.
0200 User can append to afile.
TFFF User can use al functions.

For example, if you wanted to create a new record with the dataiil-
lustrated in Figures 11-6 (preceding page) and 11-7 (next page), you
would type the following:

blsecure newfile TEST3 a site23 0001 1234567891-0-00000 \
lusr/sites *23.dat mast*.* Password for site23
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FIGURE 11-7

p pwd perm sn home inc exc [comment]

putsinformationinto an existing record. Theargumentsareidentical
to the a command above.

g recnum

searches arecord by its number and displays the record as shown in
Figure 11-7 below.

rechum Record number for a particular entry. The record
number of the first entry is zero.

NOTE: After reclaiming apassword for possible reuse (seer),
records may have different numbers.

f pwd

searches for arecord by its password and displays the record as
shown in Figure 11-7 below.

pwd Password for the individual record.

site23 (password)
0001 (permission in hexadecimal)
1234567891-0-00000 (remote serial number)
[usr/sites (home directory on host)
*23.dat (include file mask)
mast*.* (exclude file mask)
Password for site 23 (comment)

z pwd

marks arecord for deletion but does not physically removeit. A
zapped record can be “un-zapped” and reactivated if it is the target

of asubsequent z command. A zapped password cannot be reused
until it isreclaimed and the zapped file deleted (seer).

pwd Password of the record to be deleted.
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secure

r

reclaims a“zapped” password for possible reuse and deletes the
zapped record. Record numbers, used by the g command, may bere-
ordered by usingr.

blsecure Error Codes

Errorsthat occur whilerunning blsecure are dueto physical causes,
such as the file not being found, or read and data errors, such asg
failing to locate a specified record. To help prevent unauthorized ac-
cess to the password database, returned error codes do not indicate
anything other than a general failure.

After you create a password file, use secure to establish alink be-
tween the BLAST executable and the password file. In order to use
thisutility, the BLAST executable must exist with “write” privileges
for the administrator. secure should be made accessible only to the
BLAST administrator by means of operating system permissions or
privileges.

Running secure

The BLAST installation program normally copies secure to the
same directory asthe BLAST executable. For increased security,
secure should be moved to adirectory that isonly accessible to the
BLAST administrator.

Execute secure from the command line by using the-s switchinthe
following format:

secure blastexecutable -s passwordfile

where blastexecutable specifiesthe complete path and filename of
the BLAST executable, and passwordfile specifies the complete
path and name of the password file you wish to secure, asin thefol-
lowing example:

secure /local/blast -s /private/password.fil

Inthisexample, /local/blast isthe pathname for the BLAST execut-
able contained in the directory /local, and password.fil isthe name
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of the password file located in the /private directory. The -s switch
links the password file to the executable.

After BLAST is secured, you can determine the name of the pass-
word file attached to it by using the -d switch in the following syn-
tax:

secure blastexecutable -d

For example,

secure /local/blast -d

will respond with a message similar to the following:

Secure - Version 2.0
private/password.fil (/local/blast)

Using the Password

After you have created a password file and secured your host sys-
tem, aremote user must use one of the passwords in the password
filein order to accessthe host through the BLAST Session protocol.
The password is transmitted from the remote to the host system by
the same method used for transmitting a transfer password in the
BLAST Session protocol. Note, however, that the secure password
super sedes the transfer password; therefore, the remote user will
only be prompted for the secure password even though a particular
setup may also contain atransfer password.

The password is sent from the remote system with the Send command
of the Filetransfer menu or with aBLASTscript FI LETRANSFER
statement. If aSend command isissued, thefollowing specia format
for the local filename must be used,

I passwor d=your _password

whereyour _passwor d represents one of the passwords storedin
the databasefile on the host system. Theremotefilenamefield isleft
blank as are the text, overwrite, and append options. If the correct
password is successfully sent, the remote user will see a message
stating that the password has been validated. The user must type the
password exactly asit appearsin the password record, and the serial
number of BLAST being executed must match the serial number in
the password record.
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In aBLAST script, the same specia local filename format must be
sent to the host computer. For example:

FI LETRANSFER
SEND
I passwor d=bl ue2

SEND
nyfile.rpt
yourfile.rpt
ta

ESC

Since no remote filename or Send options are used, two blank lines
follow the password line. See “File Transfers with BLAST Session
Protocol” on page 194 for information on scripting file transfers.
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Chapter 12

Introduction To Scripting

Starting Out

Scriptsallow BLAST to automate communicationstasks. Scriptsare
often used for tasks such as logging into remote hosts and handling
the detail s of communications sessions that are repetitive or that in-
experienced users would find overwhelming. This chapter introduc-
esthe BLASTscript language and describes an important feature of
BLAST that aids scripting—L earn mode. With Learn, BLAST
writes your scripts so that learning scripting is made easier.

Executing BLAST Scripts

BLAST scripts can be invoked using one of three different methods.

¢ From the Online menu, select the Script command. When
prompted for the script name, enter the name of thefile. Thisin-
teractive method of starting ascript is preferablewhen youwish
to automate only a portion of your communications session.

O Inasetup, enter the name of aBLAST script in the Script File
field. After the setup isloaded into memory and the Online
command is selected from the Offline menu, the script named
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in the setup will execute automatically. Thisisuseful if you al-
ways use a specific script with a particular setup.

¢ From the operating system command line, specify aBLAST
script name with the -s switch (see“ Command Line Switches”
on page 10). The script specified on the command line takes
precedence over a script listed in the setup Script File field.

Y ou caninclude adirectory path when you specify ascript filename.
If you do not name a directory, BLAST will first search the current
directory and then the SETUPDIR directory.

To abort ascript completely, press ATTN ATTN. To abort a script af-
ter the currently executing statement compl etes execution, press
ATTN once.

Writing a Script

The best way to learn how to write ascript isby doing it. First, start
aword processing program or atext editor on your computer. If you
prefer to use aword processor for creating script files, be aware that
your scripts must always be saved as text files, not word processor
documents. Y our scripts should be saved in the directory from
which you will execute BLAST, or inthe SETUPDIR directory.
Thesearetheonly twolocationsin which BLAST searchesfor script
filesif you have not specified a search path.

After starting the editor, type in the following short script:

# hel |l 0. scr

#

# Just wanted to say hi

#

. begin
di splay "Hello, world!"
return

#

# End of script.

Savethisfileunder the name“hello.scr” and goto BLAST sOnline
menu. Choose the Script option and enter the filename

hel | 0 ENTER
When hello.scr executes, it displays the message

Hello, world!
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on your screen and then returns control to you.

About hello.scr

Assimple as hello.scr is, it illustrates several important scripting
concepts. All thelinesstarting with “#” are commentsexplaining the
functions of the script commands and are not displayed. Y ou may be
surprised how quickly you can forget why you wrote a particular
script or how an especially difficult section of code actually works.
Comments can clarify what you are trying to accomplish with your
script.

In hello.scr, the line beginning with aperiod, . begi n, iscalled a
label. A label servesnot only as asupplemental comment but also as
adestination for the script to go to in a GOTO command, discussed
later. Labelscan beeight charactersinlength, not counting theinitial
period.

The DI SPLAY command causes text to be displayed on your local
computer screen; it does not cause text to be transmitted through the
seria port. Another script command, introduced later, performsthis
task.

Finally, the RETURN command returns control of BLAST to you.

A Sample Script

Tolearn more about scripting, it ishelpful toimagine aproblem that
can be solved through scripting. For instance, suppose amedical of-
fice needsto call an insurance company each evening to file insur-
ance claims on behalf of patients who have visited the doctor that
day. Pam, the system administrator for the medical office, collects
the claimsinto asinglefile caled pt_claims. Since the insurance
company also uses BLAST software for datacommunications, Pam
will usethe BLAST Session protocol to transfer pt_claimsto thein-
surance company. The company has determined that Pam’s daily
claimsfile should be given the name logan56021.dat on the insur-
ance company system. Therefore, Pam wants ascript to perform the
following tasks:

1. Connect to the remote system.
2. Sendtheclaimsfile asatext file.

3. Disconnect.
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A script that meets these requirementsisillustrated below. The
script dailyrpt.scr is certainly more complicated than hello.scr, but
the same sectionsthat were originally outlined are present. To make
it easier to discussthe script, wewill refer to theline numbers shown
in brackets next to the script statements. You would not includethese
numbersin an actual script.

[ 1] # dailyrpt.scr

[ 2] #

[ 3] # Ascript to send daily nedical reports to
[ 4] # the insurance conpany

[ 5] #

[ 6] # Section 1: CONNECTI NG

[ 7] #

[ 8] .begin

[

9] set @NERROR = " CONTI NUE"
[10] connect
[11] if @BTATUS = "0" goto .xfer

[12] di splay "No Connection! Error code: ", @TATUS
[13] return

[14] #

[15] # Section 2: TRANSFERRI NG

[16] #

[17] . xfer

[ 18] filetransfer # enter BLAST protocol
[19] send # prepare to send a file
[ 20] /usr/accounts/pt_clains # local filename

[ 21] | ogan56021. dat # renote fil enane

[22] t # specify text file

[ 23] esc # exit Filetransfer node
[ 24] i f @FERROR not = "0O"

[ 25] display "An error occurred during file transfer."
[ 26] di splay "Please examne the log file."

[27] end

[28] #

[29] # Section 3: DI SCONNECTI NG

[30] #

[31] .finish

[32] di sconnect
[33] return

[34] #

[35] # End of script.

CONNECTING (Section 1)

Thefirst section of the script (. begi n) establishes the connection
withtheinsurance company. Line9 setsavariable called @ONERROR.
InaBLAST script, al variables begin with“ @. Some variablesare
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reserved, meaning that they are defined by BLAST for specia pur-
poses; other variables can be created by you (see BLASTscript Re-
served Variables on page 263). @INERROR is areserved variable
that determines how BLAST will respond to routine (nonfatal) er-
rors. By giving @NERROR the value CONTI NUE, Pam istelling
BLAST to skip error messages rather than pause and wait for a hu-
man operator to respond.

Line 10, the CONNECT statement, is responsible for a great deal of
work. The CONNECT statement, like Connect from BLAST sinter-
active menus, initializes the modem, dials the insurance company,
and logs into the company system. All of this information—the mo-
dem type, phone number, remote system type, and account informa-
tion—istaken from the setup (see Connecting and Disconnecting on

page 211).

Line 11 demonstrates how scripts are programmed to make choices
with the | F (conditional) statement. After the CONNECT command
executes, it setsthevalue of @STATUS to indicate whether or not the
connection was successful. The | F statement tests the value of
@BTATUS inits conditional clause. If @STATUS equals 0, the con-
nection was successful and the script performs the GOTOcommand,
sending the script to the section labeled . xf er , which controlsfile
transfer.

i f @TATUS = "0" goto .xfer

conditional executesif conditional
statement clauseistrue

If @STATUS equals any value other than O, script execution contin-
ueson line 12, displaying “No Connection” and an error code. At
thispoint, RETURN aborts further execution of the script and control
isreturned to the user.

TRANSFERRING (Section 2)

The second section, under the . xf er label, beginswith the

FI LETRANSFER statement. The FI LETRANSFER statement
workslikethe Filetransfer command of the Online menu. Whenitis
executed, BLAST attempts to start the BLAST software on the re-
mote computer, and the script pauses until Filetransfer modeis en-
tered or atime limit expires. The exact events that occur when the
FI LETRANSFER command is executed depend on the setting of the
System Type setup field (page 67).

The next four lines (19-22) provide the information BLAST proto-
col needs to send the required file as atext file. If another protocol
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Learn Mode

were used, this section would be scripted differently (for moreinfor-
mation on scripting for alternative protocols, see Chapter 13). Line
23, ESC, endsthe filetransfer session.

Lines 24-27 illustrate another form of the | F command, | F- END.
With | F- END, several lines of script can be executed in ablock if
the conditional clauseistrue. In line 24, the @:FERROR reserved
variable is tested, which indicates if any errors occurred during a
BLAST protocal file transfer. If @EFERROR equals 0, no errors
were encountered. For any value other than 0, two messages (lines
25-26) are displayed and the | F statement ends. In either case, the
script advancesto the. fi ni sh label.

DISCONNECTING (Section 3)

Thefina section of the script, under the. f i ni sh label, beginswith
the Dl SCONNECT command. Like CONNECT and FI LETRANSFER,
DI SCONNECT performs the same operation as the corresponding
command of the Online menu. As you become more familiar with
BLAST’s scripting language, you will discover that many script
commandsaresimilar totheoptionson BLAST' sinteractive menus.
RETURN ends the script and returns control of BLAST to you.

An important aid to writing your own scriptsisBLAST'sLearn
mode. With Learn, you perform a communications task exactly as
the script should perform it, and BLAST creates the script from the
actions you take. Typically, the Learn script serves asa“rough
draft” of thefinal script. To start Learn mode, select Learn from the
Offline menu. BLAST prompts you to name the Learn script. Note
that Learn mode does not function with PASSTHRU.

Suppose that you wanted to write a script to log into a computer for
which there is no standard system typein the BLAST setup. A
bank’ s computerized account service, for example, may have an un-
usual login. Assume that after the modems connect, the bank issues
the prompt “MIDAS>," waits for your user identification
(AlbertyArtCo), and then issues the prompt “2:".

To help you write your login script, start Learn mode and then pro-
ceedtologinasusual, being careful to avoid spelling errors and oth-
er trivial mistakes. When you finish, return to the Offline menu and
select Learn again to turn off Learn mode.
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Thefollowing is an example of what the Learn script might look
like:

# BLAST Learn node script

# Original filename: bank. scr
# Date: 09/1/95

# Time: 11:00: 00

#

CONNECT

# entering TERM NAL node

#

ttrap 6, "\012\015M DAS>"
tsend "Al ber"

tsend "tyArtCo", CR

ttrap 3, "\012\015\012\015\?:"
# exiting TERM NAL node

# RETURN conmmented out for appendi ng

Even though the script has a strange appearance, you can decipher
it. TSENDisthe script command for transmitting text through the se-
rial port. Thiscommand is used for sending the user ID to the bank.
TTRAP isused for checking text coming into the serial port, soitis
used for detecting the promptsissued by the bank’ s system. Without
doing any more work, this script will actually perform the login.

Editing the Learn Script

Because BLAST cannot distinguish the meaning of any of the data
entering or leaving the serial port, Learn mode may “break” strings
of text inappropriately. Editing the Learn script to make the TSEND
statements meaningful to human readersisagood idea, but it is not
necessary. Likewise, TTRAP statements may contain unneeded
characterswhen scripted by L earn mode. |nthe example above, \012
isthe octal representation of the line feed and \O15 isthe octal form
of thereturn character. These characters are not needed to detect the
prompts issued by the bank, so they may be edited for clarity.

After your have cleaned up the Learn script, it could look like this:

# bank. scr
#
# A script to log into the bank
#
. begin
CONNECT
ttrap 6, "M DAS>"
tsend "Al bertyArtCo", CR
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ttrap 3, "?."
return

#

# End of script.

Now the script can be read more easily. After connecting, the script
will wait for up to six seconds for the string “MIDAS>." Next, the
script sendsthestring “ AlbertyArtCo” and acarriagereturn. Finally,
the script waits for up to three seconds for the “?.” prompt and then
returns control to you.

Polishing the Learn Script

After being edited, the Learn script makes better sense to human
readers, but it can still be improved. Take a moment to assessiit.
What’ s | eft to be done?

One areafor improvement isin error handling. Y ou saw earlier that
@5TATUS could be tested after the CONNECT command to deter-
mine whether a connection was established. Similar error checking
should be added to the Learn script.

Another areafor improvement isin the use of variables. At present,
the user ID is“hard-coded” into the script, meaning that it has a
fixed value. If the userid is placed in the appropriate field of the set-
up, the script can access it with the QUSERI D reserved variable.
Thus, amore polished version of the Learn script might ook like:

# bank. scr
#
# A script to log into the bank
#
. begin
CONNECT
i f @TATUS not = "0" return
ttrap 6, "M DAS>"
tsend @QJUSERI D, CR
ttrap 3, "?:"
return
#
# End of script.

Asyou can see, Learn mode and your own knowledge of BLAST's
scripting language simplify the process of automating your commu-
nications tasks.
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Writing Your Own Scripts

Y ou have now seen enough of the scripting language to begin writ-
ing your own scripts. Y ou may wish to read Chapter 13, which de-

scribestechniques for working with disk files, manipulating strings,
and interacting with programsin your system. Chapter 14 discusses
the BLAST method of connecting and disconnecting, which relies

heavily on scripts. Chapters 15 and 16 serve as reference guides for
all scripting commands and reserved variables. Many examples are
included in these chaptersto help you get started. In addition, sample
scripts are available for download from Blaster (see* Connecting to
Blaster” on page 47).
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Chapter 13

BLASTscript Topics

Scripting Basics

Although scripts can address a wide range of communications
needs, most scripts handle alimited number of common tasks, such
as capturing text to afile, displaying information on the screen, and
communicating with other programsin the computer. In this chapter
we will demonstrate scripting techniques for such tasks.

Programming Style

It may sound strange to say that a script should conform to acertain
“style,” but following alogical stylewill makeit easier for othersto
understand your script. For example, indenting sections of script that
execute together, such asthe codein aconditional (I F- END) block,
isasimple stylistic convention that helps readability, asin the fol-
lowing script:
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# Start of script
#
. begin
di splay "Hello, world!"
if @EMILATE = "TTY"
di splay "Your emulation is set correctly”
end
el se
set @MJLATE = "TTY"
di splay "Your emulation is now TTY"
end
return
#
# End of script

Y our programming style also affects how efficiently the script will
execute. BLAST scripts are interpreted, meaning that BLAST deci-
phersthe instructionsin each line of your script asit executes. To
make your script run most efficiently, you should:

¢ Use spaces between expressions. For instance, the script inter-
preter can evaluate thefirst line in the example below more eas-
ily than it can the second line because of the spaces placed
around “=".

if @TATUS = "0" set @ystat = "GO
i f @TATUS="0" set @ystat="C0'

¢ If certain labelsin your script will be frequent destinations for
the GOTO command, place those labels near the beginning of
the script. BLAST looks for labels from the start of the script
and works down.

Legal and Illegal Expressions

An error that you may encounter during script development is“ille-
gal menu selection.” This error indicates that BLAST has encoun-
tered acommand in your script that it could not execute. Every line
in ascript must be executable or contain acomment preceded by #.
Blank lines are almost never executable (except for special cases
discussed later); thus, do not use blank lines in a script to separate
lines of code visualy. If BLAST encounters ablank linein a script
where it is unexpected, the script interpreter will generate the “ille-
gal menu selection” error.
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i f @TATUS = "0O" i f @TATUS = "0O"
#

di sconnect di sconnect
#

end end

return return

A typing mistake in ascript line can also generate an error message.
For example, aline such as

ig @TATUS = "0"

will generatethe “illegal menu selection” error because“ig” isnot a
valid script command.

The Status of @STATUS

Theresult of many script operationsis reported in the reserved vari-
able @TATUS, which has anumber of functions, including indicat-
ing whether an error occurred during the CONNECT command and
identifying which itemin alist of target strings was detected by
TTRAP. Because @STATUS is affected by so many script opera-
tions, you may need to save the value of @GSTATUS in a*“ safe” vari-
able so that you canrefer toiit later in your script, asin the following
example:

Following is the target |ist:

ttrap 5, "Apples", "Oranges", "Peaches"

Save @STATUS in a user-defined vari abl e.

set @ruit = @TATUS

@TATUS wi | | be changed bel ow by t he DI SCONNECT st at enent
di sconnect

i f @TATUS = "0" display "D sconnected OK"
el se di splay "Disconnect failure!"

if @ruit = "0" display "No fruit was sel ected"
if @ruit = "1" display "Apples are delicious"
if @ruit = "2" display "Oranges are tasty"

if @ruit = "3" display "Peaches are nice, too"
return

End
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For alist of all the commands that set @GSTATUS, see “ Commands
That Set @STATUS’ on page 223.

The CALL Command

When you set out to write acomplicated script, ask yourself whether
the script ismade up of logically distinct sections. If so, you may be
able to code each section as a separate script and write a“ master”
script that calls each section as required, checking for errors. Work-
ing with several small scriptsisgenerally preferableto asinglelarge
one becauseit is easier to follow the logic of the program and find
errors. The CALL command is used to transfer execution to another
script, for example

call "getdata"

callsthe script named “ getdata.” When the RETURN command is ex-
ecuted in the called script, control returns to the calling script:

return [exit_code]

The exit code is optional. When control is returned to the calling
script, the value of @BTATUS in the calling script will be equal to
the value of the exit code. For example, the script testone.scr would
call the script testtwo.scr as follows:

# testone. scr

#
display "This script calls testtwo.scr”
call "testtwo.scr"

#

At this point, testtwo.scr executes:

# testtwo. scr

#
ask "Enter a nunber: ", @nput
return @ nput

#

# End

The value of @STATUS in testone.scr has now been set to the value
of @ nput entered intesttwo.scr, and testone.scr continueswith the
remainder of its commands:
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# ...
di spl ay "Now @STATUS = ", @STATUS
return

#

# End

A script that has been called may call another script, a process
known as“nesting.” Scripts may be called recursively to thelimit of
available system resources.

All variablesin ascript are global, meaning that they can beread and
changed anywhere. For example, you can write ascript that only sets
the variablesyou will use. Y our “master” script then callsthis script
at the beginning of execution. Themaster script and any other scripts
you call afterward will “see” the variables that you created.

Executing in a Loop

To create aloop, you can write a script to keep track of aloop
counter and use the GOT O command:

# | oopi ng deno nunber 1
#

set @ount = "10"

.1 oop
di splay "Countdown: ", @ount
|l et @ount = @ount - "1"
if @ount not = "0" goto .loop
di spl ay "BLAST off!"
return

Running the script would result in the following display on your
screen:

o

Countdown:
Countdown:
Countdown:
Countdown:
Countdown:
Countdown:
Countdown:
Countdown:
Countdown:
Countdown:
BLAST off!

PNWRAROOITONODOOR
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An alternative method of looping uses the REPS command. With
REPS, the previous script could be written as:

# | oopi ng denp nunber 2

#
reps 10

.1 oop
di splay "Counting down..."
if reps goto .l oop
di spl ay "BLAST off!"
return

Since testing the value of REPS in an | F statement automatically
decrementsit, REPS isamore compact way of executing aloop than
aloop counter. In the example above, the GOTO statement is execut-
ed while REPS is greater than zero, so that the loop is exited after
the message “ Counting down...” has been displayed 10 times. As
shown intheillustration bel ow, this method of writing the script pro-
duces adifferent display than that of aloop counter. Note that if the
number of repetitions is taken from a variable, the countdown oc-
curs, but the variable retainsitsinitial value.

Counting down...
Counting down...
Counting down...
Counting down...
Counting down...
Counting down...
Counting down...
Counting down...
Counting down...
Counting down...
BLAST off!

Manipulating Text

A number of script commands are available for manipulating text
files and text strings. The commands that work with text stringsin-
clude:

STRCAT stringl, string2, [, ...] —Combinetwo or
more strings to make a single, longer string. The longer string re-
placesstri ngl.
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STRINX stringl, string2-Findthefirstoccurrence of
string2instringl. @TATUS holds the position of the first
character in st r i ngl where a match was found.

STRLEN st ri ngl —Find the length of astring. @GSTATUS is set
to the value of the length.

STRRI NX stringl, string2—Findthelastoccurrence of
string2instringl. @TATUS holdsthe starting character po-
sition of thelast occurrencein st r i ngl where amatch was found.

STRTRIM stringl, positionl, position2—Extract
asubstring of st ri ngl beginning at posi ti onl and ending at
posi ti on2. After the substring has been extracted, the value of

stringl issetto substring.

There are other commands for string manipulation, such asthe com-
mands to find the ASCII value of a character, to convert al charac-
tersin astring to upper or lower case, and to request interactive
string input from the user. These and other commands for string ma-
nipulation are discussed in Chapter 15.

The following example illustrates the use of string commands:

String denmp - extract first and |l ast nane froma string
Set vari abl es
set @anme = "Johnson, Alfred"

set @irst = @ane
set @ast = @ane

Find the conma in the nane string
strinx @anme, ","
Move to | ast char of |ast nane and extract |ast nane

| et @TATUS = @TATUS - "1"
strtrim @ast, 1, @TATUS

display "ient's last nane: ", @ ast
Move forward to first char of first name and extract
everything fromthere to the end of the string

| et @TATUS = @TATUS + "2"
strtrim @irst, @TATUS
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display "Client's first nane: ", @irst

#
# Rebuild full nanme by concatenating first and | ast nanes
#
strcat @irst, " ", @ast
display "Cient's full nanme: ", @irst
return
#

# End of script.

Capturing Text

Two commands, TCAPTURE and SETTRAP, are available for cap-
turing text asit enters the serial port. The TCAPTURE command is
used if thetext isto be placed in adisk file. The following script il-
lustrates a simple implementation of TCAPTURE.

Capt ure deno

#
#
tcapture on "sales.rpt"

#

# Pause script until 4 sec of "quiet" el apses
#

wait 4 idle

tcapture off

#
# End of script.

The TCAPTURE command itself does not initiate the text capture.
Text capture startswhen aWAI T, TSEND, TTRAP, or TUPLQAD
command is executed.

The second method, SETTRAP, allowsincoming text to be captured
into ascript variable. The SETTRAP command itself does not cause
any text to be captured, but it prepares TTRAP to capture text by set-
ting avariable into which the captured text is to be saved and speci-
fying alimit on the number of characters saved into the variable. A
simple form of SETTRAP/ TTRAP is:

# Settrap/ttrap deno

#

settrap @nput, 65 # Capture up to 65 char till end of
# line reached

ttrap 30, "~AMNJ"

#

# End of script.
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In this example, up to 65 characters are saved into the variable

@ NPUT. The string *M*J (carriage return/line feed) triggers the
end of the captured text, which includes the trigger string and any
text preceding the trigger—up to 65 characters. If no incoming char-
acters match the trigger within 30 seconds, the last 65 characters of
text are saved to the variable @ NPUT.

More complex forms of the TCAPTURE and SETTRAP commands
are described in Chapter 15.

Reading and Writing Text Files

A script can read and write entire lines of text from atext file. As
many files can be open at atime asthere arefile handlesavailablein
your system. The commands for opening afile are:

FOPENA handl e, fil enane —Open afilefor appending.
FOPENR handl e, fil enane —Open afilefor reading.

FOPENW handl e, fil ename —Openanew filefor writing (de-
letes existing file).

These commands must specify two pieces of information: the file-
name and afile handle. Thefile handle is an integer that other com-
mandsin the script will useto refer tothefile. @GSTATUS isset to the
value 0O if thefile is opened successfully.

The commands for reading, writing, and closing files are:

FREAD handl e, vari abl e —Read aline of text.

FWRI TE handl e, string [, string] —Writealine of
text.

FCLGOSE handl e —Close thefile.

To beread properly, aline of text cannot be longer than the maxi-
mum length of avariable, whichis

10.7x

139 characters.

10.8x

1,024 characters.
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When read and write operations are successful, @GSTATUS is set to
0. If they are unsuccessful—for example, a script attempts to read
past the end of afile—@BTATUS is set to a nonzero value.

Following is an example of a script that uses the file handling com-
mands:

# File read/wite deno
#
# Open nodens. scr and count the nunber of |ines.
# Wite the result in anewfile called |ine.cnt.
#
. begin

cl ear

set @ile = "nodens. scr"

fopenr 1, @ile

i f @STATUS not = "O0O"

werror "Can't open nodemns.scr”

return
end
fopenw 2, "line.cnt"
set @ount = "0"

di splay "One nonent, please.”
cursor 10, 6
put "Reading |ine #"
oop
fread 1, @ nput
#
# If @TATUS is 0, count line and return for another
#
i f @TATUS = "0O"
|l et @ount = @ount + "1"
cursor 10, 21

put @ount
goto .l oop
end
.continue # end of filel
fwite 2, @ount, " lines in nodens.scr."
fclose 1
fclose 2

di spl ay "Done! Check line.cnt for line count."
return
# End of script.
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Managing the Screen Display

Thoughtful screen displayshelp usersgain asense of being “in good
hands.” Informing users of the progress of alengthy job, such asa
filetransfer, freesthem to do other thingswhile the software doesits
job. Displaying too much text onto the screen at once or neglecting
the screen compl etely, however, can make users wonder instead if
their session has malfunctioned. BLAST’ s scripting language pro-
vides anumber of commands and reserved variables for controlling
the screen to present the right amount of information.

Turning Off the Screen

For some applications, you may wish to turn off regions of the
screen whilerunning ascript. (To disable screen displays altogether,
include the -n switch on the command line when you start BLAST;
see “Command Line Switches’ on page 10) Thefollowing reserved
variables control particular regions of the display:

@USERI F —The user interface area, or menu area, at the top of the
screen.

@CRLREG- The scralling region in the middle of the screen.
@'RANSTAT — The File Transfer Status Area of the screen.

Set these variables to O or OFF to disable the corresponding screen
areas. Set the variablesto 1 or ON to enable them. For example, if
you do not want the BLAST menusto be displayed while your script
isrunning, you would put the statement

set @QSERIF = "0"
in your script. The top four lines of the display would then become
part of the scrolling region. You must remember to turn the menu re-

gionback“ ON” inthescript or the user will NOT be ableto seethe
BLAST menus after the script is finished.

Displaying Text in the Menu Region

Two script commands permit you to display text in the menu region:

WRI TE string [, string] —Printsamessage.
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WERROR string [, string] —Printsamessageinthe menu
region and then waitsfor the user to pressakey. (The script will not
pause if GONERROR s set to CONTI NUE.)

These commandsare normally used for displaying errorsor progress
messages.

Displaying Text in the Scrolling Region

The most common way to display text in the scrolling region iswith
the DI SPLAY statement described on page 228. The DI SPLAY
command prints astring or alist of strings at the current cursor po-
sition; depending on the emulation you have chosen, the cursor may
or may not advance to the next display line.

Another method of displaying text usesapair of commands, CURSCR
and PUT:

CURSOR row, col umm — Position cursor.
PUT string [, string] —Printstring.

The following script demonstrates an application of these com-
mands:

# Screen Display Denp
# Hi de nmodem control strings fromthe user
#
. begin
set @NERROR = " CONTI NUE"
set @QSERI F = "OFF"
cl ear # Erase the screen
cursor 12, 30
put "Now connecting, please wait."
set @CRLREG = "OFF"
connect
set @CRLREG = " ON'
if @TATUS not = "0"
set @QSERIF = "ON'

cl ear
wite "Can't connect or log in."
return
end
term nal # enter Term nal node

set @QSSERI F = "ON' # don't forget this!
return
# End of script.
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Communicating with Other Programs

In some BLAST applications, the end user is not even aware that
BLAST isoperating in the system. BLAST provides asimple inter-
facethat lets other programs control BLAST, hiding the existence of
BLAST completely from the user if necessary.

Passing Information to BLAST

Thecommand line can contain up to ten “ arguments,” or parameters,
that passinformation to aBLAST script. Command line arguments
follow the setup name on the command line (see “Command Line
Switches’ on page 10). For example, consider thefollowing BLAST
command line:

blast chicago -ssales 12:05 midwest

This command line will start BLAST with the chicago.su setup, ex-
ecute the script called sales.scr using the -s switch, and store the ar-
guments “12:05” and “midwest” in the reserved variables GARGD
and @ARGL, respectively.

A program can also passinformation to ascript by writing atext file
that the script opens and interprets. Alternatively, because a script it-
self isjust atext file, your controlling software can write ascript that
can be executed by BLAST “on the fly.”

Controlling Other Programs from BLAST

While a script is executing, it can start other programsin your com-
puter with the LOCAL/ SYSTEMcommand. This command allows
your script to execute asingle command as you would typeit on the
command line. The following script demonstrates use of the
LOCAL/ SYSTEMcommand:

# Local System deno
# Copy a file
. begin
set @yscnd = "cp nodens.scr nodens.txt”
| ocal
system
@yscnd
esc
return
# End of script.
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File Transfers with BLAST Session Protocol

Chapter 6 describes the BLAST Session protocol, including some
information about scripting file transfers. This section provides de-
tailed information about writing these scripts.

Thecoding that performsafiletransfer in ascript closely followsthe
seguence of menu choices and prompts that BLAST uses when the
sametask is performed manually. Thus, it makes senseto practicea
communications task interactively before attempting to write the
script that will automate the task. Learn mode (page 176) provides
another means of getting an idea about how a particular task can be
coded in a script.

Getting and Sending Files

A simple GET and SEND could be coded like this (remember, you
would not include the numbers in brackets):

[ 1] filetransfer
[ 2] get

[ 3] yourfile.rpt
[ 4 nyfile.rpt

[ 5] ta

[ 6] send

[ 7] | abdat a. dat
[

[

[

10] esc

Inthis script, yourfile.rpt (line 3) isthe response to the Remote File-
name prompt that BLAST issues when the GET command is given,
and myfile.rpt (line 4) isthe responseto the L ocal Filename prompt.
Thetransfer optionst and a (line 5) specify “text” and “append” in
this example—the same symbols you would use if you were per-
forming the file transfer interactively. In the SEND example, two
blank lines (lines8 and 9) are entered to indicate that BLAST should
use default values for these responses. Thus, the remote filename
will be the same as the local filename, and no transfer options are
specified (the file transfer will be binary). Blank lines representing
default filenames and file attributes (t, o, @) cannot contain com-
ments. Other than the preceding exceptions, you should not have
blank linesin ascript unlessthey do contain the comment character,
#. The ESC statement represents pressing the CANCEL key, whichis
the action that you normally take to exit Filetransfer mode.
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filetransfer

Performing Remote Commands

The BLAST session protocol allows you to perform remote system
commands without special knowledge of the command syntax on
the remote machine. Remote commands are coded in a script like
this:

filetransfer
renot e
chdir
[ usr/ cust oner
esc
esc

Thefirst ESC represents the escape keystroke that will move you
from the Remote menu to the Filetransfer menu. The second ESC
terminates the session in the usual manner.

Using Transfer Command Files

A powerful feature of the BLAST Session protocol is the ability to
take its commands from a transfer command file (see “ Transfer
Command File” on page 115). To use atransfer command filein a
script, the following syntax is used:

filetransfer
file
transfer.tcf
esc

where transfer.tcf isthe command filename. The extension .tcf is of-
ten used to identify atransfer command file, but this conventionis
not required.

Sending Messages

BLAST protocol can send messages between systems during a
BLAST session (see the description of the Message menu option on
page 108). String-variables may be substituted for all elements ex-
cept ESC.

# i ssue the transfer commuand

nmessage # sendi ng a nessage
Sendi ng Sal es Reports # the nmessage
esc # exit Filetransfer node
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Special Considerations

To takefull advantage of the BLAST Session protocol, keep the fol-
lowing pointsin mind:

0

fil

send

ot
%
ta

BLAST attempts to queue as many remote commands as possi-
ble (like GETS) before issuing local commands (like SENDs).
This behavior permits BLAST to transmit files in both direc-
tions simultaneously, but it also means that files may not be
transmitted in the order specified in the script.

Many filetransfer and file management commands can be com-
bined into one FI LETRANSFER- ESC block, asin the follow-
ing example:
etransfer begin Filetransfer node
send files that

mat ch the tenplate

HHHF

xt

renote # begin renote file nmgnt

c
/

hdi r
usr/ cust oner

print

c

lient.log

esc # |l eave remote file ngnt

fil
sit
esc

e # use a command file
e3.tcf
# exit Filetransfer node

Combining operationsallows BLAST to work more efficiently,
saving online charges or other long-distance telephone costs.

Errorsthat occur during file transfer can be checked by testing
the value of @EFERROR or by examining an @EFL OGfile after
exiting Filetransfer mode. If extended logging is enabled, addi-
tional reserved variables give information about the number of
successful transfers and the number of failures. These reserved
variablesaredescribed in Chapter 15. Seealso“Using Log Files
for Error Checking” on page 205.

If thelineis dropped during afile transfer, BLAST can either
ignorethe problem or abort Filetransfer modeimmediately. The
action BLAST takesis determined by the setting of the DCD
Loss Response setup field, but the ability of BLAST to react to
changesin DCD depends on the seria port device driver. If
BLAST does not react to changesin DCD as expected, consult
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your system documentation for an alternate device driver that
tracks DCD.

File Transfers with FTP Using 10.8x

The syntax for FTPfile transfersisthe same asfor BLAST protocol
except that there are no transfer options; therefore, thereisno line
for transfer optionsin FTP scripts. Y ou may, however, add support-
ed file transfer switches to receiving filenames (see “File Transfer
Switches with FTP” on page 126). The basic file transfer syntax is:

filetransfer
send

| ocal _fil enamne
renmote_fil enane
get
renote fil ename
| ocal _fil enane
esc

Aswith BLAST protocol, ablank line for the receiving filename in-
dicatesthat the file will retainits original name. For example, inthe
following script

Fil etransfer

get

Newi nvent ory. t xt
esc

the local filename will remain the same as the remote filename—
Newinventory.txt.

File transfer scripts can be improved by adding error-checking fea-

tures. For adiscussion of error checking in file transfer scripts, see
“Using Log Filesfor Error Checking” on page 205.

File Transfers with Kermit

Before writing scripts for Kermit, you may want to review the gen-
eral information in Chapter 8, Kermit Protocol, on page 129. Learn
mode (page 176) is also agood tool for obtaining arough draft of a
script you will need in a particular case.
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Sending Files

Before issuing a SEND command, you must start simple Kermit or
Kermit server on the remote machine.

Simple K ermit

After starting simple Kermit, you must issue a SEND command on
the remote machine. The basic syntax for sending filesusing ssmple
Kermit is as follows (the actual receive command depends on the
specific implementation of simple Kermit)

Connect

TSEND "kernmit", CR

TSEND "receive_conmmand | ocal filenane", CR
Fi |l etransfer

SEND

| ocal _fil enane

ESC

Kermit Server

Before issuing a SEND command, you must start Kermit server on
the remote machine. For most UNIX machines, this command is
“kermit -x.” The basic syntax for sending files using Kermit server
isasfollows:

Connect

TSEND "kermit -x", CR
Fi | etransfer

SEND

| ocal _fil enane

renote fil enanme

ESC

Receiving Files

Kermit has been implemented on many computer systems.
BLAST’ simplementation of Kermit supports both “receiving” and
“getting” files from remote computers. The RECEI VE command is
used to transfer afile from simple Kermit, whereasa GET command
isused for transferring a file from a Kermit server.

Simple Kermit

Beforeissuing aRECEI VE command, you must start simple Kermit
on the remote machine and issue a send command. The basic syntax
for receiving files using simple Kermit isasfollows (the actual send
command depends on the specific implementation of simple Ker-
mit):
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Connect

TSEND "kernit", CR

TSEND "send_conmand renote fil enane", CR
Fi | etransfer

Recei ve

| ocal _filenane
ESC

Kermit Server

Beforeissuing aGET command, you must start Kermit server on the
remote machine. For most UNIX machines, this command is “ker-
mit -x.” Thebasic syntax for GETsusing Kermit server isasfollows:

Connect

TSEND "kermit -x", CR
Fi | etransfer

GET

| ocal _fil enane

renote fil enanme

ESC

Transferring More Than One File

Unlessyou exit simple Kermit or Kermit server on the remote com-
puter, you do not have to issue the command to start Kermit for ev-
ery transfer block, only thefirst one. For example, you could runthe
following script:

Connect

TSEND "kernmit -x", CR
GET

Sal esReport. t xt

St orelSal es. t xt

SEND
Storellnventory.txt

I nventory.txt

ESC

TSEND "quit", CR

For simple Kermit, however, you do haveto issuethe simple Kermit
send or get command each time you transfer afile, asin the follow-
ing example:

Connect

TSEND "kernmit", CR

TSEND "send Sal esReport.txt", CR
Fil etransfer
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Recei ve

St orelSal es. t xt

ESC

TSEND "receive Storellnventory.txt", CR
Fil etransfer

Send

I nventory. txt

ESC

TSEND "quit", CR

File transfer scripts can be improved by adding error-checking fea-
tures. For adiscussion of error checking in file transfer scripts, see
“Using Log Filesfor Error Checking” on page 205.

File Transfers with Xmodem and Xmodem1K

Before writing scripts for Xmodem and Xmodem1K, you may want
to review the general information in Chapter 9 on the use of these
protocols. Learn mode (page 176) is a so agood tool for obtaining a
rough draft of the script you will need in a particular case.

Sending Files

Before issuing a SEND command, you must issue the Xmodem re-
ceive command on the remote computer for the remote system’ sim-
plementation of Xmodem. The basic syntax for sending afile using
Xmodemis:

Connect

TSEND "recei ve_command renote_fil enanme", CR
Fi l etransfer

SEND

| ocal _fil enane

ESC

Receiving Files

The syntax for receiving filesis:

Connect

TSEND "send_conmand renote fil enane", CR
Fi |l etransfer

GET

| ocal _fil enane

ESC
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Transferring More Than One File

A separate FI LETRANSFER- ESC block is required for each file
that is transferred. For example, to send two files and get onefile,
three FI LETRANSFER- ESCblocksare needed, asin thefollowing
example:

# 3-Fil e Xnodem Tr ansfer
Connect

TSEND "rx Sal es", CR

Fil et ransfer

SEND

Sl1Sal es

ESC

TSEND "rx Order", CR

Fi | etransfer

SEND

S1Or der

ESC

TSEND "sx Inventory", CR
Fi | etransfer

GET

Sll nventory

ESC

File transfer scripts can be improved by adding error-checking fea-
tures. For adiscussion of error checking in file transfer scripts, see
“Using Log Files for Error Checking” on page 205.

File Transfers with Ymodem and Ymodem G

Before writing scripts for Y modem and Y modem G, you may want
to review the general information in Chapter 9 on the use of these
protocols. Learn mode (page 176) isa so agood tool for obtaining a
rough draft of the script you will need in a particular case. Because
the filename is passed to the receiving computer, afilenameis not
needed when receiving afile.

Sending Files

Before issuing a SEND command, you must issue the Y modem re-
ceive command on the remote computer for the remote system’sim-
plementation of Y modem. The basic syntax for sending afile using
Ymodemis:
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Connect

TSEND "recei ve_command”, CR
Fi | etransfer

SEND

| ocal _fil enane

ESC

Receiving Files

The syntax for receiving filesis:

Connect

TSEND "send_conmand renote fil enane", CR
Fi | etransfer

GET

ESC

Transferring More Than One File

A separate FI LETRANSFER- ESC block is required for each file
that istransferred. For example, to send two files and get onefile,
three FI LETRANSFER- ESCblocks are needed, asin thefollowing
example:

# 3-File Ynodem Transfer
Connect

TSEND "rb", CR

Fil etransfer

SEND

Sal es

ESC

TSEND "rb", CR

Fil etransfer

SEND

O der

ESC

TSEND "sb I nventory", CR
Fi | etransfer

GET

ESC

File transfer scripts can be improved by adding error-checking fea-
tures. For adiscussion of error checking in file transfer scripts, see
“Using Log Filesfor Error Checking” on page 205.

202

CHAPTER THIRTEEN



File Transfers with Zmodem

Before writing scriptsfor Zmodem, you may want to review the gen-
eral information in Chapter 9. Learn mode (page 176) isalso agood
tool for obtaining arough draft of a script.

The Zmodem protocol is configured through the Zmodem setup sub-
window. An important parameter for scripting purposesis Auto Re-
ceive. With Auto Receive set to YES in the setup file or the reserved
variable @MAUTODOWN set to YES in a script, Zmodem will only

receive files. Note that a setting for @MAUTODOMNin ascript over-
rides the setting of Auto Receivein the setup file.

Becausethefilenameispassed to the receiving computer, afilename
is not needed when receiving afile.

Sending Files

Before issuing a SEND command, you must issue the Zmodem re-
ceive command on the remote computer for the remote system’sim-
plementation of Zmodem. Inthe basic syntax for sending afileusing
Zmodem below, the reserved variable for Auto Receive,

@ NMAUTODOWWN, is set to NOin case the Setup file has Auto Receive
set to YES or @MAUTODOWN has been set to YES earlier in the ses-
sion:

set @MAUTODOMN = " No"
Connect

TSEND "recei ve_command", CR
Fi l etransfer

SEND

| ocal _fil enane

ESC

Receiving Files

The syntax for receiving files depends on the how you set
@MAUTODOWN. If @ MAUTODOWN is set to NO, you need a GET
statement:

set @MAUTODOWN = " No"

Connect

TSEND "send _conmand renote fil enane", CR
Fil etransfer

CGET

ESC
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If @NMAUTODOWN s set to YES, you do not need a GET statement

set @MAUTODOMWN = " Yes"

Connect

TSEND "send _conmand renote fil enane", CR
Fi | etransfer

ESC

Transferring More Than One File

As with Xmodem and Y modem protocols, with Zmodem protocol
each FI LETRANSFER- ESC block can specify only onefile, asin
the following example:

set @NMAUTODOWN = " No"
Connect

TSEND "rz", CR

Fil etransfer

SEND

Sal es. t xt

ESC

TSEND "sz Inventory.txt", CR
Fil etransfer

GET

ESC

File transfer scripts can be improved by adding error-checking fea-
tures. For adiscussion of error checking in file transfer scripts, see
“Using Log Filesfor Error Checking” on page 205.

BLAST Operation as a Pseudohost With 10.8x

If aremote user logs onto your UNIX system and wants to perform
afiletransfer, theimmediate question is: “What file transfer proto-
col will the remote operator use?’ If heisrunning BLAST on his
system, the best choice would be the BLAST Session protocol. In
this case, the user starts BLAST with the command

blast -h

and then enters Filetransfer mode on hislocal system (see “ Com-
mand Line Switches’ on page 10). However, if the remote operator
isnot running BLAST but a session package that uses a public do-
main protocol, a“pseudohost” mode must be used. Thismodeis
available for Xmodem, Y modem, and Zmodem.
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Pseudohost operation requires a special command line to start
BLAST on the host system and to executefile transfers. The format
of the command line for the remote user is:

blast [setup] -hs{x|k]y|g|z}filename
blast [setup] -hr{x|k|y|g|z}[filename]

where

setup — specifies setup file. Use this optional switch if you want to
change the filetransfer parameters on the remote system.

-h — specifies host mode.

s or r — specifies either Send or Receive.

x|kly|g|z — specifies either Xmodem, Xmodem1K, Y modem, Y mo-
dem G, or Zmodem protocol.

filename — specifies the file to be sent or received from the host
UNIX. The filename must be specified for a Send.
Wildcards can be used for Y modem, Y modem G, and
Zmodem Sends. For Xmodem, the filename can be
specified for a Receive; if it is not, the default filename
will be /usr/tmp/XY Zfile.

The following are examples of command line usage:

blast -hsxwill sends the file named “will” using Xmodem.

blast -hrx receives afile using Xmodem and savesit
with the filename /usr/tmp/ XY Zfile.

blast ymg -hrg starts BLAST on the remote system with the

setup file named “ymg” loaded and receives
afileusing Ymodem G.

NOTE: If the remote user accidently enters the wrong command
ling, thereisno “ graceful” exit as provided by the BLAST protocol.
The terminal appears to hang until the protocol times out, which
may take several minutes.

Using Log Files for Error Checking

Checking for errorsafter afiletransfer isanimportant part of agood
script. Messages generated during afile transfer are written to the
session log file, which you can open and read asyou would any other
file. For example, the following script automates a BLAST session
and checksfor errors:
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set @tlog = "session.|og"

if exist @tlog ldelete @tlog
set @QOGFILE = @t og
filetransfer

send
or ange
fruit
esc
set @ferok = "NO' # initialize user flag
set QOGFILE = "" # cl ose session | og
fopenr 1, @tlog # now open it for reading
. check
fread 1, @ogline
i f @TATUS = "0" # successful read
strinx @ogline, "send conpl ete" # crucial!
if @TATUS = "0" goto .check # no match
set @ferok = "YES" # mat ched, set user flag
end
fclose 1

if @ferok = "YES" display "Transfer successful”
el se display "Could not transfer the file"
return # or whatever el se

Another log file, the error-free log, is available for similar error
checking. Theerror-freelog, or “eflog,” containsjust the status mes-
sages generated during afile transfer and is overwritten eachtime a
FI LETRANSFER- ESC block is executed, unlike the session log,
which is always appended. Consequently, an eflog can be scanned
more quickly than asession log because there are fewer linesto read
and discard (see @EFLOG on page 270).

The following script fragment demonstrates how @EFL OG may be
used to check for errors.

set @FLOG = "xnodem | og"

filetransfer

get

portl and. dat

esc

fopenr 1, @FLOG # check the |og

fread 1, @ nput # only 1 line to | ook at!
fclose 1

strinx @nput, "ERRCR'

if @TATUS = "0" display "No error occurred."
el se display "Error!"
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Text Transfers

Thefollowing section describes scripting for text transfers. See Text
Transfers on page 145 for more information about text transfers.

Uploading Text

To upload atext file from within a script, writea BLAST script that
includes:

¢ aTSEND command to start an editor to capture the data on the
remote system and any commands needed for overwriting or
appending thefile.

¢ aTUPLQAD statement (thiswill honor the setup fields for flow
control—X ON/X OFF, Wait for Echo, Line Delay, Character
Delay, Prompt Character—and linefeed handling). The
TUPLQOAD command sets @STATUS to 0 if successful; it re-
turns somefile I/O errors.

¢ aTSEND command to exit the editor on the remote system.

When uploading to a remote computer, remember that some of the
datamay be buffered. Thismeansthat the upload may completewell
before al the characters have passed completely to the remote sys-
tem. Any activity immediately following a TUPLOAD may have to
deal with both thetrailing characters of the uploaded file and the de-
lay before other activity can beinitiated. To avoid these problems,
you can:

¢ TTRAP for the charactersissued by the remote system upon ex-
iting the text editor.

¢ UseaWAl T | DLE statement to be sure the buffers have a
chanceto clear.

The sample script below assumes that the remote computer is run-
ning UNIX using the text editor vi. The script TTRAPs for thefile-
name in quotation marks used in vi’'s exit status line; the WAI T
command gives the buffers on the local and remote computerstime
to clear.

connect

TSEND "vi ci h4", CR # Send cnd to start editor on renote
wait 3

TSEND "G', CR # Moves cursor to end of file
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TSEND "o0", CR # Starts new |ine for appending
TUPLQAD "ci h4"
wait 3 idle

TSEND "\ 033", CR # Send escape cnd to renote system
wait 1
TSEND ": x", CR # Send cnd to exit editor on renpote

TTRAP 30, "\ 042ci h4\ 042"
set @old = @tatus
wait 3 idle

if @old = "0"
di splay "Tupl oad not conpleted."
return
end
el se di splay "Tupl oad successful."
wait 10
For more specific error checking, you can check @STATUS for
TUPLQAD:
connect
TSEND "vi cih4", CR
wait 3

TSEND "G', CR
TSEND "0", CR
TUPLQAD "ci h4"
set @oldl = @tatus
wait 3 idle
if @oldl = "0" display "Tupload cnd execution conplete."
el se
di splay "Tupload cnd failure; error ", @oldl
TSEND "\ 033", CR

TSEND ": q!", CR # Quit editor without saving file
return

end

TSEND "\ 033", CR

wait 1

TSEND ": x", CR

TTRAP 30, "\ 042ci h4\ 042"

set @old2 = @tatus

wait 3 idle

if @old2 = "0"
di splay "Tupl oad not conpleted."
return

end

el se display "Tupload conpl eted."

wait 5
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Downloading Text

To download atext file from within a script, write a BLAST script
that includes a TCAPTURE statement. TCAPTURE will receive the
specified file from the remote system and activate captureto receive
it.

While TTRAP handles a small number of characters for processing
by aBLAST script, TCAPTURE accepts large amounts of data and
savesit to adisk file. The APPEND option writes the captured data
to the end of an existing file or createsanew file. The OVERVWRI TE
option deletes and recreates an existing file or creates anew file. If
BLAST isunableto use the specified file, the statement will set
@TATUS to an error code.

Once capture has been enabled, the program must execute one of the
following statements before capture begins:. TERM NAL, TTRAP,
TUPLQOAD, or WAI T (with CARRI ERor | DLE option). To closethe
fileand save any datathat has been captured, use TCAPTURE OFF.
The following example shows how a file can be displayed and cap-
tured from a remote computer:

connect

TSEND "cat payroll.dat", CR

TCAPTURE ON "payroll.cap" # turn capture on
wait 5 idle # wait for data to stop
TCAPTURE OFF # end capture, close file
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Chapter 14

Connecting
and Disconnecting

Introduction

Connecting and disconnecting are crucia operations. Normally,
BLAST initializes the modem and dials a remote system under the
control of a specialized script called “modems.scr.” Logging into a
remote system, such asaVMS or a UNIX-based computer, islike-
wise handled by a special script called “systems.scr.” These scripts
are called by BLAST when the Connect command isissued from a
menu or the CONNECT statement i s executed in a script. Disconnect-
ing ismanaged in asimilar way by modems.scr and systems.scr. It's
important to understand the structure and operation of these two
scripts—and how you can modify them.

BLASTscript Libraries

Modems.scr and systems.scr are called script “libraries’” and provide
theinformation that BLAST needsto control your modem andtolog

CONNECTING AND DISCONNECTING 211



onto remote computers. These libraries are collections of scripts
combined into large files and indexed for rapid access. BLAST au-
tomatically chooses the proper scripts from these libraries based on
the values of the System Type and Modem Type setup fields. If you
should choose to modify either modems.scr or systems.scr, be sure
to make a backup copy of thefilefirst under another name. Aswith
any other script file, modems.scr and systems.scr should always be
saved astext-only or ASCII files. Do not save them as word-proces-
sor files.

These script libraries are activated through menu commands or
script commands, as follows:

Connect — Uses commands in modems.scr and systems.scr to dial
out and log onto the remote system.

Upload —Uses commandsin systems.scr to prepare the remote com-
puter for the text upload.

Filetransfer —Usescommandsin systems.scr to start BLAST onthe
remote computer.

Disconnect —Uses commandsin modems.scr and systems.scr tolog
off the remote system and hang up the modem.

By automating these processes, BLAST allows you to exchange in-
formation between many different computer typeswithout requiring
technical proficiency in each system.

Modem Control

The modems.scr library handles awide range of different modems,
some of which may use proprietary commandsto perform functions
under computer control. BLAST uses the Modem Type setup field
or the @/ODEMreserved variableto select the proper script fromthis
library and the Originate/Answer setup field or the GDRGANS re-
served variable to tell the modem either to originate or to wait for
cals.

Remote System Control

The systems.scr library controls the commands sent to the remote
computer. By using thislibrary, your system can start BLAST in
host mode on the remote computer. BLAST also usesthislibrary to
control text uploading. BLAST uses the System Type setup field or
the @YSTYPE reserved variabl e to select the proper script fromthis
library.
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Creating New Libraries

Y ou can create aternate system and modem control files that con-
tain only the necessary commands for your particular hardware—
thisis more efficient than the standard libraries that include many
modems and systemsthat you are not likely to need. BLAST will al-
ways look for individua filesin the directory specified by the
BLASTDIR environment variable before using the standard librar-
ies. For example, if you specify t bl azer intheModem Type setup
field or set @MODEMtot bl azer , CONNECT will use astand alone
script named tblazer.scr, if it exists, to control modem handling in-
stead of the thlazer entry in modems.scr.

The Connection Process in Detail

The modems.scr library can be used to automate the connect pro-
cess. If the Modem Type setup field is empty or set to “hardwire,”
BLAST assumes that your system is hardwired to the remote com-
puter and modems.scr is not opened.

When a Modem Type has been selected and the Originate/Answer
setup field is set to ANSVER, control is passed to the. ANSVER sec-
tion in modems.scr, which initializes the modem and waits for the
call.

When the Originate/Answer field is set to ORI G NATE and the
Connect command or CONNECT statement is used, control ispassed
to the. DI AL section. If aphone number is specified in the phone
number field, . DI AL sendsthe phonenumber charactersfield tothe
modem as adial command. If the Phone Number field is empty,

. DI AL promptsthe user to enter anumber. After dialing, it waitsfor
amessage from the modem indicating a successful connection has
been made.

If aSystem Typeis specified, the corresponding . LOGON sectionin
systems.scr is called for logging onto the remote system. If System
Typeisempty, BLAST assumes that you do not want system han-
dling and the Connect process ends, returning you to the Online
menu or the calling script with @STATUS set to 0.

If an error is detected by modems.scr or systems.scr, the scripts re-
turn to BLAST with @STATUS set to reflect one of the errors listed
below:

0 Noerror
1 Unabletoinitialize the modem (modems.scr)
2 No answer (modems.scr)
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Can't log in: wrong userid, password (systems.scr)
No Carrier (modems.scr and systems.scr)

Busy (modems.scr)

No Dialtone (modems.scr)

Error (modems.scr)

OK unexpected (modems.scr)

coO~NO U1 AW

Y our script can check @TATUS to determine whether aconnection
is successful.

The Disconnection Process in Detail

There are four ways to disconnect from another system:

¢ You can select Terminal from the Online menu and manually
type the appropriate commands to the modem and the remote
computer.

¢ You can select Disconnect from the Online menu and allow
BLAST to automate the process through the systems.scr and
modems.scr libraries.

¢ Youcan writeaBLAST script that uses the DI SCONNECT
statement, which operates similarly to the Disconnect com-
mand.

¢ You can physically hang up the modem by powering off. This
is, of course, not recommended.

The Disconnect process attemptsto log off the remote computer us-
ing the. LOGOFF section in systems.scr. Control isthen transferred
to the . HANGUP section in modems.scr to hang up the modem.

If an error is detected by modems.scr or systems.scr, the scripts re-
turn to BLAST with @STATUS set to reflect one of the errorslisted
below:

0 Noerror
1 Unableto initialize the modem (modems.scr)
3 Can'tlog out correctly (systems.scr)

Sample Modem Script

Thefollowing script illustrates the parts of amodem script. Y ou can
incorporate this script into modems.scr or keep it as a separatefile,
quick.scr. If you incorporate the script into modems.scr, you must

index the script (see “ The Index Utility” on page 216). If you incor-
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#
#
#
#

#

porate and index the script, it will appear automatically asanew mo-
dem typeinthe Modem Type setup field. Otherwise, you must enter
it manually into the Modem Type setup field.

QUI CK
A sanpl e nodem control script illustrating the
requi red sections .DI AL, .ANSVER, .HANGUP, and
. END.
DI AL
i f NULL @PHONENO
ask "enter phone number", @HONENO
if NULL @HONENO or @STATUS = "-1" return 1
end

tsend "ATDT", @HONENO, CR
ttrap 45, "CONNECT", "NO CARRIER', "BUSY", "NO DI AL"
if @TATUS = "1"

ttrap "\ 015"
return O
end

| et @TATUS = @TATUS + 2" # set up return code
return @TATUS

. ANSVEER

#

#

tsend "ATS0=1", CR
ttrap " CONNECT"
return 0

HANGUP
drop dtr
wait 2
rai se dtr
return 0

. END

#
#

End of qui ck. scr

The required sections for amodem script are. DI AL, . ANSVER,
.HANGUP, and . END. The appropriate section is activated when the
Connect or Disconnect commandsaregiven. The. END section ter-
minates the script (or separates the script from the next one in mo-
dems.scr) and requiresafinal colon(;). With thissample, you should
be able to write your own modem scripts or modify the scriptsin
modems.scr. Likewise, you can modify or enhance the system
scriptsin systems.scr.
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The Index Utility

Threefiles used by BLAST contain an index at the beginning of the
file: blast.hlp, modems.scr, and systems.scr. Each index contains
references to specific sectionsin the file. For instance, modems.scr
contains a BLA ST script section to control the US Robotics Courier
modem. The index at the beginning of modems.scr contains arefer-
ence to this section.

Indexing afileallows BLAST to jumpto aparticular section of afile
quickly. Each section of the file should begin with alabel in the
form:

: LABEL

Theindex itself isin the form of lines of text, each beginning with
the greater-than sign (>). The Index utility adds the numeric refer-
ences that send control to the referenced section of thefile.

If you modify any of thesethreefiles, theindex must berecal culated
so that BLAST can read thefile properly. For example, if you add a
new system type to systems.scr or add your own Online Help text to
blast.hlp, you must run the index utility copied to your BLAST di-

rectory during installation to re-index thefile. Indexing should only
be performed on these three files. Before modifying or re-indexing
any of thesefiles, however, be sureto make a backup copy of thefile
under another name and save the file you are modifying astext-only
or AXCII.

If you create a separate modem script, such as mymodem.scr and en-
ter mynmodemas the Modem Type in a setup, indexing is not re-
quired. If you modify any of the three standard files, however, you
must re-index them. Follow this procedure to index afile:

1. Makeabackup copy of the original file under another name.

2. Maketherequired changesto the origina file.

3. Deletetheold index linesfrom thefile.

4. Savethefile astext-only.

5. Renamethefile.

6. Typethe following command:
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index oldfile newfile

whereol df i | eisthemodifiedfileandnewf i | e isthename
of the new indexedfile. For example, if you modified systems.scr
and saved it under the name sys.scr, you would type the follow-

ing:
i ndex sys.scr systens.scr
Remember also that BLAST will not operate properly if the fi-

nal name of thefileis not exactly as described above, that is, ei-
ther systems.scr, modems.scr, or blast.hlp.
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Chapter 15

BLASTscript
Command Reference

Introduction

Asyou learned in Chapter 12, BLAST’ s script commands are En-
glish-like statements that automate communications functions. This
chapter definesand illustratesthe use of BLA ST’ s script commands.

To use the script commands correctly, you must understand the data

types supported by BLASTscript and the syntax rules defining ale-
gal script statement.

Data Types

All datais stored as strings. The number of charactersinastringis
limited to the following:
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10.7x

139 characters

10.8x

1,024 characters

Variables
Variables start with “ @, followed by up to eight characters. For ex-
ample;

@
@r ed
@z23

Names are not case-sensitive. Thus @r ed, @ r ed, and @-REDall
refer to the same variable.

Numeric Constants

Numeric constants are sequences of digits enclosed in double quota-
tion marks. They may not be preceded by aminus sign. For example:

"y
"4789"
n 56"

Numeric Strings

Numeric strings are sequences of digitsenclosed in double quotation
marks. Numeric strings may be preceded by aminus sign. For exam-

ple:

w_ g

"4789"

n - 56"

Numeric Values

Numeric values may be variables, numeric constants, or numeric
strings as defined above.

String Constants

String constants are a pha-numeric sequences enclosed in double
guotation marks. For example:
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"TH S IS A STRI NG CONSTANT"
"12345"
". 123ABC

String constants may contain special control characters:

\r carriage return
\ linefeed

\ f formfeed

\b backspace

\ 't tab

\\ backslash character

\ xxx  wherexxx isthethree-digit octal value of the character ex-
cept for the octal value of null (\ 000), which is not permit-
ted because null characters are treated as end-of-string
characters. When encountered, nulls stop string processing.

Specifically, keep the backs ash character in mind in writing scripts
when your remote computer is a PC running DOS. If you quote a
pathname, you will need to use double backslashes, asin the follow-
ing example:

set @ydir = "\\DOS\\ci h"

filetransfer

send

cih

@rydi r

esc

If you want to include quotation marksin aDl SPLAY or WRI TE
statement, abackslash must precede the quotation marks; otherwise,

BLAST interpretsthe second quotation mark asthe end of the string.
For example, to display the following

Processing “Wekly Reports” -- please wait.
your script statement would be:
di splay "Processing \"Wekly Reports\" -- please wait."

Control characters may be coded in a string by preceding the char-
acter with “~”. For example, *Misequivalentto\ r and\ 015:

set @sg = "3 carriage returns: M \r, \015"

Tocodeasingle” inastring, two ” characters are coded together.
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String Values

String values may be string constants or variables as defined above.

Reserved Variables

Reserved variable values correspond to setup fields and physical or
logical program conditions. See Chapter 16 for more information.

10.8x

Binary Variables

Binary variables contain binary data. For example, the variable
specified in aHEX2BI N command statement is abinary variable.
Because these variabl es can contain nonprintabl e characters (nulls,
for example), the contents of the variables may not display correct-
ly on the screen.

Syntax Rules

The number of charactersin a script statement is limited to:

10.7x

131 characters

10.8x

1,024 characters

I ndentation makes code easier to read and has no effect on operation.
Commands and variable names are not case-sensitive. Thus,

SET @I LENAME = "defaul t. su"

isequivalent to

set @il enane "defaul t.su"

If strings are numeric values, mathematical operations (+, -, *, /) can
be performed in aLET statement. Parentheses are not allowed, how-
ever, and expressions are eval uated left to right without precedence.

Comment lines begin with “#”. Comments may also be placed on
the same line asa BL ASTscript statement by putting a# in theline;
all charactersfrom the # to the end of the line are treated as a com-
ment.
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Every line in a script must be executable or contain acomment. As
a consequence, blank lines, which are rarely executable, cannot be
used to separate script code visually.

BLASTscript is highly space-sensitive. When in doubt, separate all
elements of a statement with spaces and enclose all constants,
strings, or numerals in quotation marks. For example;

set @ariable = "hello, world"

Commands That Set @STATUS

A number of script commands set the value of @STATUS, indicat-
ing whether the command was executed successfully. In general,
@TATUS is set to O to indicate success. Some commands that re-
turn numeric results (e.g., STRI NX, TTRAP) set @TATUSto 0 to
indicate a null condition. The following commands set @GSTATUS:

ASCI | FOPENW LOCAL SYSTEM STRRI NX

ASK FREAD LPRI NT STRLEN

CALL FREADB LRENAME SYMIYPE
CONNECT FREW ND LTYPE TCAPTURE

DI SCONNECT FWRI TE NEW TSEND

DROP FWRI TEB RAI SE TSENDBI N
FCLOSE LCHDI R REMOVE TTRAP

FI LETRANSFER LDELETE RETURN TUPLOAD
FOPENA LLI ST SELECT WAI T CARRI ER
FOPENR LOAD STRI NX WAl T1 DLE

SET Statements that Set @STATUS

Additionally, @TATUS is set when you issue a SET command for
areserved variable that has a corresponding setup field; in this case,
the change in the variable will occur immediately and will set
@TATUS based on the success or failure of the change. For exam-
ple, if you issue the following command:

set @ARITY = " ODD"'

@STATUS will be set based on the success or failure of setting
@PARI TY to ODD.
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10.8x Manipulation of Binary Data

BLAST Professional UNIX 10.8x permits manipulation of binary
data using the reserved variables @1 LECNT, @YMI'YPE, and
@'RAPCNT (see Chapter 16) and the following BLASTscript com-
mands— Bl N2HEX, CHECKSUM FREADB, F\RI TEB, HEX2BI N,
SYMTYPE, TRAPNULLS_ON, and TSENDBI N. For afull discus-
sion of the function of these commands, see the description of spe-
cific commands below.

BLASTscript Commands

Thissectionisorganized al phabetically by command. Thefollowing
conventions are used throughout:

[1 Indicates that enclosed phrases or characters are op-
tional.
Indicatesthat the preceding statement or line may be
repeated.

{xx|yy} Indicates that either the xx or yy phraseis required.

Choose only one.

10.8x Following the name of the command, indicates that
the command is supported by 10.8x only.

ASCII
get ASCII value of a character
FORMAT: ASCII string_value, numeric_value
ASCl | sets @STATUS to the ASCII value of the character at posi-
tion numeric_value within string_value. Thefirst positionis 1. The
ASCII valueisthe decimal value given to the ASCII character. For
these values, see Appendix D.
EXAMPLE:
set @ilename = "\\path\\fil enanme"
ASCII @il enane, 1 # get ASCI| value for first
# character in @il ename--
# ASCI1 92 is a backslash (\)
i f @TATUS = "92" display @ilename, " is a full pathnanme"
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ASK

FORMAT:

EXAMPLE:

ASK "what

prompt for a string from the user

ASK [NOECHOQ] string_value, variable

ASK prompts the user with string_value displayed at the top left of
the screen. The input from the user will be placed in variable. Be-
cause of display limitations, the combined length of string_value
and variable should not exceed 80 characters.

The NOECHO option causes BLAST to suppress user input. Use
NOECHOwhen entering a password or other sensitive data. If the
user replies to the ASK prompt by pressing esc, @5TATUS will be
set to anonzero value. If the input ends with enTer, @GSTATUS will
be set to 0 unlessvariableisareserved variablethat sets @STATUS
ina SET statement. In this case, @STATUS is set based on the suc-
cess or failure of the SET command. (see “ SET Statements that
Set @STATUS' on page 223).

nont h", @ronth

ASK NOECHO " Password?", @ecret # no displ ay

BIN2HEX

10.8x

FORMAT:

EXAMPLE:

convert binary byte count to hexadecimal

BIN2HEX numeric_value, variablel, variable2

Bl N2HEX converts the first number of bytes (numeric_value) in
variable2 into the hexadecimal equivaent of an ASCII string and
storestheresult in variablel.

NOTE: If numeric_valueislarger than 512 bytes, the result of

Bl N2HEX will betoo largefor variablel. The size of variablel will
always betwice aslarge as numeric_value because a binary charac-
ter becomes atwo-byte pair in hexadecimal.

Bl N2HEX 10, @uf, @rgl # converts first 10 bytes of

# @rgl; stores result in @uf.
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CALL

FORMAT:

EXAMPLE:

call another script

CALL string_value

CALL loads and executes another BLAST script, after which the
called script returnsto the calling script. String_value contains the
filename of the called program. On return, @S TATUS is set to the
value of the exit code in the called program’ s RETURN statement or
to 0 if no exit code value is given. Since al values are global, any
valuessetinthe calling script will beretained in the called script and
viceversa. CALL searchesfor the script namein thefollowing order:

1. Fileswithout “.scr” extension in current working directory.
2. Fileswith “.scr” extension in current working directory.

3. Fileswithout “.scr” extension in SETUPDIR directory.

4. Fileswith“.scr” extension in SETUPDIR directory.

CALL " BACKUP. SCR'
i f @TATUS = "0" display "Backup Successful"

CHECKSUM 10.8x
generate checksum of a string
FORMAT: CHECKSUM numeric_valuel, numeric_value2, varl, var2, [var3...]

NOTE: var=variable

CHECKSUMgenerates a checksum or CRC from a string (variable2
and any additional variables) and storesit as the hexadecimal equiv-
alent of ASCII datain variablel. Numeric_valuel specifiesthetype
(checksum or CRC); numeric_value2 specifies the compliment (O or
1):

TYPE COMPLIMENT

1 = 8-hitenvoy LRC 0 = normal

2 =16-bit CRC 1 = one’'s compliment
3 = 32-hit CRC

4 = 8 checksum
5 =16 checksum
6 = 32 checksum
7 = Motorola pager 3-byte ASCII checksum
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EXAMPLE:

CHECKSUM 2,

#

# 16-bit CRC, 0 conplinent;

0, @ylrc, @eply, @tx

hexadeci mal checksumof @eply

# and @tx is stored in @uvylrc.

CLEAR
clear the scrolling region
FORMAT: CLEAR
CLEAR clearsthe scrolling region of the screen.
EXAMPLE:
CLEAR
CLEOL
clear to the end of the line
FORMAT: CLEOL
CLECL clearsfrom the current cursor position to the end of the cur-
rent line in the scrolling region.
EXAMPLE:
CLEOL
CONNECT
connect to aremote
FORMAT: CONNECT
CONNECT directs BLAST to execute routines in the modems.scr
and systems.scr librariesto dial the modem and log on if the Modem
and System Type setup fields are specified. For more information
about the operation of the CONNECT command, see Chapter 14.
EXAMPLE:
CONNECT

i f @TATUS = "0" display "K'
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CURSOR

position the cursor within the scrolling region

FORMAT: CURSOR numeric_valuel, numeric_value2

CURSOR positions the cursor to a given row (numeric_valuel) and
column (numeric_value?) in the 20 x 80 scrolling region. The row
ranges from 0 to 19, and the column ranges from O to 79. If
@QJSERI Fissetto 0 or OFF, the full 24 x 80 screen will be ad-
dressed.

Use PUT statementsfollowing cursor position to write on the screen.

EXAMPLE:

CURSOR 4, 10 # nmove to row 4, colum 10
put "1. Get sales figures"

CURSCR 6, 10

put "2. Send pricing"
ask "enter option (1 or 2)", @pt

DISCONNECT

disconnect from a remote

FORMAT: DISCONNECT

DI SCONNECT directs BLAST to execute routines in systems.scr
and modems.scr to log off and hang up the modem if the System and
Modem Type setup fields are specified. See Chapter 14 for afull dis-

cussion.
EXAMPLE:
DI SCONNECT
if @TATUS = "0" display "K'
DISPLAY
display strings to display region
FORMAT: DISPLAY string_value, ...
DI SPLAY displays messagesin the scrolling region of the screen. If
alog file has been specified, these messages will a so be sent to the
log file.
EXAMPLE:
DI SPLAY "Dialing...", @HONENO
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DROP

FORMAT:

EXAMPLE:

DROP DTR
DROP RTS

ECHO

drop DTR/RTS

DROP { DTR | RTS }

DROP terminates signals on the RS-232 interface. If thevalueis
DTR, the Data-Terminal-Ready signal drops, hanging up most mo-
dems (cable and modem configuration permitting). If the valueis
RTS, the Request-to-Send signal drops, causing some devices to
stop transmitting. The success of the DROP DTRand DROP RTS
commands are dependent on the device driver being ableto drop the
signal on the seria port hardware.

# drop DTR signal
# drop RTS signal

FORMAT:

EXAMPLE:

ECHO ON
ECHO OFF

enable/disable script display

ECHO { ON | OFF }

ECHOtraces BLAST script statements and displays them on the
screen asthey are executed. They are also echoed to the log file, if
oneis specified.

When executing CONNECT and DI SCONNECT statements, the
statements in the modems.scr and systems.scr libraries will also
echo. If you do not wish to see all these statements, turn ECHO ON
only as needed.

Because the statements displayed by ECHOare interspersed with the
standard interactive dialog, ECHOIs particularly useful in under-
standing what activity istriggered by what response within a
BLAST script.

# set echo on
# set echo off
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ERRSTR

store script error text

FORMAT: ERRSTR numeric_value, string _variable

ERRSTR puts the English language error message corresponding to
numeric_valueinstring_variable. This statement iscommonly used
in association with the reserved variable @CRI PTERR, which con-
tains the number of the last BLASTscript error encountered.

For alist of error messages, see Appendix A. Note that not all error
messages listed are possible errorsin al versions of BLAST; some
are operating system specific.

EXAMPLE:

fopenr 1, "nonexist.fil"
i f @TATUS not = "0"

ERRSTR @BCRI PTERR, @VESSAGE

di splay "ERROR #", @5CRI PTERR, "-", @VESSAGE
end

FCLOSE

close an open file

FORMAT: FCLOSE numeric_constant

FCLOSE closes an open file. Numeric_constant is a number, called
ahandle, that other file statements use to refer to thefile. Thefile
handle can range from 1 to the number of file handles available
through the operating system. If FCLOSE is successful, @GSTATUS

issetto 0.
EXAMPLE:
fopenr 1, "input.fil" # open file 1 for reading
FCLCSE 1 # close file 1

FILETRANSFER FILE

perform commands from a BLAST TCF

FORMAT: FILETRANSFER
FILE
filename
ESC
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In BLAST protocol, this multi-line statement performs commands
read from atransfer command file (TCF). Filenameisthe nameof a
transfer command file, which may be specified with a string vari-
able. See “Transfer Command File” on page 115 for a complete de-
scription of the transfer command file format.

EXAMPLE:

FI LETRANSFER
FI LE
command. fi
ESC

di sconnect
qui t

FILETRANSFER GET / SEND

get/send file

FORMAT: FILETRANSFER FILETRANSFER
GET SEND
{protocol-dependent string(s) ...} {protocol-dependent string(s) ...}
ESC ESC

These statements transfer files to and from the remote computer.
The exact syntax is protocol-dependent. For afull description of the
syntax of theindividual protocols, see “File Transferswith BLAST
Session Protocol” on page 194 and the sections on scripting file
transfers for the other supported protocolsin Chapter 13.

EXAMPLE:

set @rotocol = "BLAST"

set @ew = "usr/ bl ast/readne"

FI LETRANSFER # enter Filetransfer node

CET get a file with BLAST

getrne. fil renote fil enane

@ew local filenane stored in a variable
to text conversion and overwite
SEND send a file with BLAST

*

% resolve nmultiple nanes with %

SEND
sanenane. fil

send a file with no renote fil enane
this will also be the renpte nanme

send as text file
end BLAST protocol session

t

#
#
#
#
#
. DOC # mght be lots of these files...
#
#
#
#
ESC #
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FILETRANSFER LOCAL

perform local commands using BLAST protocol

10.8x

perform local commands using FTP

FORMAT:

FILETRANSFER
LOCAL

{LIST | DELETE | RENAME | TYPE | PRINT | CHDIR | SYSTEM}
{SHORT|LONG} filename oldname filename filename pathname command
filename ESC newname ESC ESC ESC ESC
ESC ESC ESC ESC ESC ESC ESC
ESC ESC

This multi-line statement performs Local menu commands within a
FI LETRANSFER- ESCblock using BLAST protocol or,inBLAST
Professional UNIX 10.8x, using FTP. Note that L ocal menu com-
mands may aso be performed withthe LLI ST, LDELETE,

LPRI NT, LTYPE, LRENAME, and LCHDI R statements.

LOCAL isfollowed by one or more commands. Most of the com-
mands are followed by afilename, which may include wildcards or
astring variable. Please note that lengthy local functions may force
either the remote system or your system to time out, so keep local
functionsasshort as possible or changethe Inactivity T/O setupfield
to allow moretime.

LI ST —Display your local directory listing. Theline after LI ST
must specify either SHORT or LONG. The second line after
L1 ST can beleft blank to display all filesor it can be afile-
name, which may include wildcards (e.g., *.txt).

DELETE — Delete afileor fileson your system. Theline following
DELETE isthe filename, which may include wildcards.

RENAME — Rename afile on your system. Theline after RENAME is
the old filename; the second line after RENANE isthe
new filename.

TYPE — Type afile on your system’ s display. The line following
TYPE isthe filename.

PRI NT — Print afile to the device specified in the BPRINTER en-
vironment variable. The line following PRI NT isthefile-
name (see LPRI NT on page 247).

CHDI R— Change the working directory of your system. The line
following CHDI Risthe pathname of the new working di-
rectory.
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SYSTEM- Perform aloca system command. The line following
SYSTEMis asystem command. If thislineisleft blank,
BLAST invokes the operating system interactively.
When you are finished with the command interpreter,
you must returnto BLAST by typingexi t and pressing
enTER. When BLAST is started with the -b switch (or
with the -n switch if the display has not been re-enabled
through a script), you cannot escape to a system prompt
(see “Command Line Switches’” on page 10).

EXAMPLE:

set @rotocol = "BLAST"
FI LETRANSFER # start BLAST session protocol
get
dai | y. dat
new. dat
to
LOCAL # begi n LOCAL conmands
PRI NT
new. dat
RENAVE
new. dat
ol d. dat
ESC # end LOCAL commands
send
sendne. fil
toyou. fil
t
ESC # end BLAST protocol session

FILETRANSFER MESSAGE

send messages using BLAST Protocol

FORMAT: FILETRANSFER
MESSAGE
message
ESC

Using BLAST protocol, MESSAGE sends atext string that isdis-
played in the scrolling region of both computers' displays. Theline
after MESSAGE is amessage—alline of text up to 67 charactersor a
variable containing aline of text up to 67 characters.
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EXAMPLE:

FI LETRANSFER
MESSAGE
Sendi ng Sal es Reports

# enter Filetransfer node
# send a nessage

# specify the nmessage

ESC

FILETRANSFER REMOTE

perform remote commands

FORMAT for BLAST protocol:

FILETRANSFER
REMOTE

{LIST | DELETE | RENAME | TYPE | PRINT | CHDIR | MORE}
{SHORT|LONG} filename oldname filename filename pathname ESC
filename ESC newname ESC ESC ESC ESC
ESC ESC ESC ESC ESC ESC

ESC ESC

This multi-line statement performs error-free file management on
the remote computer during a BLAST protocol session. Multiple
commands may follow the REMOT E command, and filenames (valid
pathnames for the remote computer) or string variables may follow
each command. Some older versions of BLAST do not support
REMOTE commands.

During a BLAST session, the following commands are available:

LI ST —Display the remote directory listing. Theline after LI ST
must specify either SHORT or LONG. The second line after
L1 ST can beleft blank to display al filesor it can be afile-
name, which may include wildcards (e.g., *.txt).

DELETE — Delete afile or files on the remote system. The line fol-
lowing DELETE is the filename, which may include
wildcards.

RENAME — Rename aremote file. The line after RENAME isthe old
filename; the second line after RENANVE is the new file-
name.

TYPE - Type aremote file on your system’ s display. The line fol-
lowing TYPE isthe filename.

PRI NT — Print aremote file to the remote printer. The line follow-
ing PRI NT isthe filename.
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CHDI R - Change the working directory on the remote computer.
Theline following CHDI Ris the pathname of the new
working directory

MORE — Continue displaying data from the remote computer after a

page pause.

10.8x

QWD —

FORMAT for FTP:

FILETRANSFER

REMOTE

{LIST | DELETE | CwbD}
{SHORT | LONG} filename pathname
filename ESC ESC

ESC ESC ESC

ESC

During an FTP session, the following commands are available:

LI ST —Display the remote directory listing. The line after LI ST must

specify either SHORT or LONG. The second line after LI ST can
beleft blank to display al filesor it can be afilename, which may
include wildcards.

DELETE - Delete afileor files on the remote system. Thelinefollowing

DELETE isthe filename, which may include wildcards.

Change the working directory on the remote computer. The line
following CVD is the pathname of the new working directory.

FORMAT for Kermit server protocol:

FILETRANSFER

REMOTE

{DIRECTORY | ERASE | TYPE | CWD | SPACE | WHO | MESSAGE | HOST | KERMIT | HELP}
pathname flename filename pathname pathname user message command message ESC
password ESC ESC ESC ESC ESC ESC ESC ESC ESC
ESC ESC ESC ESC ESC ESC ESC ESC ESC

ESC

During a Kermit server protocol session, the available commands
depend upon both the version and the configuration of the remote
Kermit server. A command may fail if the remote Kermit server
does not support the command. Y ou must start Kermit remote server
on the remote system before entering Kermit Filetransfer mode.
Kermit remote commands include:

DI RECTORY —Display adirectory on the remote server. Theline
after DI RECTORY isthe pathname (with or without
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wildcards) of the remote directory for which you
want alisting; if you leave thisline blank, the cur-
rent working directory listing of the remote server
will bedisplayed. Thesecond lineafter DIl RECTORY
isthe password that may be required to gain access
to the directory listing. If no password is required,
leave this line blank.

ERASE — Delete afile on the server. The line following ERASE is
the filename (with or without wildcards) of the file to be
erased. If you do not specify afull path for thefile, thefile
(if it exists) will be removed from the current working di-
rectory of the remote server.

TYPE — Display aremote-server file on your screen. The line fol-
lowing TYPE is the filename of the file to be displayed.
Kermit does not support a page pause, So you must use cTRL
s to pause and cTrL Q to resume the flow of data.

CWD — Change the server’ sworking directory. Theline following
CWD is the pathname of the new working directory.

SPACE - Display unused drive space of a directory on the remote
server. The line following SPACE is the pathname (with
or without wildcards) of the directory for which unused
drive space is to be reported.

VWHO-Display information on user(s) currently logged onto the
server. Thelinefollowing WHOIi sthe user for whom you want
information. If you leave thisline blank, information on all
users logged onto the server will be displayed.

MESSAGE — Send a one-line message to be displayed to the remote
operator. Theline following MESSAGE isthe one-line
message to be displayed to the remote operator.

HOST — Send an operating system command to the server. Theline
following HOST is the operating system command sent to
the remote server. The command is executed immediately.

KERM T — Send aKermit language command to modify session pa-
rameters. The line following KERM T isthe message
(Kermit language command) to be issued to the Kermit
server, for example, SET FI LE TYPE BI NARY.

HELP —Display ashort list of the available commands on the server.

EXAMPLE:

tsend "kermt -x", CR # start kermt server on renote
FI LETRANSFER # enter Filetransfer node

get
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dai |l y. dat

new. dat
REMOTE # start REMOTE conmands
W
/usr/ cust oner
TYPE
contactlist.txt
ESC # end REMOTE commands
send
sendne. fil
toyou. fil
ESC # end Kermt protocol session
FLUSH
clear the input buffer
FORMAT: FLUSH
FLUSH clears the communications port input buffer. Only charac-
tersreceived after the FLUSH command has been executed will be
available.
EXAMPLE:
FLUSH # enpty buffer
ttrap 10, "@ # trap for "@
FOPENA
open a file for appending
FORMAT: FOPENA numeric_constant, string_value
FOPENA opens afilefor appending. If thefile does not exist, it will
be created. If it does exist, it will be opened and subsequent writes
will append datato the end of the file. String_value is the filename
of thefileto be opened. Numeric_constant isanumber, called ahan-
dle, that other file statements use to refer to thefile. The file handle
can rangefrom 1 to the number of file handles available through the
operating system. If FOPENA is successful, @TATUS is set to 0.
EXAMPLE:
FOPENA 1, "script.|og" # open file 1 for appending
fwite 1, "got this far" # adds string to the file
fclose 1 # close file 1
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FOPENR

open a file for reading

FORMAT: FOPENR numeric_constant, string_value

FOPENR opens afilefor reading. The file must already exist.
Sring_value is the filename of the file to be opened.
Numeric_constant is a number, called ahandle, that other file state-
ments useto refer to thefile. Thefile handle can rangefrom 1 to the
number of file handles available through the operating system. If
FOPENR is successful, @STATUS is set to 0.

EXAMPLE:
FOPENR 1, "conmmand. fil" # open file 1 for reading
fread 1, @ nput # read the first line
fclose 1 # close file 1
FOPENW
open a file for writing
FORMAT: FOPENW numeric_constant, string_value
FOPENWopens afile for writing. If the file does not exist, it will be
created. If it doesexigt, all datain thefile is overwritten.
Sring_value is the filename of the file to be opened.
Numeric_constant is a number, called a handle, that other file state-
ments useto refer to thefile. Thefile handle can rangefrom 1 to the
number of file handles available through the operating system. If
FOPENWis successful, @TATUS is set to O.
EXAMPLE:
FOPENW 1, "cscript.|og" # open file 1 for witing
fwite 1, "got this far" # wite string to file 1
fclose 1 # close file 1
FREAD
read a line from afile
FORMAT: FREAD numeric_constant, variable

After an FOPENR command, FREAD reads aline of text into avari-
able. Numeric_constant is the file handle assigned thefilein the
FOPENR statement. If FREADissuccessful, @sTATUS issetto 0. A
nonzero value indicates an error reading the file or end of file.
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EXAMPLE:

fopenr 1, "conmand.fil" # open file 1 for reading
FREAD 1, @ nput # read line into @nput
i f @TATUS not = "0"

display "End of file reached"

end

fclose 1 # close file

FREADB 10.8x

read a file as binary data

FORMAT: FREADB numeric_valuel, variable, numeric_value2
FREADB reads up to amaximum number of bytes (numeric_value2)
from the file specified by numeric_valuel (the file handle assigned
the file in the FOPENR statement) and stores the result in variable.
Thereserved variable @I LECNT storesthe actual number of bytes
read.

EXAMPLE:

FREADB 2, @ine, 100 # reads up to 100 bytes fromfile
# handle 2 into @i ne.

FREE
release a variable from memory
FORMAT: FREE variable
FREE releases memory allocated to the specified variable. To recov-
er all memory, you must FREE variables in the reverse order in
which they were defined.
EXAMPLE:
FREE @ nput
FREWIND
rewind afile
FORMAT: FREWIND numeric_constant

FREW ND*“rewinds’ afile by resetting the file pointer to the begin-
ning of thefile. Numeric_constant isthefile handle assigned thefile
in an FOPENR, FOPENW or FOPENA statement. If FREW NDis
successful, @TATUS isset to 0.
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EXAMPLE:

fopenr 1, "comuands.fil" # open file 1 for reading
fread 1, @ nput # read first line of file 1
FREW ND 1 # rewind file 1
fread 1, @l so # read first |line again
fclose 1 # close file 1
FWRITE
write a line to a file
FORMAT: FWRITE numeric_constant, string_value,...
After an FOPENWcommand, FWRI TE writes out a series of one or
more stringsto afileasasingleline of text. Numeric_constant isthe
file handle assigned the file in an FOPENWor FOPENA statement. If
FWRI TE is successful, @STATUS is set to 0.
EXAMPLE:
fopenw 1, "output.fil"
FWRITE 1, "the userid is: ", @SER D
fclose 1
FWRITEB 10.8x
write a file as binary data
FORMAT: FWRITEB numeric_valuel, variable, numeric_value2
FWRI TEB writes up to a maximum number of bytes
(numeric_value2) from variable into the file specified by
numeric_valuel—thefile handle assigned the filein an FOPENA or
FOPENWstatement. Thereserved variable @I LECNT storesthe ac-
tual number of bytes written.
EXAMPLE:
FOPENA 2, "sales.txt"
FWRI TEB 2, @ine, 100 # wites up to 100 bytes from@i ne
# into file 2.
GETENV
store the value of an environment variable
FORMAT: GETENV string_value, variable
CGETENV writesthe value of an environment variable (string_value)
to variable.
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EXAMPLE:
GETENV "BLASTDI R', @esult

GOTO
branch to another point in program
FORMAT: GOTO .LABEL
GOT Obranches unconditionally to another location in the program.
GOTOwWill abort the programif . | abel cannot befound. Thelabel
is not case-sensitive and consists of eight characters or less, not
counting theinitial period.
EXAMPLE:
. PVD

ask "enter the secret word", @word
if @word = "rosebud" GOTO . CONT
werror "invalid nane"
GOTO . PVWD

. CONT
di spl ay "CGood norning, M. Phel ps"

HEX2BIN 10.8x

convert hexadecimal to binary

FORMAT: HEX2BIN numeric_value, variablel, variable2

HEX2BI N converts the first number of bytes (numeric_value) in a
hexadecimal string (variable2) into binary dataand storesthe result
invariablel. Variablel will be one-half the size of variable2 be-
cause each byte-pair will be reduced to one character.

EXAMPLE:

HEX2BI N 10, @uf, @rgl # converts 1st 10 bytes of @rgl;
# stores result in @uf.

IF

perform single action if condition is true

FORMAT: IF condition [{and / or}...] statement

| F performs statement when condition is true. Evaluation is from
left to right. Parentheses and arithmetic functions are not permitted
in the condition.
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The syntax of condition can be one of two forms. Thefirst formis
valid for string values only:

string valuel [NOT][>|>=| <| <=| =] string_val ue2

The conditionistruewhenstri ng_val uelis:

> greater than
>=  greater than or equal to

< less than
<= lessthanor equa to
= equal to

string_val ue2.

The comparison is based on the ASCII values and the length of the
strings. If the strings are not equal, the comparison is performed on
the first different character in the strings.

The second form of the conditional clause isvalid for numeric val-
uesonly:

numeri c_val uel [ NOT][ GI| G| LT| LE| EQ} nuneric_val ue2

The conditionistruewhennuneri c_val uelis

GI'  greater than
CE  greater than or equal to

LT lessthan
LE lessthan or equa to
EQ equa to

nuneric_val ue2.
Some special qualifiers provide an implied condition:

[ NOT] NULL string_val ue
True [False] when st ri ng_val ue isof zero length.

[ NOT] nuneri c_const ant
True [False]l when nuner i c_const ant equals @STATUS.

[ NOT] REPS
True [False] when the REPS counter is not zero (see page 186 for

more information on using REPS and |oops).
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[ NOT] EXI ST string_val ue
True [False] when afilenamed thevalueof st ri ng_val ue exidts.

10.8x [NOT] 1SDIR string_val ue
' True[Fase]l whenst ri ng_val ue isadirectory.
[ NOT] K
True [False] when @BTATUS = "0".
EXAMPLE:

IF EXIST "file.one" LDELETE "file.one"
IF NOT NULL @/AR Display "@AR is not enpty"
|F @QSERI D = "FRED' GOTO . sendfiles

The following three statements are all equivalent:

IF OK GOTO . RUN
| F @TATUS = "0" GOTO . RUN
| F

0 GOTO . RUN
IF - ELSE
perform action for true or false conditions

FORMAT: IF condition [{and / or}...] statement
ELSE statement
| F- ELSE performs statement based upon condition. When the con-
dition istrue, the statement following the condition executes. When
condition is false, the statement after EL SE executes. Statement
must be on the same line as condition.

EXAMPLE:

connect

| F @TATUS = "0" wite "Logged on successfully."
ELSE wite "Logon failed!"

IF — END
perform multiple actions if condition is true
FORMAT: IF condition [{and / or} condition...]
statement
END

This multi-line clause performs several statements based upon con-
dition. When the condition is true, subsequent statements up to the
END are executed.
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EXAMPLE:

| F @QJSERI D NOT = "Anni e"
display "You can't run this script!"
return 1

END

IF —END /ELSE — END

perform several actions for true or false conditions

FORMAT: IF condition [{and / or} condition...]
statement
END
ELSE
statement
END

This multi-line clause performs severa statements based upon con-
dition. When the condition istrue, the statements up to the first END
are executed. When the condition isfalse, the statements following
EL SE and up to the END are executed.

When execution speed isimportant, use this statement instead of
GOTO. Also, programs using this programming structure are gener-
ally easier to understand and maintain than programs using GOTO.

EXAMPLE:

ask "k to Log on?", @nswer
| F @nswer = "YES"
di spl ay "Now Loggi ng on"
tsend @QJSERI D, CR
END
ELSE
display "WII not attenpt to Log on"
tsend "BYE', CR
END

LCHDIR

change working directory

FORMAT: LCHDIR string_value

LCHDI Rchangesthe current working directory onthelocal comput-
er to the directory specified in the string_value. If LCHDI Ris suc-
cessful, @TATUS isset to 0.
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EXAMPLE:

LCHDI R "wor k" # change directory to work

if @TATUS = "0" # if the return status is O
di splay "CHDI R ok" # success!

end

LDELETE

delete afile on the local system

FORMAT: LDELETE string_value
LDELETE deletes from the local computer the file specified in
string_value. If LDELETE is successful, @STATUS is set to 0.
EXAMPLE:

LDELETE "sal es. jun"
i f @TATUS = "0" display "sales.jun del eted"

LET

perform simple arithmetic

FORMAT: LET variable = numeric value [{+ | — | * | /} numeric value]...

LET does simple integer arithmetic. The expression is evaluated
from left to right, with no grouping or precedence. Theresult is
placed into avariable. The maximum and minimum integer values
are 32,767 and negative 32,768.

When an integer becomes too large, the high order part of the num-
ber isdiscarded, resulting in unpredictable values. Fractional values
after adivision are always truncated.

EXAMPLE:

display "Polling statistics:"
LET @otal = @wunbad + @ungood

di splay "Total sites polled: ", @otal
LET @ext = @ext + "1"
di splay "Next site is site nunber: ", @ext
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LLIST

display a listing of files on the system

FORMAT: LLIST [LONG] string_value

LLI ST displaysadirectory listing on the local computer as speci-
fied by string_value. Wildcards may be used. If no path is given,
items from the local current directory are listed. If LONGis speci-
fied, the listing will give al accompanying data rather than just the

filenames and directory names.

10.7x | If theLLI ST issuccessful, @STATUS is set to 0.

10.8x @5TATUS returns the number of items that match string_value.

EXAMPLE:
LLI ST LONG "*"
Di splay @TATUS, " itens are in the current directory."
LOAD
load a system setup
FORMAT: LOAD string_value
LOAD loads a setup from the directory specified by the SETUPDIR
environment variable. Sring_value is the name of the setup. If the
setup isin asubdirectory of the directory specified by SETUPDIR,
therelative path must beincluded with thefilename. The setup name
should not include the .su extension. This statement operateslikethe
Offline menu Select command and the SELECT statement. If the
setup has been successfully loaded, @STATUS is set to 0.
EXAMPLE:

LOAD "Bl aster"
if @TATUS = "0"
di splay "Setup Blaster is the current setup"
end
el se
display "can't load the setup Bl aster"
end
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LOCAL SYSTEM

perform operating system command

FORMAT: LOCAL
SYSTEM
string_value
ESC
This multi-line statement performs local operating system com-
mands. The line following SYSTEMis a system command. If this
lineisleft blank, BLAST invokesthe operating systeminteractively.
When you are finished with the command interpreter, you must re-
turnto BLAST by typing exi t and pressing enTer. When BLAST
is started with the -b switch (or with the -n switch if the display has
not been re-enabled through a script), you cannot escape to asystem
prompt (see “Command Line Switches” on page 10).
EXAMPLE:
set @yscnd = "ls -1 > catal og.txt"
LOCAL
SYSTEM
@yscnd
ESC
LOWER
convert variable to lowercase
FORMAT: LOWER variable
LOVER changes al uppercase charactersin avariable to lowercase.
EXAMPLE:
ask "Enter your nanme:", @ane
LONER @ane
LPRINT
print a file on the local printer
FORMAT: LPRINT string_value

LPRI NT executes the command specified by the BPRINTER envi-
ronment variable (see page 9). When BPRINTER specifies atarget
for printer output, LPRI NT printsthefile specified by string_value
to that target. If the printer and file are found, @GBTATUS isset to O
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when the command specified by BPRINTER has been successfully
executed.
EXAMPLE:

LPRI NT "sal esdat a"
i f @TATUS = "0" display "print worked ok"

LRENAME
rename a file on the local system
FORMAT: LRENAME string_valuel, string_value2
LRENANME renames the local file specified in string_valuel to the
name specifiedinstring_value2 onthelocal computer. If therename
is successful, @TATUS is set to 0.
EXAMPLE:

LRENAME "f 1.dat", "f2.dat"
i f @TATUS = "0" display "Renane worked"

LTYPE
type afile on the local screen
FORMAT: LTYPE string_value
LTYPE typesthelocal file specifiedin string_value on the screen. If
the LTYPE is successful, @STATUS is set to 0.
EXAMPLE:
LTYPE "sal esdat a" # display sal esdata
i f @TATUS = "0" display "LTYPE worked"
MENU
enable/disable menu display during script execution
FORMAT: MENU {ON | OFF}
MENU ON |eaves the menu displayed for debugging purposes while
aBLAST script isexecuting. Normally, menu display is suppressed
during script execution.
EXAMPLE:
MENU ON # set the nenu display on
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NEW

create a new BLAST setup

FORMAT: NEW string_value

NEWCcreates anew setup in thedirectory specified by the SETUPDIR
environment variable (see page 10) based on the current valuesin
memory. Sring_value is the name of the setup. If you want to put
the setup in a subdirectory of the directory specified by SETUP-
DIR, therelative path must be included with the filename. The setup
name should not include the .su extension.

The NEWstatement operates like the Offline menu New command.
If you specify a setup name that already exists, NEWwill load that
setup instead of creating anew one. If the setup has been successful-
ly created, @ TATUS isset to 0; if an already existing setup hasbeen
loaded or there has been an error creating anew setup, @TATUS is
setto 1.

EXAMPLE:

NEW" Cl S" # create setup naned cis.su
if ok display "New setup created."
el se display "Couldn’t create new setup.”

PUT
output strings to the scrolling region
FORMAT: PUT string_value,...
PUT outputs one or more strings to the scrolling region. Thereisno
implicit carriage return or new line after the output. This command
isusually used in conjunction with the CURSOR statement.
EXAMPLE:
cursor 9, 30 # put cursor inrow9,col 30

PUT "The winner is ", @in # display string at
# cursor position

PWD
store the current path in a variable
FORMAT: PWD variable
PWD writes the present working directory location to a script vari-
able.
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EXAMPLE:

PWD @wher eani

QUIT

FORMAT:

EXAMPLE:
QUIT 123

RAISE

quit BLAST and return to system with exit code

QUIT numeric_constant

QUI T aborts BLAST and returns to the operating system.
Numeric_constant isan exit code that can be tested by the operating
system.

# exit to operating system exit status 123

FORMAT:

EXAMPLE:

RAI SE DTR
RAI SE RTS

REMOVE

raise DTR/RTS

RAISE {DTR | RTS}

RAI SE raisesthe Data-Termina-Ready signal (DTR) or the Re-
guest-to-Send signal (RTS) on the RS-232 interface. These signals
are normally used with modems. Some systems have DTRand RTS
tied together so that raising either one affects both signals. The suc-
cess of the RAI SE DTR and RAI SE RTS commands are dependent
on the device driver being able to raise the signal on the serial port
hardware.

# rai se the DIR signal
# rai se the RTS signal

FORMAT:

remove a system setup

REMOVE string_value

REMOVE deletes a setup from the directory specified by the
SETUPDIR environment variable. Sring_value is the name of the
setup. If the setup isin a subdirectory of the directory specified by
SETUPDIR, the relative path must be included with the filename.
The setup name should not include the .su extension. If the setup has
been successfully removed, @GSTATUS isset to 0.
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EXAMPLE:

REMOVE "bl aster" # del ete blaster.su
if @TATUS = "0" display "Setup bl aster has been renoved."

REPS
set repetition counter
FORMAT: REPS numeric_value
REPS creates|oopsin BLAST scripts. When REPSisusedinan| F
statement, it keepstrack of the number of repetitions performed. The
REPS numeric value is decremented and then tested for a value of
zero. If numeric_valueis avariable, the countdown occurs, but the
variableretainsitsinitial value.
EXAMPLE:
REPS 3 # loop three tines
.1 oop
di splay "hello"
| F REPS GOTO .| oop # decrenent; if REPS greater
di spl ay "goodbye" # than 0, branch to .l oop;
RETURN
return to a calling program
FORMAT: RETURN numeric_constant
RETURN returns control to the menu system or the calling BLAST
script. @STATUS of the calling script is set to numeric_constant, or
0 if no numeric constant is specified.
EXAMPLE:

RETURN 1 # return with @TATUS set to 1

SAVE
save a BLAST setup
FORMAT: SAVE
SAVE saves the current setup.
EXAMPLE:
SAVE # save current setup
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SELECT

select a system setup

FORMAT: SELECT string_value

SELECT loads a setup from the directory specified by the
SETUPDIR environment variable. String_value is the name of the
setup. If the setup isin a subdirectory of the directory specified by
SETUPDIR, the relative path must be included with the filename.
The setup name should not include the .su extension. This statement
operates like the Offline menu Select command. If the setup has
been successfully loaded, @GSTATUS isset to 0.

EXAMPLE:

SELECT "Bl aster™
If OK display "Setup successfully | oaded."
El se display "Couldn’t |oad setup.”

SET
set script variables to a string
FORMAT: SET variable = string_value
SET assignsavalueto avariable. SET differsfrom the LET state-
ment in that mathematical operations cannot be performedin aSET.
EXAMPLE:
SET @onmmand = "bl ast -h"
SET @AUDRATE = "9600" # set baud rate in setup
SET @PARI TY = " NONE" # set parity in setup
SETTRAP
capture commport data to a script variable
FORMAT: SETTRAP variable, numeric_constantl [, numeric_constant2]

SETTRAP prepares a TTRAP command to capture incoming data
into a user-defined variable. Note that SETTRAP will not perform
the capture itself—one or more TTRAPs must follow. Once a
SETTRAP isissued, it remainsin effect until another SETTRAP is
issued; therefore, one SETTRAP can be used for multiple TTRAPS.

Variable specifies the destination for the TTRAP data. It may be ei-
ther anew or previously used variable.
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Numeric_constant1 defines the maximum number of charactersto
save into the variable. It must be greater than 0 and may be up to

10.7x 139 characters.

10.8x 1,024 characters.

Only the last incoming characters, specified by numeric_constantl,
will be saved. When set to 0, SETTRAP is disabled completely and
the TTRAP(s) following will operate normally.

Numeric_constant2 containsthe maximum amount of charactersthe
TTRAP(s) will check for amatch. If thisvalue isreached, the
TTRAP(s) will return to the calling script with @TATUS set to -5,
and the TTRAP internal counter will bereset. Note that thisisnot on
aper-TTRAP basis; the value is accumulated over one or more
TTRAPs. This feature may be disabled by setting
numeric_constant2 to O or omitting it.

EXAMPLE:

# set TTRAP to capture data into @AP--10 chars nmaxi num
# TTRAP exits if 85 chars are received before the TTRAP
# matches a string or tines out

SETTRAP @CAP, 10, 85

TTRAP 6, "\015" # trap next carriage return
SETTRAP @CAP, 20 # 20 chars placed in @AP; no char
TTRAP 45, "Logout" # count, so TTRAP will tine out or
# match a string
STRCAT
combine strings

FORMAT: STRCAT variable, string_valuel], string_value2...]

STRCAT appends string_valuel (and any additional string values)

to variable.
EXAMPLE:

set @tringl = "abc"

set @tring2 = "xyz"

STRCAT @tringl, @tring2 # append string2 to stringl
di spl ay "al pha=", @tringl # di spl ay abcxyz
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STRINX

find the first occurrence of one string in another

FORMAT: STRINX string_valuel, string_value2

STRI NX finds the first occurrence of string_value2 in
string_valuel. @GSTATUS is set to the starting character position of
string_value? in string_valuel, or set to O if there is no match.

EXAMPLE:
set @tringl = "0123456"
STRINX @tringl, "3" # 1 ook for pattern 3"
di splay "The nunber 3 occurs at position ", @TATUS
STRLEN
determine the length of a string

FORMAT: STRLEN variable

STRLEN sets @TATUS to the length of variable.
EXAMPLE:

STRLEN @t ring
di splay "The length of @tring is", @TATUS

STRRINX 10.8x

find the last occurrence of one string in another

FORMAT: STRRINX string_valuel, string_value2

STRRI NX finds the last occurrence of string_value2 in
string_valuel. @STATUS is set to the starting character position of
the last occurrence of string_value? in string_valuel, or set to O if
thereis no match.

EXAMPLE:
set @tringl = "01234567890123456"
STRRI NX @&tringl, "3" # | ook for | ast occurrence of "3"

di splay "The nunber 3 occurs last at position ", @TATUS
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STRTRIM

extract part of a string

FORMAT: STRTRIM variable, numeric_valuel, numeric_value2

STRTRI Mextractsasubstring fromvariable. Variableisreset tothe
substring that begins at position numeric_valuel and ends at posi-
tion numeric_value?. If the original string will be required for fur-
ther processing, a copy of it should be made before operating with
STRTRI M because STRTRI Mchanges the contents of variable.

NOTE: Make suretoinclude numeric_value; if it isomitted,
variable will contain nothing.

EXAMPLE:
set @anme = "Anenoneter"
STRTRI M @ane, 4, 6
display "H ,", @ane
SYMTYPE 10.8x
reports the variable type
FORMAT: SYMTYPE variable
SYMTYPE determines the type (NONE, Bl NARY, STRI NG) of vari-
ableand reportstheresultsin both @GSYMBOLTYPE and @STATUS.
@BTATUS reports as follows:
0 = NONE ( Novariable of that name exists.)
1 = BI NARY
2 = STRING
EXAMPLE:
SYMI'YPE @r gl
TCAPTURE
enable text file capture
FORMAT: TCAPTURE {ON [APPEND | OVERWRITE] | OFF} string_value

TCAPTURE enables or disables text capturing while in Terminal
mode. TCAPTURE ON enables Capture mode, and TCAPTURE OFF
disablesit. APPEND and OVERWRI TE are used only with ON'to in-
dicate whether an existing file should be appended or overwritten. If
neither is specified, APPEND is assumed.
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@TATUS isset to O if string_valueisavalid filename that can be
written to; otherwise, @GSTATUS is set to an error code. TCAPTURE
OFF does not affect @TATUS. No datais captured until one of the
following is executed: TSEND, TTRAP, TUPLQAD, or WAI T with
the CARRI ERor | DLE option.

IMPORTANT: Afterissuing a TCAPTURE command, you should perform aVWAI T
| DLE or TTRAP to be sure that a stopping point has been reached in
the data stream before exiting.

EXAMPLE:

TCAPTURE ON APPEND "t est. cap" # capture on; append

# to file test.cap

i f @TATUS not = "0O" # if not OK

di splay "can't enable capture" # wite to screen
return 1 # return error code
end

tsend "cat bob.mail", CR # send conmand to

# the renpte system
wait 10 idle # wait till no comm
# port activity
TCAPTURE OFF # turn capture off
TERMINAL
become aterminal
FORMAT: TERMINAL

EXAMPLE:

di splay "Scr
TERM NAL
di splay "Scr

TERM NAL puts BLAST into Terminal mode, allowing the user to
interact with the remote computer. Control cannot return to the
script until the user types ATTN ATTN.

TERM NAL will not functionif BLAST is started with the-b switch
(batch mode) or -n switch (no display, unless the -n switch setting
has been reset in the session—for example, in a script with the fol -
lowing command: SET @CRLREG = " ON").

i pt paused..."

i pt continuing..."
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TRAPNULLS OFF 10.8x

disable null traps

FORMAT: TRAPNULLS_OFF

TRAPNULLS_OFF disables the trapping of nulls; disabling null
traps is the default mode.

EXAMPLE:
TRAPNULLS_OFF

TRAPNULLS ON 10.8x

enable null traps

FORMAT: TRAPNULLS_ON
TRAPNULLS_ON enablestrapping of nulls (0x00's) in order to trap
binary CRC's or checksums.

EXAMPLE:

TRAPNULLS ON

TSEND
send strings to the remote computer
FORMAT: TSEND {BREAK | CR | LF | string_value},...
TSEND sends breaks, carriage returns, line feeds, or stringsto there-
mote computer. Any combination of strings, line terminating char-
acters, and/or breaks can be sent.
NOTE: Some operating systems (including DOS) expect aCR/ LF
instead of aLF at the end of aline. Take thisinto consideration and
use CR/ LF instead of LF for these systems. Y ou might define an
end-of-line variable at the beginning of aBLAST script to make
these programs easily transportable to other systems.
EXAMPLE:
set @ndline = "CR'
TSEND BREAK # send break signal
TSEND " ATDT", @PHONENO, @ndl i ne # dial the npdem
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TSENDBIN 10.8x

convert hexadecimal to binary while transmitting to remote

FORMAT: TSENDBIN variablel [,variable2...]

TSENDBI N converts the hexadecimal equivalents of an ASCI|
string (variable) to binary code asthey are sent to the remote system.
Variables must contain hexadecimal strings.

EXAMPLE:
TSENDBI N @rgl, @rg2

TTRAP

trap for output from the remote computer

FORMAT: TTRAP [MM:SS | SS,] string_valuel [,...string_value8]

TTRAP pauses the BLAST script in Terminal mode, testing data
flow to the communications port. When TTRAP sees one of the
string values, it continues to the next statement. If mm:ss (min-
utes:seconds) is given and none of the string valuesisreceived in
that length of time, TTRAP times out. TTRAP sets @TATUS to the
number of the string that wasfound, or sets @STATUSto 0 if TTRAP
timed out.

EXAMPLE:

set @ = "NO CARRI ER"
TTRAP 30, "CONNECT", @
i f @TATUS = "0" wite "Tinmeout on trap"

if @TATUS = "1" wite "Connected!"
if @TATUS = "2" wite "No carrier!”
TUPLOAD
upload a text file to the remote system
FORMAT: TUPLOAD string_value

TUPLOADopensthefile specified by string_value and sendsthetext
to the remote computer. The transmission is paced by any flow con-
trol options specified in the setup. TUPLOAD sets @GSTATUSto 0 on
completion of the text upload. If the upload is unsuccessful,
@BTATUS is set to the applicable BLAST error code. For example,
if thefile could not be found, @GSTATUS isset to 51 (error opening
datafile).
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Some devicedriversbuffer theflow of dataextensively. Thismeans
the TUPL OAD statement may completewell beforeall the characters
clear the local and remote computer buffers.

NOTE: After a TUPLOAD command has been issued, it is a good
ideato TTRAP for characters signaling the end of the upload or do a
WAI Tmm ss | DLE. Exiting BLAST beforethe buffersareemptied
may cause BLAST to terminate abnormally. See “Uploading Text”

on page 207.
EXAMPLE:
connect
tsend "vi Sal", CR # Send cnd to start editor on renote
wait 3
tsend "G', CR # Moves cursor to end of file
tsend "o0", CR # Starts new |ine for appending
TUPLQAD " Sal "
wait 3 idle
tsend "\ 033" # Send escape cnd to renpte system
wait 1
tsend ":x", CR # Send cnd to exit editor on renote
ttrap 30, "\042Sal\042" # trap filenane in exit status |line
set @wold = @tatus
wait 3 idle
if @old = "0"

di splay "Tupload not conpleted; error ", @old
return

end
el se di splay "Tupl oad successful"
wait 10
UPPER
convert a variable to uppercase

FORMAT: UPPER variable

UPPER changes all lowercase charactersin variable to uppercase.
EXAMPLE:

UPPER @al esdat a
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WAIT

wait for time to pass

FORMAT: WAIT {MM:SS | string_value}

WAI T pauses the BLAST script for mm minutes and ss seconds.
Sring_value must be in the format mm:ss. The maximum valueis
60 minutes (60: 00).

EXAMPLE:

VAIT 2: 02 # wait two mnutes, two seconds
VAIT 2 # wait two seconds

VWAI T 60: 00 # wait one hour

WAIT CARRIER

wait for a phone call

FORMAT: WAIT {MM:SS | string_value} CARRIER

WAI T CARRI ER pauses the BLAST script mm minutes and ss sec-
onds, or until the modem raises carrier detect. If the modem raises
carrier detect, @STATUS is set to 0. If the statement times out,
@BTATUS is set to anonzero vaue. The maximum vaue is 60 min-
utes (60: 00). Carrier detection may not be available on some com-
munications portsif the device driver does not provide the signal.
Make surethat the modem and cable are configured to indicate when
the carrier signal is present.

EXAMPLE:

VWAI T 2: 02 CARRI ER # wait two mnutes and
# two seconds for a call

WAIT 12: 00 CARRI ER #

#

VWAIT 12 CARRI ER

wait 12 mnutes for a call
wait 12 seconds for a call

WAIT IDLE

wait for communications port activity to finish

FORMAT: WAIT {MM:SS | string_value} IDLE

WAI T | DLE pausesthe script until no charactersarereceived on the
communications port for mmminutes and ss seconds. The maximum
valueis 60 minutes (60: 00).
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EXAMPLE:

WAIT 2: 02 | DLE # wait for two m nutes and

# two seconds of idle
VWAI T 1: 00 | DLE # wait for one mnute of idle
VAIT 1 IDLE # wait for one second of idle
WAIT UNTIL

wait for a specified time of day

FORMAT: WAIT UNTIL {HH:MM | string_value}

WAI T UNTI L pauses the script until the timeis hh hours (24-hour
clock) and mm minutes.

EXAMPLE:
VAI'T UNTIL 2:02 # wait till 2:02 am
VAI'T UNTIL 1:00 # wait till 1:00 am
WAI T UNTIL 13:30 # wait until 1:30 pm
WERROR
write an error message to the second menu line
FORMAT: WERROR string_constant
VERROR writes an error message to the operator and the log file. If
@NERRCR is set to the default setting, STOP, WERROR pauses for
akey to be pressed before continuing. Do not use this statement
when writing aBLAST script that will be unattended unless
@NERRCR s set to CONTI NUE.
EXAMPLE:
VWERROR "no response” # display error nessage
return 1 # return with @TATUS set to 1.
WRITE
write a message to the second menu line
FORMAT: WRITE string_constant
V\RI TE displays a message to the operator and the log file (without
pausing as in WVERROR).
EXAMPLE:

VWRI TE "di al i ng CH CAGO'
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Chapter 16

BLASTscript
Reserved Variables

BLAST script reserved variables are an important part of any pro-
gram that tests the condition of the communication session or there-
sults of other statements.

There are two types of BLASTscript reserved variables. read-only
and read/write. BLAST scripts can test a physical signal or logical
condition using read-only variables. With read/write variables,
scripts may not only test but also change a condition by using the
SET command.

Reserved variables that reflect multiple-choice setup fields may be
SET by using the value offered by the setup field. For example,

SET @CDLOSS = " ABORT"

will change the value of the DCD L 0ss Response setup parameter in
the BLAST protocol to ABORT.

In the following descriptions, if the reserved variable is associated
with asetup field, the setup field will be indicated by italic print as
the last line of the variable description. The characteristics of such
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fields are described in Chapter 5. The default value of the reserved
variable isindicated by bold print and brackets.

@7BITCHN read/write
YES [NO]

For BLAST protocol transfers, defines the data-path width.
BLAST Protocol subwindow: 7-Bit Channel

@ACKFREQ read/write
1 — window size [4]
For BLAST protocol transfers, specifies the frequency at which an

acknowledgement from the receiving system is requested. The fre-
guency is measured in number of packets sent. See also @\DWSI Z

(page 295).
BLAST Protocol subwindow: Ack Request Frequency

10.7x

@ANSIAUTOWRAP read/write
YES [NO]

For PC ANSI emulation, sel ects automatic wrapping of lineslong-
er than 80 characters.

ANSI Emulation subwindow: Auto Wrap

@ANSILEVEL read/write
2.X[3.x]

For PC ANSI emulation, selectsthe correct level of ANSI for your
system. Some applicationsrequire ANSI Level 2. X.

ANSI Emulation subwindow: ANSI Level

@APROTO read/write
YES [NO]

For BLAST protocol transfers, specifies whether the BLAST “A”
Protocol will be used. Set thisfield to YES to communicate with ol d-
er versions of BLAST.

BLAST Protocol subwindow: Use “A” Protocol
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@ARGN read/write
user-defined
Stores variables passed from the operating system command line.
Thisvariableisaread-only variable where n specifiesthe argument,
from 0 to 9 (@ARGD, @ARGL, etc.). The command line must include

a setup name before the first command line parameter is given (see
“Command Line Switches’ on page 10).

@ATTKEY read/write
any Control Key [*K]

Defines the attention key (ATTN).

10.8x

Setting thisvariableto null (GATTKEY = " "), turnsoff the ATTN
key, for example during the running of a script. The ATTN key re-
mains off until @GATTKEY isreset or until the script ends (or until
the masterscript ends if one or more scripts are called), at which
time BLAST resets GATTKEY to its previous setting.

Setup field: Attention Key

@AUTOLFIN read/write
YES [NO]
When set to YES, forces BLAST—whilein Terminal mode—to in-
sert alinefeed character after every carriage return character dis-
played.
Setup field: AutoLF In

@AUTOLFOUT read/write
YES [NO]

When set to YES, forces BLAST—whilein Terminal mode—to in-
sert alinefeed character after every carriage return that leaves the
communications port.

Setup field: AutoLF Out
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@BAUDRATE read/write
300 600 1200 2400 4800
[9600] 19.2 38.4 57.6 115K

Specifies the serial port device driver speed. The default value of
thisvariableis set during the BLAST installation process. Some sys-
tems may not support higher baud rates.

Setup field: Baud Rate

@BLASTDIR read-only

Specifies the directory path for the BLAST support files as defined
inthe BLASTDIR environment variable (see “ Environment Vari-
ables’ on page 7).

@CHARDLY read/write
[0] — 999

Specifies the time delay (in hundredths of a second) between each
character sent to the remote computer when uploading text or exe-
cuting TSEND commands.

Setup field: Char Delay

@CLASS read-only
Storesthe BLAST class number of the local system.

@COMMPORT read/write
any valid device

Storesthe specification for the communications port, host system for
TCP/IP connections, or hunt filethat BLAST will usefor the current
session. Valid options are:

Device name — Any valid asynchronous port (e.g., /dev/tty1A).

Host name or address— The name or network address of the
TCP/IP host system to which you want to connect (for example,
“blaster.blast.com™). To establish araw socket, set @COVMPORT to
the host name and any available port number except 23. Port number
23 isreserved for telnet. To use telnet, simply give the host name,
and BLAST will default to port number 23. To usetelnet with aport
other than port 23, givethe host name, the port number, and “ telnet,”
as in the example below:
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IMPORTANT:

set @COVMPORT = "bl aster.blast.com12 telnet"
See “Accessing TCP/IP Ports’ on page 16.

Hunt filename — The name (including path) of a hunt file that

lists available devices preceded by the “<” character. Refer to “Au-
tomatic Serial Port Searching” on page 25 for details about hunt
files.

Setup field: Connection

@COMP_LVL read/write
0-6[4]

For BLAST protocol transfers, specifies the maximum sending and
receiving compression levels to be used. Level 0 specifies no com-
pression; level 6 specifies the highest level of compression. Setting
thisvariable is effectively equal to setting both the @GRCOVP_LEV
and @COVP_LEV reserved variables.

@CONNTIMO read/write
0 —999 [60]

Specifies the number of seconds BLAST will wait for a network
connection. Thisfield has no effect on serial connections.

Setup field: Connection T/O

@CONTIMO read/write
0 —999 [120]

Used with older versionsof BLAST. For BLAST protocol transfers,
specifiesthe time interval (in seconds) that BLAST will wait for a
packet of data from the remote computer before timing out.

This reserved variable has been replaced by the reserved variable
@ NACTI MDand should not be used. Do not confuse it with the
@CONNTI MOreserved variable described directly above.

@CTS read-only

Storesthe Clear-to-Send (CTS) device status. If @CTSissetto 1, the
device, usually amodem, isready to receive characters. @TS is set
to 0 if the deviceisnot ready to receive characters. The value of this
variableisvalid only if the serial port device driver returns the cor-
rect code.
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@D/S_BITS read/write
7/17/2[8/1] 8/2

Sets data and stop bits for the communications port.
Setup field: Data/Stop Bits

@DATE read-only

Contains the current date. By default the format is mmydd/yy. This
format may be changed using the reserved variable @ATEFORVAT

or one of the following switches:

10.7x

-2

10.8x

-dd or -y

See “Command Line Switches’ on page 10.

Thisisaread-only variable; an error message will be displayed if a
script attempts to write to it.

@DATEFORMAT read/write
template

Setsthe format of the @DATE variable. Setting the GDATEFORMVAT
reserved variable overridesthe format in which BLAST was started.
The format of the output of the @DATE reserved variable will be de-
termined by the @DATEFORIVAT template set by the user. Thevalue
of the replacement sequences are as follows:

%A full weekday name (Mbnday)

% abbreviated weekday name (Mbn)

o8B full month name (January)

% abbreviated month name (Jan)

% standard date/time representation (%&a %o %@ % %M %S %)
%l day-of-month (01- 31)

%+ hour (24 hour clock) (00- 23)

% hour (12 hour clock) (01- 12)

% day-of-year (001- 366)

%WVl minute (00- 59)

%mn month (01- 12)

% local equivalent of AM or PM

%5 second (00- 59)

%J week-of-year, first day Sunday (00- 53)
oV week-of-year, first day Monday (00- 53)
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%v weekday (0- 6, Sunday is0)

%X standard time representation (%4-: %Vt %6)

% standard date representation (%a % %@ %)
%Y year with century

% year without century (00- 99)

% time zone name

%80 percent sign

For example, to set @MATEFORVAT to generate adatein the format
of 19-March-1998, your script would read

set @ATEFORVAT = " %l- 98- %"

@DCD read-only

Stores the Carrier-Detect status from the modem. If @)CD is set to
1, the carrier is detected by the modem. If @XCDis set to 0, the mo-
dem does not sense acarrier from another modem. The modem must
be set appropriately for this variable to reflect the state of the data
carrier; and the modem cable, if present, must have the appropriate
conductor. The value of thisvariableisvalid only if the serial port
device driver returns the correct code.

@DCDLOSS read/write
ABORT [IGNORE]

For BLAST protocol transfers, specifies whether BLAST will
ABORT after or | GNORE DCD loss. This feature requires appropri-
ate modem initialization and recognition of the signal by the serial
port device driver (see discussion of @DCD above).

BLAST Protocol subwindow: DCD Loss Response

@EFERROR read/write

For BLAST protocol, returnsthe error code of thelast error in afile
transfer (see Appendix A). If no error occursduring the BLAST ses-
sion, @EFERROR will remain set at 0. @EFERROR should be reset
to O for continued testing during a session. Because BLAST queues
filetransfer requests and then continues execution until ESCisen-
countered, testing @EFERROR within a FI LETRANSFER- ESC
block may not produce expected results.

Following completion of aBLAST protocol filetransfer, GEFERRCR
will be set to atransfer file management error (error 31-49; see
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“Transfer File Management” on page 340) or one of the following
values reflecting the way in which Filetransfer mode was exited:

0 Noerrors

-1 Initidization error

-2 Local operator ended activity with ATTN

-3 Remote disconnect

-4 Never got starting message (Logon Timeout)

-5  Lost communications with remote system (In-
activity Timeout)

-6  Private network error; private network version of BLAST
required

-7 DCD lossduring Filetransfer logon

-8 DCD lossduring Filetransfer session

Example:

connect

set @rotocol = "BLAST" # BLAST protocol only!!

set @FERROR = "0"

filetransfer

send

testl1l.fil

recvl.fil

to

esc

i f @FERROR not = "0"
di splay "Error nunber =", @FERROR, "occurred"
di splay "See Chapter 16 and Appendi x A for details."
set @FERROR = "0"

end
di sconnect
return 0
@EFLOG read/write
filename

Specifies a separate error-free log file that will log all filetransfer
session errors or completions, or both, depending on the setting of
@EFLOGA NG. The default of @EFLOGGE NGis BOTH. Setting
@EFLOGto avalid filename starts fil etransfer session logging in
BOTHmode. Setting @FLOG = " " (null) turns off filetransfer ses-
sion logging. The information written to the file appears exactly as
it does on the user’ s screen, allowing easier parsing of afiletransfer
session.
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@EFLOGGING read/write
[BOTH] ERRORS
COMPLETIONS

Specifieswhether thelog file named in @EFL OGwill log filetransfer
ERRORS, COVPLETI ONS, or BOTH. Refer to @FLOG above for
further information.

@ELAPTIME read-only

Contains the current elapsed online time for aBLAST communica-
tions session. The valueisin hh:mm:ssformat. Thisvariable can be
reset within aBLAST script by any SET statement, for example:
set @LAPTIME = "it doesn't matter"

The current value is not checked and is simply reset to 00:00:00.

@EMULATE read/write
[VT320]
any valid terminal emulator
10.7x Specifies the terminal type to emulate in Terminal mode. Accept-
able valuesare VT320, VT220, VT100, VT52, PC ANSI,
TV920, D80, ADMBA, WSEG0, WSES0, TTY, and PASSTHRU.
TTY and [PASSTHRU]
10.8x

Specifies the terminal type to emulate in Terminal mode. Accept-
ablevaluesare TTY and PASSTHRU.

Setup field: Emulation

@ENABLEFS read/write
YES [NO]

For BLAST protocol transfers, enables the /FWD and /STR file
transfer switches, which automatically delete files.

BLAST Protocol subwindow: Enable /FWD and /STR
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@ENABLERCMD read/write
[YES] NO

For BLAST protocol transfers, enables the /OVW (overwrite) file
transfer switch and allows system commands to be sent from the re-
mote system.

BLAST Protocol subwindow: Enable /OVW and Remote Cmds

10.8x

@FILECNT read-only

Returns the number of bytes either written or read during FREAD,
FWRI TE, FREADB, and FWRI TEB.

@FILTER read/write
ON [OFF]

For BLAST protocoal transfers, specifies whether the protocol filter

isturned on. When @l LTER isset to ON, BLAST stripsVT se-

guences sent from a mainframe protocol converter, preventing
BLAST protocol from labeling these as bad blocks.

BLAST Protocol subwindow: Filtering

@FULLSCR read/write
[YES] NO

Specifieswhether the top four lines of the BLAST menu region will
be suppressed while in Terminal mode. Set to YES to suppress the
menu and NOto enableiit.

Setup field: Full Screen

@INACTIMO read/write
0 —999 [120]

For BLAST protocol transfers, specifies the timeinterval (in sec-
onds) that BLAST will wait for a packet of data from the remote
computer before timing out.

NOTE: Thisvariable replacesthe @CONTI MOvariable of previ-
ous versions.

BLAST Protocol subwindow: Inactivity T/O
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@KBCHECK read/write
1-3][2]

For Kermit transfers, specifies the level of error-detection.
Kermit Protocol subwindow: Block-Check-Type

@KDELAYOS read/write
1-99[5]

For Kermit transfers, specifies the number of seconds of delay be-
tween the recognition of a Send command and the actual beginning
of the transmission.

Kermit Protocol subwindow: Delay

@KEYBOARD read/write
[ON] OFF

Controls the ability to enter datafrom the keyboard. If QN, the key-
board is unlocked and may be used. If OFF, BLAST ignores any
keyboard characters, for example, during the running of a script to
prevent extracharactersfrom being sent in Terminal mode. After the
script has run (or the masterscript ends if one or more scripts are
called), BLAST resetsthe value of @GXEYBOARD to the default, ON.
When started in video-suppress mode (-n command line switch),
BLAST setsthisvariableto OFF (see“Command Line Switches” on

page 10).

NOTE: If @GXEYBOARD isset to ON, it returnsthevalue 1; if itis
set to OFF, it returnsthe value O.

10.7x

@KEYFILE read/write
filename

Specifies auser-defined keyboard map for aparticular keyboard or
application. Keyboard maps are created with blastkbd, the
BLAST keyboard remapping utility (see*Keyboard Mapping Util-
ity for 10.7x” on page 315).

Setup field: Keyboard File
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@KFILETYP read/write
TEXT [BINARY]

For Kermit transfers, specifies the type of file being transferred.
Kermit Protocol subwindow: Transfer Type

@KFNAMCONV read/write
[YES] NO

For Kermit transfers, converts a filename from local format to com-
mon format.

Kermit Protocol subwindow: Filename Conversion

@KREOPKT read/write
AN — N7 [/\ M]

For Kermit transfers, specifiesacontrol character to terminate each
packet received. The same control character must al so be used by the
remote Kermit.

Kermit Protocol subwindow: End-of-Packet Char

@KRPADCH read/write
A\ — N7 [/\ @]

For Kermit transfers, specifies an alternate character to pad each
packet received.

Kermit Protocol subwindow: Pad Character

@KRPADDNG read/write
[0] — 99

For Kermit transfers, specifies the number of padding charactersto
request per packet.

Kermit Protocol subwindow: Padding
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@KRPKTLEN read/write
10 — 2000 [90]

For Kermit transfers, specifies the packet size your system will use
when it receives afile. Note that the remote Kermit's Send packet
size should also be set to this length.

Kermit Protocol subwindow: Packet Size

@KRSOPKT read/write
["A]-"Z

For Kermit transfers, specifies the control character that marks the
start of each packet received by your system. The same control char-
acter must also be used by the remote Kermit.

Kermit Protocol subwindow: Start-of-Packet Char

@KRTIMEOUT read/write
0-99[10]

For Kermit transfers, specifies the number of seconds that the com-
puter will wait to receive a packet before requesting that it be resent.

Kermit Protocol subwindow: Timeout

@KSAVEINC read/write
[DISCARD] KEEP

For Kermit transfers, specifies whether to KEEP or DI SCARD files
not completely received, such as afile being transferred when you
abort a Get command.

Kermit Protocol subwindow: Incomplete File

@KSEOPKT read/write
AN — N7 [/\ M]

For Kermit transfers, specifiesacontrol character to terminate each
packet sent by your system. The same control character must also be
used by the remote Kermit.

Kermit Protocol subwindow: End-of-Packet Char
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@KSPADCH read/write
AN — N7 [A @]

For Kermit transfers, specifies an alternate character to pad each
packet sent by your system.

Kermit Protocol subwindow: Pad Character

@KSPADDNG read/write
[0] — 99

For Kermit transfers, specifies the number of padding charactersto
send per packet.

Kermit Protocol subwindow: Padding

@KSPKTLEN read/write
10 — 2000 [90]
For Kermit transfers, specifies the packet size your system will use

when it sends afile. Note that the packet size of the remote Kermit
must also be set to this length.

Kermit Protocol subwindow: Packet Size

@KSSOPKT read/write
["A] -"Z
For Kermit transfers, specifies the control character that marks the

start of each packet sent by your system. The same control character
must also be used by the remote Kermit.

Kermit Protocol subwindow: Start-of-Packet Char

@KWARNING read/write
[ON] OFF

For Kermit transfers, specifies whether Kermit will automatically
rename areceived fileif another file with the same name already ex-
istsin the current directory. If @GKWARNI NGis set to ON, Kermit au-
tomatically renames the file by adding a number (0001, 0002, etc.)
to the filename; if it set to OFF, Kermit overwrites thefile.

Kermit Protocol subwindow: Warning
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@LAUNCHST read/write
any ASCII string [\r]

For BLAST protocol transfers, specifies the launch string to be ap-
pended to BLAST protocol blocks. Any ASCII string may be used,
with control characters represented by a backslash followed by a
three-digit octal number (see the discussion of special control char-
acters on page 221). The default is a carriage return (\r). This vari-
able may be necessary for protocol converter connections.

BLAST Protocol subwindow: Launch String

@LINEDLY read/write
[0] — 999

Specifiesthelength of time (in tenths of asecond) that BLAST paus-
es after sending aline of characters and a carriage return during a
text upload.

Setup field: Line Delay

@LOCECHO read/write
YES [NO]

Specifies whether BLAST will echo typed characters to the screen
whilein Termina mode. If @ OCECHOIs set to YES, BLAST will
display typed characters before sending them out the communica-
tion port; if @Q.OCECHOIs set to NO, the characterswill be displayed
only if the remote computer sends them back.

If @ OCECHOIs set to YES and double characters are displayed on
the screen, change the setting to NO.

Setup field: Local Echo

@LOGDATEFORMAT read/write
template

Sets the format of the date written in the date stamp of the log file.
Setting @. OGDATEFORMAT overridesthe format in which BLAST
was started. The format of dates written in the log file will be deter-
mined by the template set by the user. The value of the replacement
sequences are the same as those described abovein the GATEFOR-
MAT reserved variable.
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@LOGFILE read/write
filename

Stores the name of the log file that will record all communications
session activity. Setting @Q OG-l LE = @.OGFI LE flushesthelog
filebuffersto disk. Setting @Q.OGFI LE = "" closesthe current log
file

Setup field: Log File

@LOGTIMEFORMAT read/write
template

Setsthe format of the time written in the time stamp of the log file.

Setting @QLOGTI MEFORMAT overridesthe format in which BLAST
was started. The format of times written in the log file will be deter-
mined by @ OGTI MEFORMAT template set by the user. The value

of the replacement sequences are the same as those described above
in the @ATEFORNMAT reserved variable.

@LOGTIMO read/write

0 — 999 [120]
For BLAST protocol, specifies the number of seconds that BLAST
will attempt to establish afiletransfer session with the remote com-
puter before aborting. Logon Timeout affects BLAST protocol File-
transfer and Access modes. If zero is entered, no timeout will occur

and BLAST will attempt to establish afiletransfer session with the
remote computer indefinitely.

BLAST Protocol subwindow: Logon T/O

@MODEM read/write
any valid modem type

Stores the modem type on thelocal computer. The name must be de-
fined in the modems.scr library or exist as a separate script.

Setup field: Modem Type

@NUMDISC read/write
0-9(3]

For BLAST protocol, sets the number of additional disconnect
blocks (after the first disconnect block) that BLAST sends when ex-
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iting Filetransfer mode. Possible values are 0-9. The default value
of 3 indicates four total disconnect blocks.

BLAST Protocol subwindow: Number of Disconnect Blocks

@ONERROR read/write
[STOP] CONTINUE

Specifies BLAST' sresponse to nonfatal BLASTscript errors. A
nonfatal error is one that resultsin the message “Press any key to
continue.”

When @NERRCRis set to STOP, BLAST will pause when an error
is encountered, display the appropriate message, and wait for the
user to press akey before continuing. When @DNERROR s set to
CONTI NUE, BLAST will display the same message, pause for one
second, and then automatically continue script execution.

@ORGANS read/write
[ORIGINATE] ANSWER

Specifies how the Connect command will operate. If G@DRGANS is
set to ANSVER, Connect will wait for aremote computer to establish
the communications link. If it isset to ORI G NATE, Connect will
try to dial a number.

Setup field: Originate/Answer

@PAKTSZ read/write
1 - 4085 [256]

For BLAST protocol transfers, specifies the size of the packet.
Setup field: Packet Size

@PARITY read/write
[NONE] ODD EVEN

Sets the device driver parity of the serial port. This setting should
match that of the remote system

Setup field: Parity
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@PASSWORD write-only
user-defined

Storesthe user’ s password for the remote computer. The systems.scr
library program uses @PASSWORD to answer prompts from a multi-
user computer. The CONNECT command will prompt the user to
enter a password if noneis specified in the Setup. Thereafter, the
variable @?ASSWORD contains the value entered by the user. For se-
curity, the value of @PASSWORD cannot be displayed to the screen.
This feature appliesto all string values that match @GPASSWORD.
Thus, script commands such as

set @rick = @ASSWORD
display @rick

will not display the value of the password.

BLAST makes an effort to keep stored passwords secure. Unfortu-

nately, itisavery simpletask to echo a stored password off either a
modem or aremote system that has echo enabled. A script assimple
as“t send @asswor d” can compromise stored passwords. If the
security of apassword isvital, BLAST recommends not storing itin
the setup. If a password must be stored in the setup, you should take
other measuresto keep the setup secure. For moreinformation on se-
curity, consult your system documentation and Chapter 11.

Setup field: Password

@PHONENO read/write
user-defined

Specifiesthe phone number of the remote computer. The CONNECT
statement uses this number to dial out.

Setup field: Phone Number

@PROMPTCH read/write
[NONE] any ASCII character

Defines the prompt character used during text uploads to half-du-
plex systems. BLAST waits after each line for the remote computer
to send the prompt before sending the next line.

Setup field: Prompt Char
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@PROTOCOL read/write
[BLAST] KERMIT

XMODEM XMODEM1K

YMODEM YMODEM G ZMODEM

10.8x

FTP

Specifies the protocol for acommunications session.
Setup field: Protocol

@RBTOT read-only

If Extended Logging is enabled, holds the total number of bytesre-
ceived during the file transfer session. Y ou must write adisplay
statement (e.g. Di spl ay "@RBTOT is ", @=BTOT) for this
variableto be displayed in the Extended L og file. See the description
of @XLOGfor more information.

@RBYTES read-only

Inthe BLAST Extended L og, holds the number of bytesreceived in
the current transfer. Note that this value can be different than the ac-
tual file size. Y ou must have Extended Logging enabled for this
variable to return avalue. See @XLOGfor more information.

@RCLASS read-only

For BLAST protocol, storesthe BLAST class number of the remote
system. Thisisvalid during and after file transfer.

@RCOMP_LEV read/write
0-6[4]

For BLAST protocol transfers, specifies the maximum receiving

level of compression that can be used during asession. Level 0 spec-

ifies no compression; level 6 specifies the highest compression lev-
el.

BLAST Protocol subwindow: Receive Compression Level

@RETRAN read/write
0 —9999 [4]

For BLAST protocol transfers, sets the maximum number of sec-
onds BLAST will pause before resending a packet. For example, if
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@\DWS| Z issetto 5 and @GRETRAN is set to 30, BLAST will at-
tempt to resend thefifth packet every 30 secondsif no acknowledge-
ment is received.

BLAST Protocol subwindow: Retransmit Timer

@RFAILURE read-only

For BLAST protocol, stores the number of files unsuccessfully re-
ceived during afile transfer session.

@RLINEQ read-only

For BLAST protocol transfers, storesthe current receiving line qual -
ity. Possible values are GOOD, FAI R, POOR, or DEAD.

@RLQ read-only

Inthe BLAST Extended Log, holdstheline quality for thefile being
received. Y oumust have Extended L ogging enabled for thisvariable
to return avalue. Possible values are GOOD, FAI R, POOR, or DEAD.
See the description of @XLOG for more information.

@RNAME read-only

Inthe BLAST Extended L og, holds the name of the file being re-
ceived. Y ou must have Extended Logging enabled for this variable
to return avalue. See the description of @XLOGfor more informa-
tion.

@ROPTIONS read-only

Inthe BLAST Extended Log, holds the value of the options for the
file being received. Y ou must have Extended L ogging enabled for
this variable to return avalue. See the description of @GXLOGfor
more information.

@RPACK read-only

Inthe BLAST Extended L og, holds the number of packets received
in the transfer. Y ou must have Extended L ogging enabled for this
variableto return avalue. See the description of @XLOGfor morein-
formation.
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@RPTOT read-only

Inthe BLAST Extended L og, holds the total number of packets re-
ceived during the file transfer session. Y ou must have Extended
Logging enabled for this variable to return a value. See the descrip-
tion of @XLOGfor more information.

@RRET read-only

Inthe BLAST Extended Log, holdsthe number of retriesfor thefile
being received. Y ou must have Extended Logging enabled for this
variableto return avalue. See the description of @XLOGfor morein-
formation.

@RRTOT read-only

Inthe BLAST Extended L og, holds the total number of retries for
files being received during the file transfer session. Y ou must have
Extended L ogging enabled for thisvariableto return avalue. Seethe
description of @XLOGfor more information.

@RSERIAL read-only

For BLAST protocol, storesthe serial number of the BLAST version
running on the remote system.

@RSITE read-only

For BLAST protocol, stores the BLAST site number of the remote
system. Thisisvalid during and after file transfer.

@RSIZE read-only

In the BLAST Extended Log, holds the size of the file being re-
ceived. Y ou must have Extended Logging enabled for this variable
to return avaue. See the description of @XLOGfor more informa-
tion.

@RSTART read-only

Inthe BLAST Extended Log, holds the interrupt start point for an
interrupted received file. Y ou must have Extended L ogging enabled
for thisvariable to return avalue. See the description of @XLOGfor
more information.
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@RSTATUS read-only

Inthe BLAST Extended Log, holds the completion status of thefile
being received. Possible values are:

RCOWVP — Receive completed.

LERROR — Receive not completed, due to local error.
RERROR — Receive not completed, due to remote error.

Rl NTR — Receive not completed, due to operator interruption.

Y ou must have Extended L ogging enabled for this variableto return
avalue. See the description of @XLOG for more information.

@RSUCCESS read-only

For BLAST protocol, stores the number of files successfully re-
ceived during afile transfer session.

@RTIME read-only

Inthe BLAST Extended Log, holds the elapsed time for the file be-
ing received. Y ou must have Extended Logging enabled for this
variableto return avalue. Seethe description of @XLOGfor morein-
formation.

@RTSCTS read/write
[YES] NO

Specifieswhether hardware flow control isenabled. Not all comput-
erssupport RTS/CTSflow control. Thevalue of thisvariableisvalid
only if the serial port device driver returns the correct code.

Setup field: RTS/CTS Pacing

@SBTOT read-only

If Extended Logging isenabled, holdsthe total number of bytes sent
during the file transfer session. Y ou must write adisplay statement
(eg.Di splay "@BTOT is ", @BTO) for thisvariableto
bedisplayed inthe Extended L og file. See the description of @XLOG
for more information.
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@SBYTES read-only

Inthe BLAST Extended Log, holds the number of bytes sent in the
current transfer. Note that this value can be different than the actua
filesize. Y ou must have Extended L ogging enabled for thisvariable
to return avaue. See @XL OGfor more information.

@SCOMP_LEV read/write
0-6[4]

For BLAST protocol transfers, specifies the maximum sending
compression level that can be used during a session. Level 0 speci-
fiesno compression; level 6 specifiesthe highest compression level.

BLAST Protocol subwindow: Send Compression Level

@SCRFILE read/write
filename

Specifiesthe name of aBLAST script that will start immediately af -
ter BLAST begins execution.

Setup field: Script File

@SCRIPTERR read/write
any integer

Returns the numeric value of the last error that occurred in the

BLAST script.

@SCRLREG read/write

[ON] OFF

Controls data display in the scrolling region (lines 5-24). If
@CRLREGI s set to ON, charactersreceived in Terminal mode will
bedisplayed and BLAST scriptscan usethe DI SPLAY statement. If
BLAST is started in video-suppress mode (-n switch on the operat-
ing system command line), @CRLREGIs set to OFF (see “Com-
mand Line Switches” on page 10).

NOTE: If @CRLREGissetto Q\, itreturnsthevaluel; if itisset
to OFF, it returns the value 0.
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@SERIAL read-only

Storesthe serial number of the BLAST version running on thelocal
system.

@SETUPDIR read-only

Specifiesthe directory path in which BLAST setup files are stored,
asspecified inthe SETUPDIR environment variable (see“ Environ-
ment Variables’ on page 7).

@SFAILURE read-only

For BLAST protocol, storesthe number of files unsuccessfully sent
during afile transfer session.

@SITE read-only
Storesthe BLAST site number of the local system.

@SLINEQ read-only

For BLAST protocol, stores the current sending line quality during
afiletransfer. Increase packet size to take advantage of clean lines,
or decrease packet size to avoid problems with noisy lines. Possible
values are GOCD, FAI R, POOR, or DEAD.

@SLQ read-only

Inthe BLAST Extended L og, holdstheline quality for thefile being
sent. Y ou must have Extended Logging enabled for this variable to
return avalue. See the description of @XLOGfor more information.

@SNAME read-only

Inthe BLAST Extended Log, holds the name of the file being sent.
Y ou must have Extended L ogging enabled for thisvariableto return
avalue. See the description of @XLOG for more information.

@SOPTIONS read-only

Inthe BLAST Extended Log, holds the value of the options for the
file being sent. Y ou must have Extended L ogging enabled for this
variableto return avalue. See the description of @XLOGfor morein-
formation.

286

CHAPTER SIXTEEN



@SPACK read-only

Inthe BLAST Extended L og, holdsthe number of packetssentinthe
transfer. Y ou must have Extended L ogging enabled for thisvariable
to return avalue. See the description of @XLOG for more informa-
tion.

@SPTOT read-only

Inthe BLAST Extended Log, holdsthetotal number of packets sent
during the file transfer session. Y ou must have Extended Logging
enabled for this variable to return avalue. See the description of
@XLOGfor more information.

@SRET read-only

Inthe BLAST Extended Log, holdsthe number of retriesfor thefile
being sent. Y ou must have Extended L ogging enabled for this vari-
ableto return avalue. See the description of @XLOGfor more infor-
mation.

@SRTOT read-only

Inthe BLAST Extended L og, holds the total number of retries for
files being sent during the file transfer session. Y ou must have Ex-
tended Logging enabled for this variable to return avalue. See the
description of @XLOGfor more information.

@SSIZE read-only

Inthe BLAST Extended L og, holds the size of the file being sent.
Y ou must have Extended L ogging enabled for thisvariableto return
avalue. See the description of @XLOG for more information.

@SSTART read-only

Inthe BLAST Extended Log, holds the interrupt start point for an
interrupted sent file. Y ou must have Extended L ogging enabled for
this variable to return avalue. See the description of @XLOGfor
more information.

@SSTATUS read-only

Inthe BLAST Extended L og, holds the completion status of thefile
being sent. Possible values are:
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SCOWVP — Send compl eted.

L ERROR — Send not completed, due to local error.
RERROR — Send not compl eted, due to remote error.

SI NTR - Send not completed, due to operator interruption.

Y ou must have Extended L ogging enabled for thisvariableto return
avalue. See the description of @XLOG for more information.

@SSUCESS read-only

For BLAST protocol, stores the number of files successfully sent
during afile transfer session.

@STATUS read/write
command-specific

Returns a condition code set by the last statement that reported a
completion status. Most statements that succeed set @STATUS to

0 and return a nonzero value for an error. For example, the

FI LETRANSFER command sets @TATUS to O if Filetransfer
mode was successfully entered. @TATUS does not, however, re-
flect the success of an entire FI LETRANSFER block, but rather the
@5TATUS setting of the last command in the block capable of set-
ting @TATUS. (To check theoverall successof aFl LETRANSFER
block, use the reserved variable GEFERROR).

Some commands that return numeric results (e.g., STRI NX,
TTRAP) set @STATUS to 0 to indicate anull condition.

On returning from a called script, @GSTATUS is set to the numeric
constant given in the RETURN statement, or to O if no numeric con-
stant is given.

For alist of commandsthat set @STATUS, see“Commands That Set
@STATUS’ on page 223.

@STIME read-only

Inthe BLAST Extended Log, holds the elapsed time for the file be-
ing sent. Y ou must have Extended L ogging enabled for thisvariable
to return avalue. See the description of @KL OG for more informa-
tion.

288

CHAPTER SIXTEEN



10.8x

@SYMBOLTYPE read-only

Returns the results of the last SYMI'YPE command—NONE,
Bl NARY, or STRI NG.

@SYSDESC read/write
user-defined

Stores a user-defined description of the remote computer. Thisfield
may be up to 40 characters. No special processing is done based on
the information in this field.

Setup field: Description

@SYSTYPE read/write
any valid system type

Specifies the remote computer type (UNI X, VIVS, etc.). The
systems.scr library uses this variable to determine how to perform
certain system functions, such aslogging on and disconnecting from
remote multi-user computers.

Setup field: System Type

@TIME read-only

Contains the current time in hh:mm:ss format. Thisis aread-only
variable; an error message will be displayed if a script attempts to
writetoit.

@TIMEFORMAT read/write
template

Setsthe format of the @' ME variable. Setting the @' MEFORVAT
reserved variable overridestheformat in which BLAST was started.
Theformat of the output of the @'l ME reserved variable will be de-
termined by the template set by the user. The value of the replace-
ment sequences are the same as those described abovein the
@DATEFORMAT reserved variable.

@TRANSTAT read/write
[ON] OFF

Controlsthe display of the File Transfer Status Area. If @GIRAN-
STAT issetto ON, theareaisactive. Thisvariableisset to OFF when
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BLAST is started in video-suppress mode (-n on the operating sys-
tem command line; see “ Command Line Switches’ on page 10).

NOTE: If @RANSTAT issetto ON, it returnsthevalue 1; if itis
set to OFF, it returns the value O.

10.8x

@TRAPCNT read-only

Returns the number of bytes read from the last TTRAP. TTRAP
must be preceded by SETTRAP.

@TRPASSWD write-only
up to 8 characters

For BLAST protocol, storesapassword that aremote user must send
before afile transfer is allowed. If thisvariableis set to other than
null, then the remote computer must send the password before afile
can be transferred to or from your computer.

NOTE: @RPASSWDisintended to validate remote users logging
onto your system. If the BLAST running on the local system exe-
cutes a script that sets @ RPASSWORD to something other than a
null, the local computer will not be able to receive files without the
remote computer sending the password.

BLAST Protocol subwindow: Transfer Password

@TTIME read-only

Inthe BLAST Extended Log, holds thetotal elapsed time of thefile
transfer session. Y ou must have Extended Logging enabled for this
variableto return avalue. See the description of @GXLOGfor morein-
formation.

@USERID read/write
user-defined

Stores the user’ s identification for the remote computer. The
systems.scr library usesthisvariablein answering thelogon prompts
from amulti-user computer.

Setup field: Userid
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@USERIF read/write
[ON] OFF

Controlsdatadisplay inthemenuregion (lines1-4). If QJSERI Fis
set to ON, the menu region isdisplayed; if it is set to OFF, lines 14
become part of the scrolling region. When BLAST is started in the
video-suppress mode (-n on the operating system command line),
thisvariableisturned OFF (see “Command Line Switches’ on page
10).

NOTE: If QJSERI Fissetto QN, it returnsthevalue 1; if it isset
to OFF, it returns the value 0.

@VERSION read-only
Stores the version of BLAST that is running.

10.7x

@VT8BIT read/write
[7]8

For VT220 and VT320 emulation, specifieswhether “C1” control
characters are represented in the 8-bit environment or as 7-bit es-

cape sequences.
VT Emulation subwindows: 7/8 Bit Controls

@VTANSBACK read/write
user-defined ASCII string

For VT emulation, contains a message to be sent to the remote
computer upon receiving aninquiry (“E). Thefield can beupto 30
charactersinlength. Thedefault valueis an empty string—nothing
issent.

VT Emulation subwindows: Answerback Msg

@VTAUTOWRAP read/write
YES [NO]

For VT emulation, specifies whether text typed at the right margin
will automatically wrap to the next line.

VT Emulation subwindows: Auto Wrap
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@VTCLRSCRN read/write
YES [NO]

For VT emulation, clears the terminal’ s video display. Setting
@/TCLRSCRNto YES clearsthe display; the valueis then reset to
NO.

VT Emulation subwindows: Clear Screen

@VTCURSOR read/write
[NORMAL] APPLICATION

For VT emulation, specifies whether the cursor keys will control
cursor movement or send application control functions.

VT Emulation subwindows: Cursor Keys Mode

@VTCURSTYPE read/write
BLOCK [LINE]

For VT100/52 and VV T220 emulation, specifies whether the cursor
10.7x | js displayed as areverse-video block or as an underline character.

VT Emulation subwindows: Cursor Type

@VTDISP132 read/write
[80] 132

For VT emulation, specifies column display for text.

VT Emulation subwindows: 80/132 Columns

@VTHSCROLL [JUMP] SMOOTH NONE

For VT emulation, specifies how to scroll data on an 80-column
display when the emulator isin 132-column mode. SMOOTH scroll
will changethe view of the display only as necessary to display the
cursor position. JUMP scroll will adjust the view by showing either
the first 80 columns or the last 80 columns. When NONE is select-
ed, the display will not scroll and the cursor may disappear from
view. Thisvalueisignored if @/TCOMPRESSED is set to YES.

VT Emulation subwindows: Horizontal Scroll
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10.7x

@VTHSCROLLN 1 -53[10]

For VT emulation, specifies the number of columnsto movewhen
the Scroll Left or Scroll Right keys are pressed. The valueis used
when Jump Scroll has been selected as the scroll mode.

VT Emulation subwindows: Jump Scroll Inc

@VTINTL [USASCII] UK
FRENCH GERMAN
ITALIAN SPANISH DANISH

For VT220 and VT320 emulation, specifies whether 7- or 8-hit
datais used for international support. The default value, US-
ASCI | , allows 8-bit data with the high-order data used for inter-
national characters.

VT Emulation subwindows: Intl Char Set

@VTKEYPAD [NUMERIC] APPLICATION

For VT emulation, specifieswhether the numeric keypad keyswill
send numbers or programming functions defined by the applica-
tion.

VT Emulation subwindows: Keypad Mode

@VTNEWLINE read/write
YES [NO]

For VT emulation, selects whether the enTer key will move the
cursor to anew line.

VT Emulation subwindows: New Line

@VTPRINT read/write
[NORMAL]AUTO
CONTROLLER

For VT emulation, specifies when information is sent to the print-
er. In AUTOprint mode, each line of received text isdisplayed and
printed; in CONTROLLER mode, all received dataiis sent directly
to the printer without displaying it on the screen; in NORMAL
mode, the user initiates printing from the keyboard.

VT Emulation subwindows: Print Mode
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@VTPRINTPAGE read/write
[SCROLL REGION]
FULL PAGE

For VT emulation, specifies how much of the screen to print when
you press the PRINT SCREEN Key.

VT Emulation subwindows: Print Screen

@VTRESET read/write
YES [NO]

For VT emulation, specifies whether many of the VT operating
features are reset to their factory default values. If @/TRESET is
set to YES, the features are reset; the value of thisvariableis then
authomatically reset to NO.

VT Emulation subwindows: Reset Terminal

@VTTEXTCURS read/write
10.7x [YES] NO

For VT emulation, specifies whether to display the text cursor.
VT Emulation subwindows: Text Cursor

@VTUSERCHAR read/write
[DEC SUPPLEMENTAL]
ISO LATIN-1

For VT320 emulation, specifies either DEC SUPPLEMENTAL or
| SO LATI N- 1 character set as the user preferred character set.

VT Emulation subwindows: User Pref Char Set

@VTUSERKEYS read/write
[UNLOCKED] LOCKED

For VT200 and VT320 emulation, sel ects whether the host system
can change user-defined key definitions.

VT Emulation subwindows: User Def Keys.
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@WDWSIzZ read/write
1-[16]

For BLAST protocol, specifiesthe window size of the“B” protocol.
“Window” refersto the number of BLAST protocol packetsthat can
be sent to the remote without BLAST waiting for an acknowledge-
ment from the remote. As packets are acknowledged, the start point
of the window is adjusted, or “slides.” See “BLAST Protocol De-
sign” on page 101 for afuller discussion of window size.

BLAST Protocol subwindow: Window Size

@WT4ECHO read/write
YES [NO]

Specifieswhether BLAST will wait for the remote computer to echo
each character of uploaded text before sending the next character.

Setup field: Wait For Echo

10.7x

@WYANSBACK read/write
user-defined

For WY SE emulation, contains a user-created message to be sent
to the host when an inquiry is received.

WYSE Emulation subwindow: Answerback

@WYAUTOPAGE read/write
YES [NO]

For WY SE emulation, specifies whether the cursor can move off
the current page when an attempt is made to movethe cursor before
the home position or beyond the end of the page.

WYSE Emulation subwindow: Auto Page

@WYAUTOSCROLL read-only
[YES]

For WY SE emulation, specifies scrolling of the terminal display
when the cursor reaches the bottom of apage. Thisfield is read-
only and cannot be changed.

WYSE Emulation subwindow: Auto Scroll
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10.7x

@WYAUTOWRAP read/write
[YES] NO

For WY SE emulation, specifieswhether anew lineisautomatical -
ly performed when acharacter is placed in the last column of arow
(column 80 or 132).

WYSE Emulation subwindow: Auto Wrap

@WYBLOCKEND read/write
[US/CR] CRLF/ETX

For WY SE emulation, specifieswhich characters are used to mark
the end-of-line and end-of-block when the terminal isin block
mode.

WYSE Emulation subwindow: Block End

@WYCOMMODE [CHARACTER] BLOCK

For Wyse emulation, specifies whether datais sent after each key-
stroke (character mode) or packaged into blocks.

WYSE Emulation subwindow: Comm Mode

@WYDISP80 read/write
[80] 132

For WY SE emulation, specifiesadisplay of 80 or 132 columns
per row.

WYSE Emulation subwindow: Columns

@WYDSPCURSOR read-only
[YES]

For WY SE emulation, specifiesthat the cursor isvisible. Thisfield
isread-only and cannot be changed.

WYSE Emulation subwindow: Display Cursor
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@WYENTER read/write
[CR] CRLF TAB

For WY SE emulation, specifies the character to send when the
keypad enTER Kkey is pressed.

WYSE Emulation subwindow: Enter

@WYEXPNDMEM read/write
YES [NO]

For WY SE emulation, specifies expanded memory use.

WYSE Emulation subwindow: Expanded Memory

@WYPAGELEN read/write
[1*DATA LINES]

2*DATA LINES 4*DATA LINES
10.7% | For wySE emulation, specifies the length of a screen page.

WYSE Emulation subwindow: Page Length

@WYRETURN read/write
[CR] CRLF TAB

For WY SE emulation, specifies the character to send when the
RETURN Key is pressed.

WYSE Emulation subwindow: Return

@WYSCROLLINC read/write
1- 53 [10]

For Wyse emulation, specifies the scroll increment. Thisvalueis
used when 132 columns per row has been selected and compressed
display is not utilized.

Wyse Emulation subwindow: Horiz Scroll Inc
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10.7x

@WYSEWORD read/write
YES [NO]

For WY SE emulation, specifies whether keys send Wordstar™
functionsinstead of standard key codes. The only keys affected are
WY SE keys that can be remapped with the blastkbd utility (see
“Keyboard Mapping Utility for 10.7x” on page 315).

WYSE Emulation subwindow: Wyseword

@WYWRITEPROT read/write
[DIM] REVERSE NORMAL

For WY SE emulation, specifies the attribute used to display pro-
tected fields.

WYSE Emulation subwindow: Write Protect

10.8x

@XCRC read/write
[CRC] CHECKSUM

For Xmodem transfers, specifies whether the error detection is
CRC or CHECKSUM

Setup field: Error Detection

@XLOG read/write
ON [OFF]

Enables Extended L ogging, which provides detailed information
about BLAST protocaol file transfers. Extended Log values may be
read from the variableslisted below. When Extended Logging isen-
abled, dl thevaluesbelow arelisted inthelog file except for @GRBTOT
and @BTOT, which may be written to the log file by issuing adis-
play statement (e.g. di splay "@RBTOT is ", @RBTOT).

@NAVE @RNAVE @sTI VE @RTI VE
@0OPTI ONS @ROPTI ONS @PACK @RPACK
@BSTATUS @RSTATUS @BRET @RRET
@S| ZE @RSl ZE @PTOT @RPTOT
@START @RSTART @RTOT @RRTOT
@BYTES @RBYTES @BTOT @RBTOT
@LQ @RLQ @t ME

Extended Logging may also be enabled with the -x command line
switch (see “Command Line Switches’ on page 10).
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@XLTFILE read/write
filename

Storesthe name of the Translate File used in Terminal modetofilter,
tranglate, or substitute characters (see “ Trandlate File Format” on
page 306).

Setup field: Translate File

@XONXOFF read/write
YES [NO]

Specifies whether software flow control is enabled. Not all comput-
ers support XON/X OFF flow control.

Setup field: XON/XOFF Pacing

10.8x

@XPADC read/write
any character in decimal [00]

For Xmodem transfers, specifiesthe pad character. This parameter
may also be set from the command line with -p command line
switch (“Command Line Switches’ on page 10).

XYmodem Protocol subwindow: Pad character

@XYCONVR read/write
ASCII [BINARY]

For Xmodem and Y modem transfers, specifies whether received
fileswill be treated as ASCI | or Bl NARY.

XYmodem Protocol subwindow: File Conversion

@XYCONVS read/write
ASCII [BINARY]

For Xmodem and Y modem transfers, specifies whether files sent
will betreated as ASCI | or Bl NARY.

XYmodem Protocol subwindow: File Conversion
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10.8x

@XYEOT read/write
10 — 6000 [100]

For Xmodem and Y modem transfers, specifies EOT (end-of -trans-
mission) timeout in hundredths of a second.

EOT timeout for Xmodem and Y modem may also be specified
with the -e command line switch (see “Command Line Switches’
on page 10)

XYmodem Protocol subwindow: EOT Timeout

@XYRLTR read/write
CR [CR/LF]

For Xmodem and Y modem transfers, specifies how line termina-
tion istreated if @KYCONVS isset to ASCI | .

CR-—for filesreceived, replaces al carriage returns (CR) with line-
feeds(LF); e.g., for ASCII filesreceived from Macintosh platform.

CR/ LF —for filesreceived, deletes any carriagereturn (CR) that is
followed by a line feed (LF); e.g., for ASCII files sent to DOS and
Windows platforms.

XYmodem Protocol subwindow: Remote Line Termination

@XYRLTS read/write
CR [CR/LF]

For Xmodem and Y modem transfers, specifies how line termina-
tion istreated if @KYCONVS isset to ASCI | .

CR—for files sent, replaces line feeds (LF) with carriage returns
(CR); e.g., for ASCII files sent to Macintosh platform.

CR/ LF — for files sent, adds a carriage return (CR) before aline
feed (LF); e.g., for ASCII files sent to DOS and Windows plat-
forms.

XYmodem Protocol subwindow: Remote Line Termination
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10.8x

@ZMALT read/write
[CR/ILF] LF

For sending ASCI| files to nonstandard implementations of Zmo-
dem, specifies line-feed conversion for ASCII files. When
@MCONVS = "ASCI | ", thedefault CR/ LF specifiesthat line
feeds be converted to CR/ LF; LF specifies no conversion.

Zmodem Protocol subwindow: ASCII Line Termination

@ZMAUTODOWN read/write
YES [NO]

For Zmodem transfers, specifies Auto Receive mode, which begins
downloading immediately after entering Filetransfer mode.

Zmodem Protocol subwindow: Auto Receive

@ZMBLKLN read/write
[0] 24 — 1024

For Zmodem transfers, overrides the default block length, which is
determined by the baud rate of the connection. The default, O, spec-
ifies no limit to block length.

Zmodem Protocol subwindow: Limit Block Length

@ZMCONVR read/write
[ASCII] BINARY

For Zmodem transfers, specifies whether received fileswill betreat-
ed as ASCl | or Bl NARY. For correct file conversion to ASCII, the
remote computer must send the filesas ASCII.

Zmodem Protocol subwindow: File Conversion

@ZMCONVS read/write
[NONE] ASCII BINARY

For Zmodem transfers, specifies whether files sent are to be treated
asBl NARY or ASCI | , overriding the File Conversion setting of the
receiving system. NONE specifies no override.

Zmodem Protocol subwindow: Conversion Override
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@ZMCRC read/write
16 BITS[32BITS]

For Zmodem transfers, specifieswhich CRC error-detectionisto be
used.

Zmodem Protocol subwindow: CRC

@ZMCTLESCR read/write
YES [NO]

For Zmodem transfers, specifies whether all control charactersre-
ceived will be link-escape encoded for transparency.

Zmodem Protocol subwindow: Esc All Control Chars

@ZMCTLESCS read/write
YES [NO]

For Zmodem transfers, specifies whether all control characters sent
will be link-escape encoded for transparency.

Zmodem Protocol subwindow: Esc All Control Chars

@ZMEXIST read/write
YES [NO]

For Zmodem transfers, specifieswhether transferswill occur only if
the file already exists on the destination system.

Zmodem Protocol subwindow: File Must Already Exist

@ZMFRMLEN read/write
[0] 24 — 1024

For Zmodem transfers, limits frame length and forces the sender to
wait for aresponse from the receiver before sending the next frame.
The default, 0, specifies no limit to frame length.

Zmodem Protocol subwindow: Limit Frame Length
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@ZMMANAGR read/write
NONE PROTECT
[CLOBBER] APPEND

For Zmodem transfers, specifies a file management option for files
received. See the File Management setup field on page 97 for ade-
scription of each option.

Zmodem Protocol subwindow: File Management

@ZMMANAGS read/write
[NONE] PROTECT

CLOBBERNEWER

NEWER/LONGER

DIFFERENT APPEND

For Zmodem transfers, specifies afile management option for files
sent. See the Management Option setup field on page 95 for ade-
scription of each option.

Zmodem Protocol subwindow: Management Option

@ZMRESUME read/write
YES [NO]

For Zmodem transfers, specifies continuation of an aborted file
transfer from point of interruption. The destination file must already
exist and must be smaller than the source file.

Zmodem Protocol subwindow: Resume Interrupted File

@ZMWINDOW read/write
[0] — 9999

For Zmodem transfers, specifies the size of the transmit window.
Thedefault, 0, specifies no limit to the size of the transmit window.

Zmodem Protocol subwindow: Size of Tx Window
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Chapter 17

Data Stream Control

Introduction

All versions of BLAST support data filtering and translation of in-
coming and outgoing data streams. This chapter describes these fea-
tures as well asthe standard BLAST terminals, TTY and
PASSTHRU. In addition, this chapter describes terminal emulation
and keyboard mapping, which are available with BLAST Profes-
sional UNIX 10.7x. Through terminal emulation, BLAST provides
terminal functionality for arange of popular character terminals.
With keyboard mapping, you can reassign the functions of the stan-
dard keyboard keys aswell asthe“BLAST keys’ that control
BLAST functions.

Data Stream Filtering and Alteration

BLAST allowsfor the trandation, substitution, or filtering (remov-
al) of individual charactersin the data stream during terminal ses-
sions. This character manipulation can be used to:
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¢ Prevent the display of unwanted characters.

¢ Display international character sets.

¢ Prevent the transmission of certain key codes.

¢ Remap keys to send characters other than their defaults.
¢ Prevent characters from being saved in the capturefile.
¢ Prevent characters from being sent with afile upload.

For example, Dow Jones News Service sends specia start- and end-
of-record characters that print non-ASCI| characters on the screen.
The standard trandlate file supplied with BLAST filters out these
characters so that they do not appear on your display. If you wanted
to automate your access to Dow Jones by writing a script, you might
need to TTRAP for these filtered characters. For the TTRAP to see
them, you would have to change the filter in order to allow these
charactersto pass.

Translate File Format

A copy of the standard trandatefile is on your distribution mediaas
“trandat.thl.” Thisfileisdistributed with the defaults used when the
Trandate File setup field (page 73) isempty. The BLAST trandate
file contains two tables: the receive table, which operates on char-
acters received from the remote system, and the transmit table,
which operates on characters sent to the remote system.

The receive and transmit tables within a BLAST trandlate file con-
tain an array of 256 hexadecimal values. These values correspond to
the 8-bit ASCI| character set. The decimal value of acharacter rang-
ing from Oto 255 isused as an index to the character positionsin the
table. The hexadecimal value at that location in the table is substitut-
ed for the hexadecimal value of the original character.

Trandat.thl contains the following receive and transmit default ta-
bles:

‘RECVTABL

-00, -01, -02, -03, -04, -05, -06, 07,
08 09 0A 0B 0C, 0D OE OF
10 11 12 13 -14, 15 16 17
18 19 1A 1B -1C, 1D 1E 1F
20 21 22 23 24, 25 26 27
28 29 2A 2B 2C, 2D 2E 2F
30 31 32 33 34, 35 36 37
38 39 3A 3B 3C, 3D 3E 3F
40 41 42 43 44, 45 46 a7
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50, 51, 52, 53, 54, 55, 56, 57
58, 59, 5A, 5B, 5C, 5D, 5E, 5F,
60, 61, 62, 63, 64, 65, 66, 67
68, 69, BA, 6B, 6C, 6D, 6E, 6F,
70, 71, 72, 73, 74, 75, 76, 77
78, 79, 7A, 7B, 7C, D, 7E, 7F,
-00, -01, -02, -03, -04, -05, -06, 07
08, 09, 0A, 0B, oc, oD, OE, OF,
-10, -11, -12, -13, -14, -15, -16, -17,
-18, -19, -1A, 1B,  -1C,  -1D, -1E, -1F
20, 21, 22, 23, 24, 25, 26, 27
28, 29, 2A, 2B, 2C, 2D, 2E, 2F,
30, 31, 32, 33, 34, 35, 36, 37
38, 39, 3A, 3B, 3C, 3D, 3E, 3F,
40, 41, 42, 43, 44, 45, 46, 47
48, 49, 4A, 4B, 4c, 4D, 4E, 4F,
50, 51, 52, 53, 54, 55, 56, 57
58, 59, 5A, 5B, 5C, 5D, 5E, 5F,
60, 61, 62, 63, 64, 65, 66, 67
68, 69, 6A, 6B, 6C, 6D, 6E, 6F,
70, 71, 72, 73, 74, 75, 76, 77
78, 79, 7A, 7B, 7C, D, 7E, 7F,
XMITTABL
00, o1, 02, 03, 04, 05, 086, 07
08, 09, 0A, 0B, oc, oD, OE, OF,
10, 11, 12, 13, 14, 15, 16, 17,
18, 19, 1A, 1B, 1c, 1D, 1E, 1F
20, 21, 22, 23, 24, 25, 26, 27
28, 29, 2A, 2B, 2C, 2D, 2E, 2F,
30, 31, 32, 33, 34, 35, 36, 37
38, 39, 3A, 3B, 3C, 3D, 3E, 3F,
40, 41, 42, 43, 44, 45, 46, 47
48, 49, 4A, 4B, 4ac, 4D, 4E, 4F,
50, 51, 52, 53, 54, 55, 56, 57
58, 59, 5A, 5B, 5C, 5D, 5E, 5F,
60, 61, 62, 63, 64, 65, 66, 67
68, 69, 6A, 6B, 6C, 6D, 6E, 6F,
70, 71, 72, 73, 74, 75, 76, 77
78, 79, A, 7B, 7C, D, 7E, 7F,
80, 81, 82, 83, 84, 85, 86, 87
88, 89, 8A, 8B, 8C, 8D, 8E, 8F,
90, 91, 92, 93, 94, 95, 96, 97
98, 99, 9A, 9B, 9c, 9D, 9E, oF,
AO, Al A2, A3, A4, A5, A6, A7
A8, A9, AA, AB, AC, AD, AE, AF,
BO, B1, B2, B3, B4, B5, B6, B7,
BS, B9, BA, BB, BC, BD, BE, BF,
co, c1, c2, C3, c4, Cs, cs, c7
cs, Co, CA, CB, cc, D, cD, CF,
DO, D1, D2, D3, D4, D5, D6, D7,
D8, D9, DA, DB, DC, DD, DE, DF,
EO, E1, E2, E3, E4, ES5, ES, E7
ES, EQ, EA, EB, EC, ED, EE, EF,
Fo, F1, F2, F3, F4, F5, F6, F7
Fs, Fo, FA, FB, FC, FD, FE, FF,

Trandat.tbl can either filter, trandate, or substitute characters.

Filtering — The default values of the receive table causeit to filter
the following characters (next page):
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NUL  (00) ACK (06)  NAK (15) ESC (1B)

SOH (01) DLE (10)  SYN (16) FS (1C)
STX (02 DC1 (11)  ETB (17) GS (1D)
ETX (03) DC2 (12)  CAN (18) RS (1E)
EOT (04) DC3 (13) EM (19) us (1P
ENQ (05) DC4 (14)  SUB (1A)

Values to befiltered from the transmitting or receiving data stream
are preceded by aminus sign. A minus sign indicates that the value
following it isignored.

Trandlation — The default receive table also trandates all “high”
ASCII characters (8-hit characters above 127 [decimal] or 7F [hexa-
decimal] invalue) to “low” ASCII (7-bit) charactersby stripping the
8th bit. You will noticein the :RECVTABL illustrated above that
the 17th row of the table begins, as doesthe 1st row, with “-00" and
that the lower half of the table duplicates the upper half.

Substitution — Y ou can substitute anew hexadecimal value for any
existing default value in either the receive or transmit table. For ex-
ample, supposethat you want to replaceall upper case“A” sfromthe
received data stream with lower case “b"s. Y ou would:

¢ Find the character “A” inthe ASCII tablein Appendix D. You
will see that the decimal value of “A” is 65 whereas the hexa-
decimal valueis41.

¢ Now find the hexadecimal value located in the 65th position of
thetrangdlate table. Begin counting at the upper left-hand corner
of thetable (“-00" or “00"), moving from left to right and count-
ing down the rows. Start your count from zero, and count until
you reach the 65th position. Thevaluein the 65th positionis41,
the hexadecimal value for “A”.

¢ Look in Appendix D again and determine the hexadecimal val-
uefor “b”. That valueis 62.

¢ Replacethe value 41 in the trandl ate table with 62. From now
on, all “A”sin the received data stream will be trandated to
“b’s.

NOTE: The default transmit table transmits all characters without
filtering, trandation, or substitution.
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Creating and Editing a Translate File

When specifying new valuesfor atrandatefile, be sure not to delete
an entry in the table completely. Thiswill cause al entriesin the ta-
ble to shift values. To modify thefile:

O Makeacopy of thetrangdat.thl file.

¢ Madify the new file using aword processor or ASCI| text edi-
tor. Save thefilein text format only.

¢ Locate the desired character position in the table and either en-
ter anew value or place aminusin front of the existing valuein
the table.

¢ Savethe new table where BLAST can accessit. BLAST will
look in the current directory first and thenin BLASTDIR.

Text Translation Using a Translate File

Characters are atered as they are received from the remote system;

therefore, what you see on theterminal screen or inacapturedfileis
the altered data. Likewise, transmitted charactersare altered after all

other processing; the remote system receives altered instead of orig-
inal data. It is sometimes necessary to perform text translation while
receiving from or transmitting to aremote system when afile trans-
fer protocol is not available. For example, atext file on aDOS ma-

chinehasacarriagereturn (ASCII 13) and alinefeed (ASCII 10) at
theend of eachline. A UNIX text fileonly hasalinefeed at the end
of each line. The carriage return can easily befiltered from the data
stream by placing aminussign (-) in front of the OD character in po-
sition 13 of the receive table.

Specifying a Translate File in Your Setup

To specify atranslate file for use during a session, type itsnamein
the Tranglate File setup field.

Standard BLAST Terminals

All versions of BLAST for UNIX provide two terminal types, TTY
emulator and PASSTHRU. In addition, BLAST Professional UNIX
10.7x provides other terminal emulators, described in “Terminal
Emulation with 10.7x” on page 311.
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TTY

The BLAST TTY terminal emulator isa*“generic terminal emula-
tor” using the character values of the default trandatefilethat allows
characters to be sent without any translation or other special han-
dling. Received characters are either displayed astext, filtered out,
or interpreted as command sequences. For compl ete character trans-
parency, usethe PASSTHRU terminal, described in the next section.

Special Considerations

During TTY emulation, thefollowing received ASCI| charactersare
interpreted as command sequences (numeric values are in hexadec-
imal):

BEL (07) Bell

BS (08) Backspace

HT (09) Horizonta tab
LF (0A) Linefeed

CR (0OD) Carriagereturn

The TTY emulator filters the following characters:

NUL (00) ACK (06)  NAK (15) ESC (1B)
SOH (01) DLE (10)  SYN (16) FS (1C)
STX (02 DC1 (11)  ETB (17) GS (1D)
ETX (03) DC2 (12)  CAN (18) RS (1E)
EOT (04) DC3 (13) EM (19) us (1P
ENQ (05) DC4 (14)  SUB (1A)

The TTY emulator also converts all 8-bit ASCII characters (above
7F in vaue) to 7-hit characters.

NOTE: You may change the charactersfiltered by the TTY emu-
lator by modifying and using atranslate file. See the preceding sec-
tion, “ Data Stream Filtering and Alteration,” for complete details.

PASSTHRU

The BLAST PASSTHRU termina isa“transparent terminal” that
allows charactersto be sent and received without any filtering, trans-
lation, or other special handling. PASSTHRU may berequired to re-
ceive international characters or to operate a graphics terminal.
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Special Consider ations
There are some special considerations when using PASSTHRU:

O XON/XOFF flow control will still be honored.

¢ Setup functions normally available in Terminal mode are ig-
nored; for instance, AutoL F IN and AutoL F OUT will not work.

¢ Loca Echo will still work.

¢ BLAST will operatein either 7- or 8-bit mode.

¢ Hot Keysand ATTN Key sequences normally availablein Ter-
minal mode areignored and will be sent asdata (for adiscussion
of Hot Keysand alist of ATTN Key sequences, see “Keyboard
Mapping Utility for 10.7x” on page 315 and “ Attention Key Se-
quences’ on page 346, respectively).

To interrupt Terminal mode and return to the BLAST menu system
whilein PASSTHRU, type:

ATTN ATTN (pause)
where “pause” indicates no keyboard input for a minimum of two

seconds. Thiswill allow the cTrL k sequence to be used in PASS-
THRU Termina mode.

Terminal Emulation with 10.7x

A “termina” isavideo monitor and keyboard that has been custom
configured to generate and respond to formatting codes used by a
particular computer system. For example, the VT 100 terminal was
originally designed to operatewith Digital Equipment Corporation’s
VAX and PDP computers. Particular sequences of ASCII characters
were defined to signal special actions, such as cursor movement,
printer activation, and screen display behavior. In order to use your
system as aterminal to amulti-user host like aVAX, your system
must be able to produce and respond to the host’ s terminal control
codes[] aprocess called “termina emulation.” VT100 termina em-
ulation under BLAST Professional UNIX 10.7x alowsyour system
to operate like aVVT100 terminal.

The following emulators are availablein BLAST Professional
UNIX 10.7x:
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BLAST Emulator

Terminal Emulated

PC ANSI PC ANSI Color
VT52 DECVT52

VT100 DECVT100

VT220 DECVT220

VT320 DECVT320
ADMB3A Lear Siegler ADM3A
D80 Ampex Dialog 80
TV920 Televideo 920 series
WY SE50 WY SE 50+

WY SE60 WY SE 60

Most of these terminal s feature unique keysto perform certain func-
tions, such asthe DO key on aVT220 terminal. Often it is possible
to assign a standard key to perform the same task as a special termi-
nal key. In other cases, it may be necessary to assign a combination
of keysto perform the function—the DO key is mapped to cTrL Fs,
for example. Thus, your keystrokes are “mapped” or “routed”
through BLAST' s software to generate the required sequence of
ASCII code for each terminal function. The default keyboard maps
for al of BLAST'semulators arein Appendix B.

Thedefault emulator for asession isspecified in the Emulation setup
field. To choose an emulator, use spAceBARr to scroll through the
available choices, then press enTER to accept your choice. The VT,
WY SE, and PC ANSI emulators have subwindows that appear auto-
matically when you pressenter. See Chapter 5for moreinformation
on these setup subwindows.

PC ANSI Emulation

The BLAST ANSI emulator provides functional emulation of the
IBM PC ANSI standard, including full color and extended attribute
support. Choose PC ANSI for dialing Bulletin Board Systems or
other computers that offer ANSI support.

DEC VT320, VT220, VT100, and VT52 Emulation

The BLAST VT emulators provide precise emulation of the DEC
VT320, VT220, VT100, and VT52 terminals.

Supported Features
These emulators support the following features:

¢ All cursor positioning sequences and tab settings.

312

CHAPTER SEVENTEEN



¢ All of the software-sel ectabl e operating states (or modes) avail-
ablefor the VT series of terminals, including standard ANSI
and DEC private modes.

¢ The USASCII, UK, FRENCH, GERMAN, ITALIAN,
SPANISH, and DANISH character sets. The default valueis
USASCII, which alows 8-bit data; the other character sets al-
low only 7-bit data.

¢  The DEC Supplemental Graphicsand ISO Latin-1 character
sets.

¢ Scrolling regions, line and character editing, and character at-
tribute commands.

¢ All print operations, including Autoprint, Print Screen, and
Printer controller (printer pass-through).

¢ Horizontal Scrolling control to accommodate 132-column dis-
play on a standard 80-column screen. The Scroll Left, Scroll
Right, and Scroll mode keysmay be used within Terminal mode
and may be redefined with the blastkbd utility. To set the de-
fault mode for the number of columnsto scroll, specify the col-
umn width in the VT Emulation setup subwindow.

Special Considerations
The following features are not supported by these emulators:

¢ Smooth scrolling.

¢  Downloadable character sets. These will beignored by the ap-
plication.

The following features are supported in the specified limited man-
ner:

¢ Double-width characters are handled by displaying asingle-
width character and a space in a double-width position.

¢ Double-height characters are displayed in the top half of adou-
ble-height position.

¢ 132-column mode is supported by scrolling to the left or right
on the screen as required to permit viewing of the entire 132
characters.

Refer to Appendix B for the Key Definition Chart.
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WYSE 60/50, TV920, D80, and ADM3A Emulation

The WY SE 60/50, TV920, D80, and ADM3A emulators are the
functional equivaent of the WY SE 60, WY SE 50+, Televideo fam-
ily, Ampex D80, and the Lear Siegler ADM 3A terminals.

Supported Features
These emulators support the following terminal features:

¢ 80- or 132-column modes.

¢ Horizontal scrolling control using the cursor movement keysto
accommodate a 132-column display on a standard 80-column
screen. To set the default mode for the number of columnsto
scroll, specify the column width in the WY SE Emulation setup
subwindow.

¢ Multiple pages (up to 4 pages; the default is 1).

¢ Split screens.

¢ Normal, dim, blink, blank, underline, and reverse attributes.
(These attributes are embedded in the WY SE50+ emul ation.
They do not occupy avideo position in the WY SE60 emula-
tion.)

¢ Protected fields and display attributes of write-protected fields.

¢ Graphics characters.

¢ Print functions, including auxiliary and transparent modes.

¢ Editing functions.

¢ Block and character modes.

Special Considerations

These emulators do not support programming and displaying func-
tion-key labels and |abel lines.

Refer to Appendix B for the Key Definition Chart.

Transparent Print/Auxiliary Print

BLAST Professional UNIX 10.7x supports Transparent Print mode
(data redirected to an attached printer as well as displayed on the
screen) under the VT series, PC ANSI, WY SE 60/50, TV, D80, and
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ADMS3A emulations. In addition, the WY SE 60/50, TV, D80,
ADM3A series supports Auxiliary Print mode (dataredirected to an
attached printer only).

BLAST Professional UNIX 10.7x recognizes the following codes
for these functions:

WY SE 60/50, TV, D80, ADM3A

Transparent Print mode on: ESCd#
Auxiliary Print mode on: CTRL R
Transparent and Auxiliary Print mode off: CTRLT
PC ANSI/VT

Transparent Print mode on: ESC [5i
Transparent Print mode off: ESC [4i

Keyboard Mapping Utility for 10.7x

Computer users sometimes encounter difficultieswhen emulating a
terminal. For example;

O A key sequence meant to be passed to the remote computer is
instead intercepted by an application (or the operating system).

An emulator keymap is awkward for a particular application.
Repetitive keystrokes are required for a particular application.
A required key does not exist on the user’s keyboard.

For BLAST Professional UNIX 10.7x, the keyboard mapping utili-
ty, blastkbd, helps address these problems. In blastkbd, there are
three types of specially assigned key subsetsin the BLAST key
set: Soft Keys, BLAST Keys, and Hot Keys. In addition, blastkbd
includes Emulator Maps and User-Defined Maps. Below is a brief
description of each, followed by sections giving instructions on
mapping and/or remapping each key set:

Soft Keys— Soft Keysallow you to send often-used character strings
to aremote system with a single keystroke. The use of Soft Keysis
described later in this chapter.

BLAST Keys—BLAST uses specia key sequencesto differentiate
between local commands and characters meant for the remote sys-
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FIGURE 17-1

tem. The BLAST Keys perform local functions, such asexiting Ter-
minal mode. The BLAST Keysarelisted in Appendix B.

Hot Keys— Hot Keys access often-used functions from Terminal,
Filetransfer, and Access modes. Hot Keys are essentially macros
that activate BLAST menu commands and return you to your start-
ing point with just afew keystrokes. Typing ALT F from aconsolein
Terminal mode, for example, starts Filetransfer mode and automat-
ically returnsyou to Terminal mode when filetransfer is compl eted.
The Hot Keys are listed in Appendix B.

Emulator Maps— These are the keyboard mapsfor the existing em-
ulatorswithin the BLAST program. With blastkbd, you can reroute
existing functionsto different keys on your keyboard. For alist of
keys for the existing emulators, see “ Terminal Emulation Keys for
10.7x” on page 348.

User-Defined Maps—Y ou can create your own keyboard mapsfor
different applications, keyboards, or users. Unlike the emulator
maps, user-defined maps can specify functions as well as keys.

Running blastkbd

Y ou can start blastkbd by typing blastkbd on the command lineor,
during aterminal session, by pressing ATTNMor ATTNE. ATTN m will
display the main selection window (Figure 17-1) while ATTN e will
take you directly to the specific map subwindow for the current em-
ulator. From the emulator map, pressing esc will return you to Ter-
minal modeif that iswhereyou started. If you started blastkbd from
the command line, pressing esc from the main blastkbd window
will return you to the command line.

Keyboard Happing Utility

BLAST keys: SOF TREYS]
BLAST
HOTKEYS
Emulator maps: VT320/YT7220
ANSI/YT100/YT52
WYSE6B/WYSESO/TV920/D80/ADM3A
User defined maps: PAT

UP: "u’ a’ SELECT: <enter>, s’

DOWN: ‘d’ X QUIT: <ESC>. 'a’
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After you have edited a keyboard map or one of the BLAST special
key sets, press s to save your changes. Pressesc if you wish to exit
without saving the changes.

To select aBLAST specia assigned key subset or amap from the
blastkbd main window, use the commands described at the bottom
of the window to highlight the desired selection and press ENTER.

NOTE: In the subwindows discussed below, some characters can-
not be entered merely by pressing the corresponding key on the key-
board. The following table indicates how these characters are

entered:

ESC CTRL [
TAB CTRL |
ENTER CTRL M
N FAVAN

For exampl e, to includethe escape character in akey sequence, press
cTrL[ instead of pressing esc. Some characters may appear in octal
form, for example, cTrLr may appear as\036.

Soft Keys

Many terminals offer away of storing a set of often-used character
strings that can be sent to the remote system with asingle keystroke.
BLAST provides this capability with Soft Keys. If you highlight
Soft Keys in the main window and press EnTER, the Soft Key win-
dow (Figure 17-2) will appear:

Keyboard Mapping Utility for the BLAST Softkeys
Boftkey Sequence

L>.00 _____________________________________________|

FIGURE 17-2 08

CHANGE: <Enter> UP: “E PG UP: "R RIGHT: "D HOME: "W  SAVE: 's’
: K PG DOWN: “C__ LEFT: S END: “7 QUIT: <Esc>

DELETE: T DOHN :

To create a Soft Key, highlight the sequence for the Soft Key you
have selected (0-9) and enter the text string to be sent to the remote
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FIGURE 17-3

system when that Soft Key is pressed. Each string can be up to 69
characterslong.

BLAST allowsten Soft Keys. A Soft Key is activated from within
Terminal mode with the following combination:

ATTN Soft_Key_nunber

where Sof t _Key_nunber isthe number key corresponding to
the number of thetext string. For example, O correspondsto .00 text
string, 1 to the .01 text string, and 2 to the .02 text string.

BLAST Keys

Y ou can a'so use blastkbd to modify the BLAST key subset. When
you select BLAST from the BLAST Key set in the blastkbd main
window and pressenTer, the BLAST Key subwindow (Figure 17-3)
will appear.

Kevboard Happing Utility for the BLAST Keys

Function Key 1 Key 2 Key 3
F>Cursor Up K up> <ext><up>

Cursor Down <down> <ext><down>

Cursor Left <left> <ext><left>

Cursor Right <right> <exut><right>

Home <home> <{ext><home>

End <end> <ext><end>

Page Up <pgup> <ext><{pgup>

Page Down <pgdn> <ext><pgdn>

ESC key <esc>

Del Char <del> <ext><del>

Insert Hode <ins> <ext><ins>

Help <f1>

CHANGE : <Enter> UP: “E
DOHN: “X

PG UP: "R
PG _DOWN: ~C

RIGHT: "D
LEFT: “$

HOME: “W
END: ~/7

SAVE: s’
QUIT: <Esc>

DELETE: “T

There are four columns(] the first displays the functions supported
by the BLAST Keys and the other three contain the key sequences
you chooseto perform that function. Up to three key sequences may-
be specified for the same function. To remap afunction, highlight
one of the three key sequencesto the right of the function and press
ENTER. The message “ Press any key to remap function...” isdis-
played. Typethe key (or combination of keys) that will serve asthis
function. Repeat this process until you have remapped all the func-
tionsthat you want; then press s to save your remappings and return
to the blastkbd main window.

NOTE: BLAST keysdo not change from emulator to emulator.
For example, if you map the Cursor Down function ascTrL 2 in the
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BLAST Keys subwindow while using the VT320 emulator, that se-
guence will also perform the same function if you switch to
WY SE60 emulation.

Y ou cannot useblastkbd to remap Attention (ATTN) Key sequences.
The Attention Key can be remapped via the Attention Key setup
field (page 73).

Hot Keys

If you select Hot Keys from the BLAST Key set in the blastkbd
main window and press ENTER, the Hot Key subwindow will appear
(Figure 17-4). Hot Keys override all other functions. For example,
if you map both the VT Find key and the Filetransfer Hot Key to ALt
F, pressing aLT F will always start Filetransfer mode and never act as
the VT Find key.

To map or remap afunction, highlight the first key sequence to the
right of the function and press enter. The message “ Press any key to
remap function...” is displayed. Type the key (or combination of
keys) that will serve as this function. Repeat this process until you
have remapped all the functions that you want; then press s to save
your remappings and return to the blastkbd main window.

NOTE: A Hot Key can only be mapped to asingle keystroke. Any
keystrokes entered into the second column will be ignored by

BLAST.
Kevboard Happing Utility Tor the HOTKEYS Keys
Function Key 1 Key 2 Active Mode
F>Abort BLAST Terminal
Connect <alt>c Terminal
Disconnect <alt>d Terminal
Learn <alt>r Terminal
Select Setup <altrs Terminal
Modify Setup <alt>m Terminal
New Setup <alt>n Terminal
Hrite Setup <a%t>w ¥ermina%
ccess <altra ermina
FIGURE 17-4 Local Edit <alt>e Terminal, FT
Local Print Terminal, FT
Local Type Terminal, FT
Local List <alt>1 Terminal, FT
Local Yiew Terminal, FT, Access
Local System Terminal, FT, Access
Filetransfer <alt>f Terminal, Access
Remote Reboot Access

CHANGE: <Enter> UP: “E PG UP: "R RIGHT: "D  HOME: "W ‘s’
: "X PG DOWN: “C__LFFT: °§ END: ~/7 QUIT: <Esc>

DELETE: “T DOKN :

Emulator Maps

Emulator maps act aslinks between your keyboard and the terminal
you are emulating. For example, if you are using an AT extended
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FIGURE 17-5

keyboard through the VT320 emulator to aVVAX minicomputer, the
keymap will link the Fi key to the VT320 pr1 function. To select an
emulator, highlight the emulator in the blastkbd main window and
presseNnTER; the emulator subwindow will then appear. For example,
if you select VT320/VT220, the subwindow in Figure 17-5 will ap-
pear.

Keyboard Mapping Utility for the ¥T1320/Y7220 Keys

Function Key 1 Key 2 Key 3
->Shift Tab

Backspace <ctrl><back>

Del <back>

Cursor Up <up> <ext><up>

Cursor Down <down> <ext><down>

Cursor Left <left> <extr<left>

Cursor Right <right> <ext><right>

Keypad 0 <keypad>@

Keypad 1 <keypad>1

Keypad 2 <keypad>2

Keypad 3 <keypad>3

Keypad & <keypad>&

Keypad 5 <keypad>9

Keypad 6 <keypad>6

Keypad 7 <keypad>?

Keypad 8 <keypad>8

Keypad 9 <keypad>9

CHANGE: <Enter> UP: “E RIGHT: "D HOME: "W  SRAVE: 's’

PG UP: "R
DELETE: ~T DOWN: "X PG DOWN: “C  LEFT: °S END: "7 QUIT: <Esc>

To remap afunction, highlight one of the three key sequencesto the
right of the function and press enTer. The message “ Press any key
to remap function...” is displayed. Type the key (or combination of
keys) that will serve as this function. Repeat this process until you
have remapped al the functions that you want; then press s to save
your remappings and return to the blastkbd main window. Up to
three key sequences maybe specified for the same function.

User-Defined Maps

A powerful feature of blastkbd isthe option to create your own key-
board maps for different applications, keyboards, or users. For ex-
ample, you can customize a map for a remote database application
and save it under the name “data,” ready for usewith BLAST. Once
you have finished working with the database, you can load another
map for another application.

To create amap, press A at the blastkbd main window. Y ou will be
prompted for the name of the new map. Pressing enTer will add the
new map nameto thelist of mapsin the blastkbd main window (the
map name will also appear as a selection in the Keyboard File setup
field). Pressing enter again will display the mapping subwindow
(Figure 17-6, next page). Unlike the emulator maps, user-defined
maps allow you to specify the function as well as the keys.
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Thefirst step in assigning afunction isto type the name of the func-
tion. If no functions have been assigned, simply type the name of the
function in the field highlighted.To add a function, type A and then
the name of thefunction you would liketo add. After typing the name
of the function, pressenter. Thefirst key sequence will automatical -
ly be highlighted. Type the key sequence for the function you have
just added and press enTER. At the bottom of your screen, you will
be prompted for the ASCII control sequence. Type either the ASCII
control sequence or octal value for that function (for alist, see Ap-
pendix D) and press enTer. If you would like to add a second key
sequence for the function or change an existing key sequence, high-
light the desired key sequenceto the right of the function and follow
the same steps as you followed in entering the first key sequence.
After you have finished mapping functions, press s to save your

map.
Keyboard Mapping Utility for the BBS Keys
Function Key 1 Key 2 Key 3
F1 <F1>
->backspace <back> |

FIGURE 17-6

Sequence: “H

ADD FUMC: "a* CHANGE : <Enter> UP: "E RIGHT: D HOME: "W  SAVE: 's®

DEL FUNC: °x* DEL KEY: °T DOWH: "X LEFT: “C END: "2 QUIT: <Esc>

Keyboard Map Selection in the Setup

All mapsthat you create are saved in afile called “blast.tdf.” Each
time that you start BLAST, it will search the current directory for
blast.tdf. If it cannot be located, BLAST then checks BLASTDIR.
Y ou can easily assign separate keymaps for several usersor applica-
tions by copying different blast.tdf filesinto each directory. When
you run BLAST from within an application directory, the proper
blast.tdf file will automatically be loaded.

To select a specific user map from within agiven .tdf file, highlight
the Keyboard File setup field and use the spacegAR to cycle through
the map choices. If youwould like amap to beloaded automatically
on startup, save it as a part of the setup.
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Chapter 18

Remote Control with 10.7x

What Is Remote Control?

For computers running BLAST Professional UNIX 10.7x fromthe

console, the Remote Control features allow you to access and con-

trol the screen, keyboard, disk drives, and printer of aremote DOS
PC running the BHOST program. Remote control isideal for trou-

bleshooting remote sites, training and supporting DOS operators, us-
ing DOS software—any time that you need complete control over a
remote computer running DOS.

This chapter introduces basic concepts and guides you through the
features of BLAST remote control. The BHOST User Manual de-
scribes how to set up the remote computer for control by BLAST.
Wor kstation users cannot remotely control a PC, but they can oper-
ateaslimited DOSterminalsand can transfer filesthrough BHOST.

Remote control allows a UNIX computer (the Controller) to com-
pletely control aDOS PC (the Host PC). The two systems can use a
hardwire connection, a null modem cable, or modems communicat-
ing over atelephone circuit.
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The Controller can run programs on the Host PC’ s hard drive, print
documents, edit files, and more, asif the user were typing on the
Host PC' s keyboard. All video output and graphics are displayed si-
multaneoudly on both systems, with automatic translation between
different video modes.

The Host PC

TheHost PC runsthe BHOST program, which operates transparent-
ly in the background. BHOST “watches’ the communications port
and, when acall comesin, promptsthecaller for auser identification
and password. Oncethe caller islogged in, BHOST makesthe Host
PC’s services available to the Controller.

The Host PC has access to a number of security features, including
login accounts, multiple control levels, call-back security, and alog
file to record system activity.

Nearly all of the configuration for aremote control session takes
place on the Host PC through SETBHOST, aspecial administration
program that sets system defaults and keeps track of login accounts.

The Controller

The Controller runs BLAST and dialsinto aHost PC just asin an
ordinary terminal session except that, once connected, the user of the
Controller selects Access from the Online menu. Access mode a-
lows complete control. (File Transfer Only and Terminal modes,
discussed later, offer more limited control.)

In Access mode, the Controller can access anumber of security fea-
tures, including the ability to disable the Host keyboard, mouse, and
screen during a session to prevent unauthorized operation.

Connecting to the Host PC

Connecting to the Host PC isthe same as connecting to any other re-
mote system. BLAST can automatically dia the phone and send
your login ID and password to the Host PC. Y ou may also perform
this process manualy.

Be sure that BHOST has been installed and configured on the Host
PC before attempting to connect. See the BHOST User Manual for
more information on installing and configuring BHOST.
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Creating a BLAST Setup for BHOST

To automate your connection to a Host PC, create and save a new
BLAST setup for your sessionswith the Host PC (see Chapter 5 for
adetailed description of setups). In the new setup:

¢ If you are using a modem, set the Phone Number to the phone
number of the Host PC.

O Setthe System Typefield to BHOST if your BHOST account re-
quiresalogin 1D and password; set System Typeto PCor NONE
if your BHOST account does not require alogin ID or pass-
word.

¢ If your BHOST account requiresalogin I D and password, enter
these into the Userid and Password setup fields, respectively,
exactly asthey appear in SETBHOST on the Host PC. These
fields are case-sensitive.

¢ Set Emulationto TTY or VT320.
¢  Set Protocol to BLAST.

¢ SetPacket Sizetoatleast 200, BHOST’ sminumum setting; the
maximum setting is4085.

¢ Inthe BLAST protocol setup subwindow, set Compression
Level according to the type of data you will transfer. Note that
BHOST’ scompression level defaultsto 1. Any additional com-
pression is determined by the amount of memory allocated by a
COVPBUF assignment in BLAST.OPT ontheHost PC. BHOST
supports compression levels 0—4.

Use the Write command from the Online menu to save the new setup.

Making the Connection and Logging On

Choose the new Host PC setup in your Setup Directory and select
Connect from the Online menu. BLAST will make the connection,
log onto the Host PC, and return to the Online menu.

NOTE: If your BHOST Accountissetto Di al Back, BLAST
will not return to the Online menu immediately. Instead, BHOST
will disconnect after you log in and then dial your phone number
from the Host PC. Once the connection has been re-established,
BLAST will return to the Online menu.
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Taking Control

How you take control of the Host PC depends on the Control mode
settingin your BHOST Account. The possible settingsare Access,
File Transfer Only,andTerm nal . Thedefault Control
mode is Access, which provides complete control over the Host
PC.

Accessmode— If your Control modeis set to Access, then press
A from the Online menu to enter Access mode. Y ou will then have
complete control over the Host PC. All of your keystrokes are sent
to the Host PC, and all of the Host PC’ s screen displays are sent to
your system. Access mode offersanumber of powerful features. See
“Using Access Mode” below for complete details.

File Transfer Only mode—If your Control modeissettoFi | e
Transfer Only, then pressr from the Online menu to enter
BLAST Filetransfer mode. The BLAST Filetransfer menu will then
appear, and you will be able to Send and Get files and execute oper-
ating system commands from the Local and Remote menus.

Terminal mode — If your Control modeisset to Ter mi nal , then
press T from the Online menu to enter Terminal mode. Terminal
mode islimited to ASCII text display. Programs using graphics or
full-screen text modes will execute, but the screen display will be
corrupted and no error detection will be performed. Terminal mode
requires special keyboard sequencesto send control characters. See
“Using Terminal Mode with 10.7x and 10.8x” on page 330.

Disconnecting from the Host PC
From Access mode — Press ATTN Esc to return to the Online menul.

From File Transfer Only mode— PressEesc to return to the Online
menul.

From Terminal mode — Pressesc cTrL L to log off of the Host PC

and then press ATTN ATTN to return to the Online menu. Select the
Disconnect command to disconnect from the Host PC.

Using Access Mode

Accessmodeisvery intuitive—all you haveto do istype commands
asif you were seated at the Host PC. Through the Access menu,
BHOST provides several easy-to-use support features, such as:
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¢ Split-screen Chat mode, for communicating interactively with
the Host PC user.

¢  Two cameramodes, one for taking “ snapshots’ of individual
screens and one for recording “movies’ of your session.

¢ A simple menu for fine-tuning your remote control settings.

¢ Hot Keysto start file transfers, exit to alocal system shell, re-
boot the Host PC, and more.
The Access Menu

From Access mode, press ATTN to display the Access menu shown
below in Figure 18-1.

BLAST Access BHOST fusr HENU

Chat Parameters Snapshot rEcord Local
.. return to fAccess Mode

ESC-exit

FIGURE 18-1

To select acommand, press the capitalized letter in the command
name or move the cursor over the command and press enTer. Fol-
lowing is a description of each command:

Resume — Pressr to return to Access mode.

Chat — Press c to start Chat mode. Chat mode allows the Host and
Controller to type messagesto each other on the Chat screen
(Figure 18-2, next page), which is displayed on both the
Controller and the Host screens. Either side may initiate a
Chat unless the Host keyboard has been disabled. Once the
Controller initiates a Chat, adisabled Host keyboard be-
comes active for the duration of the Chat.
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BLAST Access BHOST fusr HENU
Resume Parameters Snapshot rEcord Local
... enter Chat Hode with remote user

ESC-exit 4
Local Message Hindow

FIGURE 18-2

Press <Esc> to exit

The Chat screen contains two windows, one for the Control-
ler's messages and one for the Host’s messages. Both sides
may type at the same time. Chat mode will terminate when

either user pressesesc.

Parameter s —Press p to display the Session Parameters window
containing parameter fields that can be adjusted to
improve BHOST performance (see “Modifying
BHOST Settings with 10.7x” on page 332).

Snapshot —Press s to take asnapshot of the current screen. Y ou will
be prompted for afilename. After typing the filename
and pressing ENTER, you Will be returned to the Access
menu. The current screen image will be saved to your
current directory. If you type in afilename without an
extension, BLAST automatically uses the extension
“.001.” Then, each time you take another snapshot,
BLAST increments the extension by one (up to .099)
and prompts you to save the new file.

BLAST savestext screensin standard ASCI| fileformat
and graphic screensin the .PCX format, which can be
displayed with the View command from the Local menu
or by avariety of third-party applications.

Record — Press e to record a“movi€” of the screen appearance dur-
ing your session (except Chat modedisplays). Y ouwill be
prompted for afilename. Type the filename and press
enTER. BLAST will then begin recording from the Host
PC similar to VCR recording from atelevision. Escaping
from the remote session screen for any reason will termi-
nate the movie.
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Movies can bereplayed with the View command from the
Local menu. By default, amovieisreplayed at the same
speed at which it was recorded. Press the up or down cur-
sor keys during replay to speed up or slow down the mov-
ie. Note that movies can take up large amounts of disk
space.

Local —Press to display the Local menu for local system com-
mands. This command isidentical to the Local command
available from the Offline and Online menus (see “The Lo-
cal Menu” on page 58 for details).

Access Mode Hot Keys

Thefollowing subset of theregular BLAST Hot Keysare active dur-
ing Access mode:

Function Default Key Sequence
Chat mode
Local View
Local System
Remote Reboot
Snapshot
Parameters
Record amovie
Filetransfer mode ALTF

* % kX X X %

* Toavoid potentia conflictswith the programsrunning on the Host
PC, these keys do not have default values. When you assign keys
through the blastkbd utility, remember that the valuesyou pick will
not be availableto the Host PC programs. For example, if you assign
theaLT v key combinationtothe Local View function, then AL v will
never be sent to the Host PC, becauseit will beinterpreted asalocal
command.

See “Hot Keys’ on page 319 and Appendix B for more information
on remapping Hot Keys.

Using File Transfer Only Mode with 10.7x and 10.8x

File Transfer Only mode allows more limited control of the remote
PC than Access mode. Thismode is available for both BLAST Pro-
fessional UNIX 10.7x and 10.8x. In File Transfer Only mode, the lo-
cal user can transfer files between the local computer and the PC

using the Filetransfer menu and can perform remote commands us-
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ing the Remote menu (page 60). To enter Filetransfer mode, pressr
from the Online menu.

Using Terminal Mode with 10.7x and 10.8x

If youarerunning 10.8x or arerunning 10.7x at an attached terminal,
Terminal mode via BHOST allows you to act as aterminal to the
Host PC. In Terminal mode, you will be able to run programs with
line-mode ASCII text displays. Programs using graphics or full-
screen text modes will execute, but the screen display will be cor-
rupted and no error detection will be performed.

Starting and Ending Terminal Mode

If youarerunning 10.8x or arerunning 10.7x at an attached terminal,
the Host PC Control mode should be set to Ter ni nal . To begin
Terminal mode, select Terminal from the Online menu. Y ou can re-
turn to the Online menu at any time by pressing ATTN ATTN.

When you are ready to log out, you must log out of Terminal mode
correctly: Pressesc cTrL L—Yyou will automatically be logged out
of BHOST on the Host PC. Y ou can then return to the Online menu
by pressing ATTN ATTN; then hang up the modem by selecting Dis-
connect.

Escape Sequences

Terminal mode requires special escape sequences to represent cer-
tain keysto the Host PC;

PC Key Escape Sequence
Left Arrow ESC F

Right Arrow ESC G

Up Arrow ESC T

Down Arrow ESC V

Home ESC H

End ESC E

Page Up ESC P

Page Down ESC Q

Insert ESC |

Delete ESC D
Numeric Keypad 5 ESC . (period)
Numeric Keypad * ESC *

Break ESC S

Caps Lock ESC K

Num Lock ESC N
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PC Key Escape Sequence

Numeric Keypad + ESC +
Numeric Keypad - ESC -
F1-F10 ESC1 ESCO
Esc ESC ESC
Esc ESC  ESC
All keys released ESC  SPACE
Ctrl ESC C

Alt ESC A

Left Shift ESC Z
Right Shift Esc [/

Thefollowing escape sequences send special commandsto BHOST:

PC Key Escape Sequence
Filetransfer mode ESC CTRL X
Repaint Screen ESC CTRLR
Open Session Command window ESC CTRL M
Log off ESC CTRL L

Transferring Files to and from the Host PC

The BLAST protocol isavailable for transferring files to and from
the Host PC. Y our transfers will take place in the background on the
Host PC, transparent to the Host PC user.

Starting Filetransfer Mode

There are several waysto initiate afile transfer to or from the Host
PC. In each case, the BLAST Filetransfer menu appears, and you
will be ableto Send and Get files and execute operating system com-
mands from the Local and Remote menus.

From the Online menu — Press F to start Filetransfer mode. Use
this method if your BHOST accountissettoFi | e Transf er
Ol y.

From Access mode — Pressthe aLT F Hot Key, or press ATTN ESC
to return to the Online menu and then press r to start Filetransfer
mode.

From Terminal mode— Pressesc cTRL x to start Filetransfer mode
on the Host PC; then use one of the above methodsto start Filetrans-
fer locally.
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Transferring Files

You may transfer filesinteractively (see “Performing Filetransfer
Commands’ on page 107) or viaBLAST scripts(see”File Transfers
with BLAST Session Protocol” on page 194).

Ending Filetransfer Mode

When you have finished transferring files, press esc to end File-
transfer mode. If you started Filetransfer mode with aHot Key, you
will bereturned to Accessor Terminal mode. Otherwise, you will be
returned to the Online menu.

Modifying BHOST Settings

Modifying BHOST Settings with 10.7x

If you are running 10.7x in Access mode, you may alter BHOST pa-
rameter settings by starting SETBHOST from the console. To start
SETBHOST, type SETBHOST at the command line. For details on
configuring BHOST viaSETBHOST, seethe BHOST User Manual.
Notethat the new settingswill not take effect until BHOST hasbeen
restarted.

If you arein Access mode and have a Super user account, you
may alter BHOST session parameters by choosing Parameter from
the Access Menu. The Session Parameters window (Figure 18-3)
will then appear. Move through the fields by pressing the arrow
keys; move through the options of afield by pressing spAce or Back-
SPACE.

BLAST fAccess ) BHOST fusr HENU
.. £1>-up <I>-down <PglUp>-first <PgDn>-last
.. press <Space>-next or <Backspace>-previous
ESC-exit 4
Session Parameters
Scaling Ratio:
Scan Interval: MEDIUM Host Keyboard: ON
Sync Mode: ON Host Mouse: ON
Special Kbd Handling: OFF Host Screen: ON
I T/0: 120 P H?S} Erig{ea: uguE
_ nactivity H rinter(s) Enable
FIGURE 18 3 Timeout Response: RESTART
DCD Loss Response: RESTART
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If you have aUser account, you may change all of the settings on
the Session Parameters screen except Inactivity T/O, Timeout Re-
sponse, and DCD Loss Response. If you haveaRest ri ct ed ac-
count, you will not be able to change any of the session parameter
settings. If you change any of the settings viathe Session Parameters
window, the new settings will be in effect only for the duration of
the session. Following is adescription of the Session Parameter
fields.

Scaling Ratio [1:1] 1:4 1:16 1:64

Specifies how the Host PC’ s graphics are scaled for screen updates.
BHOST usually sends the entire Host screen to the Control PC. The
Scaling Ratio allows certain portions of the screen to be omitted, re-
sulting in much faster performance. Scaling Ratio only appliesto
graphics screens.

When Scaling Ratioissettoavalueotherthan1: 1, BHOST divides
the Host PC screen into square grids and sends only the value of the
first pixel in the grid. The Control PC then substitutes that value for
each of the remaining pixelsin thegrid.

For example, when Scaling Ratioissetto 1: 4, BHOST sendsonly
thefirst pixel of a4-pixel grid. The Control PC writesthat value for
all four of the pixelsin the grid.

1: 1 —the entire Host screen is sent to the Control PC.

1: 4 —the Host PC sends 1 pixel from a4-pixel grid. (25% of the
Host PC screen).

1: 16 —the Host PC sends 1 pixel from a 16-pixel grid. (6.25% of
the Host PC screen).

1: 64 —theHost PC sends 1 pixel from a64-pixel grid. (1.5% of the
Host PC screen).

Use ahigher Scaling Ratio (1: 4,1: 16, or 1: 64) when you want
to see screens as quickly and image quality is not important.

Scan Interval NONE HIGH
[MEDIUM] LOW

Specifieshow often BHOST scansthe Host PC’ sdisplay to seeif the
display has changed sincethelast scan. If it has, BHOST rescansthe
display and sends the new screen to the Control PC.
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IMPORTANT:

The higher the Scan Interval, the more often the display is updated.
A higher Scan Interval, however, usually means slower program
speed since the foreground application on the Host PC must bein-
terrupted for the scan, and each image must be sent to the Control
PC.

HI GH-TheHost screenisscanned 18.2 times per second (after each
PC clock tick).

MEDI UM- The Host screen is scanned twice per second (after each
8 PC clock ticks).

LOW~TheHost screen is scanned once per second (after each 18 PC
clock ticks).

NONE — The Host screen is scanned only when the operating system
is not updating the screen.

Sync Mode [ON] OFF

Specifies whether the Host PC and the Control PC screens will be
synchronized.

When thisfield is set to ON, the Host PC screen is frozen while
screen updates are sent to the Control PC. This mode completely
synchronizes the two displays, but it slows the application speed.

When thisfield is set to OFF, the Host PC screen is not frozen, re-
sulting in significantly faster performance. The Control PC, howev-
€r, may miss some intermittent screen images.

Special KBD Handling ON [OFF]
Enables/disables Special Keyboard Handling.

Thisfield should be set to ON.

Inactivity T/O 0 -999 [120]

Specifies the number of secondsthe Host PC will wait after no data
has been sent or received before performing the action specified in
the Timeout Response field (RESTART or REBOOT).

If thisfield is set to 0, the Host PC will not time out.
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If thisfieldisset to 0 and the DCD Loss Responsefieldissettol G
NORE, the Host PC modem may reset itself immediately after carrier
islost, even though BHOST is not ready to processincoming calls.
In this case, BHOST will not restart without manual intervention,
but the modem will continue to answer calls. To restart BHOST
manually from the Control PC, first connect to the Host PC’s mo-
dem; then enter Terminal mode and type:

; DI SC.

Note that you will not be able to see your keystrokes. This sequence
will interrupt the BLAST protocol and allow BHOST to restart—it
may also cause the Host PC’ s modem to hang up. After BHOST has
restarted, you may log on as usual.

Timeout Response [RESTART] REBOOT

Specifies the action that the Host PC will take if an Inactivity Time-
out occurs. RESTART prepares the Host PC for the next caller, dis-
connecting the current user. REBOOT forces the Host PC to perform
awarm boot just asif it had been physically rebooted with the cTrL
ALT DEL Seguence.

NOTE: If thisfield isset to REBOOT, the Host PC will not neces-
sarily reload BHOST—you must specify BHOST in the Host PC's
AUTOEXEC.BAT fileto insure that the Host PC will be ready to
answer incoming calls.

DCD Loss Response RESTART
REBOOT [IGNORE]

Specifiesthe Host PC’ s actionsif the modem’ s Data Carrier Detect
(DCD) signal islost during a session.

RESTART — restarts BHOST after DCD loss and prepares for the
next caller. Thisisthe recommended setting if you are using a mo-
dem and have an appropriate connection between the system and
modem.

REBOOT — reboots the Host PC after DCD loss. Note that, with this
setting, BHOST will not necessarily be reloaded. If BHOST is not

loaded from the Host PC's AUTOEXEC.BAT file, the Host PC will
remain at the DOS prompt when rebooted.
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IMPORTANT:

IMPORTANT:

IMPORTANT:

I GNORE —ignores DCD loss. In order for BHOST to detect DCD
Lossthrough an external modem, the modem cable must support the
DCD signal. All standard modem cables support this signal.

If DCD Loss Responseisset to | GNORE and carrier islost during a
session, the Host PC modem may reset itself immediately, even
though BHOST is not ready to process incoming calls. In this case,
BHOST will not restart and the Host PC will not be able to process
incoming calls until the Logon T/O or Inactivity T/O takes effect.

Host Keyboard [ON] OFF

Enables/disables the Host PC’ s keyboard. When thisfield is set to
OFF, the Host Keyboard is completely disabled from the time
BHOST isrun; to regain control of the keyboard, you must reboot
the Host PC or change this setting remotely. The Control PC may
still initiate Chat Mode with the Host PC; in this case, the Host key-
board is enabled for the duration of the Chat.

If Host Keyboard is set to OFF and BHOST is started from the Host
PC's AUTOEXEC.BAT, the Host PC’ s keyboard will remain dis-
abled, even after rebooting. If thissituation occurs, dial into the Host
PC and change the Host Keyboard setting through SETBHOST.

This feature prevents unauthorized interference with a Control ses-
sion.

Host Mouse [ON] OFF

Enables/disablesthe Host PC’' smouse. When thisfield isset to OFF,
the Host mouse is completely disabled, preventing unauthorized in-
terference with a Control session.

Host Screen [ON] OFF

Enables/disablesthe Host PC’ sscreen. When thisfield isset to OFF,
the Host screen is completely disabled from thetime BHOST isrun,
preventing anyone from seeing what is being sent to the Control
PC'sdisplay.

When Host Screen is set to OFF, the Control PC may still initiate
Chat Modewiththe Host PC; in this case, the Host screen is enabled
for the duration of the Chat.

If Host Screenis set to OFF and BHOST is started from the Host
PC'sAUTOEXEC.BAT, theHost PC' s screen will remain disabled
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even after rebooting. If this situation occurs, try typing BHOST / k
at the DOS prompt (you will not be able to see the characters on the
screen). If that does not work, dial into the Host PC and change the
Host Screen setting through SETBHOST.

This feature prevents unauthorized interference with a Control ses-
sion.

Host Printer [NONE] LPT1 LPT2 LPT3

Specifies the Host PC printer to be used during a session. BHOST
will monitor the printer port you specify here and redirect printing
to the locations listed in the Printer(s) Enabled field.

If you plan to print during a session, set thisfield to the Host PC's
printer port. Y ou may notice a slight performance decrease.

If you do not plan to print during a session, set this field to NONE.

Printer(s) Enabled [NONE]
CONTROL HOST BOTH

Specifieswhich printerswill be active during a session. When an ap-
plication issues a print command, the command will be executed on
the printers specified here.

NONE — printing is disabled.
CONTROL — enables only the Control PC’ s default printer.

HOST — enables only the Host PC’ s printer as specified in the Host
Printer field.

BOTH — enables both Host and Control printers.

Modifying BHOST Settings with 10.8x

If you are using aversion of BLAST that does not support Access
mode, such as 10.8x, you may alter the BHOST session parameters
viathe Session Command window (Figure 18-4, next page). To
open the Session Command window, go to Terminal mode and press
Esc cTRL M. Commands are entered as lines of text using the follow-
ing format:

par anet er _command=val ue
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where par anet er _comand isone of the parameter commands
listed in the table below and val ue isavalid setting for the param-
eter (see preceding section for setting options).

To check the current value of a session parameter, simply type the
par amet er _comrand for the parameter. For example, to display
the current value for the Host Keyboard parameter, type:
keyboard

To seethe valuesfor al session parameters, type:

settings

Each parameter will be listed along with its current value. The fol-
lowing commands are available:

Parameter Command  Parameter

DCDResp DCD Loss Response
I nacti no Inactivity T/O
Keyboar d Host Keyboard
Mouse Host Mouse

Print Printer(s) Enabled
PMouse Precision Mouse (unsupported; set to OFF)
Printer Host Printer
Screen Host Screen

Scal e Scaling Ratio

Scan Scan Interval
SKeyboard Special KBD Mode
Sync Sync Mode

Ti noResp Timeout Response

To close the Session Command window, press esc.

BLAST Host Session Command Mode
>settings

Current BLAST Host Settings

SCALE=1:1
SYNC=0N
S

FIGURE 18-4  |skEvBoARD=0M
INACTIHO-128
TIMORESP=RESTART
DCORESP=RESTART
HOUSE-ON
SCREEN=ON
KEYBOARD=0N
PRINTER=NONE
PRINT=HONE
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Appendix A

Error Messages

Introduction

Thefollowingisalist of BLAST error codes and abrief description
of the cause of each error. Error messages for most versions of

BLAST areincluded in thislist. Even though they may not apply to
theversion running on thelocal computer, they may occur on the re-

mote system.

BLAST Protocol Functions

20
21

22

23

loss of carrier during protocol logon

logon timeout

(A BLAST protocol sessionwasnot established within
thetime specified by the BLAST Protocol Logon Tim-
eout. Seethe L ogon Timeout setup field description on
page 84 for details.)

console interrupt

the ATTN key was typed

inactivity timeout

ERROR MESSAGES
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24
25
26

27

29
30

(A BLAST protocol sessionwasterminated because of
inactivity. See the Inactivity Timeout setup field de-
scription on page 85 for details.)

error in processing command file

cannot start BLAST on remote system

remote disconnect

(The remote system timed out during a BLAST proto-
col session or the remote operator pressed the ATTN
key.)

attempt to connect with an incompatible private net-
work

(There are special versions of BLAST that are limited
to use within a particular network of systems. Use of
these special versions outside of the network or use of
astandard BLAST version within the network will
give this message.)

connection control string timeout

loss of carrier during protocol connection

Transfer File Management

31

32

33

35

36
37

38
39
40
41

42

error-free file not found, or cannot be accessed
(Often occurs because the file or directory does not
have read permission.)

error-free file cannot be created

(Often occurs because the file or directory does not
have write permission.)

error-free file cannot be deleted

(Check permissions on the directory.)

error occurred while closing the error-freefile

(This error occurs whenever BLAST cannot close an
open file during Filetransfer mode.)

cannot position within the error-free file

(Thiserror occurs when BLAST cannot close an open
file during Filetransfer mode.)

error occurred while reading the error-free file

error occurred while writing to the error-free file
(Running out of disk space isacommon cause of this
error.)

size conflict

filenameistoo long or invalid

afile already exists with that name

error reading file directory

(Check the permissions of the directory.)

error writing to disk; disk isfull
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48

49

permission denied

(Your user profile on amulti-user system or thefile at-
tributes do not permit the current BLAST operation.)
transfer not alowed

Utility File Management

51 error opening adatafile
52 error creating adatafile
53 error deleting adatafile
54 error closing adatafile
55 error positioning within adata file
56 error reading from a datafile
57 error writing to adatafile
58 error in the size of adatafile
59 error renaming adatafile
60 directory specified in environment isinvalid
61 SETUPDIR is not a directory
62 OPTDIR isnot adirectory
Scripting
65 script variable is READ-only
66 user-defined script error command
67 cannot find entry in modems.scr or systems.scr
68 no matching label for GOTO
70 error executing COMMAND.COM
71 all local commands complete
72 invalid file transfer switch specified
73 cannot overwrite or append
74 unknown file type
75 file aready exists
76 too many open scripts
77 cannot load setup
78 setup already exists or cannot be created
79 not avalid directory
80 no setups found
81 no setup has been selected
82 upload cancelled
83 8-hit protocol requires an 8-hit channel; switching to
7-bit
84 packet sizeistoo large; packet size too small for Ac-

cess

ERROR MESSAGES

341



85
86
88
89

remote control terminated by remote system
incompatible video mode

cannot initialize emulator

error printing, cannot open file

Command File Processing

90 error processing acommand file
(Syntax error in a BLAST script file while using vid-
€0-suppress mode.)

Memory
105 error alocating memory
Initialization

100 error allocating memory from the BLAST memory
pool

101 environment variable TERM istoo large

102 cannot extract control strings from terminal informa-
tion database
(The TERM environment variableisnot defined or the
specified terminal typein TERM isincorrect.)

103 terminfo control string istoo large

104 environment variable TERM is empty
(Set the TERM environment variable. Depending on
operating system you may have to “export” TERM.)

105 error alocating memory from the system

108 cannot load specified setup file
(The setup file specified does not exist in either the
current directory or the directory specified by the SET-
UPDIR environment variable.)

109 error in processing translate table update file

110 compression error

111 cannot execute a child process

112 error creating a pipe

113 cannot fork

117 cannot ioctl () the console port

118 cannot open the console port

119 cannot ioctl () the communications port
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120

121

122
123
124
125
126

127
128
129-144

150
151
210
253

Script Processor

cannot open the communications port

1)Y ou may have selected an invalid communications
port.

2)Check the physical connection to the port. Make
sure that the port specified is the actual port set up for
communications.

3)The port may bein use or may not have been re-
leased by another system process. Reboot the comput-
er and load only BLAST to test the physical
connection.

4)The computer may be using an interrupt

and/or base address that is not standard. Edit the
BLAST.OPT to include proper address and IRQ.
5)The hardware flow control (RTS/CTS) or Carrier
Detect signals may not be configured to handle the
port signals directly.

6)Other applications may not have closed all ports
when exiting. From the BLAST directory, type
BLAST /I so that BLAST bypasses any checking of
ports done by other applications.

alock file exists for the communications port

(Check the /usr/spool/uucp and/or
/usr/spool/locks directoriesfor aL CK.Portnamefile.
Deletethelock fileif appropriate. Thisisa System Ad-
ministrator function.)

error in terminal definition

function not available in background mode

network error occurred

BLASTNMP.EXE not loaded

network drivers not loaded

(If using TCP/IP, be sure that the name of the TCP/IP
TSR matches the one specified in BLAST.OPT.)
Read error

unexpected signal

UNIX signal. Signal number is determined by sub-
tracting 128 from the BLAST error number. This cor-
responds to UNIX signals 1-16.

Read error on comm port

Write error on comm port

compression error

internal error

300-399

syntax error in command

ERROR MESSAGES
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400 too many strings

Network

502 fatal network error; BHOST terminated
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Appendix B

Key Definition Charts

BLAST Keys

BLAST menu functions are selected and controlled by thefollowing
keys.

Function 10.7x Console 10.7x Terminal 10.8x

Cursor Up uP (1) CTRL E CTRL E

Cursor Down DOWN (1) CTRL X CTRL X

Cursor Left LEFT («)

Cursor Right RIGHT ()

Moveto First Field PGUP CTRLR CTRLR

Moveto Last Field PGDN CTRL C CTRL C

Clear text in Field CTRL T CTRL T CTRL T

CANCEL ESC ESC ESC Of CTRL A

HELP F1 ? ?

HELP (Terminal mode) ATTNH ATTN H ATTN H

BLAST menu functions can be remapped with the BLAST Key-

10.7x | board Utility, blastkbd (see “Keyboard Mapping Utility for

10.7x” on page 315).
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Attention Key Sequences

Attention Key sequences are only active from Termina mode. For
BLAST Professional UNIX 10.8x, terminal emulation must be set to
TTY. The sequences cannot be remapped, but the Attention key can
be redefined by entering a new setting in the Attention Key setup
field (page 73).

ATTN ATTN  Return to the Online menu.

ATTN B Send a break signal (also interrupts an active
BLAST script).
ATTN C Toggle Capture mode on or off.
ATTN H Display Online Help
ATIN E Start blastkbd, the BLAST keyboard remapping
utility, with the current emulator selected.
ATTN M Start blastkbd, the BLAST keyboard remapping
10.7x utility. _
' ATTN N Reset XON/XOFF Pacing.
ATIN P Toggle printer logging on or off.
ATTN 0-9 Start aBLAST Soft Key (digit isthe Soft Key num-
ber).
Hot Keys
BLAST features Hot Keysfor accessing certain functionsfrom Ter-
minal and Filetransfer modes (and Access modein 10.7x). Not all
functions are available from all modes (see chart below). Hot Keys
are essentially macrosthat activate BLAST menu commands and re-
turn you to your starting point with just afew keystrokes. For exam-
ple, in Terminal mode, typing ALt F in 10.7x and cTrL F in 10.8x
starts Filetransfer mode and automatically returns you to Terminal
mode when file transfer is completed.
Hot Keys are not available while BLAST scripts are running. To
make Hot Keys active after an automated logon, be sure that the
script command after TERM NAL iseither QUI T or RETURN.
Function Key Available M ode
Abort BLAST ALT X Termina
10.7x Connect ALT C Termind
Disconnect ALT D Termind
Learn ALT R Termina
Select setup ALT S Termina
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Terminal emulation must besetto TTY.

Function Key Available Mode
Modify setup ALT M Termina
New setup ALT N Termina
Write setup ALT W Termina
Access ALT A Terminal
Local Edit ALT E Terminal, FT
Local Print * Terminal, FT
Loca Type * Termina, FT
Local List ALT L Terminal, FT
Local View * Terminal, FT, Access
Loca System * Terminal, FT, Access
Filetransfer ALT F Terminal, Access
Remote Reboot * Access

10.7x | Snapshot * Access
Chat * Access
Parameters * Access
Record * Access
FT=Filetransfer
* Toavoid potential conflictsduring remote control sessions, these
keysdo not have default values. When you assign keysthrough the
BLAST keyboard mapping utility, blastkbd, remember that the
valuesyou pick will not be available to the Host PC programs dur-
ing remote control sessions.
Y ou can remap Hot Keyswith blastkbd (see “Hot Keys’ on page
319).
Function Key Available M ode
Filetransfer CTRL F Terminal

10.8x Loca System CTRL N Termina
Learn CTRL R Terminal
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Terminal Emulation Keys for 10.7x

Press ATTN E or ATTN M from Terminal mode to view the blastkbd
screen for these emulators (see“ Terminal Emulation with 10.7x” on

page 311).

DEC VT320 and VT220 Keys

Function

Shift Tab
Backspace
Del

Cursor Up
Cursor Down
Cursor Left
Cursor Right
Keypad 0—-9
Keypad -
Keypad ,
Keypad Enter Key
Keypad .
PF1—PF4

Hold Screen
Print Screen

Toggle Auto Print
Scroll Left

Scroll Right
Scroll mode

Find

InsHere

Remove

Select

Prev Screen

Next Screen

F6 —F12
F13-F20

Help

Do

Shift 6 —F12
Shift F13 - F20

PC Key
SHIFT TAB
CTRL BACKSPACE
BACKSPACE
uP

DOWN

LEFT

RIGHT
keypad 0—9
keypad -
keypad *
keypad +
keypad .
F1-F4

F5

ALT P

CTRL PRTSC
CTRL LEFT
CTRL RIGHT
(not mapped)
INS

HOME

PGUP

DEL

END

PGDN

F6 —F12

CTRL F3 —CTRL F10
CTRL F5

CTRLF6

SHIFT F6 - F12

(not mapped)
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DEC VT100 and VT52 Keys

Function

Shift Tab
Backspace
Del

Cursor Up
Cursor Down
Cursor Left
Cursor Right
Keypad 0-9
Keypad -
Keypad ,
Keypad Enter Key

Keypad .
PF1-PF4

Hold Screen

Print Screen
Toggle Auto Print

Scroll Left
Scroll Right
Scroll mode

PC ANSI Keys

Function

Backspace
Del

Cursor Up
Cursor Down
Cursor Left
Cursor Right
PF1-PF4

PC Key
SHIFT TAB
CTRL BACKSPACE
BACKSPACE
uP

DOWN

LEFT

RIGHT
keypad 0-9
keypad -
keypad *
keypad +

keypad .
F1-F4

F5
ALT P
CTRL PRTSC

CTRL LEFT
CTRL RIGHT
(not mapped)

PC Key
BACKSPACE
DEL

uP

DOWN

LEFT

RIGHT
F1-F4

WYSE 60, WYSE 50, TV920, D80, and ADM3A Keys

Function
Backspace
D€l

Enter
Return

PC Key
CTRL BACK
BACK
ENTER
keypad +
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Function
Back Tab
Print

Send

Scroll Lock
Unlock Kybd
Cursor Up
Cursor Down
Cursor Left
Cursor Right
Home

Shift Home
Page Up
Page Down
Clear Line
Clear Screen
Del Char

Del Line

Ins Char
InsLine
Ins/Replace
F1-F12
F13-F16
Shift F1-Shift F12
Shift F13-Shift F16

PC Key
SHIFT TAB

ALT P

ALT B

ALT Z

ALT U

ESC [A

ESC [B

ESC [D

ESC [C
HOME

CTRL HOME
PGUP

PGDN

END

CTRL END
DEL

CTRL DEL
INS

CTRL INS
ALT I

F1-F12

CTRL F3-CTRL F6
SHIFT F1-F12
(not mapped)
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Appendix C

Troubleshooting

1. “I’'m getting the message ‘A lock file existsfor the comm port’
when | try to go online. What’swrong?”

The communications port, or more specifically the serial port, is
probably locked so that only one program at atime can useit. If a
lock file exists for the serial port, BLAST assumes that another pro-
cessisusing it. Sometimes alock fileisleft by a process that termi-
nates abnormally. In this case, you must delete the lock file before
BLAST can take control of the port. Lock files are kept in direc-
tories such as /etc, /var/spool/locks, /usr/spool/uucp, and
/usr/spool/locks, depending on the particular version of UNIX that
you have. Consult your System Administrator for the correct loca-
tion of the lock file directory. Deleting lock filesis normally a Sys-
tem Administrator function. See Chapter 2 for additional
information.

2. "l get the message * Unable to open communicationsport’ when
| try to go online. What’swrong?”

Make sure that you have specified the port correctly in your setup
and that another processisnot currently using the port. For example,
agetty might be running on the communications port or alock file
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might exist even though the process that created thelock file haster-
minated. See Chapter 2 for additional information.

“Soon after going onlinel get themessage‘Read error’ or ‘read
error on port’ and BLAST isterminated. What happened?’

The most common reason for this error is that another processin
your system hastried to access the serial port while BLAST was us-
ing it. Check to be sure that programs like cu, uucp, getty, or
ttymon are not attempting to run simultaneously on the same port as
BLAST. Make sure that these programs are set up to recognize lock
filesand share system resources smoothly. For moreinformation on
ttymon, refer to Chapter 2 of this manual. Occasionally, this error
can occur if BLAST is unable to communicate with the tty from
which BLAST isbeing run.

“Can someone log onto my system and exchange fileswith my
system without my help?”

The user must have alegitimate ID and password on your system
and the environment variables must be properly set to allow the user
to execute BLAST. For more information on login, see Chapter 2.
After logging in, the remote user should invoke BLAST in host
mode, with the -h switch:

blast -h
When the message
;starting BLAST protocol

appears, the user should initiate BLAST Filetransfer mode on there-
mote system (see Chapter 6). Thisfeatureisavailablein BLAST
protocol only. Several of the other supported protocols can operate
in a much more limited pseudohost mode (see “BLAST Operation
as a Pseudohost With 10.8x” on page 204).

“I can connect and log in normally, but when | enter BLAST
Filetransfer mode, my fileswon’t transfer. Why is this happen-
ing?’

Y ou may have either a mismatched filetransfer channel or aflow
control problem. Both sides of the connection must use theidentical
channel width. The 7-Bit Channel setup field must have the same
setting on both sides of the connection. Flow control must be estab-
lished correctly between each computer and its modem and between
modems (see “Flow Control” on page 30).
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6. “What'saquick way to get started with scripting?’

Use BLAST's Learn mode (page 176) to build a script as you go
through the steps of a process interactively.

7. “After makingaconnection, thelinegoesdead. | cantell that the
modems ar e still connected, but no datais being transmitted.”

Make sure that both sides of the connection are using the same com-
munications parameters, such as parity, data/stop bits, and flow con-
trol. If you cannot see anything that you type on your screen but your
dataisbeing transmitted correctly, change the Local Echo setting to
YES.

8. “Isthereaway to send my own initialization string to the mo-
dem?”

Y ou can communicate directly with the modem while in Terminal
mode, or you can write your own script (see “ Sample Modem
Script” on page 214).

9. “What aretypical modem settingsrequired by BLAST?”

DTR Normal

CD Norma

Verbal Result Codes
Display Result Codes
Modem Echoes Commands
Enable AT Command Set
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Appendix D

The ASCII Character Set

D H O M D H O M D H O M D H O M
0 00 00 nul 32 20 40 space | 64 40 100 @ 96 60 140 *
1 01 01 soh 33 21 41 ! 65 41 101 A 97 61 141 a
2 02 02 stx 34 22 42 66 42 102 B 98 62 142 b
3 03 03 etx 35 23 43 # 67 43 103 C 99 63 143 c
4 04 04 eot 36 24 44 $ 68 44 104 D 100 64 144 d
5 05 05 eng | 37 25 45 % 69 45 105 E 101 65 145 e
6 06 06 ack 38 26 46 & 70 46 106 F 102 66 146 f
7 07 07 bel 39 27 47 71 47 107 G 103 67 147 g
8 08 10 bs 40 28 50 ( 72 48 110 H 104 68 150 h
9 09 11 ht 41 29 51 ) 73 49 111 | 105 69 151 i
10 O0A 12 |If 42 2A 52 * 74 4A 112 ) 106 6A 152 j
11 OB 13 wt 43 2B 53 + 75 4B 113 K 107 6B 153 k
12 0C 14 ff 44 2C 54 76 4C 114 L 108 6C 154 |
13 0D 15 cr 45 2D 55 - 77 4D 115 M 109 6D 155 m
14 OE 16 so 46 2E 56 . 78 4E 116 N 110 6E 156 n
15 OF 17 si 47 2F 57 |/ 79 4F 117 O 111 6F 157 o
16 10 20 dle 48 30 60 O 80 50 120 P 112 70 160 p
17 11 21 dcl 49 31 61 1 81 51 121 Q 113 71 161 q
18 12 22 dc2 50 32 62 2 82 52 122 R 114 72 162 r
19 13 23 dc3 51 33 63 3 83 53 123 S 115 73 163 s
20 14 24 dc4 52 34 64 4 84 54 124 T 116 74 164 t
21 15 25 nak 53 35 65 5 85 55 125 U 117 75 165 u
22 16 26 syn 54 36 66 6 86 56 126 V 118 76 166 v
23 17 27 etb 55 37 67 7 87 57 127 W 119 77 167 w
24 18 30 can 56 38 70 8 88 58 130 X 120 78 170 x
25 19 31 em 57 39 71 9 89 59 131Y 121 79 171y
26 1A 32 sub 58 3A 72 : 90 B5A 132 Z 122 7A 172 z
27 1B 33 esc 59 3B 73 ; 91 5B 133 | 123 7B 173 {
28 1C 34 fs 60 3C 74 < 92 5C 134\ 124 7C 174 |
29 1D 35 gs 61 3D 75 = 93 5D 135 ] 125 7D 175 }
30 1E 36 rs 62 3E 76 > 94 5E 136 ~ 126 7E 176 ~
31 1F 37 us 63 3F 77 ? 95 5F 137 - 127 7F 177 del
D — decimal; H — hexadecimal; O — octal; M — mnemonic
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The chart below isalist of the standard ASCI| control codes—with the decimal, hexa-
decimal, and octal values; the ASCII mnemonic; the key sequence, and a short expla-

nation.

D H
0 00
1 01
2 02
3 03
4 04
5 05
6 06
7 07
8 08
9 09
10 0A
11 0B
12 (0]03
13 oD
14 OE
15 OF
16 10
17 11
18 12
19 13
20 14
21 15
22 16
23 17
24 18
25 19
26 1A
27 1B
28 1C
29 1D
30 1E
31 1F

(0]
00
01
02
03
04
05
06
07
10
11
12
13
14
15
16
17
20
21
22
23
24
25
26
27
30
31
32
33
34
35
36
37

M
nul
soh
stx
etx
eot
enq
ack
bel
bs
ht
1f
vt

cr
SO
Si
dle
dcl
dc2
dc3
dc4
nak
syn
etb
can
em
sub
esc
fs
gs
rs
us

Sequence Explanation

<ctrl> @ used for padding

<ctrl> A start of header

<ctrl> B start of text

<ctrl> C end of text

<ctrl> D end of transmission

<ctrl> E enquire

<ctrl> F positive acknowledgement
<ctrl> G audible alarm

<ctrl>H backspace

<ctrl> | horizontal tab

<ctrl>J line feed

<ctrl> K vertical tab

<ctrl> L form feed

<ctrl> M carriage return

<ctrl> N shift out

<ctrl> O shift in

<ctrl> P data link escape

<ctrl> Q device control 1 (resume output)
<ctrl> R device control 2

<ctrl>S device control 3 (pause output)
<ctrl>T device control 4

<ctrl> U negative acknowledgement
<ctrl> Vv synchronization character
<ctrl> W end of text block

<ctrl> X cancel

<ctrl>Y end of medium

<ctrl> z substitute

<ctrl> [ escape

<ctrl>\ frame separator

<ctrl>] group separator

<ctrl> » record separator

<ctrl> _ unit separator

D — decimal; H — hexadecimal; O — octal; M — mnemonic
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Appendix E

Autopoll

The Autopoll Script

BLAST features Autopoll, a sample script that allows your unat-
tended system to call a series of remote computers and exchange in-
formation. Autopoll performs the following tasks:

0

0

reads alist of sitesto be polled,

connects to each site,

executes atransfer command file to transfer files,

disconnects,

scansthe log file to determine which transfers were successful,
builds retry files as required,

and adds the results to a status file.
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Autopoll checks carefully for errors while polling. If an error is
found, the problem siteis scheduled to beretried. Only thefiletrans-
fer commands that failed are attempted again.

Installing Autopoll

Autopoll consists of eight scriptsthat were copied into your BLAST
directory when the BLAST program was installed on your system.
The scripts are;

autopoll.scr — master script.

autoinit.scr —initializes variables and files.

autoierr.scr —reports initialization errors.

autodisp.scr —draws screen displays.

autoline.scr — reads site information.

autopsnd.scr — checks log for status of SENDs.

autoprcv.scr —checkslog for status of GETs.

autoparx.scr — updates status files.

autosw.scr — strips file transfer switches off @i | enane. (10.8x

only)

The scripts may be moved to any convenient directory in your sys-
tem. For instance, you could segregate Autopoll from other BLAST
files by creating a poll directory:

cd /usr/blast
mkdir poll
mv auto*scr poll

In addition to these script files, you must haveaBLAST setup called
“autopoll” located in the BLAST Setup Directory. It must include a
valid communications port or hunt file and other connection infor-
mation such as modem type and baud rate. Y ou may also specify the
script autopoll.scrinthe Script Filefield of the setup, simplifying the
command line to start Autopoll.

Starting Autopoll

Autopoll must be started from the directory in which the Autopoll
scripts and support files (site and transfer command files) are found.
If blast.exeis not in this directory, you need to add the full path for
blast.exetoyour PATH (see“ Setting PATH, BLASTDIR, and SET-
UPDIR” on page 8) or give the full path in the command line. If
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aut opol | . scr hasbeen entered in the Script File field of the au-
topoll setup, the format for invoking Autopoll from the command
lineis:

blast autopoll max_cycles site_file [start_time]

If aut opol | . scr hasnot been entered in the Script File field of
the setup, the command line must explicitly include the script:

blast autopoll -sautopoll.scr max_cycles site_file [start_time]

Other command line switches may be required under certain condi-
tions. For example, if you intend to run Autopoll from cron, you
must disable terminal output by including the -b or -n switch on the
command line (see “ Autopoll under cron” on page 368).

The command line parameters have the following meaning:

autopoll the autopoll setup.
-sautopoll.scr the autopoll script.
max_cycles the maximum number of attemptsto complete

all specified transfers.

site_file the filename “stub” (the part of the filename
before the extension) of the site description
file

[start_time] [optional] thetime, in 24-hour format, that Au-

topoll will begin polling. The WAI T UNTI L
command in BLASTscript requires the 24-
hour format. If this parameter is omitted, Auto-
poll begins polling immediately.

[TRACE] [optional] the command to enableacapturefile
of the entire polling session. The capture file
contains the text of login dialogs, modem ini-
tialization commands, and so forth. This fea-
tureis used primarily for troubleshooting.

Here are some example command lines:
blast autopoll 3 retail 10:45

blast autopoll 1 northwest -n &
blast autopoll 2 daily 1:05 TRACE
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In the first example, a maximum of three attempts will be made to
poll the siteslisted in the site file retail.dat starting at 10:45 am. No-
tice that the command line specifies just the stub “retail” of the site
filename retail .dat. (Autopoll appends avariety of extensionsto the
filename stub to specify the names of special files.)

In the second example, one attempt will be madeimmediately to poll
the sitesin northwest.dat, BLAST will suppressitsterminal output
(-n), and UNIX will place the BLAST job in the background (&).

In the third example, a maximum of two attempts will be made to
poll the siteslisted in the sitefile daily.dat starting at 1:05 am, and a
trace of the polling session will be made.

NOTE: Versionsof BLAST before 10.7.5 do not support the
@SETUPDI Rreserved variable. If you are running an earlier
BLAST version, you mustinclude areferenceto SETUPDIR onthe
command line:

blast autopoll -sautopoll ${SETUPDIR} max_cycles site_file [start_time]

The Site File

The sitefileisthe “master list” of information about the sites to be
polled. Sitefiles may use any valid filename, but the extension must
be .dat. Each linein the sitefile holds the parameters needed to con-
nect to and transfer files to and from one site. Each line, or site
record, consists of five fields separated by exclamation marks, also
called “bangs,” in the form:

set up_nane! si t e_nane! phone_nunber! baud_r at e! TCF_nane

where

set up_nane specifies a setup to be used for polling. If
omitted, the field defaults to autopoll.

site_nanme contains a descriptive label for the site. If

omitted, the field defaults to the Description
field of set up_nane.

phone_nunber specifies the phone number to be used for the
site. If omitted, Autopoll uses the Phone
Number field of set up_nane.

360

APPENDIX E



baud _rate specifiesthe baud rate to be used for this site.
If omitted, Autopoll usesthe Baud Ratefield
of set up_nane.

TCF_nane specifies the transfer command file (TCF) to
be used for this site. If omitted, thisfield de-
faults to autopoll.tcf.

Each line must contain four bangs. Any fields that are to be skipped
must be indicated by consecutive bangs (!!). Blank lines and lines
beginning with a space, tab, or pound sign (#) will be skipped, so
you may freely comment your site file using these characters. Lines
may not exceed 100 charactersin length. Some examplerecord lines
are asfollows:

[theruler is shown to indicate column position]

1 10 20 30 40 50
PP (R IR [P I I I T e
I Bl aster!1(919)542-0939!!

store06!!!!nightly.tcf

NewYor k! Al bany! 782-8311! 19. 2! ny. t cf

In the first site record, no setup is specified, so autopoll.su will be
loaded. The site name will be “Blaster,” overriding the Description
field of the setup. The phone number will be 1(919)542-0939. The
baud rate will betaken from the setup becausethat field isblank, and
the transfer command file will default to autopoll.tcf.

In the second record, the setup store06.su will be loaded. The site
name, phone number, and baud rate will default to the values given
in store06.su. The transfer command file will be nightly.tcf.

Inthelast record, thefile NewY ork.su will beloaded. The site name

will be“Albany,” the phone number will be 782-8311, the baud rate
will be set to 19.2 kbps, and the transfer command file will be ny.tcf.

Transfer Command File

Autopoll uses a standard transfer command file (TCF) to specify
filesto besent and received. Y oumay use aunique TCF for each site
listed in your sitefile, or you may use one TCF for multiple sites.
For a complete description of the Transfer Command File, see
“Transfer Command File” on page 115.
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IMPORTANT: Autopoll treats wildcards and remote commands (such as remote
print and remote rename) as “try once” specifications. These trans-
fers and commands are attempted during the first cycle only. Even
if errorsoccur, Autopoll does not attempt the transfers or commands
again. For this reason, wildcards and remote commands should be
used with caution.

Overview of Autopoll Script Actions

A brief overview of the basic actions of the autopoll scriptsfollows
to give users aclearer understanding of the Autopoll process. Much
of the error checking, which comprises most of the scripts, isnot in-
cluded.

1.

Autopoll.scr starts, reads the command line parameters, and
puts them into variables.

If an error isfound, autopoll.scr callsautoierr.scr, which reports
errors and terminates the Autopoll session.

If no errors are found, autopoll.scr calls autoinit.scr, which ini-
tializes variables and files. Specificaly, using the stub of the
sitefile, autoinit.scr sets variablesthat allow Autopoll to create
retry and summary files and to find stop and banner files (see
“Other Files Using the Filename Stub” on page 366) to be used
in the Autopoll session. Autoinit.scr then returns control to
autopoll.scr.

Autopoll.scr calls autoline.scr, which reads and interprets the
sitefileline by line for @YSDESC, @PHONENO, @\ORKTCF,
and @Q.OCF| LE and returns control to autopoll.scr.

Autopoll.scr calls autodisp.scr, which then displays on-screen
status information during polling and then returns control to
autopoll.scr.

Autopoll.scr uses variables gleaned from the site file by

autoline.scr to begin file transfer of the first site. After it fin-
ishesthefirst filetransfer session, autopoll.scr loops back to call
autoline.scr to get information for the next filetransfer session
until it finishes attempting the complete cycle of file transfers.

Autopoll.scr calls autoprev.scr (which calls autosw.scr) and au-
tosnd.scr to check the error-free log file for errors generated in
thefiletransfer sessions.
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8. Autopoll.scr calls autoparx.scr (which calls autosw.scr) to up-
date the screen and statusfile.

9. If morethan one cycle is designated in the command line,
autopoll.scr uses the updated status file to retry any files that
failed in the first cycle.

10. Steps 7-9 are repeated until all files have been successfully
transferred or until the number of cycles designated in the com-
mand line has been completed.

11. Autopoll.scr quits

NOTE: Autopoll.scr also callsany userscriptsthat may be created.
See “User-Supplied Scripts’ on page 370 for details on creating
these scripts and on the points at which autopoll.scr calls these
scripts.

Configuration Example

Assume that you have been asked to set up a polling network for a
client who has a central UNIX system and two remote UNIX sites.
How do you set up Autopoll for thisconfiguration? First, you install
BLAST on the central and remote sites and verify that connections
can be made reliably. This step is best performed interactively, that
is, whileyou are at the central system issuing commands directly to
BLAST. When you are satisfied that BLAST is correctly installed,
you need to create the following:

O setupfiles

¢ thesitefile

¢ transfer command files

The Setup Files

Suppose the sites are configured as follows:

Site name Phone Login, password

Sam'’ s Discount Mart 542-0307 buz, apolloll
Metro Army Surplus 542-5694 neil, saturn5

Because the logins are different, different BLAST setup files are
needed for each site. The setups, called “sam” and “metro,” are cre-
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ated by running BLAST at the central site (see” Creating aNew Set-
up” on page 64).

The Site File

Using the setups, you could write a site file named retail .dat:

1 10 20 30 40 50
PP [ [ IR I I I T e |
Retail Site List for My Polling Networ

sam Sam s Di scount!542-0307!! samns. t cf

metro! Metro Arny Surplus!542-5694! ! netro.tcf

Thefirst line of the file istreated as a comment because it begins
with a space. The last two lines are the actual site records. In this
case, the site records may be duplicating information already speci-
fied in the Phone Number and Description fields of the setups. If so,
the site records could be simplified:

1 10 20 30 40 50
PP [ [ IR I I I T e |
Retail Site List for My Polling Network

(Phone nunber and Description | oaded from setups)

san !'!'I'sans. t cf
nmnetro!!!lnetro.tcf

Thesitefile now hasan additional comment line (fivelines altogeth-
er); otherwiseiit is equivalent to the previous site list.

Transfer Command Files

According to the site list, atransfer command file called sams.tcf
will be executed when Autopoll connects to Sam’s Discount Mart,
and the transfer command file metro.tcf will be executed when
Autopoll connectsto Metro Army Surplus.

Suppose you need to get two files from Sam and send one to him.
The file sams.tcf might look like this:

1 10 20 30 40 50
PP [ IR [P I I IR T e |
+/ usr/buz/acql2.txt /usr/client/sa

+/ usr/buz/wk_82 /usr/client/san?

/usr/tnmp/ message /usr/tnp/read_nme/ OVW
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Asexplainedin“Transfer Command File’ on page 115, the“+” sign
in column 1 of aline signifiesthat BLAST will perform a GET.
Thus, in the file sams.tcf above, BLAST will get /usr/buz/acql2.txt
and giveit the local filename usr/client/sasm1. BLAST will also get
Jusr/buz/wk_82 and give it the local filename /usr/client/sam2. The
absenceof a“+” inthelast line of the TCF signifiesthat BLAST will
perform a SEND. Thus, BLAST will send usr/tmp/message and give
it the filename /usr/tmp/read_me on the remote system. The added
/OVW switch signifiesthat BLAST will overwrite an existing file of
the same name on the remote system (see “File Transfer Switches’
on page 111 for more information about filetransfer switches).

Metro.tcf is sSimilar to sams.tcf:

1 10 20 30 40 50
PP [P IR I I A IPEPRP IR A
+/ usr/neil/acqgl2.txt /usr/client/netrol
+/usr/neil/wk 82 /usr/client/ metro2

/usr/tnp/ message /usr/tnp/read_ne/ OVW

Where to Save Autopoll Files

The sitefileretail.dat and transfer command files sams.tcf and
metro.tcf are created using a standard text editor and saved as text
filesonly in the same directory as the Autopoll scripts.

IMPORTANT: Autopoll script files, transfer command files, and site files must be
stored in the same directory, which must be your current working di-
rectory.

Starting Autopoll

With the required files ready, the BLAST command line to start
Autopoll might be:

bl ast autopoll 3 retail

which specifies amaximum of three attempts to complete the poll-
ing session with retail .dat.

AUTOPOLL 365



Other Files Using the Filename Stub

Autopoll distinguishes several special files by appending different
extensionsto the site filename stub. The extensionsfor retail .dat are
listed below:

Extension Cresated by Meaning Example
.dat user (required)  Sitefile retail.dat
Stp user (optional) Stop file retail.stp
.hdr user (optional) Banner file retail.hdr
Jog Autopoll Short summary file  retail.log
.prn Autopoll Long summary file  retail.prn
Site File

The sitefile (retail .dat) is the master list of information about the
sites to be polled.

Stop File

The stop file (retail .stp) is an optional file the user can create that al-
lows BLAST to exit prematurely but gracefully from a polling ses-
sion. Autopoll checks for the existence of the stop filein the
Autopoll directory before each connection to a site. If thefileis
found, the polling session is terminated.

For example, suppose you want to halt Autopoll because you have

found out that the filesto be transferred to the last 10 sites of a poll-
ing session have been corrupted asaresult of an error in database re-
porting. Creating a stop file—afile with the stub of the site file and

the extension “.stp”—will allow BLAST to quit the polling session

gracefully instead of connecting to the last 10 sites.

Since the existence of the stop file—and not its contents—signify to
BLAST that a session should be terminated, the contents of the file
areirrelevant. A convenient way to create a stop fileiswith the
UNIX touch command:

touch retail.stp

To ensure the completion of future transfers for the site file, Auto-
poll deletes the stop file before exiting.
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Banner File

Thebanner file (retail .hdr) isan optional file created by the user. Au-
topoll prints the banner file prior to printing the summary file at the
end of polling. Printing is performed by the BLASTscript LPRI NT
command. Y ou might want this file to contain special text or graph-
icsto distinguish the summary file within alarge queue of printouts.

Long and Short Summary Files

Autopoll maintains two summary files, along summary file and a
short summary file. Prepared by Autopoll but not printed, the long
summary file (retail.prn) is helpful for troubleshooting. Printed au-
tomatically at the end of polling, the short summary file (retail.log)
ismost helpful when polling goes well because a quick glance will
confirm a successful polling session. Thefiles are saved in the Au-
topoll directory.

A typical short summary file looks like this:

khkkkhhkkkhkkhhkkkhkkhhkkkhrkhkx 02/09/96 11 15 29 khkkkhkkhkkkhhkhkhxkhhkhkkhxrhhkx

Cycle 1

1. FALED Sanis Discount < Error transferring 3 file(s). >

2. success:

Cycle 2

Metro Arny Surpl us

1. success: Sanis D scount

ER R Rk Sk Sk Sk Sk Sk Sk Sk Sk S S Sk Sk Sk S Sk o Sk Sk Sk Sk R R Sk Sk Sk Sk Sk Sk Sk Sk Sk R R Sk kS kR R Sk Sk ko ko ko kO Sk kO

Note: check retail.prn for conpl ete session information.

A typical long summary file looks like this:

02/ 00/ 9B  *rFkkkkhkkhkk kA khkh Ak kA KA KK KKK KKK KA KKK A KKK KKK AR IR KR KK KKK Rk hk

11:15:33

*
*
*
*
*
*
*
*
*
*
*
*
*
*

Cycle

Nane:
Phone:
TCF:
Log:

Fil et
Error

* ok kK

LGSS
File

1 Site: 1

Sam s Di scount
542- 0307
sans. t cf
C1S001. | og

SESSI ON | NFORVATI ON
ransfer error -8: DCD |ost during transfer
transferring 3 file(s). Log file follows:

BLAST Professional UNI X 10.7.3 on renote system [uov]
OF CARRIER, ending Filetransfer
transfer interrupted, 12%of file acql2.txt received

B R

02/ 09/ Q6  *x*kkkkkkkkkhkkkkkh kA Kk ok kA KKKk kKKK K kKKK Kk KKKk Ik KKk kh kK KKk k k kKK

11:16:30 * Cycle: 1 Site: 2

*

*

*

Nane
Phone

: Metro Arny Surplus
;. 542-5694
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02/ 09/ 96
11:18: 49

02/ 09/ 96
11: 20: 41

*
*
*
*
*
*
*

TCF
Log

No er
Log f

: metro.tcf
: C1S002. 109

SESSI ON | NFORVMATI ON
rors encountered.
ile has been del eted.

khkkkkkkhkhhhhhkhhkhhkhkhhhhkhkhkhkhkkkkkkkkkkkkkkkkkkkkkkkkkk kk k

kkkkkkhkkhkkhkhkhkhkhkhkkkkkkkhkkkkkkkkkkkkkkkkkkkkkkkkkkkkkk k k%

*
*
*
*
*
*
*
*
*
*
*

Cycl e

Nare:
Phone:
TCF:
Log:

No er
Log f

2 Site: 1

Sam s Di scount
542-0307
C1S001. t cf
C2S001. | og

SESSI ON | NFORMATI ON
rors encountered.
il e has been del et ed.

D

kkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkk ok kk k ok k%

* Polling conplete: all sites polled successfully.

hkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkhkkkkkkkkk kK kK k%

Autopoll under cron

cron isaUNIX scheduler. To run Autopoll under cron, you will
needto create acrontab that launchesBLAST. Thecrontab usually
specifies a shell procedure that starts BLAST after setting some en-
vironment variables like BLASTDIR and SETUPDIR.

A typical crontab could consist of asingle entry:
10 2 * * * Jusr/doug/gopoll

Thislineinstructs cron to start the program /usr/doug/gopoll at
2:10 every day. The gopoll program may be a shell procedure, such
as.

PATH=$PATH:/usr/blast

BLASTDIR=/usr/blast

SETUPDIR=/usr/doug

BPRINTER="Ip -d laser %s”

export PATH BLASTDIR SETUPDIR BPRINTER
cd /usr/blast/poll

blast autopoll 6 nightly -b

This shell procedure sets environment variables needed by BLAST
and ensures that the correct directory has been entered before start-
ing BLAST. Of course, on your system these environment variables
probably have different values. The -b switch disables terminal out-
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put. Consult the cron man page of your UNIX system for morein-
formation about cron and crontab.

Tips and Tricks

Following are afew tips and tricks to help insure successful execu-
tion of Autopoll:

Keep it Smple

Polling sessions can quickly become complicated if several file
transfers must be performed over alarge network of remote sites.
Create simplebut sensible directory structuresto support the polling
network. Asarule of thumb, command files should contain lines no
longer than 80 characters so that they can be easily viewed and edit-
ed on standard terminals.

Go Step by Step

Build your network methodically. It may be worthwhile to set up
only afew remote sitesinitially and use them to test the features of
Autopoll. Add sitesto the network in groups of five or ten, eliminat-
ing problems as you go, until the complete network isinstalled.

Problems Do Not “ Just Go Away”

In alarge polling network, it is not uncommon to have problems
with afew remote sites; intermittent problems are especialy frus-
trating. Take some time to examine these difficulties carefully be-
cause they can point to problems that actually affect the entire
network. Following are some questionsto ask in helping to identify
aproblem:

¢ Arethe phonelinesreliable?

¢ Couldfax machines, answering machines, call waiting (or other
phone company services) be interfering with modems making
connections?

¢ Arethe modems compatible with each other?

¢ IsBLAST or BHOST being initiated correctly on the remote?

O Arethe expected files consistently present (on both sides)?

¢ Aredirectory and file permissions set appropriately?
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Tune BLAST Protocol Parameters

Some BLAST protocol parameters, such as the following, can be
tuned for better performance with Autopoll:

Logon Timeout: 20
Inactivity Timeout: 20
DCD Loss Response: ABORT

These settings permit Autopoll to react more quickly to lost connec-
tions than do the default settings. Y ou may also wish to experiment
with compression levels and packet size to find settings for best
throughput. If your remote sites are running BHOST, bear in mind
that the highest compression level supported by BHOST is 1 unless
additional memory isallocated for compression buffers. Consult the
BHOST User Manual for further information.

Use BPRINTER

The summary fileis printed by the BLASTscript LPRI NT com-
mand, which istied to the BPRINTER environment variable. You
can alter the behavior of LPRI NT by changing the definition of
BPRINTER in the shell environment. For example, if you set up
BPRINTER to perform a concatenation as shown below, Autopoll
will append summaries to an archive instead of printing them:

BPRINTER="cat %s >> /usr/blast/summaries"
export BPRINTER

BLAST substitutes the name of the short summary for the %s when
the command is executed. For moreinformation about BPRINTER,
see “Additional Environment Variables’ on page 9.

Modifying Autopoll

Because Autopoll iswritten in BLAST’ s scripting language, it is
easy to customize and is thoroughly commented.

User-Supplied Scripts

The behavior of Autopoll can aso be changed by writing one or
more user-supplied scripts. Because Autopoll checks for the exist-
ence of these scripts at various points during execution, the scripts
should be hamed as shown below. If Autopoll finds a user-supplied
script, the script is executed by the BLAST script CALL command.
Autopoll tests the value of @STATUS when the called script returns
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command to Autopoll; polling continues normally if @TATUS
equals 0; otherwise the site is marked as failed.

User-supplied scripts reside in the same directory as the Autopoll
scripts. They are called at the following points during execution:

autousr0.scr before thefirst siteispolled (polling is aborted if
this script fails).

autousrl.scr before every attempt to CONNECT.

autousr2.scr before every attempt to start FI LETRANSFER.
autousr3.scr before every attempt to DI SCONNECT.
autousr4.scr before Autopoll terminates.

Because BLASTscript variables are global, a user-supplied script
must not disturb the contents of any variables needed by Autopoll.

Thefollowing variables may be changed freely by any user-supplied
script:

@BTATUS @EFERRCOR
@ nput @enp

@xf er ok @sg
Gtart @il enane

Y ou can aso create new variablesif you wish. To help prevent con-
fusion, begin new variables with “u”, for example, @Qvar 2.
File 1/0 with User-Supplied Scripts

Autopoll opensfilesspecified by filehandles1 through 7 at various
points during execution. The handles have the following functions:

1 read-only current site (or retry) file.

2 utility 1/0.

3 utility 1/0.

4 utility 1/0.

5 write-only complete polling results.

6 write-only retry file for next cycle.

7 write-only brief polling results (printed out).

Any of the handles reserved for utility 1/0 may be opened by user-
supplied scripts aslong asthe handles are freed before the scriptsre-
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B T S R TR T s R T T S S S

Aut opol |

aut ousr 2. scr

turnto Autopoll (i.e., each user script must closeitsown files). User
scripts may also write to the statusfiles, handles5 and 7. An exam-
ple of thisis shown in the next section.

Autopoll closesthe standard BLAST log file before calling user-
supplied scripts. If auser script opensalog of its own, the log must
be closed before execution returns to Autopoll.

Sample User-Supplied Script

The following user-supplied script creates atransfer command file
on aremote UNIX system that contains all of thefilesin agiven tar-
get directory. Thefileisretrieved for use by Autopoll in the normal
way. Thisscript providesaway to get an unspecified number of files
from the remote system without sacrificing Autopoll’ s ability to re-
cover from filetransfer errors.

user-supplied script
This script assunes that Autopoll is logged into a UN X-based system

The script creates a command file on the renmote UNI X machine
that contains all of files in the given directory. The
comrand file is then retrieved so that Autopoll can use it
in the normal

way.

To create the command file, awk processes the

output fromls. Because we will be getting each file in
the listing,
filename. The /FWD switch is appended to the fil enane

so the file will be deleted fromthe renpte systemif the
transfer is successful. On the local (Autopoll) side, /OWis
appended to the filenane so the file will overwite an existing
file. Assuming the target directory is /u/out and the comand
fileis x.tcf,

'+ is inserted at the front of each

the necessary conmand is:

I's /u/out | awk '{printf("+/u/out/ %/ FWD %/ OMn", $1, $1)}' > x.tcf

The script returns the follow ng error codes:

0 - no error

1 - unable to detect renpte shell pronpt ($, % or #)

2 - target directory is enpty

3 - can't start BLAST on renote system

set @path = "/u/out" # adjust path to suit!

set @enp = "Is "

strcat @enp, @path

strcat @enp, " " # e.g, "ls /u/out | "

strcat @enp, "awk ‘{printf(\"+" # attach awk conmand

strcat @enp, @path

strcat @enp, "/%/FW %/ O/W\n\", $1, $1)}' > "

strcat @enp, @wrktcf # @wrktcf is Autopoll variable
tsend cr # get the attention of the renote
ttrap 2, "$", "#', "%

if @TATUS = "0" return 1 # return error

wait 1 idle

372

APPENDIX E



path, " | w -I", cr # how many files?
# no files in directory?

Rermote directory ", @path, " is enpty."
directory ", @path, " is enpty!"
# dir is enpty, nothing to do

tsend "ls ", @

ttrap 2, " 0"

if @TATUS = "1"
fwite 5, @, "
wite "renote
return 2

end

wite "preparin
wait 1 idle

tsend @enp, cr
ttrap 2, "$",

filetransfer
if @TATUS not
get

@wr kt cf

@wor kt cf

to

esc

g command file renotel y" # informuser

# run the awk script

R
if @TATUS = "0"

return 1
# now retrieve the command file
="0" return 3 # can't start BLAST on renote

return @EFERROR # returns O if no error

#
# End of script.

Configuration Worksheets

Ste Name

The following worksheets may help you organize the large amount
of information needed to set up a polling network successfully.

A. List Machines

List the machinesin your polling network. For compl eteness, in-
clude information for the central site aswell.

Phone ModemType Pot BLAST Veason dem T

B. Decide on Setups

Decide whether or not different setup files will be needed for each
site. If so, create the setups and list their names. Remember, Auto-
poll loads the setup autopoll.su by default.
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Site Name Setup Name

1

2.

3.
C. Set Up the Remote Sites
Set up the remote sites and test each connection manually. Make
sure the following sequence of keyboard commands work flawless-
ly:

Connect dials the modem and logs in if necessary.

Filetransfer enters BLAST filetransfer.

ESC exits BLAST filetransfer.

Disconnect logs off and hangs up the phone.
D. Createthe SiteFile
Build the entries in the site file with any standard text editor, select-
ing appropriate name(s) for the TCF files.

site filename: .dat

Setup Name Phone Baud TCF
E. Createthe Transfer Command Files
List thefilesto betransferred to and from each site and the direction
of transfer (S=SEND, G=CET). Afterward, write the various TCF
files and put them in the autopoll directory.

Site SG Remote Name Local Name Options

1

2.

3.
F. Decide on Cycles
Decide how many cyclesto allow for polling and when to start:
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Cycles:
Start time:

G. Build the Command Lineto Start Autopoll
Use the following format:

bl ast autopol| -sautopoll max_cycles site file [start_tinme]

H. Check Environment Variables

Check the values of BLASTDIR, SETUPDIR, PATH, and
BPRINTER. When they are correct, change to the autopoll directo-
ry, type in the command line, and let Autopoll take over!
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Appendix F

PAD Parameters

The X.3 standard specifies a set of parameters defining how a PAD
isto performitstask of assembling and disassembling the data
stream. Each parameter isidentified by anumber and has several op-
tional values. For example, Parameter 2 specifies whether or not the
PAD isto echo input characters. A value of 0 specifies no echo, and
avalueof 1 specifiesecho. Thisparameter can be set manually from
theterminal inthe form Parameter 2 = 0, or, in some cases, the pa-
rameters can be downloaded automatically from the X.25 host sys-
tem to the PAD.

In the following discussion of the parametersrelevant to BLAST op-
eration, theword “must” refersto critical settingswhile“should” re-
fersto non-critical ones. “DTE” (Data Terminal Equipment) refers
to the BLAST terminal or computer that is generating the data
stream being processed by the PAD.

Parameter 1 Escape to Command L evel

0 = Escape not possible
1 = Escape possible (default)

This parameter allows an escape to command level. If escape
is enabled, the occurrence in the terminal data stream of two
carriage returns (CR) in the sequence “ CR@CR” will cause
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the PAD to go into command mode; this sequence is similar
tothe AT “+++” sequence. Because BLAST encoding does
not usethe“@" character, the setting of this parameter isir-
relevant.

Parameter 2 Echo

0 = Noecho
1 = Echo (default)

Thisparameter specifieswhether or not the PAD echoesinput
characters. This parameter must be set to 0 (no echo) for
BLAST operation.

Parameter 3 Data Forwarding Character(s)
NOTE: Vaues may be combined with the or operator

0 = No dataforwarding character
1 = Alphanumerics
2 = Carriage Return [CR] (default)
4 = Escape[ESC]

8 = Editing characters

16 = Terminators

32 = Form effectors

64 = Control characters

This parameter specifies the character(s) that will trigger the
PAD to transmit all currently accumulated data as a packet.
Because BLAST appends a CR to each packet, BLAST' s ef-
ficiency over X.25 networksis greatly improved if “2” isthe
setting for Parameter 3.

Parameter 4 Idle Timer

Timer disabled
Multiples of .05 seconds (default = 80 [4 secs])

0
N

This parameter enables the PAD to transmit all currently ac-
cumulated characters as a packet if the interval between suc-
cessive characters received from the terminal exceeds the
specified Idle Timer delay. This parameter does not normally
affect BLAST operation unless the parameter is set to an ex-
tremely small value. Such a setting could cause the PAD to
send an incomplete BLAST packet if the BLAST computer
pauses momentarily.
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Parameter 5 XON/XOFF Flow Control of DTE by the PAD

0 = PAD may not exert flow control (default)
1 = PAD may exert flow control

This parameter specifies whether or not the PAD can exert
flow control. Under heavy network traffic conditions, aPAD
may not always be able to keep pace with the incoming data
stream, inwhich caseit is preferable to exert flow control on
the DTE. If the PAD isnot alowed to exert flow contral, it
will occasionally drop incoming characters (see “XON/
XOFF Pacing” on page 31). Because BLAST encoding does
not use control characters, including the ctrL s and cTRL @
flow control characters, it is compatible with XON/X OFF
flow control by the PAD.

Unfortunately, some PADs are not intelligent in their use of
flow control, generating X ON/X OFF sequences as often as
every five characters. Thisfrequent generation of XON/XOFF
sequences significantly reduces BLAST throughput and in-
creases the possibility that an XON or XOFF will be lost.
BLAST can be set to unilaterally resume transmission after a
fixed delay period (typically 30 seconds) in the event that an
XON fromthe PAD islost; however, it isnot desirableto rely
on this mechanism.

Because BLAST isan error-free protocol, it compensates for
lost characters through retransmission of data blocks. If this
isan occasiona occurrence, it may be preferable to disable
PAD to DTE flow control. On the other hand, if the PAD is
very heavily loaded and/or the PAD uses XON/XOFF intelli-
gently, it is better to enable flow control.

The XON/XOFF setting of the computer running BLAST
should always match that of the PAD.

Parameter 6 Suppression of Service Signals

0 = Messages not sent
1 = Messages sent (default)

Must be set to 0.
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Parameter 7 Break Options

0 = Do nothing (default)

1 = Send interrupt packet to host

2 = Send reset packet to host

8 = Escapeto PAD command state
21 = Flush

Should be set to 0.

Parameter 8 Discard Output

0 = Normal data delivery (default)
1 = Discard al output to DTE
Must be set to 0.

Parameter 9 Carriage Return Padding

0 = No padding (default)
1-31 = Character delay times

Should be set to 0.
Parameter 10  Line Folding

0 = Nolinefolding (default)
N = Characters per line before folding

This parameter specifiesif and how oftenthe PAD isto insert
acarriage return and line feed automatically to break long
text linesinto shorter ones. It must be set to 0.

Parameter 11  Binary Speed

0 = 110 bps

!
18 = 64000 bps

This parameter is transparent to BLAST.
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Parameter 12  XON/XOFF Flow Control of PAD by the DTE

0 = DTE may not exert flow control (default)
1 = DTE may exert flow control

See discussion under Parameter 5.
Parameter 13  Linefeed (LF) Insertion

0 = No linefeed insertion (default)

1 = Insert LF after CR on output to DTE

2 = Insert LF after CR oninput from DTE
4 = Insert LF after CR onechoto DTE

Should be set to 0.
Parameter 14  Linefeed Padding

0 = No padding (default)
1-15 = Number of null characters

Should be set to O.
Parameter 15 Editing

0 = Editing disabled (default)
1 = Editing enabled

This parameter enables local editing of text within the PAD

before transmission through the network. If editing isen-

abled, transmission of the timer is disabled. Must be set to O.
Parameters 16-18  Editing Options

[Does not apply if Parameter 15 = 0, editing disabled.]
Parameter 19  Editing PAD Service Signals

[Does not apply if Parameter 6 = 0, service signals
disabled.]

Parameter 20 Echo Mask

[Does not apply if Parameter 2 = 0, no echo.]
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Parameter 21 Parity
0 = No parity checking or generation (default)
1 = Check parity only
12 = Parity generation only
13 = Both parity checking and generation
Should be set to 0.
Parameter 22  Page Wait

0 = Pagewait disabled (default)
1-255 = Wait after the specified number of lines are displayed

Must be set to 0.
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TO: BLAST Technical Support FAX #. 919-542-0161

FROM: Voice#:
COMPANY: FAX #:
DATE:

IMPORTANT: Please provide us with the following information:

Your BLAST version # Serid #

Y our operating system Version #

Wher e does the problem occur ? (please cir cle)

Installation Filetransfer Terminal Emulation

Background Remote Control Other

Scripting

Please describe the problem:



How Was|t?

We would like to hear your feedback on the usefulness of this document. Y our opin-
ions can help usimprove it in the future.

BLAST Professional UNIX User Manual 2MNUNIX October 1999

1. Pleaseratethe following: Excellent Good Fair

Ease of finding information
Clarity

Completeness

Accuracy

Organization

Appearance

Examples

[llustrations

Overal satisfaction

2. Please check areas that could be improved:

[ Introduction [] More step-by-step procedures
[J Organization [] Makeit more concise

O Include more figures [ Makeit lesstechnical

[ Include more examples [J More quick reference aids

[J Add more detall ] Improve the index

3. Please elaborate on specific concerns and feel free to comment on any topics not
raised previoudly:

Please FAX or mail these commentsto us. Our contact informationislisted onthetitle
page of this manual. Thank you for your input.
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