
The minimum system requirements for YourSafetynet home are:
Operating system: Windows® XP/Vista/Windows 7 (also 64 bit)*  RAM: 96 MB (minimum); 256 MB RAM (recommended) Hard drive: up to 500 MB available 
disk space can be required (depending on the components already installed) Processor: 400 MHz Pentium processor or comparable (minimum); 1GHz Pentium 
processor or comparable (recommended) DVD or CD-ROM drive: only required for CD installation. Browser: Microsoft® Internet Explorer 6 or higher, Firefox 
1.6 or higher, Opera 6 or higher. Or a compatible web browser. Internet connection: DSL, ADSL, ISDN, modem, cable modem, LAN (or another internet/IP 
connection) Monitor: 800 x 600, 256 colors (minimum); 1024 x 768 with High colors, 32 bits (recommended)
* Windows XP® is supported as of Service Pack 2; Windows Vista® is supported as of Service Pack 1.
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System requirements

for safe and aware computing

Protect your child and family
against unwelcome computer use

For more information, go to:

www.yoursafetynet.com/home

Or enquire with your local YourSafetynet home dealer

YSN home US Rev. 2.4

Windows XP, Windows Vista and Windows 7 are registered trademarks of Microsoft Corporation in the United States and/or other countries.

Prevent bullying, threats or contact with strangers!

Limit or block instant messaging, social media (Facebook) and more!

Unique fi lters against gambling, sex, drugs and gaming sites!

Determine when and for how long your child is allowed on the computer!
System requirements

Just 4 steps prevent unwelcome 
computer use:

1. Users
Select the User

2. Internet and Media fi lters
Select the permitted internet and 
media categories.

3. Day limits
Determine how long the user can 
have access to the internet, media 
categories or the computer.

4. Day periods
Determine when the user has access to 
the internet, media categories or the 
computer.

1 2 3

4



Promote safe and aware computing within your home

Protect your child and family 
against unwelcome computer use

Very simple to use
YourSafetynet home is very user-friendly. A manual isn’t really 
needed.

Internet and Media fi lter
Blocks categories such as sex, gambling, and drugs with the 
internet fi lter. The media fi lter blocks categories such as 
chatting, games, social media (Facebook), and p2p.

Day limits
Control how long users have access to the internet, media 
categories or the computer.

Day periods
Regulate computer use and determine the period that a 
user has access to the internet and media categories. So no 
unnecessary discussions at dinner time or in the evenings; 
YourSafetynet automatically switches off the internet, the 
permitted media categories or the computer after two 
messages.

Security settings
YourSafetynet home offers numerous extra security options:
  Blocks the webcam or USB storage such as USB sticks.
  Closes the user down when they obstruct YourSafetynet.
  Saves the chat history, user details and IP addresses of 

chatters.
  Saves visited websites and software used.
  Informs you when a user tries to circumvent or obstruct the 

software. 

YourSafetynet home 
The only comprehensive security concept,
effective and yet simple to use

THE FACTS: Research undertaken by Rutgers Nisso Group1 shows that as many as 57% of girls and 40% of boys in secondary education are 
confronted with cyber sex. Leaving cyber bullying, gambling and gaming addiction and misuse out of the equation, half of all children have therefore 
already undergone negative experiences whilst using the internet connected computer. This highlights the increased risk children are exposed to 
while using the computer and internet. Many parents are aware of this and as a result literally place the computer in a public place in the home to 
insure that the computer is always used with monitoring and supervision nearby. 

However, direct parental supervision can often be a source of controversy and discord within the family. Installing YourSafetynet on your home 
network removes the potential for confl ict that often occurs with direct parental intervention, and allows your children to have some degree of 
privacy as they do their home work or experience sanctioned activities with their computer. YourSafetynet home gives you the parent peace of mind 
that your children are protected, while at the same time providing you children and family with the rewarding, and educational experience that can 
come from access to the internet.

don’t you worry
i’ve got everything under

control!
Chatting online is popular among children. It can be great fun and the children can make some great new 
friends online. The problem with online chatting is that it is generally anonymous, so the person that they are 
chatting to may not be who they say they are.

There are potential risks in communicating to people that you don’t know, and unfortunately some children 
have been hurt having gone to meet the ‘friends’ they have made online. It could also concern persuading and 
manipulating the child to undertake activities they would never do under normal circumstances, such as webcam sex. 
There have also been cases of children being bullied or threatened online in chat environments.

YourSafetynet protects against malicious chatters. As soon as your child begins a chat2, a message is placed in the chat 
window of the recipient: “Caution! This user is YourSafetynet protected. Your computer and chat information may be 
stored for tracking purposes”.

This message scares off risky and predatory chatters. The police, and special internet security organizations, can nearly always 
discover the identity of the chat-abuser with this information. YourSafetynet is the only security package to send such a warning 
message, and as a result providing a signifi cant deterrent against computer misuse.

Unique security message

1 | For the complete report please visit www.yoursafetynet.com/home
2 | Supported chat software: Windows Live Messenger®, Yahoo! Messenger®.

Security message
Unique warning message sent during chatting3 to scare off 
dubious chatters.

Automatic screenshots
If a threatening situation arises the child can save a screenshot 
with a single click to be used later as evidence.

Black and white listing
Block extra activities, such as specifi c websites or software. 
Permit specifi c activities such as the school’s website, or 
educational software.

User profi les
YourSafetynet can set up individual rules for each family 
member. To do so YourSafetynet automatically links each user 
of your computer to a YourSafetynet user profi le.

Help & Tips
YourSafetynet includes an extensive Help section with a 
user manual and a list of FAQs. In addition YourSafetynet is 
supported by a professional sales & service organization. 

 

Security on the internet is not a given! Special measures must 
be taken to provide the needed security. 
The internet is part of everyday life. It facilitates our work and studies providing 
entertainment, and yielding endless discovery possibilities. However the 
internet also provides a vehicle for dangerous predators, and those that seek 
to take advantage of the unwary and unprotected computer user. 

The media, and our direct environment as refl ected through the Internet, 
provide daily examples of the downsides and risks of using the internet. 
Children who bully each other using chat lines, and e-mail, and children who 
become addicted to chatting, online gambling, or webcam sex and unwittingly 
end up on porn sites are very much at risk without some protective system 
in place. With ‘internet security’ people mostly think of anti-virus software, 
however these packages do not protect against dubious information, or risky 
activities.

Removing the threat
Since personal safety on the internet isn’t assured, we have developed 
YourSafetynet home. This unique software continuously monitors internet 
and computer activity to protect your child and family. YourSafetynet home 
regulates and controls internet and computer use. Activities you have 
prohibited, or that threaten your child, are instantly stopped by this patented 
software package.

Is your child really doing their homework?
Rules concerning computer use are common, even in the home. “No playing 
computer games if there’s homework to be done” and “only chat in the early 
evening” are some examples. But how do you keep tabs on whether these 
rules are being respected?

YourSafetynet understands and monitors the activities your child carries out 
on the computer and helps you to enforce the family rules you want followed. 
As such YourSafetynet can differentiate between internet and media use and 
permit or prohibit each on an individual basis. Moreover, you can select on a 
daily or weekly basis the times during which internet and media use is permitted 
or prohibited. You can permit or prohibit activities such as chatting, gaming, 
using social media such as Facebook and more. The unique combination of 
features that YourSafetynet makes while monitoring the internet and media 
use, offers the option to provide comprehensive access to the internet during 
homework periods of use, while simultaneously and temporarily if required, 
prohibiting media group applications. Now you will know your entire family is 
fully protected and your children are really doing their homework when they 
say they are!

YourSafetynet home doesn’t take away the pleasurable, educational function 
of the computer and the internet, but rather, protects your child and family 
against unwelcome and risky intrusions. 
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