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Welcome

Thank you for using our software!



1 GENERAL INTRODUCTION

In this chapter, you will find:

Heading

Content

1.1 Glossary

Introduce the term definition concerning this user’'s
manual.

1.2 Overview

Introduce DSS (Digital Surveillance Software)
system overview.

1.3 Network Connection

Network structure, environment and etc.

1.4 Environment

Server and manager client-end environment
requirement

1.1 Glossary

English Full Name Definition

Abbreviation

CMS Central Management | System management, server

Server management, operation realization,
system allocation and storage policy
implement.

MTS Media Transfer Server Audio/video data transfer, support
stream media.

SS Storage Server Audio/video data central storage,
playback and front-end record
playback.

DMS Device Management | Device configuration, PTZ control,

Server device alarm receive and send out.

ARS Auto Registration Server | It is to support the device of auto
registration function. It is for the
device that does not have the fixed
WAN IP to connect to the server.

VMS Video Matrix Server It is to manage the decoder to output
the TV signal to the video wall.

CuU Operator Client-end Monitor key operation. real-time
monitor, PTZ control, record
playback, monitor plan and alarm
activation.

MU Manager client-end Device management, user hame
management, user group
management, organization
management, system management,
system log and running status.




1.2 Overview

DSS (Digital surveillance software) is monitor software of strong function. It embedded multiple-
window, multiple-user. It supports audio talk, E-map of multiple-level, alarm centre. DSS is
compatible with other extension devices. It has high reliability, friendly user interface, high
flexibility and sound expansibility.

The DSS platform can connect to various devices or models (such as DVR, IPC, NVS, MCD,
NVR, SVR and etc).

DSS supports the following devices: DVR, NVS, IPC, MCD, NVR, SVR and IPS series.

This manual is for Manager client-end only.

1.3 Network Connection

Please refer to the network connection sample. See Figure 1-1.

H Application Layer

Operator

Platform Laver

C;gs;@':"
\\\

= U U oy

Device Layer

IP Storage Device

Figure 1-1

1.4 Environment

1.41 Server
Hardware
(D CPU E5620(4-core)@2.40Hz
@ Memory 8G
(3 HDD 120G free capacity (This HDD can not be used as the storage
HDD)
@ 1000M Ethernet dual network cards
Software

(D Microsoft Windows 2003 Advanced Server Enterprise version, 4G
or higher version,SP2.
@ Internet Explorer 7.0
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1.4.2 Manager Client-end

Hardware

Software

(D CPU Core 2 Duo 3.0
@ Memory 2G

(3 HDD 10G free capacity
@ 100M Ethernet card

(O Microsoft Windows XP SP3
@ Internet Explorer 7.0



2 Login

In this chapter, you will find:

Heading Content
2.1 Preparation Something you need to know before log in the DSS.
2.2Login Introduce DSS log in steps.

2.1 Preparation

Before you log in, please make sure:
® PC and encode device connection is right.
® Storage media is working properly and has completed the HDD synchronization.
® DSS server and encode device network connection is O.K.

® DSS service has booted up.

® There is no other software or management platform in the encode device.

2.2 Manager Login

There are two ways for you to log in.

Input the following address in the IE address column:

http://serverlP/

The serverip is your web server IP. System default port is 80.

The click Enter button, you can go to an interface shown as in Figure 2-1.
The other way is double click the DSS Manager icon in the desktop and then you can see an
interface is shown as in Figure 2-1.

It includes three options:

® Download the plug-in

® Operator login

® Admin login

| Adiress &) rpesr10 15 2 43jcerepiden.isp v B w# &

DSS

Digital Sunvefiance System

Figure 2-1

Please input user name, password and authentication code to log in.
4



Default user name is system, password is 123456.

The main interface is shown as in Figure 2-2.

Note:

® Before log in, please make sure the platform server has booted up.
(Tomcat\CMS\DMS\MTS\SS\ARS\VMS)

® For security reasons, please modify the password after you first logged in.

f 23 Manage - Windows Internet Explorer

Eile Edit View Favorites Toadls Help
Qs © ¥ [@ G P frroene @ @3- 5 = JE
Address | (] http1//10.24.1,31 fadmin/login.do

DSS

Digital Survelllance System

£ I lea DISC I sl a4

= i

Organization ‘Please click the menu button on the left to operate.
|Click here to download the latest OC3C

Drevice IManagement

Right Management

User Management

E-Map

CSP Management,

ALP Management

|Aszet Manager
lj% — Click here to add or hide
' \‘ the sub-menu.
P Systembog
~ Legow

%J Local intranet

Figure 2-2

If it is your first time to log in, system may pops up a dialogue box asking you to install the plugin.
In Figure 2-2, you can click here button to download the latest OCX.
System pops up the following dialogue box for you to install. See Figure 2-3.

l File' Download ™= Security Warning

Do pou want o wn or save this file?

MHame: Plugin,exe
Type: Application, 15.0 MB

From: 10.15.5.83

Bun ][ Save ]I Cancel I

potentially harm pour computer. |F wou do not trust the source, do not

@ While files from the Internet can be ugeful, this file wpe can
un or zave this software, What's the risk?

Figure 2-3
5



3 SYSTEM CONFIGURATION

In this chapter, you will find:

Heading

Content

3.1 General Introduction

DSS system general introduction

3.2 Management Setup

It includes organization, device management, right
management, user management, e-map, ALP
management, CSP management, asset
management.

3.3 System

It includes general setup, service setup and update
management.

3.4 Running status

It includes device status list, decoder status list, user
status list, server status list.

3.5 System log

It includes system log, alert information, operator
log, and encode state log.

3.5 Log out

Log out DSS.

3.1 General Introduction

You can refer to the following diagram.

Organization Management

!

Device Management

!

Right Management

!

User Management

!

A 4

A 4 A 4

Centre Storage Plan
Management

General Setup Alarm Activation Management
(ALP Management)

A 4

Service Setup




® Organization management: You can set the corresponding organization structure according
to the whole monitor system so that you can manage easily.

® Device management: it is for you to add encoder (DVR, IPC, NVS, MCD, NVR, SVR) ,
decoder (NVD,SNVD) and video wall.

® Right management: It is to set the corresponding rights for the manager and the operator.

® User management: It is to add, remove or lock the user account and set the corresponding
right groups. For the client-end, there are two levels: manager and operator. These two
levels are not merely distinguished in the account but in the group it belongs to. If current
account is the manager account, it can login the manager client-end. If current account is the
operator account, it can login the operator client-end.

< Manager client-end has the following rights: device management, user management, service
setup and etc.

< Operator client-end has the following rights: monitor video, playback record, PTZ control and
etc.

Note:

One account can have the above two-level at the same time. For this kind of account, it can log-
in in these two interfaces. See Figure 3-1 and Figure 3-2.

DSS

Digltal Survelliance System

e |

Rassword: (0%t l [“]Remember Password
Authentication (4244 A3
code: 24| d2u

—ve— Er—

Input Manage user name
and password here.

Figure 3-1



User name:

Server 1P | [.] Port:
|

Passwiord! | |

Input operator user name

|| Save passward and password here.

/I J

0K || Banoel

Figure 3-2

® E-map: Itis to set, modify, display the region information and e-map nodes status position
and etc.

® Centre storage plan management (CSP management) it is for centre platform to storage the
data from the front-end and auto storage to the redundant array of independent disks.

® Alarm linkage management (ALP management): When there is an alarm from front-end
device, the corresponding camera in the front-end can begin auto record (alarm activates
the centre to record). The activation alarm includes external alarm, video loss alarm, motion
detection alarm and camera masking alarm.

® Asset management: It is to categorize the device name, manufacturer, position, working
status, corresponding management person..

® General setup: Set CMS server, auto-number, compulsive | frame, synchronization setup,
log save time, alarm information, Web server and DDNS.

® Service setup: Set median transfer server (MTS), storage and playback (SS), device
management server (DMS), video matrix server (VMS).Mobile media transfer service
(MMTS), auto register service (ARS), protocol transfer proxy service (PCPS).

® Upgrade service management: it is to control and manage client-end upgrade. The operator
can automatically updates to the latest version after the client-end upgraded.

® System log: Memory system running and operation log.

® Device status list: It is to view front-end is online or not, and view its corresponding platform
basic information.

® User status list: You can view current user is online or not.

® Decoder status: Display all decoders’ statuses.

3.2 Operation Setup

Operation setup is the first step of system initialization. It is also an important part of the system
management. It includes the following eight sections. See Figure 3-3.



W Operation Setup

Otganization

Cevice Management
Fight Management
User MMatiagement
E-Ivap

C5F MWanagement
ALP Management

Aszet Manager

Figure 3-3
3.2.1 Organization

In Figure 3-3, click ~DTEAMZAHON 4100, you can go to the following interface. See Figure 3-4.

System default root name is root.

In organization management, you need to nest the management layer one by one and the last
child node shall set according to the device actual position. Usually, one zone or one department
is nested in one group node. System supports max 255 levels.

©  Operation Setup - Orgarization

MNarna
rcot

Oyerseas

Figure 3-4

Edit organization

Ercode
oo1
0oicol

Operatich

o & QD

Click &, you can modify the node name and its corresponding information. See Figure 3-5.

& Operation Setup - Organization - Detailed information
Node name Overseas

Description:

Figure 3-5
Add organization

Click & , You can add a node. See Figure 3-6.




©  Operation Setup - Organization - Detalled information

Mode name;

Description:

Figure 3-6

Delete organization
Please note, you can only delete the non-root item. You can remove current node if there is no

device.
If there is a device (including its sub-node has any device), cIick'@, system pops up the

following dialogue box. See Figure 3-7. Click OK to remove the selected node.

Mic rosoft Internet Explorer W

\::) Do ol really wank to delete current node now? Current operation will delete all its child nodes completely!

| Ok i[ Cancel ]

Figure 3-7

Note:
When you delete one node, you will delete all the child-regions and the device information

at the same timel!

3.2.2 Device Management
This interface allows you to manage all devices.

Click = Device Management v, 1ton you can see an interface is shown as in Figure 3-8.

o Operation Setup - Device Managerment - Encoder

- - - O
Decoder ideo wall
Add device | | Batch Delete Key words Search Import file
EYPUTATEEES | -
O Device ID Device name Devicg type Channel amount Device IP Belongs to Qperation
[0 wioo1036 118 DR 3 10.24.5.118 root v & €
O @01034 117 DR @ 3 10.24.5.117 root @ & € g
A L]l tataly
Figure 3-8

Before you add a device, please select device type: Encoder/Decoder/Video Wall in pane 1.
Add an encoder
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After you selected Encoder, the Encode font becomes yellow which means current item has

been selected. Click | #dd device button in pane 2, you can see the following interface. See

Figure 3-12.

® Device ID: System automatically generates one device serial number (It ranges from

1001025). You can go to the System Setup->General Setup to set a self-defined initial

number.

Device Type: There are six options: DVR/IPC/NVS/MCD/NVR/SVR.

Device Name: Please input a device name here.

Memo: You can input some simple description here. You can just leave it in blank.

Manufacturer: You can select from the dropdown list. There are two options:1 (Dahua)

2(Hikision)

Model: Input device model here.

® Channel Amount: There value ranges from 1 to 256. (Please make sure the number amount
before you input. It can not be modified.)

® Alarm Input Amount: There value ranges from 1 to 256. (Please make sure the number
amount before you input. It can not be modified.)

® Alarm Output Amount: There value ranges from 1 to 256. (Please make sure the number
amount before you input. It can not be modified.)

® Login type: There are two options: direct login/auto login.
<~ Direct login: if the current device has the fixed IP address, DSS server can use the IP to

access the device directly. See Figure 3-9.

Login type: Direct Lagin v

Device Address: *Please input the host name if you are using DDH3.

Device port: 37T *(1-65535)

User name: admin +Please make sure current user name is reusable, otherwise some servers can not connect to the curr
device or the conneciton is not stable .

Passward: admin
Figure 3-9

<~ Auto login: If the current device has the dynamic IP address or the front-end device is in
the LAN, you can select the auto login to add the front-end device to the DSS device list.
Before you use the auto login function, you need to go to the System Setup->Service
Setup to add the auto register service. Proxy port is the virtual device port in the proxy.
The value ranges from 1 to 65535. You can begin with 37777. Plus two value each time
when you add a device. See Figure 3-10.

Laogin type: Auto Register v

Service narne: ARS v

Proxy pott: *(1-65535)

Register ID: *

User name; admin +Please make sure current user name is reusable, otherwise some servers can not connect to the current
device or the conneciton 13 not stable .

Password: admin

Belongs to: root w|*

Figure 3-10
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® Device address: It is the device IP address or domain. You can input device DDNS name if it
works with the DDNS server. Besides, you need to go to the System Setup->General Setup-
DDNS Server Setup to input DDNS server IP and port. See Figure 3-11.

DDNS Server Setup

Service IP Port
DDMNS1
DDNE2
DDNS3
DDN54

oo o o

Figure 3-11

® Device port: The default setup is 37777.

® User Name: Please input log in name here. It shall support reuse (E.g., multiple users
can use this account to log in at the same time.)

® Password: Please input corresponding password here.

® Belong to: Please select the organization the device belongs to. (Here only displays the
organization tree manager belongs to and its corresponding sub-tree.)

® Extra stream: Here you can enable/disable the extra stream function.

® Channel setup: Here you can input channel name and then select channel type(General

AltoGenerate

camera, speed dome and dome camera) You can click | to generate

channel number quickly.

® Alarm Setup: You can input alarm input name and then select alter type. For alarm grade:
There are three options.

® Alarm output Setup: Here you can input an alarm output name for respective channel. You
can draw a circle to enable alarm function. You can also click ALL/Cancel button to select or
cancel all channels. For alarm type, you can select from the dropdown list. There are two
options: Normal open/Normal close.

12



o Cperation Setup - Device Management - Encoder - Detailed information

Drewvice [T 1001056 * Auto mumber

Drevice type: DR A

Dewice name: ®

Mema:

Mamufacturer: |4 v

Model:

Chatnel amount: | *

Alarm amount: g *

Alarm Output | *

arnoust:

Laogin type: Direct Login ~7

Device Address: *Please input the host name if you are using DDNS.

Drevice port: IFTTT *(1-65535)

User name: adrmin «Please malkee sure current user name is reusable, otherwise some servers can not connect to the current
device or the conheciton is not stahle

Password: adrmin

Belongs to: root e

Extra stream: [F]

Channel setup:

Flrmrmcnci] compmes e A T ONNEENN Mmsncl trmnae | Honeral Camera [w

Figure 3-12

Add a decoder

If
[ ]

you select to add a decoder, the interface is shown as in Figure 3-13.
Decoder ID: System can automatically generate a SN or you can input the SN manually if
you are going to add a NVD. Please make sure the ID here is the same with the device SN if
you are going to add a SNVD.
Decoder type: There are two options: NVD and SNVD.
Decoder name: You can input a name here for your own identification.
Channel amount: Please input channel amount here.
Decoder mode: In the auto mode, the decoder can directly connect to the device to decode.
In the passive mode, the device realizes the bit stream transfer via the MTS to send to the
decoder.
Decoder IP: Please input current decoder IP address.
Decoder port: Please input port number here. Usually the default port is 37777.
User name: The user name you use to login the device.
Password: The corresponding password you use to login the device.
Belongs to: Select decoder belong organization. System here only displays manager’s the
organization tree and its belonging tree.
Channel setup: Please input output name and max split amount (1/4/16.)

13



5] Operation Setup - Device Management - Decoder - Detailed information

Drecoder ID: 1001050 * puto number
Decoder Type NYD v
Drecoder Mame: &
Chatinel Amount: |4 i
Drecoder [P &
Decoder Port: *(1-A5535)
User MName: &
Password:
Belongs To: root M| *
Channel setup
Channel name: Iz split amount: |1 ¥
Channel name: Iz split amount: |1 ¥
Channel name: Iz split amount: |1 ¥
Channel name: Iz split amount: |1 ¥
Figure 3-13

Add video wall

Add videao wall

Select the video wall in pane 1 in Figure 3-8 and then click l l button. You

can see an interface shown as in Figure 3-14.

® Name: Please input a device name for the video wall.

IP address: Input video wall device IP address.

Organization node: Please select an organization for the video wall.

Memory: Please input the note information if necessary.

Group edit: You can add the device to one rights group and set the corresponding rights
when you are adding the device.

] Operation Setup - Device Management - Video wall - Detailed information

Mame: *
[P address: *
Organization oot | #
node:

Memo:

Group edit (Please click the "+" button to edit the category. Please go to the Right Management interface to set the defailed information. )
<+ [l i

Figure 3-14

Other operations

Device fussy search

Click search button in the pane 3 of Figure 3-8, you can search the device by device SN, name,
IP address.

14



Device information import/export

Click Export all devices | button, you can export the device information. The default name is

devices.xml. See Figure 3-15.

Do pou want to open or zave this file'?

T Marme: devices.xml
E Type: #ML Document, 1.57 KB
From: 10.24.1.31

Open ][ Save ]i Cancel i

harmn your computer. [F pou do nat trust the zource, do not open or

@ While files from the Internet can be useful, zome files can potentially
zave thiz file. What's the risk?

Figure 3-15

Import
Click the Browse button and select the xml file, you can import the device information.

Note:

You need to input the corresponding information in item with *, otherwise system pops up
warnings when you save current setup.

Please make sure all the information you input here is identical with the actual conditions.

3.2.3 Right Management

The right management includes the manager group setup and operator group setup.

The user in the same group has the same rights and one user can belong to several groups.
Manager has the system configuration rights and operator has management rights.

Click right management icon, you can see an interface is shown as Figure 3-16.

&  Operation Setup - Right WManagement

Add *Administrator group

Group 1D Group name Operation

7 Technician o )

4dd | *Operator group

Group ID Group name Operation

1 Overseas & 0 “ﬁ‘

Figure 3-16

Add administrator group

Click button near the administrator group. You can see an interface is shown as in

Figure 3-17.
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] Bystem Setup - Right Management - Detailed information

Group narme;
Group type
Rights: [] Organization [Device Management [ ]Right IManag [JUser Manag, [CJE-Map [JCSP Management
[JALP Management  [JRegion Management [ General Setup [ Service Setup [JUpdate Management [ ]Device Status List
[JDecoder Status List [ User Status List [JServer Status List ~ []System Log [ alert Information (] Client Log
[Device State Log
Figure 3-17

Manager rights is to manage the system It includes: user name, right group management,
organization, device management, storage plan, alarm activation, general setup, service setup,
update service, system log, device status and user status.

Please draw a circle before corresponding item and then click OK button to exit.

Add operator group

Click button near operator group, you can see an interface is shown as in Figure 3-18.

Please input operator group name here and then select group level (Levell to Level 5). Finally
you can click OK button.

Group name: Here you can input a name for you reference.

Group level: You can select the group level from the dropdown list. The value ranges from 1 to 5.
The 5" has the highest priority.

Originating from: It is to get the same rights of the previous setup group. For example, you have
added a group A. You can select the group A from the dropdown list when you are adding a new
group B. The group B has the same rights setup of the group A. You can still set other rights if
necessary.

5] Operation Setup - Right Management - Detailed information

Group name:

Group type:

Group level: 1 v
Originating from w

Figure 3-18

Note:

Please follow the steps here to set corresponding rights for newly added user; otherwise
you can not use this user to manage the device!

Edit Operator group

gl . . .
In Figure 3-16, click # near the operator overseas. You can see an interface is shown as in

Figure 3-19.

16



5] System Setup - Right Management - Detailed information

Group tatrne: Oyerseas

Group type:

Group level:

Belongs to: e
Devices: e

Granted Device:

Owerseas - 10.15.5.154 Office - 10.15.5.177

Figure 3-19

There are two ways for you to grant the device rights.

Grant one device at one time.

You can select a device name from the dropdown list and then enable the corresponding
operation rights (such as channel monitor right, playback right, PTZ control right, alarm channel
control right and etc)

Finally, you can view the device name and IP address you have granted to current operator. See
Figure 3-20.

Granted Desrice:

Crwerseas - 100155154 Office - 10.15.5.177

Figure 3-20

Grant one device to a whole organization
Or you can select an organization first and then select All Encoders (Figure 3-21)/all decoders
(Figure 3-22)/all video walls (Figure 3-22) first, and then set the corresponding rights.

17



5] Operation Setup - Right Management - Dretailed information

Group name: 1

Group type:

Group lewel:

Belongs to: root el
Devices: All encoders ¥
Ionitor:
PlayBack:
Download:
PTE:

PTZ Adwvanced
Setup:

Alarm input:
Alarm output:

OooOo0 Oooood

Direct
Connection:

Figure 3-21
5] Operation Setup - Right Managernent - Detailed information
Group name: 1
Group type:
Group level:
Belongs to: root ¥
Desices: All decoders ¥
TV Output: O
|

Figure 3-22

o Operation Setup - Right Management - Detailled inforrmation
Group natme: 1
Group type:
Group level:
Belongs to: oot w
Dewices: All video walls |
Control IF]

Figure 3-23

Edit manager &operator

18



In Figure 3-16, click & near the operator (manager), you can edit operator (manager)

information. See Figure 3-24.

©  System Setup - Right Management - Detailed information

Group name; Overseas
Group type:

Group lewel 1

Figure 3-24

In Figure 3-16, click (X) near the operator (manager), system pops up the following dialogue box.

See Figure 3-25. Click OK to remove selected group.

Mic rosoft Internet Explorer FH]

\:..:/ Do wou really wank ko delete current group now?

| Ok i[ Cancel ]

Figure 3-25

3.2.4 User Management
Click user management button, you can see an interface is shown as in Figure 3-26.
The user management includes two levels: administrator and operator.

e ST

©  Operation Setup - User Management

Add

Account name &lias Control Right Groups Admin Right Groups Operation

systerm systam Overseas &

Test Test Overseas 0 E

1 1 Overseas S0 E
Figure 3-26

Click add button, you can see an interface is shown as in Figure 3-27.

Here you can input administrator /operator name and password. Then select corresponding

groups (multiple choices). Please click OK to save current setup.

Note:

® [or one logged in account, there are three statuses: administrator, operator, both
(administrator/operator).

® Admin group: You can check the box here to set current account as the admin and then
select the corresponding rights.

19



® Operator group: You can check the box here to set current account as the operator and then
select the corresponding rights.

® Reuse: Please check the box here to set current account as reusable. It allows multiple-
users to use this account to login at the same time.

= !

©  Operation Setup - User Management - Detalled mformation

User name: Clreuse
Alias:
password:

Verify password:

Organization; root vi Motexonly belong to the same organization's groups
Admin RglGroups: [7] Technician
Controlor RgGroups: [ Overseas

Figure 3-27

In Figure 3-26, click & , you can modify current administrator/operator information. See Figure

3-28.

5] Operation Setup - User Management - Detailed information

User name: Test reuse

Alizs: Test

password: R

Verify password P

Organization: Mote:only belong to the same organization's groups

Admin RgGroups: [] Technician

Controlor RgGroups Crrerseas

Figure 3-28

Click ) near the administrator/operator, system pops up the following dialogue box. See Figure
3-29.

Micrusnﬂ Internet Explorer W

\_i;) Do wou really wank to delete this user now?

i ok i[ Cancel ]

Figure 3-29

Important
You can not remove the default administrator account system.
Please note, you can only select the organization below or equal to your organization structure.
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3.25 E-map
E-map provides three modes to display the node: E-map, preview and device tree. See Figure
3-30.

".E--;

469 Physica
AN E%:-E:ﬂ )

Click button here to add
e-map

Always remember clicking the Save
button here to save your current setup.

 Worker's Cultural Yo"DX N
A ¢ mm _‘.Pgl“aco ‘ :
ohk¥ 1l i S R

Map |[Device.] Pic. Picture Edit ‘ . ‘ Clear Map Data Save

| irkranst

Figure 3-30

In the E-map, you can see the device position and current status. Double click the e-map node,
you can see the property dialogue box. Here you can the detailed information of the node. See
Figure 3-31.

I Camera Infomation

ID: 10020003

Title: | CAM 4

Channel: |4

|
|
Type: |Genera| Camera |
|
|

Direction: |U|:|

Nt 2
INIES

Figure 3-31
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Please note different e-map nodes have different property interfaces.

The e-map node consists of four modes: domain, camera, alarm channel and sub-e-map. The
camera consists of general camera, speed dome, IP camera, network video server and so on.
In Figure 3-30, click picture edit button, you can see the following interface. See Figure 3-32.

Backgrnund pictire manager 1

Picture Name | Picture Title: | Picture File | Picture Description |
Shanghai Shanghai Map 0_1_1.JPG

| \ o

Figure 3-32

Click add button, you can see an interface is shown as in Figure 3-33. Here you can input picture
name (such as Shanghai New), picture title and then select picture path. Please click OK button
to save current setup.

)

Rdd'a picture

Picture Name:

Picture Title:

Picture Path:

Browse
0K | Cancel ‘

Figure 3-33

System goes back to Figure 3-32, please click OK button to exit.
After you finished the above steps, click picture button in Figure 3-30. Now you can see you have
added an e-map (Shanghai New). Repeat above steps to add more e-maps. See Figure 3-34.
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Figure 3-34

In Figure 3-34, select e-map Shanghai new and then drag it to the display section. Now you can
see an interface is shown as in Figure 3-35.

wmarnmne Mol

i Shanghai New

) Museum of
3 ‘Nllurnl H]mry

- o .
® \ z z T = Yu Garden A
B A TR N R
/ g Zinus 'Ch-rigﬁulnang <ol
o 5 H i c Temple Yuyua =
2 4 bin Hong, ¥4
,:a‘, 2 o s Likrelo) o
% \ 0"“ % Luxiangyuan Ne el 3
s L o "y
west | s % § Tt e ;? 5
\gx.mnim{ p _ ‘%, 28 ) ?;. 5 9 Lu gj
Map |Device.| Pic. Picture Edit Clear Map Datal Save |
¢l (2]
%J Local intranest
Figure 3-35

In Figure 3-35, click device button, and then drag the channel number to the e-map and then
release. You can see the following interface. See Figure 3-36.

23



You can see you have added a camera in the e-map (The red circle one.)
Important

Always remember clicking save button in Figure 3-30 to save current e-map setup!
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<
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T o o]
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remove the e-map.

Click save button here
to save current e-map
setup.

e
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i

Maq Devici
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Picture Edit

Clear Map Data‘

Save I

| [2]

\.-g Local intranet

Figure 3-36

Click Clear Mapdata button on the right bottom, system pops up the following dialogue box. See

Figure 3-37.

Clear Map

Clear map info, Are wau sure?

Figure 3-37

Click YES button, you can remove all e-map background and all nodes.

Tip:

Move the green rectangle icon in the preview section; you can view different e-map content in

display section.

You can repeat the above procedures to add a sub-map.

If you want to implement multiple sub-e-maps setup, you can follow the procedures below:
® Open one map such as map1.

® Click picture button and drag map 2 to anywhere in map1.
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Click map button and click map 2 to open current map

Double click device name on your right side to add one device to map 2.

You can view newly added e-map and device list in the map list section.

Click save button, now you have added one sub-map and its device.

Click different e-map node or e-map background, you can view various right-key menu.
Domain background menu is shown as in Figure 3-38.

Edit Property
Property

B
1
i

Remove

Figure 3-38

Sub e-map background menu is shown as in Figure 3-39.

Edit: Property
Properky

GoTao ChildMap

Rernove

Figure 3-39

Speed dome, IPC, alarm channel menu is shown as in Figure 3-40.

) —
| Property

Rermowve

Figure 3-40

3.2.6 CSP Management
The CSP(central storage plan) management interface is shown as in Figure 3-41.

©  Operation Setup - CEP Management

j{n} MName Camera Start time End time Status Repeat Owner Operation

2 2 00:00:00 23:59:00 Enable true systam & Q

1 s 00:00:00 23:59:00 Enable true  system - 9
Figure 3-41

This function allows system to storage the video in specified period. The recorded files are in the
media of the central storage server. Please select the channel to record the video. This function
becomes activated once you added the plan.

Click button, you can see the following interface. See Figure 3-42.

You can add the central storage plan one channel by one channel. Or you can select several
channels to add. .
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©  Operation Setup - C3P Management

Camera:

Flan name:

Titne section:  From: 2012 v vear 2 % | Month | 21 | Day O |%|Hour 0 |%|Min |0 |¥|Second

Tor 2012 v vear 2 [¥|Month |21 |¥|Day |0 || Hour |0 [¥|Min |0 |v| Second

NeatDay |Always|
Week: Odon 0 Tue CDwed O The CIFr [ Sat [ Sun
Status: @ Enatle O Disable

Extra stream: F]

Ivemo:

Figure 3-42
Camera: You can select one or more cameras.
Plan name: You can input a plan name here.
Time section: Please select the time period according to your actual requirements. Please make
sure the start time is earlier than the end time. System begins all-day record from the plan enable

time if you check the Tl button.

Please note, if the period is not within one day (E.g. from 00:00 to 24:00), you need to draw a

circle before the next day button. [ANextDay

Originating from: It is to get the same rights of the previous setup group. For example, you have
added a group A. You can select the group A from the dropdown list when you are adding a new
group B. The group B has the same rights setup of the group A. You can still set other rights if
necessary.

Week: You can select the date to allow the plan repeat regularly. The date-month-year are null if
you want to set based on the week.

Status: Check the box before Enable, the storage plan begins immediately. Check the box before
the Disable, the plan is idle.

Titne sectiom; From: | 2012 || vear 2 % Month | 21 |+ Day |0 |%|Hour |0 [¥|Min O |¥| Second

Tor 2012 |%| Year 2 |%|Month |21 || Day |0 |% Hour 0 |% Min 0 |¥| Second

MesttDiay [Alwrarys|
Weel: OMon (D Tue OWed O Thuy CIFr (8t [ sun
status: (1 Enable O Disahle

Extra stream: System saves via the extra stream if you check the box here.
Memo: You can write down the corresponding note here.

Click OK button, you can add the plan in the storage plan list.

Batch add

Batch Add
Click button, you can see the following interface. See Figure 3-43.

You can select the corresponding channels from the panel on the right side.
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@ Operation Setup - CEP Management

Belongs to: | roat J Batch Add
Device: Overseas _} - .
o . — [Ooverssss .“.i
arera 100103401 [v] Canere:
Penname  [Building A Cl10or001-
' . i 100103402
Time sechion:  Fygm | 2010 | Vear| 10~ | Month Day 0 [¥|Hour 0 [v|min 100103403 -
— i gy oo, 100103404
To | ¥ | Year Iorith Day 23 ,ﬂ Hour |59 ¥ | Min 100102405
[V NextDay |Always| [J100103406-
[ 100103407-
Week: i
[FIMon [ Tue [F1Wed ] Thu [¥IFr [¥]Sat []Sun 10010340
Stats: @ Fnatle O Disable C1ooiosa-
o 100103410 l
£11L3 1 1nn1neait |‘_',|
Figure 3-43

The centre storage plan is saved in the platform central server.

You can double click the plan name to view the detailed information.

When you add more than one plan to one channel, the specified period shall not overlap.
Otherwise, you can see a dialogue box shown as in Figure 3-44.

Mic rosoft Internet Explorer 1

L] E Time-section error: this C5P time overlaps with planis
L

Figure 3-44

3.2.7 ALP Management
ALP (Alarm linkage/activation management) interface is shown as in Figure 3-45.

When there is an alarm (video loss/motion detection/camera masking) from one device, system

can generate alarm signal to the central server. Then the central storage server can

automatically storages the video coming from the activated record function. (The record period is

self-defined)

©  Operation Setup - ALP Management

Add policy
Policy 1D Policy name Alarm device Alarm type Enable Operation
3 dd 1001035001 External alarm Enable o)
4 =0} 100103501 Maotion detectiorEnable ~ 9
Figure 3-45
Add Policy

Click | #9dPolicy | 1ytton, you can see an interface is shown as in Figure 3-46.
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Click search button, you can search the device and then select alarm channel, set alarm type
(video loss, motion detection, camera masking).

: . s : :
Then select video channel, C|ICk, you have set the activated alarm device (One alarm

device can support several video device as the activation device.)

Then you can select the period. The activation becomes active during the specified period. If you
choose all day then the setup is active all the time.

Please input the record time in the column, when there is activated alarm, system can begin
record for specified time.

Please draw a circle before the enable to save current setup.

Please click OK button to finish the policy setup.

'@  Operation Setup - ALP Management - Detailed information
Record policy

:Alam'a type: Record device
root _VJ | ~| I

Belongs to:

) |
Alarm device iBelongs to:

Overseas L root |
[ 6]

| ==
j% |Video device ]

|
~(¥) Overseas ]
—~(v) i

-0 B Period: 0 || Hour |0 [ min
-M - 0 || Hour |0 [ Min |Alwaye|

1
=

imy A = [ Pre-record 0 | sec.
M- == e Record time; D ] 360
. :% - Enable: @) Enable O Disahle

Office i - Mame: .
- = Memao:

- Office

Qk | Cancel

Figure 3-46

Edit alarm activation policy

In Figure 3-45, click o you can see an interface is shown as in Figure 3-47.

Here you can modify activated video device, the active period, record time and activation policy
name.
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©  Operation Setup - ALP M; - Detailed 1
e Record policy
Alarm type: Record device
Video device
Period: Hour Min
Hour
[ Pre-record 0 sec
Record time: 43 sec
Enahle: (®)Enable O Disable
Name: dd
Memo:
v
[ox[ cancel |
Figure 3-47
Important

Before you enable the pre-record function, please make sure the front-end device has installed
the HDD and the local record function is valid, otherwise the central server can not record the file!

Delete alarm activation policy

Click Q near the activation policy, system pops up the following interface. See Figure 3-48.

Click OK button to remove the selected policy.

Mic rosoit Internet’ Explorer ]

\:..f/ Do wou really wank to delete current policy now?

i ok i[ Cancel ]

Figure 3-48

3.2.8 Asset Management
Asset management is to categorize the device name, manufacturer, position, use status,
corresponding management person and etc so that you can manage them easily.

Click = #sset Manager button, the interface is shown as below. See Figure 3-49.

©  Operation Setup - Asset Manager

Channel/DeviceName SM Status Typhe Installation place Installation date Operation
(1 tota)
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Figure 3-49

Add assets management

Click button, you can seen the following interface. See Figure 3-51.

Device/channel: Click it, you can see system pops up the device tree. You can select the device
you want to add. Here you can select a DVR or just select one channel.

Device Tree

20 droot
3 Qwrll7
O
O
(o] =
=3O «r118
o] =
o] =
O

Figure 3-50

SN: Input a device serial number here.

Name: Input a device name here.

Model: Input device model here.

Installation date: Select the installation date.

Installation place: Input device installation place.

Manufacturer: input the corresponding manufacturer name here.

Installer: Input the device installer.

Status: You can select from the dropdown list. It includes: in user/maintenance/scrap.
Latitude and longitude; Please input the device latitude and longitude information.
Maintenance times: Input device maintenance times here.

Admin: Input device administrator name here.

Contact telephone: input administrator contact information here.
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©  Asset Wanager - Detailed information
Device/Channel: *
b
Marne:
Ilodel:
Installation date: *
Installation place:
Marufacturer:
Installer:

Status: Ih use “

Latitude and
longitude:

IMaintenance 0 e
tirmes:
Adrmin

Contact Tel (D571-67581234-1234, 13612345678}

Figure 3-51

3.3 System Setup

System setup is an important part of the management. It is mainly about the system server setup.
It includes three modules: general setup, service setup and update management. See Figure
3-52

7 Systemn Setup
General Betup
Service Betup

Update Ianagement

Figure 3-52

3.3.1 General Setup

Click general setup button, the interface is shown as in Figure 3-53.

CMS is an abbreviation for central management server. lItis a key server for the whole system

and the key of MTS, DMS, SS, and VMS.

® CMS server
< CMS IP: Central management server IP.
<~ CMS port: Default value is 9000.

® Auto number: This is a serial number system gives to the device. Please refer to Operation
Setup-> Add Device for detailed information. You can also disable auto number function and
then input your self-defined start number.
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® Force | frame: This function allows system to use the compulsive | frame of the device. It can
help open the video for devices you have used.
® Sync setup
<~ Sync enable: You can select from the dropdown list to enable or disable the
synchronization function. System can synchronize all device time and the PC of all
operators with the server.
<~ Sync interval: You can input synchronization interval here.
® Log max storage time: Input log storage time here. Unit is month.

Alert information max storage time: Input alert information storage time here. Unit is month.
® DDNS Server setup: if you want to use DDNS function. You need to get server IP (PC IP),
server port value. Please contact out local technical engineer for detailed information. .

® \Web server IP management: Here you can set local host IP and WAN IP.

©  System Setup - General Setup

CMS Server
CMZ server [F: 10.24.1.31
CIMS Port: G000

Auto-mumber Roll down to view

Enahle auto-nurnber: Yes v more information
Initial serial number: 1001049

Force-I-frame

Enable force-I-frame: Yas w

Sync setup -

Figure 3-53

3.3.2 Server Setup

The server setup interface is shown as in Figure 3-54. This interface allows you to manage all
the serves in the system. All are established by default when you install the DSS. Usually we
recommend you do not modify the service setup.

€ System Setup - Service Setup

SN Type MName 1P jin} Bandwidth Additional infornBelongs to Operation
1 MTS MTS 10.15.5.83 1001 1000Mbps root & 0
2 55 -1 10,15.5.83 2001 1000Mbps root ol x |
3 DMS DMS 10.15.5.83 3001 1000Mbps root o < )
4 WMS VMS 10.15.5.83 4001 1000Mbps root o 0

S ARS ARS 10.15.5.83 5001 1000Mbps root & 0

Figure 3-54
Add server
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Click button, you can see the following interface. See Figure 3-55.

Please select the type first: MTS, SS, DMS, VMS. MMTS, ARS, PCPS. (you need to set MTS,
SS, and CMS respectively by default.)

® |P: Please input server IP. The format shall be XXX.XXX.XXX.XXX.

® SN: Here you can input serial number to manage servers. Recommended serial number
principle is: MTS: 1000+1 (begins from 1001). SS: 2000+1.DMS:3000+1. Please make sure
the server (MTS, SS, DMS,VMS,ARS) serial number is unique.

Name: Usually it is the type such as MTS.

Organization: It is a root organization by default and can not be modified.

Bandwidth: There are three types: 10Mps, 100 Mps, 1000 Mps for you to select.

Password; It is the password for you to login the server.

Click the Save button to complete the setup. System goes back to the service setup interface.

3 Svstem Setup - Service Setup

IP: 1024 0 48

ID:

[Name: IMTS

Type:

Organization: | rgqt w |
Memo:

Figure 3-55
Edit server

Click = of the corresponding server, you can modify server information. See Figure 3-56.

You can modify IP, name, organization, bandwidth, access..

| ©  System Setup - Service Setup
|

SN Type Name P jin] Belongs to Operation
1 MTS MTS 10.24.0.48 1001 root o X
2 ss £ 10.24.0.48 2001 root R x|
|2 DMS DMS 10.24.0.48 3001 root o %]
I s VMS WMS 10.24.0.48 4001 root P x|
i 5 ARS ARS 10.24.0.48 5001 root o x
Figure 3-56

Click Q of the corresponding server, system pops up the following dialogue box. See Figure

3-57.
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Mic rosoft Internet Explorer 1

\_g) Do o really wank ko delete service informaiton now?

| Ok | [ Cancel

Figure 3-57

3.3.3 Update Management

It is to upgrade the client-end. The operator client-end automatically upgrade to the latest version
after you update the program here.

Click upgrade management, system goes to the following interface. See Figure 3-58.

|| ©  System Setup - Update Management

Upload the update-file] Version,

1 ‘ File name Path: Update-time. Size ‘

Figure 3-58

Click button to open upgrade file and then input version number. Please click OK

button to begin update. You can view the file name, path, update time, file size and running
status at the bottom of the interface.

3.4 Running Status

Running status includes device status list, decoder status list, user status list and server status
list.

3.4.1 Device Status List

The device status list is shown as below. See Figure 3-59.

Here you can view encoder serial number, name, type, channel amount, IP address, organization
and its status. The red font means current device is offline so that you can quickly find the
malfunction encoder here.

& Running Status - Device Status List
Device 1D Device name Device type Channel amount:  Device IP Belongs to Status
1001035 DR DR 16 10.15.5.154 root Cnline
W4 LIr]IH] (1 totaly |
Figure 3-59

3.4.2 Decoder Status List
The decoder status list is shown as below. See Figure 3-60.
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Here you can view current decoder serial number, name, type, output amount, IP address,

belonging position, status.

The red font means current device is offline so that you can quickly find the malfunction decoder

here.

©  Running Status - Decoder Status List

Decoder 1D Decoder name

Decoder type

Channel amount:

Decoder IP

Belongs to

Status

Wilal Tielin] (1 totaly

3.4.3 Operator Status list

Figure 3-60

The operator status list is shown as in Figure 3-61.
Here you can view all operator statuses and get online operator, operator amount, locked

amount and total amount.

©  Running Status - User Status List

Account name Alias
system system
Test Test

o, 1

Online user amount:0  Locked user amount:0  Total user amount:3

3.4.4 Server Status List

The server status list is shown as below. See Figure 3-62.

Figure 3-61

User type
QOperator
Operator
Operator

State

Offline
Offline
Offline

Here you can view server ID, server name, server type, server IP, organization and current

status.

The red font means current server is offline now.

©  Running Btatus - Server Status List

10 Name
1001 MTS
2001 S5

3001 oOMs
4001 WMS

4 1lrllm (1 total)

3.5 System Log

3.5.1 System Log

Click System Log: button, you can see an interface is shown as in Figure 3-63.

System log includes the three types:
® System event

Type
MTS
sS

DMS
VMS

ip

10.15.5.83
10.15.5.83
10.15.5.83
10.15.5.83

Figure 3-62

® Administrator operation for the system.

® Administrator log in information.
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Generally speaking, there are system log, operation log and event log.

You can search by selecting corresponding type (Log period/log type/activation log in name).

o e

& 2010-10-14 11:04:46

&) 2010-10-14 10:28:04
&} 2010-10-14 10:27:38
& 2010-10-14 10:24:39
&} 2010-10-14 10:23:41
'/ 2010-10-14 10:23:19

2010-10-14 10:

& 2010-10-14 10:16:20

Time period(2008-5-1); Log type; Al ] User] Al [v] [ searen |

Time Message User

4. 2010-10-14 13:54:24 Update E-map. system
4 2010-10-14 13:28:22 Add group system
A 2010-10-14 13:20:18 Group right has been updated. system
‘4 2010-10-14 13:20:02 Group right has been updated. system
&F 2010-10-14 13:07:46 User successfully logged in

&' 2010-10-14 11:54:44 User successfully logged in

User successfully logged in system

User successfully logged in
Log out
User successfully logged in
User successfully logged in
Add user information

User successfully logged in

User successfully logged in system

@ 2010-10-14 10:15:18

sl 12345 673 9 oplE s [ [s0]

Servlet started up successfully, S

<l = | [
&J Local intranet

Figure 3-63

3.5.2 Alert Information

Click alert information button, you can select some conditions such as device, device channel,
alarm time and alarm type to search alarm message. You can view the following interface. See
Figure 3-64.

Here you can see the following information:

® Title: It is the alarm channel.

® Alarm type: External alarm/motion detection/video loss/fiber alarm/HDD ful/HDD
malfunction/unknown alarm.

Status: The alarm has occurred or has been confirmed.

Confirm user: You can view which operator processed current alarm.

Alert grade: Here you can view alarm grade. There are three levels.

Alarm status: The alarm has been confirmed or not.

Confirm time: Here you can view the when the use processed the alarm.

Alarm time. Here you can view alarm occurred time or confirmed time.

Search: This function allows you to search via the organization, device, type, channel, alarm
grade, confirm status, alarm time and etc to search the alarm information.
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Belongs to‘ root Dev'lce1 All Devices @ Typr:! All Types Channel‘ All Channels

Grade Al [v|Resolvestatus{ Al |v| Atarm Time 000000 - [235253 | [ searen |

detect oceured Unhandled : ‘

Mation alarm 2010-10-14
detect ocoured biremEll=d iaEE

|

Motion alarm 2010-10-14
detect occred el 14:52,32,0

Motion alarm 2010-10-14
detect occured birhemelled 14:52:14.0

Motion alarm 2010-10-14
detect occured Ml atelRed 14:51:42.0

Mation alarm 2010-10-14 \
detect occured Ustrtzmelze] 14:51:00.0 :

Unhandled

2
detect ocoured 14:50:06.0

Motion alarm

Unhandled 20}0-;0;14

)

— @l

% Local intranet

Figure 3-64

Click one alarm message; you can view the detailed information. See Figure 3-65.

Alarm Time 13010-10-14 14:53:37.0

Device Title |Oﬁ’|ca

Chatinel Title |
Type |Motion detect
Wessage ~

|
|
I
]
Status |a\arm disappeared |

Figure 3-65

3.5.3 Operator Log
The operator log is to view operator login time, log out address, IP address and operation name.
See Figure 3-66.
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©  System Log - Operator Log L
Titne period: N Ewent type: All events [V] User: All users [v]
Time Log info User
2012-02-22 17:10:23 Logged out IP: 10,35,90.98 W
2012-02-22 17:06:28 Successfully logged in IP: 10.35.90.98 W
2012-02-22 15:51:10 Logged out IP: 10.15.2.43 W
2012-02-22 14:33:18 Successfully logged in 1IP: 10.15.2.43 W
2012-02-22 12:01:20 Logged out IP; 10.15.2.43 W
2012-02-22 11:05:17 Logged out [P: 10.35.90.98 W
2012-02-22 11:01:20 Successfully logged in IP: 10.15.2.43 W
lemmorezomssal  ofeliodsenez W
2012-02-22 09:58:27 Successfully logged in IP: 10.35.90.22 W |
ceoeopezomsTae  ofeelmiossenc: w o
2012-02-22 09:57:09 Successfully logged in 1IP: 10,.35.90.22 W
2012-02-22 08:59:26 Successfully logged in IP: 10.35.90.88 W
2012-02-22 08:57:30 Logged out IP: 10.35.90.98 W
2012-02-22 08:40: 16 Successfully logged in IP: 10.35.90.58 W
2012-02-21 17:36:44 Logged out IP: 10,35.90.98 W
2012-02-21 17:25:14 Successfully logged in IP: 10.35.90.98 W
2012-02-21 17:04:54 Logged out IP; 10,15.2.42 W
2012-02-21 16:47:22 Successfully logged in 1IP: 10.15.2.43 W
2012-02-21 16:40:47 Logged out [P: 10.15.2.43 W
2012-02-21 16:14:20 Successfully logged in IP: 10.15.2.43 W
2012-02-21 13:43:06 Logged out IP: 10,15.2.43 W
2012-02-21 13:42:32 Successfully logged in IP: 10.15.2.43 W
2012-02-21 13:24:25 Logged out IP: 10.15.2.43 W
2012-02-21 13:24:02 Successfully lngged in 1P: 10.15.2.43 w [se]
_(] 11l | [)]

Figure 3-66
3.5.4 Encode State log
Click Encode status log button, you can see an interface is shown as in Figure 3-67.
Here you can view encoder serial number, name, type, channel amount, IP address, organization
and its status. The red font means current server is offline now. You can quickly find the
malfunction device here.

©  System Log - Encoder State Log

Time period: N Organizations: root ["] Dewice) All Devices: [V]
Time Status Device Title Organization P
2012-02-23 11:23:17 Oniline 117 (£ 413 10.24.5.117

2012-02-22 10:03:39 Online 10.24.5.117
2012-02-22 10:03:39 Cnline 10.24.5.118

201z2-02-21 13:21:37 COnline 118 Zen 10.24.5.118

2012-02-21 13:21:08 Online 117 [EX:41 10.24.5.117

el 10wl (1 totaly

Figure 3-67

3.6 Log out
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Click log out button, system pops up the following interface. See Figure 3-68.
Click OK to exit DSS.

Mic rosoft Internet Explorer 1

\_‘;‘:/ Do ol really wank to logouk now?

| Ok i[ Cancel ]

Figure 3-68
Note:
® This user’'s manual is for reference only. Slight difference may be found in the user
interface.
® All the designs and software here are subject to change without prior written notice.
® If there is any uncertainty or controversy, please refer to the final explanation of us.
® Please visit our website for more information.
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