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1. INTRODUCTION

Use the information in this manual to configure your server and to install the
Johnson Controls® P2000 Security Management System (SMS) Version 3.12
SP2 software.

After purchasing a P2000 software-only package, or an upgrade package, start
the procedures described in this document when hardware installation is
complete and all cables are connected.

When you purchase a complete P2000 Security Management System
(hardware and software) package from Johnson Controls, the server hardware
and software are configured and installed at the factory.

Instructions in this document do not include configuration of the backup device
and Crystal Reports installation.

NOTE: Procedures and screen captures in this document may vary slightly,
depending on the software version you are using. Additionally, all of the
procedures assume you are using a mouse; if you are using a touchscreen,
adjust the procedures as required.

MANUAL SUMMARY

This document is divided into the following chapters and appendices:

* Chapter 1: Introduction describes the P2000 packages, minimum server
and workstation requirements, and the system default settings.

* Chapter 2: Server Setup describes how to configure a server prior to
installing the P2000 prerequisites and software.

* Chapter 3: Software Upgrade is for users who are upgrading a previous
version of the P2000 software or reinstalling the P2000 software to add
options.

* Chapter 4: Software Installation provides step-by-step instructions for
installing the P2000 prerequisites and software on the server and on the
workstation.

* Appendix A: ASSA ABLOY Integration contains and introduction to
integration with ASSA ABLOY Intelligent Locks.

1-1



Software Installation Introduction
24-10685-130 Rev. C

P2000 PACKAGES
The following P2000 packages are available.

Table 1-1: P2000 Packages

P2000
P2000 Server P2000 . P2000 Software
Workstation Software-
Package Package Only Package Upgrade
9 y 9 Package
Server/Workstation v v
Hardware
Operating System v v
Installed
Database Engine v N/A
Installed
P2000 Prerequisites and v v
P2000 Software Installed
P2000 Prerequisites and
Software DVDs v v v v
P2000 User_ v v v v
Documentation
P2000 Tutorial v v v v

The P2000 Prerequisites DVDs contain Microsoft® SQL Server™ Express
Edition and the majority of updates available from Microsoft at the time of the
release. Newer updates may be available on the Internet at the time you
perform the installation. We recommend that you use the latest updates
available.

The P2000 Software DVD contains the P2000 Software for use on the server
and the workstation, user documentation, and the P2000 tutorial. The same
P2000 Software DVD is used to install or upgrade P2000 software on the
server and on the workstations.
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P2000 OPTIONS

P2000 Version 3.12 SP2 offers the following options:

Alarm Manager

Archive Report Server

Aritech Intrusion

Assa Abloy® Panels

Bosch® Intrusion

Change Tracking (FDA)
Cardkey™ Legacy Serial Panels
Cardkey S321 Serial Panels
Commend Intercom

DVR protocols (for a list of supported DVR protocols refer to the
P2000 DVR Integration Manual)

Enterprise

Fire Alarm Panel Interface
HID® Controllers

Isonas Controllers

OSI Panels (not supported on systems with Windows Server 2012 or
SQL Server 2012)

Mercury® panels

Otis® Compass™ Elevator
P900 Panels

SIA Interface

Zenitel Intercom

The P2000 Software User Manual offers a description of each option’s
functionality.
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P2000 SYSTEM CONFIGURATION

The P2000 SMS operates in a client-server architecture. You must install P2000
software on the system server prior to installing it on the system workstation.

NoTE: Use a dedicated server for the P2000 SMS; that is, install only the
Microsoft Windows® operating system, the SQL Server database engine, and
the P2000 software. To install and run other third-party applications, please
contact a Johnson Controls® Technical Support specialist for assistance.

This section lists and describes supported Windows operating system and SQL
Server combinations for both standard and small P2000 systems.

IMPORTANT: Johnson Controls recommends using the latest version of Windows
available (including Windows updates) for server and client systems.

A standard P2000 SMS includes more than 64 readers, 5,000 cardholders, and
two workstations. Refer to Server Requirements on page 1-7 for more
information.

Table 1-2: Supported P2000 Server Configuration Options for a Standard P2000 SMS

N N
14 X -
N | ¥ s ® 3
S o S o S a S«
N N N N o N o
s 2 s L s % o
€T | g2 | g8 | g2
n 3 n 3 » 3 » g
4 € 4 € € 48
o8 g 8 g8 g c
N n N » nn » W
Windows Server® 2012 Standard v 2 v v
Windows Server 2008 R2 Standard v v v v
Windows Server 2008 Standard and v v
Standard without Hyper-V (32 bit)
Windows Server 2008 Standard and
Standard without Hyper-V (64 bit) v v v v

1. OSl panels are not supported on systems with Windows Server 2012 or SQL Server 2012.
2. Recommended platform.
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NoTE: Support for OSI panels requires IS Version 6.0 or 7.0. OSI panels are
not supported on systems with Windows Server 2012 or SQL Server 2012.
Some versions of Windows may require Service Pack installation prior to SQL
Server installation; refer to the Microsoft documentation for more information.

You can use SQL Express with a Windows Server as the database for a small
P2000 SMS; a small P2000 SMS supports fewer readers, cardholders, and
workstations than a standard P2000 SMS. Refer to Server Requirements on
page 1-7 for more information.

Table 1-3: Supported P2000 Server Configuration Options for a Small P2000 SMS

SQL Server 2012 Express (32 bit)
SQL Server 2012 Express (64 bit)
with Advanced Services (32 bit)

SQL Server 2008 R2 Express
with Advanced Services (64 bit)

SQL Server 2008 R2 Express
SQL Server 2008 R2 Express

SQL Server 2008 R2 Express
with Tools (64 bit)

SQL Server 2008 R2
with Tools (32 bit)

Express (32 bit)
SQL Server 2008 R2

Express (64 bit)

Windows Server® 2012
Standard

<
<
<
AN

Windows Server 2008 R2
Standard v v v v

Windows Server 2008 Standard ]
and Standard without Hyper-V | ¥ v v v
(32 bit)

Windows Server 2008 Standard
and Standard without Hyper-V v v v v
(64 bit)

1. Recommended platform.

NoTE: Some versions of Windows may require Service Pack installation prior to
SQL Server installation; refer to the Microsoft documentation for more
information.
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P2000 Workstation System Requirements

We recommended the following workstation specifications:

*  Windows 8 or 7

* 768 MB RAM

e 1024 x 768 resolution video card, 24-bit color
e 17-inch video monitor

e 120 GB hard drive

* 10/100BASE-T Network controller card

e DVD drive

IMPORTANT: Johnson Controls recommends using the latest version of Windows
available (including Windows updates) for server and client systems.

Workstations do not require a SQL Server database. Supported
workstation operating systems are:

*  Windows 8 (32 bit): Professional and Enterprise

*  Windows 8 (64 bit): Professional and Enterprise

*  Windows 7 (32 bit): Professional, Ultimate, and Enterprise
*  Windows 7 (64 bit): Professional, Ultimate, and Enterprise

P2000 Web User Interface (Ul) System Requirements

The P2000 Web UI software can be installed on the same system hosting
the P2000 Server or on a separate web server.

P2000 Web UI system requirements when installed with a P2000 Server:
* OS and Web server supplied by the P2000 Server installation

e . NET Framework 4 or above
e ASPNET MVC 4 or above

P2000 Web UI system requirements on a separate web server:

*  Windows Server 2012, Windows Server 2008 R2, Windows Server
2008, Windows 8, Windows 7

*  Web server software (Microsoft IIS, for example)

* .NET Framework 4 or above

*« ASPNET MVC 4 or above
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Important Notes on Using a 64-Bit Operating System

ODBC Connection Properties

The P2000 system uses 32-bit ODBC connections and the Data Sources
application launched from the Control Panel is only for 64-bit ODBC
sources.

To modify ODBC connection properties on P2000 systems using 64-bit
operating systems, double-click the following file to launch the 32-bit
version of ODBC:

C:\Windows\SysWOW64\odbcad32.exe

Server Requirements

The following table lists nominal recommendations for the P2000 server.
If you anticipate heavy use of a system feature, such as many CCTV
switches, or heavy use of host events, increase the memory or go to the
next, higher platform. Also, any P2000 Enterprise system or a system
using the Change Tracking option should use the next, higher platform.

Table 1-4: P2000 Host Recommendations

Maximum number of:
Readers / Cardholders SQL Server Operating System! Hardware?
| Workstations

64 /5,000/2 Express Windows 2008 R2 4 GB RAM
Server 100 GB disk

128 /5,000/5 Standard Windows 2008 R2 4 GB RAM
Server 250 GB disk

256/ 25,000/ 10 Standard Windows 2008 R2 8 GB RAM

Server (64-bit) or 500 GB disk
Windows Server 2012
(64-bit)

1024 / 50,000/ 25 Standard Windows 2008 R2 8 GB RAM
Server (64-bit) or 1000 GB disk
Windows Server 2012
(64-bit)

1. For a complete list of supported operating systems, see Table 1-2 and Table 1-3.
2. We recommend a 100BASE-T Network controller card for servers.

Use a screen resolution set to 1024 x 768 or higher and color quality set to
Highest (32 bit).

1-7



Software Installation Introduction

24-10685-130 Rev. C
Panel Firmware Requirements

The following panel types and versions are supported:

Panel

Version

CKM-EP1501"
and Mercury® EP1501

1.17.3 and 1.18.7

CKM-EP1502"
and Mercury EP1502

1.17.3 and 1.18.7

CKM-EP2500"
and Mercury EP2500

1.17.3 and 1.18.7

Schlage® PIM400-15012

1.17.3 and 1.18.7

CK721-A 3.1+

CK721 2.8

CK720 2.6

CK705 26

S321-DIN All versions

S321-IP 2.10+

(ON]| Wi-Q Version 3.00.38, Portal Firmware Version
3.0.17.155, Reader Version 3.00.039

Isonas Freescale version 9.20 and PIC version 3.08

HID® 2.2.7.39

Assa Abloy NO5+

S320 All versions

1. Authentic Mercury controller.
2. Schlage PIM400 integrated with Mercury EP1501.

Printers

Some services, such as printing and network communications, are
specific to your system, and are only are minimally addressed in your
P2000 Software User Manual. If you need assistance, contact your
system administrator.

Configuration of Default Printer for P2000 Reports

Correct display of the P2000 reports on screen depends on the printer
driver. You do not need to physically connect a printer, but you must add
a compatible printer driver to the operating system where you want to
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generate the P2000 reports. Select that printer when generating a P2000
report.

Alternatively, use a No Printer check box. Refer to the P2000 Sofiware
User Manual for details.

NoOTE: The Microsoft XPS Document Writer, which is the default printer for some
Microsoft operating systems, is not fully compatible with P2000 reports.

Using P2000 Custom Report Writing (Crystal Reports®)

If you plan to create custom reports in addition to the many standard
reports available in P2000, install Crystal Reports® version 9.0 or higher.
This software is not supplied by Johnson Controls. Install the Crystal
Reports software after all other software has been installed, preferably on
a P2000 Workstation and not on the P2000 Server. Follow the
manufacturer’s instructions; you do not need to set any specific settings
for use with P2000.

About Message Queuing

Message Queuing is an optional Windows Server setting; it must be
enabled (on the Select Features window) to support OnSSI.

For more information about enabling Message Queuing, refer to
Installing the Operating System on page 2-1. For more information about
OnSSI, refer to the P2000 Digital Video Integration manual.

About Foreign Language Packs

You can configure a P2000 server or workstation to work in nine
languages in addition to English (the default).

These languages are: Arabic, Chinese (Simplified), German, Spanish,
French, Italian, Portuguese, Russian, and Turkish.

To work in one of these languages, you must install the appropriate
P2000 Foreign Language Pack after installing the P2000 server or
workstation.
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For complete information about installing P2000 Foreign Language
Packs, refer to the P2000 Foreign Language Installation document for
the version of P2000 you are installing.

IMPORTANT: Read the P2000 Foreign Language Installation document that
comes with your P2000 Foreign Language Pack before you install the Windows
operating system or the SQL Server on the P2000 host system. There are
additional installation requirements for these components if you want your
P2000 to work in a language other than English.

About Data Center TCP

Some versions of the Windows operating system have a feature called
Data Center TCP (DCTCP), which uses Explicit Congestion Notification
(ECN) to enhance the TCP congestion control algorithm.

When enabled (which it is by default in Windows Server 2012), ECN
significantly slows down the “Download to Panel” process from a P2000
Server to an S321-1P panel; the download can take up to 20 minutes.

If you are seeing extremely long download times when downloading to
an S321-IP panel, you can disable ECN by running the following
command from the command prompt on the P2000 Server:

netsh interface tcp set global ecncapability=disabled
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FACTORY DEFAULT VALUES
The following table specifies the P2000 system factory settings.

Table 1-5: System Default Values

Setting Default Value
Computer name P2000
Administrator password Master1

SQL Server Password Master 2000
P2000 Logon Cardkey
P2000 Password master

NoTE: If you are doing a full P2000 Server installation—Windows OS, SQL
Server, and P2000 software—the computer name will be set to a default value,
not P2000. To change the computer name, do it manually after installing the
Windows OS but before installing SQL Server.
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2. SERVER SETUP

This chapter describes how to prepare a server for the P2000 software
installation.

Install the software system per the manufacturer’s instructions and according to
your system administration requirements. Some P2000-specific settings are
necessary for optimum operation. The following sections provide you with
information on where you must change the default installation or configuration
options.

Use a dedicated server for the P2000 Security Management System; that is,
install on it only the Microsoft Windows® operating system, SQL Server, and
the P2000 prerequisites and software. If you plan to install and run other third-
party applications, contact Johnson Controls® Technical Support for
assistance.

IMPORTANT: Read the P2000 Foreign Language Installation document that
comes with your P2000 Foreign Language Pack before you install the Windows
operating system or the SQL Server database engine on the P2000 host
system. There are additional installation requirements for these components if
you want your P2000 server or workstation to work in a language other than
English.

Perform the installation in the following sequence:

» Install the operating system

e Optional: Join the domain

» Install SQL Server

» Install P2000 prerequisites and software (see Chapter 4)

Most procedures require that you log on (to the domain, when applicable) as
the system administrator.

INSTALLING THE OPERATING SYSTEM

Verify that the server hardware is compatible with the version of Windows you
are using. You may need to perform a firmware upgrade before installing the
operating system. For more information on compatibility and upgrades, refer to
the server manufacturer’s and Microsoft’s documentation.
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If the operating system does not support your computer hardware natively,
install necessary drivers. For instructions, refer to the manufacturer’s
documentation.

Install the operating system per the manufacturer’s instructions.

NoTE: If you are installing the P2000 Server software on a computer running the
Windows Server 2012 operating system, Johnson Controls recommends
installing it with the GUI option.

In addition to default operating system settings, P2000 Servers require Internet
Information Services (IIS) and ASP.NET (when applicable).

After installing the operating system, verify the hardware configuration in the
Device Manager and Event Viewer. Resolve any hardware issues, as indicated
by yellow question marks or red stop sign icons, prior to installing SQL Server.

For instructions on installing IIS with ASP.NET see:

e Installing IIS and ASP.NET (Windows Server 2008) on page 2-2
* Installing IIS and ASP.NET (Windows Server 2008 R2) on page 2-8
* Installing IIS and ASP.NET (Windows Server 2012) on page 2-15

Installing IIS and ASP.NET (Windows Server 2008)

To configure the server as a Web Server:
1. Log on as the system administrator.
2. Open Windows Explorer.

3. Right-click the Computer icon on the desktop and select Manage.
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Server Setup

4. In the Server Manager window, select Features in the left pane, then
click Add Features.

Server Manager

Ele Action View Help

i; Server Manager (BROWN)
o c

Sft Configuration
Storage

“ Features Summary

‘ Features: 0 of 34installed

4

Wiew the status of features installed on this server and add or remove features,

Features Summary Help

‘{'ﬁ Last Refresh: 2/4/2009 9:18:02 AM  Configure refresh

5. On the Select Features window, select NET Framework 3.0

Features.

Add Features Wizard

Select Features

Confirmation
Progress

Results

Select one or more features to install on this server,

Eeatures:

[] BitLocker Drive Encryption
[] BITS Server Extensions
[] Connection Manager Administration Kit
[[] Desktop Experience
[] Group Policy Management
[ 1nternet Printing Client
[ internet Storage Mame Server
[ PR Port Monitor
[] Message Queving
[ Multipath 1j0
] Metwork Load Balancing
[ Peer Name Resclution Protocal
[ quality Windows Audio Videa Experience
[] Remote Assistance
[] Remote Differential Compression
[] Remote Server Administration Tools
[] Removable Storage Manager
[] RPC over HTTP Proxy
[] simple TCPIP Services
SMTR Server

1 T enman coe

More about features

Description:

Microsoft NET Framework 3.0
combines the power of the .NET
Framework 2.0 APIs with new
technolagies for building applications
that offer appealing user interfaces,
protectyour customers’persanal
identity information, enable seamless
and secure communication, and
providethe ability to model arange of
business processes.

=

o=

lext > | Instal
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6. The Add Features Wizard dialog box appears.
X

o Add role services and features required for .NET Framework 3.0
“¥=| Features?

fou cannot instal MNET Framewark 3.0 Features unless the required role services and features are also

installed.
Bole Services: Description:
B Web Server (IIS) nleb Server (IIS]) provides a reliable,
= WEb. Se.wer. ihfrastruc‘t“ilré d scalable vich 2ppl
Application Development
Securty

E Windows Proce: ivation Service
Configuration APls
NET Environmert
Process Model

Add Required Role Services I Cancel |

® Why are these role services and features required?
Y

7. Click Add Required Role Services.

NOTE: You may be prompted to click the Add Required Role Services button
at other times during this procedure as well.

8. When the Select Features window reappears, select Desktop
Experience and Telnet Client.

NoOTE: If you are going to be installing OnSSI codecs, you must also enable
Message Queuing.

9. Click Next when you have made the appropriate selections.
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10. On the Web Server (IIS) window, click Next to continue.

Add Features Wizard

_\Ja Web Server (IIS)

Features Introduction to Web Server (IIS)
Web Server (I

) Vieb servers are computers that have specific software that alows them to accept requests from client
computers and returm responses to those requests. Web servers let you share information over the Internet, or
Role Services through intranets and extranets. The Web Server role includes Internet Information Services (I15) 7.0, a unified
Viieb platform that integrates 115 7.0, ASP.NET, and Windows Communication Foundation. 115 7.0 also features

Confirmation enhanced security, simplified disgnostics, and delegated admiristration.
Progress

Things to Hote
Results -

Using Windows System Resource Manager (WSRM) can help ensure equitable serviding of Web server
traffic especially when there are multiple roles on this computer.

i The default installation for the Web Server (IIS) role includes the installation of role services that enable
You to serve static content, make minar customizations (such s defauit documents and HTTP emors),
monitor and log server activity, and configure static content compression.

Additional Information

Overview of Web Server (IIS

Overview of Available Role Services in 115 7.0

1IS Cheddists

Common Administrative Tasks in IIS
Overview of W5RM

<orevous || mexts | 1o Cancel
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11. On the Select Role Services window, in addition to the default

selections, select the following:

+ Static Content and Directory Browsing (under Common HTTP
Features)

e ASP. NET, ISAPI Extensions, and ISAPI Filters (under
Application Development)

* Basic Authentication and Windows Authentication (under
Security)

* All components of IIS 6 Management Compatibility (under
Management Tools)

* All components of Health and Diagnostics

As you select them, certain sub-menu items will be selected as
well. Click Next.

51

~ Select Role Services

@

Features Select the role services to instal for Web Server (I15):

Web Server (IIS)

Role Services

Confirmation
Progress

Results

Role services:

Desaiption:

= [E] web Server
= @] Common HTTP Features
[V] static Content
[¥] Default Document
[¥] Directory Browsing
[] HTTP Errors

! Toolsprovide
infrastructure to manage a Web
server that runs IIS 7. You can use
the IIS user interface, command-line
tools, and seripts to manage the Weh
server. You can also edit the
configurationfiles directly.

[] HTTP Redirection
= @ Application Development
[] AsP.NET
[] .NET Extensibility
[ asp
O cat
[¥] 1SAPI Extensions
[V] 154P1 Filters
[] server Side Incudes
= [¥] Health and Diagnostics
[¥] HTTP Logging
[¥] Logging Tools
[¥] Regquest Manitor
¥ Tradng
& Sz oo =

More about role services

Cancel

cprevious |[ mexs | oo
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12. Click Install.

Add Fea

= |

= Confirm Installation Selections

@

Features
Web Server (IIS)

Wiza x|

To install the following roles, role services, or features, dick Install.

(i) 2informational messages below
Role Services

1) This server might need to be restarted after the instalation completes, 2

Progress A) Web Server (T15)

Results (i) Find out more about Windows System Resource Manager (WSRM) and how it can help optimize
" CPUussge
Web Server

Common HTTP Features
Static Content
Default Document
Directory Browsing
HTTP Errors
HTTP Rediection

Application Development
ASP.NET

NET Extensibility
15471 Extensions
15471 Filters
Security
Requast Fitering
Health and Diagnestics LI

Print, e-mail, or save this information

|[Cmstal | concel |

|

13. Wait for the installation to complete and click Close. You may be
prompted to restart the computer.

Resume Configuration Wizard

Installation Results

Resuning Configuration _ )
The Following roles, role services, or features were installed successfuly:

Progress

~) Web Server (115) | Installation succeeded

The Following role services were installed:
Web Server
Common HTTP Features
Static Content
Default Document
Directory Browsing
Application Development
ASP.NET
\NET Extensibility
ISAPI Extensions
ISAPI Filters
Health and Diagnostics
HTTP Logging
Logging Touls
Request Monitor
Traring
Custom Logging
ODEC Logging

Security =l

Prink, e-mail, or save the installation report

= Previous Iext > | Close I Cance!
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14. Close the Server Manager window.

E. server Manager

Ele Action Wew Help

Server Setup

=101 x|

|

T Roles

| Features
3 Diagnostics
it Configuration
% Storage

a View the status of features installed on this server and add or remove features,

(~] Features Summary

“ Features: 4of 34 installed

.NET Framework 3.0 Features
.NET Framework 3.0
KPS Viewer
WCF Activation
HTTP Activation
Non-HTTP Activation
Message Queuing
Message Queuing Services
Message Queving Server
Remote Server Administration Tools
Role Administration Tools
Web Server {IIS) Tools
Windows Process Activation Service
Process Maodel
«NET Enviranment
Configuration APIs

15. Change the computer name if needed.

[ Features summary Help

é Add Features
A& Remove Features

Go to Installing the SQL Server Database on page 2-20.

Installing 1IS and ASP.NET (Windows Server 2008 R2)

To configure the server as a Web Server:

1.

Log on as the system administrator.

2. Open Windows Explorer.

3. Right-click the Computer icon and select Manage.
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4.

Server Setup

In the Server Manager window, click Features in the left window
pane, and then Add Features in the right window pane.

=10f x|

File Acton View Help
| 2 El
féa Server Manager (WIN-ORORICDUN IEFtrte=y

5 Roles

(il Features

3 Diagnostics View the status of features installed on this server and add or remove features,

| Configuration
5 storage
! Features Summary ﬁ Features Summary Help
~! Features: 0 of 41installed
&8, Remove Features
1 >l £ LastRefresh: Today at 2:17PM  Configure refresh
5. Click .NET Framework 3.5.1 Features.

Add Features Wizard x|

al?:% Select Features

Fealures
Confirmation
Progress

Results

———— -

Select one or more features to install on this server.

Description:

Microsoft NET Framework 3.5.1
combines the powier of the NET
Framework 2.0 APTs with new
technologies for building applications
that offer appealing user interfaces,
protectyour customers' personal
identity information, enable seamless
and secure communication, and
provide the ability to model a range of
business processes.

Features:

(Wl NET Framework 3.5. 1 Features

[] Background Intelligent Transfer Service (BITS)
[] BitLocker Drive Encryption
[] BranchCache
[ Connection Manager Administration Kit
] Desktop Experience
[] DirectAccess Management Console
[] Group Policy Management
[] nk and Handwriting Services
[] Internet Printing Client
[[] Internet Storage Mame Server
[] LPR Port Monitor

[] Message Queing
[ Multipath 1/0

| tctroriLoad sgercing_

6. Click Add Required Role Services.

Add Features Wizard
-"‘:, Add role services and features required for .NET Framework 3.5.1
¥ Y= Features?
You cannot install NET Framework 3.5.1 Features unless the required role services and featurss are also
installed
Role Services: Description:
= Web Server (IS} web Server (IIS) provides a relible,
5 Vb Server manageable, and scalable Web application
infrastructure.
Application Development
Security
= Windows Process Activation Service
Process Model
NET Environment
Configuration APls
Add Required Role Services I Cancel |
(i) Why are these role services and features required?
4
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7. In addition to default selections, add Desktop Experience and Telnet
Client (click Add Required Role Services when prompted).

NoTE: If you are going to be installing OnSSI codecs, you must also enable
Message Queuing.

8. Click Next when you have made the appropriate selections.

Add Features Wizard x|

t{??% Select Features

TEnE Select one or more features to instal on this server.

Web Server (IIS) Features: Description:
Role Services i < Telnet Client uses the Telnet protocol
D R o —I to connect to a remote Telnet server
Confirmation [] Quality Windows Audio Video Experience

] and run applications on that server.
Remote Assistance

[] Remote Differential Compression
Results [E Remote Server Administration Tools

] RPC over HTTF Proxy

[] simple TCP/IP Services

[] 5MTP Server
[] SNMP Services

[[] storage Manager for SANs

[] subsystem for UNI¥-based Applications

7 IE lient

[] Telnet Server

[] TFTP Client

[[] windows Biometric Framework

[] windows Internal Database

[[] windows PowerShell Integrated Scripting Environment {16
[¥] Windows Process Activation Service
[ windows Server Backup Features

| [ Windows Server Miaration Tools | _'Ll
4 »

More about features

Progress

< Previous | MNext > I Install Cancel

9. Click Add Required Role Services.

Add Features Wizard -: X

v
Nt

Add role services and features required for HTTP Support?

You cannot install HTTP Support unless the required role ssrvices and features are also installed

Rols Services: Description
= Web Server (IS) Vieb Server (IIS) provides = reliable,
Wiehs Server manageable, and scalable Wb pplication

infrastructure.
Managemert Tools

= Remote Server Administration Tools
Role Administration Tools

Add Required Role Services | Cancel |
4

(i) Wihy ars thsse role services and festures requirsd?
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10. Click Next to continue.

Add Features Wizard

ﬁ% Web Server (IIS)

Introduction to Web Server (TIS)

Web servers are computers that have spedific software that allows them to accept requests from dient
computers and return responses to those requests. Web servers let you share information over the Internet, or
through intranets and extranets, The Web Server role indudes Internet Information Services (I15) 7.0, a unified
Web platform that integrates 115 7.0, ASP.MET, and Windows Communication Foundation. TIS 7.0 also features
Confirmation enhanced security, simplified diagnostics, and delegated administration.

Role Services

Progress
Things to Hote
Results

Using Windows System Resource Manager (WSRM) can help ensure equitable servicing of Web server
traffic, espedally when there are multiple roles on this computer.

The default installation for the Web Server (I15) role indudes the installation of role services that enable
You to serve static content, make minor customizations (such as default documents and HTTP errors),
monitor and log server activity, and configure static content compression.

Additional Information

Overview of Web Server (II5!

Overview of Avaiable Role Services in 115 7.0
115 Cheddists

Common Administrative Tasks in IS
Overview of WSRM

< Previous Next > Instal] Cancel
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11. In addition to default selections, add the following (click Add
Required Role Services when prompted):

* ASP. NET (under Application Development)

* Basic Authentication and Windows Authentication (under
Security)

* All components of IIS 6 Management Compatibility (under
Management Tools)

* All components of Health and Diagnostics
* ISAPI Extensions
» ISAPI Filters

Verify that the following check boxes are selected:

+ Static Content and Directory Browsing (under Common HTTP
Features)

As you select them, certain sub-menu items will be selected as
well. Click Next.

Add Features Wizard x|

=" i
- Select Role Services
@1
pEEs Select the role services to instal for Web Server (15):
Vieh Server (IIS) Role services: Description:
3 —7 15 6 Management Console provides
E i C"E: cerificate Mapping Authenticaten ] e tion of
Confirmation & AREALS 0‘”15"5” remote IIS 6.0 servers from this
Request Fitering computer.
Froie ] 1P and Domain Restrictions
Results = [@ Performance

[] Static Content Compression
[] Dynamic Content Compression
= [ Management Tools

[] 115 Management Console

[] 115 Management Scripts and Tools

[[] Management Service

= [¥] 115 6 Management Compatibility

[¥] 1IS & Metabase Compatibility
[V] 1S & wMI Compatibility
[V] 115 6 Scripting Tools

= [] FTP Server
[] FTP Service
[] FTP Extensibility
[] 115 Hostable e Core

More about role services

<PrEwous| Next > I Instl Cancel
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12. Click Install.

Add Features Wizard

ﬁ% Confirm Installation Selections

Features

To install the following rales, role services, or features, dick Install.
Web Server (II5)

2informational messages below

Role Services
(i) This server must be restarted after the installation completes. =
Progress ~) Web Server (11S)
Results (i) Find out more about Windows System Resource Manager (WSRM) and how it can help optimize
CPU usage
‘Web Server
Common HTTP Features

Static Content
Default Document
Directory Browsing
HTTP Errors
HTTP Redirection

Application Development
ASP.NET

NET Extensibility
ISAP Extensions
ISAPI Filters
Health and Diagnostics
HTTP Logaing
| nanina Tools _I

Print, e-mail, or save this information

< Previous Next > | Install I Cancel

13. Wait for the installation to complete and click Close.

Add Features Wizard

1 Installation Results
.Clﬁ

Features
One or more of the following roles, role services, or features require you to restart:
Web Server (II5)
1. 8 warning messages below
Role Services s
Confirmation ~! Web Server (IIS) 1. Restart Pending =
Progress y

AL You must restart this server to finish the installation process.

“! .NET Framework 3.5.1 Features 1. Restart Pending

/A, You must restart this server to finish the installation process.

~) Desktop Experience i, Restart Pending

/1, You must restart this server to finish the installation process.

~) Ink and Handwriting Services I\ Restart Pending

AL You must restart this server to finish the installation process.

~) Message Queuing i, Restart Pending

/AL Yo must restart this server to finish the installation process.

# Remote Server Administration Tools 1. Restart Pending

W Wt ek rastart this sarusr tn firich the inctallation Ararses

Print, e-mail, or save the installation report

< Previous. Next > | Close Cancel
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14. Click Yes to restart the server.

Add Features Wizard

j Do you want to restart now?

This server must be restarted ta finish the installation
process. You cannot add or remave other roles, role services,
or features untl the server s restarted.

Yes No

15. Close the resume Configuration Wizard window.

Resume Configuration Wizard

ﬁjﬁ Installation Results

Resuming Configuration

The following roles, role services, or features were installed successfully:
Progress
/1. 1warning message below

Results

Server Setup

automatically updated, turn on Windows Updste in Control Panel.

The following role services were installed:
Web Server
Common HTTP Features
Static Contant
Default Document
Directory Browsing
HTTP Errors
HTTP Redirection
Application Development
ASP.NET
\NET Extensibility
ISAPI Extensions
ISAPI Filters
Health and Diagnostics
HTTP Logging

Print, e-mail, or save the installation report

{, Windows automatic updating is ot enabled. To ensure that your newly-nstalled role or feature is

~) Web Server (I15) @ 1nstallation succeeded

< Previous | Next > | Close I Cancel

16. Close the resume Server Manager window.
17. Change the computer name if needed.

Go to Installing the SQL Server Database on page 2-20.
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Installing IIS and ASP.NET (Windows Server 2012)

To configure the server as a Web Server:
1. Log on to the system as administrator.
2. Open Server Manager to the Dashboard screen.

3. Click Add Roles and Features.

WELCOME TO SERVER MANAGER

o Configure this local server

QUICK START

2 Add roles and features
3 Add other servers to manage

4 Create a server group

Hide
LEARN MORE

4. On the Before you begin screen of the Add Roles and Features
Wizard, read the text and then click Next.

5. On the Select installation type screen, select Role-based or feature-
based installation, then click Next.

6. On the Select destination server screen, select the server or virtual
hard disk (VHD) that will host the P2000 server software, then click
Next.
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Server Setup

7. On the Select server roles screen, select Web Server (IIS); you may
need to scroll down to see this option.

Features

Confirmation

Select server roles

Before You Begin

Installation Type

Server Selection

‘Web Server Role {IIS)

Role Services

Select one or more roles to install on the selected server.

Roles

[ Application Server

[ DHCP Server

[ DNs Server

[ FaxServer

[H] File And Storage Services (Installed)
[ Hyper-v

[ Metwork Policy and Access Services
[ Print and Document Services.

[] Remote Access

[ Remote Desktop Services

[ Volume Activation Services

Neb Server (IIS)
[ Windows Deployment Services

-

[] Windows Server Update Services

[] Active Directory Rights Management Services

Description

Web Server (IIS) provides a reliable,
manageable, and scalable Web
application infrastructure.

DESTINATION SERVER

WIN-S3EDTULEFOD

[ <Previous | [ Nex> | |

Install

| [ Cancal |

8. When the Add features that are required for Web Server (11S)?
dialog appears, click Add Features.

Add features that are required for Web Server (I1S)?

The follewing tools are required to manage this feature, but do not
have to be installed on the same server.

4 Web Server (lIS)
4 Management Toals

[Taols] IS Management Console

Include management tools (if applicable)

9. When the Select server roles screen reappears, click Next.
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Server Setup

10. On the Select features screen, select NET Framework 3.5 Features
and Telnet Client (you may have to scroll down to see Telnet Client).

NoTE: If you are going to be installing OnSSI codecs, you must also enable

Message Queuing.

11. Click Next when you have made the appropriate selections.

=3

Select features

Before Yo

Installation T

Confirmation

Add Roles and Features Wizard

Select one or more features to install on the selected server.

Features

3
b
b

[] Background Intelligent Transfer Service (BITS)
[ BitLocker Drive Encryption

[ Bitlocker Network Unlock

[ BranchCache

[] Client for NFS

[] Data Center Bridging

[ Enhanced Storage

[] Failover Clustering

[ Group Policy Management

[ Ink and Handwriting Services

[ Internet Printing Client

[ 1P Address Management (IPAM) Server

[= L= -

DESTINATION SERVER
WIN-GBEDTULEFQD

Description

NET Framework 2.5 combines the
power of the .NET Framework 20
APs with new technologies for
building applications that offer
appealing user interfaces, protect
your customers' personal identity
information, enable seamless and
secure communication, and provide
the ability to model & range of
business processes.

Cancel

12. On the Web Server Role (IIS) screen, read the text and then click

Next.
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Server Setup

13. On the Select role services screen, make sure the following are
selected (some may already be selected):

* Directory Browsing (under Common HTTP Features)
+ Static Content (under Common HTTP Features)

* All components of Health and Diagnostics

* Basic Authentication (under Security)

* Windows Authentication (under Security)

* ASP (under Application Development)

* ASP. NET 3.5 (under Application Development)

* ASP. NET 4.5 (under Application Development)

* ISAPI Extensions (under Application Development)

« ISAPI Filters (under Application Development)

» All components of IIS 6 Management Compatibility (under
Management Tools)

When dialogs appear, click Add Features.

=) Add Roles and Features Wizard - (o]
DESTINATION SERVER
WIN-53EDTULBFQD
Select the role services to install for Web Server (IIS)
Role services Description
) ~ IIS 6 Management Compatibility
4 [l Web Server provides forward compatibility for

4 Common HTTP Features e
Default Document = use th

tions and scripts that
IS APls, Admin Base

Confirmation

Directory Browsing
HTTP Errors
Static Content
[ HTTP Redirection
[ WebDAV Publishing
Health and Diagnostics
HTTP Logging
Custom Logging
Logging Teols
ODEC Logging
Request Monitor

>

Object (ABO) and Active Directory
Service Interface (ADSI. You can use
existing IS 6 scripts to manage the
115 7 Web server.

Cancel

14. When you have finished selecting all of the components, click Next.
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The Confirm installation selections screen appears.

IMPORTANT: If you see a caution message at the top of the Confirm installation
selections screen, this means that one or more source files for the components
you are adding were not installed with Windows Server 2012. Click Specify an
alternate source path for more information. The files you need can be
retrieved from Windows Update (if you have Internet access), from a local
server, or from the Windows Server 2012 installation media. To use files from a
local server or from the installation media, enter the appropriate path and click
OK. If the installer cannot find the necessary files, the installation will fail.

=) Add Roles and Features Wizard - [a=
P S - DESTINATION sesveR
Confirm installation selections WIN-SBEDTULBFaD

Caution
[ A Do you need to specify an ahternate source path? One or mare instalation selections are missing source files on the destinati..__ X \4—
. message

Before ¥ To install the following roles, role services, or features on selected server, click Install

] Restart the destination server automatically if required

Optional features (such as administration tools) might be displayed on this page because they have
been selected automatically. If you do not want to install these optional features, click Previous to clear
their check boxes.

NET Framework 3.5 Features
.NET Framework 3.5 (includes .NET 2.0 and 3.0)

w >

NET Framework 4.5 Features
ASPNET45

Ink and Handwriting Services

Media Foundation

User Interfaces and Infrastructure:
Desktop Experience

‘Web Server (IIS) v .
Click for
E rt figuration settings
Spectty an shernate ;i.l'?m..< more
information
[<Previous | | Newt > Install | [ Cancel

15. On the Confirm installation selections screen, make sure your
selections are correct, then click Install.

16. Wait for the installation to complete, then click Close.
17. Restart the server.
18. Change the computer (and workgroup) name if needed.

Go to Installing the SQL Server Database on page 2-20.
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REQUIREMENTS FOR JOINING A DOMAIN

For P2000 systems on a network with a customer domain, the network
administrator must perform the following configuration steps before installing
SQL Server:

* Change the P2000 Server from Workgroup to the customer’s domain.

* Add domain users to the Pegasys Users Local group. To simplify
administration, the domain administrator can create a domain global group
that contains domain users that will access the P2000. This global group
can then be added to the Pegasys Users Local group.

» For the current Active Directory setup to work, all workstations must be in
the same domain.

INSTALLING THE SQL SERVER DATABASE

P2000 can use either the Standard or the Express Edition of SQL Server.

IMPORTANT: Read the P2000 Foreign Language Installation document that
comes with your P2000 Foreign Language Pack before you install the Windows
operating system or the SQL Server on the P2000 host system. There are
additional installation requirements for these components if you want your
P2000 server or workstation to work in a language other than English.

The Express Edition, available on the P2000 Prerequisites DVD, has limited
performance and database size, and it is only appropriate for small P2000
systems. See Server Requirements on page 1-7 for more information.

NoTE: The following instructions describe installation using a default instance
(MSSQLSERVER). If you want to use a named instance, see Microsoft help for
details.

Installing SQL Server Express Edition

To install SQL Server Express Edition:
1. Log on (to the domain, if applicable) as the system administrator.

2. Insert the P2000 Prerequisites DVD.
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3.

The prerequisite program will check the operating system and the
database engine in order to evaluate which of the updates need to be
installed. If no database engine is detected, you will be informed that
the connection to the database could not be established, and prompted
to install SQL Server Express Edition.

Follow the installation prompts. Unless specifically required by your
system, do not change the default selections.

Installing SQL Server Standard Edition

Install SQL Server according to the manufacturer’s documentation.

NoTE: SQL Server Standard Edition requires .NET 4.0 as a prerequisite, except
when the operating system is Windows Server 2012 (which automatically
installs a supported version of .NET).

In addition to default settings, make the following selections specific to
P2000 systems:

Database Engine Services

SQL Server Replication

Client Tools Connectivity

Integration Services

Client Tools Backward Compatibility
Management Tools - Basic
Management Tools - Complete

Also, for authentication, select Mixed Mode (Windows Authentication
and SQL Server Authentication).

See Table 1-5 for default SQL Server password on the P2000 server.

The following instructions apply to SQL Server 2012; you can also use
them for SQL Server 2008 R2 and 2008 installations. The screen captures
may vary slightly depending on software version.
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To install .NET 4.0 (prerequisites for SQL Server Standard Edition,
except if the operating system is Windows Server 2012):

1. Log on (to the domain, if applicable) as the system administrator.

2. Launch the .NET installer (available from Microsoft or on the P2000
Prerequisites DVD).

3. In the Open File - Security Warning window, click Run.

Open File - Security Warning x|

Do you want to run this file?

@ Mame: ...inistratorDs 40 Full xB6 x64.exe
Publisher; Microsoft Corporation

Type: Apglication

From: C:\Jsers\Administrator|DesktopidotietFx40_Full_...

s

¥ Always ask before opening this file

| oy 1 While files from the Intemet can be useful, this file type can
e e e S e e e P v
"7 youtrust. What's the risk?

4. Accept the license terms and click Install.

T
NET Framework 4 Setup nJ
Please accept the license terms to continue. NmEsﬂ_I:
=
MICROSOFT SOFTWARE -
SUPPLEMENTAL LICENSE TERMS -
I I have read and accept the license terms. ﬁl ﬁl

Download size estimate: omB
Download time estimates: Dial-Up: 0 minutes

Broadband: 0 minutes

Install Cancel
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5. When the installation is complete, click Finish.

ol

Installation Is Complete

N .NET Framework 4 has been installed.

Microsoft*

Check for more recent versions on §iindows Update.
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To install SQL Server Standard Edition:

1. Insert the SQL Server DVD and launch the installer.

Server Setup

2. The SQL Server Installation Center window opens. Click on
Installation in the left window pane.

a

SQL server Installation Center -

Planning S Hardware and Software Requirements

(Cloalisiion D) View the hardware and software requirements.

Tools

Maintenance h Security Documentation

View the security documentation

Resources Jm, Online Release Notes

Advanced View the latest information about the release.

Options % How te Get SQL Server Data Tools

LI sat Server Data Tasle provides an integrated
environment for dztabase developers to cany out all
their database design work for any SOL Server platform.

d- System Configuration Checker

Launch a tool to check for conditions that prevent a
successful SQL Server installation.

Install Upgrade Advisor

3

[ Upgrade Advisor analyzes any SQL Server 2008 R2, SOL
Server 2008 or SQL Server 2005 compenents that are
installed and identifies issues to fix either before or after
you upgrade to SOL Server 2012.

o Online Installation Help

Launch the online installation documentation.
How to Get Started with SOL Server 2012 Failover
Clustering

Mot
Read instructions on how te get started with SQL Server
SQL Server2012 2012 failover clustering.

2o

3. Inthe SQL Server Installation Center window, click New SQL
Server stand-alone installation or add features to an existing
installation in the right window pane.

SQL Server Installation Center -
Planning New SOL Server stand-alone installation or add features to
ettt h en eisting installation
Installatic
on Launch a wizard to install SOL Server 2012ina

Enenae non-clustered environment or to add features to an existing

SOL Server 2012 instance.
Tools —
[ h New SQL Server failover cluster installation

Launch a wizard to install a single-node SOL Server 2012
PR failover cluster.
Options o

Add node te a SQL Server failover cluster

=

s
=5

Launch a wizard to add a node to an existing SQL Server
2012 failover cluster.

Upgrade from SQL Server 2005, SOL Server 2008 or SOL
Server 2008 R2
Launch a wizard to upgrace SQL Server 2005, SOL Server
2008 or SOL Server 2008 R2 to SOL Server 2012.

§Kémll Server2012
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4. In the Setup Support Rules window, verify that all operations have
been completed (no failures are reported). Click OK.

All operations completed successfully.

Setup Support Rules

Setup Support Rules identify problems that might occur when you install Yl Server Setup support files, Failures must be
corrected before Setup can confinue.

Setup Support Rules Operation completed, Passed: 8. Failed 0. Warming 0. Skipped 0.

Show details >>

View detailed report

5. Enter the product key and click Next.

Product Key

Specify the edition of SQL Server 2012 to install.

Product Key Validate this instance of SQL Server 2012 by entering the 25-character key from the Microsoft
certificate of authenticity or product packaging. You can also specify a free edition of SQL Server, such
a3 Evaluation or Express. Evaluation has the largest st of SOL Server features, as documented in SQL
Product Updates Server Books Online, and is activated with a 180-day expiration. To upgrade from one edition to
Install Setup Files another, run the Edition Upgrade Wizard.

>

License Terms.

O Specify a free edition:

[ Evaluation |

(@ Enter the product key:
e ————

<gack || Me> ][ concal
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6. Select I accept the license terms and click Next.

o] SQL Server 2012 Setup -

License Terms

To install SQL Server 2012, you must accept the Micresoft Software License Terms.

Product Key ~
MICROSOFT SOFTWARE LICENSE TERMS

License Terms

Product Updates MICROSOFT SQL SERVER 2012 STANDARD

Install Setup Files
r These license terms are an agreement between Microsoft Carparation (or based an where you

live, ane of its affiliates) and you. Please read them, They apply to the software named above,
which includes the media on which you received i, if any. The terms also apply to any Microsoft
s updates,

s supplements,

s Internet-based senvices, and

s sunnort senices

Copy  Print
| accept the license terms.

Send feature usage data to Microsoft. Feature usage data includes information about your hardware
configuration and how you use SQL Server and its components

O

See the Microsoft SOL Server 2012 Privacy Statement for more

[ emsk |[ mews ][ concel ]

7. SQL Server 2008 and 2008 R2 only: In the Setup Support Files
window, click Install.

SQL Server 2008 R2 Setup o [ 3

Setup Support Files

Click Install to install Setup Supportfiles. To install or update SQL Server 2008 R2, these files are required.

Product Key The folloving companents are required for SQL Server Setups
License Terms | Feature Name | Status |
Setup Support Files Setup Support Files ‘ ‘

< Back Install Cancel |

4
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8. SQL Server 2012 only: In the Product Updates window, click Next
(depending on your system, you may get a warning message if the
installer cannot access Windows Update via the Internet).

Product Updates

Always install the latest updates to enhance your SCL Server security and performance:

Product Key D SQL Server Setup could not search for updates through the Windows Update service, You can sither

License Terms check again or click Next to continue. To troubleshot issues with your Windows Update service,
View the link below, ensure you have Intemet or network access, and ensure your Windows Update

Brodicallpaates service can find updates interactively through the Windows Update control panel.

Install Setup Files

Error : SOL Server Setup was not able to scan for product updates within 5 minutes. This can happen
‘when there are Internet or network issues.

Read our privacy statement online

Learn more sbout SOL Server product updates

[ ek |[ mews [ conce

9. In the Setup Support Rules window, click Next.

Setup Support Rules
Setup Support Rules identify problems that might occur when you install SOL Server Setup support files. Failures must be
corrected before Setup can continue.
Setup Support Rules Operation completed. Passed: 6. Failed 0. Waming 2. Skipped 0.
Feature Selection
Installation Rules
Disk Space View detailed report
Error Reporting
Installation Confi Rules Rule Status
Ready to Install (| Fusion Active Template Library (ATL) Passed
Installation Progress (| Previous releases of SOL Server 2008 Business Intelligence Devel.. | Passed
Complete (@ | Mo SiS install with SOL Server "Denali” CTPO Passed
(@ | Consistency validation for SOL Server registry keys Passed
(@ Computer domain centroller Passed
| Microsoft .NET Application Security Warning
(@  Edition WOWB4 platform Passed
A | Windows Firewall Warmning
<Back [ Net> |[ Goncel |[ Hew
=l
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10. SOQL Server 2008 R2 and 2012 only: In the Setup Role window, click
Next.

Setup Role

Click the SQL Server Feature Installation option to individually select which feature components to install, or click a
feature role to install 2 specific configuration.

Setup Support Rules (® SQL Server Feature Installation

Setup Role Install SOL Server Database Engine Services, Analysis Services, Reporting Services, Integration Services,
Feature Selection and other features.

(s = & 7 = O All Features With Defaults

CrEsg e Install all features using default values for the service accounts.
Error Reporting

Installation Cenfiguration Rules
Ready to Install

Installation Progress

Complete

<Back |[ Net> |[ concel |[ Hew
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Server Setup

11. In the Feature Selection window, select the following check boxes:

¢ Database Engine Services

* SQL Server Replication

* Client Tools Connectivity

* Integration Services

* Client Tools Backwards Compatibility

* Management Tools - Basic

* Management Tools - Complete

Click Next.

i

Feature Selection

SQL Server 2012 Setup

Select the Standard features to install.

Setup Support Rules

Setup Role

Feature Selection

Installation Rules

Instance Configuration

Disk Space Requirements
Server Configuration

Database Engine Configuration
Error Reporting

Installation Configuration Rules
Ready to Install

Installation Progress

Complete

Features:

Feature description:

Instance Features|

Database Engine Services
SOL Server Replication
[] Full-Text and Semantic Extractions for Seard
["] Data Quality Services
[] Analysis Services
[ Reporting Services - Native
Shared Features
[] Reporting Services - SharePoint
[ Reporting Services Add-in for SharePoint Prodt
[] Data Quality Client
[]50L Server Data Tools
Client Tools Connectivity
Integration Services

>

The configuration and operation of each ~
instance feature of a SOL Server instance is
isolated from other SQL Server instances.

SOL Server instances can operate side-by-

side on the same computer,

Prerequisites for selected features:

Already installed: ~
- Microsoft .NET Framework 4.0
- Windows PowerShell 2.0
i Microsoft .NET Framework 3.5

To be installed from media:

V] Client Tools Backwards Compatibility || i Microsoft Visual Studio 2010 Shell v

< L > m >
Shared feature directory: ‘C:\Prugram Files\Microsoft SQL Server\ | D
Shared feature directory (x86); | C/\Pragram Files (x86)\Microsoft SQL Server\ | E
‘ <Back H Next > H & H Help ‘
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Server Setup

12. SOL Server 2008 R2 and 2012 only: In the Installation Rules window,
click Next.

Installation Rules

Setup is running rules to determine if the installation process will be blocked. Fer more infermation, click Help.

Setup Support Rules
Setup Role

Feature Selection
Installation Rules
Instance Co
Disk Space Requirements
Server Configuration

Database Engine Configuration
Error Reporting

Installation Configuration Rules
Ready to Install

Installation Progress

Complete

Show details >>

View detailed report

Operation completed. Passed: 1. Failed 0. Warning 0. Skipped 0.

Help
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13. In the Instance Configuration window, accept the default settings by
clicking Next.

= SQL Server 2012 Setup =18 -

Instance Configuration

Specify the name and instance ID for the instance of SOL Server. Instance ID becomes part of the installation path.

Setup Suppert Rules ® Default instance
Sempials O Nemedinstsnce: | MSSOLSERVER
Feature Selection

Installation Rules

Instance Configuration Instance ID: |M55QLSERVER \
Disk Space Requirements

Instance root directory: | C:\Program Files\Microsoft SQlL Server\ | D
Server Configuration ¥

Database Engine Configuration

ey SOL Serverdirectory:  CA\Program Files\Microsoft SO Server\MSSQL1 1 MSSQLSERVER
Installation Configuration Rules

Ready to Install Installed instances:

Installation Progress Instance Name Instance ID Features Edition Version
Complete

<Back || Next > H Cancel H Help

IMPORTANT: If you select Default instance, the current computer name is used
as the name of the SQL Server database. Do not change the computer name
after this point, as it will disrupt communications between the P2000 Server and
the SQL Server.
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14. In the Disk Space Requirements window, click Next.

Server Setup

Disk Space Requirements

Review the disk space summary for the SQL Server features you selected.

Setup Support Rules

Setup Role

Feature Selection

Installation Rules

Instance Configuration

Disk Space Requirements
Server Configuration

Database Engine Configuration
Error Reporting

Installation Configuration Rules
Ready to Install

Installation Progress

Complete

Disk Usage Summary:

= Drive C: 3163 M required, 24429 MB available
[ System Drive (C:\): 1322 MB required
Shared Install Directory (C:\Program Files\Microsoft SOL Server\): 976 MB required
Instance Directory (CAProgram Files\Microsoft SOL Server\): 865 MB required

< |[ mees [ e ||

Help
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Server Setup

15. SOL Server 2008 and 2008 R2 only: In the Server Configuration
window, use the following settings for SQL Server services, and click

Next.

Service Account Name Password Startup Type
SQL Server Agent NT AUTHORITY\SYSTEM (none) Automatic
SQL Server Database Engine  NT AUTHORITY\SYSTEM (none) Automatic
SQL Server Integration NT AUTHORITY\SYSTEM (none) Automatic
Services 10.0
SQL Server Browser (default value) (none) Disabled

a5

Server Configuration

Specify the service accounts and collation configuration.

Setup Suppart Rules

Setup Role

Feature Selection

Installation Rules

Instance Configuration

Disk Space Requirements
Server Configuration
Database Engine Canfiguration
Error Reporting

Installation Configuration Rules
Ready to Instal

Instalation Progress

Complete:

Service Accounts | Calaton |

Microsaft recommends thatyou use a separate account for each SQL Server service.

Service Account Mame Password

SQL Server Agent NT AUTHORITY\SYSTEM

5QL Server Database Engine NT AUTHORITY\SYSTEM Automatic =]
SQL Server Integration Services 10.0 | NT AUTHORITY\SYSTEM Automatic =]
SQL Server Browser NT AUTHORITY\LOCALS.... Disabled =l

Use the same account for all SQL Server services

< Back

Next > Cancel Help |
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16. SOL Server 2012 only: In the Server Configuration window, use the
following settings for SQL Server services, and click Next.

Service Account Name Password Startup Type
SQL Server Agent (default value) (none) Automatic
SQL Server Database Engine (default value)  (none) Automatic
SQL Server Integration Services 11.0  (default value)  (none) Automatic
SQL Server Browser (default value)  (none) Disabled

o SQL Server 2012 Setup == -

Server Configuration

Specify the service accounts and collation configuration.

Setup Support Rules m
Setup Role
o Microsaft recommends that you use a separste account for ssch SOL Server semvice.
Installation Rules Service Account Name Password Startup Type
S TREH T SQL Server Agent NT Service\SQLSERVERA... Automatic v
D SQL Server Database Engine NT Service\MSSQLSERVER Automatic | v
Server Configuration SOL Server Integration Services 110 | NT Service\MsDtsServer... Automatic | v
Crr B S T SOL Server Browser NT AUTHORITVLOCAL .. Disabled ||
Ervor Reporting
Installation Configuration Rules
Ready to Install
Installation Progress
Complete

<gack |[ News [ concel | ke
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17. In the Database Engine Configuration window, select Mixed Mode

(SQL Server authentication and Windows authentication).
Specify and confirm the SQL Server password (see Table 1-5).

Click Add Current User and click Next.

SQL Server 2012 Setup = -

= -

Datak Engine C

Specify Database Engine authentication security mode, administrators and data directories.

Setup Support Rules
Setup Role

Feature Selection

Installation Rules

Instance Configuration

Disk Space Requirements

Server Configuration

Database Engine Configuration
Error Reporting

Installation Configuration Rules
Ready to Install

Installation Progress

Complete

Server Configuration | Data Directories | FILESTREAM

Specify the authenticaticn mode and administrators for the Database Engine.

Authentication Mode

‘Windows authentication mode

Mixed Mode (SOL Server authentication and Windows authentication)

Specify the password for the SGL Server system administrator (s3) account

Enter password |---------u |

Confim password: [sessesssees |

Specify SOL Server administrators

LPHUNGODB\Administrator (Administrator)

SQL Server administrators
have unrestricted access
to the Database Engine.

Add Current User | [ Add.. | [ Remove |

‘ <Back H Next > H Cancel || Help ‘

18. In the Error Reporting window (SOQL Server 2008: Error and Usage
Reporting window), accept the default settings by clicking Next.

i SQL Server 2012 Setup = -

Error Reporting

Help Microsoft improve SQL Server features and services.

Setup Support Rules Specify the information that you would like to automatically send to Microsoft to improve future releases
Setup Role of SQL Server. These settings are optional. Microsoft treats this information as confidential. Microsoft

may provide updates through Microsoft Update to modify feature usage data. These updates might be
downloaded and installed on your machine automatically, depending on your Automatic Update
Installation Rules settings.

Feature Selection

Instance Configuration

Disk Space Requirements
See the Microsoft SQI Server 2012 Privacy Staterent for more i

Server Configuration

Database Engine C Read more about Microsoft Update and Automatic Update.
Error Reporting

Instlltion Configuration Rules | Send Windows and SQL Senver Eror Reporesto Microsaft or your corporate report senvr. This sfting

Ready to Install enly applies to services that run without user interaction.
Installation Progress

Complete

| <Back H MNext > || Cancel H Help
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Server Setup

19. In the Installation Configuration Rules window (SQL Server 2008:
Installation Rules window), verify that all operations have been
completed (no failures are reported). Click Next.

=

All operations completed successfully.

SQL Server 2012 Set

Installation Configuration Rules

Setup is running rules to determine if the installation process will be blocked. !

Setup Suppart Rules

Setup Role

Feature Selection

Installation Rules

Instance Configuration

Disk Space Requirements
Server Configuration

Database Engine Configuration

Error Reporting

Installation Configuration Rules

Ready to Install
Installation Progress

Complete

ore information, click Help.

Operation completed.

Show details > >

View detailed report

[ <Bea ||

Next > H Cancel H Help

20. In the Ready to Install window, click Install.

&

Ready to Install

SQL Server 2012 Setup

Werify the SQL Server 2012 features to be installed.

Setup Support Rules
Setup Role

Feature Selection

Installation Rules

Instance Configuration

Disk Space Requirements
Server Configuration

Database Engine Configuration
Error Reporting

Installation Configuration Rules:
Ready to Install

Installation Progress

Complete

Ready to install SOL Server 2012:

= Summary
Edition: Standard
Action: Install
=) Prerequisites
4. Already installed:
Microsaft NET Framework 4.0
Windows PowerShell 2.0
L. Microsoft NET Framework 3.3
51 To be installed from media
. Microsoft Visual Studio 2010 Shell
Micraseft Visual Studio Tools for Applications 3.0
- General Configuration
= Features.
i Database Engine Services
SQL Server Replication
. Client Tools Connectivity
- Integration Services
| Client Tanle Baclouards Camnatihilin:

< 1] >

Configuration file path:

€\Program Files\Microsoft SOL Serven\110\Setup Bootstrap\Log\2013080_072500\ConfigurationFile.ini

<Back H nstall H Cancel H Help
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21.SQL Server 2008 and 2012 only: The Installation Progress window
opens. The installation will take several minutes. When the progress
bar indicates completion, click Next.

i SQL Server 2012 Setup

Installation Progress

Setup Support Rules

Setup Role _
(i 3 5E Install VSMTPack_Cpu32_Action : RollbackCleanup. Removing backup files
Installation Rules

Instance Configuration

Disk Space Requirements

Server Canfiguration

Database Engine Configuration

Error Reporting

Installation Configuration Rules

Ready to Install

Installation Progress

Complete

Next >

22. When the Complete window appears, click Close.

b1 SQL Server 2012 Setup == -

Complete

Your SOL Server 2012 installation completed successfully.

EDIESODPOIENE Information about the Setup operation or possible next steps:

Setup Role
Feature Status -~

Feature Selection

€7 Management Taals - Complete Succeeded _
Installation Rules {@ Client Tools Connectivity Succeeded =
Instance Configuration 1 Client Tools Backwards Compatibility Succeeded
Disk Space P Tools - Basic Succesded
@S (@ Datsbase Engine Services Succeeded

{2 SOL Server Replication Succesded hd
Database Engine Configuration
Error Reporting
Installation Configuration Rules Details:
Ready to Install Viewing Product Documentation for SQL Server ~
Installation Progress
Complete Only the components that you use to view and manage the documentation for SQL Server have

been installed By default, the Help Viewer component uses the anline library. After installing
SQL Senver, you can use the Help Library Manager component to download documentation to

your local computer. For more see Use Microsoft Books Online for SQL Semver
http//go microsoft LinklD=224683> (http//go microsoft PLinklD= ~
224871

Summary log file has been saved to the following location:

C:\Program Files\Microsoft SQL Server\110\Setup 0120130909 07: WIN-
2DLPHUNGCDS 20130909 072500.tt

23. Close the SQL Server Installation Center window.

24. Remove the DVD.
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To verify network protocol settings:

1.

Start SQL Server Configuration Manager.

To do so, go to Start > Programs > Microsoft SQL Server
2008, 2008 R2, or 2012 > Configuration Tools > SQL Server
Configuration Manager.

To access Start on a Windows Server 2012 system, hover the
mouse cursor in the upper right portion of the screen, then
click the Start icon when it appears.

In the SQL Server Configuration Manager window, expand the SQL
Server Network Configuration entry and highlight Protocols for
MSSQLSERVER.

Verify that the following protocols are enabled:

* Shared Memory

* Named Pipes

* TCP/IP

If the VIA protocol is listed, leave it at its default setting.

To enable a disabled protocols, right-click on the icon, select

Enable, and follow the prompts. SQL Server services need to
be restarted for configuration changes to take effect.

= sql server Configuration Manager ;lglll
File Action WView Help
e |n|=H
@ SQL Server Configuration Manager {Local) Protocal Mame | Status
501 Server Services 4 shared Memary Enabled
Bl 4 SQL Server Network Configuration = Named Pipes Enabled
5= Protocols for MSSQLSERVER FTCP/IP Enabled
‘. S0L Mative Client 10.0 Configuration A Dizzbled

Go to Chapter 4: Software Installation.
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Upgrading SQL Server Standard Edition

Server Setup

Use the following instructions to upgrade SQL Server 2008 to SQL

Server 2012.

To upgrade SQL Server from version 2008 to version 2012:

1. Log on (to the domain, if applicable) as the system administrator.

2. The SQL Server Installation Center window opens. Click on
Installation in the left window pane.

# SQL Server Installation Center

Planning

(mstatlation )

Maintenance

Tools
Resources

Advanced

Options

2-39

Hardware and Software Requirements

View the hardware and software requirements.

Security Documentation
View the security documentation.

Online Release Notes

View the latest information about the release.

How to Get SQL Server Data Tools

SQL Server Data Toals provides an integrated environment for
database developers to carry out all their database design work
for any SQL Server platform.

System Configuration Checker

Launch a tool to check for conditions that prevent a successful
SQL Server installation.

Install Upgrade Advisor

Upgrade Advisor analyzes any SQL Server 2008 R2, SQL Server
2008 or QL Server 2005 components that are installed and
identifies issues to fix either before or after you upgrade to SQL
Server 2012,

Online Instalation Help
Launch the online installation documentation,

How to Get Started with SQL Server 2012 Failover Clustering
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3. Inthe SQL Server Installation Center window, click Upgrade from
SQL Server 2005, SQL Server 2008 or SQL Server 2008 R2 in the
right window pane.

%% SQL Server Installation Center ==l
Flanning Mew SOL Server stand-alone installation or add features to an
. gisting installation
e i Launch a wizard to install SQL Server 2012 in a non-dustered
M enviranment or to add features to an existing SQL Server 2012
instance.
Tools
S New SQL Server failover duster installation
Resaurces
h Launch & wizard ta install @ single-node QL Server 2012 failover
Advanced duster
Options Uﬂh Add node to a 5QL Server failover duster
P
£8 Launch a wizard to add & node to an existing SQL Server 2012
floverducter

Upgrade from SQL Server 2005, SQL Server 2008 or SQL Server
2008 R2

Launch a wizard to upgrade SQL Server 2005, SQL Server 2008 o
SQL Server 2008 R2 to SQL Server 2012,

4. Follow the prompts to complete the upgrade.

Go to Chapter 4: Software Installation.
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3. SOFTWARE UPGRADE

This chapter provides instructions for upgrading P2000 software to Version
3.12 SP2. For new installations, refer to Chapter 4: Software Installation. Once
the software upgrade is installed, refer to your P2000 Sofiware User Manual
for complete software operation instructions.

The same P2000 Software DVD is used to upgrade the software on the P2000
server and on the P2000 workstations. Perform the upgrade on the server before
you upgrade the workstations.

NoTE: If you have an existing P2000 Express Version 3.11 system and want to
upgrade to P2000 Version 3.12 SP2, you must first register your existing system
with a full-version registration key for P2000 Version 3.11, and then follow the
usual upgrade process. Refer to Obtaining the New Registration Key and
Option Keys on page 3-6 for more information on obtaining the registration key.

For software upgrades, the installer uses a folder, such as Cardkey P2000 or
P2000, created during the previous P2000 installation. For new installations of
P2000 software Version 3.12 SP2, the installer creates a P2000 folder.

NOTE: You can deploy the P2000 Version 3.12 SP2 system in a distributed
mode, where the P2000 server is hosted on two separate machines. All the
P2000 services run on one machine (P2000 application server), while the
P2000 databases are hosted on another machine (P2000 database server).
Refer to the Separating the P2000 Application Server from the Database Server
document for more information.

IMPORTANT NOTES BEFORE UPGRADING THE P2000 SOFTWARE
Depending on the software version you are upgrading from, observe the notes
and recommendations listed below to avoid losing data:

« Table 3-1: Upgrade From P2000 V2.3 and Earlier
e Table 3-2: Upgrade From P2000 V2.5
« Table 3-3: Upgrade From P2000 V3.0 and Higher
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Table 3-1: Upgrade From P2000 V2.3 and Earlier

Item

Note

Alarm Filter

Alarm Filter is no longer available; a Message Filtering feature has
been introduced.

When you upgrade the P2000 software, the Alarm Filter settings will
be lost. Therefore, run the Alarm Filter Report before the upgrade.
Print the current Alarm Filter configuration for reference and, after the
upgrade, manually re-apply the settings to Message Filtering. See the
P2000 Software User Manual for instructions.

DVR Integration

For integration with On-Net Surveillance Systems (OnSSl) Ocularis,
you must install the OnSSI software development kit (SDK) prior to
loading the P2000 software. This SDK is available from the
manufacturer.

BACnet Interface

All panels are disabled for BACnet Interface by default. After the
upgrade, select the Enabled for BACnet Interface check box in the
Edit Panel window, on the General tab, for every panel that should be
enabled for BACnet Interface.

CCTV Server

If you are using CCTV Server, uninstall it before the upgrade.

Custom Reports

The P2000 Version 3.12 SP2 software uses Crystal Reports version
9.0 or higher. Prior to upgrade of the P2000 software, open and save
all previously created custom reports, and rebuild any custom
queries, in Crystal Reports Version 9.0 or higher.

In addition, a database structure change between P2000 Version 2.3
and 3.12 SP2 affects the Badge and Cardholder records and related
custom reports.

For detailed information, refer to the Crystal Reports documentation
and the P2000 Software User Manual.

P2000 Integrated
Video Imaging

P2000 software versions earlier than 3.4 used the ID Server software.
When you upgrade from these versions to Version 3.12 SP2, you are
presented with two Video Imaging software choices: ID Server and
EPI Builder.

Select ID Server to continue to use the ID Server software for the
Integrated Video Imaging, and to upgrade ID Setup to the version
currently integrated with P2000.

Select EPI Builder to install the EPI Builder software for the
Integrated Video Imaging option.

For more details about this option, see the P2000 Integrated Video
Imaging Installation and Operation Manual.

CK720/705 and
CK721 Panels

After the upgrade, you may need to manually re-configure at the host
any CK720/705 and CK721 panels previously configured as version
2.4+ or 2.5+ in order to match the panel type and version. See the
P2000 Software User Manual for further instructions.
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Table 3-1: Upgrade From P2000 V2.3 and Earlier

Item Note
Distributed To upgrade a standalone P2000 system to a distributed deployment
Deployment mode, where the P2000 services run on one machine (P2000

application server) and the P2000 databases are hosted on another
machine (P2000 database server), refer to the document Separating
the P2000 Application Server from the Database Server.

Integration With

To support integration with OSI panels, install Wi-Q Version 3.00.38

OSl Panels prior to upgrading the P2000 software. You must follow specific
instructions to install Wi-Q Version 3.00.38. Contact Technical
Support for details.
Table 3-2: Upgrade From P2000 V2.5
Item Note
P2000LE Register the system as a P2000 (non-LE) before upgrading to Version

3.12 SP2.

DVR Integration

For integration with On-Net Surveillance Systems (OnSSl) Ocularis,
you must install the OnSSI software development kit (SDK) prior to
loading the P2000 software. This SDK is available from the
manufacturer.

BACnet Interface

After the upgrade, all panels, terminals, input points, and output
points will be enabled for those panels that were enabled for BACnet
Interface in version 2.5. If you wish to disable any terminals, input
points, or output points for specific panels, manually disable them
using the Edit Panel dialog.

Custom Reports

A database structure change between P2000 Version 2.5 and 3.12
SP2 affects the Badge and Cardholder records and related custom
reports. Contact Technical Support for details.

Distributed
Deployment

To upgrade a standalone P2000 system to a distributed deployment
mode, where the P2000 services run on one machine (P2000
application server) and the P2000 databases are hosted on another
machine (P2000 database server), refer to the document Separating
the P2000 Application Server from the Database Server.
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Table 3-2: Upgrade From P2000 V2.5

Item

Note

P2000 Integrated
Video Imaging

P2000 software versions earlier than 3.4 used the ID Server software.
When you upgrade from these versions to Version 3.12 SP2, you are
presented with two Video Imaging software choices: ID Server and
EPI Builder.

Select ID Server to continue to use the ID Server software for the
Integrated Video Imaging, and to upgrade ID Setup to the version
currently integrated with P2000.

Select EPI Builder to install the EPI Builder software for the
Integrated Video Imaging option.

For more details about this option, see the P2000 Integrated Video
Imaging Installation and Operation Manual.

CK720/705 and
CK721 Panels

After the upgrade, you may need to manually re-configure at the host
any CK720/705 and CK721 panels previously configured as version
2.4+ or 2.5+ in order to match the panel type and version. See the
P2000 Software User Manual for further instructions.

Distributed
Deployment

To upgrade a standalone P2000 system to a distributed deployment
mode, where the P2000 services run on one machine (P2000
application server) and the P2000 databases are hosted on another
machine (P2000 database server), refer to the document Separating
the P2000 Application Server from the Database Server.

Integration With

To support integration with OSI panels, install Wi-Q Version 3.00.38

OSl Panels prior to upgrading the P2000 software. You must follow specific
instructions to install Wi-Q Version 3.00.38. Contact Technical
Support for details.
Table 3-3: Upgrade From P2000 V3.0 and Higher
Item Note
P2000LE Register the system as a P2000 (non-LE) before upgrading to Version

3.12 SP2.

DVR Integration

If the Genetec SDK or Milestone SDK are installed, remove them
prior to upgrade using the Windows Add/Remove Programs utility.
For integration with On-Net Surveillance Systems (OnSSl) Ocularis,
you must install the OnSSI software development kit (SDK) prior to
loading the P2000 software. This SDK is available from the
manufacturer.
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Table 3-3: Upgrade From P2000 V3.0 and Higher

Item

Note

P2000 Integrated
Video Imaging

When you upgrade to Version 3.12 SP2, you are presented with two
Video Imaging software choices: ID Server and EPI builder.

Select ID Server to install ID Server software for the Integrated Video
Imaging.

Select EPI Builder to install the EPI Builder software for the
Integrated Video Imaging option.

For more details regarding this option, see the P2000 Integrated
Video Imaging Installation and Operation Manual.

CK720/705 and
CK721 Panels

After the upgrade, you may need to manually re-configure at the host
any CK720/705 and CK721 panels previously configured as version
2.4+ or 2.5+ in order to match the panel type and version. See the
P2000 Software User Manual for further instructions.

Distributed
Deployment

To upgrade a standalone P2000 system to a distributed deployment
mode, where the P2000 services run on one machine (P2000
application server) and the P2000 databases are hosted on another
machine (P2000 database server), refer to the document Separating
the P2000 Application Server from the Database Server.

Pelco Endura
SDK

If your P2000 system includes the Pelco Endura integration, use the
Windows Add/Remove Programs utility to remove Pelco Endura SDK
Versions 2.1 and prior before upgrading to P2000 Version 3.12 SP2.
The P2000 Version 3.12 SP2 upgrade will install Pelco Endura SDK
Version 2.2.

Important: If the Version 2.2 Pelco Endura SDK is already installed,
the upgrade to P2000 Version 3.12 SP2 will detect the Pelco SDK
and ask if you want to Modify, Repair, or Remove it. Do not choose
Remove, or the Pelco SDK will be removed from the P2000 system
and not re-installed.

Integration With
OSlI Panels

If your P2000 system includes an OSI panels integration, refer to
Installing Stanley® Wi-Q™ System Software for OSI Integrations.

Removing Components (Optional)

The following components are no longer used in P2000 Version 3.12 and
above; if they are on the P2000 you are upgrading, remove them using the
Windows Add/Remove Programs utility:

« JCIL.P2000.ThinClient

* JCIL.P2000.ThinClient. WebEngine

*  M-Authorize

*  M-Graphics

*  M-Password
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Web Site
Web Services

Upgrade Sequence

When upgrading the software, follow this sequence:

1.

Obtain the new Registration Key and, if you are adding additional
options, obtain the corresponding new Option Keys.

Back up the database. Refer to the P2000 Software User Manual for
instructions.

Log off the P2000 workstations and stop all P2000 services.
Install the P2000 prerequisites.

Install the P2000 software Version 3.12 SP2.

Obtaining the New Registration Key and Option Keys

All P2000 systems require a Registration Key. The P2000 systems
including one or more new options also require one or more new Option
Keys.

NoOTE: Previously registered options do not require new Option Keys.

Obtain a new Registration Key for the P2000 Version 3.12 SP2 before
you begin the upgrade; you need to enter it during the upgrade process.

To obtain a new Registration Key and additional Option Keys:

1.

Go to Start > Programs > Johnson Controls > P2000 (or Pegasys
2000) > Register.

To access Start on a Windows Server 2012 system, hover the
mouse cursor in the upper right portion of the screen, then
click the Start icon when it appears.
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€ Register [ [=]x]

lstallation ke lNKB SOWOJE 27 351 B0W 0B YHY

Cirent egistratiors Key [7KEYFTYEDTHUBGBUNYEBBOUTIISEWERWN

Mew Registration Key I|

it | Cancel |

2. E-mail the following information to
software.manufacturing@jci.com:

* Installation Key number (cut and paste the number to avoid
mistakes).

o 7-digit AOMS number, as found on the Registration of Options
form.

* End user name, city, and state.

e Serial number, as found in the Site Parameters window.

NoTE: The Installation and Registration Keys are connected to a particular
hardware. Therefore, if you are upgrading the P2000 software and changing the
hardware, you need to obtain two Registration Keys for the upgrade process,
both of them based on the new hardware’s Installation Key: one key for the old
version of the P2000 server, and another key for the P2000 software

Version 3.12 SP2.

3. When you receive an e-mail with the new Registration Key and
additional Option Keys, keep it handy for use and start the upgrade.

Installing P2000 Prerequisites

First, stop all P2000 services, log off all workstations, and exit the P2000
application.

Install P2000 prerequisites on the server and the workstations. For
instructions, see Installing P2000 Prerequisites on page 4-1. Some
updates may be omitted if they are already installed on your system.
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UPGRADING P2000 SOFTWARE ON THE SERVER

At this point, you have already installed the P2000 prerequisites and have a
valid Registration Key and Option Keys. The Registration Key is necessary to
perform the upgrade. Option Keys are required to register newly added options,
or to register any options on new hardware.

Depending on your system, follow one of the following procedures:

* Upgrading the P2000 Server Using the Same Hardware on page 3-8
* Upgrading the P2000 Server Using New Hardware on page 3-11

Upgrading the P2000 Server Using the Same Hardware

The upgrade process is very similar to software installation process. For the
most part, you can follow the instructions for Installing P2000 Software on the
Server on page 4-5. However, unlike during a fresh installation, you will be
prompted to enter the new Registration Key.

NoTE: Before proceeding, stop all P2000 services, log off all workstations, and
exit the P2000 application.

To upgrade the P2000 software on the server:
1. Log on as the system administrator.
2. Insert the P2000 Software DVD into the drive to start Autorun.

3. Follow the standard software installation procedure (see Installing
P2000 Software on the Server on page 4-6 for details) until you are
prompted to enter the new Registration Key.
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4. Enter the new Registration Key for Version 3.12 SP2. For accuracy,
copy the number from message that you received, and paste it in the
Reg Key field. Click Next.

P2000 Setup

FASSA0PWEID

Install§feld < Back DNewt > Cancel

5. Continue with the standard software installation procedure.

6. When the computer restarts, log on as the system administrator.
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To register P2000 options:
1. Go to Start > Programs > Johnson Controls > P2000 > Register.

i

Installation Key I TEMSOWAQEWY TYNYWET

Current Registration Key I ZYYEAQARSTIFFIWEKPEY W WIY FTIWEP

Site Mame | sl valey

Mew Registration Key I

Option Keys
Option Ke! | Option Mame | Max Units
Add
Delete |
< | o]

0] 4 | Cancel |

2. In the Register window, click the Add button.

3. Inthe Add Option Key window, paste the number you have received
into the New Option Key field. You can enter only one number at a
time. Click OK.

Add Option Key ﬂ
Mew Cption Key I |
[8]4 I Cancel |

4. If you have more than one option to register, repeat steps 2 and 3 until
all numbers are listed in the Register window. To delete an Option
Key, select it from the list and click Delete.

Click OK.
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=il

Installation Key I TEMSOWAQEWY TYNYWET

Current Registration Key I ZYYEAQARSTIFFIWEKPEY W WIY FTIWEP

Site Mame | sl valey

Mew Registration Key I

Option Keys
Option Ke! | Option Mame | Max Units
J1555525555585TS Widos DVRs 1
Add
Delete |
4 |

5. Click Yes to restart the computer.

See Important Notes After the P2000 Upgrade on page 3-14 for
additional procedures that may be necessary on your system.

Your upgraded P2000 server software is now ready to configure and
operate. See your P2000 Software User Manual for full configuration and
programming instructions.

Upgrading the P2000 Server Using New Hardware

This section describes how to upgrade a P2000 server to Version 3.12
SP2 when the upgrade involves the use of new hardware. The earlier
version of the P2000 server version is called the “old server,” while the
P2000 server Version 3.12 SP2 is called the “new server.” The old
server’s P2000 database which you need to restore on the new hardware,
is referred to as the “foreign database.”

In addition to establishing a new P2000 Version 3.12 SP2 system (fresh
installation), you will need to restore and upgrade the P2000 databases
from the earlier version P2000 server.
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To upgrade the P2000 database on the new hardware:

1.

2.

Log on as the system administrator.

Perform a fresh installation of the P2000 software Version 3.12 SP2
on the new hardware. Refer to Chapter 4: Software Installation for
details.

Obtain two Registration Keys, both of them based on the new
hardware’s Installation Key:

* One key for the old version of the P2000 server (“old key”)
* One key for the P2000 software Version 3.12 SP2

Register the P2000 software Version 3.12 SP2 on the new hardware
using the Registration Key for Version 3.12 SP2.

Start up P2000 and verify that all services are running on the new
server and that the “traffic signal” icon in the system tray displays a
green light.

Stop all P2000 services and close the traffic signal icon.

Restore the older version of P2000 Data and P2000 Images databases
using the P2000 Backup utility. Refer to the P2000 Software User
Manual for full instructions.

If the computer names of the old and new server are not the same, use
the Databaselmport tool to change the computer name on the new
server. See Changing the Computer Name on page 3-13 for details.

In SQL Server, update the registration table with:

* The new server’s Installation Key

» The Registration Key for the old software version (“old key”)
To do so, in SQL Server Management Studio execute the query:

Use Pegasys

update registration set
installkey="<Installation Key value>"
registrationkey="<Registration Key value>"
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10. Run the P2000 Version 3.12 SP2 software installation again to
upgrade the database. (If you completed previous steps successfully,
during the upgrade process are asked to enter the Registration Key.)

11. Register any newly added options, if applicable.

Changing the Computer Name

To change the computer name:

1. Run the DatabaseImport.exe software located in the following
directory:

C:\Program Files (x86)\Johnson Controls\P2000\bin

NOTE: Some systems use “Program Files” instead of “Program Files (x86).”

C Database Import =

This will update the server name in the site, station, and swr_startup_cnfg tables,

Current Server in database I

Mew Server I

Update Server Mame |

This will add the defaulk P2000 database login accounts with access rights to Pegasys and
Badgelmages databases. IF this Fails, use "Delete Old Groups" belaw,

Server or Domain I

Add Default Logins |

This will attempt to remove the default P2000 database login accounts For the specified server ar

domain,
Server or Domain I |
Delete Old Groups |

This will add the P2000 App Role to all tables of the Pegasys and Badge Images databases. Should
only be necessary if a database table has been manually dropped and recreated.

Add P2000 App Role |
Exit |
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2.

8.

9.

In the Database Import window, click Update Server Name, and
verify that the name in the Current Server in database field matches
the name in the New Server field.

Click the browse button next to the lower Server or Domain field.

In the Current Servers and Domains window, select an entry and click
OK.

The selected entry will appear in the Server or Domain field in the
Database Import window. Click Delete Old Groups.

Repeat steps 3-5 until all entries in the Current Servers and Domains
window have been deleted.

Verify that the upper Server or Domain field contains the new server
name and click Add Default Logins.

Click Add P2000 App Role.

Exit the Database Import window.

See Important Notes After the P2000 Upgrade on page 3-14 for
additional procedures that may be necessary on your system.

Your upgraded P2000 server software is now ready to configure and
operate. See your P2000 Software User Manual for full configuration and
programming instructions.

Important Notes After the P2000 Upgrade

Follow these notes as applicable to your system.

Item

Note

BACnet

If you are using BACnet, perform the following procedures after the
upgrade:

* Enable the P2000 BACnet Service to auto-start
* Enable BACnet interface in Site Parameters

For detailed instructions, refer to the P2000 Metasys Integration
manual.

Web Access If you were previously using the Live Capture feature, uninstall and

reinstall the WebUSB application on Web Access clients
For detailed instructions, refer to the P2000 Web Access manual.
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UPGRADING P2000 SOFTWARE ON THE WORKSTATION

This procedure is identical to the P2000 software installation on a Workstation.
See Installing P2000 Software on a Workstation on page 4-21 for details.
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4. SOFTWARE INSTALLATION

This chapter describes the P2000 prerequisites and software installation on the
server and on the workstations. In the following scenario, P2000 services and
databases are installed on the same server.

NOTE: You can deploy the P2000 Version 3.12 SP2 system in a distributed
mode, where the P2000 server is hosted on two separate machines. All the
P2000 services run on one machine (P2000 application server), while the
P2000 databases are hosted on another machine (P2000 database server). For
information on the distributed deployment mode, refer to the Technical Bulletin
Separating the P2000 Application Server from the Database Server.

INSTALLING P2000 PREREQUISITES

The P2000 Prerequisites must be installed on P2000 server, workstations, and
web servers. The prerequisite program will check the operating system and the
database engine in order to evaluate which of the updates you need to install.
Do not change the default selections unless specifically required to do so by
your system.

If you are installing the prerequisites on a P2000 server and no SQL Server is
detected, you will receive a message that a connection to database could not be
established. Then you will be prompted to install SQL Server Express Edition.

NoOTE: For integration with On-Net Surveillance Systems (OnSSI) Ocularis, you
must install the OnSSI software development kit (SDK) prior to loading the
P2000 software. This SDK is available from the manufacturer.

To install the P2000 prerequisites:
1. Log on as the system administrator.
2. Insert the P2000 Prerequisites DVD to start Autorun.

3. In the Welcome screen, click Next.
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4. Select one of the following options:

* P2000 Workstation to install prerequisites required by the P2000
workstation

* P2000 Server to install prerequisites required by the P2000 server
and the web server

* Web UI Server to install only the prerequisites required by the
web server

Click Next.

P2000 Prerequisites Setup .

Setup Type
Select the setup type that best suits your needs

Select the type of P2000 that will be installed on this machine

() P2000 WWaorkstation
(®) P2000 Server
O web Ul Server

< Back ” Mext > || Cancel
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5. If prompted, select the location of the P2000 Web UI server. Click
Next.

Setup Type
Select the setup type that best suits pour needs.

Select the location of the W'eb Ul Server

(®) 'web Ul Server located on the F2000 Server

O web Ul Server located on a remote machine

ImztallShicld

< Back " Mest > ‘ | Cancel
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6. Enter the computer name of the P2000 Database Server and click
Next.

NoTE: If you are using a custom database instance, use the format:
“database_server\named_instance.”

P2000 Prerequisites Setup =

Enter Text
Flease enter information in the field below.

Pleage enter the S0L instance of the P2000 Database Server
WARNING: If the SOL instance name is incorrect, your system will nat operate.

Fz000

< Back " Mest » | | Cancel

7. The prerequisites program will check your system and display only
the required updates. Follow the prompts and accept the default
selections to install the prerequisites.

8. The system may restart several times during the installation. Each
time the computer restarts, log in as the system administrator. You
may need to restart the DVD manually.
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9. When all required updates have been installed, the following screen
appears with a “No updates needed” message.

P2000 Prerequisites Setup .

P2000 Prerequisites ‘ .

The following updates are available for your system:

Current Settings:

Mo updates needed -

‘ < Back ” Mext > || Cancel

10. Click Next. The installer will close.

11. Remove the DVD.

INSTALLING P2000 SOFTWARE ON THE SERVER

Load the system software on the P2000 server before you install it on the
P2000 workstations.

After the installation, e-mail Johnson Controls for a Registration Key, and then
enter it into the system (see Registering P2000 Software and Options on

page 4-16). If you do not enter the Registration Key, communication between
the server and the panels and workstations terminates on the 10th day after the
initial installation.

If your P2000 system includes options, you also need one or more Option
Keys.

Installing WAMS for Integration with OSI Panels

If your P2000 system includes an OSI panels integration, refer to
Installing Stanley® Wi-Q™ System Software for OSI Integrations.
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Installing P2000 Software on the Server

Log on as the system administrator.

To install the P2000 software on the server:

1.

2.

Insert the P2000 Software DVD into the drive to start Autorun.
When the P2000 Setup window appears, click Next.
Read the license agreement; click Yes to accept it.

In the next window, make a server selection appropriate for your
system and click Next.

NoTe: If you select P2000 Server (without Web UI) or Web UI Server,
several of the following screens will be omitted, because they are not
applicable to your selected installation.

P2000 Setup =T

Setup Type

‘wieb Ul Server
‘wiorkstation

Install5ield < Back Hewt> Cancel
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5. Make the selections depending on the server features you intend to
use and the options you purchased:

* P2000 Web Access - Select this check box to install files required
for Web Access.

¢ OSI Interface - Select this check box to install the OSI elements.
Click Next.

NOTE: Support for OSI panels requires IIS Version 6.0 or 7.0. Also, OSI panels
are not supported on systems with Windows Server 2012 or SQL Server 2012.

P2000 Setup 3

Select Server Components

- [JP2000 Web Access
L1051 Interface

TnstallSHild cBack || me> Cancel
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Software Installation

6. Verify that P2000 Client is selected. If, in addition to P2000 server,
you also want to use this computer as a P2000 workstation, select the
workstation components you want:

» Badging - This selection will install the Integrated Video Imaging
option along with all other workstation capabilities.

* AV Codecs - This selection will install the files necessary for
integration between P2000 and Digital Video Recording (DVR)

devices.

 Tutorial Files - This selection will install the files necessary to
view the P2000 Tutorial, which presents an overview of the P2000
security system’s major features and options. It also covers a
number of system configuration, installation, and troubleshooting

tips.
Click Next.

Select Client Components

InstallSield

Tutorial Files

P2000 Setup

< Back “ Hest>

Cancel
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Software Installation

7. If you have selected Badging in the previous step, choose the Video
Imaging software:

» ID Server - Installs the Integrated Video Imaging option using the
ID Server software.

* EPI Builder - Installs the Integrated Video Imaging option using
the EPI Builder software

Click Next.

Badging Client Type

InstallShie/d

|1 EPI Builder

P2000 Setup

< Back MNext>

Cancel
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8. Select the protocols to be used with the AV option.

Note the following:

Install only one version of a particular protocol. For example, if
you select Nice v9, you cannot select Nice v10.5 at the same time.

Select the Pelco Endura check box only for P2000 integration
with Endura protocol without Pelco 1.0 SDK.

Select the Pelco XPortal - Endura check box only when using
Endura with Pelco 1.0 SDK.

Do not install Pelco Endura and DVN 5000 on the same system;
there is an SDK conflict.

The Loronix and SmartSight protocols are no longer supported.

The Nice v9 protocol is no longer supported.

P2000 Setup .

AV Codec Type

7] Aimetks Symphony

| ] Panasonic

Select All Clear All

Tinsial 5field <pack || bes | | Concal

IMPORTANT: If you click Select All, remember that only one version of a protocol
can be selected when you click Next.

9. Click next when the appropriate protocols are selected.
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10. Click Next to accept the default installation folder.

P2000 Setup =

Select folder where Setup will install P2000 files.

InstallSie/d <Back

Cancel

11. Enter the computer name of the P2000 Database Server; click Next.

NoTE: Depending on your system configuration, you may be asked to enter this
information later in the installation process.

P2000 Setup [

Enter Text
Fl

InstallShield < Back Mewt > Cancel
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12. Enter the Site Name to uniquely identify the P2000 site within the
P2000 Enterprise System. Click Next.

P2000 Setup =

Enter Site Name

SimiVialley

IristalIS ¢ Back Mest> Cancel

13. Select the method of providing the SSL certificate. Click Next.

NoOTE: For instructions on installing SSL certificate on the client side, see the
P2000 Web User Interface (Web Ul) - Getting Started manual.

P2000 Setup =]

Setup Type

InstallShield < Back Mest > Cancel
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14.1If, in the previous step, you chose to create a self-signed SSL
certificate, select whether or not to export it to the local disk. Click
Next.

P2000 Setup =]

Setup Type

InstallShicld < Back Mext> Cancel

15. The P2000 system requires either configuring the P2000 server as
SNTP server, or using a custom mechanism to synchronize time
between the server and the workstations.

To configure the P2000 server as an SNTP server, verify that
Yes is selected; if you are using a different time server, select
No. Click Next to continue.

P2000 Setup 3]

Setun Tyne
Sel

InistallShield < Back Mext> Cancel
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16. To set this server as the Authoritative Time Server (for synchronizing
time with another computer or the Internet), select Yes and click Next.

P2000 Setup =]

InstallShield < Back et > Cancel

17. Some operating systems: If you have not selected this server as the
Authoritative Time Server, you will be asked to use the P2000 Time
Service. Verify that Yes is selected and click Next.

P2000 Setup

<o | ies] | oo |
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Software Installation

18. The system displays current settings. Click Next to begin copying

files. This will take a few minutes.

P2000 Setup

Curr 03

Setup wil perform the following

Copy P2000 Client filss

Copy D Server ini fie

Install Badging fonts

Copy P2000 Tuterial fles

Istall P2000 ek UI
St Wab Ul P2000 Server to WIN-2DLPHUNGODE
Create a selt-signed Wieb Ul 5SL cerlficate

Copy and register DVN +210 cades files

Copy and register Milestone MIP codec fles
Copy P2000 Server fles

Add ODBC Cormection to 'WIN-20LPHUNGODE
Install SOLDMO object

Install directory for 2000 wil be C:AProgram Files (+88)%Johnson ControlstF2000
This machine wil be configured as an SNTP [Time] server

Evport the self-signed Web Ul SSL cettficate to the fallowing fle: 'C:\Program Files [+85

InstallShield < Back “ CHests

Cancel

To complete the P2000 installation:

1.

The following window confirms successful installation and displays
the Installation Key number. (You can also access the number later, as
described in Registering P2000 Software and Options on page 4-16.)

Click OK.

P2000 Version 3.12 -

ﬂ The installation was successful.

Your Installation Key is
2KQSOWZKEKYTSIQTWWEYNY

This Installation Key must be given to your Johnsen Centrols
Representative to obtain your registration key. You can view the
Installation Key by running the Register program from the Windows
Start menu.
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2. Remove the DVD and click Finish to restart the computer.

P2000 Setup

InstallS hield Wizard Complete

InistallShield <Back Finish Caneel

3. When the computer restarts, log on as the system administrator and
continue with the startup.

Registering P2000 Software and Options

All P2000 systems require a Registration Key. P2000 systems that
include one or more options also require an Option Key for each included
option.

Some options require components to be selected during the P2000
software installation prior to Option Key entry.

The Installation Key and Option Keys are connected to the hardware.
Therefore, a hard drive failure and replacement requires new numbers.
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To obtain P2000 software Registration Key and Option Keys:

1. First, retrieve the Installation Key. To do so, go to Start > Programs
> Johnson Controls > P2000 > Register.

To access Start on a Windows Server 2012 system, hover the
mouse cursor in the upper right portion of the screen, then
click the Start icon when it appears.

C Register

Installation Key

Current Reqgistration Key | |

Site Mame | |

Mew Registration Key | |

Option Keys

Option Key Option Mame Max Units

|A
|

Cancel

2. E-mail the following information to
software.manufacturing@jci.com:

* The Installation Key number (cut and paste the number to avoid
mistakes).

* The 7-digit AOMS number, as found on the Registration of
Options form.

» End user name, city, and state.
» Upgrades only: Serial number, as found in the System
Configuration screen.

Once you have received the keys, you can register the software. Enter the
Registration Key before entering the Option Keys.

4-17



Software Installation Software Installation
24-10685-130 Rev. C

To register P2000 software:

1. When you receive the Registration Key, go to Start > Programs >
Johnson Controls > P2000 > Register.

2. Cut and paste the number you have received into the New
Registration Key field in the Register dialog box, click OK.

£ Register

Installation key

Current Registration Key | \\

Site: Narne | |

MNew Registration Key | |

Option Keys

Option Key Option Mame Max Uniks

3. Click Yes to restart the computer.

To register P2000 options:

1. When you receive the Option Keys, go to Start > Programs >
Johnson Controls > P2000 > Register.

C Register

Installation Key

Current Registration Key | ZYTEAQALSTIFTIWKP 7Y WIWIWRZITYYE |

Site Mame | |

Mew Registration Key | |

Option Keys
Option Key Option Mame Max Units
Delete
3 | B

o e
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2. Click the Add button.

3. Inthe Add Option Key window, paste the number you have received
into the New Option Key ficld in the Register dialog box. You can
enter only one number at a time. Click OK.

Add Option Key

Mew Cption Key | | |

[ Ok ] [ Cancel ]

4. If you have more than one option to register, repeat steps 2 and 3 until
all numbers are listed in the Register window. To delete an Option
Key, select it from the list and click Delete.

Click OK.

C Register |Z||:|fz|

Installation Key

Current Registration Key | ZYTEAQALSTIFTIWKP T W WREITYYETWIZ |

Site Mame | |

Mew Registration Key | |

Option Keys
Option Key Option Mame Max Units
J1555525555585TS Widos DVRs 1
Delete
< | &

[ Ok ] [ Cancel ]

5. Click Yes to restart the computer.
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Starting P2000

Until the software is properly registered, every time you restart the
computer and launch the P2000 software, you will receive a message
about the number of days left for registration.

You must be logged on as system administrator.

To start P2000:
1. Double-click the P2000 icon on the desktop.

2. In the Login window, use the default credentials; click OK.

Setting Default Value
P2000 Logon Cardkey
P2000 Password master

Additional Login Information

The Login window changed slightly in P2000 Version 3.12; it no longer
lets you select a partition on the Login screen. This change makes it
harder for an attacker to gain unauthorized access to a P2000 system.

This change has no effect on your login if you have login credentials for
the SuperUser partition or if you are using your non-SuperUser login
credentials to log in to a workstation that belongs to a partition assigned
to you.

The only effect this change has is if you are using your non-SuperUser
login credentials to log in to a workstation that does not belong to a
partition assigned to you.

To allow operators to access a workstation that does not belong to a
partition assigned to them, set that workstation as Public. Once a
workstation is set as Public, all known P2000 operators can use that
workstation to access the system.

You are now ready to configure and operate the P2000 software. If you
are using BACnet, see the section below. Otherwise, refer to your P2000
Software User Manual for full configuration and programming
instructions.
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BACnet Procedures

If you are using BACnet, perform the following procedures after
installing the P2000 software:

¢ Enable the P2000 BACnet Service to auto-start

« Enable BACnet interface in Site Parameters

For detailed instructions, refer to the P2000 Metasys Integration manual.

INSTALLING P2000 SOFTWARE ON A WORKSTATION

Once you complete installation of the P2000 prerequisites (see Installing
P2000 Prerequisites on page 4-1), you can proceed with installing the
P2000 software.

To install P2000 on a Workstation:

1. Log on to the system as administrator.

2. Insert the P2000 Software DVD into the drive to start Autorun.

3. When the P2000 Setup window appears, click Next.

4. Read the license agreement; click Yes to accept it.

5. In the next screen, select Workstation and click Next.

P2000 Setup =]

Setup Type

InstallSHicld cgak || Hews Cancel
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6. Verify that P2000 Client is selected. Select the workstation
components you want:

» Badging - This selection will install the Integrated Video Imaging
option along with all other workstation capabilities.

* AV Codecs - This selection will install the files necessary for
integration between P2000 and Digital Video Recording (DVR).

* Tutorial Files - This selection will install the files necessary to
view the P2000 Tutorial, which presents an overview of the P2000
security system’s major features and options. It also covers a
number of system configuration, installation, and troubleshooting
tips.

Click Next.

P2000 Setup =]

Select Client Components

Badging
[¥I# Cadecs
W Tutarial Files

InstarlShield < Back. “ Hent > Cancel
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7. If you have selected Badging in the previous step, choose the Video
Imaging software:

» ID Server - Installs the Integrated Video Imaging option using the
ID Server software.

* EPI Builder - Installs the Integrated Video Imaging option using
the EPI Builder software

Click Next.

P2000 Setup =]

Badging Client Type

IristallSiield < Back H Hest > Cancel
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8. Select the protocols to be used with the AV option. Note the
following:

3

Install only one version of a particular protocol. For example, if
you select Nice v9, you cannot select Nice v10.5 at the same time.

Select the Pelco Endura check box only for P2000 integration
with Endura protocol without Pelco 1.0 SDK.

Select the Pelco XPortal - Endura check box only when using
Endura with Pelco 1.0 SDK.

Do not install Pelco Endura and DVN 5000 on the same system;
there is an SDK conflict.

The Loronix and SmartSight protocols are no longer supported.

The Nice v9 protocol is no longer supported.

P2000 Setup -

AY Codec Type

DVN v210
[ ] Genetec:
] Lorori 4.3
[ Lororix 4,

[ ) Nice ¥105
[ Nic= w107

[ ] Panasonic

) Pelco Endura

[ Pelco%Portal - DX&100
[ ] Pelco%Portal - Endura

Select Al Clear Al

Installd | <Bacx H Hext> ‘ | concel

9. Click Next to accept the default installation folder.
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P2000 Setup =

Select folder where Setup will install P2000 files_

Install Shicld < Back - Cancel

10. Enter the computer name of the P2000 Database Server; click Next.
(Depending on your system configuration, you may be asked to enter
this information later in the installation process.)

NoOTE: If you are using a custom database instance, use the format:
“database_server\named_instance.”

P2000 Setup =7

InstallSfield < Back Newt> Cancel

4-25



Software Installation Software Installation
24-10685-130 Rev. C

11. The P2000 system requires a mechanism to synchronize time between
the server and the workstations.

If the P2000 server had been configured as the SNTP server,
select Use the P2000 server as the time source; otherwise,
select Use a different SNTP (Time) server.

Click Next.

NoOTE: You can select Do not change the time configuration settings for this
workstation and continue the installation. However, you must later manually
configure this workstation with time synchronization method. If you select this
option, two information screens will appear to confirm your choice and remind
you of the time synchronization requirement.

P2000 Setup =]

Setup Type

InstalShiel < Back H Hext> Cancel
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12. If you selected Use a different SNTP (Time) server in the previous
step, you will be asked to specify the name or IP address of an SNTP
server to be used for time synchronization. Enter the server’s name or
IP address and click Next.

P2000 Setup =T

Enter SNTP (Time) server

Timeserveq

InstalShield { < Back “ Nest> J { Cancel I

13. The system will display current settings. Click Next to begin copying
files. This will take a few minutes.

P2000 Setup =1

Start Copying Files
R e

Cus

Istal diectory for P2000 will bs C:\Pragram Files (+86}Johnson ContokssP2000
Corfigurs for time sneranization vith P2000

Setup will perform the falowing
Copy P2000 Client fles
Copy ID Server ii fle

Install Badging forts
Copy F2000 Tutaridl files
Copy and register DVN v2.10 codec fles

Copy and register Milestone MIP codec files
Add ODBC Connection to P2000

TnstarllShicld <Back H THewts e
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14. Remove the DVD and click Finish to restart the computer.

P2000 Setup

InstaliShield Wizard Complete

Inistall Shield I < Back H Firish J I Cancel ‘

The installation process makes changes to the DCOM settings. For
further details on DCOM configuration, refer to the P2000 Software User
Manual.

Logging on to FDA-Compliant P2000 Workstations

If your P2000 system is in compliance with the FDA requirements, the
first time you log on to the P2000 Workstation, you will get a message
about the required change of screen saver settings. Click Yes to this
message.

FDA compliance requires that the workstation be protected from

unauthorized access by a P2000 screen saver with a password policy.

P2000 Workstations Running Windows 7

Windows 7 operating systems allow users to have accounts without
passwords. However, only accounts with passwords can connect to the
P2000 server. For instructions on setting up user accounts, refer to
Microsoft’s documentation.
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Workstations Supplied by Johnson Controls

By default, workstations supplied by Johnson Controls and pre-loaded
with P2000 software connect with a server named “P2000.” If your
system server is named something other than “P2000,” you must direct
the workstation to communicate by using the actual server name.

NoTE: Johnson Controls recommends that you make a copy of the operating
system and store it in case of hard drive failure.

To change the name of the server in the workstation settings:

This procedure changes the name of the P2000 Database and
Communications Server as well as the CCTV Server.

1. Go to C:\Program Files (x86)\Johnson Controls\P2000 (or Cardkey
P2000)\bin.

NOTE: Some systems use “Program Files” instead of “Program Files (x86).”

2. Double-click the icon for dsnswitcher.exe.

3. The DSN Switcher dialog box appears.

Current PZ000 database server in use:

Switch P2000 database server ko |

[ Ok ] [ Cancel ]

4. In the Switch P2000 database server to: field, change the Server
Name from “P2000” to the computer name of your P2000 Server.

NoOTE: If you are using a custom database instance, use the format:
“database_server\named_instance.”

5. Click OK to save your settings.
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UNINSTALLING P2000 AND RELATED SOFTWARE

You can uninstall P2000 and related software using the standard Windows Add/
Remove Programs utility.

When you uninstall the P2000 server software, you have a choice whether to
also remove or retain the following components:

» The database (stop P2000 services prior to uninstalling the database)
* Badge image layouts
» User groups

» Dial-up accounts (when applicable)
You need to uninstall the following software separately:

* EPI Builder
* OSI Web Services
* Third-party software development kits (SDKs)

Prior to uninstalling P2000:

1. Back up the database. Refer to the P2000 Software User Manual for
instructions.

2. Back up the Web Access files located in the following directory and
its subdirectories:

webroot/p2ktc/config

3. Log off from P2000.

TROUBLESHOOTING

The P2000 software installation process creates the log file, P2000Install.log,
in the C:\ directory. This log allows Johnson Controls Technical Support to
debug the installation process.
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A. ASSA ABLOY INTEGRATION

This section provides information and procedures necessary to integrate a
P2000 Security Management System (SMS) with ASSA ABLOY locks.

OVERVIEW

ASSA ABLOY Intelligent Locks provide a wired and wireless door locking
security solution that can be integrated with the P2000 SMS.

Integration between these two systems is possible via communications between
the ASSA ABLOY Door Service Router (DSR), which is installed on its own
server, and the P2000 ASSA ABLOY DSR Interface Service, which runs on a
P2000 Server in the P2000 SMS.

Commissioning of the ASSA ABLOY locks requires the use of the Lock
Configuration Tool (LCT) and the Network Configuration Tool (NCT). You
can install the LCT and the NCT from the P2000 installation disk. Look in the
Assa Abloy Resources / NCT _LCT folder for the NCT/LCT manual and an
installer that installs both applications.

You can encrypt the connection between an ASSA ABLOY lock and the DSR
using one of the supported encryption protocols using the LCT and NCT.
Encryption between a lock and the DSR is not encrypted by default; you must
turn it on manually.

NOTE: Johnson Controls recommends installing the LCT/NCT software on a
mobile computer if you plan to use encryption, as you will need to physically
connect to the lock to encrypt its connection to the DSR.

Contact your ASSA ABLOY representative or your IT personnel for more
information about encrypting the connection between a lock and the DSR.
DSR SERVER SYSTEM CONFIGURATION

The DSR server can be on a separate hardware system or on a virtual system on
the P2000 Server; it must have network access to the P2000 Server (see
Figure A-1 and Figure A-2).
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Figure A-1: DSR Running on Physical Computers
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Figure A-2: DSR Running in a Virtual Environment
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DSR SERVER SYSTEM REQUIREMENTS

DSR server 5.0 has the following minimum hardware requirements:

* Intel® Core™ 2 Duo or equivalent

* 4 GB RAM minimum for up to 128 locks; 8 GB RAM minimum for 129 to
1024 locks

* 20 GB hard disk space

P2000 SMS 3.12 and above works only with DSR server 5.0; other previous
versions of DSR server are no longer supported.

If you are using a virtual system (such as Hyper-V), it must meet equivalent
system requirements.

In an integration with a P2000 SMS, a DSR server 5.0 has the following
software requirements:

*  Windows Server 2008 R2 operating system / SQL Server Standard
2008 R2 database combination: Supports from 1 to 1024 locks, but is the
only option that supports more than 128 locks.

*  Windows 7 (64-bit) operating system / SQL Server Express 2008 R2
database combination: Supports up to 128 locks, but not more. In this
case, Windows 7 is acting as a server, and should be configured as a server.

IMPORTANT: Johnson Controls recommends using the latest version of Windows
available (including Windows updates) for server and client systems.

The following software is also required on the DSR server:

» Java JRE 1.6.0.21 or newer

* Apache Tomcat 6.0. or newer

* NET Framework 3.5 SP1 or NET Framework 4.0

Other requirements and recommendations:

* The SQL Server must be configured with a custom user name and
password (not default values).

* The DSR server and P2000 software should not be co-located.

* Locks connected to the DSR server must have firmware NOS or greater.

» Johnson Controls recommends that you install the DSR server and its
associated components on a dedicated DSR system. Use a dedicated
instance of SQL Server, either Standard or Express, for each DSR server.
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DSR SOFTWARE INSTALLATION OPTIONS

The installation process for the DSR server software is different, based on your
choice of Windows OS/SQL Server combination:

*  Windows Server 2008 R2 / SQL Server Standard 2008 R2
*  Windows 7/ SQL Server Express 2008 R2

Windows Server 2008 R2 and SQL Server Standard 2008 R2 Combination

If you are supporting more than 128 locks, and thus must use the Windows
Server 2008 R2 / SQL Server Standard 2008 R2 combination, there is one
software installation path for the DSR server: Install Windows Server 2008 R2,
then install SQL Server Standard 2008 R2, and finally install the DSR server
5.0 software.

This installation of the DSR software is described in Installing the DSR
Software on a Windows Server 2008 R2 System with SQL Server Standard
2008 R2 Already Installed on page A-5.

Windows 7 and SQL Server Express 2008 R2 Combination

If you are supporting fewer than 128 locks, and thus are using the Windows 7 /
SQL Server Express 2008 R2 combination, you must choose between two
software installation paths for the DSR server software:

* Option 1: You have a Windows 7 (64-bit) / SQL Server Express 2008 R2
system already set up and you just need to install the DSR server software
on that system. This installation of the DSR software is described in
Installing the DSR Server Software on a Windows 7 System with SQL
Server Express Already Installed on page A-7.

* Option 2: You have a Windows 7 (64-bit) system set up but it does not
have SQL Server Express 2008 R2, so you need to install SQL Server
Express during the DSR server installation (this is a feature of the DSR
server installer application). This installation of the DSR software is
described in Installing the DSR Server Software and SQL Server Express at
the Same Time on page A-10.
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Installing the DSR Software on a Windows Server 2008 R2 System with
SQL Server Standard 2008 R2 Already Installed

This installation requires that Windows Server 2008 R2 and SQL Server
Standard 2008 R2 are already installed on the system.

To install the DSR server 5.0 software on a system with Windows
Server 2008 R2 and SQL Server Standard 2008 R2:

1.

2.

Log on as system administrator.

Navigate to the installer application, dsr.installer-5.0_64, and double
click it. The default location is: Assa Abloy Resources\DSR
Installer.

If you see a dialog box asking if you want to allow a program
from an unknown publisher to make changes, click Yes.

The installation begins.

On the Welcome to the Door Service Router (DSR) Setup Wizard
screen, read the text, then click Next.

On the License Agreement screen, click I accept the terms of the
License Agreement, then click Next.

On the Select DSR Database screen, select Use an existing
Microsoft SQL Server, then click Next.

o
Select DSR Database I

Select DSR Database Server from the list.

Please select your databaze options:

" Install PostgreSQL Server

" Usean existing PostgreSOL Server

~ Install Microsoft SQL EXPRESS

¥ Use an existing Microsoft SQL Server

Eote: ?}?Rdmnneds to SQL Server over TCP/IP. SQL Server configuration for TCP/IP should
e enabled.

" Use Internal Database

DR - Copyright 2003 AS5A ABLOY:

< Back I Mext > I Cancel

A-5



Software Installation ASSA ABLOY Integration

24-10685-130 Rev. C

NoTE: The PostgresSQL Server and Internal Database options shown on this
screen are not supported in an integration with a P2000 SMS.

6. On the Choose Components screen, do not change the default
selections. Click Next.

7. On the Choose Install Location screen, either select the default
location or browse to the desired location, then click Next.

8. On the JRE Installation Required screen, read the text, then click
Next.

The SQL Server Login screen appears.

loixd
5QL Server Login I

Spedfy SQL Server database authentication information

Host

Instance name

Database

Username

Password

™ Use windows Login {Domain account must have 'log on as a service' right.)

¥ Create SQL Server database (System Administrator right is required.)

DER, - Copyright 2013 AS5A ABLOY

< Back I Next = I Cancel |

9. Onthe SQL Server Login screen, enter appropriate values, then click

Next:

Field Action

Host Enter the name of the computer where you are
installing the DSR server software.

Instance name Leave blank.

Database Enter the name you wish to assign to the DSR
database. This name cannot include spaces.

Username Enter the username currently used for SQL Server

Standard 2008 R2. The default is sa.
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Field Action

Password Enter the password currently used for SQL Server
Standard 2008 R2.

Use Windows Login Do not select this check box.

Create SQL Server Database Select this check box.

NoTE: .NET Framework 3.5, 4.0, or later is required; if an appropriate version of
.NET Framework is not installed, a warning message appears and the
installation does not begin.

The installation begins. The process could take over an hour.

10. On the Completing the Door Service Router (DSR) Setup screen,
make the appropriate selections, then click Finish.

The installation is complete.

Installing the DSR Server Software on a Windows 7 System with SQL
Server Express Already Installed

This installation procedure covers installing the DSR server 5.0 software on a

Windows 7 system where SQL Server Express 2008 R2 is already installed.

To install the DSR server 5.0 software on a Windows 7 system with
SQL Server Express 2008 R2 already installed:

1. Log on as system administrator.

2. Navigate to the installer application, dsr.installer-5.0_64, and double
click it. The default location is: Assa Abloy Resources\DSR
Installer.

If you see a dialog box asking if you want to allow a program
from an unknown publisher to make changes, click Yes.

The installation begins.

3. On the Welcome to the Door Service Router (DSR) Setup Wizard
screen, read the text, then click Next.
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4. On the License Agreement screen, read the text, check I accept the
terms of the License Agreement, then click Next.

5. On the Select DSR Database screen, select Use an existing
Microsoft SQL Server, then click Next.

Cii
Select DSR Database I

Select DSR Database Server from the list,

Please select your database options:

" Install PostgresqL Server

™ Use an existing PostgreSQL Server

€ Install Microsoft SQL EXPRESS

% Usean existing Microsoft SQL Server

:nta: D;Rdcunneds to 3QL Server over TCR{IP. SQL Server configuration for TCP/IF should
e enabled,

" Use Internal Database

DER, - Copyright 2015 ASSA AELOY

< Back I Next > I Cancel

NoTE: The PostgresSQL Server and Internal Database options shown on this
screen are not supported in an integration with a P2000 SMS.

6. On the Choose Components screen, do not change the default
selections. Click Next.

7. On the Choose Install Location screen, either select the default
location or browse to the desired location, then click Next.

8. On the JRE Installation Required screen, read the text, then click
Next.
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The SQL Server Login screen appears.

F]
5QL Server Login I

Spedfy 5QL Server database authentication information

Host

Instance name

Database

Username

Password

[~ Use Windows Login (Domain account must have ‘log on as a service' right.)

¥ Create SQL Server database (System Administrator right is required.)

D5R - Copyright 2015 ASS5A AELOY

< Back I Mext > I Cancel |

9. On the SQL Server Login screen, enter appropriate values, then click

Next.

Field Action

Host Enter the name of the computer where you are
installing the DSR server software.

Instance name Leave blank.

Database Enter the name you wish to assign to the DSR
database. This name cannot include spaces.

Username Enter the username currently used for SQL Server
Express 2008 R2. The default is sa.

Password Enter the password currently used for SQL Server
Standard 2008 R2.

Use Windows Login Do not select this check box.

Create SQL Server Database Select this check box.

10. On the Choose Start Menu Folder screen, specify a Start menu
folder for the DSR shortcuts, then click Install.

NoTEe: .NET Framework 3.5, 4.0, or later is required; if an appropriate version of
.NET Framework is not installed, a warning message appears and the
installation does not begin.
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The installation begins. Depending on the hardware being used
and because multiple software packages are being installed,
the process could take over an hour.

11. On the Completing the Door Service Router (DSR) Setup screen,
make the appropriate selections, then click Finish.

The installation is complete.

Installing the DSR Server Software and SQL Server Express at the Same
Time

This procedure covers installing the DSR server 5.0 software on a Windows 7

system that does not have SQL Server Express 2008 R2 already installed.

To install the DSR server 5.0 software and SQL Server Express 2008
R2 at the same time:

1. Log on as system administrator.

2. Navigate to the installer application, dsr.installer-5.0 64, and double
click it. The default location is: Assa Abloy Resources\DSR
Installer.

If you see a dialog box asking if you want to allow a program
from an unknown publisher to make changes, click Yes.

The installation begins.

3. On the Welcome to the Door Service Router (DSR) Setup Wizard
screen, read the text, then click Next.

4. On the License Agreement screen, read the text, check I accept the
terms of the License Agreement, then click Next.
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5. On the Select DSR Database screen, select Install Microsoft SQL

EXPRESS, then click Next.
iz
Select DSR Database I

Select DSR Database Server from the list.

Please select your database options:

" Install PostareSQL Server

" Usean existing PostgreSQL Server
% Install Microsoft SQL EXPRESS

" Usean existing Microsoft SQL Server

Mote: DSR connects to SQL Server over TCP/IP. SQL Server configuration for TCP/IP should
be enabled.

" Use Internal Database

DER, - Copyright 2013 AS54 AELOY

< Back I Next > I Cancel

NoTE: The PostgresSQL Server and Internal Database options are not
supported in an integration with a P2000 SMS.

6. On the Choose Components screen, do not change the default
selections. Click Next.

7. On the Choose Install Location screen, either accept the default
location or browse to the desired location, then click Next.

8. On the JRE Installation Required screen, read the text, then click
Next.
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The SQL Server Login screen appears.

=i
5QL Server Express Login I

Spedfy SQL Server database authentication information

Host

Instance name

Datzbase

Username

Password

Confirm Password

D5 - Copyriaht 2013 AS5H ABLOY.

< Back I Mext > I Cancel |

9. On the SQL Server Login screen, enter appropriate values, then click

Next.

Field Action

Host 127.0.0.1 is the required value.

Instance name SQLEXPRESS is the required value.

Database DSR is the required value.

Username sa is the required value.

Password Enter a password for the instance of SQL Server
Express you are installing. The password must be
eight or more characters and meet three of the four
following criteria: uppercase characters, lowercase
characters, numbers, and special characters (such as
#or %).

Confirm Password Re-enter the SQL Server Express password.

10. On the Choose Start Menu Folder screen, accept the default Start
menu folder for the DSR shortcuts or enter the desired folder, then
click Install.
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NoTEe: .NET Framework 3.5, 4.0, or later is required; if an appropriate version of
.NET Framework is not installed, a warning message appears and the
installation does not begin.

The installation begins. Depending on the system being used
and because multiple software packages are being installed,
the process could take over an hour.

11. On the Completing the Door Service Router (DSR) Setup Wizard
screen, make the appropriate selections, then click Finish.

The installation is complete.

SQL Server Express Login

When logging to SQL Server Express, make sure the Server name field is
configured appropriately.

x
ﬁ Microsoft®
SQL Server2008r2

Server type: IDatabase Engine j
Server name: j
Authentication: IWindows Authentication j
LUser name: |DELLTF£CC \Administrator =l

Password: I

I Remember password

Connect I Cancel | Help | Options >3 |

NoTE: This issue affects SQL Server Express only; not SQL Server Standard.
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DSR SERVER CONFIGURATION

You must configure the DSR server appropriately to work in a P2000 SMS
integration. Specifically, you must:

* Change several Environment name settings: You need to change three
settings in two different files on the system hosting the DSR server.

* Check two SQL Server database settings: You need to make sure the
Initial Size (MB) and the Autogrowth settings are appropriate, so that the
SQL Server transaction log does not fill up, which causes the DSR server to
stop working correctly.

* Configure Windows 7 as a server (Windows 7 only): If the system
hosting your DSR server is running on Windows 7, make sure it is
configured as a server, including Windows Power Options settings.

Changing Environment Name Settings
These settings changes configure the DSR server to work more
appropriately in a P2000 SMS integration.
To change Environment Name settings:
1. In Windows Explorer, navigate to the following folder:
C: \Program Files\DSR\apache-tomcat\conf\Catalina\localhost

2. Right-click the dsr.xml file and open it in a text editor; Notepad, for
example.

3. Locate the following text and ensure the value is set to “false”:
<Environment name="‘dsr.ws-security.enabled” value="false”
4. Locate the following text and ensure the value is set to “1024”:

<Environment name="dsr.limit.core.
accesspoint.confirm.max” value="1024"

5. Locate the following text and ensure the value is set to “1024”:

<Environment name="dsr.limit.core.
authorization.accesspointcount.max” value=<1024"

6. Save the file and close the text editor.
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7. Right-click the dsrsupport.xml file and open it in a text editor.
8. Repeat steps 3 through 6 in dsrsupport.xml.

9. Save the file and close the text editor.

Check SQL Server Database Settings

Because the Assa Abloy DSR stops working if the SQL Server database
or the transaction log gets full, you need to take steps to prevent that.

IMPORTANT: Johnson Controls recommends working closely with your
organization’s SQL Server database administrator.

To ensure neither your SQL Server database or transaction log gets full:

*  On the Database Properties screen for your DSR database in SQL
Server, make sure the database and the transaction log are both set to
256 MB (the default) if you have 256 or fewer locks or to 1 MB per
lock if you have more than 256 locks.

* Also on the Database Properties screen, make sure Autogrowth is
enabled for the database and the transaction log, and that Maximum
File Size is set to Unrestricted File Growth.

» Establish a database maintenance plan that schedules automatic DSR
database backups and transaction log backups.
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Changing Windows Power Options Settings

These settings changes apply only if the DSR server is running on a
Windows 7 system, which means Windows 7 is acting as a server and
needs to be configured appropriately.

To change Windows Power Options settings:

1. Navigate to Control Panel > System and Security > Power Options.

2. Click Change plan settings for the currently selected plan.

3. Specify these settings:
* Turn off the display: Never

* Put the computer to sleep: Never

4. Click Save changes.
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