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1 Introduction

Today the usual way of providing a suitable level of servitan enterprise intranet or an Internet
Service Provider is to overprovision the network with retfe the real needs. With the increase
in bandwidth demand, this approach is less and less tenat®mically. An alternative way is to
deploy traffic engineering techniques. However, most ofdttedblems that are encountered in this
field are combinatorial and of large size, which implies ta #fficient and near optimal heuristics.

We would like to set up an open source toolbox of traffic engjiimg methods called TOTEM
that would federate many independent software pieces. @hdting toolbox is expected to in-
clude more functionality than existing commercial ones] anclearly designed to be open, i.e.
incrementally extensible.

This guide presents how to use the TOTEM toolbox and whatad@e to know in order to deal
with it. The traffic engineering methods can be classified@leeveral axes: intra-domain versus
inter-domain, IP versus (G)MPLS, on-line versus off-linecentralized versus distributed. They
are suitable for network optimization, better routing @fffic for providing QoS, load balancing,
protection and restoration in case of failure, etc.

The design of the toolbox also considers different possisk cases. For example, it can be
deployed as an on-line centralized tool in an operationalor, or used off-line as an optimiza-
tion tool or as a traffic engineering simulator. Sectiahescribes how to easily install and compile
the toolbox. Section8 and4 describe the XML format that can be used to represent a nktwor
topology and a traffic matrix respectively. Secti®rand6 describes how to use MPLS and Diff-
serv in the toolbox. Section describes the tools designed to use the toolbox in a realonletw
environment. SectioB presents the algorithms that are already included in tHeago Sectior®
presents how to use the toolbox without having to write Jadedthe scenario XML interface).
Section10 describes the functionnalities of the GUI and how to useécti®®n11 describes how
to use the toolbox to generate Traffic Matrix files from netfidata.

LAbout the TOTEM project http://totem.info.ucl.ac.be

Copyright 2004, 2007 - ULg, UCL



http://totem.info.ucl.ac.be

- 2 GETTING STARTED... Page 6 of76

2 Getting started...

The toolbox comes in two archives : a binary one with a predmagoolbox and a source one
with all the Java sources. These archives contain the folpwdirectories :

e dist contains the executable JAR (Java Archive Fitggm-<version>.jar (only
for binary package)

documentation contains this UserGuide

example contains examples of topology, traffic matrix and scenario

licence contains the licence of the third libraries

lib contains the libraries needed to compile and execute thiedwo

src contains the source code (only for source package)

Currently, the toolbox has been tested only on linux plati@r

2.1 Installation

To use the toolbox, you need a Java Virtual MacHii@2SE 5.0 or newer). If you haven't a Java
Virtual machine you have to download and install it. Don'tdet to set the JAVA_HOME envi-
ronment variable to your JVM installation directory.

Decompress the TOTEM archive with
tar -xzvf totem-<version>.tar.gz

With the binary archive, the installation is finished. Youngo to sectior?.3to briefly see
how to use the toolbox. With the source release, you neednipite the toolbox as described in
the next section.

2.2 Compilation

The source archive contains all the Java source files and ged t©o compile them before run-
ning the toolbox. To compile the toolbox, we need Arftelease 1.6.2 or newer) provided by the
Apache project. Ant is a Java-based build tool. It is kindaxfl tike Make. If you haven't Ant
installed, download and install it. Don't forget to set thBA HOME environment variable.

The Ant build file puild.xml ) contains the following interesting targets :
e build builds the TOTEM project
e clean cleans the project and prepares the directory

e doc generates the javadoc doc directory

2http://java.sun.com/j2se/1.5/
Shttp://ant.apache.org/bindownload.cgi
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By using :
ant clean build

You compile and build the whole toolbox in tlust/totem-<version>.jar file. If
you compile for the first time the toolbox, you need to calt clean to create the needed
directories. More information can be found in the README file

2.3 The "totem.sh" command

This shell script runs the toolbox setting the maximum héapte 512Mb. The following options
are available to the command line. If no option is set, the @lllIbe launched (see sectidiD).

-demo . Launch the GUI with increased font size (so that it can bgepted for a live demo).

-s <scenario.xml> . Executes the scenarsgenario.xml  (see sectio® for more infor-
mation about scenarios). In tlegkample directory, you can see some scenarios examples
highlighting the main functionalities of the toolbdx

-validate <file.xml> <schemalocation> . Validates the XML filefile.xml
schemalocation is optional (if not present, the validator uses the scheneaied in
the XML file).

-gs <type> -f <scen.xml> -d <domain.xml> -t <tm.xml> -m <met hod>.
Generates a scenario XML fisgen.xml using the XML domain filedomain.xml and
the XML traffic matrix filetm.xml . The generated scenario dependsype which can be
wca or fullmesh . wca generates a scenario which simulates the failure of eaklafid
displays the resulting loadullmesh  generates a scenario which establishes a full mesh
of LSPs. The method used to route the traffic is givemimsthod which can beCSPF
CSPFInvFreeBw , CSPFHopCount, CSPFInvCap, CSPFTEMetric andDAMOTE

For example, the following command line
Jtotem.sh -s examples/abilene/scenario/CSPF-fullmesh xml

execute the scenario fi@SPF-fullmesh.xnof the directoryexamples/abilene/scenarid his
scenario computes an LSP between each nodes with a resareatresponding to the demand
given by TMO-abilene.xml using CSPF. At the end, it displ&ys bandwidth reservation on each
links. This scenario has been generated ugiogem.sh -gs fullmesh

*You can find more example files on the toolbox web péuggs(/totem.run.montefiore.ulg.ac.be/ ).
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3 Astandard XML format for a network topology representation

In this section, we will explain the XML format we defined t@resent network topology infor-
mation. We have chosen the XML language because it is widsdgl @and many tools exist for
dealing with this language. We have created an XML Schéha[ The schema allows us to
validate a domain file so that we are sure that an XML instaatisfies the data structure we have
defined.

3.1 Description of the XML network representation format

The root element of the XML file is theomain element. It contains five sub-elemenisfo |,
topology , mpls,igp andbgp. Thetopology and theinfo elements are mandatory. In
this document, by default, all the elements and attributeptional except when the contrary is
specified. We decided to separate the information into@exfior a clarity and ease of use reason.
So, for example, if an algorithm only needs topology and igfjprimation, it may just not care
about the mpls and the bgp section... Twenain element has two attributes :reme (string)
and anASID (integer). TheASID attribute is mandatory.

Theinfo element contains all the extra information about the togglncluding the units in
use. Theopology element contains all the information about the topologynsseahe network
layer (IP level). So it is a set of nodes and links. Thels element is composed of a list [sip
elements. Thegp element contains all the information of the intra-domaiatirey protocol. And
finally, thebgp element contains all the information of the inter-domaiuatireg protocol.

<domain name="domain_test" ASID="1234">
<info>

</info>
<topology>

</topology>
<mpls>
</mpls>
<igp>
<ligp>
<bgp>

</bgp>
</domain>

Table 1: Example of the XML DOMAIN element usage.

3.1.1 The info element

Theinfo element contains all the extra information about the togpldt contains the following
sub-elements title (string), date (date),author (string) anddescription (a string).

Shttp://totem.run.montefiore.ulg.ac.be/Schema/Domain -vl_2.xsd
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It contains also ainits element which is used to specify the units of the values fannithe
document. Thenits element is a list ofinit  sub- elements. Onenit element only has two
mandatory attributestype (which can be eithedelay orbandwidth )andvalue (whichcan
bens, us, ms, s for the delay values anps , kbps , mbps, gbps ortbps for the bandwidth
values). Theunits element is mandatory and must contain twmit sub-elements, one for
bandwidth and the other for delay. Tiwefo element also contains d@iff-serv element
that contains the Diffserv information, which is the copesdance between the pairs (Classes
Types, Preemption level) and the priority levels. Formalthe diff-serv element is a list of
priority elements (minimum 1 and maximumpiority elements) which are composed
of three mandatory attributes : &h (the identifier of the priority, i.e. an integer in the intakv
[0,7]), act (the identifier of the corresponding class type, i.e. argetén the interval [0,7]) and
apreemption (the corresponding preemption level, i.e. an integer inititerval [0,7]). The
last sub-element of th@fo element is thesrlgs  element which is a list afrlg elements (at
least one). Asrlg element is a string (the information about the physicalioraf the Shared
Risk Link Group) and has one mandatady attribute which is an integer).

<info>
<title>This is the title of the topology</title>
<date>2005-02-16</date>
<author>University of Liifje</author>
<description>
The description of this domain
</description>
<units>
<unit type="delay" value="ms"/>
<unit type="bandwidth" value="kbps"/>
</units>
<diff-serv>
<priority id="0" ct="0" preemption="0"/>
<priority id="1" ct="0" preemption="1"/>
<priority id="2" ct="1" preemption="0"/>
<priority id="3" ct="1" preemption="1"/>
</diff-serv>
<srlgs>
<srlg id="241">information about this SRLG</srlg>
</srlgs>
</info>

Table 2: Example of the XML INFO element usage.

3.1.2 The topology element

Thetopology element contains all the information about the topologynsdehe network layer
(IP level). So it is a set of nodes and links.

Thetopology elementis composed of two sub-element®des (which is mandatory) and
links

Onenodes element is a list ohode elements (at least one). Eashde element contains
one mandatory attribute id which is an unique identifier (string). Theode element con-
tains the following sub-elementsstatus which can beJP or DOWNUP by default),rid (IP

Copyright 2004, 2007 - ULg, UCL
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address)description (string),type which can beCOREor EDGElocation  (which con-
tains two mandatory float attributesatitude  andlongitude ) and finally aninterfaces
element which is a list ahterface  elements (at least one). Amterface element has one
mandatoryid attribute (string which is (locally) unique). Ainterface  element contains the
following sub-elements status  which can bdJPor DOWNUP by default),ip which is an IP
address and has a mandatargsk attribute (IP mask of the form X.X.X.X/Y, Y is in [0, 32])

Onelinks element is a list ofink  elements (at least one). Ealihk element contains
one mandatory attributeid which is a unique identifier (string). A link joins two nodestbmore
precisely, two interfaces on two nodes. So a link must Hewen andto sub-elements which
point respectively to the source interface and to the datstin interface. Arom element has two
attributes :node (string, the identifier of the source node) which is mandagordif (string, the
identifier of the interface on the source node).toA element has three attributesas (integer,
the AS number of the destination node, which is used for-dtenain links),node (string, the
identifier of the destination node) which is mandatory dndstring, the identifier of the interface
on the destination node). ik element can also contain the following sub-elemerstsitus
which can bdJPor DOWNUP by default),description (string),type which can bdNTRA,
ACCESSPEERINGor INTER, bw which is the bandwidth of the link (floatfechnology
(string),delay which is the delay of the link (float) argtlgs which is a list ofsrlg  elements.
Ansrlg elementis an integer (the identifier of the SRLG the link bgl¢o).

<topology>
<nodes>
<node id="routerl.foo.net">
<rid>10.0.0.1</rid>
<interfaces>
<interface id="10.0.2.0/30">
<ip mask="10.0.2.0/30">10.0.2.1</ip>
</interface>
</interfaces>
</node>

</nodes>
<links>
<link id="1 -> 2">
<from if="10.0.2.0/30" node="10.0.0.1"/>
<to if="10.0.2.0/30" node="10.0.0.2"/>
</link>

<flinks>
</topology>

Table 3: Example of the XML TOPOLOGY element usage.

3.1.3 The mpls element

The mpls element is composed of a list td§p elements (at least one). Asp element is
composed of the following sub-elementsath (which is mandatory)pwwhich is the bandwidth
demand of the LSP (floatjnetric  which is the metric of the LSP (a floathax_rate which

Copyright 2004, 2007 - ULg, UCL
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is the maximal bandwidth rate of the LSP (a floaliff-serv andbackup . Anlisp element
also has a mandatory attribute which is the identifier of the LSP (a string).

A path element is a list of at least odimk sub-element which is the identifier of a link
(string).

A diff-serv element contains the following mandatory sub-elemeris {the identifier
of the corresponding class type, i.e. an integer in the\yatd®,7]) andpreemption  which has
two mandatory attributes setup andholding which are the setup and holding preemption
levels, i.e. an integer in the interval [0,7].

Thebackup element must be present if the LSP is a backup LSP. This eldmsone manda-
tory attributetype , a string that can bBBETOUR_LOCA(for a local detour LSPDETOUR_E2E
(for an end-to-end detour LSP) BlYPASYfor a local bypass LSP). THeackup element has the
following sub-elements protected_Isp (string) which contains the identifier of the protected
Isp (in case of detour LSP) anotected_links which is mandatory and is composed of a
list of protected_link elements (at least one). protected_link element is a string
which is the identifier of the link that is protected by the L8Pcase of local protection, the list
should contain the protected link and in case of end-to-entkgtion, the list should contain all
the links of the primary path.

<mpls>
<Isp id="LSP1">
<path>
<link>1 -> 2</link>
<link>2 -> 3</link>
</path>
<bw>155000</bw>
</lsp>
</mpls>

Table 4: Example of the XML MPLS element usage.

3.1.4 Theigp element

Theigp element contains all the information of the intra-domaiantiry protocol. Thetype
attribute specify the running routing protocol (stringttban be I1SIS or OSPF). Thigp element
contains a list ofink elements (at least one). Otiek element contains all the link state
information that is transmitted by the intra-domain rogtprotocol. Thad attribute (mandatory)
of thelink element is a string that contains the identifier of the linkvtach the information is
related. Ondink element contains two sub-elementtatic  anddynamic .

Thestatic  element contains the following sub-elementsetric  (the IGP metric of the
link, a float),te-metric  (the Traffic-Engineering metric, also a float)rbw (maximum reserv-
able bandwidth, a floatimbw(maximum bandwidth, a floatadmingroup (integer) and finally
diff-serv . Onediff-serv element contains the following sub-elementbcm which is
mandatory and contains the bandwidth constraint modetjrgghat can be either MAM (Maxi-
mum Allocation Model) or RDM (Russian Doll Modé&l)and a list ofbc elements (at least one).
Onebc element contains a float (which is the value of the bandwidtistraint) and a mandatory

Sthis feature is not already supported by the toolbox.
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attributeid (integer) which identifies to what the bandwidth constrantelated (in MAM, it is
related to one Class Type).

The dynamic element contains one mandatory sub-elemertiw (for Reservable Band-
Width). Therbw element is a list of between 1 and 8 (inclusiy@jority elements. One
priority element has one mandatory attribide (which is an integer in the interval [0,7] and
should correspond to a priority defined under diifé-serv element of thénfo element) and
contains a float which is the reservable bandwidth assatiait this priority.

The reservable bandwidth dynamicin the sense that it can vary with the time (when a new
LSP is established on the link, for example).

<igp type="IS-IS">
<links>
<link id="1 -> 2">
<static>
<metric>20050.0</metric>
<te-metric>50.0</te-metric>
<mrbw>2488320.0</mrbw>
<mbw>2488320.0</mbw>
</static>
<dynamic>
<rbw>
<priority id="0">2488320.0</priority>
<priority id="1">2488320.0</priority>
<priority id="2">2488320.0</priority>
<priority id="3">2488320.0</priority>
</rbw>
</dynamic>
</link>
</links>
</igp>

Table 5: Example of the XML IGP element usage.

3.1.5 The bgp element

Thebgp element contains the information related to the inter-damauting protocol, BGP. The
bgp element is thus the place where nodes existing intdpelogy  element will be defined
as BGP routers. This is also the place one defines the BGRissdmtween the BGP routers as
well as the IP prefixes to be advertised outside the domairexample of the XML BGP element
usage is shown in Tabk

Basically, thebgp element is a sequence of BGP router definitions. Each BGRrmasit
encoded in aouter element which is composed of many attributes. Tawger is identified
by a mandatoryd attribute whose value is a free-form string of charactetser& is currently a
single uniqueness constraint on ide attribute. That is there cannot exist two routers that share
the same value of thie attribute.

In addition to this, theouter element also has a mandataig attribute which represents
therouter-ID. Thisrid attribute is an IP address that identifies the BGP routerarB@P proto-
col. Usually, theouter-ID is taken as the highest IP address of the router or as thedokyuf the
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<bgp>
<routers>
<router id="routerl.foo.net">
<rid>10.0.0.1</rid>
<networks>
<network prefix="10.0.1/24"/>
</networks>
<neighbors>
<neighbor ip="10.0.0.2" as="666"/>
<neighbor ip="10.0.0.3" as="666"/>
</neighbors>
</router>
</routers>
</bgp>

Table 6: Example of the XML BGP element usage.

router. In the toolbox, we will assume that the value oftiide attribute corresponds to thil
of the correspondingode element in théopology  section.

Then, comes the definition of the networks that this routdr advertise through the BGP
protocol. The networks are defined imatworks element which is a sequence rétwork
elements. Eachetwork element contains a single CIDR prefix. This CIDR prefix hasfne
of a dotted IP address followed by a slash (/") followed by ask length. Thenetworks
element is optional and can be omitted if no network is odgd by this router. However, if a
networks element is present, it cannot be empty. That is, it must aomtialeast anetwork
element.

Finally, therouter also contains a list of neighbors, i.e. a list of other BGRyhkors with
which it has BGP sessions. The list of neighbors is defined witeighbors  element which
is a sequence aieighbor elements. Eacheighbor represents a single BGP neighbor and
has several attributes. Two attributes are used to idethté@yneighbor: an IP address and an AS
number. The IP address is specified using ifheelement. It represents theuter-ID of the
neighbor router. The AS number is specified usingabeclement. It represents the AS number
of the neighbor router. This AS number can be the same asc¢hertauter if both routers share an
internal (iIBGP) session or they are different if both rosteiare an external (eBGP) session.

Theneighbor element also makes possible the definition of BGP filterss part is however
still in development and the form that will be given to the#eifs is not yet precisely defined.

3.2 Example

In table7, we present an example of the very simple network of fidure

G 0. 0->1 0 Q
0 1

Figure 1: An example simple topology
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<?xml version="1.0" encoding="UTF-8"?>
<domain ASID="1234">
<info>
<title>Test Topology</title>
<date>2005-01-31</date>
<author>RUN - University of Liege</author>
<description>
TOTEM Project (http://totem.info.ucl.ac.be/)
</description>
<units>
<unit type="bandwidth" value="kbps"/>
<unit type="delay" value="ms"/>
</units>
</info>
<topology>
<nodes>
<node id="0">
<location latitude="5" longitude="7"/>
<interfaces>
<interface id="0">
</interface>
</interfaces>
</node>
<node id="1">
<location latitude="44" longitude="1"/>
<interfaces>
<interface id="0">
</interface>
</interfaces>
</node>
</nodes>
<links>
<link id="0_0->1_0">
<from node="0" if="0"/>
<to node="1" if="0"/>

<bw>200000</bw>
<delay>1.4</delay>
</link>
</links>
</topology>
</domain>

Table 7: Example of an XML domain file.
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4 A standard XML format for a traffic matrix representation
We have defined an XML format for intra and inter-domain tcafffiatrices.

e An intra-domain traffic matrix is associated with a domaimg aepresents the traffic in this
domain. For example, the traffic matrix expresses the fatttiere is traffic ofX Mbps
between nodel and nodeB (both nodesA and B belonging to the particular domain, the
traffic enters the domain at nodeand exits the domain at nod#).

e An inter-domain traffic matrix is also associated with a domaut traffic is not defined
as going from a nodel to a nodeB inside the domain. Traffic is defined as arriving on
a specific domain node and coming from a source prefix to aigettstination prefix.
These informations are precious for inter-domain traffigieeering. If one wants to map
such an inter-domain traffic matrix to the correspondingaittomain traffic matrix, one
already knows the node where the traffic enters, but one Hawdtthe egress node for each
destination prefix. It is possible for example to use the GPBsBnulator included in the
toolbox.

We have created an XML Schema defining our XML traffic matrpresentation format

The root element iFrafficMatrixFile which is composed of two elementsinfo
(optional) and eitheintraTM eitherinterTM  (choice, mandatory).

Theinfo element is composed of the following sub-elementitle  (string ), date
(dateTime ),duration (double )expressed in minuteauthor (string ), description
(string ) andunits . Theunits element is composed of one (and only one) sub-element
unit . Theunit element has two mandatory attributedype (which is contrained to be
bandwidth )andvalue which can bebps, kbps , mbps, gbps ortbps .

TheintraTM element is composed of a list sfc elements and has one mandat&§I1D
attribute {nt ). Onesrc element has one mandatad; attribute étring  which specifies to
which source node the value is related to) and is composedisf af dst elements. Adst
element contains a non-negatifleat  value (the traffic from the source nodec to the desti-
nation nodedst ) and has one mandatory attribute 6tring  which identifies the destination
node).

TheinterTM element is composed of a list pbde elements and has one mandaté§iD
attribute {nt ). Onenode element has one mandatay attribute étring  which identifies
the node in the domain) and is composed of a lissaf elements. Asrc element has one
mandatory attribut@refix  (which identifies the source prefix from where data is comany])
is composed of a list ofist elements. Adst element contains a non-negatifleat  value
(the bandwidth from the source prefixc to the destination prefigst ) and has one mandatory
attributeprefix  (which identifies the destination prefix where data is goojg t

Here is an example of the XML rafficMatricFile element usage (intra-domain traffic
matrix) :
<TrafficMatrixFile>
<info>
<date>2004-10-14T01:03:00</date>
<units>
<unit type="bandwidth" value="kbps"/>
</units>
</info>

<IntraTM ASID="1234">
<src id="0">

"http://totem.run.montefiore.ulg.ac.be/Schema/Traffi cMatrix-v1_2.xsd
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<dst id="1">37</dst>
<dst id="2">23</dst>

</src>
<src id="1">

<dst id="0">17</dst>
<dst id="2">69</dst>

</src>

</IntraTM>
</TrafficMatrixFile>
Here is an example of the XML rafficMatricFile element usage (inter-domain traffic
matrix) :
<TrafficMatrixFile>
<info>
<date>2004-10-14T01:03:00</date>
<units>
<unit type="bandwidth" value="kbps"/>
</units>
</info>

<InterTM ASID="1234">
<node id="nodel">
<src prefix="131.130.0.0/16">
<dst prefix="150.214.0.0/16">37</dst>
<dst prefix="202.13.4.0/23">23</dst>

</src>
</node>
</InterTM>
</TrafficMatrixFile>
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Figure 2: Sample topology

5 MPLS routing

This section describes some of the features of the MPLSTguathpabilities of TOTEM.

5.1 Bandwidth Sharing

When loading a domain, you can choose to use bandwidth gharimot. If you choose so,
bandwidth will be shared among LSPs that are not activatedeasame time (primary-backup
sharing and backup-backup sharing, s§e However, Diffserv is not compatible with bandwidth
sharing. If you decide to use bandwidth sharing, only ongsdigpe must be defined in the domain
or an exception will be thrown. Even if multiple preempti@vels are defined in the class type,
those levels will be ignored and preemption will never occur

5.2 Rerouting

Rerouting is used in case of a failure in the network. Whersauee (link, node) is set to down,
the LSPs using these resources are deactivated. This niedribd LSPs are still established in
the domain, consume bandwidth resources but cannot be aisedte traffic (se®.5.4and10.5
to see how to route with LSPs). The backup LSPs are deadivgteefault.

A reroute method can change this behaviour. A reroute mdibeitally monitors the changes
in the status of a LSP and possibly decides to take some dotresponse to this change. Here is
a description of the reroute methods that are currentlyémgehted.

5.2.1 RemovePrimaryOnFailureRerouteMethod

When a LSP is deactivated, this method removes the LSP frerddmain. If the removed LSP
had backups, one of them is chosen. The chosen backup LS#ateat and becomes a primary
LSP with the same id as the failed LSP. If the chosen backupawasal backup, the other local
backups becomes backups of the new primary if the resouhessprotect are still in the new
LSPs.

Example:

Suppose that you have the simple topology of figiireThe primary LSP path is 0-1-2 and
the local backups paths are 0-3-1-2 and 0-1-4-2. If a linls faay 0-1, the primary LSP will
be deactivated. If the RemovePrimaryOnFailureReroutabteis used, the LSP is also removed
from the domain, the backup LSP 0-3-1-2 is made primary atidased. The second backup
(0-1-4-2) becomes a backup of the new primary.
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5.2.2 UseBackupOnFailureRerouteMethod

When a Isp status changes to down, one of its backups is choglactivated. If theeusePrimary
parameter is set to true, when a link becomes up, primari¢si®fink are activated if possible. If
a primary is activated, its backups are deactivated.

Example:

Suppose that you have the simple topology of figiireThe primary LSP path is 0-1-2 and
the local backups paths are 0-3-1-2 and 0-1-4-2. If a linls faay 0-1, the primary LSP will
be deactivated. If the UseBackupOnFailureRerouteMetBagsed, the backup LSP 0-3-1-2 will
be activated. IfreusePrimary  was set when starting the reroute method, when the link 0-1
becomes up again, the primary 0-1-2 will be activated agaihtae backup LSP 0-3-1-2 will also
return to its normal state (deactivated).

5.2.3 ComputeBackupOnFailureRerouteMethod

When a Isp has its status changed to down, this reroute mettiocbompute another Isp thanks

to the given algorithmrputingAlgo  parameter). Note that the algorithm must be started. The
new primary LSP will be established and activated. If theapaterremove is set to true, the
old LSP will be removed from the domain, otherwise it will belyodeactivated. If the original
Isp is removed, the new Isp will have the same id as the detetedOtherwise, it will have a new
generated id.
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6 Diffserv support

Diffserv [3] support is implemented into the toolbox. If you don’t waatuse Diffserv, you just
have to avoid putting Diffserv fields in the different XML fideand to never use the Java methods
which specify a priority level.

6.1 Current state of Diffserv support

We implemented basic Diffserv-aware TE support into thdbimo and in particular the MAM
(Maximum Allocation Modéglbandwidth constraints model][ Other bandwidth constraints mod-
els will perhaps be implemented in the future. We now giveesbnef explanations about MAM.

If you would like to have more information, seé][ Suppose we have a certain number of cat-
egories of services (called Class-Types or CTs) and the samdber of associated bandwidth
constraints (BCs). MAM states that

Reserved_Bandwith(CT,) < BC, (1)

What we call a priority level in this document is in fact a Ti@Engineering Class (TEC), i.e.
a combination of a CT and a preemption priority allowed f@tt@T. During admission control on
a link for a reservation at priority (TEG) all we have to check is that the unreserved bandwidth
at priority i (stored in the toolbox database) is larger than the banbwétjuested by this reserva-
tion. This unreserved bandwidth per priority level is théedhat should be advertised in IGP link
state packets.

We also implemented a basic preemption support inside CTs.

6.1.1 Conventions

It is always considered that a higher numerical value cpoeds to less priority traffic, i.e. traffic
from CT 0 should correspond to more important traffic thafficdrom CT 1. And traffic with
preemption level 0 has more priority than traffic with prediomplevel 1.

6.2 Default behaviour

We will explain here the behaviour you can expect from thdgdeifv manager integrated into the
toolbox when specifying some Diffserv fields in domain XMLeSl

6.2.1 No Diffserv fields in domain XML files

If you don't need Diffserv support, do not put adiff-serv fields into the<info> field of
the domain XML file (see sectiof.1.]). However note that the following information will be
added automatically

<diff-serv>
<priority id="0" ct="0" preemption="0"/>
</diff-serv>

under the<info> element.
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Then, concerning links, the following information will belded in the<static>  section
(see sectiors.1.9

<diff-serv>

<bcm>MAM</bcm>

<bc id="0">bandwidth</bc>
</diff-serv>

wherebandwidth is the total bandwidth of the link.

Some fields will also be automatically added in #yynamic> section (see sectioi1.4)

<rbw>
<priority id="0">bc_id_O</priority>
</rbw>

wherebc_id_0 is the value of the bandwidth constraint (bc) with id 0.

Thus the reservable bandwidth at the unique priority O igheeiink bandwidth. This is the
behaviour you expect when you don’t want to use Diffserv.

6.2.2 Info field specified but static or dynamic information rissing

Suppose now that you want to specify some priority levelsdouatt want to specify specific infor-
mation for static and dynamic fields of all links. In this casere is the default behaviour.

Suppose we specify the following information in thimfo> field.

<diff-serv>
<priority id="0" ct="0" preemption="0"/>
<priority id="1" ct="0" preemption="1"/>
<priority id="4" ct="1" preemption="0"/>
<priority id="5" ct="1" preemption="1"/>
<priority id="6" ct="1" preemption="2"/>
<priority id="7" ct="1" preemption="3"/>

</diff-serv>

Thus we have 2 CTs: 2 accepted preemption levels for the ficstidor the second.

If you do not specify Diffserv information in the static lirflelds, following information will
be added in thestatic>  section of the link.

<diff-serv>
<bcm>MAM</bcm>
<bc id="0">bandwidth/2</bc>
<bc id="1">bandwidth/2</bc>
</diff-serv>
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One constraint is thus defined for each CT, and their valugusleto the maximum reservable
bandwidth divided by the number of CTs.

Dynamic information is set accordingly.

<rbw>
<priority id="0">bc_id_O</priority>
<priority id="1">bc_id_O</priority>
<priority id="4">bc_id_1</priority>
<priority id="5">bc_id_1</priority>
<priority id="6">bc_id_1</priority>
<priority id="7">bc_id_1</priority>

</rbw>

Note that if you choose to specify some BC values for someslidgnamic information will
also be set according to the values you specified.
6.2.3 Adding a reservation

Suppose you want to establish an LSP of prioiifiye. a couple of CT and preemption level) with
reservatiorb. You have to check for each link in the path the unreservedatth for this priority
level is bigger tharb. If it is, you can add this reservation. Now, you may want to specify a
priority (this parameter being often optional). In thisedlse considered priority level is the least
priority existing one (i.e. least priority CT, and in thissk type, lowest preemption level).

6.3 Preemptions

A basic preemption mechanism had been developed to alloempton inside CTs. With this
basic mechanism, preemption will never occur between Chidadt, preemption between CTs
can be useful only if the following condition holds true, whiis not of common use.

Z BC, > Max_Reservable_Bandwidth (2)

Here is how the preemption mechanism works :
e Lowest preemption levels are looked first for LSPs to preempt

e If only one LSP can be preempted at least preemption leveemdnough bandwidth, it is
preempted.

e If not, arbitrary LSPs of least preemption levels are pretechp

Preempted LSPs are removed from the domain.
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7 On-line tools

7.1 Socket Interface
7.1.1 Description

The TOTEM toolbox can execute events sent from a remote pheoagh a socket interface. In
this mode, the toolbox acts as a server and processes ewenisgcfrom another machine on
the network. Once a client is connected, it can send XML stemaents to the toolbox which
executes them before returning a result.

For example the socket interface can be used online in a netigo path computation :
LSPCreation events are sent to the server which will respond by sendimgamputed path.

7.1.2 Message format

The messages that the clients should send consist of XMlasoegvents described in sectidn
However it is important to note that for implementationssm@#s a single event sent through the
socket interface must be written in only one text line.

Once the event has been executed by the toolbox, a respossageds sent back to the client.
The response message is also always transmitted in onlyernkne. It has the following format
(shown here in multiple lines for readability):

<result>
<command>

</command>
<output>
<object>

</object>
<message>

</message>
</output>
<status>

</status>
<exceptions>

</exceptions>
</result>

Thecommandelement is a copy of the XML event sent by the client. Dogput element
contains two subelementsbject andmessage. These are respectively a representation of
an object and a text message both related to the executidre @vent. The text message is the
same message that is written on standard output when theis\executed locally. For example,
if a LSPCreation event is correctly executed, the object will be the XML reggretation of the
new LSP and the message will be a string representation ofetvdSP path followed by a list of
preemped LSP ids. Note that both subelements are optional.

Thestatus element can be either OK or FAILED depending on the succesiseoévent
execution. If the status is FAILED, the event was not colyeetecuted because of an exception.
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The exception is then described in theceptions element. In this case, it contains one (or
more) subelement(s) of the following form:

<exception class="...">

</exception>

The class attribute correspond to the class of the exceatidrithe content of thexception
element is the message of the exception.

7.1.3 Howtouseit

The toolbox socket interface can be started either by mefaamsaenario event, either in the GUI.

The corresponding scenario evensiartScenarioServer . An example of a scenario that
starts the server isSPComputationServer.xml located in theexamples directory of the
root TOTEM folder.

To start the server from the GUI, click on tis#art server item under theScenario
menu. The result of every event executed from the remotepléitbe visible in the GUI.

The toolbox is also shipped with a simple client. This clisahds a complete scenario to a
toolbox running the socket interface. It takes three manglatommand line arguments (host, port
and filename) and one optional (delay). The client estatdishconnection with the given host on
the given port, reads the scenario given by its filename andssi to the server one event at a
time. If delay is also given, the client will wait a certaimi between each event.

To build the client, use the specific ant task:

ant build-socketclient

The jar file containing the client is then locateddist/socketclient.jar under the
TOTEM root folder. You can start the client by using the scsipcketclient.sh

7.2 Loading a domain from network
7.2.1 Description

TOTEM can be feeded with a domain that comes from network.s Téature was originally
developed to allow network discovery tools to feed the torltwith a real domain.

In this operational mode, TOTEM acts as a client and it cotsneca topology server. Once the
server is ready, it sends a topology to the toolbox. The tapols loaded as it is being received.
Note that the domain must be in the TOTEM XML format (see sec).

7.2.2 Howtouse it

A domain can be loaded from a remote place either by using dhesponding scenario event

(loadDistantDomain event), either by using the GUI (uU8eoad Topology from network"

under the'File"  menu). In both cases, the server host and port should bedgehvif no server

is present at the given host and port, this will result in agcexion error. If the server is present,

the connection will be established and TOTEM will start wejtfor the topology to be received.
A simple topology server is provided as an example. Itistedan the clas3opologyServer

in the be.ac.ulg.montefiore.run.totem.core package. This server sends a given

topology file to a TOTEM toolbox instance that connects tdtibhas two mandatory arguments:

the port on which to listen for new connections and the filem&émm which to read the topology.
To build the server, use the specific ant task:
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ant build-toposerver

The jar file containing the server is then locateddist/toposerver.jar under the
TOTEM root folder. You can start the server by using the $¢aposerver.sh
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8 Algorithms already present in the toolbox

8.1 Shortest Path First algorithm

The toolbox contains a flexible implementation of the SPBEtlgm and its constrained extension
CSPF. The implementation is very efficient and uses a pyiqtieue to store the list of temporary
visited nodes. For computing the path of a LSP with a giveartadion, the CSPF skips links that
do not meet the bandwidth requirement. The scenario seefiplains in more detail how to use
the CSPF to compute a LSP with the toolbox. Differents meiran be used by the CSPF:

e IGP metric given in the topology (called CSPF)

e IGP TE metric given in the topology (called CSPFTEMetric)
e the inverse of the link capacity (called CSPFInvCap)

e the inverse of the reservable bandwidth (called CSPFImBng

e 1 for each link (called CSPFHopCount)

Each different CSPF method has a name (between parentlissed)y the scenario to identify
which metric to use.

Note that the implementation allows the efficient compaotatf all the paths from a particular
source to all the destinations or from all the sources to tiopdar destination.

The CSPF implementation is also able to compute backup .pathese calculated backup
paths can be either local or global, link disjoint or nodgaiiig.

8.2 DAMOTE

We will first begin by introducing DAMOTE itself, and then sedich additional parameters can
be passed to corresponding scenario events to deal witlother wf DAMOTE.

DAMOTE (Decentralized Agent for MPLS Online Traffic Enginee)imgovides two main
basic functionalities:

e QoS-based routing of Diffserv LSPs (Label Switched Pathsleu constraints.
e Local and global detour (backup) LSP routing for fast restfon

Let us review both of them.

The first main function of DAMOTE is to compute primary pathsragress nodes, in a way
similar to the classical CSPF (Constraint Shortest Past)Fif his means that all edge nodes will
compute and set up the "best" path for any given LSP for whiely &ire the ingress. This com-
putation requires that ingress nodes have enough infasmatiout all link states in the network.
This is usually achieved by using extensions of link-statding protocols like OSPF-TE or ISIS-
TE, which flood the network regularly with updated link-stat

Although similar in principle to CSPF, our scheme geneesali in several ways. While CSPF
is a simple SPF on a pruned topology, obtained by removitkg linat have not enough capacity to
accept the new LSP, DAMOTE can perform much clever optironatbased on a network-wide
score function. Examples of such functions are: load batgndybrid load balancing (where
long detours are penalized), pre-emption-aware routinge(e LSP reroutings are penalized).
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DAMOTE is generic in the sense that this score function isrampater of the algorithm. Like in
CSPF, constraints can be taken into account, but here dgaiconstraints can be parameterised
quite freely. Typical constraints refer to the availabledbaidth on links per class type (CT), or
to pre-emption levels. For example, it is possible to speitiat an LSP of a given CT can only
be accepted on a link if there is enough unreserved bandviedtthis CT by counting only the
resources reserved by LSPs at higher pre-emption leveis.allows us to pre-empt other LSPs if
needed. In that case, DAMOTE can also calculate the "bebsetwf LSPs to pre-empt.

DAMOTE can also compute local detour LSPs for fast reroutilmgour approach, each pri-
mary can be protected by a series of detour LSPs, each of thigimading at the node immediately
upstream of any given link on the primary path. Those det&P4 thus protect the downstream
node (if possible) or the downstream link and merges withpttmary LSP anywhere between
the protected resource (exclusive) and the egress nodagive). Those many LSPs have to be
pre-established for fast rerouting in case of failure, armvisioned with bandwidth resource. In
terms of bandwidth consumption, this scheme is only viabtkeiour LSPs are allowed to share
bandwidth among themselves or with primary LSPs, which iatwie have achieved. The main
idea is that we assume that at most one link or node will fdh@same time in the network. Under
this assumption, we can share bandwidth between LSP tHateviér be activated together.

We will now explain which additional parameters can be pégsecorresponding scenario
events to deal with the power of DAMOTE.

8.2.1 Starting DAMOTE

DAMOTE can be started using tistartAlgo  scenario event (s€&8.5. If backup LSPs need
to be calculated and bandwidth sharing is a desirable feathe domain must be loaded with
bandwidth sharing enabled (sleadDomain scenario everd.2.5.

By default, DAMOTE is configured with a hybrid score functifoad balancing with traffic
minimization contribution). But DAMOTE can also use puraddyalancing score function, delay-
oriented score function, min-hop routing,... Let us revibe available options.

Pure load balancing score function

DAMOTE can first be used with a pure load balancing score fanctvhich is the following:
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the mean of the relative link load throughout the networkisThinction is then the variance on the
relative link load and, as such, represents the deviatimm the optimal load balancing situation.
In a perfectly balanced network, this deviation would beozer all links so that all would be
occupied in exactly the same proportions.

To use DAMOTE with a pure load balancing score function, yaistiset parameter “loadBal”
to 1 and parameter “tMin” to O within the StartAlgo event.

Hybrid load balancing score function
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The main problem with the load-balancing function presgrmieove is that the only thing it tries
to do is to flatten the relative load throughout the netwarkvill not matter if some of the paths go
a long way around in order to achieve a better load-balandvemust then try to limit the length
of the paths chosen for the LSPs by adding a kind of "shoritt length" term to the objective
function.

Our "traffic minimization" term is the sum of the square rigfatink loads,

3 ( L) >2

As a consequence, the compromise between load balancingadfic minimization can be ex-
pressed as follows

L 5 I\’ , Lig \°
loadBal * Z wcap(z',j) — Cap + tMin * Z (A}CT(Z"L]')

(i,7)eU (i,7)eU

The (weighted) combination of both terms will give more impoce to the load-balancing
term if the deviation is high enough to justify the detouseeit will let the "shortest path" term
minimize the resources used.

By default, DAMOTE is configured with “loadBal” equals to 2caftMin” equals to 1. You
can change freely these two parameters.

Delay-oriented score function

Another available objective function is an average delggatye function

1
Z weP (i, j) — Ly j)

(4,5)eU

Since, for a packet siz€, Wﬁ() approximates the queuing and transmission delay
, 1,7

on link (7, 7), optimizing this function will strive to minimize the aveya delay throughout the
network. This will naturally lead to load-balance the netivoMoreover, this objective has a
built-in traffic minimization feature in the sense that Igqmaths would degrade the average delay
and are therefore discouraged.

To use this objective function, you must set “loadBal” to tMinh” to 0 and “delay” to 1.

Shortest-path score function

Finally, if you want to use min-hop routing, you can set “I8adl’ to 0, “tMin” to 0 and “load” to
1.

8.2.2 Computing a primary path with DAMOTE

An LSP can be computed with DAMOTE using th&PCreation scenario event (se&.3.7.
When computing an LSP, you can pass an additional paranefAMOTE called preempt
(boolean). This parameters tells DAMOTE whether it can pneteL SPs to establish the new one.
In this case, DAMOTE returns a list of LSPs to preempt, and @diately deletes them from its
own database. These LSPs are also removed from the toolbabxede itself. Diffserv parameters
can also be passed, but note that DAMOTE does not corregblyostipreemption when multiple
categories of services (CTs) are used (to be fixed in thedutdf you plan to use preemption,
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please only specify one category of service and severaip#en levels for this category of ser-
vice.

Additionnal note on preemption levels and categories of sgice

The default library (lib/libdamote.so) included in theaase supports up to eight preemption levels
and eight class types. If speed is a main concern for you agdufare using DAMOTE in

a single class type and single preemption level environngny®u should link libdamote.so to
libdamotell.so (instead of libdamote88.s0) in order togiase speed perforcalculatemance.

8.2.3 Computing backups paths with DAMOTE

Detour LSPs can be created with the scenario ev8RBackupCreation . DAMOTE supports
end-to-end and local detour. Corresponding parameterthearbe passed to the scenario event.

8.2.4 Restrictions

Inside TOTEM, as bandwidth sharing is not compatible witfid@rv (see sectioh.1), DAMOTE
cannot be used to calculate backup paths when multipleityrievels are used.

Moreover, DAMOTE should be used to calculate backups onlgrwbandwidth sharing is
enabled. Otherwise, DAMOTE may return a backup path for tviiandwidth is shared with
other Isps; so it is possible that there is not enough freewwalth to establish this Isp in TOTEM
(as bandwidth sharing does not occur). In fact, an exceptibbe thrown if you try to compute
a backup path without bandwidth sharing enabled.

8.3 MIRA

This section describes how to use the MIRA implementati@tuitied in the toolbox. This algo-
rithm can be used to compute LSPs between two nodes of theretin that sense, the use of
this algorithm is quite similar to the use of CSPF algorithm.

Two MIRA algorithms are integrated in the TOTEM Toolbox : NBWRA (described in §])
and Simple MIRA (SMIRA, described irf]). These algorithms are both based on the principle
of Minimum Interference Routing. When you start the aldorit it is needed to specify which
algorithm you want to use. In order to specify which algaritiiou want to use, you have to add a
param XML element whose name is “version” and the value ieefINEWMIRA" or “SMIRA’".

By default, SMIRA is used.

The MIRA algorithms make distinction between “EDGE” nodad &CORE” nodes. “EDGE”
nodes can be LSPs extremity while “CORE” nodes can only erimtdiate nodes. If the node
type is not set, the node is considered as “EDGE". Reportdiicse3.1.2to see how to define the
node type in the topology file.

A example of scenario using MIRA can be found in

examples/simpleDomain/Scenario/create_Isp_mira.xml

8.4 SAMCRA

This section describes how to use the SAMCRA implementdtictuded in the toolbox. This
algorithm can be used to compute LSPs between two nodes oftherk. Once again, the use
of this algorithm is quite similar to the use of CSPF algarith
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SAMCRA is an exact multi-constrained shortest path alporithat was originally proposed
in [7] and later extended ir8]. The implementation of SAMCRA included in the toolbox i®th
one described ind].

To use SAMCRA, you have first to start the algorithm (calleiMCRAprecising the QoS
constraints you desire and the version of the algorithrhréilv only SAMCRA is included, but
we plan to integrate other algorithm of the X-AMCRA famillypnce started, you can compute a
path using this algorithm precising the QoS constrainttierdesired path. If one QoS constraint
that was desired is not provided, we assurador this constraint (i.e. no constraint) and if one
constraint is provided for a parameter that was not desireddiscarded.

When starting the algorithm, you can use the following banl@arameters useDelay
useMetric anduseTEMetric . The bandwidth constraint is allways used. When routing a
LSP usingLSPCreation element, you can use the following routing parametei3elay-
Constraint , MetricConstraint andTEMetricConstraint to specify corresponding
constraints. The bandwidth constraint is included ingddLSP element.

You can find an example of scenario file using SAMCRA in

examples/abilene/Scenario/XAMCRA-fullmesh.xml

8.5 optDivideTM

This algorithm consists of dividing the traffic matrix infé sub-matrices, called strata, and route
each of these independently. We can use two different imgeations of this method in routers.
The method can also be used to compute a very precise aptixinof the optimal value of
a given objective function for comparison to heuristic TimEngineering algorithms. For this
application, the algorithm is very efficient on large togpés compared to an LP formulation.
More information about this algorithm can be found in pagdr [
You can find an example of scenario file using optDivideTM in
examples/abilene/Scenario/optDivide TM.xml

8.6 CBGP

C-BGP is a BGP routing solver. It aims at computing the irgendin routes selected by BGP
routers in a domain. The route computation relies on an ateunodel of the BGP decision

process 10] as well as several sources of input data. The model of thesidacprocess takes

into account every decision rule present in the genuine B&isibn process as well as the iBGP
hierarchy (route-reflectors). More information on how CB@&orks can be obtained from the
C-BGP web site I1].

The input data required by C-BGP includes intradomain atetdomain information. First,
the knowledge of the interdomain routes learned through BGR the neighbor domains is re-
quired. This information can be obtained from MRT]] dumps collected on the genuine BGP
routers or it can be introduced manually. The route comjmrtadlso relies on the knowledge
of the intradomain structure. Indeed, the BGP decisiongs®celies at some point on the IGP
weight of the interdomain paths from ingress to egress retteperform its route selection. This
is often related to as the hot-potato routing rule. For thippse, C-BGP also contains a model of
the intradomain routing relying on shortest-path compamat The intradomain structure knowl-
edge is obtained from the TOTEM XML topology. Finally, C-B@Eeds to be told what must
be computed through a simulation scenario. See Se6tfon more information on the scenario
events that are currently available in the TOTEM toolbox.

The C-BGP algorithm is available in the toolbox through tbBGPclass in the package
be.ac.ucl.ingi.totem . C-BGP currently provides the following functionnalitiegthin
the TOTEM toolbox. First, when the C-BGP algorithm is stdrfsee Sectio®.8.9, it builds an
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internal representation of the domain being considereah filtte TOTEM XML topology which
was previously loaded. This includes building a model of doenain’s network based on the
topology element. The intradomain model built by C-BGP currentlyyaalkes into account
the nodes, links and IGP weights found in thedes andigp . It does not model the multiple
interfaces of one node. Nor does it model multiple links lestva pair of nodes.

The internal representation of the domain also containsdehad BGP routing. This includes
nodes that are modelled as BGP routers and the BGP sessairar¢hestablished between the
BGP routers. This information is also obtained from the TOTEML topology, within thebgp
element (see Sectidhl.5.

Then, C-BGP makes possible running the path computatiodadedextracting information
on the path computation results. Running the path computagiquires calling thet simRun()
method. In order to extract the paths selected by C-BGPgallming methods are provided:

e Vector netNodeGetRT(StringsNodeAddrString sPrefiy
This method returns the content of the routing table of théenidentified bysNodeAddr
The sNodeAddiis a string that contains the IP address of the node. sHrefixarguments
permits retrieving only the routes that match the given préfhe sPrefixcontains a CIDR
prefix in the form “address / mask length”.

e Vector bgpRouterGetRib(String sRouterAddr, String sPrefiy
This method returns the content of the BGP routing infororathase (RIB) of the BGP
router identified bysRouterAddr The sRouterAddiis a string that contains the IP address
of the router. ThesPrefixarguments permits retrieving only the routes that matclyiven
prefix. ThesPrefixcontains a CIDR prefix in the form “address / mask length”.

e Vector bgpRouterGetAdjRib(String sRouterAddr, String sNeighborAddr String sPre-
fix, booleanbln)
This method returns the content of the BGP routing adjacgatration bases (Adj-RIBs)
of the BGP router identified bgRouterAddr The sRouterAddiis a string that contains the
IP address of the router. Tls&eighborAddmrgument specifies the IP address of the peer
corresponding to the requested Adj-RIB. T$Rerefixarguments permits retrieving only the
routes that match the given prefix. TsRrefixcontains a CIDR prefix in the form “address
/ mask length”. Théln argument controls which Adj-RIB is requested.blf is true, the
input Adj-RIB is returned. Otherwise, the output Adj-RIBreturned.

In order to load interdomain routes in C-BGP, the Java classgiges the following method:
int bgpRouterLoadRib(String sRouterAddrString sFileNamg. This method loads the content
of the specified MRT dump file into the BGP router identifiedhntihe sRouterAddrargument.
The MRT file must be provided uncompressed in ASCII formate W&route_btoa conversion
tool provided with the MRTd routing toolkitl[Z] for this purpose.

A convenient way to call C-BGP commands from the TOTEM togli®to rely on theint
runCmd(String sCommand) method. The command takes a single argumsdgmmangwhich
is a string containing a C-BGP command. If it is a valid C-B@khmand, it is executed.

Many additional methods are provided, but not yet docuntentelease refer to C-BGP’s
documentation]1] and C-BGP’s Java classes for more details.

8.7 IGP-WO

IGP-WO (nterior Gateway Protocol-Weight Optimizatipmodule aims at finding a link weight
setting in the domain for an optimal load balancing. It pd@d a routing scheme adapted to the
traffic demand matrix for congestion avoidance. The maint®po the IGP-WO module are:
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Network topology: routers (nodes), links (arcs), link ceifias
Traffic demand matrix: source, destination, demand (badithyi
Number of iterations: total number of iterations used intibaristic search

Maximum weight valuelf/,,...): maximum weight value that can be assigned to links

The program yields an output as the weights for the links enrietwork. Here are some
remarks regarding the current version of the tool.

Multiple path routing: The traffic is assumed to be split dlyuamong all of the shortest
paths.

e A special objective function is used. Each link is assignédretion, which is convex

and piecewise linearly increasing with the total load onlihle. The main objective is to
minimize the sum of these functions over all the links. Ferdlefinition of the function, see
[13] or [14].

Since the problem of finding the optimal weight setting is hd?d (no efficient algorithm
available), a heuristic algorithm is applied to findgaod but not necessarily optimablution
[14]. The algorithm is based on a well-known heuristic techaicqealled tabu search f], whose
attributes are summarized as follows:

Solution representation: The solution is represented as@wvof weights. The weights are
restricted to be integers in the range[bfiV,,,.].

Neighborhood structure: Two types of neighborhood seareltarried out.

— Single weight change: The weight of a randomly selectedisrdhanged.

— Evenly balancing flows: Given a destination nodg @nother node) is selected
randomly among the ones that are on any shortest path towdrde weights of the
arcs outgoing fromy is adjusted in such a way that the traffic franto ¢ is shared
among multiple arcs. The weight change is restricted to tog &hich have less load
than a threshold. The changes leading infeasible weightsgadre also avoided.

Tabu lists: Tabu lists are used in tabu search to avoid aydining the whole run. In order
to save memory and time, special hash functions are utilizé@P-WO.

Diversification: Diversification is carried out when the Wimg solution is not improved for
300 iterations. During the diversification, each link weightcisanged with a probability
rate10% by adding a randomly chosen integer betwgeR, +2]. If the resulting weight is
infeasible (less thamn or larger thari¥,,,...), it is forced to the corresponding bound value.

Neighborhood Sampling: At each iteration, a proportionh&f heighborhood is evaluated
due to the large size of the problems. The initial rate by Whie neighborhood is sampled
is determined by the users. During the algorithm run, theevaf the sampling rate is

updated. If the current solution is improved, the samplitg is divided by three, if not it is

multiplied by two. The upper and lower bounds of the samplatg are determined by the
users, too.

The main IGP-WO algorithm is written in C and integrated tigio JNI. Thel GPWCclass is
located in thepackage be.ac.ucl.poms.repository.|IGPWO . The following method
is provided by IGP-WO:
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TotemActionList calculateWeightsParameters (int ASIDnti] TMID,

int num_iters, int w_max, int random_initial, int seed,
double min_samp_rate, double max_samp_rate, double isdmp_rate,
double[] initialWeights) throws Exception

whereASID andTMID represent the domain and traffic matrix idenditification bens. IGP-
WO supports multiple traffic matrices. In case of multipkgfic matrices, the algorithm minimizes
the sum of objective functions over the given traffic masice

num_iters answ_maxis the number of iterations and maximum possible weightejale-
spectively.random_initial determines whether the initial solution of the algorithnorisated
randomly, or is assigned to the currently used weights imtitevork. seed (default 0) is used
for the random number generatonin_samp_rate , max_samp_rate ,init_samp_rate
control the sampling rate during the algorithm run. The damgprate is not allowed not to go
behindmin_samp_rate andmax_samp_rate .

The default value for the number of iterations is set0. The default value is kept low for
the small example problems in the toolbox. If you have a lam@blem, it is suggested to assign a
higher value tomum_iters . The run time of the program increases with the number cdiit@ms.

The default value fow_maxis set to50. The maximum value that can be givermio maxis
65535. The authors of the program suggest not to give a very larlye yarw_max As the value
increases, the output weights become less user-friendlyhenrunning time increases due to the
computations necessary for hash table values.

The default values famin_samp_rate ,max_samp_rate ,init_samp_rate are 0.01,
0.4 and 0.2, respectively. The running time of the algoritinereases with the sampling rate
control parameters.

8.8 SAMTE

TOTEM also includes an hybrid IP/MPLS optimization methadled SAMTE (Scalable Ap-
proach for MPLS Traffic Engineering). The idea of SAMTE is tmbine both the simplicity
and robustness of IGP routing and the flexibility of MPLS. STepproach lies between the pure
IP metric-based optimization (as IGP-WO) and the full meEh®Ps. SAMTE uses the simu-
lated annealing meta-heuristic to find a small number of LRen as parameter) to establish in
the network. The combination of the set of LSPs computed bWMEB and the IGP routing for
remaining flows optimise a given operational objective.

To use SAMTE, you first have to generate a Candidate Path diisj thesamte:generate-
CPL scenario element. This element accept the following pat@sebPath (the number of
path to generater per source destination pair of nodegkDepth (the maximal number of
nodes per path)yerbose (print some information while generating the candidatehdasit)
andfileName which specifies the file where to store the candidate path @ice you have
a candidate path list (be carefull, this list can take a hugeumt of place on your hard disk
1), you can use SAMTE with the scenario evaaimte:SAMTE . You have to provide the Can-
didate Path List file with the parameteplName . You can also specify the number of runs
of the algorithm GbRun), the number of LSP to establishLSP) and the Traffic Matrix to
use TMID). The subelemergamte:simulatedAnnealing configures the parameters of the
simulated annealing heuristic via the paramef&sthe initial temperaturealpha the cooling
factor, L the size of the plateau arif] ¢, parameter for the stopping conditions. The subelement of
samte:simulatedAnnealing is samte:objectiveFunction which specify the used
objective function.

To show the link loads with the established LSPs, you haves¢éotieShowLinkinfo  ele-
ment with thetype settoLOAD_BIS. This means Basic IGP Shortcut. This specifies the traffic
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that is routed on each LSP.
An example of use of SAMTE can be found in
examples/abilene/Scenario/samte.xml

8.9 Multi Commodity Flow

This algorithm tries to solve the routing problem by usingnaar programming formulation. It

uses the free program "glpsol" to solve the routing problimies to optimize the maximum link

utilization. The model used is located in the le/resources/modelAMPL/mcf-min-maxUtil. mod
You must have the "glpsol" executable in order to use thisrélym.

8.10 Reopt

This algorithm written by Sandford Bessler from F\allows to dimension an LSP. It is written
in AMPL and uses the CPLEX solver. It is based on a MCF problecheses multiple explicit
paths calculated in advance. The idea of this algorithm d@pt existing LSPs to new traffic
conditions while minimizing the number of LSP size changes.

You can find more information about this algorithm irt].

8.11 LSPDimensioning

This algorithm written by Hung Tuan Tran from FTW is an adegprovisioning algorithm based
on:

1. Traffic load measurements

2. Packet-level target QoS constraint
P(delay > D) < € 3)
whereD is the given delay bound andhe given delay violation probability.

The traffic load is measured in a slot-by-slot manner. A gemamber of such measurement
slots constitutes a resizing window. The bandwidth is i@dated and updated (using one of the
four prediction schemes) at the end of each resizing windwitlae newly assigned bandwidth is
valid for the next resizing window. The algorithm is writtenC and was integrated thanks to JNI.

More details about this algorithm can be found ][

8.12 ComputeMCNFOptimalRouting

This algorithm computes the optimal routing for an objexfiunction given as an argument, using
the ILOG CPLEX linear programming solverd]. The available objective function are those cited
in[19, i.e.

e the Fortz objective function. This function can also be optimizedhgsihe IGP-WO algo-
rithm (see8.7 subsection).

e the MIRA objective function, which minimizes the sum of the max-fldvesween each pair
of nodes of the network.

Shttp://www.ftw.at
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e theBlanchyobijective function, which takes alpha parameter. The type of this parameter
is double , and its defalut value is 1.0. This function is the comprartietween load
balancing and traffic minimization seen in subsectan

° theMeanDeIay(ﬁ) andWMeanDelay—«-) objective functions. In these cases, piece-

ca—la
wise linear approximations of the functions are computdeenbint parameter can be set
to define the number of intervals of this approximation. Tatallt value fombint is 9.
e thelnvCap(3_ u,), MinHop (3 I,) andumax(max u,) objective functions.

¢ the Degrandeobjective function Cs - uma. + Cu - > u,), Which takes two parameters :
C_BandC_U. Both of these parameters are of tygp@uble and their default values are
both 1.0.

The optimization is executed for the default domain, ushegttaffic matrix given in the sce-
nario file. For each objective function, two formulationstteé problem can be used :

1. the Node-Link formulation.

2. the Link-Path formulation. This formulation uses themputeAllDistinctRoute
method to compute the paths between each pair of nodes. €hbasstoset thenbPaths
argument, which defines the maximum number of paths to be atmddor each pair.

An example of scenario using this algorithm can be found in
/lexamples/abilene/Scenario/cplexMCNF.xml

Since the CPLEX optimizer is not free, the default compilogiions don't build this class.
People who own the CPLEX licence (and thus havecilex.jar file) can compile it as ex-
plained below :

e First add the path taplex.jar in the MANIFEST.MFfile which can be found in the
src/java/bel/ac/ulg/montefiore/run/totem/repository/ cplexMCNF/
META-INF/ directory :

Class-Path: ../../dist/totem-2.4.jar: * PATH_TO_CPLEX/cplex.jar

¢ Replace th@references.xml file with the one located ifsrc/resources/cplexMCNF/

e Build the toolbox using the following command :
ant clean build
e Then build the plugin :

ant -Dplugin=be/ac/ulg/montefiore/run/totem/reposito ry/
cplexMCNF/ build-given-plugin
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9 A standard XML format for a scenario representation

The XML scenario format is very simple: it's a list of evenihere are four super abstract types
that can only be extendedventType , ASEventType , TMEventType ,ASTMEventType.

The first one has only one optional attributme which specifies when the event has to oc-
cur. ASEventType and TMEventType define each an other optional attribu®S|D and
TMID respectively). ASEventType is intended to be extended by intra-domain events, and
TMEventType by traffic-related events. FinallASTMEventType combine the two last types.
Note that ifASID is not specified, the events use the default domain afRMID is not specified,

the events use the default traffic matrix for the specified alar(or for the default domain).

Some events have to point out to files located on the localdvare JoadDomain |, loadTrafficMatrix
...). By default, the paths are defined relatively to the T®MBot folder. This default behaviour
can be changed by setting thathRelativeTo  attribute of thescenario  element. The value
of this attribute corresponds to the directory from which telative paths defined in the events
must be interpreted. It is even possible to specify a redgiath for this attribute. In this case, the
path is interpreted relatively to the current scenario fithp

For example, if you want to create a scenario that will loadmain that is in the same folder
as the scenario file, you write something like the following.

<scenario pathRelativeTo="./">
<loadDomain file="topology.xml"/>
</scenario>

If you did not specify thepathRelativeTo attribute, TOTEM will look for a file named
topology.xml in its root folder.

Here is an example of a short scenario:

<?xml version="1.0" encoding="1SG-8859-1" standalone="yes"?>

<l—
This scenario uses CBGP to simulate the failure of a peeringssion
between Abilene and Geant.
Author: Bruno Quoitin (bqu@info.ucl.ac.be)
Author: Jean Lepropre (lepropre@run.montefiore.ulg. d®.)

—>

<scenario
xsi:schemalocation="http: //jaxb.model.scenario .tmterun. montefiore .ulg.ac.be
http://totem.run. montefiore.ulg.ac.be/Schema/Sceaawl_1.xsd
http: //jaxb .model.scenario.totem.ingi.ucl.ac.be
http://totem.run.montefiore .ulg.ac.be/Schema/CBSBenario-vl_0.xsd"
xmlns:xsi="http: //www.w3.0rg/2001/XMLSchemanstance"
xmlns:cbgp="http://jaxb.model.scenario.totem.ingicluac.be"
xmins="http: //jaxb.model.scenario.totem.run. montefé.ulg.ac.be">

<loadDomain file="examples/abilene/abilene .xml" defeE@omain="false"
removeMultipleLinks="true"/>

<startAlgo name="CBGP"/>

<cbgp:CBGPPeerRecv router="198.32.8.202" peer="62140B.253"
msg="BGP4|0|A|198.32.8.202|11537|130.104/16|20965.126GP |62.40.103.253|0|0|"/>

<cbgp:CBGPPeerRecv router="198.32.8.199" peer="19813262"
msg="BGP4|0|A|198.32.8.199|11537|130.104/16|20965.1266P |198.32.11.62|0|0|"/>

<cbgp:CBGPPeerRecv router="198.32.8.193" peer="6214®B.165"
msg="BGP4|0|A|198.32.8.193|11537|130.104/16|20965.126GP |62.40.103.165|0|0|"/>

<cbgp:CBGPRun/>

<cbgp:CBGPInfo info="AdjRIB">
<param name="router">198.32.8.193</param>

</cbgp:CBGPInfo>

<cbgp:CBGPInfo info="AdjRIB">
<param name="router">198.32.8.199</param>
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</cbgp:CBGPInfo>
<cbgp:CBGPInfo info="AdjRIB">
<param name="router">198.32.8.202</param>
</cbgp:CBGPInfo>
<cbgp:CBGPInfo info="RecordRoute ">
<param name="src">198.32.8.200</param>
<param name="dst">130.104.230.54</param>
</cbgp:CBGPInfo>
<cbgp:CBGPInfo info="RecordRoute ">
<param name="src">198.32.8.201</param>
<param name="dst">130.104.230.54</param>
</cbgp:CBGPInfo>
<cbgp:CBGPInfo info="RecordRoute ">
<param name="src">198.32.8.202</param>
<param name="dst">130.104.230.54</param>
</cbgp:CBGPInfo>
<cbgp:CBGPPeerDown node="198.32.8.193" peer="62.4B8.165"/>
<cbgp:CBGPRun/>
<cbgp:CBGPInfo info="RecordRoute ">
<param name="src">198.32.8.200</param>
<param name="dst">130.104.230.54</param>
</cbgp:CBGPInfo>
<cbgp:CBGPInfo info="RecordRoute ">
<param name="src">198.32.8.201</param>
<param name="dst">130.104.230.54</param>
</cbgp:CBGPInfo>
<cbgp:CBGPInfo info="RecordRoute ">
<param name="src">198.32.8.202</param>
<param name="dst">130.104.230.54</param>
</cbgp:CBGPInfo>
</scenario>

Since TOTEM 1.1, it's possible to plug new scenario evertis fihe toolbox at the runtime. This
slightly complicates the writing of a scenario file but allthe user to really extend the scripting
language defined by the scenarios. In the developer guidexplain how to write new scenario
events. In this user guide, we will only give some XML notiorecessary to write scenario files
at hand.

The above scenario file illustrates how to write scenaria filhich use several schemas. In
this particular scenario, there are two types of events:

e Core events defined in the main scenario schdomdDomain |, startAlgo , etc.

e CBGP-related events defined in a separate sch@B&PInfo , CBGPPeerDown etc.

The idea is that the toolbox must know in which schema thetevae defined. This is done
thanks to the attributes of ttezenario element. There are four attributes:

xmlins:xsi="http://www.w3.0rg/2001/XMLSchema-instanc e" . This attribute de-
fines a namespace calledi . In the W3C recommandation about XML namespgoes
can read: "...An XML namespace is a collection of names,tified by a URI reference
[RFC2396], which are used in XML documents as element typelsadtribute names...".
The URI of a namespace has no special meaning, this is jusy éovgave a unique name to
the namespace. However, as in our case, the URI can be usadpecial purpose. Com-
panies often use it as a pointer to a real Web page where ydiinceinformation about the
namespace. In the toolbox, we use it to identify the packagehich the class of an event
is defined (as a package name is supposed to be unique, sceaaréspaces will also be
unique). So this attribute defines thei namespace. This definition allows us to use the
schemalocation attribute defined in thesi namespace.

%If you use JAXB to write your scenario files, you can just sKigtfaese explanations as JAXB will do the job for
you...
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xsi:schemalocation="http://jaxb.model.scenario.tote m.run.montefiore.ulg.ac.be
http://totem.run.montefiore.ulg.ac.be/Schema/Scenar io-vl_1.xsd
http://jaxb.model.scenario.totem.ingi.ucl.ac.be
http://totem.run.montefiore.ulg.ac.be/Schema/CBGP-S cenario-vl_0.xsd" .In the
XML Schema Part 0: Primedocument, we can read: "...In an instance document, the at-

tribute xsi:schemalocation provides hints from the autba processor regarding the loca-
tion of schema documents. The author warrants that thesensctiocuments are relevant to
checking the validity of the document content, on a namespgmamespace basis..." and
"...The schemalocation attribute value consists of onearerpairs of URI references, sep-
arated by white space. The first member of each pair is a naoes@ame, and the second
member of the pair is a hint describing where to find an ap@ischema document for
that namespace. The presence of these hints does not rdwupeocessor to obtain or use
the cited schema documents, and the processor is free tdhesesohemas obtained by any

suitable means, or to use no schema at all...". So in this gheamwe use two namespaces:
http://jaxb.model.scenario.totem.run.montefiore.ulg .ac.be and
http://jaxb.model.scenario.totem.ingi.ucl.ac.be . The first namespace
contains the core elements and the associated schematedata
http://totem.run.montefiore.ulg.ac.be/Schema/Scenar io-vl_1.xsd
The second namespace contains the CBGP-related elemértseazmssociated schema can
be found at
http://totem.run.montefiore.ulg.ac.be/Schema/CBGP-S cenariovl_0.xsd
xmlIns:cbgp="http://jaxb.model.scenario.totem.ingi.u cl.ac.be" . This
attribute indicates that all the elements coming fromtte://jaxb.model.scenar-
io.totem.ingi.ucl.ac.be namespace are prefixed withgp: . So, alCBGPPeerRecy,
CBGPRunetc. are defined in
http://jaxb.model.scenario.totem.ingi.ucl.ac.be ,they are prefixed with
cbgp: .
xmins="http://jaxb.model.scenario.totem.run.montefi ore.ulg.ac.be"

This attribute indicates which namespace is the defaultesparce. In this case, this is the
namespace associated with the core elements. It means tiat $equel of the document
all core elements have no prefix. For examjplatam andloadDomain are core events
defined in

http://jaxb.model.scenario.totem.run.montefiore.ulg .ac.be andhave
no prefix.

Currently, there are three scenario XML schemas shippe thvt toolbox:

1. Scenario-vl_1.xsd , which contains the core events;

2. CBGP-Scenario-vl_0.xsd , which contains the CBGP events;

3. SAMTE-Scenario-vl_0.xsd , Which contains the events used by SAMTE;

We now describe two elements used by many events and all tliecesents classified by
functions. Then we give more details about the CBGP-relatehts and the SAMTE-related
events.
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9.1 Common elements
9.1.1 routingAl go

This element is used by events manipulating routing algor# instances. It has one required
attributename which is astring . This attribute is the routing algorithm’s name (sefor the
allowed values and their meaning). You can also specifyrpaters for the routing algorithm. The
maximum number oparam elements is unbounded and their type is described in segtiof

9.1.2 param

This element is a general purpose element which is used wheageneral "param-value" scheme
is required. It has one required attributame which is astring  and which represents the
parameter’s name. The content of the elementsisiag  and represents the parameter’s value.

9.2 Domain Events
9.2.1 | i nkDown

This event extend&SEventType . It has two attributesiinkld ~ which is astring and is
required anctause which is astring  and is optional.

This event sets the status of the lilikkld  that belongs to the given domain BEOWNThe
cause is just printed using the logger.

9.2.2 |inkMetricChange

This event extend8SEventType . It has two required attributedinkld ~ which is astring
andmetric  which is afloat
This event sets the metric of the lifikkld  that belongs to the given domainretric

9.2.3 |inkTeMetricChange

This event is the same #skMetricChange described in sectiof.2.2except that it changes
the traffic engineering metric instead of the metric.

9.24 1inkUp

This event extendASEventType . It has one required attributenkld  which is astring
This event sets the status of the liimkkld  that belongs to the given domain .

9.2.5 | oadDomai n

This event extendsventType . It has one required attribufée  and three optional attributes
(defaultbomain , useBWSharing andremoveMultipleLinks ). file is astring
and the three other attributes &r@olean s. Note that the threleoolean s attributes aréalse
by default.

This event loads the domain contained in theffle . removeMultipleLinks must be
true if you wantto force the graph taot be a multigraph anthlse otherwise.defaultDom-
ain  must betrue if you want to set the loaded domain as the default domain fafs
otherwise. useBWSharing must betrue if you want to use bandwidth sharing afalse
otherwise. If backup LSPs need to be calculatestBWSharing should be set to true.
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9.2.6 nodeDown

This event extend&SEventType . It has two attributes which argtring s. The first one is
nodeld which is required and the second oneaise which is optional.

This event sets the status of the noaeleld that belongs to the given domain BdDWNT he
cause is just printed using the logger.

9.2.7 nodeUp

This event extend&SEventType . It has only one required attributedeld which is astring
This event sets the status of the noaeleld that belongs to the given domain .

9.2.8 saveDomai n

This event extendASEventType . It has only one required attribufde  which is astring
This event saves the given domain in the file

9.2.9 topol ogyGeneration

This event extendsventType . It only accepts an unbounded numbepafam elements. The

param element is described in secti@ril.2

This event allows you to use the topology generation caitiailof the toolbox. In order to
make the use of this event simple, all the parameters arengptand good default values have
been definef. So, you can simply type

<topologyGeneration/>

to generate a topology. We now list in the talftend9 all the possible parameters and their possi-
ble values (you can find more information about the BRITEc#fiegparameters ithe BRITE user manugl

9.3 Lsp & Routing Events

This section describes the routing events. You'll find LSBting events and optimal routing
events. IP routing events are described at se&@ibuinder "Display events".

9.3.1 cpl ex: Conput eMCNFOpt i mal Rout i ng

In order to use this algorithm, the user has to own an ILOG CPRliéence and compile the
toolbox as explained in sectidh12

This event extend®\STMEventType . It has three optional argumentsverbose and
displayTEMetrics which are both of typboolean with default valudalse , andexportModelToFile
which is astring  giving the path to a .Ip file where the linear programming nid@es to be ex-
ported.

The name argument of thecplex:objectiveFunction element defines the objective
function to be optimized. It is atring , and is required. The objective functions that can
be optimized are those given in secti@rl2, i.e. Fortz , MIRA, Blanchy , MeanDelay ,
WMeanDelay, InvCap , umax, Degrande andMinHop.

The eventual parameters of the objective functions are etbfimparam elements, as shown
below :

<param name="alpha">0.5</param>

%These default values are taken in part froifi[

Copyright 2004, 2007 - ULg, UCL



http://www.cs.bu.edu/brite/publications/usermanual.pdf

- 9 A STANDARD XML FORMAT FOR A SCENARIO REPRE- Page 40 of/6
SENTATION

The name argument gives the name of the parameter, and its value isedefietween the
opening and closing tags.

The formulation element has a required subelement, which can eith@oleLink or
linkPath . In the latter case, the user has to set the value ofltfiaths argument, which is
of typeint .

<cplex:formulation>
<cplex:linkPath nbPaths="2"/>
</cplex:formulation>

An example scenario file using this event can be found in
lexamples/abilene/Scenario/cplexMCNF.xml

9.3.2 conput eMCF

This event extendASTMEventType . It has also three optional attributesnGLPSOL, dataF-
ile andresultFile . The two latter attributes adring s and the former is boolean .

This event runs the MCF algorithm on the given domain andi¢rafatrix and prints the result
(mean, max, standard deviation and percentile 10) usiniptfger at the info leveltunGLPSOL
must betrue if you want to runglpsol andfalse if you want only to generate the data file.
resultFile is the name of the file thaglpsol must produce andataFile is the name of
the file thatglpsol takes as input.

9.3.3 del eteAl |l LSP

This event extend8SEventType . It deletes all the LSPs established on the specified donmain o
on the default domain if no domain is specified.

9.3.4 | GPWOCal cul at eWei ght s

This event extend8SEventType . It has three optional attributes which amé¢ s: maxPossi-
bleWeight ,nblter andseed. Italso has an optional attribute callieitialWeightArray

which can beCURREN®r RANDONM he default value fonblter is150, 50 for maxPossible-
Weight , 0 for seed and RANDONbr initialWeightArray . It also accepts zero or one
samplingRate element and an unbounded numbertmaifficMatrix elements. These
trafficMatrix elements have only one required attribtite D that represents the ID of a
traffic matrix. ThesamplingRate element has three optional attributes which toat s:
initial (default value:0.2 ), min (default value:0.01 ) andmax (default value0.4 ).

This event runs the IGPWO algorithm on the given domain aaffi¢matricesnblter is the
number of iterations that IGPWO must do améxPossibleWeight is the maximum weight
that IGPWO can produceseed is used for the random number generator in the algorithm.

ThesamplingRate element controls the sampling of neighborhoods during keearch. At
each iteration, a proportion of the neighborhood is evalliaiue to the large size of the problems.
The initial rate by which the neighborhood is sampled is wheileed byinitial . During the
algorithm run, the value of the sampling rate is updatedhéfc¢urrent solution is improved, the
sampling rate is divided by three, if not it is multiplied bwd. The upper and lower bounds of the
sampling rate are determined haxandmin .
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9.3.5 LSPBWChange

This event extend8SEventType . It has two required attributdspld  which is astring  and
bwwhich is afloat
This event sets the reservation of the USPId  of the given domain tow.

9.3.6 LSPBackupCreati on

This event extenddSEventType . It has two optional attributedspld  which is astring
andbwwhich is afloat . It also accepts the following subelements in sequence:

e Detour or Bypass . Exactly one of these two elements must occur exactly one.tim
TheDetour element has one required attribyietectedLSP  which is astring  and
two optional attributesnjethodType andprotectionType ). methodType can be
LOCALor GLOBAL(default value). protectionType can beNODE_DISJOINT (de-
fault value) oiLINK_DISJOINT . TheBypass element accepts one or sevayedtect-
edLink elements which have only one required attridini&ld  which is astring

e TheroutingAlgo element that must occur exactly one time. This element isrites
in section9.1.1page38.

This event creates a backup LSP on the specified domain Ugrgpecified routing algorithm.
The ID of the newly created LSP will Hepld and its bandwidth will béw. If these parame-
ters are not specified, default values will be used (an ID éllautomatically generated and the
bandwidth will be, for example, the bandwidth of the progelct SP). If theDetour element is
present, a detour LSP will be created. Otherwise, we crebypass LSP. In the case of a detour
LSP, protectedLSP  must be the ID of the LSP to proteshethodType indicates whether
the backup LSP to create must be lodaDCAL or global GLOBAL, andprotectionType
indicates whether the backup LSP must be node disi;i@IE_DISJOINT) or link disjoint
(LINK_DISJOINT ) from the protected LSP. In the case of a bypass LSRirikll  attributes
of the protectedLink elements are the IDs of the links to protect.

Important note : do not forget to start the routing algorithm before usirig @LSPBackupC-
reation event. See the secti¢h8.5for more information.

9.3.7 LSPCreation

This event extendé&\SEventType . It has two required attributesrc and dst ) which are
string s and three optional attributdsigld , bwandestablishLSP  ).Ispld is astring
bwis afloat andestablishLSP  is aboolean . It also accepts the following subelements in
sequence:

e A metric element that containsflbpat and that can occur O or 1 time.
¢ A maxRate element that containsfibat and that can occur O or 1 time.

o A diff-serv element that can occur 0 or 1 time. The content of this eleisaght same
as thediff-serv element described in secti@n

A path element that can occur 0 or 1 time. The content of this elersgetifies the route
of the LSP. It can be described as a sequence of nodeidglé>node id</node> )or
a sequence of links idslink>link_id</link> ).

The routingAlgo element that is optional. This element is described in se@il.1
page38.
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This event creates a primary LSP on the specified domain tiséngpecified routing algorithm.
The source of the LSP isrc  and the destination of the LSP kst . Its reserved bandwidth is
bw. If bwis not specified, the reserved bandwidth will béspld is the ID given to the created
LSP (if it is not specified, an ID is automatically generatedgtric is the metric of the created
LSP andmaxRate is the maximum rate at which it will be possible to send dater dkie LSP.
For more information about thaiff-serv element, see the sectién

The path element is used to establish explicit route LSPs. If it issprd, the element
routingAlgo  will be ignored and the LSP will be established following thieen route.

The establishLSP attribute, which istrue by default, can be set tfalse in order
to only calculate the LSP route without establishing it. Tadculated route will be printed on
standard output.

Important note : do not forget to start the routing algorithm before usirig @LSPCreation
event. See the secti&h8.5for more information.

9.3.8 LSPDel etion

This event extendASEventType . It has one required attributepld which is astring
This event deletes the LI8pld  of the given domain.

9.3.9 optDivideTM

This element launch the optDivideTM algorithm (describedection8.5).

It has four optional attributeN (anint  whose default value is 3pbjectiveFunction
which can be equal thleanDelay , WMeanDelay or NLFortz , establishMultipleFullMesh
which is a boolean and specify if a full-mesh of LSP has to habfished or not and finally
verbose (aboolean ).

9.4 Traffic matrix Events
9.4.1 generatelntraTM

This event extendsventType . This element requires the following attributd&ETFLOWbase-
directory ,NETFLOWdirFileName ,BGPbasedirectory ,BGPdirFileName ,cluster-
FileName |, trafficMatrixFileName ,minutes andsamplingRate . Allthese attributes
arestring s, except the last two which amgt  s.

This event is used to generate an intra-domain traffic mawix BGP dump information and
NetFlow traces. See sectidi for more information about required formats. You will finctaliés
about the parameters in sectibh Theminutes andsamplingRate parameters are used to
convert flow sizes (in bytes) found in NetFlow traces in kbjgeu must fill minutes with the
length (in minutes) of the NetFlow traces periosamplingRate  must contain the sampling
rate used in the NetFlow traces.

9.42 |oadTrafficMatrix

This event extend§MEventType . It has one required attribufde  which is astring

This event loads the traffic matrix contained in the file . The traffic matrix ID of the
loaded traffic matrix will be the given traffic matrix ID. If yodon't specify an ID, it will be
generated automatically and the matrix will be set as thaulefraffic matrix.
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9.4.3 renoveTrafficMatri x

This event extendASTMEventType . It has no other parameters.
This event removes the traffic matrix from the manager. Ifatigbutetmlid is not provided,
the default traffic matrix is removed.

9.44 trafficMatri xGeneration

This event extend8BSTMEventType . It only accepts an unbounded numbepafam elements.

Theparam element is described in secti®nl.2

This event allows you to use the traffic generation cap#@sliof the toolbox. A traffic matrix
with the specifiedMID will be created for the specified domain. In order to make #eaf this
event simple, all the parameters are optional and defalilegaehave been defined. So, you can

simply type
<trafficMatrixGeneration/>

to generate a traffic matrix. We now list in the taldlé all the possible parameters and their
possible values.

9.5 Display Events
9.5.1 echo

This event extendsventType . It has one required attributasg which is astring
This event prints the stringnsg on the standard output stream.

9.5.2 ECMPAnal ysi s

This event extenddSEventType . It accepts no attribute nor element.
This event prints information about existing equal coshpain the standard output stream.
Note that this event uses the standard metrics (not the TEos)edf the given domain.

9.5.3 listShortest Pat hs

This event extend&SEventType . It has five attributessrc , dst and SPFType which are
string sandECMPRandnodeList which areboolean s. All these attributes are optional.

This event prints information about shortest paths of tlergdomain on the standard output
stream. Ifsrc anddst are specified, it prints only shortest paths between thesentdes. If
only src (resp.dst ) is specified, the shortest paths fremc (resp. todst ) to (resp. from) all
the other nodes are listed. If neither is specified, it prtitthe shortest paths of the given domain.
If you want to take ECMP into accouriECMPmust be set torue andfalse otherwise (note
thatitisfalse by default). SPFType is exactly the same attribute as the one described in section
9.5.4 Finally, nodeList specifies whether the paths must be printed under the formistf af
nodes or a list of links. If it igrue , a list of nodes is printed. Otherwise, the event printsteolis
links. Note that the attribute tsue by default.

9.5.4 ShowLi nkl nfo

This event extend&STMEventType . It has four optional attributaype ,verbose ,ECMRand
SPFtype . type canbe.OAQLOAD BIS,LOAD IS, RESERVATIONMNAPRIMARY BACKUP
verbose andECMPRareboolean sandSPFtype is astring
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This event prints information about the load or about themegtion of links (if the value of
type is LOADor RESERVATIONonN the standard output stream. tyfpe is not specified, it
prints information about the load of links by defaulerbose must betrue if you want to have
information about each link of the given domain datse if you just want to print the following
values: maximum, mean, standard deviation and percertilgetbose isfalse by default).
SPFtype allows you to choose the SPF algorithm used to compute tliedothe reservation of
links (see the sectiof.1 for the possible values). By default, a classical SPF algoribbased on
the links’ metrics is used. If you want to enable ECMP (EquasOMultiPath), ECMPmust be
true andfalse otherwise. By default2zCMHs false

If the value oftype is PRIMARY_BACKURhe event prints some information about primary
and backup link reservation (total primary bandwidth resdr oversubscription for backup (with
or without taking sharing between primary and backup paits account), mean and max link
utilization). In order to use this feature correctly, yowéo set thaiseBWSharing attribute of
theloadDomain element tdrue .

The valuesLOAD_BIS, LOAD_IS, LOAD_OVERLAYre used when part of the traffic is
routed with IGP routing (shortest path based on link weigiitsile other part of the traffic is routed
with MPLS label switched paths. In particular, the valu€AD_BISandLOAD_IS can be used
for SAMTE (see sectior8.8), but can also be used in other algorithms. The valOAD_BIS
corresponds to the Basic IGP Shortcut model. In this mofeltraffic that is forwarded on the
path of an LSP is the whole traffic that crosses the ingress nbthe LSP and whose exit point
is the egress of the LSP. The valu®AD_IS is used for IGP Shortcut. In this model, the traffic
that is forwarded on the path of an LSP is the whole traffic thasses both the ingress and egress
nodes of the LSP. In this last model, more traffic is forwardadhe LSP (there is no restriction
about the exit point of the traffic). Finally, theODAD_OVERLAValue corresponds to the overlay
model. In this model, the traffic is forwared on a LSP if therseuand destination of the traffic
match the ingress and egress of the LSP.

9.5.5 ShowLi nkReser vabl eBandwi dt h

This event extendASEventType . It has two attributes: atring linkld which is required
and anint priority which is optional.

This event prints the reservable bandwidth of the linkld  for the givenpriority level
on the standard output stream.pHiority is not specified, it uses the minimum priority level
of the specified domain.

9.6 Charts Events

It is now possible (since version 2.0) to generate some lfianin the data in the toolbox. The
chart creation uses the JFreeChatibrary. An interface has been created to output charts in
graphics files from the scenario XML.

Examples of scenario that use charts can be found in

e example/abilene/Scenario/charts1.xml
e example/abilene/Scenario/charts2.xml

e example/abilene/Scenario/SPF-load-chart.xml

The chart creation process is divided into three parts cetgthe data to collect, collecting
the data and outputting the chart.
Each of these steps refers to a specific scenario eventatktereunder.

Hhttp://www.jfree.org/jfreechart/
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9.6.1 chartCreation

This is the first event to use when willing to create a chart.is @vent takes one mandatory
attributeid which is the referring name of the chart and has only one ntandaub-event
(collector ). The latter specifies the type of data to collect before ti@tccan be built. The
attribute name refers to the name of the java class that is used to collectdte Specifics
parameters can be passed to the collector via an unboundedenwofparam sub-elements.
For now, there are only two types of chart data collectdrgnksLoadDataCollector and
LinksReservedBWDataCollector . The first one collects the load of each link computed
via a shortest path algorithm and the second one collecteieeved bandwidth of each link. The
parameters that can be passed are the domain on which tot¢béiedata (via the parametsid )
and whether the load should be taken as relative or not (gialiboluteLoad  parameter which
can betrue orfalse ). If they are not set, the default domain is taken and reddtiad is used,
i.e. absoluteload/capacity. Note that both collectors uses the same parameters set.

9.6.2 chart AddSeri es

At the moment when this event is executed, data are addedetautrently under construc-
tion chart. The chart to which to add the data is specified leyctiartld  attribute. The
seriesName attribute is used to identify the data series. It must haveréque value in a single
chart. It might be used by the plotter as the legend name afdteeseries. Again, parameters can
be passed to the collector through tudlector sub-element. TheinksReservedBWData-
Collector  takes no parameters when adding data series andirtkel oadDataCollector

can take up to four parametersn(d , strategy , routingAlgo and ECMP. These corre-
sponds to IGP routing parameters used to compute the loadsésgion10.5. If you do not
provide some of the parameters, the default value will bel.u3de default values for these pa-
rameters are SPF routing as strategy with CSPF as routingaald ECMP disabled. The default
traffic matrix will be used when the parameterld is not set.

9.6.3 chart Save

When the chart is created and contains some data, it can petdata file. Note that we did not
specify the type of chart that we want to build, only the claata is defined at this point.

ThechartSave event takes the mandatory attributdsartld , file andformat with
obvious mean. The format can be JPG, PNG or EPS. Some othieuskparameters of the chart
must be provided through sub-elements. Itife , XAxisTitle , YAXisTitle , width
height . The last element that should be provided ispifwter ~ whose name corresponds to a
java class and defines the type of graph to build. Again, §psg@arameters can be passed to the
plotter.

For now, three kinds of chart plotters are included in thébtox: LoadIntervalChart-

Plotter , DecreasingLineChartPlotter andLoadChartPlotter

The LoadIntervalChartPlotter take two optional parametemaxValue andnb-
Interval , default values are respectively 1 and 10. The interval @vake is divided in a
number of disjoint sets. For each of these sets, a bar issemed. The height of the bar corre-
sponds to the frequency of the data for the considerated set.

TheDecreasingLineChartPlotter takes no parameters. It is used to plot a line graph
where all values in a series are sorted. The plotted poirit thié highest Y coordinate has the
smallest X coordinate, so that the chart represent a décgelaze.

TheLoadChartPlotter takes two parameterasid andallLinks . Theasld param-
eter has no default valuallLinks  isfalse by default. This plotter creates bar charts using

Copyright 2004, 2007 - ULg, UCL




- 9 A STANDARD XML FORMAT FOR A SCENARIO REPRE- Page 46 of/6
SENTATION

links loads. The x-axis represents the links and the y-apsasents the (absolute or relative) load.
The plotter has been designed to allow the creation of twiergifit bar charts:

e Charts where the load of all links is displayed

e Charts where only a statistic about the load of links is digetl

The distinction of the two types of charts is made thanks &oalliLinks ~ parameter. If it is
true , the first type of charts is created. Otherwise, the secopel @y charts is created. There is
also a distinction in the meaning of the series names. In thedase, they give the name of the
algorithm used to compute loads. In the second case, theytlgiviinks IDs. Finally, for the first
type of plots, a legend will be displayed. This is not the das¢he second type of plots. Note
that theasld parameter gives the domain on which the data were collettéds not provided,
the default domain is used.

9.6.4 chartDel etion

This event refers to a chart created withartCreation through thechartld  attribute. Use
it to free the resources associated with a chart.

9.7 On-line events

9.7.1 | oadDi st ant Domai n

This event takes one required attribbiest and one optional attributeort .
Once this event is executed, the toolbox connects to thefiguebost and port and waits for
an XML domain to be sent. See sectior for more information.

9.7.2 |listenToLSPsDemands

This event is deprecated. It was renamedtart Scenari oServer.

9.7.3 startScenari oServer

This event starts a server that listens to XML events senhéyetwork interface (segl). This
must be the last event of the scenario since it won't return.

This event extendsventType . It has one optional attribute which is the port on which to
listen to. If this attribute is not given, default port wikkhused (port 1234).

9.8 Other core events
9.8.1 addNet wor kControl | er

This event extendASTMEventType . It has two required attributesame and className
which arestring  s. It also accepts an unbounded numbgparfam elements.

This event records a new network controller for the specifiechain and traffic matrix. The
param elements are used to specify parameters specific to the rketantroller to recordname
is a unique name identifying the network controller asfdssName is the class name of the
network controller to record.

9.8.2 renopveNet wor kControl | er

This event extendsventType . It has only one required attributeame that is astring
This event removes the network controliEmeiif it exists.
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9.8.3 set Rer out eMet hod

This event extend8SeventType . It has one mandatory attributéassName which is a string
representing the reroute method class to use. It also aceeptinbounded number param
elements as subelements.

This event sets a reroute method for the specified domain.52der more information on
reroute methods.

9.8.4 renoveRer out eMet hod

This event extenddSeventType . It has no attribute.
This event removes the reroute method associated with timaido

9.8.,5 startAl go

This event extendASTMEventType . It has one required attributeame which is astring . It
also accepts an unbounded numbepafam elements as subelements.

This event starts the algorithmame on the specified domain and traffic matrix (if the al-
gorithm is independent of one or both of these elements, yewkdowed to not specify them).
By means of thgparam elements, you can specify algorithm-specific parametessai it. The
available algorithms (and the possible valuesfame) are given in sectioi.

Important note: you always have to start an algorithm before using it. Nb& the started
algorithms are automatically stopped when the executidhev§cenario is finished.

9.8.6 stopAl go

This event extenddSTMEventType . It has one required attributeame which is astring

This event stops the algorithmame on the specified domain and traffic matrix (if the algo-
rithm is independent of one or both of these elements, yoaliowed to not specify them). The
available algorithms (and the possible valuesfame) are given in sectios.

Important note: this event allows the user to reinitialise an algorithm ethdoesn’t use the
observer design pattern. Other uses of this event must ligeallo

9.9 CBGP Events

In this section, we describe the events related to the C-B@Blator. These are defined in the
schema available at
http://totem.run.montefiore.ulg.ac.be/Schema/CBGP-S cenario-vl 0.xsd

9.9.1 CBGPExecute

The CBGPExecute element is used to run a single C-BGP command. It requireagdesat-
tribute, command of typestring . The parameter contains a C-BGP command which will be
executed by C-BGP ifitis valid. Please refer to the C-BGRudwentation 1] for more informa-
tion on the available commands.

9.9.2 CBGPInfo

TheCBGPInfo elementis used to extract information from C-BGP. It reggiian attributanfo

of typestring . This parameter indicates which information type is retpeksFor each infor-
mation type, additional parameters are requested. Theaepters must be specified using the
params attribute. TheCBGPInfo currently supports the following information types:

Copyright 2004, 2007 - ULg, UCL



http://totem.run.montefiore.ulg.ac.be/Schema/CBGP-Scenario-v1_0.xsd

- 9 A STANDARD XML FORMAT FOR A SCENARIO REPRE- Page 48 of/6

SENTATION

e Links : Dumps all the links of the node identified by the parameterter. The router
parameter must contain the IP address of the node.

e Peers: Dumps all the BGP peers of the router identified by the patannauter. Therouter
parameter must contain the IP address of the router.

e AdjRIB : Dumps the BGP adjacent routing information base (Adj-RiBhe router identi-
fied by the parameteouter. Therouter parameter must contain the IP address of the router.
The following optional parameters are also understoodst,Fihepeer parameter can be
used to only dump the routes related to this peer. Secongyrdffie parameter can be used
to only dump the routes that match this prefix. Finally,ithparameter can be used to select

if the input or output Adj-RIB must be dumped. The defauliueabfin is true, which means
that the Adj-RIB-in are dumped.

e RecordRoute: Traces the route from a source node specified usingrhparameter to-
wards a destination node specified usingdegparameter.

e RT : Dumps the routing table of the node identified by the paranreuter. The router
parameter must contain the IP address of the node.

e RIB : Dumps the BGP routing information base (RIB) of the routnitified by the pa-

rameterrouter. Therouter parameter must contain the IP address of the router. Nate, th

optionalprefixparameter described in taljRIB information type can also be used for the
RIB information type.

Figure3 shows an example of use of tkBBGPInfo element. The example requests RI®
of router10.0.0.1

<CBGPInfo info="RIB">
<param name="router">10.0.0.1</param>
</CBGPInfo>

Figure 3: Example of the XML CBGPInfo element usage.

9.9.3 CBGPLoadRi b

The CBGPLoadRib element is used to load BGP routes collected on a genuine BGErrin
C-BGP. The BGP routes are provided in a file whose format is IABIRT (see [L1] and [1Z] for
more information). Th&€BGPLoadRib element requires two attributesode andfile , both
of typestring . Thenode attribute specifies the IP address of the router in which dlges
must be loaded. Thile  specifies the name of the file that contains the BGP routes.

9.9.4 CBGPPeer Down

The CBGPPeerDownelement is used to tear down a BGP session between a routemanof

its peers. The€CBGPPeerDownelement requires two attributeapde andpeer , both of type

string . Thenode attribute specifies the IP address of the router angdlee attribute specifies
the IP address of the router’s peer.
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9.9.5 CBGPPeer Recv

TheCBGPPeerRecv element is used to feed a router with one BGP route. The rollitappear
to the router as if it was learned from one of its peers. Theeeaafew preconditions in order
for this scenario element to be working. First, the peer fuaich the router will learn the route
must have been declared with oneighbor element in the BGP section of the TOTEM XML
topology. Second, this peer must be virtual, that is, the pmeter must not really exist in the
topology, it will be created when the C-BGP algorithm is leddn the TOTEM toolbox (see
Section9.8.5.

TheCBGPPeerRecvelement requires three attributes, all of tgbeéng . First, therouter
attribute specifies the IP address of the BGP router thatradkive the BGP route. Second, the
peer attribute specifies the IP address of the peer of the rouiteally; themsg attribute describes
the BGP route, using the MRT formalt{]. An example is shown in Fig.

<CBGPPeerRecv

router="10.0.0.1"

peer="20.0.0.1"

msg="BGP4|0]A|10.0.0.1|1]|30.0.1/24|20 30]IGP|20.0.0. 110/0]"
/>

Figure 4: Example of the XML CBGPPeerRecv element usage.

9.9.6 CBGPPeer Up

The CBGPPeerUpelement is used to establish a previously configured BGRosebstween a
router and one of its peers. TI@EBGPPeerDownelement requires two attributestode and
peer , both of typestring . Thenode attribute specifies the IP address of the router and the
peer attribute specifies the IP address of the router’s peer.

9.9.7 CBGPRun

The CBGPRurelement is used to start the computation of routes. Thiseemioes not require
any argument. This element must be used after changes siBBRSessions state changes or
after the first topology representation has been built.

9.10 SAMTE Events

In this section, we describe the events related to SAMTEcfiteed in sectior8.8). These are
defined in the schema available at
http://totem.run.montefiore.ulg.ac.be/Schema/SAMTE- Scenario-v1l_0.xsd

9.10.1 generat eCPL

This event extendé&\SEventType . It has five optional attributesnbPath and maxDepth
(which areint s),verbose (whichisaboolean ),fileName (whichisastring )andtype

(which must beSINGLE_PATH. Note that the default value @fbPath andmaxDepth is 5,
the default value oferbose isfalse and the default value diieName s cpl.txt
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This event can be used to generate a candidate pathibiBath specifies the number of path
to generate for each pair of nodesaxDepth is the maximal size of the paths in term of number
of hops.verbose set to true will print more details about the simulatiditeName specifies
the file to store the candidate path lisgpe has now to be set tSINGLE_PATHbut could be
used differently in future releases.

9.10.2 SAMTE

This event extendASTMEventType . It accepts one optional sub-elemeirhulatedAnnealing
(defined in sectiord.10.3 and four optional attributesnbRun andnbLSP (which areint s),
cplName (which is astring ) andverbose (which is aboolean ). Note that the default
value ofnbRun andnbLSP is 5, the default value oferbose isfalse and the default value
of cpIName is cpl.txt

This event launch the execution of SAMTE. simulatedAnnealing element, you can
specify the parameters of simulated annealing meta-hieurisbRun specifies the number of
times you want to execute SAMTE (I suggest to start withrljLSP is the number of LSP you
want to install in the networkcplName specifies the Candidate path list file to userbose
can be set to true to print more information about the sinarat

9.10.3 si nmul at edAnneal i ng

This element accepts three optional sub-elemealgectiveFunction (defined in section
9.10.9, neighbourhood  (which must contai©®NE_CHANGQENdinitialSolution (which
must contairRANDOM

It also has five optional attributestO (which is afloat ), alpha (which is afloat €
[0,1]), L, EandK (which areint s).

The default value of andKis 5, the default value o andTO is 10 and the default value of
alpha is0.8 .

objectiveFunction specifies the objective function used in the algoritm@ighbourhood
specifies the neighborhood to search into (only one chorddéomoment) anditialSolution
specifies how to compute the initial solution (also only oheice for the moment).

TO is the initial temperaturealpha is the cooling factorL is the size of the plateaus, and
finally, E andK are the parameters of the stopping conditions. The algorittops if there are less
thanE % of accepted moves during the l&splateaus.

9.10.4 obj ectiveFunction

This element accepts an unbounded numbgrasdm sub-elements defined in sectiérl.2 It
also has one required attributame which can beMAX_LOADr LOAD_BAL

MAX_LOALZan be used for the objective functiamx,c 4 u,, if A is the set of links of the
network andu, is the utilisation (in %) of linka. LOAD_BALis the objective functior) - , (uq —

Umean)? + D e 4 (Ua)? I Wimean is the mean link utilisation(yeqn = ”T}” > nea Ua)-
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BRITE-specific parameters
topologyType Type of topology "1 Level: AS Only"

"1 Level: Router (IP) Only"
"2 Level: Top-Down"
"2 Level: Bottom-Up"*

topLevelModel

Model for the top level

"Waxman"
"Barabasi-Albert 1"
"Barabasi-Albert 2"

"GLP"*

bottomLevelModel

Model for the bottom leve

"Waxman"
"Barabasi-Albert 1"
"Barabasi-Albert 2"

"GLP"
edgeConnectionModel See BRITE manual "Random"
"Smallest-Degree"
"Smallest-Degree NonLeaf
"Smallest k-Degree"

k See BRITE manual integer
groupingModel See BRITE manual "Random Walk"

"Random Pick™*
asAssignment See BRITE manual "Constant”
interBWDist "Uniform"*
intraBWDist "Exponential”

"Heavy Tailed"
NUMAS See BRITE manual integer (def.: 9)
interBWMax See BRITE manual float (def.: 20000)
interBWMin See BRITE manual float (def.: 10000)
intraBWMax See BRITE manual float (def.: 1000)
intraBWMin See BRITE manual float (def.: 500)
topHS See BRITE manual integer (def.: 10)
topLS See BRITE manual integer (def.: 1)
topN See BRITE manual integer (def.: 15)
topNodePlacement See BRITE manual "Random"*

"Heavy Tailed"
topGrowthType See BRITE manual "All"*

"Incremental”
topPreferentialConnectivity See BRITE manual "None"*
"on"

topAlpha See BRITE manual float (def.: 0.42)
topBeta See BRITE manual float (def.: 0.65)
topM See BRITE manual integer (def.: 2)
bottomHS See BRITE manual integer
bottomLS See BRITE manual integer
bottomN See BRITE manual integer

Table 8: Topology generation parameters (default values ha asterisk) (part 1).
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BRITE-specific parameters
bottomNodePlacement See BRITE manual "Random"
"Heavy Tailed"
bottomGrowthType See BRITE manual "All"
"Incremental”
bottomPreferentialConnectivity =~ See BRITE manual "None"

"on"
bottomAlpha See BRITE manual float
bottomBeta See BRITE manual float
bottomM See BRITE manual integer

General parameters
mustBeConnected Topology connected or nat boolean (def.: "true")
mustBeDualConnected At - two links per node boolean (def.: "true")
metric The metric to use "Hop count"

"Inverse of BW"*

numTopologies

The number of topologies

integer (def.: 1)

topologyPrefix The prefix of the files string (def.: "topo")
tmpDirectory Temp. dir. to use string (def.: home directory)
fileName Name of the zip file string (def.: *-/topology.zip")

Table 9: Topology generation parameters (default values ha asterisk) (part 2).
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numTrafficMatrices Nb of traffic matrices integer (def.: 1)
trafficMatrixPrefix The prefix of the files string (def.: "TM")
trafficFraction Frac. of nodes generating traffic float (def.: 1)
trafficModel Traffic model to use "Synthetic traffic"
"Gravity model"*
syntheticTraffic- The distribution of the synth. "Bimodal”
Distribution traffic model "Constant"
"Normal"
"Poisson"

"Uniform (float)"
"Uniform (integer)"

gravityScalingConstant

The scaling constant
of the gravity traffic model

double (def.: 0.000001)

gravityFrictionFactor The friction factor "Distance"
of the gravity traffic model "Probability Distribution"*
gravityFrictionFactor- The distribution of the "Bimodal"
Distribution friction factor Constant”
"Normal"
"Poisson"

"Uniform (float)"
"Uniform (integer)"*

bimodalMeanl First mean of the bimodal distribution double
bimodalMean2 Snd. mean of the bimodal distribution double
bimodalStddevl First std. dev. of the bimodal dis. double
bimodalStddev2 Snd. std. dev. of the bimodal dis. double
bimodalCoinFlip Coin flip of the bimodal dis. double
constant Constant of the constant dis. double
normalMean Mean of the normal dis. double
normalStddev Std. dev. of the normal dis. double
poissonMean Mean of the Poisson dis. double
uniformFloatLower Lower bound of the unif. float dis. double
uniformFloatUpper Upper bound of the unif. float dis. double

uniformlIntLower

Lower bound of the unif. integer dis.

long (def.: 15)

uniformIntUpper

Upper bound of the unif. integer dis.

long (def.: 25)

path

Target directory

string (def.: home dir.)

generateOnlyEdgeTraffi

C if true, generate only traffic for edge nod

bs  boolean (def.: false)

Table 10: Traffic matrix generation parameters (defaulieslhave an asterisk).
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10 GUI

The toolbox is also shipped with@raphical User Interface This section illustrates the use and
the functionnalities of the GUI.

10.1 Domain loading and unloading

Probably the first thing you want to do is to load a domain. Tas be done by selecting the
"Load Topology" item in the "File" menu (or by pressing Ct¥ The topology must be a "good"
topology, i.e. a instance of the topology XML schema (seté@e8) and no domain with the same
ASID shall already be loaded.

You can select different options from the load topologyatiglsee figur®). "Remove multiple
links" is used to merge all links between the same source asiination node. It might be useful
since not every algorithm is compatible with multiple linkstween nodes. The "Use bandwidth
sharing" indicates if bandwidth sharing should be used %sBe If "Use default reroute method"
is checked, the "RemovePrimaryOnFailureRerouteMethad"b& used on the domain (sée2
for more info on reroute methods. This is the default behavidf a link or node fails, the Isps
using the failed resources will be torn down.

Load a topology ==

Topology file name:

||nfor‘t,fProjects,frun—totem,fexamples,fabilenejabilene.xmll

Options

[] Remove multiple links
[] Use bandwidth sharing

IJse default reroute method

| Load topology || Cancel |

Figure 5: Select the file name and options to load the topology

Once the domain is loaded, it becomes automatically theutlefi@main, i.e. the domain
that is displayed in the right part of the TOTEM main windowheTtabbed tables (located on
the bottom part of the window) shows the links, nodes and L&®ibutes of the current default
domain. Itis also possible, via the "View" menu, to displagge tables (representing links, nodes
and Isps properties) in new windows. Note that those windaws't follow a change of the
default domain, on the contrary of the tabbed tables whiehabways displaying default domain
information. Right clicking on the columns headers displaymenu that allows columns to be
shown or hidden (see figu®. Note that some columns are not displayed by default. You ca
change the column display order by dragging the column hieade

The menu items "Network stats" and "Load Tables" under thiewV menu give more in-
formation about the loaded domain and its resource usadesinformation concerns the MPLS
reservation as well as the calculated loads. "Network"sgiites domain-wise statistics and "Load
Tables" per link information.

You can see the loaded domains by looking at the "Domains"unisee figure7). Every
loaded domain is an item in that menu and you can change thaltddbmain by simply clicking
on the correpsponding item. The "Domain Manager" (see figurehich is accessible from the
same menu, displays the domain description and can be usetbnd domains or change default
one.

Finally, you can save the domain by selecting "Save topoémgy" from the "File" menu. Note
that you won'’t be prompted to save a modified domain that yewkrsing. If you want to save
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[ Nodes [ 'Links | Lsps |
Link I Source node Drestination node Banchwicth — =Ll [ —Easerable bw M etric Dela

STTL-DMYE STTL DMYE 10, ¥ Link Id 5574564 2,085 O]~
DMYE-5TTL DMYE STTL 10,| ¥ Source node 10,000 2,085 o
DMy R-KSCY DMYR KSCY 10, [[GIS AT elinterrace £,574.564 639 0|~
ESCY-DMNYE k&SCY DMYE 10,| 5 Destination node 10,000 [EE] 8]
kSCY-IPLS k&SCY IPLS 10, [ Destination interface 5574564 S48 8]
IPLS-KSCY IPLS k&SCY 10, 10,000 S48 8]
KSCY-HSTH KSCT HSTH 10, ¥ Bandwidth 10,000 a02 0
HETM-KSCY H=TH k&SCY 10, ¥ Reserved bw 10,000 402 0
IPLS-CHIM IPLS CHIM 10,| ¥ Reservable bw 6,574,564 260 0|~

¥ Metric

0 TE-Metric

¥ Delay

[0 Status

D Link int 1d

Figure 6: You can select which columns are displayed

.Qomains|

® fhome/delcourt{ Projects/ run-totem; examples/att] attxml
O fhome/ delcourt/ Projects; run-totem, examples/ ahilene/ abilene.xml

Domain Manager

Figure 7: Domains Menu

your changes in a file, you must do it explicitly.

Domains currently loaded

@ ASID : 1234

Remove Domain

Topology of ATT at POP level with 154 nodes and 367 links. This topol

1 ASID : 11537

Remove Domain

Topology of Abilene network - 21 feb 2005

4] Il

Figure 8: Domain Manager

10.2 Manipulating graph

The right part of the main window displays the current defdoimain. The nodes can be moved

by dragging them. Once the nodes has been moved, theidiatad longitude can be updated by

clicking on the small button located in the bottom right @arof the visualization panel (between
the two scrollbars). Note that when the domain is saved, tue rpositions are automatically
updated.

Clicking outside a node and dragging will select multiplales. The graph can be zoomed
with mouse wheel. There are two kinds of zoom modes : one wbaige the size of nodes, labels
and links, so a more detailed view will be displayed when ziogm The other is proportional
zoom. It has to be used when graph items (labels, nodes) kfkaild be drawn in bigger size.
Proportional zoom is obtained by holding down the control ked using mouse wheel. The
control key is also used to move the graph inside the windoslidplay a specific part (panning).
Leaving the mouse on a node or link during a short period oé timil result in a tooltip display,

showing useful information about the element under the m@ainter (see figure).
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Id: 10_1 -> 34_0
Gource: 10
Destination: 24
34 Gtatus: Link Up
Bandwicdth: 622.0
Delay. 0.0

Metric: 1607717

Feservation: 0.0
Feservable: 622.0

Figure 9: Link information

You can also change the appearance of the represented gyag#elsting one of the pre-
defined layouts from the "Layout" submenu from the "View" men

Right clicking on the graph window displays a contextual mamose content is different if
the click is made on a link, a node or somewhere else. TabRummarizes the actions that can
be performed from contextual menus.

Click location | Menu elements Action description
Node set Node UP/DOWN Enable/Disable the node
View BGP Info see sectior10.13
View Routing Table see sectiori0.13
Link set Link UP/DOWN Enable/Disable the link
Change Link Bandwidth change the link capacity
Anywhere else| add LSP Pop up the Add LSP dialog (see sectith4)
Save as Image... Save the window content as an bitmap image
(png, bmp or jpg)

Table 11: Contextual menus from graph window

The links colors and their meaning can be freely chosen Yawchaose in which color should
the links be displayed and what is the meaning of the coloh I&gend located on the left side
of the main window shows the colors that are currently diggdaon the graph. From the panel
straight above, you can choose the color meaning: you cataglithe link status (link up or down)
by selecting "Link status" or the MPLS reservation by séfgctReservation”. It is also possible
to display the relative load of the links resulting from fi@aMmatrix routing (see sectioh0.5).

You can change the colors of the displayed legend by setgt@thoose Link colors" from the
"View" menu. Changing the colors for the reservation or thedl will lead to a change for both
reservation and loads. Note that the colors for the linkustatn be independently changed.

10.3 Using traffic matrices

You can load a traffic matrix from the "Load Traffic Matrix" iteof the "Traffic Matrix" menu
(shortcut: Ctrl+M). The matrix must be an instance of theflodlatrix XML schema (see section
4) and must correspond to one of the loaded domain.

The loaded traffic matrices can be seen in the tabbed tablibe diottom of the main window,
where a new tab is added for each loaded traffic matrix relativhe default domain. The domain
can have a default traffic matrix, which is identified on thie k@bel by a * following the word
TrafficMatrix (see figurel0).

You can also manage traffic matrices of the current domairsimguhe TrafficMatrix Manager
window. The TrafficMatrix Manager lists the matrices cuhgitaded for the current domain and
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rNodes |/Links |/ Lsps Traffichdatrix r TraffichMatrix® |/Traffi|:Matrix

STTL DMWE FECY IPLS CHIM MYICH MASH ATLA ATLA-ME HETH LOEA STWA
STTL 0.0 3150 518.0 215.0 175.0 S18.0 175.0 215.0 0.0 175.0 215.0 250.0
DMYE 18.0 0.0 3150 250.0 175.0 250.0 180 315.0 0.0 175.0 315.0 250.0
KECY 518.0 250.0 0.0 215.0 518.0 175.0 5180 215.0 0.0 250.0 250.0 2150
IPLS 518.0 3150 175.0 0.0 518.0 3150 2500 518.0 0.0 175.0 215.0 S18.0
CHIM 250.0 2150 1750 250.0 0.0 2150 1750 518.0 0.0 3150 250.0 3150
MY 175.0 518.0 250.0 215.0 250.0 0.0 1750 215.0 0.0 5180 215.0 250.0
WASH 175.0 S18.0 3150 250.0 518.0 3150 0.0 175.0 0.0 25000 175.0 215.0

1]

Figure 10: Bottom part of the main window: there are threeites loaded for the current domain,
the second one is the default one (represented by a star *).

allows you to perform various operations on the matricesnfthere, you can select the default
matrix, save the matrix to a file or edit the traffic matrix camt

It is also possible to create a new traffic matrix correspagdo the current domain. Simply
select "Create TrafficMatrix" from the "TrafficMatrix" meni new traffic matrix will be created
with no traffic at all and the traffic matrix editing window \Wile displayed.

To edit the traffic matrix, select the cells for which you wamtchange the value and right
click to display the menu (sekl). Select the operation that you want to perform (set théicridf
a given value, add, substract, multiply or divide the curteaffic) and input a value in the input
box. You can also edit a single cell by double clicking on itl @irectly entering the new value.

" Traffic Matrix 1780866221 of domain 11537 =E=EES
STTL DMYR KSCY | IPLS [ CHIMG [ mYCM | wiASH ATLA A
STTL 0 215 518 315| 175 518 175 215
DMYR 518 0 = 518 315
KSCY 518 0 518 315
IPLS 518 0 @ Enter the value: 250 518
CHIN 250 0 200l 175 518
MYCM 175 0 175 215
WASH 175 0 - 0 175
ATLA 518 315 250 0
ATLA-MS 0 0 0 0
HETH 175 315 250 315 518 175 215 250
LOSA 518 315 175 518 315 250 250 518
S A 315 250 175 518 315 250 518 315
4] i I D

Figure 11: Traffic matrix editor window.

10.3.1 Intra TM generation

It is possible to generate some intra TM traffic matrices ftbenGUI. The intra TM traffic matrix
can be generated from an inter TM traffic matrix, BGP rib durapd BGP cluster file. The inter
TM traffic matrix can be generated from netflow traces or itlsarfoaded from a file.
Those capabilities are in the TMGeneration module and catbesed via the module’s menu.
More information on the traffic matrix generation includitig file formats and the parameters
to use can be found in sectioh& and9.4.1

Generating inter TM

An inter domain traffic matrix can be generated from netfloacés. You have to select the
Netflow base directory as well as the suffix used. The basetdixeis the directory where Netflow
files are read from. It should contains a directory for eadteria the network. Directories have to
be named by the node id or by its rid (router IP address). Tfiix §ilename refers to a path to the
filenames containing the netflow data, directly under theerdicectory. Once you have selected
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those parameters, you can generate the matrix. It will atstoédded, so you can infer an intra
domain traffic matrix from it.

In the inter domain traffic matrix generation dialog, you @tionally save the matrix to a
XML file for future use and also select the sampling the samgptiate and the minutes of the
recorded data. If you specified those options, the matrix lvél created with bandwidth unit
corresponding to the domain one. If it is not provided, ordw rdata (without units) will be
produces.

Generating intra TM
In order to generate an intra domain traffic matrix from a &whéhter domain traffic matrix
(either loaded from a file or generated from netflow traces), first have to give BGP information
such as a BGP cluster file and the BGP rib dumps location.
The BGP rib dumps location is to be specified given a BGP baeetdry wich should contains
a directory for every nodes (named by the node id or rid) an@G& Buffix which identify the file
under that directory.

10.4 MPLS routing
10.4.1 Adding a primary LSP

Once a domain is loaded, you can compute LSPs and add thene wothain. Click on the
"Routing" menu, then "Add Primary Lsp". The "Add LSP" dialisgdisplayed (see figurg2) and
invites you to give Isp parameters such as ingress and eypdss, Isp bandwidth, the algorithm to
compute the path and some additional algorithm-specifiarpaters. It is also possible to specify
the id of the new Isp. If it is not specified, it'll be automatily generated. Finally, you can change
the default Diffserv parameters by expanding the corredipgnpanel. There, either the priority
identifier either the class type and preeemption levels eagpecified. Note that if the panel if
retracted, the default Diffserv parameters will be usedsfigoreemption level, lowest class type
value).

The algorithm combobox shows all the started algorithms patible with the current de-
fault domain. Some algorithm uses an internal topology e (such as XAMCRA, MIRA,
DAMOTE,...) while others don’t. These ones can be used onlthe domain on which they were
started. So the combobox displays all the started genagaritims and the algorithms with a
local database that were started on the domain.

Important note: If you modify the topology (removing/adding nodes or link$anging
link bandwidth), it is preferable to stop and restart theoatgms in order to rebuild the inter-
nal database. Indeed, these cases had not been testedgtiipraith all the algorithms, so it
might lead to unexpected results.

If you have not started an algorithm on the domain yet — or yantwo use another one —, click
on the "start another algorithm..." button. There, you amppsed with a list of all the available
algorithms (see figuré3). You can choose from that list and tune the parametersaeidor the
chosen algorithm. Note that some algorithms have no paeamat all. It is notably the case for
all the CSPF algorithms.

Once you click the "Start Algorithm" button, the algorithm started. You can see all the
started algorithm and their parameters in the algorithmagean(see figuré4), accessible from
the "Algorithms" menu.

Note that when you close a domain (by choosing "close Tog8lrgm the file menu or via
the domain Manager), the algorithms that are specific to tineadh are also stopped.
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Lsp Id Jeave blank to generate).

| |
Ingress

snva v
Egress

[nvem v
Bandwidth

[s000 | mePS

DiffServ configuration
Priority
0 [~

Class Type and preemption levels

Class Type |l]

M
Setup preemption level |l] |v|
[~

Holding preemption level |l]

Algorithm
XAMCRA v
Start another algorithm...

Additional routing parameters

Farameter Walue Description
addlsP falze Tell whether camput. ..
Delayonstraint 0.0 Delay constraint walue,
MetricConstraint 0.0 Metric constraint value.
TEMetricConstraint 0.0 TE Metric constraint w...

| Accept Parameters |

Figure 12: add LSP dialog window

10.4.2 Adding a detour Lsp

Since TOTEM version 2.2, the GUI includes the possibilitgdonpute detour Isps (backup paths).
This can be achieved by selecting "Compute Detour Lsp" floer'Routing" menu (see figuf).
The dialog allows you to specify an id for the new Isp, to cleotb Isp to protect, the detour type
(local or global), the protection type, the algorithm arglparameters. Among the algorithms
shipped with the toolbox, DAMOTE and CSPF algorithms are ablcompute backup paths.

If local backup is selected, you can choose if the calculpédids should protect the primary Isp
from nodes or from links failures. The last option of the pition type category ("Default") lets
the algorithm choose the parameter value for you. Note tAMOTE doesn'’t take this parameter
into account at all: it always tries to protect the downstrdank AND the downstream node. If
the downstream node cannot be protected, only the link will b

10.4.3 Computing a fullmesh

The GUI also offers the possibility to compute a fullmesh &HRs on a domain. Thmodus
operandiis quite the same as for adding a single LSP. The only diffeerare that you mustn’t
provide the source and destination nodes as it is a fullmadhttezat you must specify a traffic
matrix instead of the bandwidth of the LSP.

You can access the fullmesh dialog (see figuégvia the "Apply Full Mesh" item from the
"Routing” menu. The dialog won't open if no traffic matrix malded for the default domain. The
dialog allows you to choose the algorithm to use to route 8P4, the traffic matrix from which
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 Add LSP = s
Lsp Id Jeave blank to generate).
[Prirnary1 |
Ingress
snva v
Egress
" = Ro g Algo =
|NYCM Available algorithms :
Bandwidth XAMCRA -
|5 [e]e]e] Parameters :
- Farameter Walue Description
DiffServ > ASID Domain A51D {leave hl...
. WErsion SAMCRA Wersion 1o use.
Algorithm useDelay false Ize delay 00% constraint
| uszebetric falze Use metric Qos canstr...
uzeTEMetric falze Use TEMetric Qo5 cans. ..
Start ano
Additional routing param
Parameter Start Algorithm

Accept Parameters

the Isps bandwidth will be derived, the diff-serv parame&terd the algorithm-specific parameters.
You can also choose the LSP establishment order (Decreaaidyvidth, increasing bandwidth or
shuffle). After accepting the parameters by clicking tharipate" button, you will be prompted
to choose between adding the fullmesh while keeping exi&t®Rs or adding the fullmesh after

Figure 13: Start an algorithm

Algorithms currently starte: ’_r

NAMCRA
useDelay : false
ASID: 10013
useTEMetric : false
usehdetric: false
version : SAMCRA

Stop algorithm

DAMOTE
load : 0.0
ASID: 11537
loadBal: 2.0
allowReroute : false
colorClause : false
capacityClause : true
delay : 0.0
tMin : 1.0

Stop algorithm

Figure 14: Algorithm Manager

removing all the LSPs already existing in the domain.
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-+ Compute Detour LSP
Lsp Id @eave blank to generate),

|LocaiDetours—Tor-Primaryd |

Protected LSP

[Primary1 [~]

Detour type Protection type
® Local I Node disjoint

) Link disjoint

2 kel ® Defaun
Algorithm
‘DAMOTE \v\
Start another algorithm...
Additional routing parameters
[ Parameter | Walue | Description
preempt [false |Tell whether pree

addlsP [false [Tellwhether cam

Agcept Parameters

Figure 15: Add Detour Lsp dialog

Compute fullmesh
Choose a Traffic Matrix

o -]

Select establishment order:

|Decreasing BandWidth Order |v|

Choose algorithm:

[DAMOTE v

| Start another algorithm... |

Additional routing parameters

Farameter Walue Description
preempt falze Tell whether pree. ..
addlsP falze Tell whether cam...
| Compute |

Figure 16: The computation of a fullmesh requires that yadla traffic matrix which provides
the bandwidth of the LSPs to compute.

10.5 IP routing

You can route a traffic matrix on the network, simulating IBthag. From the routing menu, select
"IGP Routing". From there you can select the metric to use]Bhstrategy, the traffic matrix and
options (see figuré?).

You can choose from different metric that can be used by thetesdt path algorithm (see also
8.1). These are :

e Metric which is the IGP weight of the link

e TE-Metric which is the TE weight of the link

e Inv. Capacity which is the inverse of the link capacity
e HopCount which is 1 for each link

You can choose from the following IP strategies:

e Full IP routing which simulates normal IP routing.

e Basic IGP shortcut which is an hybrid IP/MPLS model
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IGP routing =T e fae]|
Select Metric Select Strategy
® Metric ® Full IP routing
) TE Metric ) Basic IGP shortcut

) Inv. Capacity ' IGP shortcut

) Hop Count 0 Overlay
Options
ECMP (Equal Cost Multi Path)y

Select Traffic Matrix

1803969570
1]

| Compute Load || Cancel |

Figure 17: IGP routing dialog.

e |IGP shortcut which is also an hybrid model.
e Overlay strategy which is also an hybrid model.

You can find more information about these strategies in thegpaph describin§howLinkinfo
event 0.5.9.

You can also choose to use ECMP (Equal Cost Multi Path) or Hoyou tick the ECMP
checkbox, the calculated traffic will be split over all patifsequal metric. If not checked, the
traffic will take an arbitrary chosen path among all the equat paths of minimum cost.

Once the load is calculated, an entry will be added to thelpamere you can choose what the
link colors represents (on the left side of the screen). @Gnpanel, you can choose to display the
link reservation, the link status (up and down links) and ofithe calculated load (see figuté).
Note that the calculated load will try to be up-to-date wthik turrent state of the network. That
is, if you set a link down, the load will be computed again rtexe you display it on the graph (or
immediately if it is currently displayed). Note that if yolose a traffic matrix, all the links load
calculated thanks to this matrix will disappear from thegdan

Links colors shows :

) Id: Load 2, TM: 0, CSPFHopCount

@ |ld: Load 3, TM: 0, CSPFHopCount , ECMP) VA
© 1 Load 1, TM: 0, CSPF, ECMP

a LAsm 11537, Trid: 0, Strategy SPFLNKLoadstrategy, Algo: CSPF, ECMP: Enanled
) Reservation :

Legend

M Link Down

O« 5%

Os5-10%

Figure 18: You can display the calculated load by selectiimgthe panel. The tooltip gives all the
information about the calculated load it represents.

10.5.1 Viewing paths

You can view the paths that are used for IP routing. Use thst 'tiortest paths" dialog which is
accessible from the "routing” menu. The dialogs (see fig@yallows you to choose the algorithm
to use (from the SPF algorithm family) and the paths that yamtwio observe. You can either
display the paths from a single source node to a single @istimor select all sources and/or all
destinations. This dialog updates in real-time: it stames dlgorithms if necessary and calculate
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the paths in function of the chosen options. Paths can béaglesph as a list of node ids or as a list
of link ids. If you select a path in the result list, it will béghlighted (links represented by dashed
lined) in the network visualization panel.

puShortest Paths List =1
Source Destination Algorithm View
[sTTL I~] | | |cser \v|  ®Nodeist
[] Al sources [¥] Al destinations ECMP ) Links list

[ STTL DNVR |

[ STTL DNVR K5CY |

[ STTL DNVR KSCY IPLS |

[ STTL DNVR KSCY IPLS CHIN ]

[ STTL DNVR KSCY IPLS CHIN NYCM ]

[ STTL DNVR KSCY IPLS CHIN NYCM WASH ]
[ STTL DNVR KSCY IPLS ATLA |

[ STTL DNVR KSCY IPLS ATLA ATLA-M3 ]
[ STTL SNYA LOSA H5TN ]

[ STTL SNVA LOSA ]

[ STTLSNVA ]

Figure 19: The list shortest paths dialog.

10.5.2 ECMP Analysis

The ECMP (Equal Cost MultiPath) Analysis dialog behavesdimme way as the "List shortest
paths" dialog (see sectidrD.5.]). The only option you can choose is the algorithm to use. The
result list shows shortest paths of equal costs (if therename than one) for all source-destination
pairs.

10.6 Optimal routing

If you want to use (nearly) optimal routing, you can eitheg tlee MCF that uses glpsol program
(see sectio.9) or the OptDivideTM algorithm (see secti@pb). The CPLEX algorithm is not yet
integrated in the GUI (see secti@nl?). With the current model, the MCF algorithm optimizes the
maximum link utilization of the network. The OptDivideTMgarithm (see sectioB.5) allows
you to choose the objective function to optimize.

Both algorithms are accessible from the routing menu.

10.7 Optimizing link Weight with IGP-WO

It is also possible to optimize link weights from the GUI tharto IGP-WO algorithm (see section
8.7). To start IGP-WO weight optimization, you must load a damand a traffic matrix for
that domain. Starting IGP-WO is done via the "IGP-WO" menusklecting "Optimize Link
Weight...". A dialog where you can tune the algorithm par@areis displayed and filled with
default values (see figut&). You may also want to select different traffic matrices te usthe
computation. The loaded traffic matrix ids are displayed listhox and you can select multiple
ones by pressing and holding the control key while clickinglee matrix ids. Pay attention to the
fact that the calculation may require a long amount of timpddorm. For now, it is not possible
to cancel the operation. After the calculation is complethd new optimized metric values are
put in the TEMetric property of the links, and displayed oa graph next to the corresponding
links. Also, a report is generated by IGP-WO during compateand displayed in a window after
the calculations are done. You can save the report as a &xofifutur use. It is also possible to
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consult the lastly generated report via the "View last rétem of the "IGPWQO" menu. The last
report is in fact located in the text file named "IGP-WO-outipdl' in the Totem root folder.

IGP-WO Parameters =25 .-

Number of iterations: 100

Maximum Possible Weight:|>0

Initial solution selection: Random

Seed for random number generator:) 1

Minimum sampling rate:0.01

Maximum sampling rate; 0.4

Initial sampling rate: 0.2
812001140

1326961738
Traffic Matrices:|g

| Accept Parameters |

Figure 20: IGPWO dialog: you can select multiple traffic ricags for computation.

10.8 Executing a scenario

The Totem graphical interface allows you to load a scenamid take control on its execution
process and see the step by step results graphically.

A scenario file (see sectidd) can be loaded from the "Execute scenario" item of the "Si&ha
menu. The loaded scenario is then shown in a new window withratchical structure reflecting
the XML document content (see figuré).

The window is divided into two parts: the top part represéimsscenario hierarchical structure
and the bottom one is a text area that displays the resultharadror messages coming from event
execution.

The window is also decorated with three buttons : Step, Adean selection and Finish
Execution. The action of the first button is to execute the eegnt in the scenario. The second
one executes all the events until and including the selected The last one execute all the
remaining events until the end of the scenario. As you caroaqacture2l, the events that are
correctly executed appears in green and those that led teegitgon error are displayed in red.
Note that it is impossible to undo execution of an event ootiback the scenario.

At the very bottom of the window, there is a checkbox namedp®n error". If it is checked,
the execution will stop on the first error and an error dialagssage will be displayed. Otherwise,
the error will be ignored and the scenario will continue te@xe.

Important note: If you close the window before finishing scenario executiymy can’t get
the rest of the scenario executed.

10.9 Console

If you want to have more detailed information about what igngmn in the toolbox, you can
display the console (by selecting "Console" from the "Viaw&nu). The console displays what
should normally go on the standard and error output in aafditb more detailed logging informa-
tion. You can choose the level of logging information to thgpin the console by selecting one
of the item (DEBUG, INFO, WARN, ERROR, FATAL) from the combmblocated on top of the
console window (see figur&).

Note that when you close the Console window, the standanpuband error output are dis-
played where they were before you open the window console.
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-~ Scenario

[~ Scenario =
& Echo
&9 Echo
= Echo
#-EJEcho
[y Msg s link 2_2 -> 4_2 and its capacity is 200000 0
¢ LoadDomain
D File : examples/simpleDomainfcomainl, xml
[ pefaurpomain : true
¢ = StartAlgo
¢ [CJ Param
¢ Param 0
[yvawe: o
[ Hame : 10aceal —
¢ [ Param 1
[ value
[ Name - tMin
o [ Param 2
o~ [JParam 3
o [ Param 4
[y Name - DAMOTE
[ 451D : 10012
o Echo
¢ [ showlinkResenableBandwidth

-

Oy uinkig 2.2 -» 4.2

[ prioriy: 0
& [[7 ShowLinkReservableBandswidth
& [ ShowlinkResarvablaBancvidth

DK

Loading a topology file which specifies 1 €T and 2 preemption levels

e will estaflish LSPs Detween node 2 and 4. The link between both nodes
is link 2_2 -> 4_2 and its capacity is 200000.0 =
[DomainAlreadyExistException : There is already a domain with the ASID 10013

[l

‘ Step H Advance to selection H Finish Execution

Stop on error

Figure 21: Load a scenario and execute it step by step.

[ Cmsoe——— 7 — .
wo |-

IMFO  [LoadbDomain]l: Processing a Toad topology event - File: examples/abilene/ahilene.xml
INFO  [InterDomainManager]: Load the domain 11537 from the Tile examples/ahilenesabilene.xml takes 72 milliseconds
ERROR [Loadbomain]l: There is already a domain with the same AS ID.

IMFO [LoadTrafficMatrix]: Processing a load demand matrix ewent - TMID: O - File: examples/ahileneTraftficHatrix
IMFO  [Startélgo]: Processing a start&lgo ewent: CSPF

EREOR [Startélgo]: an error occurred when starting an algorithm. Message: Algorithm already started.

Link Info {max: 62.5 ¥, mean: 24.17 ¥, std: 17.95 ¥, percentileld: 57.5 ¥, percentile2d: 47.5 ¥, percentile3(: 30,
Failure of Tink between STTL and DHWE

4] 1 [ [»

Figure 22: Console displaying part of a scenario executigpu.

10.10 SAMTE

SAMTE is a hybrid IP/MPLS optimization algorithm. The ddption of the algorithm and its
parameters can be found in the seciiod

You can start SAMTE after loading a traffic matrix, by clicgiiSAMTE..." from SAMTE
menu of the main window. You first have to specify candidatié piat parameters such as the the
maximum number of hops of the solution (MAX_HOP) and numidesastest path that are taken
into account (NB_SHORTEST_PATH). On the same dialog, youatso choose the traffic matrix
to use and the number of LSPs to establish (Max Lsp). Afteefgtong those parameters you will
have a dialog that permit searching for SAMTE solutions &eTune the parameters according
to your wishes (on the left part of the dialog) then click ox8Eute SA" to start SAMTE heuristic.
You will see on the right part of the dialog a graph represegntie evolution of the solution. If the
solution found satisfies your needs, you may want to display clicking the "Display solutions"
button. You will have a list of the LSPs found by SAMTE and yanaestablish them in the
network if you wish to.

You can display the load on the links when using the estaddisiSPs by starting IGP routing
with strategy set to one of the hybrid strategy, i.e. Basie Khortcut or IGP shortcut.
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Figure 23: SAMTE main window and solution dialog.

10.11 What-if scenario

The What-if menu helps you to see the changes made on a damr@adtion to a (set of) specific
event(s). For now, three sorts of events can be simulatetigyrtean: Link failure/Repare Link
events, change Traffic Matrix and change link capacity ere@ince you have chosen the events
you want to simulate, you can see the result on the networktdess of values and as charts.

The "What-If" menu contains an item for each event that yau sienulate and an item that
allows you to combine multiple of these events ("ComposenE&/e

In order to simulate a link failure, you must first load a domand a traffic matrix as the
default one for that domain. Then, click on the "link failumaenu item, choose the link you
want to see down and choose the characteristics that youtavabserve on the domain. The link
(and the reversed one) will be disabled, so the load on ther tittks will be increased to keep in
accordance with the loaded traffic matrix. You can see thecetif the link failure on the report
that is generated.

You can also compare the difference of load on the links ofithreain between two different
traffic matrices. To simulate a change of traffic matrix, youstrhave at least two traffic matrices
loaded for the domain. The default one is the initial one amdgan choose the final one from the
dialog.

You can also simulate a change of one’s link capacity.

The last thing you can do is to create a scenario composedmuittiple events of the kinds
described above. This is done by selecting and adding theseyeu want to a list that represent
the generated scenario.

Each of the What-if scenario executions will result in thepty of a report (see figurad)
that shows the initial and final load for all links of the domais well as some aggregation of
these values (such as max, mean, standard deviation arehpkxt0). The report also contains
a "show charts" button that displays two charts, each of tbemparing the load before and after
the simulated scenario. You can then right click on the sh@rtaccess some functionalities and
properties of the graph (saving, printing, zooming, chagditles, changing appearance, ...).

10.12 Creating Charts

The interface of the GUI for chart creation functions quite same way as in the scenario XML
files (see sectiof.6).
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What-if Scenario Report | = .-

Load |
: Link Id Initial Load Final Load Difference
Maximurn Load ] STTL-DMVR 0.0 0.0 0.0 p
Max Load Before scenario 8679.0 DMYR-STTL 0.0 0.0 0.0
Max Load After scenario 9356.0 DMYR-KSCY 0.0 0.0 0.0
KECT-DMNYR 915.0 0.0 -315.0
IR KSCY-IPLS 1008.0 0.0 ~1008.0
Mean Load Before scenario 3113.6333 IPLS-KSCY 12050 215.0 —8a0.0
Mean Load After scenario 3358.2334 KSCY-HETHM 1338.0 180 -880.0
HETH-KSCY 14330 1083.0 -350.0
Standard Deviation IPLS—CHIM 1433.0 1351.0 -82.0
Standard Deviation Before scenario 2437.272 CHIM-IPLS 1458.0 1748.0 250.0
Standard Deviation After scenario  2648.0684 IPLS-ATLA 1508.0 1898.0 250.0 3
AT La-IPLS 17760 25630 FET.O
Percentile AT LAM S - AT LA 2231.0 2111.0 BE0.0
Percentile 10 Before scenario F858.0 ?Iill_:_:\-l;lcﬁms ggg?g gizgg gg?g
Percentile 10 After scenario 8226.0 MYCH—CHIN 5475 0 33090 2540
MY CM - WASH 2672.0 2518.0 8460
WASH - MM 27560 26990 4430
UASH-AT LA 2B96.0 i784.0 BE8.0
AT LA-WASH 2162.0 43210.0 1148.0
AT LA-HETR 27230 445 1.0 F2E.0 i
HETH-AT LA i914.0 4847.0 9320
HETH-LOSA 4164.0 48649.0 FO5.0
LOSA-HETH 4227.0 43320 FOSR0
LOSA-SMY A S7E4.0 5190.0 -594.0 ~
| Keep changes and close

Figure 24: What if scenario report.

As already said, the chart creation process is divided istes : Create the chart by selecting
a data collector and its parameters, add series of data th#reand plot the chart.

To create a chart from the GUI, go in the chart menu then séNmit/ chart...". You are then
proposed to give an identifier, to choose a data collectomgntibose available and to tune the
collector-specific parameters. After accepting, a new tiigect is created internally. However,
no data represents the chart : you just specified which sdatafyour chart will be able to receive.
Now that your chart is created and that you have specifiedlectot, it's time to add some data
series. Go on the "Charts" menu again, you should be ablestthsechart identifier you give as
a sub-menu (see figuih). By selecting "Add series..." from the sub-menu, a neweseof data
will be added to the chart. You are prompted to enter a sedeserand eventually to tune some
parameters, specifying how the data will be collected byctilkector. Series hame identifies the
data series and will be used on the chart legend. Note thaeties name should be unique.

Charts |

MNew chart ...

chartn2? »

cthanol ¥ Add series..

Plot..

View last plot
Remove chart

Figure 25: Chart menu with two charts created.

Draw the chart by selecting "Plot..." from your chart menauan then enter the general title
of the chart, the axises title and you can select a plotteitaqrameters. The plotter is in charge
of creating a specific chart representation given the dateer Acceptance of the parameters, the
chart representation is generated and displayed in a nedowinFrom there, you can right click
to get a contextual menu (see figu® where you can do various operation on the chart such as
saving, printing, changing appearence, zooming, ...
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Figure 26: Chart sample with contextual menu.

You can always view the last chart that you plot by selectiigw last plot" from the cor-
responding chart sub-menu. Until you remove the chart (l3cteg "Remove chart"), you can
always add new data series and replot the chart possiblg dffierent plotter and parameters.

10.13 Using CBGP

CBGP description can be found in secti®s. CBGP GUI integration was not yet tested thor-
oughly and might contains some bugs.

Prior to using CBGP, you heed to start a CBGP instance bytsaieStart..." from the "Algo-
rithms" menu and choosing CBGP. You can have access to CB@Rduonalities using "CBGP"
menu from the main window or by right clicking on a node of thoargin.

Examples of XML files that you can use with CBGP are locateskimmples/abilene/cbgp
(see README for more info).

More information about CBGP utilisation coming soon.
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11 Traffic matrix generation using NetFlow traces

This section explains how to use the toolbox to generatédnafatrices from Netflow data. The
toolbox includes data from Abilene network to generate atueate traffic matrix using topol-
ogy, BGP and NetFlow information. We will first explain theguéred data formats and needed
file/directory structures. We will then explain how to geatteran inter-domain traffic matrix from
NetFlow traces, and eventually how to produce the corredipgrintra-domain traffic matrix.

11.1 Required data formats and file/directory structures

One example of BGP information and Netflow traces is avadl&bthe archive:
example/abilene/abilene_20050101_bgp_netflow.tar.gz

11.1.1 BGP information

You will need a shapshot of the entire BGP RIB of each routgpichlly, such information is ob-
tained using an additional monitoring machine running Addgpd which participates in the iBGP
full-mesh. Resulting format is Zebra binary MRT dump, wheeim be converted to ASCII machine
readable format usingute _btoa from the MRTd packagenftp://www.mrtd.net ). We
have included the tool on the CVS in directamc/perl/bgp/

Typically, the toolbox module expects the following diremst structure. Each BGP RIB (con-

verted in ASCIlI machine readable format usiraute_btoa rib_file -m > output )
should be in a directory calledBiGPbaseDirectory/router_id/optionaldumpsubdir
or BGPbaseDirectory/router_rid/optionaldumpsubdir where router identifica-

tion information is found exclusively in the XML topology rfimat. Please note that if a router
has several ip addresses, these should be added in the XMloggpformat. For each node, the
rid field should be filled with router main IP address. If the rolnias other addresses, you must
add an interface for each of them (figltterface and in particular its subfielip ). For a
concrete example, see Abilene topologyekamples/abilene/abilene.xml

C-BGP has some scalability problems when too much prefix@epassed to it. That's why we
useclusteringwhich allows to group prefixes announced with same BGP pamamand to adver-
tise only one of them for each group (cluster). The clusteisnrdone by an ad-hoc perl script, we
provide a perl script for Abilene calleagpsum?2.pl 12 in src/perl/bgp/ . Here is the com-
mand to execute the scripbogp-sum2.pl -ribs-dir=directory _holding_ribs
> clusterFileName

11.1.2 NetFlow traces

NetFlow traces for each router are also required. The tooHxpects an aggregated text format
extracted from the NetFlow traces which is the following

src_prefix dst_prefix flow_size

Where the flow size is expressed in bytes.

A perl script to generate these aggregated filelow2prefixes.pl Bis supplied in
src/perl/netflow/ . All required libraries can be found src/perl/netflow/perl
First parameter to give to this script is the directory whie BGP ribs, second parameter is the
directory with non aggregated traffic, third one is the diveg where aggregated traffic should be

2contributed by Steve Uhlig, Bruno Quoitin and Sebastierd@rJCL, Belgium
Bcontributed by Steve Uhlig, UCL, Belgium
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written, and finally last parameter is the day on which youtwarwork (example: 2005-01-01).
We have also included the necessary flow toolsrgiperl/netflow/flowtools/

All the aggregated files should be placed in directoriefailhg the same structure as BGP
dumps.

11.2 Traffix matrix generation steps

You can find a typical example of source code doing this in
examples/abilene/AbileneExampleTM.java . To use it as is, you can move the file to
src/java/be/ac/ulg/montefiore/run/totem/trafficMatr ix/ . Otherwise, you
have also a scenario event for the traffic matrix creatiosilfi, see last section.

11.2.1 Generating domain BGP information from BGP dump

Information about iBGP and eBGP sessions must be added téMtetopology format. eBGP
sessions can typically be extracted from BGP dumps (stredtas presented above). The class
BgpFieldsCreation has two useful methoagsddiBGPFullMesh(String topologyName,
String iBGPTopologyName) which will add an iBGP full mesh to a topology file speci-
fied by its name, and produce a topology file with added iBGPnfidsh. The second method

addeBGPSessions(String topologyName, String eBGPTopolo gyName, String
BGPbaseDirectory, String optionaldumpsubdir/filename) will create the eBGP
sessions.

11.2.2 Creating inter-domain traffic matrix from NetFlow

Starting from the aggregated NetFlow traces, we first geéa@minter-domain traffic matrix. The

classinterDomainTrafficMatrixGeneration has the method
generateXMLTrafficMatrixfromNetFlow(Domain domain,

String NETFLOWbaseDirectory, String optionalsubdir/fil ename, String[]
suffixes, String interdomainTrafficMatrixFileName) . The arraysuffixes

can be used to specify potential suffixes for NetFlow file nreme

11.2.3 Generating intra-domain traffic matrix from inter-d omain traffic matrix

From this inter-domain traffic matrix, we can generate arahdiomain traffic matrix. The class

POPPOPTrafficMatrixGeneration contains the methaddashMap readCluster(Domain
domain, String clusterFileName, CBGP cbgpinstance, Strin g BGPbase-
Directory, String optionaldumpsubdir/filename) that will load BGP messages

corresponding to “cluster prefixes” in the CBGP instance r@drn a hashmap which allows to
find to which cluster a prefix belongs, and thus find the routeHis prefix. From then on, the
methodTrafficMatrix generateTrafficMatrix(TrafficMatrix tem poraryTM,
HashMap clusters, Domain domain, String interdomainTraff icMatrixFile-
Name) will generate the intra-domain traffic matrix. The first amgenttemporaryTM  allows
to add a traffic matrix to an existing one, for example to posda traffic matrix for 20 minutes
when NetFlow files are available for 5 minutes.

11.3 Scenario events

We have created one scenario event documentated in theisgesa of this manuajenerate-
IntraTM . An example of traffic matrix creation on Abilene using saagcan be found in
examples/abilene/Scenario/generatelntraTM-20050101. xml. To test it, just
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uncompress the archivebilene 20050101 bgp_netflow.tar.gz found in the same
directory, and run the scenario usitmiem.sh -s  command line.
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A Summary of xml element and attribute types

| Element | Cardinality | Sub-elements | Attributes |
| domain | [1,1] | info, topology, mpls,igp,bgp | name, ASID |
info [0,1] title, date, author, description -
title [0,1] string -
date [0,1] date -
author [0,1] string -
description [0,1] string -
units [0,1] unit -
unit [1,00[ - type, value
diff-serv [0,1] priority -
priority [1,8] - id, ct, preemption
srlgs [0,1] srlg -
srlg [1,00[ string id
topology [1,1] nodes, links -
nodes [1,1] node -
node [1,00] status, rid, name, description, type, id
location, interfaces
status [0,1] string : UP or DOWN -
rid [0,1] string : IP address -
name [0,1] string -
description [0,1] string -
type [0,1] string : CORE or EDGE -
location [0,1] - longitude, latitude
interfaces [0,1] interface -
interface [1,00[ status, ip id, mask
status [0,1] string : UP or DOWN -
ip [0,1] string : IP address -
links [0,1] link -
link [1,00] from, to, status, description, typeg, id
technology, delay, srlgs
from [1,1] - node, if
to [1,1] - as, node, if
status [0,1] string : UP or DOWN -
description [0,1] string -
type [0,1] string : INTRA or INTER -
bw [0,1] float -
technology [0,1] string -
delay [0,1] float -
srlgs [0,1] srlg -
srlg [1,00] integer -

Table 12: Summary of the elements of an XML network file (part 1
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Element | Cardinality | Sub-elements | Attributes |
mpls [0,1] Isp -
Isp [1,00] path, bw, metric, max_rate, id
diff-serv, backup
path [1,1] link -
bw [0,1] float -
metric [0,1] float -
max_rate [0,1] float -
diff-serv [0,1] ct, preemption -
backup [0,1] protected_Isp, protected_links
link [1,00] string -
ct [1,1] integere [0,7] -
preemption [1,1] - setup, holding
protected_Isp [0,1] string -
protected_links [1,1] protected_link -
protected_link [1,00] string -
igp [0,1] link type
link [1,00] static, dynamic id
static [0,1] metric, te-metric, mrbw, mbw| -
admingroup, diff-serv
dynamic [0,1] row -
metric [0,1] float -
te-metric [0,1] float -
mrbw [0,1] float -
mbw [0,1] float -
admingroup [0,1] integer -
diff-serv [0,1] bcm, bc -
bcm [1,1] string : MAM or RDM -
bc [1,00] float id
rbw [1,1] priority -
priority [1,8] float id

Table 13: Summary of the elements of an XML network file (part 2
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| Attribute | Element | mandatory| type
name domain No string
ASID domain Yes integer
type unit Yes {delay, bandwidth}
value unit Yes {ns, us, ms, s, bps, kbps, mbps, gbps}
id priority Yes Integere [7, 0]
ct priority Yes Integere [7, 0]
preemption| priority Yes Integere [7, 0]
\ id | sflg |  Yes | Integer \
\ id | node | Yes | string \
longitude location Yes float
latitude location Yes float
id interface Yes string
mask interface Yes IP mask (X.X.X.X/Y)
node from Yes string
if from No string
as to No integer
node to Yes string
if to No string
\ id \ Isp | Yes | string \
setup preemption Yes integere [0,7]
holding preemption Yes integere [0,7]
| type | igp \ No | string : ISIS or OSPF \
\ id | link |  Yes | string \
\ id \ bc | Yes | integer \
\ id | priority |  Yes | integere [0,7] \

Table 14: Summary of the attributes of an XML network file
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