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Introduction - Scenario 

1. Scenario  

The maintenance optimizer helps you to manage and implement maintenance activities in your system 
landscape.  

The system and solution information in SAP Solution Manager, accessible via the Solution Manager System 
Landscape transaction (SMSY), is the basis and reference for maintenance transactions. You can assign 
one or more systems to your maintenance transaction, for the greatest possible flexibility. The maintenance 
optimizer interacts with the SAP Global Support Backbone to download the support package you have 
selected there. To make this possible, you have to create S-users for SAP Service Marketplace and assign 
them to the SAP Solution Manager end users. 

 
Figure 1: Interaction between the Maintenance Optimizer and SAP Global Support Backbone  
Example  

The end user MUELLERK creates a maintenance transaction (1) and assigns a solution/system to it 
(2). SAP Solution Manager establishes a connection to SAP Global Support Backbone and displays all 
currently available support packages (3). The support packages selected by the user are stored in the 
download basket of end user S000021112 (4) and downloaded from there (5).  
The maintenance optimizer leads you through the following steps for the maintenance transaction:  

 You can download support packages automatically, and deploy them (single system update) to the 
managed system, using the Software Lifecycle Manager (SLM), with the Maintenance Optimizer. This use 
case is described in this guide. 

 In this guide a complete configuration will be performed, check the servers that were used to execute 
this configuration. 

Managing System => Solution manager with SP24 (Running SLD, MOPZ and SLM) 

SLM => pordosol.sle.sap.corp 

Managed system => Solution Manager with SP18 

XTP => slmtest.sle.sap.corp 
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2. Background Information  

 With SAP Solution Manager (component ST 400) SPS 22, the Maintenance Optimizer supports the 
automatic download of support packages and enhancement packages. At the same time, the Maintenance 
Optimizer supports single system update, with the Software Lifecycle Manager (SLM, component 
SOFTWARE LIFECYCLE MANAGEMENT), for the scenarios below: 

 
 
Note: SLM release 7.0x does not include 7.00. In maintenance optimizer use scenarios, only SLM release 
7.0x is now supported. For SLM 7.01, the minimum required release is 7.01 SP05 patch 2.  

Note: Maintenance/Installation/Upgrade of add-on product versions in the above maintenance and 
installation scenarios, is supported.  

Note: If kernel auto-update is not supported by SLM, you need to update kernels before deploying other 
packages via SLM.  

Before a single system update, you need to configure the managing and managed systems. 

2.1 The managing and managed system landscapes  

The Maintenance Optimizer can connect to multiple SLMs of different releases. The systems involved in the 
maintenance optimizer single system update can be as follows: 

 

Figure 2: Deployment of Maintenance Optimizer with Software Lifecycle Manager (SLM) 
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 Various tools and applications work together to support auto-download and single system update. 
Suppose you have two managing systems (see Figure 3): the SAP Solution Manager system with the 
Maintenance Optimizer, and a system in which you install the SLM, the SLD content, and the Software 
Logistics Controller (SLC). In this case, the Maintenance Optimizer is in the managing SAP Solution 
Manager system, and connects to the SLM in the other managing system. You need to set up and configure 
the software logistics tools for the automatic download, in addition to the maintenance optimizer and the 
SLM. You need to set up and configure the tools for the single system update, in both your SLM managing 
system and managed systems: the SLC, the Support Package Manager and SAP Add-On Installation Tool 
(SPAM/SAINT), and the Java Support Package Manager (JSPM). You also need to activate the Web service 
sapcontrol. 

 
Figure 3: Two separate managing systems with Maintenance Optimizer, SLM, and other tools supporting 
auto-download; one managed system with tools supporting single system update  
Frequently, one of the managing systems with SLM is the same as the system with SAP Solution Manager.  
Note  
An SAP Solution Manager system can connect to more than one SLM component.  
Note  

The managed systems need to be maintained via the Maintenance Optimizer. The managing SAP Solution 
Manager system and the managing system with the SLM can also be managed systems, when their own 
components are being updated. 

2.2 Configuration Sections  

Before using the auto-download and single system update functions, you need to perform the configuration 
steps below:  
Register the system landscape: section 4.1.  

Configure SLM: section 4.2-4.4.  

Customize the Maintenance Optimizer and configure authorization: section 4.5-4.7.  

Configure logistic tools: section 4.8-5.4.  

2.3 Update from SAP Solution Manager SPS 15-21 to SPS 22  

If your SAP Solution Manager system is currently at support package stack level 15-21, see the following 
notes before you update to SPS 22 or higher.  
 
1. Before applying SPS 22 on the SAP Solution Manager system, finish or withdraw the Maintenance 
Optimizer transactions which are using SLM; import the latest SPAM/SAINT.  
 

2. If you have made the secure connection settings in previous packages, you can skip section 4.3 
Configuration for Secure Connection to SLM [page 8].  

 

3. Check section 4.4 SLM Configuration [page 11] and configure the missing items, even if you already 
configured SLM in previous SAP Solution Manager SPS levels. There are enhanced fields to be configured.  

4. After applying SPS 22, for the first time, you need to update SLM, SLC, SPAM/SAINT and JSPM to the 
newest version, manually, on other managing and managed systems.  
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3. Prerequisites  

You have installed SAP Solution Manager SPS 22.  
You have installed the SLM, SLC and SLD in the managing systems.  
You have installed the SLC and the installation tool for ABAP-based systems (SPAM/SAINT) and for Java-
based systems (JSPM), in each managed system.  
There are some notes to be installed, please pay attention to maintain these notes always in the latest 
version. 

Mandatory notes to be installed to Solution Manager SP22/23/24 

1405878 - SAP Solution Manager - Basic functions SP22 and higher 

Mandatory notes to be installed to Solution Manager SP22 

1415315 - Maintenance Optimizer: Collective corrections for SP22 

1452118 - MOpz: Collective Corrections 23 

1461849 - MOpz: Collective corrections 24 

1485385 - MOpz: Collective corrections 25 

Mandatory notes to be installed to Solution Manager SP23 

1452118 - MOpz: Collective Corrections 23 

1461849 - MOpz: Collective corrections 24 

1485385 - MOpz: Collective corrections 25 

Mandatory notes to be installed to Solution Manager SP24 

1461849 - MOpz: Collective corrections 24 

1485385 - MOpz: Collective corrections 25 
 

4. Registration of systems in SLD and SMSY  

You need to register both the ABAP stack and the Java stack for managing and managed systems.  
 

1. Configure the SLD data supplier for the ABAP stack. More information: SAP Help Portal at 
http://help.sap.com SAP NetWeaver SAP NetWeaver 7.0 including Enhancement Package 1 <language> 
SAP NetWeaver Library SAP NetWeaver by Key Capability Solution Life Cycle Management by Key 
Capability Software Life-Cycle Management System Landscape Directory Configuring Systems to Connect 
to SLD Connecting AS ABAP Systems to the SLD Setting Up the SLD Data Supplier for Java-Based 
Systems Global Settings default settings  

2. Configure the SLD data supplier for the Java stack. More information: SAP Help Portal at 
http://help.sap.com SAP NetWeaver SAP NetWeaver 7.0 including Enhancement Package 1 <language> 
SAP NetWeaver Library SAP NetWeaver by Key Capability Solution Life Cycle Management by Key 
Capability Software Life-Cycle Management System Landscape Directory Configuring Systems to Connect 
to SLD Connecting AS ABAP Systems to the SLD Setting Up the SLD Data Supplier for Java-Based 
Systems  

3. Configure the SLD data supplier for systems which are neither ABAP nor Java-based. More information: 
SAP Help Portal at http://help.sap.com SAP NetWeaver SAP NetWeaver 7.0 including Enhancement 
Package 1 <language> SAP NetWeaver Library SAP NetWeaver by Key Capability Solution Life Cycle 
Management by Key Capability Software Life-Cycle Management System Landscape Directory Configuring 
Systems to Connect to SLD Connecting Other SAP Systems to the SLD  
 
Note  
Check the system numbers of systems in the SLD. More information: SAP Note 1281541 (Wrong SLD 
system number causes error in SLM plan execution).  
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4. After registering systems in SLD, you need to import the system data into SMSY. More information: SAP 
Help Portal at http://help.sap.com SAP Solution Manager SAP Enhancement Package 1 for SAP Solution 
Manager 7.0 <language> Basic Settings Solution Manager System Landscape.  
Note  
Follow the check list to check system data in SMSY: SAP Note 1344564 (Maintenance Optimizer: Check 
system landscape).  
Note  
Check whether components SLC and JSPM are maintained in the Java system component in SMSY. If SLC 
and, JSPM were not auto-maintained via SLD, while you installed them, you need to maintain them in Java 
system components of both managing and managed systems. 

Example for ABAP and JAVA Stack. 

 

You need to register both the ABAP stack and the Java stack for managing and managed systems. 

Go to the managed system XTP 

ABAP => RZ70 

Changed to the SLD of Managing system => pordosol and click here 

 

 

 



 Step by Step Guide to Install, Configure, and Run SLM 

SAP COMMUNITY NETWORK SDN - sdn.sap.com  |  BPX - bpx.sap.com  |  BOC - boc.sap.com  |  UAC - uac.sap.com 

© 2011 SAP AG  8  

 

Confirm with yes 

 

Result 

 

XTP ABAP Stack registered with success 
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Registering Java Stack 

Go to Visual Administrator of XTP => SLD Data Supplier. Fulfill the informations of SLD. 

Click here 

 

Select yes 

 

And confirm 
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Check the results in the SLD. 

XTP JAVA Stack registered with success 

 

Registering the system in SMSY of SLM (Managing system) 

Just run LANDSCAPE_FETCH job in SM37. For more informations check note 1148028 - Setup SLD in the 
scope of Solution Manager 7.0 

 

You must assign this system to a logical component and the logical component to a solution. 

https://service.sap.com/sap/support/notes/1148028
https://service.sap.com/sap/support/notes/1148028
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5. Updating SLD 

You must update SLD according with note 669669.  
Checking the SLD CIM and CR data. Go to http://<SLD Host>:5xx00/sld/ => Administration => Details => 
Data. Where <xx> is the instance number of the J2EE Engine 

 

 

The Component Repository (CR Content) is an integral part of the System Landscape Directory. It is the part 
of the data that is delivered by SAP. We recommend that you always use the latest version of the CR 
Content. 

The Common Information Model (CIM) is a standard of the Distributed Management Task Force (DMTF) and 
is based on the object-oriented modeling approach. This standard provides an implementation-neutral 
schema to describe management information within a computing environment. For more information about 
CIM and DMTF, see http://www.dmtf.org.  

CIM is designed to model hardware and software elements. It provides a hierarchical set of core classes, 
which can be extended with application-specific classes. The SLD is currently based on CIM model 2.9.  

Each CIM class has one or more key properties, and a number of additional properties. Each class has an 
arbitrary number of instances, which contain the actual data. An instance can be uniquely identified by its set 
of key values.  

Classes can be grouped in schemas. The SLD model provides three schemas: component data for 
installable software, landscape data for installed software and hardware, and name reservation data used in 
software development.  

A special feature of CIM is the association between the classes. Associations are also classes that have two 
reference keys, each of which identifies exactly one CIM instance. An association therefore connects two 
instances, as shown in the figure below: 

javascript:void(0);
http://pordosol.sle.sap.corp:50000/sld/admin/details.jsp
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6. Installing the license keys 

You must ensure that the ABAP and JAVA instances have the license keys correctly assigned. Check the 
screenshots below. You must assign the license keys for Managing and Managed systems. 

For more informations, check note 870871-  License key installation 

ABAP => Go to Slicense transaction 

Click in New licenses and select install 

 

 

 

Select the Installation License and click open 
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License keys installed for Abap 

 

Installing License key in the Java Stack 

Go to Visual Administrator => Server => Services => Licensing Adapter and install the license file to Java 
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7. Configuration for Secure Connection to SLM 

 
The Secure Sockets Layer (SSL) is mandatory for accessing Web services for the component SOFTWARE 
LIFECYCLE 7.01.  
Follow the steps in this section.  
 

7.1 Setting up SAP Cryptographic Library for SLM Secure Connection  

Set up SAP Cryptographic Library on the managing SAP Solution Manager system. More information: SAP 
Note 1138061 - Maintenance Optimizer: HTTPS Connection for SLM 

o  Install the SAP Cryptographic Library on the application server (see SAP Note 510007, step 1). 

 

o  Set the profile parameters (see SAP Note 510007, step 2). 

ssf/name          = SAPSECULIB 

 ssf/ssfapi_lib    = <Path and file name of the SAPCRYPTOLIB> 

 sec/libsapsecu    = <Path and file name of the SAPCRYPTOLIB> 

 ssl/ssl_lib       = <Path and file name of the SAPCRYPTOLIB> 

 icm/server_port_X = PROT=HTTPS,PORT=<Port number of the HTTPS log> 

If you want to use a key length of 1024 bits (only with kernel release 6.20 and higher, see Note 509495): 
sec/rsakeylengthdefault = 1024 
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o  Create the SSL server PSEs and SSL client PSEs (standard or anonymous) (see SAP Note 510007, step 
3a, 3b, and 4). 
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Restart ICM 
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SMICM 

 

Yes 

 

SSL Client Standard 
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7.2 Generation and Import of SSL Certificate for SLM Secure Connection  

Generate the SSL certificate on the managing SLM system (server side). More information: SAP Help Portal 
at http://help.sap.com SAP NetWeaver SAP NetWeaver 7.0 including Enhancement Package 1 <language> 
SAP NetWeaver Library SAP NetWeaver by Key Capability Security Network and Transport Layer Security 
Transport Layer Security on the SAP J2EE Engine Configuring the Use of SSL on the J2EE Engine  
Trigger the import of the SSL certificate on the managing SAP Solution Manager system (client side).  
 

1. Log in to the managing SAP Solution Manager system and run the trust manager with transaction code 
STRUST.  

2. In the left screen area, choose SSL client (Anonymous or Standard).  

3. In the right screen area, click the icon with quick info Import Certificate to import the crt file with format 
binary.  
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4. If the corresponding certificate has not yet been signed by a CA, then: 

a. Generate a certificate signing request. Select your entry, choose Generate CSR Request and save it 

to a file. 
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Double click the file 

 
b.      Send the certificate signing request to a CA to be signed. 
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The exact procedure to use depends on the CA that you use. For the SAP CA, follow the instructions 

provided by the SAP Trust Center Service at service.sap.com/tcs. 

 
 

c.      Save the certificate request response to a file in the file system. Use the extension .crt (DER-

encoded or Base-64 encoded) or .cert (Base-64 encoded). 

 
d.      Import the corresponding certificate request response. Choose Import CSR Response and load the 

response from the file system. 
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 For each server process that is to support SSL: 

1.      Choose "Cluster -> Server... -> Services -> SSL Provider".. 

2.      Select the corresponding J2EE dispatcher. 

The available sockets and their corresponding ports appear in the Configuration pane. 
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3.      Select the socket that corresponds to the SSL port you want to configure. Usually is port 5<nr>01. 

4.      In the Server Identity  tab page, select the key pair entry to use for this port. (Choose Add.).       

 

5.      If the server process is to accept the use of client certificates for authentication, then set this option in 
the Client Authentication tab page. Also maintain the list of trusted certificates in the Trusted Certification 
Authorities section. Add the new certificate to "Enabled Credential". 

3) Go to https://hostname with FQDN:5xx01/index.html 

https://hostname/
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How to Install the certificate in Firefox. Click here 
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7.3 Using the maintenance transaction for RFC destinations (SM59) 

1 Create an RFC connection of type "G" (HTTP connection to external server). 

2 Enter the data for the J2EE Engine on which SLM is installed, on the Technical Settings tab page: 

 

o  Target Host: <Server><fully-qualified domain name> 

o  Service No.: HTTPS port 50001 

o  Application path: /slmSolManServices/Config1 

       Choose save. 

On the Logon & Security tab page: 

o  Logon Procedure: Basic Authentication 

o  SSL: Active, and select the proper SSL Client certificate (standard or anonymous), from where you 
imported the certificate from the SLM server. 

o  Logon: Enter your user and password. Choose Save. 

3 Choose "Connection Test" to check that the connection is correct. 
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Execute a connection test 

 

It worked 
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8. Software Logistics Controller – SLC  

For the managed system which is of SAP NetWeaver release 7.0x, install the latest patch of SLC 700;   

For the managed system which is of SAP NetWeaver release 7.1x, 7.2x or 7.3x, install the latest patch of 
SLC 720.  

The requisite lowest patch of SLC 700 for Maintenance Optimizer SP22 is patch 21; the requisite lowest 
patch of SLC for Maintenance Optimizer SP22 is patch 1.  

To install the SLC:  

 

1. Set up Java runtime environment with at least version 1.4.x for SLC 7.0x and 1.5.x for SLC 7.1x.  

2. Download the latest Software Logistics Controller (SLC) from SAP Service Marketplace at 
http://service.sap.com/patches => Support Packages and Patches - Entry by Application Group => Additional 
Components => SL CONTROLLER => SL CONTROLLER 7.00 => # OS independent =>  

 

3. Create the directory /usr/sap/<SID>/SYS/global/SDT. On UNIX systems, the SDT directory owner must be 
the <sid>adm user, the group must be sapsys.  

Managing system and Managed system 

 

http://service.sap.com/patches
javascript:Relocate(1);
javascript:nextStep(2,%20'000014',%20'%20')
javascript:nextStep(2,%20'000014',%20'%20')
javascript:nextStep(2,%20'000042',%20'%20')
javascript:nextStep(2,%20'000002',%20'%20')
javascript:nextStep(2,%20'000002',%20'%20')
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4. Change to the directory /usr/sap/<SID>/SYS/global/SDT.  

5. Copy the SDTServer archive LUP.SAR to the SDT directory.  

6. Run SAPCAR -xvf LUP.SAR with the OS user <SID>adm; on UNIX systems also run the command 
chmod a+x exe/*.  

7. If you install the SLC on an ABAP-only system, switch off the configuration tool: open the file 
/usr/sap/<SID>/SYS/global/SDT/config/sdtserver.xml; go to section <SecuritySettings> and change the 
settings to off for UseSecStore, UseRemoteConfigManager and UseConfigManager.  

8. Configure the SLC of this managed system in the Multiple Software Lifecycle Manager Configuration 
Assistant. For more information, see 4.4 SLM Configuration [page 8].  

 

9. Installation and Configuration of Software Lifecycle Manager – SLM 

 
Install (or update to) the Software Lifecycle Manager (SLM) to the latest available patch of the support 
package equal to or higher than 7.01 SP5 patch 2. More information: SAP Help Portal at http://help.sap.com 
SAP NetWeaver SAP NetWeaver 7.0 including Enhancement Package 1 <language> SAP NetWeaver 
Library SAP NetWeaver by Key Capability Solution Life Cycle Management by Key Capability Software Life-
Cycle Management Software Lifecycle Manager Working with the SLM Installing Live Update  

 

Installing Live Update   

 

Prerequisites 

        The SL controller is applied. 

The SLD data suppliers are set up correctly in the systems that have to report system data automatically. For 

more information, User Manual 

– Configuring Systems to Connect to SLD 

Procedure 

 1.      Deploy latest SP Stack with JSPM to get latest SLM version. SLM should be on the same J2EE Engine 
on which SLD is running. 
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 2.      Create SLM security roles. For more information, see SLM Security Roles 

 

 

 3.      Configure SLM with the help of Solution Manager. 

Transaction => /tmwflow/mopzcfg => Create 

http://help.sap.com/saphelp_nw70ehp1/helpdata/en/03/d28b41b4b3b25fe10000000a1550b0/content.htm
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Use the HTTP connection created before or create a new one as showed below. 

 

Connection Name: Name of HTTP connection to external Server 
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Target Host: hostname where the SLM service is located, in this case SLM is the Solution Manager. 

Service No.: HTTPs port configured in SSL Configuration 

User/Password: User assigned to role SLMAdministrator in step 2 

Activate SSL: Check this option and select the certificate configured in SSL Configuration. In this case SSL 
Client (Standard) 

 

SLM Version: SLM service version that I’ll establish a connection. 

Logical Port: Input a name to identify the logical port. 

Create a Customizing Request to assign this configuration. 
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Execute a SLM Check 

 

Click SLM Configuration 

 

 

User and password to connect in the SLM 

Communication Mode.  

The component SOFTWARE LIFECYCLE 7.01 only supports an HTTPS connection. If the SLM check fails, 
check whether the HTTPS connection for the SOFTWARE LIFECYCLE 7.01 is set up correctly, by double-
clicking the connection name and choosing Connection Test. For the component SOFTWARE LIFECYCLE 
as of release 7.0<x>, choose SessionPassword in the Communication Mode field. 

SLM System Name.  
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You need to fill in the system component name of your SLM, which is registered in SMSY. If the SLM is 
installed on a dual stack system, its ABAP stack part needs to be configured in SMSY as well. 

SMTP Server: SMTP server that you’ll use to receive emails of SLM service. 

Sender and Receiver: The source and destination email address that will send and receive the emails of 
SMTP. 

 

Click Create. You must execute this configuration for the managed and managing systems. 
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If you want use HTTPS, you must configure according with note 1036107- Ensuring SAP MC communicates 
with HTTPS 
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Save 
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Checking the Managed system 

 

 

 

Checking all SLM configurations 
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9.1 Activate the BC-SETS for Maintenance Optimizer and SLM 

Perform the basic Customizing for SAP Solution Manager before making Maintenance Optimizer-
relevant customizing settings. For each update of SAP Solution Manager to a new support package or 
enhancement package, activate any newly-delivered BC Sets.  

Run the SAP Solution Manager Basic Configuration Assistant, with transaction code 
SOLMAN_SETUP. You can check whether the Maintenance-Optimizer-relevant BC Sets are activated. For 
more information about the basic configuration of SAP Solution Manager, see SAP Help Portal at 
http://help.sap.com SAP Solution Manager SAP Enhancement Package 1 for SAP Solution Manager 7.0 
<language> Basic Settings SAP Solution Manager Basic Configuration. 
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9.2 Authorization Configuration for Maintenance Optimizer  

1. Log in to your managing SAP Solution Manager system, to assign the authorizations for the Maintenance 
Optimizer.  

2. Configure the following roles for Maintenance Optimizer system users: SAP_MAINT_OPT_ADMIN – see 
SAP Note 1032322 SAP_MAINT_OPT_ADD – see SAP Note 1124301  

3. Specify the systems to be maintained, and the activity, via the Maintenance Optimizer, in the authorization 
object D_MOPZSYSI in role SAP_MAINT_OPT_ADMIN.  
 
Note  
If your SAP Solution Manager managing system is a UNIX/Linux one, you need to set the parameter 
“install/umask” to 022. With this, the exported stack XMLs to EPS inbox will have the permission of “-rw-r--r--
”, which can be read by any users used by logistic tools. For more information, refer to SAP Note 24869 
(Files are created with incorrect permissions). 

 

9.3 S-User Assignment for Maintenance Optimizer  

1. Log in to your managing SAP Solution Manager system and enter the transaction code AISUSER.  
2. Assign s-users to the Maintenance Optimizer system users, to access SAP Service Marketplace.  

 

More information about multiple customer numbers: SAP Note 1151450 
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9.4 Common Settings for Managing and Managed Systems  

In addition to the above configuration, the SLC and JSPM need to be configured on the managing SLM 
system. For the managed systems, you have to check whether the Web service sapcontrol is installed with 
SAP Netweaver. Only then can it be managed by the SLM system. The Web service sapcontrol is available 
as of SAP Netweaver 7.00.It is therefore always available for the managing system, since the managing 
system with SLM is always based on SAP Netweaver 7.00 or a higher release.  
The SLC needs to be configured on each managed system. If the managed system contains a Java stack, 
JSPM needs to be configured; if the managed system contains an ABAP stack, SPAM/SAINT needs to be 
configured.  
 

10. Configuration for Transport Directory  

Both SPAM and JSPM need to access the transport directory, to access archive files. In the single system 
update with the maintenance optimizer, SLM downloads the package archives to a central download 
directory. If the download directory differs from the transport directory, the archives will be automatically 
copied to the transport directory of the managed system, by SLM and SLC. 

 

Figure 12: The transport directory and the central download directory  

Note  
You can check the transport directory setting via transaction /nrz11. Input the parameter name 
DIR_EPS_ROOT, the transport directory value will be displayed. You need to ensure that users on involved 
systems have the correct authorizations. 
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*CDD - Central Download Directory * TD – Transport Directory  

You need to perform further configuration for user authorizations in the operating system, in a Microsoft 
Windows NT environment:  

Note  

<SID> below is the system ID of the managed system.  

...  

1. Log in to the host of the managed system; make sure the OS user SAPService<SID> is not in group 
Administrator, otherwise sapcontrol OSExecute will not work.  

2. Log in to the host of the managed system; make sure the OS users SAPService<SID> and <SID>adm 
have full permissions for the shared folder /usr/sap.  

 

Figure 13: Authority configuration for Microsoft Windows NT  

3. Log in to the host of the transport directory; create the OS user SAPService<SID>; set the same password 
as for the OS user SAPService<SID> on the host of the managed system; add this OS user to the group 
SAP_LocalAdmin. The managed system uses the equivalent OS user on the central host to access the 
transport directory.  

 

More information: SAP Note 556734 (FAQ Transport: Setup and further information; and related notes)  
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4. You have to perform further configuration if the operating system of the transport directory host is 
Linux/UNIX and the managed system host is Microsoft Windows NT. You have to mount the transport 
directory with the same path in the hosts of the managed system as in the central host.  

1. On the transport directory host, the transport directory path /usr/sap/trans/EPS/in needs to be shared with 
a path, e.g., \\centralhost\usr.sap\trans\EPS\in.  

2. On the host of the managed system, the instance profile needs to be edited (e.g. 
C:/usr/sap/<SID>/SYS/profile/<SID>_DVEBMGS<instance number>_<HOST>), so that the parameter 
DIR_EPS_ROOT is the same as the shared path on the transport directory host, e.g., 
\\centralhost\usr.sap\trans\EPS.  

 

Note  
In this case, mounting the network drive via Windows Explorer Tools Map Network Drive does not work, as 
the shared directory is mounted with the current session user (e.g. <SID>adm) and not with the 
SAPService<SID> user which is used for accessing the shared directory. 

 

11. Creating the MOPZ transaction 

Transaction DSWP 

Create New Maintenance Transaction =>  
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SLM working below 
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12. Relevant Components for issues 

SV-SMG-MAI      

-       Customizing Settings for Maintenance Optimizer  

-       Authorization Configuration for Maintenance Optimizer   

-       S-User Assignment for Maintenance Optimizer     

        

BC-CCM-SLD/SV-SMG-SYS 

-       Registration of systems in SLD and SMSY 

 BC-UPG-SLM      

-       SLM Configuration => /n/tmwflow/mopzcfg 

-       Installation of Software Lifecycle Manager 

 BC-UPG-SLC 

-       Software Logistics Controller – SLC 

 BC-UPG-OCS-SPJ 

-       Java Support Package Manager – JSPM 

 BC-UPG-OCS-SPA  

-       Support Package Manager – SPAM  

        

BC-SEC-SSL      

-       Setting up SAP Cryptographic Library for SLM Secure Connection  

 
If you have a problem in the generation of the SSL certificate with SAP Netweaver Administrator, send a 
message to the component BC-JAS-SEC.  

For issues that are not mentioned here, you can send a message to the component SV-SMG-MAI or to the 
component of relevant SAP Notes. 
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13. Relevant SAP Notes 

 

SAP Note  Description  

Maintenance Optimizer: Notes for Single System 
Update 
 

Collective SAP Note for auto-download and 
single system update scenarios.  

SLM/SLC Configuration Trouble Shooting Guide 
 
  

 
SAP Note for trouble shooting in SLM 
configuration.  

SLM 7.0x - Troubleshooting note 
  

 
SAP Note for trouble shooting in SLM execution, 
including the manual actions list updated 
frequently.  

Maintenance Optimizer: Notes for Software 
Lifecycle Manager 
  

 
SAP Note for configuring SLM for the use with 
the maintenance optimizer  

SUSE LINUX Enterprise Server 10: Installation 
notes 
 

SWLIFECYCL 7.0x fixes 
 

Supported components for update by SLM 7.0x 

 

SLM 700 - Manual clean up 
 

 
SAP Note regarding the incorrect encryption 
algorithm for the sapcontrol Web service 
 
 
 
 

For more information, visit the Application Management homepage 
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