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Part 1: NCS Overview

Part 1: NCS Overview

This section describes the NCS architecture and how to install and start the NCS system. It includes the following sections:
System Introduction, System Requirements, Installation, Getting Started with the NCS System, and NCS Client Overview.
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System Introduction

System Introduction

The Central Management System (NCS) is a powerful system which brings traditional central management systems out of the
control room through Internet access. The network-based key operation system can manage unlimited combinations of analog
and network cameras worldwide, via unlimited working stations in different locations. NCS is the universal solution for large
scale projects.

CMS system

PC Ragﬂd;hﬁlﬁﬁ * & IP +analog
T . \ cameras

G4ch IP cameras

Analog cameras

Client/Server Architecture

The NCS System uses client/server architecture to manage unlimited recording systems. These send events to the NCS
Alarm Server . After filtering the events, the NCS Alarm server sends alarm logs of pre-determined events to a SQL Server
(SQL database) and NCS Client systems. The NCS Client system allows users in different locations to log in to the NCS
Alarm server and, if they have the authority, to change the system configuration. The NCS Matrix system can be viewed
as an extension of the NCS client used to populate the alarms to additional monitors. NCS Matrix system is controlled by
NCS Client users.

Main Console ...=

SGL Server ' Alarm Server

MNCS Matrix ...

el e e EE

NCS Client

Definition of Terms:

Terms Descriptions

NCS System All components of Central Management system.

Recording Front end servers of the Central Management system, consisting of Video Recording systems
Server which send events to NCS Alarm Server.

SQL Server Database of Central Management system, which backs up alarm logs.

NCS Alarm Alarm Server of Central Management system, which filters events in order to send out alarms,
Server and saves configuration of NCS system. Abbreviate NCS Server or Alarm Server .

NCS Client Client end software of Central Management system, which is used to log in to the Alarm Server.
NCS Matrix Video Matrix to view live video, controlled by NCS Client.
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System Requirements

System Setup

There are three scenarios for NCS system setup. Depending on customers’ budget and the size of the project, customers
can choose a suitable scenario. The system requirements for each scenario are detailed below.

Scenario A: Using one PC for all installed elements

NCS NCS NCS saL
Client Matrix Server Server

2 B @ @

PC1

Recommended hardware specification for Scenario A

PC1
CPU Intel Core 2 Quad Q9550 @ 2830MHz
RAM 2 GB
Hard Disk 250 GB or above

Intel 945 or 965 chip (for single monitor)

Mother-board Intel P35/975 chip or nVidia nForce 650i chip (for multiple monitors)

Display ATi X4350 or above, nVIDIA GeForce 9500series or above
Ethernet 100 baseT or above, Gigabit LAN recommended
oS MS Windows XP Pro SP3 / Vista / 2003 / Win 7 / 2008 R2

Scenario B: Using three PCs with NCS Client and NCS Matrix on PC1, NCS Server and SQL Server on PC2, and NCS
Matrix on PC3

NCS NCS NCS saL NCS
Client Matrix Server Server Matrix

PC1 ! PC2 ! PC3

Recommended hardware specification for Scenario B

PC1 PC2 PC3
CPU Intel Core 2 Quad Q6660 @ Intel Core 2 Duo Intel Core 2 Quad Q6660
2400MHz E4500 @ 2400MHz
RAM 2GB 2 GB 2 GB
Hard Disk 250 GB or above 250 GB or above 250 GB or above
Display ATi X4350 or above ATi X1600 or above ATi X4350 or above

Intel 945 or 965 chip (for single monitor)

Mother-board Intel P35/975 chip or nVidia nForce 650i chip (for multiple monitors)

Ethernet 100 baseT or above, Gigabit LAN recommended

(O MS Windows XP Pro SP3 / Vista / 2003 / Win 7 / 2008 R2
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System Requirements

Scenario C: Using four PCs with NCS Client and NCS Matrix on PC1, NCS Server on PC2, SQL Server on PC3, and NCS
Matrix on PC4

NCS NCS NCS SaL NCS
Client Matrix Server Server Matrix

Cl B B @ B

PC1 PC2 PC3 PC4

Recommended hardware specification for Scenario C

PC1 PC2 PC3 PC4
CPU Intel Core 2 Quad Intel Core 2 Duo Intel Core 2 Duo Intel Core 2 Quad
Q6660 @ 2400MHz E4500 E4500 Q6660 @ 2400MHz
RAM 2GB 1GB 1GB 2GB
Hard Disk 250 GB or above 250 GB or above 250 GB or above 250 GB or above
Display ATi X4350 or above ATi X1600 or above ATi X1600 or above ATi X4350 or above
Mother-board Intel P35/975 lgk:?p: ?)Lrl?\\c/)ird?: ilgcr)‘rlge(fgéosilr(]:%li% r(?cc))rn r|1t1ct)JrI)tipIe monitors)
Ethernet 100 baseT or above, Gigabit LAN recommended
(O] MS Windows XP Pro SP3 / Vista / 2003 / Win 7 / 2008 R2

Multiple Monitor Configuration

For a PC running the NCS Client and NCS Matrix, it is suggested that three monitors are used: one to display the Map
window and the System Configuration window, one to display the Alarm Overview window, and one to display the live
video feed matrix. This enables efficient use of the system and saves hardware costs.

PCs using multiple monitors in this way should have a Intel P35/i975x motherboard which can support two display cards.
Each display card should be the same model, to avoid hardware conflicts.
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Installation

Installation

The NCS Installation CD contains the software you need to run the complete NCS system. If you are installing the system
on multiple PCs as described earlier, install the appropriate software for each PC:

. For the PC running SQL Server, install SQL Server 2005 Express.
. For the central server PC, install NCS Server
. For client PCs, install NCS Client

. For PCs displaying video matrixes, install NCS Matrix.

The following sections describe installation of each element of the NCS system.

SQL Server 2005 Express

To install SQL Server 2005 Express:
1. Insertthe NCS installation CD.

H Welcome to NCS Edl

Central

Instalfation Guide
/ For SQL Server PC: @ s0L server 2005 Express
Flaase install “SQL Server 2005°
-/ For Central Server PC : & nNCs Server
Figase install "NCS Server'
/ ForClignt PC : & neS Client

Please install *"NCS - Client” (include NCS Matrx)

o/ For Matrix PC : @ nCs Matrix

Please install *NCS Matnx”

For further installation steps, please wefer o NCS User Manual é.j

2. Inthe Welcome to NCS window, click SQL Server 2005 Express .

If you do not have Microsoft .Net Framework 2.0 and Windows Installer 3.1 installed, a message will
'-'QZ_ appear. Download and install the application from the link in the message or from the toolbox directory of
installed CD.

Ll Micrasoft SOL Server 2005 Setup

End User License Agreement

MICROSOFT SOFTWARE LICENSE TERMS

>

MICROSOFT SOL SERVER 20035 EXPRESS EDITION SERVICE PACK 2
These license terms are an agreement between Microsoft
Carporation (or based on where you live, one of its affiliates) and
you. Please read them. They apply to the software named above,
which includes the media on which you received it, if any, The
terms also apply to any Microsoft

* updates,

* supplements,

* Internet-based services, and

I o aecepl the liansing terms and condition I
Erint I Next > I ] |

e

3. Inthe End User License Agreement dialog box, read the terms, check | accept the licensing terms and
conditions , and then click Next.
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4.

5.

6.

7.

Installation

all Microsoft SOL Server 2005 Setup

all Microsoft SOL Server 2005 Setup

B

Installing Prerequisites

Server

Instalks software components required prior o instaling SAL

Installing Prerequisites

Server.

Istalls scftware components required prio to instaling 5L

required for SQL Server Setup:

Microsoft SQL Mative Client

Click Install to continue.

SQL Server Component Update wil install the following components

Microsoft SQL Server 2005 Setup Support Files

reguired for SQL Server Setup:

¥ Microsoft SQL Native Client

SQL Server Component Update will install the following components

~ Microsoft SQL Server 2005 Setup Support Files

The required components were installed successfully,

I T sl I Cancel

In the Installing Prerequisites
installation.

In the Welcome to the Microsoft S

dialog box, click Install to continue update, and then click Next to continue

15 Microsoft SOL Server 2005 Setup

» Welcome to the Microsoft SQ
Server Installation Wizard

Setup wil help you instal, modiy o remove Miciosoft
SOL Server. To continue. click Next

v 4

L

. I Next > I Cancel

QL Server Installation Wiz

ard dialog box, click Next to install.

ﬁ! Microsoft SOL Server 2005 Setup

System Configuration Check

Wait while the system is checked for potential installation

Fiter =

problems.
il
13 Tatal 0 Errar

| @ Success 13 Success 0 Waring

Detsik

| ction | Status [ Message [»]
@ Minimum Hardware Requirement Success

@ Pending Rebool Reqitement Success

@ DelaultInstallstion Falh Permission Re... Success

@ Intemet Explorer Requirement Success

@ COM Plus Catelog Feguirement Success

@ ASPNet Version Fegistiation Fiequire...  Success

@ Minimum MDAC Version Fiequirement  Sucesss

@ Ediion Change Check. Success

Stap Hepot v

Help

In the System Configuration Check dialog box, click Next.

‘£3) Wicrosoft SOL Server 2005 Express Edition Setup

Registration Information
The following information wil persanalize your instaliation,

The Name field must be filld in prior to proceeding, The Company field is optional.

Name:
v

Company:
o

[_.1ﬁ_F_]Van[a configuration options

< Back

In the Registration Information

dialog box, enter your name and company, and then click Next.
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Installation

13 Microsoft SOL Server 2005 Express Edition Setup

Feature Selection
Select the program features you want instaled.

Click an icon in the Following list to change how a Feature is installed
Feature description

| # (=] Databare services Installs the SCL Server Database

—= 5 Engine, tools For managing relstional

=3 - | Connectivity Components and XML data, and replication.
=3 -| software Development kit

This feture requires 67 MB on yaur
hard drive. It has 3 of 3 subfeatures
selected, The subFeatures require 119
MB on your hard drive.

Installation path

C:\Program Files\Microsoft SGL Servery
Disk Cost..

= e [

8. Inthe Feature Selection dialog box, select Database Services , and then click Next.

ﬁ! Microsoft SQL Server 2005 Express Edition Setup

Authentication Mode

The authentication mode specifies the security used when
caninecting ko L Server,

Select the authentication mode to use for this installatian.

O Windows Authentication Mode

I () Mixed Made {Windows Authentication and SQL Server Authentication) l

Specify the sa logon password below:

Enter password:

e

Confirm password:

[

[ <gack  JI[ met» N[ concel |

9. In the Authentication Mode dialog box, enable Mixed Mode option, and then enter and confirm a password.

13 Microsoft SOL Server 2005 Express Edition Setup

Configuration Options
Configure user and administrator accounts

This option enables users without administrator permissions to run a separate
instanc of the SOL Serwer Express Database Engine.

[Jdd user ko the SQL Server s rale

This option adds the user who is running the SOL Server Express installation program
to'the SQL Server System Administrator role. By defaul, users on Microsoft Windows
Visk operating system are nok members of the SOL Server System Administrator role.,

| | o

10. In the Configuration Options dialog box, select Enable User Instances option, and then click Next.

13 Microsoft SOL Server 2005 Express Edition Setup

Error and Usage Report Settings

Help Microsoft improve some of the SGL Server 2005 components
and services

Automatically send Error reports for SGL Server 2005 to Microsoft or your corporate error

[]eporting server. Error reports inchuds information regarding the condion of 5L Server
2005 when an error oocurred, your hardwars configuration and other data, Errar reports
may uintentionally include personal information, which wil not be used by Microsaft,

Automatically send Eeatlre Uisage data for SQL Server 2005 to Microsoft, Usage dats
[Jincludes anornymaus information about your hardvare configuration and how you use our
Software and services,

By instaling Microsoft SOL Server 2005, SQL Server and its components wil be configured ko
automatically send Fatal service error reports ko Micrasoft or a Corporate Error Reporting
Server, Microsoft uses error reparts to imprave SQL Server functionality, and treats all
information as confidential,

| [

11. Inthe Error and Usage Report Settings dialog box, you do not need to select any option. Click Next.
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13 Microsoft SOL Server 2005 Express Edition Setup

Ready to Install
Setup is ready ko begin installation,
B> |

Setup has enough information to start copying the program files. To proceed, click Instal, To
change any of your installation settings, click Back, To exit setup, dick Cancel,

he following components will be installed:

. 50L Server Database Services
(Database Services, Replication)

The following its that you sels d will not be
changed:

. client Components

< Back I Install I Cancel

12. In the Ready to install dialog box, click Install .

[ Microsoft SOL Server 2005 Setup %]

Setup Progress

The selected components are being configured

Product | Status

(Dusime Setup finished
(501 Setup Support Files Setup Finished
(2501 Native Cliert Setup Finished
(501 ws5 vriter Setup Fnished
(50U Server Database Services Setup finished

concell |

13. In the Setup Progress dialog box, wait for installation finish, and then click Next.

[ Microsoft SOL Server 2005 Setup %]

Completing Microsoft SQL Server 2005 Setup

Setup has finished configuration of Micrasoft SQL Server 2005

Refer o the setup error logs For information describing any Failure(s) that accurred during
setup, Click Finish ko exit the installation wizard,

Summary Log

To minimize the server surface area of SGL Server 2005, some features and services are
disabled by default for new installations. To corfigure the surface area of SGL Server, use the

Surface Area Configuration tool,

Express

+  Farimproved manageability and security, SOL
Server 2005 provides mare control over the SAL
Server surface area an your system. To minimize
the suacs arsa. the following default
configurations have been applied to your
instance of SAL server:

Configuring and Managing SQL Server I;

o TCRAP connections are disabled

| e |

e

14. In the Completing Microsoft SQL Server 2005 Setup dialog box, click Finish

NCS Server

To install NCS Alarm Server:

1. Insertthe NCS installation CD.

Page - 11



Central Management System

Installation
BViekions o NES =}
Central Management System
o/ For SO Server PG : @ 500 server 2005 Express
Flazze sl “EOL Sewver 20087
© /' For Central Server PC : I & nos server |

Flags Mt NGS Server

/' ForClisnt PG : & NCS Client

Plazse instal ‘NS G finciide S Matic]

@ nes Matic

2. Inthe Welcome to NCS window, click NCS Server.

Central Management Server - TnstallShigld Wizard m

Welcome to the InstallS hield Wizard for Central
- Management Server

The Install5hield Wizard will install Central M anagement
Server on your computer. To continue, click Mest.

< Back

Cancsl

3. Inthe InstallShield Wizard dialog box, click Next to continue.

License Agreement %
Please read the following Bcense agraement carefully

(End User License Agresment ("ELLA")

e

Do not install or use the software until you have read and accepted all of the license
lerms. Permission to use the software is condiional upon your agresing to the license
lterms._ iristallation or Lise of the software by you will be deemed to be acceptance of
lthe Bcense terms. Acceptance will hind you fo the license terms in a legally enforceable
\confract with company. -

* SOFTWWARE LICENSE AND LIMITED VWARRANTY
This fs an agreement between you, the end user, and company. By using this sottware,
'you agree to become bound by the terms of this agresment.

()1 do not accept the temms of he license agieement

st

4. Inthe License Agreement window, read the terms, select | accept the terms of the license agreement , and
then click Next.

[Coateal Nk grram i God v - Bl Sl Wizad
| Cusinmes mdsrmotion
Plaams snfer yory rdamation

Pheirse enves your risine Bnd e Feites of the congsas fos wachina) wark

Lompéert blorm

‘!“—'ki EEJ i Carcal . |

5. In the Customer Information window, enter your name and company, and then click Next.
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finlus Type
Sebcd B g ol

Plagss st g 1ol ip by

A4 progrn baskee wllDe eotabad Pediie rhe mod deb shace ]

Ty
Easbmd nalmech o Pt podi v, it - A scorranededa ol
-okearced peaw

6. Inthe Setup Type window, select Complete , and then click Next.

Ry (o Instal tha Piogass.
Thes salraid i bsachaio begie Bviiadalion

Choke |rtal o by i matadsion
1] vy et esrierss o Ghenge e o poss ! lledion pettings, chick fack, Dk Cameltneni
He P

(i [ ] [ |

7. Inthe InstallShield Wizard window, click Next.

Question L/_"\j

| 50L Native it s the necessary component to run NCS Server.,
&2

Would you like to install now {recommended)?

8. Please click Yes to install SQL Native Client program.

[ o =3
Cestral Namagenend Sesver - latallShinld Wiz

Il Bl R Wizasd Complebs

Tha i ol hinkd 'Wiard har nuccesdulyincaled HULD
Cardial Wanagurant Savm. Dick Finghic st the viced

-

9. Inthe InstallShield Wizard Complete dialog box, click Finish .

NCS Client

To install NCS Client (include Matrix):
1. Insertthe NCS installation CD.

Installation
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Installation
‘EWielcame to NCS <]

Central Management System
Installation Guide
' For SQL Server PC : @ 500 Server 2005 Express
+/ Far Gentral Server PG : @ ncs server
e

Flazge instal NS Ciget® fncioe MES M)
f For Matrix PC : @ NCS Matrix

Flagse insal NOF Mais®

Eox turthes N s a7
[T
2. Inthe Welcome to NCS window, click NCS Client .
Central Management Client - InstallShield Wizard Ed

. ‘Welcome to the InstallShield Wizard for Central
Management Client

The InstallShield wizard will install Central M anagement
Client on your computer. Ta continue, click Next

ST v

3. Complete installation as described in steps 3-7 of the To install NCS Alarm Server section on page 11.

[Fantral Managarani Couind e AT Hrbd Wiaur Ed

|l a5 B Wizasd Cowplets

T b ol e i b mmces s uby restaled ML
Carisal Managarant Chanl Cick. Firirh I mal Ha s

=3

4. Inthe InstallShield Wizard Complete dialog box, click Finish.
NCS Matrix

To install NCS Matrix:
1. Insert the NCS installation CD.

& Weleoms 1o NES x|

System

s

‘ SO0L Setver 2005 Express

Flazse snetall "SOL Server 20057

/ For Central Server PC :
Flasse inslaTNGS Servert

0 NCS Server

! ForClient PC :
Plagze watall WS Cikert® incivda MES Matris)

e o |

Plasss S MG MatLT

@ noS Client
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2. In the Welcome to NCS window, click NCS Matrix .
3. Complete installation as described in steps 3-4 of the To install NCS Client section on page 13.

Uninstalling NCS System

To uninstall SQL Server:
In the Control Panel , open Add or Remove Programs , select and click on Remove button to uninstall four SQL objects

(Microsoft SQL Sever 2005, Native Client, Setup Support Files, VSS Writer).

Sork byt | Mame

[ show updates

hange or
Remove
Programs

Add Mew
Programs B Microsoft SQL Server Mative Client Size 4. 00ME
B Micrasoft SO Server Setup Support Files (English) Size  21.92MB
B Microsoft SQL Server Y53 Writer Size 0.67ME
AddjRemaove
wWindows ﬂ Microsoft User-Made Driver Framework Feature Pack 1.0

To uninstall the NCS system:
In the Start menu, point to All programs , pointto Central Management Server/Client/Matrix

NCS System .

, and then click Uninstall

Q Transfer all license connections and then transfer license base before you uninstall the NCS System.
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Getting Started with the NCS System

Main Console Configuration

To configure the Main Console:

1.

5.
6.

Run MainConsole.exe .

Network Service - 192.168.1.84 £0.0.0.0

Maii | Black /White List | Performance |

1} Kill Client Kill All Clients

Bitrate (Khps)

[
=[]
5

Client Count
Streaming

State P Camera

i
2 |
:

Playback

=]
3GPP
Sarvice

Service

=
H
3@
[

g

Server Status: Running
Desktop
=

Central
Maniagement: v

7 \

Options

—

) (X_cene]

In Config , select Network Service , and set up the following services:
¢ Live Streaming and Central Management. These services are essential to run the NCS system. Please start
these two services.

* Remote Playback. This service enables recorded video viewing and remote playback. This service is also
responsible for providing data for client backup. Ensure this service works, please also Start Recording

Schedule to record video.

* Remote Desktop. This service enables remote configuration of the main console.

Select Guard.

! Ewent and Action Configuration

~Evernt 1 -Action

[>T ™| o & @ D& | @

= G CAMD2 carnera 1 Action Options
* '@ General Motion 5l Send to Central Server

[#] Digital Input
[#] Systemn

Videa Praview

48~
) h—

In the Event and Action Configuration  window, configure alarm events and insert the action Send to Central

Server for events that you want to appear on the NCS system.
Click OK to return to the main console.

In the Start Menu, select Start Smart Guard System to start detecting events.

SQL Server

To configure SQL Server:

1. Inthe Start menu, point to All programs, point to Microsoft SQL Server 2005, point to Configuration Tools, and

then select SQL Server Configuration Manager.

Page - 16



Central Management System
Getting Started with the NCS System

@ S0L Server Configuration Manager

|F\\e Action View Help
i B 2
SQL Server Configuration Manager (Local) | Protocol Name | Status |

£ SGL Server 2005 Services S chared Memary  Enabled
— a ¥ Mamed Pipes Disabled

H

% TCPIIP Disabled
G Fula Disabled | Enable
Properties
Help

2. Inthe SQL Server Configuration Manager window, select Protocols for CMALARMLOG , right-click TCP/IP and
then select Enable to enable TCP/IP protocol.

TCP/IP Properties
| Protocol | 1P Addresses
=
Active Yes
Enabled Mo
TF Address 192,168,184
TCR Dvnamic Bt f
| 1cPpart 1433
=
Ative Yes
Enabled Mo
1P Address 127.0.0.1
TCP Dynamic Parts P
| 1cPPort 1458
d
TCP Dynamic Ports P
[Trceort es)
TCP Port
TCP port
o J[ concel J[ sy J[ Heb ]

3. Double-click TCP/IP, then in the TCP/IP Properties window select the IP Addresses tab.
4. Enter 1433 as the TCP port in IP1, IP2, and IPAIl, and then click OK.

ﬁ SOL Server Configuration Manager

|me Adion WView  Help

= = B owmEe
cal) | Name | state [ startM... | Log
@ SOL Sy B SRS 75350L Server (CMALARMLOG) Runni

= aHan | [@hsQL Server Browser Stomp
= Protocols for CMALARMLOG & Stop

8 501 Native Client Corfiguration Pause

Restart

Properties

Help

5. Inthe SQL Server Configuration Manager window, select SQL Server 2005 Services , right-click SQL Server
(CMALARMLOG), and then select Restart .

6. Ensure that any firewall allows access through port 1433.

NCS Alarm Server

To configure NCS Server:

1. Inthe Start menu, point to All programs, point to Central Management Server, and then select NCS Server.

NCS Server

\1‘) Please specify the SQL server and s3 password you want to connect ko,

2. Inthe NCS Server dialog box, click OK. This is only required the first time you start NCS server.
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| WCE Alarm Server (license: 4882 - Trial 30 Doysh BE=]
nair  Contguration | ackup |
[ SGL Server
Shabus: qugal) - Connected
Sener [omcan E|
Fassword for sa; |"""‘
Cannect
MO
Save, Lazd and Reseithe all the cenal manage ment conf gurafians, intuding
SEPIELS, A0S, USErs, slamms and 50 on.
Saue Lot Reset HICS Corfiguration
~Optians
o mang Saih
IC1Prng|amFlleslN(‘;S_Ser\'ei\CNSEller\ﬂmsgBB F’m
I~ SOL Reconnection
T~ Run WES Senerwhen windows st dup
T1OX canes

3. The configuration of NCS Alarm Server.
* In the Configuration tab of Central Server window, enter the IP address of the SQL Server, and then enter and
confirm the password set when installing SQL Server. (see page 10)
* Specify a URL at which to store all alarm images.
¢ Select Run NCS Server when Windows starts up if you want NCS Server to startup automatically at Windows
startup

4. In the Main table of this window, check the server has been Start and click OK.

Q The NCS Server must be executed before the NCS Client can be executed.

NCS Client

To configure and execute the NCS Client:

1. Inthe Start menu, point to All Programs, point to Central Management Client, and then select NCS Client.

‘Central Login

Server L |192.1 6811 vi Pat: I51 a0

User Marme: |admin

FPassword: |

W oK | X Cancel |

2. Inthe Central Login window, enter the IP address and port of the NCS Server PC. The default port is 5180.
3. Enter a user name and, if required, a password. The default user name is admin and the default password is
empty.
4. Click OK.
To activate software license key(s)
1. Open License Manager Tool in Help menu.
2. Select Activate tab, check the NCS system in On line network environment.
3. Insert the SN, SN file or dongle to activate license.
4

After software license is activated successfully, please restart NCS Client.

Page - 18



Central Management System
Getting Started with the NCS System

@ Please refer to page 56 for advanced settings.

To start up NCS Client automatically:
1. Inthe Edit menu, select NCS Client Setting .

[¥ Enanle Auld Starug

[+ Enazle Aut Login

User Acougt. admin
Passwond [
Pasewoid Confiin - |

o oK X cantal

2. Inthe NCS Client Setting window, select Enable Auto Startup and Enable Auto Login
3. Enter a user account and, if required, a password.

4. Click OK.

Q Please refer to page 25 for advanced settings.

NCS Matrix

To execute a single matrix display:

1. Inthe Start menu, point to All Programs, then point to Central Management Client or Central Management Matrix,
and click NCS Matrix.

To configure the first matrix in a multiple matrix system:
2. Ensure that the PC is configured to use multiple monitors.

3. Inthe Start menu, point to All Programs , then point to Central Management Client or Central Management
Matrix , and click NCS Matrix .

Matrix Instance Dialog

Instance Name: | Default &
I Option. I Stat | X Cancel

4. Click on Option to open Matrix Instance Dialog.

Matrix Instance Option Dialog

Instance Name: | Default
Walnx Senver Port: [5210 Defaul:
Display Monitor: |1 (1280 % 800) -

Add ‘ Delete | I Update: I

Narme Part Monitar
Detautt B2

v oK X Cancel

5. In the Matrix Instance Option Dialog window, select Default from list table.

6. Enter a matrix name, for example Monitor 1, in the Instance Name text box, leave the port at the default setting of
5210, select the #1 monitor from drop-down list, and then click Update to update modification.

To configure the second and subsequent matrixes in a multiple matrix system:

1. Inthe Matrix Instance Option Dialog window, enter a matrix name, for example monitor 2 in the Instance Name
text box.

2. Enter port number 5220.
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3. Select the #2 monitor from drop-down list, and then click Update to update modification.

Matrix Instance Option Dialog

Instance Name: | Monitor 2

Matrix Server Port: |5220 Default
Display bonitor:  |#2 (1280 1024) 9

st | | |

MName | Port | Monitar |
rl 10 1
Monitor 2 5220 2 1

v & X Cancel

4. To configure a third and a fourth monitor, repeat steps 1-3 naming the matrix instances as appropriate (for
example monitor3, monitor4), entering the port number (5230 for a third monitor and 5240 for a fourth), and
selecting the appropriate monitor.

5. Click OK to save all configuration of Matrix.

To execute a matrix in a multiple matrix system:

1. Ensure that the matrixes have been configured as described above.

Matrix Instance Dialog

Instance Mame: | natrix 1 i
Mairix 1
‘ Matrin 2 _

Option

2. In the Matrix Instance Dialog window, choose the matrix you want in the drop-down list, and then click Start to
start Matrix view.

3. Repeat steps 1 and 2 to execute each monitor.
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NCS System Overview

NCS Server Window Introduction

The NCS Server features four main tab windows, including :

The Main window controls the start/stop NCS server as well as the client connection through kill client/kill client all

options.

Under the Configuration window you may setup the connection between SQL Server and NCS Server,.

NCS Alarm Server

=]

@] KCS Alarm Server

WMain ICunﬂguraUun} Backuul License Status

Server Status: Running

Options

e
—

Client Count 1
State P
Running 192,168.1.68
Kill Client ] l Kill Al Clients ]
Senvice

Main  Configuration lBa:kupl License Slalusl

SQL Server
Status

Server,

Passwaord for sa:

NGS Configuration

Save, Load and Resetthe all the central management configurations, including
gemers, maps , users, alarms and o on,

Options

Alarm Image Path:

{local) - Connected

|(mca\) ﬂ

Reset NCS Configuration

EfProgram Files\CMSEventimanes

I~ SaL Reconnection

[ Run NCES Serverwhen windows startup

v

o ) (X ceoua |

v o«

f@: Restoring NCS Configuration will not clear the setting of SQL Server.

NCS Server enables backing up alarm records at a local hard drive or to FTP servers. Define a storage location for

video backups under the Backup window.

You may select between two storage locations. Choose Disk Storage for local hard drives or DAS, or choose FTP to

backup to FTP servers.

The License Status window displays current available licenses in the system.

HCS Alarm Server =] NCS Alarm Server =)
Main | Configuration Backup | License Status Main | Configuration | Backup License Status
Backup Location License Status
( Disk Storage License Status: Trial ¢13 days remaining)
License Type Camera | 10 POS | AC LPR
Total License 48 ) 2 2 2
& FTP
Server. [
Port [zt Default
User Account: ‘
Password ‘
Backup Directory: ‘f
Upload Test File
) (Ko 7 o
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By double clicking on the server icon from the Taskbar you can access NCS Server settings directly.

You can also check the version of your system or stop the service by right clicking on the icon and clicking About or
Exit.

About NCS Alarm Server

MCS Alarm Server Version 1.5.0

Copyright (C) 2004 -10

NCS Client Window Introduction

The default NCS Client window placement is as the following figure, including three main windows, four toolbars, and six

=Nenus

System || Alarm

Control [[Overview
Window || Window

| TF., el ey ! el W (ORI LSt ST
A

Three Main Windows are:

. System Control window: This window includes the Server List, Map List, Configuration, Matrix List and View
Group List sub-windows. Administrators can configure the NCS system in this window when the system is in Edit
Mode. (See Part 2: Administrator Functions (Setting Up the NCS System)
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Servertiew * o X

= [ ServerGroup
£ MUUG Inc

- 18] MUUO Taivan

----- % demaof1)

----- 3 demal2)

----- 2 demol3)

----- 3 demold)

----- f demai1}-Input 0
----- <7 demaf1)-Input 1
----- ;; demof1)-Input 2
----- ;,; demof1)-Input 5
,VE demoi13-Output 0
----- I demal1-Cutput 1
----- ‘HE demof1)-Output Z
----- "dE dermof1)-Output 3
----- f demai1}-Input 0
----- <7 demal2)-Input O
----- ;; demofZ3-Input 1
----- "dE dermof1)-Output 0
’UE demoi1)-Output 1
----- 4 demal2)-Output 0
----- ‘HE demof2)-Cutput 1

@Server. - @Config. o0 |Matrix\f...| Map\n'iew

. Map window: This window shows all maps and device indicators. For administrator setup, see page 31. For day to
day use, user can view the video, show device information, query and manage alarms from the indicators (please
refer page 71).

. Alarm Overview window: The default Alarm Overview window contains the Recent, Real-Time, Output, Output 2,
and Message Log tabs, which allow users to manage alarms (see page 62).

TBh M Bhs LB ©

¥ oo ) e
rC e TV BrCTACE A el

Six menus are:

. The File menu: This menu has functions use to commit to NCS Server, save/load NCS Client Configuration, and
Logout/Exit NCS system.

. The Edit menu: It allows administrator add New Object to configuration sub-window of System Control Window,
Import Indicator Image, setup Server configuration (refer Central Server Configuration Window section of page 43)
on Edit mode; and allows all user to setup Map Display setting of Map windows, Alarm Log setting of alarm
overview windows, and setup Joystick to control Matrix.

. The View menu: This menu has options to setup the appearance of NCS Client window.

. The Tools menu: This menu has five tools to help user easy to get information for Main Console, manage alarms,
and view live and record videos.

. The Zoom menu: User can control and adjust map appearance (see page 71).
. The Help menu: The menu provides the version information of NCS Client.

The toolbars are:
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. The Standard toolbar: The functions accessed by this toolbar are: toggle Edit Mode/Operate Mode (see page 27),
committing configuration changes to the server (see page 27), importing/exporting NCS Client software
configuration (see page 55), and displaying version information (see page 93).

. The Map toolbar: The functions accessed by this toolbar are used to adjust map appearance (see page 71).

. The Operate toolbar: The functions accessed by this toolbar help users in day to day use of the NCS Client. For
more information, see page 61.

. The Status toolbar: Quick links to SQL Server Status and Central Backup Status can be found here.

. The Search toolbar: The functions accessed by this toolbar include functions involved in searching (see page 72).

(Pedtyece B i 048 222 — ) ixbaceelabl Baadad

Standard Map Operate Status Search
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You are able to configure functions including auto startup, auto login, auto reconnection, instant playback and client

recording under this window. Go to the Edit menu — NCS Client Setting.

v Auto Recycle

Reconnection Keep Recording

v Enable Auto Reconnectto NCS Serer

Iv Enable Auto Reconnectto MCS Matrix storage is less than

Instant Playback Setting Miscellaneous

Pre-Playback:

5 Sec  (Max G0y
15 Sec  (Max 120

Post-Playhack

NCS Client Setting
Startup Record Setting
v ¥ Recording on the Client
v Enable Auto Loain Path:
ka0 AEEEIT ,— |C:1ngram FilesiClient Recordings AL
Paseward ,— Fre-Record Time: ,5— Sec  iMax BO)
Fassword Confirm ’— Post-Record Time: 15 Sec  (Max: 120)

Auto recycle recording data when

v Show central ID on server list and matrix list

180 danyis)

’5—%

v K HX Caricel ]

Startup : Check to enable auto startup or auto login.

record time and auto recycle settings.
Instant Playback Setting

Miscellaneous : Check Show central ID on server list and matrix list

Reconnection : Check to enable auto reconnection to NCS Server / NCS Matrix when connection is lost.

Record Setting : Check to enable alarm triggered local recording on NCS client. You may customize pre/post

: Configure pre/post playback length under instant playback windows.

to display server / device / matrix ID

number on server and matrix lists. This is mainly for Joystick control. For details, please refer to p. 88.

To enable Recording on NCS Client

@

Customizing Client Appearance

or instant playback you MUST also start recording from Main
Console. NCS cannot access playback if Main Console has not recorded video.

The appearance of the NCS Client is customizable. The System Control and Alarm Overview windows and their nine
associated tab display windows can be moved or removed to four appearance types:

Floating : A floating window can be moved to any position on the screen.

of the screen where the window is docked.

Hide: Hide the windows can be removed from screen.

Docking : A docking window is aligned with one of the four edges of the application window.

Auto Hide : Docking windows can be set to AutoHide . The window then displays only when you point to the area

Toolbars also can be moved or removed. The outlook of the client can also be changed to various preset styles.

Q To restore appearance back to default, please go to View menu and click on Reset Window Placement .
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To move a main window:

Click the title bar at the top of the window and drag it to the position you want. If you want it to dock at one of the edges of the
NCS Client window, drag it to one of the direction arrow buttons. There are three direction arrow buttons groups of different
windows (refer next page):

The Central group of Map Window, it allow move window to four edge of Map window.
The Outside group of NCS Client Window, it allow move window to four edge of Map window.

The Attached group of individual window, it allow move window to four edge of individual window and move to be
an associated tab display windows.

To move an individual tab display window:

Right-click on a tab and select Floating , or click directly on the tab and drag the window to the position you want. If you
want it to dock at one of the edges of the NCS Client window, drag it to one of the blue direction arrow buttons. The Auto
Hide function can now be applied to that tab window individually.

To move an individual tab display window to a main window:

Right-click on a tab and select Docking , or click directly on the tab and drag it to a tab bar in a main window.

T b8 € b [abrind o |
ol Ldr e [l etk fak
i tal et A e s LA B T

u'.tl

[E}l=Outside Group

5 CEEE— Attached S

R =i

These direction arrow buttons groups only appear when NCS Client preset style set as Office 2003 / Visual
Studio.NET 2005 / Office 2007

To Auto Hide a window (only available when window i s docked):

Either:

Or:

Right-click in the window and select Auto Hide.

In the title bar for the window, click the Auto Hide toggle button ‘& .

The Auto Hide function applies to all tab windows in a main window. If one of the tab windows in a main
window is set to Auto Hide, all the other tabs will also Auto Hide.

To close an individual tab display window:

Right-click on a tab and select Hide or click directly on the Close Window button ¥ on the top right corner of the window.
To display the window again, go to the View menu, point to Toolbars , and then check the window you want to show.
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f@: Another way to close a window is to uncheck a box in the Toolbars menu.
To move a toolbar:

Click on the double line on the left side of a toolbar and drag it to the position you want.

To hide or display a toolbar
Go to the View menu, point to Toolbars , and then uncheck or check the toolbar you want to hide or show. And if user drag

to as an individual menu in window, simply click the ¥ button on the top right corner of the menu to close it.

To change the look of the NCS Client to a preset st yle:

In the View menu, point to Application Look , and choose one of the following preset application looks: Office 2000 / Office
XP / Office 2003 / Visual Studio.NET 2005 / Windows XP / Office 2007

System Operate Mode/Edit Mode

Q To carry out most administrator functions, you need to be in Edit Mode .

Press the Edit Mode toggle button [ Edit Made to enter Edit Mode , and press it again to exit Edit Mode . When in Edit

Mode, the NCS Client will not receive alarms. A flashing indicator \/ reminds you that you are in Edit Mode .

Any changes made to the system must be saved with the Commit B Commit putton. When administrators
& click the Commit button to save changes, other users will be disconnected from the NCS server and will
need to log in again.

NCS Matrix Window Introduction

Move Mouse to right-down area, the icon would auto appear. User can edit/exit the Matrix, further option

please see page 52.

SQL Server Introduction

NCS system is use SQL Server 2005 Express of Microsoft free application software as database. recommend user to use
Microsoft SQL Server Management Studio Express to backup SQL Server. Please refer the web site of Microsoft
http://technet.microsoft.com/en-us/library/ms365247.aspx .
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Part 2: Administrator Functions (Setting Up the NCS
System)

This section describes functions and operations of the administrator to set up the NCS Client software system while in Edit
Mode. Please follow this section to setup Servers/Devices, Maps, Servers/Devices on Map, User Groups and Users,
Coverage, Alarms, and Matrix system.
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Servers/Devices

Servers/Devices

The NCS Client provides the ability to monitor unlimited cameras and input/output devices through unlimited Main Console
servers. For convenience, Main Console servers and their related devices are organized into groups. The default top-level
group is called ServerGroup . Child groups can be added to this in a hierarchical structure.

Q To carry out the functions described below, you need to be in Edit mode and Commit after setup (see
© | page 27).

The license of the software should be registered first before operating the formal version of NCS System.

Q Execute the License Management Tool in Help>License Manager to activate the license from a dongle or serial
"= | number allocated with the NCS software package, or de-activate the license then use it on another PC to activate it
again. Please refer to page 56 for details on how to configure the License Management Tool.

Adding/Editing/Removing Server Groups
To add a server group:
1. Ensure that the client is in Edit Mode and that the ServerView tab is selected.
2. Right-click on the ServerGroup icon |_] at the top of the window, then click Add Group .
3. Enter the group name, then click OK.
4. The group you added appears in the tree structure of the ServerView window.
To edit a server group name:
1. Right-click on the server group icon {__] for the group you want to edit.
2. Select Settings .
3. Enter the name you want, then click OK.
To remove a server group:
1. Right-click on the server group icon |__] for the server group you want to remove.

2. Select Delete and click Yes at the confirmation prompt.

Adding/Editing/Removing Servers

Servers can be added to any server group. When a server is added, the devices on it must be synchronized with the NCS
Client (See page 30). This procedure ensures that the cameras, input/output devices, and metadata devices on the server
are available for monitoring.

To add a server:

1. Ensure that the client is in Edit Mode and that the ServerView tab is selected.
2. Right-click on a server group icon -__], then click Add Server .

3. Enter the server details, then click OK. The Central Management Port should be the same as setup in Main
Console server.

4. The server you added should appear in the tree structure of the ServerView window.

To edit settings of an existing server:

1. Go to server view under Edit Mode .
2. Right-click on an existing server and choose Settings...

3. Click OK after configuration is done.
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*J Server Configuration
~Basic sefting
Server Name: [Local Central Manitoring Port: [s170 Detect
IP Address: |192.1 68.1.104 Live Streaming Port: 5150 Default
User Name: Iadmln Remate Playback Port 5160
Passwird: I Remate Desktop Port: 5140
[~ Server Information
State [Wichigan add || et [ it | [ Expot | [ mmpot
City: IDetmit Caontact Mame | Contact Phaone | Coverage
Leonardo 0987654321 Always
Zin |123455 Conatello 0912345678 Always
Rafael 0963852741 Always
Server Address Think Origin 18 M o 0987412365 Aways
Account Type: Superman
Other Information:
<] i Y
\/ Ok § -—x Cancel

Licenses for all servers and devices (cameras, I/0 devices and metadata devices) need to be activated via
NCS Client. (See Page 57)

If you enter the Central Management port and click Detect, the NCS system will auto-detect the ports for
Live Streaming, Remote Playback and Remote Desktop.

Click the Server Info button to open a Server Information window, and the Server Information will be
displayed on the Alarm detail window when an alarm is active.

To add contacts to the server: Contaet Configmation
1. Click on Add under Server Configuration. ame: |Lecnardo
*Phone: LT
2. Complete the required info and click OK. B o [landine
Pass Code: as27
Permit: |225
To synchronize server devices: Faic [0aE5632147
Right-click on a server icon & then click Synchronize Device . Then, all EHtE [leo@tine com
cameras, metadata and input/output devices of Main Console server will O General Manager
appear and be available for monitoring.
Gortact Time [ tways -
[ ok | [X cncel |

You must have enough licenses for the devices, otherwise the devices without licenses will show disable

icon 3( In the Tool menu, select Server Summary to check the license status.

To edit server settings:

1.
2.

Right-click on a server icon &4 then click Settings .

Enter the required settings, then click OK.

To remove a server:

1.
2.

Right-click on a server icon &4/,

Select Delete and click Yes at the confirmation prompt.

You may sort servers under server groups or devices under servers according to name or type. To do this
right click on any server group or server under Edit mode and choose Sort by... Name or Type. You may
also drag and drop icons to rearrange order manually.
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Maps

The Map window displays indicator icons representing the devices and servers that the NCS client monitors. They are
shown against map backgrounds. This enables quick and easy control and monitoring of devices according to their location.
Multiple maps of different locations and at different scales can be used, as described below. To change the size, pan
settings and brightness of map graphics, see page 71.

Q To carry out the functions described below, you need to be in Edit Mode and Commit after setup (see
page 27).

Map Hierarchy

Maps can be layered in a hierarchical structure. Typically, the top—level (parent) map is at a large enough scale to cover the
geographical areas of all the lower-level (child) maps. Each child map is assigned an icon on the parent map. Clicking a
child map icon shows the child map in the Map window. Multiple levels of child maps can be defined.

= B Taivwan

=B MUUIO Taipei

Q The default top level map is provided by . To change this, see the section To edit map settings below.

Adding/Editing/Removing Maps

To add a child map to a parent map:
1. Ensure that the client is in Edit Mode and that the MapView window is selected.
2. Right-click on the icon for the parent map E’ then click Add Map .

3. Enter the required details.

4. If you do not want to use the default indicator image, please manual import another image and set to default (For
information on importing indicator images, see page 32.).

5. Click OK. The map you added appears in the tree structure of the MapView window.
6. The map indicator appears on the parent map. Drag it to the position you want.
To edit map settings:
1. Right-click on a map icon E’ then click Settings .
2. Enter the required settings, then click OK.
To remove a map:
1. Right-click on a map icon E’
2. Select Delete and click Yes at the confirmation prompt.

You may sort maps and devices on the map list according to name or type. To do this right click on any
Q map under Edit mode and choose Sort by... Name or Type. You may also drag and drop icons to
e rearrange order manually.
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Servers/Devices on Map

Each Main Console server or device can be assigned to a map. An indicator for the Main Console server or device is
displayed on the map at the position you choose. This allows quick and easy control and monitoring. You can control the
orientation of indicators as well as the appearance of accompanying text and the information it shows. The NCS Client
software comes with default indicator images, but you can also import your own.

Q To carry out the functions described below, you need to be in Edit Mode and Commit after setup (see
page 27).

Importing Indicator Images

To import an indicator image:
1. Inthe Edit menu, select Import Indicator Image .

2. From the drop-down list, select the type of indicator image you want to import.

Import Indicator Image i £
= e~ |
"‘V'“ mport

pose |
0k
[~ Derauit

3. Click Import , browse to the required image file, and open it.

4. Click OK.

Q If you want to set a specific image as the default for a file type, select the image, then select the Default
& | checkbox.

Adding/Removing Device Indicators
There are two ways to add device indicators to a map: MapView display and ServerView .

To add device indicators to a map in MapView:
1. Ensure that the client is in Edit Mode and that the MapView window is selected.
2. Click on the map icon E’ for the map you want to add an indicator to. This displays the map.
3. Right-click on the map icon.
4. Click Add Server Indicator , Add Camera Indicator , Add Metadata Indicator or Add I/O Indicator , as required.
5

From the drop-down list, select a device.

J Cameza Configuration

5 Select Camera

[ [oemo =l

Indicatar [con:

[ Show coverage area

Range *Ji 100
a
Radian 255 to 285
270 @ ag

180

pppy to .| [V o | [ X cancal |

Page - 32



Central Management System
Servers/Devices on Map

6. Choose an indicator.

4 Camera Configuration %]

Select Camera
[pemo -

Indicatar [con;

= 0

7 [¢ Show coverage area

Range -
0
Radian 55 1o 285
e

180

[ fepyto. | [V o | [ X cancal |

7. When the device is a camera select Show Coverage Area to set the Range and Radian.
8. Click Apply to... if you need to apply settings to other camera indicators.
9. Click OK.
10. The device indicator will appear on the map. Drag it to the required location.
To drag a device indicator to a map from ServerView:
1. Ensure that the map you want is displayed.
2. Click on the ServerView window.

3. Directly drag a device to the desired location on the map.

Q If you are in MapView and click on a device which has already been added to a map, the map for that
= | device will be displayed.

To remove a device indicator from a map:
1. Right-click the indicator.
2. Click Delete.

3. Click Yes in the confirmation window.

Edit Device Indicators

An indicator image can be rotated, mirrored, or changed. The image can also be set to refer to a different device than the
one originally chosen.

To rotate a device indicator to a preset angle:

Once a device indicator has been added or dragged to a map, the indicator image can be rotated. This is useful to show
which direction a camera is pointing.

1. Right-click the indicator or right-click the device from MapView .

2. Click Rotate and choose an angle (preset angle 0, 45, 90, 135, 180, 225, 270, or 315 degrees).

@ The radian, range, color and area of Camera Indicator can be set to show camera coverage.
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To rotate a device indicator to an arbitrary angle:

1
2
3.
4

-
S icon from Edit toolbar.

Right-click the indicator or right-click the device form MapView, or click
Click Rotate Arbitrary .
Use the rotation handle to rotate the indicator to the desired angle, then click to fix the angle.

Click Rotate Arbitrary again to close this option.

To mirror a device indicator:

Indicator images can be mirrored (flipped horizontally) so that a mirror image is displayed. One use would be to show in
which direction a camera is pointing. For example, a default image may show a camera pointing left.

1.

2.
3.

Right-click the indicator or right-click the device form MapView .

Click Mirror .

Mirroring would then have it facing right.

The mirror command is a toggle. To un-mirror a previously mirrored indicator, follow steps 1 and 2 again.

To change a device indicator image:
1.
2.
3.

Right-click the indicator or right-click the device form MapView.
Click Settings .

Select the indicator image you want, then click OK.

Q\

To import a new indicator image, see page 32.

To remove a device indicator from a map:
1.

2.
3.

Right-click the indicator or right-click the device form MapView.
Click Delete.

Click Yes in the confirmation window.
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Coverage

Coverage is a defined period or periods of time. This is used for the following purposes:

* To define the times a user can log in to the system and use the NCS client. This coverage is applied according to
the local time of the NCS Client.

* To define the times that an alarm is active. This coverage is applied according to the local time of the source Main
Console server.

Q To carry out the functions described below, you need to be in Edit Mode and Commit after setup (see
page 27).

Adding/Editing/Removing Coverage

To add a coverage:

1. Ensure that the client is in Edit Mode and the Configuration window is selected.
2. Right-click on the Coverage folder icon [ Coverage , then click Add Coverage .

X

Coverage Mode: @ General O Specifc Day

©Add Time Period O Remove Time Period Clear Al
)

N on p o

3. Inthe Coverage Dialog window, enter a coverage name and, if you want, a coverage description.
4. Choose a coverage mode:

* General is for regular coverage periods.

e Specific Day means that this coverage applies to a specific date only. Choose the date from the drop-down list.
5. Select the time periods you want for this coverage.

* Drag over the time periods you want. Selected periods appear in blue.

e Toremove periods, select Remove Time Period and drag over the periods you want to remove.

e To clear all selected periods, click the Clear All button.

6. Click OK. The coverage you added appears in the tree structure of the Configuration window.

Q You can also add a coverage from the Edit menu by pointing to New Object , clicking on Coverage then
following steps 3 — 6 above.

To edit a coverage:
1. Right-click on the coverage icon for the coverage you want to edit.
2. Select Edit Coverage .
3. Edit the settings as required.
4. Click OK.
To remove a coverage:
1. Right-click on the coverage icon for the coverage you want to remove.

2. Select Delete Coverage and click Yes at the confirmation prompt.
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User Groups and Users

System administrators can control who can use the NCS client, when they use it, their ability to perform various functions,
and which devices they can access. Privileges are assigned via user groups. For each user group, an administrator can
define permitted functions as well as which devices the users in that group can access. Password control, permitted access
times (see page 35), and a matrix profile (see page 47) are configured in the settings for each user.

3 Q To carry out the functions described below, you need to be in Edit Mode and Commit after setup (see

page 27).

Adding/Editing/Removing User Groups

To add a user group:

1. Ensure that the client is in Edit Mode and that the Configuration window is selected.

2. Right-click on the User Group folder icon | UserGraup , then click Add User Group .

[2] User Group Configuration

Graup Mame: |Helpgenicestroup

Group Description: |

Function Privilege

¥ Alarm Managemsnt

IV View Alarm Image

v Open Live Videa

[V Open/Backup Recorded Video

v PTZ Cantrol
—

[V Contral Digital Qutput

¥ View and Search Metadata transaction

v Remote Deskiop

v Operata Device Order

v Central Backup

¥ View System Log

v Allow Using Talk

Device Access -

2 Focus Lost
QA Room
Link
2 o
7 Vivotek IP7161-Room 101-1
[ vivotek FDT141-Room 102-
7 JPK-Room 104-2
JPN-Raom 104-3
" y0-Roam 105-3
" NY-Alarm 201
reats-Alarm 204
£ Streets-Alarm 205
. 2 [O%g TestPOS
£ 1R TestPOS
= 0% Demo
-[Jfig TestAccess Control
&g TestPOS
-[JéR TestLPR

A m | 2]

-0~
O

o ] (X coea )

]

ol

3. Inthe User Group Configuration window, enter a group name and a group description if required.

4. Inthe Function Privilege area, select the privileges for members of this User Group :

* Alarm Management — allows users to change alarm status on the Alarm Management window (see page 62).

Alarm Management
S

- Alarm Information
|| mam Name:

Source Device:
Event Type:
Date [ Time:

Alarm Image —

- Saurce Server Information
Server Name:

Date  Time:

Address:

City.
State:

Zip.

Other Infarmation;

- A Guide

[larm one

[Lacal-Taipei Sirests

|General Motion

[2010-11-0810:45:41

[Lacal
[2010-11-04 10:45:41 (ONT+08:00)

contact | History |

Digital Cutput

Name Fhone Contart Time

Alarm Status —

Btatus: hew -
ity I —
Saner T—

Hlote:

°

— Alarm Management

* View Alarm Image — allows users to see a snapshot from the camera as an icon in the Recent display (see
page 62) and view snapshot on Alarm detail Window.
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User Groups and Users
Open Live Video — allows users to open a live video window to view image of the camera and related devices
from the Alarm Detail window or by right-clicking on a camera indicator.

Open/Backup Recorded Video — allows users to open or back up recorded video of the camera and related
devices from the Alarm Detail Window or by right-clicking on a camera indicator.

PTZ Control — allows users to control the PTZ (pan, tilt, zoom) settings of compatible cameras. This option only
works when users also have Open Live Video authority. Priority of PTZ control of the user group is defined by
numbers 1-10, with 1 for the highest priority. Users with higher priority can obtain PTZ control from other users.

Control Digital Output — allows users to control digital outputs such as alarms. This option only works when
setting 10 devices as related devices in Alarm setting (see page 41).

View and Search Metadata transaction — allows users with authorization to search metadata transactions.
Remote Desktop — allows users to open a remote desktop.

In the Device Access area, choose the devices which members of this User Group will be able to access. If the
devices have not been enabled in Device Access table, users still don’t have allow to use above functions.

Click OK. The user group you added appears in the tree structure of the Configuration window.

You can also add a user group from the Edit menu by pointing to New Object , clicking on User Group
then following steps 4 — 6 above.

For quick add a new User Group, please use Insert Copy option by right-click on the User Group which
you want to copy.

To edit a user group:

1.

2
3.
4

Right-click on the User Group icon - for the user group you want to edit.

Select Edit User Group .
Edit the settings as required.

Click OK.

To remove a user group:

1.
2.

Right-click on the User Group icon +z for the user group you want to remove.

Select Delete Group and click Yes at the confirmation prompt.

Adding/Editing/Removing Users

Add new users and modify or remove existing users. You may choose to add Central Users directly in the system or
import users from MS Active Directory (MSAD) as Windows Users .

To add a Central User:

1.
2.

Ensure that the client is in Edit Mode and the Configuration window is selected.

Right-click on the User folder icon - User , then click Add Central User . The User Configuration window
appears.
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TUser Configuration

User Mame: |

Password: |

Confirm Passwaord: |

Description: |Administrat0r

Email: |Ieo@|line .com

Fhone Mumber: |DQ1950422?

Lser Group: |Administrat0r j
Coverage: |Always j ]
Initial Yiew Graup: |Ngne j @
r

(v ok | [X cancel |

In the User Configuration window, enter a user name.
If password access is required for this user, enter and confirm a password.

Enter a description if needed.

o o~ o

If you want this user to receive auto alarm notifications by email or SMS, enter the email address and/or Cellphone
number.

7. Choose a user group, a coverage (see page 35), and a matrix initial view group (see page 47) from the drop-down
lists. The coverage here is based on the NCS Client’s local time.

8. Click OK. The user you added appears in the tree structure of the Configuration window.

Q You can also add a Central user from the Edit menu by pointing to New Object , clicking on User then
= | following steps 3 — 8 above.

To edit a Central user:
1. Right-click on the usericon . for the user you want to edit.
2. Select Edit User .
3. Edit the settings as required.
4. Click OK.
To remove a Central user:
1. Right-click on the usericon . for the user you want to remove.

2. Select Delete User and click Yes at the confirmation prompt.

Q Enable Disable User Account option on User Configuration window also can reject this user account to
&= |login NCS system.

You may sort users and user groups on the configuration window according to name. To do this right click
Q on User or User Group under Edit mode and choose Sort by... Name. You may also drag and drop icons
= to rearrange order manually.
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To add / remove / synchronize a Windows User:
1. Right-click on the User folder icon -] User , then click Add/Remove/Sync. Windows User . The Select Group /

Select User window appears.

Select User

Active Directary Domain |Dx6p?g39b9

Select Active Directory user{s):
= =9 Adrninistrators (Administrators TR T SRAITFRT ~ |

O3 Backup Operators (Backup Operators REEEBRIGETE
O53 Guests (Guest {RIGTEEATD User B8R S = H AHRT
=13 HelpSewicesGroup SRR X1 PLEHE)

&% SUPPORT_388945a0 (CH=Microsoft Corporatiar
O3 Netwark Configuration Operators (B35 EEEAPHIAEET
=3 Power Users (Power Users BFE A5 B ARSI 5
O3 Remote Desktop Users (T35 B8R PR S WIEERET
[ Replicator GEIERIE PAHERIER

<] 1l 1>

[. .SelectAII | [ Deselectai

Group mapping:

MSAD Group Central User Group
[LJHelpServicesGroup HelpServicesGroup
JPower Users Power Users
[JReplicatar Replicatar

I Administrators Administrator

(/o J[X cana ]

2. Check users or folders under Select Active Directory user(s) and click OK to add Windows Users.

-SQI Click Select All to check all available users and folders, or click Deselect All to uncheck all users.

Group Mapping:
Selected Windows users will be grouped according to default mapping:

MSAD Group Central User Group

Administrator Administrator

No Group Default User

Other Groups Automatically add a new user
group with the same name

Q You may further modify group setting for each user manually. Please refer to edit a Central User on page
38 for details.

Q Editable columns for Windows Users include Email, Phone Number, User Group, Coverage, Initial
& View Group and Disable User Account

3. Synchronization results will be displayed for confirmation. Please refer to the default solution for all conflicts:

New accounts added from AD domain Add to Central System

Accounts from AD domain removed Delete from Central System
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Account description modified Update description

Encountered admin account Skip admin account

Newly added account from AD domain conflicts Replace Central user account
with existing central user account

Current logged in account removed Skip login user
Active Ditectory Sync Tool
Conflicts:
User Marme Description Solution
M8 aaa £dd to Central System
&S administrator  EFIBEERE EERIAEIES &dd to Central System
&2 AsPHET Account used for running the &...  Add to Central System
M8 Hepsssistant AR {EERIRENTIES &dd ta Central System

[M83SUPPORT 3. SRESAREERFMEEIES  Delste from Central System

v 0K [X Cancel ]

4. Uncheck items to skip applying solution to NCS Client user account settings.
For example, if you uncheck an “Add to Central System” solution, the new account will not be added to NCS
Client's user account list.

Q Instead of manually adding and updating Windows users, you may also configure the system to
& | automatically synchronize all Windows users at a specific period.

To configure automatic synchronization on Windows U sers:

1. Right-click on the User folder icon -[C_| Uset , then click Auto. Sync. Windows User Setting . The Automatically
Synchronized Setting window appears.

Check Automatically synchronize Windows users
Configure synchronized period to start every ___ days.

Define synchronized time to decide what time the synchronization should start.

o M N

Click OK.

Auntomatically Synchronized Setting

Automatically synchronized setting

v Automatically synchronize Windows users

Synchronized period: 1 Day(s)
Synchronized time: 10:00 =

fo 0K | ’)( Cancel ]

Q Auto synchronization will apply all default solutions to conflicts.
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Alarms

The alarm functions of the NCS Client can be configured to monitor many different events triggered by cameras, input
devices, output devices, and servers.

Q To carry out the functions described below, you need to be in Edit Mode and Commit after setup (see
' page 27).

Adding/Copying/Editing/Removing Alarms
To add an alarm:
1. Ensure that the client is in Edit Mode and the Configuration window is selected.

2. Right-click on the Alarm folder icon -~ alatm , then click Add Alarm .

=] Alarm Configuration @
General Auto Botife (NCE Client)
Alarm Mame: |Demn Alarm v GotoMap Layer @
Alarm Description: |f0rtesting Iv Popup Live Video Window

Alarm Priority: Critical b

I~ Play Sound B
Alarm Owmer: admin x

Send to Matri: Derna Matrix LJ
Coverage: Alwrays - @
Group: Group 1 -
Rearrn interdal: 5 second
v Show Related Carmera to Matrix
v Clage Alarm ]
 Auto Close Alarm Auto Motify (NCS Server)
&+ Close Alarm After 130 saconds g ] [ o
[~ Recording on NCS Client |
[ Alarm Management Guide ]
=[P ServerGroup &l |1 - O Source Server Disconnecia| | =0 ServerGroup |
= [F TestServer | | |= OtD System Log - [#]'® TestSerer IF |
- ~[O% Surveillance Sever || | = (00 Metadata Channel Event : O 2 vivatek IP7161
2 vivolek IP7161 il [ Transaction Start : 0O * vivotek FD7141
~[F ® vivotek FDT141 | - [ Transaction End [
- ® JPN [ Open Cash Drawer i o> vo
“E 2 Vo : i 02 wy
2> MY O 2 Streets
- ® Streets [ 2 ofice
- ® Office O * Immenision
- & Immerdsion - [ Usert defined 4 O 2 Camera Qcclusion
2 Camera Occlusion : QE, User defined & 2 Counting
- ® Counting = 2 Missing Object
-[F ® Missing Object |ae| || * Foreign Ohject
<] | & <] 2] » Focus Lost el
[ ok | [ X Cancel ]

3. Inthe Alarm Configuration window, enter an alarm name and alarm description.
4. Choose an alarm priority and an alarm owner from the drop-down lists.

5. Choose from the following settings:

e Choose a coverage (default coverage is Always). The coverage here is based on the alarm source device’s local
time.

e Enter arearm interval. If the rearm interval is too short (default interval is 5 sec.), multiple alarms may be
triggered by certain events such as motion.

You can pick from two Close Alarm options. If you want the alarm to close automatically when the triggering
event ends, check Auto Close Alarm . You can also set a timer for the alarm to close automatically after a
couple seconds.

e If you want to record video locally whenever this alarm is triggered, check Recording on NCS Client.
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Q To enable recording on NCS Client, you must check Recording on the Client under Edit — NCS Client
: Setting — Record Setting. See page 25 for details.

e If you do not want to put the alarm into effect straight away, check Disable Alarm .

e If you want, click Alarm Management Guide and enter text. This text appears in the alarm detail window (see
page 65). The text also appears when users point to a device for which the alarm is active.

6. Select options in the Auto Notify (NCS Client) area:

* If you want the map window to automatically display the map for the alarm’s source device, select Go to Map

Layer. User can click on_ﬁ icon to stop this function when day to day use.

* For a camera alarm event, if you want a live video window from that camera to pop up, select Popup Live Video
Window . Up to three live video windows can be open at a time. User can click on % icon to stop this function
when day to day use.

¢ If you do not want to send the video of an alarm source camera and a related camera to matrixes, check Disable

to Matrix button [ .
e If you do not want alarm events to replace old events on the Matrix if the Matrix is full and users do not close old

events, check the Disable Matrix Popup button %.

Q NCS system will auto filter the same alarm of one camera, it can’t allow one alarm of a camera to use
' more than one popup live video windows.
* If you want a sound to play when the alarm is triggered, check the Play Sound box, then click the URL button

and browse to a sound file.

* For a camera alarm event, if you want the camera’s video feed automatically sent to a matrix, choose a matrix
from the Send to Matrix drop-down list and a Group . If a related camera is selected, you can also choose to
Show Related Camera to Matrix by checking that box.

The options of this section, Go to Map Layer, Popup Live Video Window, Play Sound , Send to Matrix ,
_ and Show Related Camera on Matrix settings apply only to one computer. If users run the NCS Client on
Q another computer, they will have to configure the settings for that computer. To use Send to Matrix and
Show Related Camera on Matrix , a matrix must be configured (see page 46), and that matrix must be set
to Allow Show Video on Event (see page 86).

7. Select options in the Auto Notify (NCS Server) area:

* If you want the server to send an automatic email to users when an alarm event happens, click the Email button
and then select users.

e If you want the server to send an automatic SMS message to users when an alarm event happens, click the
SMS button. The text of the message is [Alarm Name] on [Date/Time].

Q To configure the server's GSM modem and email settings (including email content), see page 43.

8. Inthe Source Device area, select the device/s which will trigger this alarm.
9. Inthe Event Message area, select the event/s which will trigger this alarm.

10. In the Related Device area, select devices which you want to relate to this alarm. For example, an input device
event can automatically trigger a live video popup from a related camera.

11. Click OK. The alarm you added appears in the tree structure of the Configuration window.

Q You can also add an alarm from the Edit menu by pointing to New Object , clicking on Alarm then
' following steps 3 — 11 above.
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To copy an alarm:

1. Right-click on the icon " for the alarm you want to copy.

2. Select Insert Copy .

3. Configure the alarm as described above.

4. Click OK. The alarm you added appears in the tree structure of the Configuration window.
To edit an alarm:

1. Right-click on the icon - for the alarm you want to edit.

2. Select Edit Alarm .

3. Edit the settings as required.

4. Click OK.
To remove an alarm:

1. Right-click on the icon % for the alarm you want to remove.

2. Select Delete Alarm and click Yes at the confirmation prompt.

Central Server Configuration Window

The Central Server Configuration window controls how the server keeps alarm records, and also GSM and E-Mail server
settings for auto notification of alarms to users. Go to Edit — Server Configuration under edit mode for this window.

Q If necessary, consult with your IT administrator for details on these settings.

Central Server Configuration

alam | Hotine |

Alarm Recycle Scheduled Central Backup

Keep Closed Alarms 180 day(s) v Enahle Scheduled Central Backup @
Keep All other Alarms 180 da(s) Start Time: 14:00 %

Auto recyele alarm image when Recurrence: ’m

starage is less than a % Evi ,1— .

To configure server alarm records:
1. Inthe Edit menu, click Server Configuration

2. Inthe Alarm Recycle area of the Central Server Configuration window, enter the number of days to keep
closed alarms and all other alarms.

3. Set a storage limit for alarm images on percentage. Recycling will be triggered under the desired remaining
percentage of storage space.

Q The default period of Keep Closed Alarms is 180 days. The NCS system will remove all closed alarms
& three days old by 12:00 PM every day.

Q The default period of Keep All Other Alarms is 180 days. The NCS system will remove all closed alarms
“&7" | thirty days old by 12:00 PM every day.

Q The default limit for Auto Recycle is 5%. The NCS system will start recycling the oldest images when
& |there is less than 5% storage space left.

To setup scheduled alarm backup:
1. Inthe Scheduled Central Backup area of the Central Server Configuration window, check Enable.

2. Define Start Time and Recurrence of schedule backup.
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Q This backup refers to alarm records and does not include video. For video backup please refer to page
w79

For manual alarm backup:
1. Goto Central Backup under Tools.
2. Choose Full Schedule Backup or Partial Schedule Backup.

3. Check Backup Alarm Image if you would like the snapshots saved as well.

Ceniral Backup

—Manual Backup
 Full Schedule Backup
+ Partial Schedule Backup

Start Time: |2lJ1 009 0718 TR 2 2

End Time: |201DI11IDQ 0715 FF = -

v Backup Alarm Image

[ Start Backup | [ Cancel ]

4. Click Start Backup to start.

Q This backup refers to alarm records and does not include video. For video backup please refer to page
w79

Central Server Configuration

Alarm  Hotline |

- E-Mail ~ GEM Modem
*BMTP Server. I Port: INUne -
*Paort: |25 [~ Secure connection (S50 Baud Rate |1 200 -

“E-Mail Sender | FIN Code: |
E-Mail Subject; I Test Phone: I

Body Content: [ Send Test Message ]

I~ SWTP server needs authentication

User Arcout: I
Fassyward: I

l Send Test Mail ]

[\/ Ok ] [ X Cancel

To configure system auto notification via email:
1. Inthe Edit menu, click Server Configuration . Select the Hotline tab.

2. Inthe E-Mail area of the Central Server Configuration window, enter an SMTP server, port and select Secure
connection (SSL)

3. Enter an email sender, an email subject, and the body content of the email.
4. If the SMTP server requires authentication, check the box and enter the user account name and password.

5. If you want to send a test email, click Send Test Mail .
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To configure system auto notification via SMS:

1. Inthe GSM Modem area of the Central Server Configuration window, select a port and a baud rate from the
drop-down lists.

2. Enter a PIN code if required.

3. Ifyou want to send a test message, enter the destination phone number and click Send Test Message .

Q NCS system will auto filter the SMS for the same alarm, one alarm can’t trigger another SMS before one
"~ | SMS send out.
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Matrix System

The NCS Client provides feeds over the Internet to multiple video matrixes. Each matrix can display images from up to 64
cameras, along with text above each image including information about the camera and server.

Q

page 27).

Adding/Editing/Removing Matrixes

To add a matrix:

To carry out the functions described below, you need to be in Edit Mode and Commit after setup (see

1. Ensure that the NCS Matrix system is running, either on the same computer as the NCS Client, or on another

computer.

2. Ensure that the client is in Edit Mode and the Configuration window is selected.

3. Right-click on the Matrix folder icon -] Matrix , then click Add Matrix .

Matrix Setting Matrix Setting Matrix Setting
General | 05D | Metagata | General 08D | wetadata | General| 050 Metadata |
Configuration v Enable camera 0OSD | Enable Metadata overlay
Matrix Narne: |Dem0 Mt Foreground Foreground
Font: | Tahoma | Fant [T Tahoma =l
IP Address: |192.168.1.68 S m Sime: m
Fart: 5210 Color 1 Color ] v:
¥ Bald v Edge ¥ Bald v Edge
Backaround Backaround
Rendering Option ey - :v ey - v
o (P et ) (Rt Transparency: —— 4 Transparency: —} 40
Info
W Server Name
I Camera Mame
W Camera Type
W Bitrate
Vo | [ X cancel | fv ok | [x concel | [« o | [X cancel |

e To choose the rate at which camera images are updated on the matrix, enter a camera tour interval.

5. Under OSD in the Matrix Setting window

*  For text displayed on the matrix, select a font, a font size, and font styles.

e Choose what information is included in on-matrix text, by checking Info: Server Name , Camera Name, Camera
Type and Bitrate boxes as required.

6. Under Metadata in the Matrix Setting window

e Select enable or disable Metadata overlay

* For Metadata information displayed on the matrix, select a font, a font size, and font color.

-:Qj

To edit a matrix:

1. Right-click on the icon |H for the matrix you want to edit.
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2. Select Edit Matrix .
3. Edit the settings as required.
4. Click OK.
To remove a matrix:
1. Right-click on the icon |H for the matrix you want to remove.
2. Select Delete Matrix and click yes at the confirmation prompt.

To configure the NCS Client for a multiple matrixs  ystem:

Follow steps 1-7 of the procedure described above, entering the matrix name and port as appropriate for each matrix.

Configuration configuration
Matrix Narme:  Matrix 1 Matrix Mame: | Matrix 2
|IP Address: | 192.168.1.51 IP Address: 1921681 51
Port 5210 | Port 5220

You may sort matrixes on the configuration window according to name. To do this right click on the Matrix
Q icon from Configuration under Edit mode and choose Sort by... Name. You may also drag and drop
=" |icons to rearrange order manually.
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View Group Management

A View Group (Matrix Profile) stores the Matrix grids, stream profiles and camera positions for one or more Matrixes. (For
information on configuring Matrix grids and camera positions, see page 86). All users can load View Groups, but only
administrators can save and edit them.

Q For information on how to setup a Matrix, please refer to page 86.

Before proceeding to View Group Management, please carefully differentiate the terms below:

View Tour : A set of predefined Views grouped to display one after another. Each View is independently configured and
can include different Matrix grid layouts and different video channels.

Camera Tour : A single View that contains more video channels than the chosen Matrix grid layout. All channels will be
displayed in carousel under the same Matrix grid layout.

Grid Tour : A single video grid that contains more than one video channel. The video channel will be displayed one after
another in the grid.

Alarm Tour : You may reserve specific grids in each view for alarm video display. These grids are marked with a
colored corner. When incoming alarm videos exceed the number of reserved grids, the rule for displaying alarm video is
called Alarm Tour. You may choose from two modes, Simple and Salvo.

View Groups can be managed under the View Group List under the System Control Window.

View Group List X
=[] Wiew Group List
= [FR Group A
=[] 3x3 Entrence
2 01PN
2 0% NY
@ 03: Tour - Towr de Tadwan
¥ 44 Exit
+1-{H| 2x2 Hall
= ‘% Yiew Tour
+ Group & - 31 Entrance
+ Gronp & - daed Exit
+- [ Group 4 - 2:¢2 Hall
fH Group B
fF Group C

Frcery,. | @mMap.. | 2 con... | B vie...

To add a new View Group:

Right click on [ View Group List 5nq select Add View Group .

To add a new View:

1. Rightclick on any View Group 1 Growp and select Add View. You will see the View Configuration window.
2. Insert a name for the View in View Name .

3. Alllicensed cameras will be under Available Cameras . Select the cameras you want to add to the View and

press IE Press to remove selected cameras.

4. Use the buttons and E] to adjust sequence of cameras.

5. Right click on any camera to choose a suitable stream profile.

6. Click to switch between different matrix grids.
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7. Click E] to assign alarm video channels to show video on event.
groups indicated with 16 different colors under Group Setting .

You are able to define up to 16 different

T, ¥iew Configuration |

WYiewr Mame

}M Hall

Available Cameras:

2 Test Server
® Test Server
® Test Server
® Test Server
® Test Server
® Test Server
2 Test Server
® Test Server
2 Test Server
® Test Server
® TestSenver
* Demo

2 Demo

2 Demo

* Speed Do
* Speed Do...
* Snrad Do
<

* Test Server

Vivotek IPT161
Vivotek FDO7141
JPM

b

Camera Occlus
Counting

Missing Ohject |

Foreign Ohject
Focus Lost

QA Room

Link

Kils}

QA Room
HWAE

Desktop
VIMOTER-FD71:

wAll

D-Link-DCS-65,
]

B Add

& Remove

Selected Cameras:

2 Test Server- WY

® Test Server- Streets

* Test Server- Office

* Test Server- Immerisian

(2]

Bl-] [v]-]

Auto Scan Interval:

Alarm Catousel Mode;

12 SEC.
Simple -

[v

oK ] Ix Cancel]

By Clicking on the grids, you assign them as alarm video channels which will display
alarm associated video when alarms are triggered. The corner of the grid will be
marked with colors that stand for different groups (refer to picture on the right).

, please refer to p. 42 for details.

For Alarm Configuration

8. Set Camera Tour Interval.

El=a

Note that if no grids are reserved for alarm videos, they cannot be displayed in the matrix. A naotification
will be shown in the status bar on the bottom of the NCS Client window.

Maximum channels for each view is 64 chn. This includes those in Grid Tour . Refer to the next section
for more info on Grid Tour .

When the number of cameras exceeds the number of Matrix grids, Camera Tour will be activated.

Camera Tour does not involve changes of Matrix grids. For example, if you assign 12 cameras into a 3x3,
9 camera grid and set Camera Tour Interval at 2 seconds, the first 9 cameras will be shown for 2 seconds,

then the remaining 3 cameras for another 2 seconds. The circulation continues until manually stopped.

9. Set Alarm Tour Mode : Simple or Salvo

Alarm Tour takes effect when grids assigned as alarm video channels are all occupied, and new alarm

@

continuously until the alarm is closed.

O

10. Click OK to save settings.

1)

To add a new Grid Tour:

this. Refer to p.86 for more Matrix settings.

Camera Tour of a view will be stopped when Alarm Tour starts.

associated video is ready for display. Under Simple Mode , old alarm associated channels will be replaced
by new ones. Under Salvo Mode , alarm associated channels will go into carousel and be displayed

View groups can also be saved directly from the Matrix List. Click the Save view group button = to do
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1. Right click on any View Group 1 Gmwp and select Add Grid Tour.

window.

View Group Management

2. Insert a name for the Grid Tour in Grid Tour Name .

You will see the Grid Tour Configuration

{4 Grid Tour Confignration’

Grid Tour Name:

Availahle Cameras:

Server Name
P Test Server
3 Test Server
* Test Server
2 Test Server
P Test Server
P Test Server
P Test Server
2 Test Server
2 Test Server
P Test Server
P Test Server
2 Test Server

 Camera Name

Yivotek IPT161
Yivotek FD7141
JPM

Immerision
Camera Occlusic
Counting
Missing Object
Foreign Object

= Add

@ Remove

Selected Cameras:

Server Mame

Camera Mame

> TestServer
* TestServer
® Test Server

JPH
W0
MY

@

Grid Tour Interval

2 SEC.

P TestServer  Focus Lost

2 TestServer A Room

¥ TestServet  Link

2 TestServer  WIO

3 | [ 30 TN [J 0k ] l X cancel ]

3. Alllicensed cameras will be under Available Cameras . Select the cameras you want to add to the Grid Tour and

press . Press to remove selected cameras.

Use the buttons and to adjust sequence of cameras.
Right click on any camera to choose a suitable stream profile.

Set Grid Tour Interval .

N o &

Click OK to save settings.

After defining a Grid Tour , you will be able to include it in the View. It will be displayed with other cameras
under the Selected Cameras List.

To add a new View Tour:

1. Right click on [ Tiew Group List ang select Add View Tour. You will see the View Tour Configuration  window.
7 View Tour Configuration
Wiew Tour Marme: |
Available Views Selected Yiews: 7]
| Tour interval: 2 set
Gruu.. View 0 Gruup A- 3x3 Entrance @
Grou View 0 Group A- 434 Exit Alarm Views: M -
B Graup A- 22 Hall ==
% Add
<] Im | X
[« ok | [ X Ccancel ]

2. Insert a name for the View Tour in View Tour Name .

3. All Views will be under Available Views

C

4. Use the buttons and to adjust sequence of Views

. Select the Views you want to add to the View Tour and press

A | press [ Remeve | 1) remove selected Views.
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5. Set Carousel Interval .

6. Select an Alarm View . When alarms are triggered and alarm related video is ready to be displayed on reserved
grids, View Tour will stop on the selected Alarm View to display the video. For more information, please refer to p.
49 on assigning alarm video channels to show video on event.

7. Click OK to save settings.

View Group List x
. . . =~ View CGroup List
To load a View Group / View / View Tour: =/ Group &
—-{EH| 3x3 Entrance
1. Go to Operate Mode. 3 01PN
) ) 3 0T HY
2. Go to the View Group List [ Tiew Growp List nder the System (& 03: Tour - Tour de Tadvan
) ] 4w Exit
Control Window. + || 22 Hall
. . . . . = v T
3. Todisplay all Views of a View Group , right click on any of the r? “E;QE;A. 333 Entranes
. + Growp & - 404 Exit
Groups and choose Load on Matrixes. + [ Growp 4 - 22 Hall
4. To display one specific View or View Tour , right click on the View / :: gﬁﬁgg
View Tour and choose Show on Matrix.
Frcery,. | @mMap.. | 2 con... | B vie...

To assign users to an initial matrix view group upo n startup:
1. Go to Edit Mode.

2. Right click on a specific user under Configuration under the System Control Window.
3. Click on Edit user.
4. Under User Configuration , choose a view group from the drop down list under Initial View Group.

This View group will be started automatically when this user logs in.

[PEdtMode |5 G bd @ i et %]
Configuration - R X Uikt ik T
[ 1= [ User Group ' Pamvn 5
- Adminstator
- ad.mm Cordrm Paswword |
L= r__l Usey Dwrscpphon |-K;n::|| R
- ._,:L : Ermak |
= (3 Alsm ! Bhnra W [:-"mTﬁ:‘T
bl Edtuser. | g
[=1[71 Coverag Ligar Dhitnag |l-:r:-|'-'.:i|o: -|
. r_lfM:'-}aﬁiw | | o rm 50
|| Matrix One e Drcin gt EL ]
[ Matrix Two | r u . ,l |
|
g Setver List | 2 Configuration v ok | [ oo |

To rename a View / Grid Tour / View Group / View Tour:
1. Right click on the icon and label under Edit Mode.

2. Click on Rename.

To remove a View / Grid Tour / View Group / View Tour:
1. Right click on the icon and label under Edit Mode.
2. Click on Delete.

To edit a View / Grid Tour / View Group / View Tour:
1. Right click on the icon and label under Edit Mode.
2. Click on Settings...

Q Under Edit Mode , drag and drop to change sequence of Views, View Groups, View Tours, Cameras and
& | Grid Tours.
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Network Management

NCS Server Management

On the NCS Server Window, administrators can Kill Client, change port of connect, and limit the maximum client connections.
To kill a connected client:

1. Double click on the NCS Server icon to open the NCS Server Window.
2. Choose a client IP and click Kill Client .
To change connect port and maximum connections:
1. Click Stop to cut all connections.
2. Change port of connection and maximum connections.

3. Click on Start to allow connections.

[BI] NCS Server (License: 30 - Trial) (=)
Main | Configuration
ClientCount | 0 Kil Client || il a0 Clewts |
State P
Service
Server Status: Running Stop
COplions
[/ oK Hx Cancel ]

To change the NCS Server password:

The default password of admin account is empty. Modify the password from the client software and commiit it to the server
as follows:

1. Open NCS Client Software and log in with the admin account.

2. In Edit Mode , select the Configuration Window.

3. Right-click on the user icon -4 admin for the admin account and select Edit User .
4. Enter a new password, and then click OK.

5. Click on the Commit button E¥]Commit to commit the modification to the server.

Matrix Management

To edit the Allow Hosts list:

1. Inthe Start menu, point to All Programs , point to Central Management Client , and then select NCS Matrix to
start the matrix.

2. Point to the bottom-right corner of the screen, and then click on the General Setting icon |@

3. Click OK to open the Matrix Configuration window.
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4, Click the Allow List button.

Allow Hosts List

[~ Allow All Hosts

192 168 . 1 . A1

Add | Delete ‘

192.168.1.50

« COK | K Cancel ‘

5. In the Allow Hosts List window, deselect Allow All Hosts , and then choose from the following actions:
e To add a host, enter the host IP address, and then click Add .
e Toremove an IP address from the allow list, choose the IP from the table and then click Delete.

6. Click OK to save the configuration.

To set a matrix password:

1. Inthe Start menu, point to All Programs , point to Central Management Client , and then select NCS Matrix to
start the matrix.

2. Point to the bottom-right corner of the screen, click on the General Setting icon |@ and then click OK.

L
Port: 5210 Allowe List
Password:
Confirmed Passward.
¥ R i

3. In the Matrix Configuration window, enter and confirm the password.
4. Click OK.

To start up NCS Matrix automatically:

1. Inthe Start menu, point to All Programs, point to Central Management Client, and then select NCS Matrix to start
the matrix.

2. Point to the bottom-right corner of the screen, and then click on the General Setting icon @

3. Click OK to open the Matrix Configuration window.

=
Port Ism_ AllowL st
Password; [——
Confirmed Passward:
E -
o 0K X Cancel

4. In the Matrix Configuration window, select Run Matrix when Windows startup

5. Click OK.
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Importing/Exporting NCS Client Configuration

The NCS Client configuration can be saved to the local PC and loaded back again. The configuration includes:

e  Map display settings

e Alarm log Settings

e Matrix Settings

e MatrixView configuration

To save or load other settings such as server settings or map settings, see Loading/Saving NCS Server Configuration
on page 55.

To import or export NCS Client configuration:
IEI NCS Clicnt [admin] [Trial]
IE|E_ | Edit Wiew Tools Zoom Help

| Bl commi : I

P = At

H J Impart Configuration |
'| = Export Configuration |

Logout
| Exit

In the File menu, select Import Configuration or Export Configuration
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Loading/Saving NCS Server Configuration

The NCS Server configuration can be saved to the NCS Server PC and loaded back again. It can also be reset to default

status. The configuration includes:

e Server settings

e Map settings

e Device settings on maps
e User group settings

e User settings

e Alarm settings

e Coverage settings

¢ Indication import settings

e Server configuration
e Address and password of SQL Server
To save, load, or reset NCS Server configuration:

1. Click the icon from Taskbar and enter the password.

-MCE Configuration

SErvers, maps, users, alarms and so on

Save, Load and Resetthe all the central management configurations, including

NCS Alarm Sexver (License: 48-8-2 - Trial 30 Days) mE=]
Main  Configuration | Backup |
~50L Barver
Status; {local} - Disconnect
Server ](Ioca\) Li
Password Tor sa! J

Reset MCS Configuration
~Options

Alarm image Path:

CAProgram Files\NCE_SenenCMSEventimages AL

[~ Bal Reconnzction

17 Run NCS Serverwhen windows startup

2. Inthe Central Server window, click Save, Load, or Reset NCS Configuration.

‘3@3 Restore NCS Configuration will not clear the setting of SQL Server.
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License Management Tool

The license of the software should be registered first when upgrading to NCS V1.3.0 or later versions .

Execute the License Management Tool to activate the license from a dongle or serial number allocated with the software
package, or de-activate the license and then use it on another PC to activate it again.

Both “On line” and “Off line” status of PC environment could execute the tool to “activate” or “transfer” the license. Below list
5 types of license management process:

e To “activate” the license with an NCS System connected to the network, follow the “Activation Online ” process.

”

e To “activate” the license with an NCS System not connected to the network, follow the “Activation Offline
process.

* To “activate” the license from a dongle either with an NCS System connected or not connected to the network,
follow the “Activation from dongle ” process.

* To “de-activate/transfer” the license with an NCS System connected to the network, follow the “Transfer Online ”
process.

e To “de-activate/transfer” the license with an NCS System not connected to the network, follow the “Transfer
Offline ” process.

Please refer to the chapter below for detailed steps of each process.

License Management Tool Overview

Execute License Management Tool

1. Execute License Management Tool in Help of NCS Client.

License Monagement Toal
Activate ]Transfer]
SM Cam | IjO | POS | AC LPR | Product
< >
Activate ype
f+ Online activation:
@ Input SN:
 Import SH file:
r

 Offing activation
Step 1 : Export server information file:
~

-

Step 2 Use "Offline Tool" to activate license and get offline license
file.

Step 3 Import offline license file:

2. The License Management Tool will appear. Please refer to the tool overview below.
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License Management Tool Overview

Activate
— ]
. mlmlhnngemenlruﬂ—ﬁ
Activate tab
Aciivate ITransfer'
B [cam [0 [pos [ac [ eR [ Product
SN status
<] i | (2]
- Activate typ
On“ne aCt'Vat'On & Online activation:
& Input SN:
 Import SN fle: L3
) Activate from dongle
Activate ACUVate
Offline activation £ &g aetiatlon
Step 1 : Export server information file:
& Manual key-in 8K on Offline Tool
i Activate frorm dongle
Export offiine pack
Step 2 Use "Offline Tool" to activate license and get offline license
file.
Step 3 Import offline license file: .
mport Import
Transfer
R
mm
Transfer tab R Tanster |
5N |cam |10 [Pos [ac | LPR | Procuct
SN status -+
< Im E ||
Transfer type =™ ~Transfer type:
& Online
" Offline
== )T~ Transfer

Activate/Transfer License

Activate License

Activation Online

1. Open License Manager Tool .
2. Select On line as Activate type.

3. Input the SN (Serial number) or Import SN file , and then click on the Activate button.

/] License Management Toal %)

Activate I Transfer |

M cam (1o [pos [ac [1PR [ Produrt

ma| m ] B

- Activate typ

@ Online activation:
& Input SN: |

€ Import SN file: [}

| Activate from dongle

]

4. Restart NCS-Client if activated successfully.
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Activation Offline

1. Open License Manager Tool .

n

Select Offline as Activate type.

3. Select Manual key-in SN on Offline Tool or Activate from dongle , then click Export offline pack .

4. Save Request file, and then take it to another PC connected to Internet.
R(E) FRE) W) B > o
@E—r-0~ P 3
| #4E(D) | License > | EBEx
=) | [Z] | -
LILER - I O fl ine Tool .ex ||
e
O
LicenseTooldll  msver80.dll
o
5.

Execute OffLineTool.exe on another PC, Input SN or SN file or insert dongle, then click Activate to send request
file to license server.

Offline Tool

Information:

Activate new Shl.

Flease input SN

~Input ype
Servet Information file path: CiDocuments and Sel |
SH input
& Input 5N |
 Import SN file: [}
| Activate from dongle
|_actiate |
6. Save License file, and then take it to the original NCS Client of the NCS System.
£
q;) Please select a filename to save as a new license file.
7.

Open License Manager Too | from NCS Client again, select Import license file, and then click the Import button
to activate.

8. Restart NCS-Client if activated successfully.

Transfer License

Transfer Online

1. Open License Manager Tool .

2. Select Transfer Tab, and then check Online as Transfer type.

3. Select SN and click on Transfer button.
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License Management Tool

m License Management Tool

X]

Activate  Transfer |

4. Restart NCS-Client if transferred successfully.

Transfer Offline

1. Open License Manager Tool .

2. Select Transfer Tab, and then check Offline as Transfer type.

3. Select SN, and then click Transfer button to transfer SN.

SN Cam | 1f0 | PO |AC | LPR | Product
7AE4-OF4E-BS80-F3. . 64 256 64 NCS Base 5.
[il i m
~ Transfer type:
& Online
" Offline
m License Management Tool E

Activate  Transfer |

e Cam | 1f0 | PO |AC | LPR | Product
FAF4-DE4E-BS80-F3.,, 64 256 64  NCS Base a...
[il i m
~ Transfer type:
¢ COnline
& Ofine

4. Save Request file. Copy request file to another PC connected to internet.

5. Execute OffLineTool.exe on another PC, check Transfer SN and click Transfer to send request file to license

server.

6. Check Transfer Completed .

-Q User must copy the request file to another PC and send it to the license server, otherwise the SN cannot be reactivated!!

‘Q\ NCS Server cannot connect to SQL Server without NCS Base License.
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Part 3: User Functions (Day to Day Use)

This section describes function and operations of the client in day to day use, including alarm management and view live
video on NCS Matrix.

The commands which a user can access are governed by the user group privileges assigned by the
administrator. For this reason, some of the commands described in the section may not be available to
each user.
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Operate Toolbar

The Operate toolbar controls common functions connected with map view, display and control of actions triggered by
alarms.

L WG it )

It includes seven buttons:

* The Disable Go to Map button & . When selected, alarm events cannot change the map view.

e The Disable Popup button B . When selected, alarm events cannot trigger a live video popup.

e The Disable Link between Map and Matrix  button =5 When selected, links between Map and Matrix View
devices cannot be displayed on the NCS Client .

Q If users enable Link between Map and Matrix, selected cameras on the map can be highlighted on the
Matrix View and vice versa.

e The Disable to Matrix button [ . When selected, alarm events cannot send alarm source camera and related
camera video feed to matrixes.

e  The Disable Matrix Popup button B . When selected, video of new alarm events cannot replace old events on
the Matrix if the Matrix is full and users do not close old events.
e The Close Sound button @ . When selected, alarm events cannot trigger a sound.

e The Lock System button 2L, Click to minimize system to taskbar. Please note to unlock the system you must
input username and password.
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Alarm Overview Window

The Alarm Overview window shows recent alarm events in various formats, and is also used to show alarm query results
and log messages. For any alarm displayed in this window, an Alarm Detail window can be opened. This enables easy
management of alarms. There are five tabs in the window: Recent, Real Time , Message Log , Output and Output2 . The
first three tabs show recent real-time alarm information, and the remaining two tabs show query and search results. The
function and use of these tabs is described below.

Recent Tab

Flecernt - o

iy B B G B B ‘

ey Farar

— | | : | |

I Recent | Ggred-Tine: | B cutput | Toutout2 | [J]Meseens tog

1

The Recent tab gives a display of recent alarm events in icon format. When the alarm event is triggered by a camera, the
icon normally shows a snapshot of the video feed from that camera at the time the alarm was triggered. However, when the
camera signal is lost or the user does not have authority to view snapshots from that camera, or when the event is triggered
by another device, other icons are displayed. The various icons and their meanings are shown below.

Event Message Snapshot for Camera Events , including General Motion,
Foreign Object, Missing Object, Focus Loss, Camera Occlusion

Event Message Picture for Camera Event of Signal Lost.

Event Message Picture for I/O Event of Digital Input Triggered.

Event Message Picture for Metadata Event without an associated camera or
no authorization to view video.

Event Message Picture for Server System Abnormal Events , including Disk
Space Exhausted, System Health Unusual and Source Server Disconnect.

Event Message Picture for Server System Operational Events , including
Start/Modify/Stop Smart Guard, Schedule, Live Streaming Server, Remote
Playback Server, Start/Stop Manual Record, Modify Confiquration,
Enable/Disable Channels, Lock/Unlock System.

Event Message Picture for Device Authority Deficiency; The user does not
have the authority to view the snapshot of that device.

L
i

To control the number and size of icons, see page 65.
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Real-Time Tab

RealTime

Alarm Overview Window

Click on tab to

T sugler alamms.

o | el Priodty Status | Alarm Name | Evemt Type | Source Server Source Device | Desciiption | Ownes | Tivte | e

1] e = T TETEr T = T —mE—ceereTEToT FrTT

[ Critical New Cisco PYC-300 General Mation Jeant Cisco PVC-300 (192.168.2.188)  General Motion admin

i Citical New Cisco PVC-300 General Mation Jean Cisco PYC-300 (192.168.2.188) General Mation admin 2010-11-3011:56:12
il Crtical New Cisco PVC-300 General Mation Jean Cisco PVC-300 (192.168:2.188) General Mation admin -11-3011:56:01
] Critical New Ciseo PYC-200 General Mation Jean Cisco PVC-200 (192168.2.188) General Motion admin :11-3011:55:48
il Critical New Cisco PVC-300 Generai Motion Jean Cisco PYC-300 (102.168.2.188) - General Motion admin 2010-11-3011:55:38

The Real-Time tab gives a list of alarm events as they come in to the client. For client configurations where a lot of devices

are being monitored, a great many alarm events may be received. To display only relevant events the user can filter by
Priority , State, Alarm Name , Event Type , Source Server , Source Device , Owner, and Time. In addition, the number of

displayed alarm events can be controlled (see page 65).

To filter by priority:

Click the Priority button. From the list, select the priorities for alarms you want to display.

To filter by state:

Click the State button. From the list, select the states for alarms you want to display.

To filter by alarm name:

1. Click the Alarm Name button.

2. Inthe Alarm Name Filter window, select the alarm names for the alarms you want to display.

To filter by event type:

1. Click the Event Type button.

“f Alarm Name Filter

| Selectal Clear &l

Alarm Mame
Iy General Mation
i Signal Lost

v o (X oo

I Event Type Filter

| SaectAl Clear Al

Event Type

[ General Wotion
[IFareign Object
CoMissing Ohject
[JFotus Loss
[Cocamera Occlusion

[ Camera Signal Lost
[JDisk Space Exhausted
[38ystem Health Unusual
[iDigital Input Triggered
[JEnable Channel
[ODisabls Channel
[T15tant Smart Guard
[5top Smart Guard
[CMadify Smart Guard

()

Priarity

"
&
o

-

<l

Critical
Hah
Marmal

Law

[ll< <L < ]l< ]

Hew
Assigned
In Progress
Laker

Close:

Auto Cose

Ignore

2. Inthe Event Type Filter window, select the alarm names for the alarms you want to display.

To filter by source server or source device:

1. Click either the Source Server or the Source Device button.
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lT Source Server and Source Device Filter

= [#] Serveroup

o Camera L-Inpat 0
o Camnera 1-Inpat 1
o Camera 1-Inout 2
& Camers 1-Irput 3
& Camera L-0utput 0
& Camara L-0utout 1

[ &
=
=
=
=
=
=

[ Camara L-Output 2
[ Camera L-Output 3

v
2. Inthe Source Server and Source Device Filter  window, select the server/s, the cameral/s, 1/O device/s or
metadata device/s for the alarms you want to display.

To filter by alarm owner:
1. Click the Owner button.

Select User ]
NAME Description
& admin Administratar
£ Users
& UserB

o] (X oo ]

2. Inthe Select User window, select the owners for the alarms you want to display.

To filter by time:

Click the Time button. From the list, select the period (1 Hour, 1 Day, 1 Week, or 1 Month) for alarms you want L0

. 1 Hour i
to display. 102y

1 Wesk
1 Month

Q The above filter options can also be accessed by going to the Tools menu, pointing to Real-Time Alarm
“=" | Filter, and clicking on the filter option you want.

Output Tab and Output 2 Tab

The Output and Output 2 tabs show lists of alarm event query results (see page 75) or alarm event search results from the
Advance Alarm Search tool (see page 84). The lists can be ordered according to Priority , State, Alarm Name , Event
Type, Source Server , Source Device , Description , Owner, or Time.

|output 2 .
| ‘ ‘ — ‘ Click on tab to
[ | &l | prioity | status | Alamm Neme | Event Type | Source Server | Source Device | Description [ Gwner Time o
| 3
st = oo OO arr e GenerE ot ST i1s ;
{
IM Criical New Cisce PVC-300 General Motion Joan Cisco PVC-300 (L., Ganersl Motion adrmin 2010-11-30 1115 order lists.
i Critical New Cisco PVC-300 General Motion Jean Cisco PVC-300 (L., General Mation admin 2010-11-30 115...
(i Critical New Cisco PVC-300 Genera| Motion Jean Cisco PUC-300 (1, Genersl Motion admin 2010-11-30 115..
i Criticel New Cisco PUC-300 General Motion Jean Cisco PVC-300 (1. General Motion admin 2010-11-3011:5...
|l Critical New Cisco PYC-300 General Mation tean Cisca PVC-300 (L. Geners| Maotion: admin 20101130115

To order lists in Output and Output 2 tabs:

Click the button at the top of the column you want to order by. For example, if you want to order by time, click the Time
button. To reverse the order, click the button again.

Message Log Tab
This tab displays messages from the server. The displayed messages are as follows:

* NCS server failed to execute SQL command

e The disk space of NCS server is low
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e The license of NCS server is missing
* Failed to connect to matrix [matrix name]

* Failed to connect live video on matrix [matrix name]

Alarm Log Settings

The Alarm Log Setting window features controls for the Recent and the Real-Time displays. It also includes the option to
display the local time of the source Main Console server for alarm events.

To configure alarm log settings:

1. Inthe Edit menu, click Alarm Log Setting .

[£] Alarm Log Setting Edit Fields
Recent Alarm ¥ Show Alarm History
Display Count: 10 (0..99) Available fields: Show these fields in this order:
Image Size: 20x80 r Local Time Attachrent
Assigner Alarm Record Attachment
i Alarm Note Priority
Realtime Alarm Status
Alarm Mame:
Display Count: 100 {0.998) Event Type
Source Server
[~ Show Source Server Local Time Source Device
Description
Owner
Qutput and Output Alarm Time
Edit. Fields
| v oK | [ X cancel ] l Default ] v ok | l X Cancel ]

2. Inthe Alarm Log Setting window, configure the following options:

¢ Inthe Recent Alarm area, enter a display count in the range 0 to 99. This controls how many icons can be
viewed at one time when the Recent tab is selected.

* Inthe Recent Alarm area, select the Image Size from drop-down list. This controls the size of icons viewed
when the Recent tab is selected. There are four image size, 80x60,160x120, 240x180, 320x240.

* Inthe Real-Time Alarm area, enter a display count in the range 0 to 999. This controls how many alarm events
can be viewed at one time when the Real-Time tab is selected.

* If you want to view alarm event times in the local time at the source server, check Show Source Server Local
Time.

e To customize desired output fields in the Output and Output2 windows, click Edit Fields .
3. Inthe Edit Fields window you may customize on which fields to display in the Output and Output2 windows.

e Check Show Alarm History to include Alarm Note in available fields.

+ Clickon ™ to add new fields into display or click on “ to remove them. Clickon & or ¥ to adjust order.

e Click on Default to reset to default settings.

Alarm Management Window and Batch Alarm Management

For any alarm displayed in the Alarm Overview window, an Alarm Management window can be opened. This gives
detailed information about the alarm. Depending on the privileges assigned to users, it can also include basic information
options to view live or recorded video feeds, to trigger digital output devices (for example an audible alarm signal), and to
print alarm details. You may also update or reset the state, priority, and owner of the alarm under this window.

To view alarm information in the Alarm Managementw  indow:

Right-click on any alarm event in the Alarm Overview window, and then click Alarm Management .
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lf-n.-. T ﬁ
L Alamm Hame: I.-Nlarm Ong 1. Call 1209 for gecurty.
w X ; — 2 Enakle slammrecarding in section B,
q- Gource Dewee ST Eil » 3. Lockaates from pier 47 to 95,
_ eiree Alarm Information —
Diate rTirme [z0i011-02 180904
Alarm Image
“TGLRCE Serer (Tarmat o
Sener Harme iLDEE|
Data £ Tima [2010-11-08 19.04:04 (GUT+0E0T) Alarm Guide
Address:
Source Server
Gt .
side Information ——
zip. [r2aa56
TO o I s otnarinformat or:
<l m 3
Cantact | Hi
(eS| EART SR
l sl ] l Digital Output ] Name: |Lao'nardn ahatue: Moy =
Namg | Priong | Contact Tima | e |DSB?8543‘21 Priority: CHlical v!
e - -
¢ leonardo. 0987TEGH3 oAby Fas: |0985832M? . ,—-ﬁ
fiDonatelic 0912345678 Awavs e | (HRRE; adriky =
?Rafael DIEIDEITAT Abways :
LMinaslan.. DBETATII6S  Aways ContactTima: [Sways Alarm Status
Passward: |9s27
Contact / History rem» 75
Comrment: Genersl Manager
Rpadyio call Leonardo [DSEFES4321) [ tpckie ] [ Fet | @

The Alarm Management window gives details of four sections:

Alarm Image: The snapshot or icon image of the alarm.

Tools: Direct access to live video, recorded video, send channel to Matrix, show related devices, enable /
disable metadata display and print report

Alarm information: Includes Alarm Name , Source Device , Event Type and Date /Time (client local time)

Source Server information: Includes Server Name , Date /Time (source server local time) and other contact
details. For more info on how to configure these settings please refer to page 29.

Contact / History: A quick link to contact key personnel / A time based log to track status and process of current
alarm. For more info on how to configure these settings please refer to page 29.

Alarm Guide: The guide for how to deal with this alarm.

Alarm Status: Interface to Update or Reset alarm status of State, Priority , Owner and Alarm Note (to note how
users deal with the alarm)

To view live video from the alarm source camera:

1.

2.

Right-click on any alarm event in the Alarm Overview window, then click Alarm Management .

Click Live Video . The Live Video Window for the camera is displayed.

ElLive Video Window ﬁ
Source Device: Local-Yivolek FDT141 (FD7141)
Source Address: 192188177
Video Resolution: 800 GO0
Bit Rate: 288 kbps
Frarne Rate: 2fps

LI
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10.

11.

L]

Alarm Overview Window

If you want to adjust the video to original video resolution, check Adjust to original video resolution E]
Click Snapshot button . The snapshot is displayed and users can save the image or copy it to the clipboard.
Click on Alarm Management to go to the alarm management window.

Click on Alarm Playback to view alarm playback video if available.

Select Streaming profile button to choose different video quality. Options include Original/Main, Recorded,
High, Normal, Low and Minimum.

For cameras with two-way audio support, you may click and hold the Talk button for this function. Talking will
end when you release the button. Please note alarm live view pop-ups will be temporarily disabled when using
the Talk function.

If the camera is equipped with Audio function, the Audio button will appear. Click to enable audio stream.

If the camera is associated to metadata devices, the Metadata button will appear. Click the button to disable
metadata display.

To use PTZ control in a live video window:
Click the PTZ button for the following PTZ controls:

. Enable Digital PTZ: Check to switch between digital / physical PTZ

. Preset Point: Choose if available from the drop-down list

. Patrol or AutoPan: Choose if available from the drop-down list, click to start and E] to stop
o Direction controls: Up, Down, Left, Right and Home

. Zoom out (-) and zoom in (+) controls

. Focus far (-) and focus near (+) controls

. Speed Dome Menu: If supported, this button enables the Setup Menu of Speed Dome cameras.

The menu will be displayed directly on the video channel. Use the PTZ controls to navigate down
the menu. Other assigned keys with functions will be displayed on the screen, for example the
Focus button for “Select”.

FTZ Control
I~ Enahle Digital PTZ
Freset Point

|-Select One- ~| e
EHF?:;HE:IW :
[:] IEH [:] F::;E:;Eitl“ﬂ fatup
Diongnostics
Zoom E
Focus E

[ Speed Dome Menu

detup Nemu

Facus/Iris:

If the camera supports ImmerVision Lens and was correctly configured in Main Console, an additional button

Switch to ImmerVision will appear above the PTZ Control panel. Click on the arrow to select between
Original / Quad Mode / PTZ Mode / Parameter Mode.
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L]

To view recorded video from the alarm source camera

1. Right-click on any alarm event in the Alarm Overview window, then click Alarm Management .

2. Click Recorded Video . The Remote Playback Window has full playback controls.

'El Remote Playback Window (Test Server - Streets) - Remote

-~ Playback Navigation- 5l @

> (n)(m]) (][]

b
[s]{a](w][w]
Playhack Period
T O7:38:27 - T 07:40:27
Export Period
T4 07:39:27 - F4F 07:40:27

3. Click Snapshot button . The snapshot is displayed and users can save the image or copy it to the clipboard.
4. Click Export Video button to save recorded video.

¢ Set up the cue in and cue out points; the cue in and cue out time will show on the information window.

* Click Export Video button, choose the folder where you want to save the file at, enter the file name and click
SAVE.

* Set the Export Format as ASF or AVI (ASF recommend) and set the Use Profile.
¢ Select to export (i.e. save) the record video with Audio, OSD and metadata display, or export video only.

* Click OK to save the video.
5. If you want to fix the window size at the original resolution, check Fix original video resolution E]
6. If the camera is equipped with Audio function, the Audio button will appear. Click to enable audio stream.

7. If the camera is associated to metadata devices, the Metadata button will appear. Click the button to disable
metadata display.

8. Click on the Digital PTZ button to enable Digital PTZ. Zoom in and out with your mouse wheel and drag to
Pan / Tilt.

9. If the camera supports ImmerVision Lens and was correctly configured in Main Console, the Switch to

ImmerVision button will appear. Click on the arrow to select between Original / Quad Mode / PTZ Mode
/ Parameter Mode.

.| The default alarm playback period is 20 seconds, including 5 seconds prior to the event and 15 seconds
Q after. This can be modified in Edit — NCS Client Setting — Instant Playback Setting . Alternatively you
can use Remote Playback system which has full playback controls. Go to Remote Playback under Tools.
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To send Video to Matrix:

1. Right-click on any alarm event in the Alarm Overview window, then click Alarm Management .

2. Click Send to Matrix and select previously set Matrix / Group  (see Matrix System, page 46). The video is
sent to Matrix.

To view Metadata display:

1. Right-click on any alarm event in the Alarm Overview window, then click Alarm Management .

2. If the alarm has Metadata display, the Metadata button will appear. Click to disable/enable display. The
Metadata transaction data is displayed on the right.

To view live video from a camera related to the ala  rm source I/O device or metadata device:

1. Right-click on any alarm event in the Alarm Overview window, then click Alarm Management .

2. Click Related Device , then point to Open Live Window , and click the camera you want. The Live Video
Window for the camera is displayed.

3. If you want to fix the window size at the original resolution, check Fix original video resolution

To view recorded video from a camera related to the alarm source 1/O device or metadata device:

1. Right-click on any alarm event in the Alarm Overview window, then click Alarm Management .

2. Click Related Device , then point to Open Playback Window .
3. If you want to fix the window size at the original resolution, check Fix original video resolution

To trigger a digital output device:

1. Right-click on any alarm event in the Alarm Overview window, then click Alarm Management .

2. Click Related Device , then point to Trigger Digital Output , and choose the output device you want to trigger.

To report/print alarm details:

1. Right-click on any alarm event in the Alarm Overview window, then click Alarm Management .

2. Click Report/Print Alarm , then select the printer options you want and click OK.

To set the alarm state, priority, owner and Note:

There are two ways to manage alarm state, priority, and owner. One is in the Alarm Management Window, and the other is
in the Batch Alarm Management Window, which is opened directly from the alarm event in the Alarm Overview window.

* In the Alarm Detail window
1. Right-click on any alarm event in the Alarm Overview window, then click Alarm Management .

2. Inthe Alarm Status area, select the State, Priority , owner and Note from the drop-down lists. If you want to
reset these options to the settings when you opened the window, click Reset.

3. Click Update to manage this alarm.

* In the Batch Alarm Management window: Baich Alarm Management

Status: Mew -

1. Right-click on any alarm event in the Alarm Overview window, then click
Friatity: Critical -
Batch Alarm Management . camer o]

Rinte:

2. Inthe Batch Alarm Management window, select the State, Priority , owner

and Note from the drop-down lists. Click OK.
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Exporting Alarm Data to an Excel File

Alarm data can be exported to an Excel file. You can do this for a single selected alarm, or for all alarms in the Alarm
Overview window. The columns in the exported file are including AlarmName, Priority, State, EventType, SourceDevice,
Owner, AlarmTime.

4 A E C D E E G H I 1 K L

1 AlamMarPricrity  State EventType SourceSen SouceDevice Owner AlarmTime
125 A0 Ciitical ~ New Seunce Ser NVE,_MainConscle admin 009-12-21 20:26:54
125 40 Ciitical ~ New Seunce Ser NDVR_MainConsolz  admin 0081221 20:26:34
127 40 Critical ~ New Source Ser NVR,_MainConscle admin 005-12-2023:19:12
123 A0 Critical ~ New Source Ser NDVR_MainConsole  admin 008-12-2023:18:52
12940 Ciitical ~ New Seunce Ser NVE,_MainConscle admin 008-12-10 202122
130/ 40 Critical ~ New Sowrce Ser NDVR_MainConsole  admin 008-12-10 20:21:02
131 40 Critical ~ New Sowce Ser NAS admin 005-12-0901:56:55
132 A0 Critical ~ New Source Ser NVR,_MainConsole admin 008-12-07 22:58:36
133 A0 Ciitical ~ New Seunce Ser NDVR_MainConsole  admin 009-12-07 22:58:16

To export a single alarm event to Excel:

Right-click on any alarm event in the Alarm Overview window, then click Export Selected to Excel

To export all alarm events in the Alarm Overview wi  ndow to Excel:

Right-click on any alarm event in the Alarm Overview window, then click Export All to Excel

Clearing Alarms

All alarm events can be cleared from the Alarm Overview window.

To clear all alarm events:

Right-click on any alarm event in the Alarm Overview window, and then click Clear All .
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Adjusting Map Appearance

The display of map graphics in the Map window can be controlled. The size of the map can be selected, and the map
moved in the window to show the required area. The brightness of the map graphic can also be changed without affecting
the brightness of device indicators on the map.

To control the size of a map:

Use the zoom in J2 /zoom out /2 buttons or with the mouse wheel to adjust map size, or click the magnify # button and
select one of the following options:

¢ Full Size

e FitImage

¢ Fit Width

e  Fit Height
To enable area zoom:

Click the magnify 2 button and then select Area Zoom . Click and drag with your mouse to draw a rectangle on the map.
This area will be magnified to fit the screen. Click again to turn Area Zoom off.

When Area Zoom is enabled, click on the map to center it. Drag the minimized icon on the lower right corner to move the
map around.

To lock the map size:

Click the magnify /2 button and then select Zoom Lock . This prevents the accidental changing of the map size. To turn
Zoom Lock off, click it again.

To pan when the map size is larger than the Map win ~ dow:
Click and drag the map to the position you want.
To lock the map pan setting:

Click the magnify ~2 button and then select Pan Lock . This prevents accidental panning of the map. To turn Pan Lock off,
click it again.

Q The controls above can also be accessed on the Zoom menu.

To adjust map brightness:

Move the brightness slider J for the brightness you want.

Navigating Between Map and Servers/ Devices

It is easy to navigate between different layers of maps, and to show the maps for devices in various locations. There are
two ways of doing this: clicking icons in MapView, and using indicators on the map.

To navigate in MapView:

Ensure that the MapView window is selected. Then either:

¢ Click the icon E’ for the map you want to display.

or
* Click a device icon. The map which the device indicator is on will display.
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To navigate with indicators:

fetion]
Ensure that the MapView window is selected. Then click on a map indicator to see the underlying (child) map. Click
the Go to Parent Map button % to go to the parent map.

Searching for devices on the server list or on map
Users can search for devices, servers or map indicators on the server list or on maps by using the Search function.
To use the search function:

1. On the Search toolbar, click the Search icon 4 .

o Search
Find what:
JPL

I~ Match case

[~ Match whale word only

Find Where: Find String In

" MapTree v Serer|P

+ ServerTree Iv Server State
Device [+ SererAddress
r Iv Server City

v ServerGraup v Server ZIP

W Server [~ Contact Name
v Camera [~ Contact Phone
v 1O

I~ Contact Email
v Metadata

’ Find Previous ] ’ Find Mext ]

2. Inthe Search window, enter the full name or part of the name of the indicator you want to search for.

3. Select from the following options:
* Match case — searches for names where the case matches the letters you entered.

e Match whole word only — searches for the term you entered as a whole word. If the term you entered forms
only part of an indicator's name, that indicator will not be found.

¢ Device — check to select which kinds of devices you want to include in the search.

e  Find Where — MapTree / ServerTree — Click to define search range, either from the MapTree or ServerTree.
* Fing String In — Specify string location for more accurate results.

4. Click Find Next to search for the indicator name. If an indicator is found, the map it is on will be displayed and the
indicator will be highlighted. The corresponding icon in the MapView window will also be highlighted.

5. If you want to search through multiple indicator names which include the same term, click Find Next until the
indicator you want is found. Click Find Previous to go back to the previous found indicator.

Q You can also search for indicators by entering a string in the Search box and pressing Enter.

Map Indicators

Indicators on a map provide a graphical representation of the connection and alarm states of the devices or servers they

represent, or for map indicators the alarm state of devices on their child maps. The meaning of the various graphics is
given below.

@ Camera is connected and has no alarm
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Camera is disconnected and has no alarm

Camera is connected and has New alarm

Camera is connected and has Assigned, In Progress or Later alarm

Server is connected and has no alarm

Server is disconnected and has no alarm

Server is connected and has New alarm

Server is connected and has Assigned, In Progress or Later alarm

POS is connected and has no alarm

. POS is disconnected and has no alarm
)*:Eq POS is connected and has New alarm

/":; POS is connected and has Assigned, In Progress or Later alarm

==
[-j_: Access Control is connected and has no alarm
I;‘; Access Control is disconnected and has no alarm

LE Access Control is connected and has New alarm

Lg Access Control is connected and has Assigned, In Progress or Later alarm

License Plate Recognition is connected and has no alarm

License Plate Recognition is disconnected and has no alarm

License Plate Recognition is connected and has New alarm

License Plate Recognition is connected and has Assigned, In Progress or Later alarm

s o

P2 Input device is connected and has no alarm
o 1

X N

( Input device is disconnected and has no alarm
R
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i

3N

Input device is triggered and has no alarm

Input device is triggered and has New alarm

Input device is triggered and has Assigned, In Progress or Later alarm

Output device is connected but not triggered

Output device is disconnected

Output device is connected and triggered

There is no alarm on underlying map

There are New alarms on underlying map

There are Assigned, In Progress or Later alarms on underlying map

Map Display Settings

You can control the appearance of text which accompanies device indicators, and the information it shows.

To change the map display settings:

In the Edit Menu, click Map Display Setting , and choose the desired configuration:

* For text displayed above device indicators, select the font, font size, font color and any font effects desired.

e If you want the server name displayed alongside the device name, select Show Server Name .

e  Select the background color, background transparency and camera coverage color for device indicator text.

Tert on Map.
Font.
Bize:

Color:

[ Bl

@ Arial -
[—- |
[ — |

I taiie [ Underline

[ Show Server Mame

£l

— Text

Goior

Transpatenty:

indlicatar
Goverage T

Coverage C

Selectad Indicator Color

rans parency.

alor;

Indlieatsr Tip Delay Time: 05 -

Hap View Background Calor:

Temperaturs Format:

- Miscellanaos

[—
® Calsius

" Fahrenheit

o 0K

X Cancel
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Device Alarm Menus

When a user right-clicks on a device indicator on a map, or on a device’s icon in the System Control window, a Device
Alarm menu is shown.

There are some commands which are common functions to all device alarm menus. These are:

¢ View Latest Open Alarm — shows the latest open alarm (alarm with New status) for the device.
e Query Alarm — displays open alarms (alarms with New status), or alarms for any particular date, for the device

e System Information — gives information about the server.
In addition, the Device Alarm menu shows different options depending on what kind of device you right-click on.

For a camera, the menu shows the following options:

e Open Live Video Window — opens a window with live video feed from the

camera.
View Latest Open Alarm
- . . o] Al 4
+  Open Playback Window — opens a recorded video playback window. @ R
. i i [ s Open Playback Window ’
e Backup Recorded Video — saves a backup of recorded video from the device, e Bika Ractde Ve
Stream Profile
in the directory you specify. System Information

For a metadata device, the menu shows the following options:

¢ Metadata Search — searches metadata transaction by date, time and keyword
" ViewLatestOpen Alam

e Open Live Video Window — opens a window with live video feed from the Quisry Marry :

associated camera.

Metadata Search

Open Live Video Window

. . A Open Playback Window 3
*  Open Playback Window — opens a recorded video playback window. Backup Recorded Video

§Systen Tifdnation

e Backup Recorded Video — saves a backup of recorded video from the device,
in the directory you specify.

) ) ) oo Force Output
For an output device, the menu shows the following option: - Sk ebrston

e Force Output — triggers a digital output device such as an audible alarm signal.

For a server, the menu shows the following options:

*  Open Remote Desktop — opens a remote desktop for the server. |f§]‘ gf:wi.amc:‘:;oepn Aam
= .
»  Backup Record Video — saves a backup of recorded video from any or all of Bl = ki

Backup Record Videa

the cameras on the server, in the directory you specify.

Q The same menu is available by right clicking on icons of cameras / metadata devices / 10 devices /
recording servers under Operate Mode.
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Common Functions

The View Latest Open Alarm , Query Alarm , and System Information commands are common to all device alarm menus.

To view the latest open alarm for a device:

1. Right-click on the indicator for the device, or on the device’s icon in the MapView display.
2. Click View Latest Open Alarm
3. The Alarm Detail Window for the latest alarm opens. For information on this window, see page 65.
To query alarms for a device:
1. Right-click on the indicator for the device, or on the device’s icon in the MapView display.
2. Point to Query Alarm , then choose which alarms you want to see:
e Open - shows all open alarms.
e Today — shows alarms from the current day.

e Custom — specify a range on date and time, then click OK.

| System administrators set the length of time that alarms are stored on the server (see page 43). If you
Q choose a date for which alarm information is not stored, the No alarm found on the device message is
displayed.

3. The query results are displayed in the Output/Output 2 tab. For information on this window, see page 64.

To show information about the server:

1. Right-click on the indicator for the device, or on the device’s icon in the MapView display.

2. Click System Information

Ba
NAS - 192.168.3.50
General
Device Staus | Alamm
Login Account AR  Camera 1 IS v No Alarm
s GHT+0800 7 Camera2 X No Alarm
2 Camera3 X No Alarm
2 Camera 4 X No Alarm
Recording Information P cameras v No Alarm
2 Camera b R No Alarm
Recording Schedule Disable o X Tt
Auto Recyele: Enahle & CashRegister! v Na Alarm
Last Recycle Time:
Last Recysle Range:
Recording Days on Disk:
W Used DiskSpce: 1022768
W Free Disk Spce 1269468
Total 2282068
Hartware Health
CPU Temperature: 1
Fan Speed N
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Camera Alarm Menu

The Open Live Video Window , Open Playback Window , and Backup Recorded Video commands appear on the device
alarm menu for cameras. The first two options are the same as on the Alarm detail Window (see pages 65-69).

To open a live video window:

1.
2.

10.

11.

Right-click on the indicator for the camera, or on the camera’s icon in the MapView display.

Click Open Live Video Window . The Live Video Window for the camera is displayed.

ElLive Yideo Window

Source Device: Local - Vivotek FD7T141 (FOT141)

Source Address: 1921681.77
Video Resolution; 800 x 600
Bit Rate: 288 kbps
Frame Rate: 2fps

#][=]a]n] LI

If you want to adjust the video to original video resolution, check Adjust to original video resolution E]
Click Snapshot button . The snapshot is displayed and users can save the image or copy it to the clipboard.
Click on Alarm Management to go to the alarm management window.

Click on Alarm Playback to view alarm playback video if available.

Select Streaming profile button to choose different video quality. Options include Original/Main, Recorded,
High, Normal, Low and Minimum.

For cameras with two-way audio support, you may click and hold the Talk button for this function. Talking will
end when you release the button. Please note alarm live view pop-ups will be temporarily disabled when using
the Talk function.

If the camera is equipped with Audio function, the Audio button will appear. Click to enable audio stream.

If the camera is associated to metadata devices, the Metadata button will appear. Click the button to disable
metadata display.

Click the PTZ button for the following PTZ controls:
. Enable Digital PTZ: Check to switch between digital / physical PTZ

. Preset Point: Choose if available from the drop-down list

. Patrol or AutoPan: Choose if available from the drop-down list, click to start and @ to stop
o Direction controls: Up, Down, Left, Right and Home

. Zoom out (-) and zoom in (+) controls

. Focus far (-) and focus near (+) controls

. Speed Dome Menu: If supported, this button enables the Setup Menu of Speed Dome cameras.

The menu will be displayed directly on the video channel. Use the PTZ controls to navigate down
the menu. Other assigned keys with functions will be displayed on the screen, for example the
Focus button for “Select”.
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PTZ Control
[~ Enahle Digital PTZ
Preset Point

detup Nemu

|-Select One- - Exit...

[EE—l o
e
I:::;::!IIEJHM Satup
Diongnostics
Zoom E
Focus E

l Speed Dome Menu

Fotus/Iris: Selecid

* If the camera supports ImmerVision Lens and was correctly configured in Main Console, an additional button

Switch to ImmerVision will appear above the PTZ Control panel. Click on the arrow to select between
Original / Quad Mode / PTZ Mode / Parameter Mode.

To open a recorded playback window:
1. Right-click on the indicator for the camera, or on the camera’s icon in the MapView display.
2. Point to Open Playback Window .
3. Select the period which want to display.
¢ Last Open Alarm- it would open one minute recording video before last open alarm.

e Custom Time- it can set Start/End time to define the period of recording video.

Custom Remote Playback

Start Time: 20068/03/27 1245 FF = ¢
End Time: 2006/03/27 0245 FF = 7

Time Zone: @ NS client O Source Server

Vo ] (X o)

* One Minute Before- open one minute before.
* Ten Minutes Before- open ten minutes before.
* One Hour Before- open one hour before.

4. The Remote Playback Window has full playback controls.

[E] Remote Playhack Window (Test Sexver - Strests) - Remote &

 Playback Navigation

e 07:40:04
> (] (m] [»=][]

1
(«)la)(w)(»] @l2]-] o=
Playback Period
T 07:30:27 - T 07:40:27
Export Period
TR 07:39:27 - T°F 07:40:27

5. Click Snapshot button . The snapshot is displayed and users can save the image or copy it to the clipboard.

6. Click Export Video button to save recorded video.

* Set up the cue in and cue out points; the cue in and cue out time will show on the information window.

* Click Export Video button, choose the folder where you want to save the file at, enter the file name and click
SAVE.
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* Set the Export Format as ASF or AVI (ASF recommend) and set the Use Profile.
* Select to export (i.e. save) the record video with Audio, OSD and metadata display, or export video only.

¢ Click OK to save the video.
If you want to fix the window size at the original resolution, check Fix original video resolution E]
If the camera is equipped with Audio function, the Audio button will appear. Click to enable audio stream.

If the camera is associated to metadata devices, the Metadata button will appear. Click the button to disable
metadata display.

Click on the Digital PTZ button to enable Digital PTZ. Zoom in and out with your mouse wheel and drag to
Pan / Tilt.

If the camera supports ImmerVision Lens and was correctly configured in Main Console, the Switch to

ImmerVision button will appear. Click on the arrow to select between Original / Quad Mode / PTZ Mode
/ Parameter Mode.

To Backup recorded video:

1.
2.

A

Right-click on the indicator for the camera, or on the camera’s icon in the MapView display.

Click Backup recorded video

In the Remote Backup Recorded Video window, choose a directory for the backup by pressing the URL button
and browsing to the directory you want.

Setup the Time Zone and use setting Start/End Time to select a period.

Use the checkboxes to select which cameras to back up video for.

Check Backup Metadata Transaction to include metadata information in the backup.

Click on OK to start backup.

Remote Backup Recorded ¥ideo
Directoty where the backup files will be created
5 R

Start Time 2011050 & 11:2247 EF 2 2
End Time: 201105018 11:22:47 b4 = 3
Time Zone: " NCS Client ¢ Source Server
Camera

Camera Mame Camera Model (&)
Ovivotek IPT181 IF7T161

Ovivotek FD7141 FD7141

[ m NI SNC-RK530

Ovwo IP7133

Ony SHC-ChM120
Ostreets SNC-RZS0

O office WW-NPS02
Olimmervision

O camera Ocelusion -
e tin |l
< >
[~ Backup Metadata Transaction

To Set up Stream Profile:

1.
2.
3.

Right-click on the indicator for the camera, or on the camera’s icon in the MapView display.
Click Stream Profile .

In the Stream Profile Panel , choose Recorded, Original, High, Normal, Low or Minimum for the stream
profile to change video format, frame rate, resolution, quality and bitrate.

Click Apply to set up.

If you want to apply the Stream Profile setting to other cameras, click Apply to to set up another device.
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E

Stream Profile Panel

 Transcoding

Streamproiile: Qriginal =
Recorded

Yideo Format Criginal
High

Frame Rate Morrnal
Lo

Resolution: Winirnurm

Guality:

BitRate:

Apply Apply to...

Metadata Alarm Menu

The Metadata Search, Open Live Video Window , Open Playback Window , and Backup Recorded Video commands
appear on the device alarm menu for Metadata devices. The steps are the same as on the Camera Alarm Menu (see
pages 77).

Wiew Latest Open Alarm

Query Alarm L3

Metadata Search

Open Live video Window
Open Playback Window 4
Backup Fecorded Video

Systern Infornation

To search metadata transaction:
1. Right-click on a metadata indicator, or on any metadata icon in the MapView display.
Click Metadata Search . Metadata Search Dialog will display.
Check metadata devices from the device list.

2

3

4. Configure the starting and ending time and dates.

5. Enter keyword to search metadata transaction. Check Search within result to filter the result.
6

Choose a result to display metadata transaction and video from associated camera.

‘Metadata Search Dialog
- Diate Time Period ~Search
E [ ServerGroup
= Test Server StartTime: [2010/ 6 2 = | EF 120000 | | Keyword:
Hdg TestPOS — —
i Eé@ TestPOS End Time I:nw B2 -1 i-w nz;zg;gg.{j I~ Search within result
--[JHQ TestAccess Control i
- O4g TestPoS
I TestLPR | Dae Time [SomveServer | Metdots Chonnel [ Mol [[a]
& A D 01159 14.35:54  Tast Server Test PO Tk 201 1-05- 1970
=[] Speed Dome 01105119 143557 Test Server Test POS BiE 2011-05-19(79)
O pos’ I011M5A9 143600 Test Server Test POS L 201 1-05-19{7)
- Ol pos? I011M5A9 143603 Test Server Test POS e 201 1-05-19 {79
011549 143606 Test Server Test POS iR 201 1-05-19 (79
i e 20110548 14:36:00  Test Server Test PO o 201 1-05-12(7)
0110549 1436:12  Test Server Test POS Tk 201 1-05-19(79)
011059 143615 Test Server Test POS TE 201 1-05- 197}
01159 1436:18  Test Server Test POS e 201 1-05-19{79)
01105/19 143621 Test Server Test POS 2011-05-19(F0) 1
........ fik i Ty ______EIWP:'?}:S.’_,________&%
I011MSAT 14.36:37  Test Server Test POS s 01 1-05-19 |
011050 143630 Test Server Test POS i 011-05-19(F) 14:36:3. [
T 2011-05-19(F9) 14:236:24
[suf] M0 1 003630
a1
1 APPLE JUICE 98
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To open a live video window:

1.
2.

Right-click on the metadata indicator, or on the metadata icon in the MapView display.

Click Open Live Video Window . The Live Video Window for the metadata device is displayed.

o Live Video Window

Soune Divica 192168174
Soure Address:  1921681.74
Video Resalutian: 1043 40

Bil Rala 240 khoe
Fiaime Rate 218

[+]=] [=])m 5]

If you want to adjust the video to the original video resolution, check Adjust to original video resolution

Click Snapshot button . The snapshot is displayed and users can save the image or copy it to the clipboard.

Select Streaming profile button to choose different video quality. Options include Original/Main, Recorded,
High, Normal, Low and Minimum.

If the camera is equipped with Audio function, the Audio button will appear. Click to enable audio stream.

Click the button to disable metadata display.

Click the PTZ button for the following PTZ controls:

Enable Digital PTZ: Check to switch between digital / physical PTZ

Preset Point: Choose if available from the drop-down list

Patrol or AutoPan: Choose if available from the drop-down list, click @ to start and @ to stop
Direction controls: Up, Down, Left, Right and Home

Zoom out (-) and zoom in (+) controls

Focus far (-) and focus near (+) controls

Speed Dome Menu: If supported, this button enables the Setup Menu of Speed Dome cameras.

The menu will be displayed directly on the video channel. Use the PTZ controls to navigate down
the menu. Other assigned keys with functions will be displayed on the screen, for example the
Focus button for “Select”.

PTZ Control
[~ Enahle Digital PTZ
Preset Point

detup Nemw

|—-SelectOne—- j e
erm—] o~
EHF?:;“;:IW :
H:;‘“;g”lnn Satup
Dingnostics
Zoom E
Focus B

Speed Dome Menu

I." //

y

oy _._"'
Facus/Irls: Seletd
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e If the camera supports ImmerVision Lens and was correctly configured in Main Console, an additional button

&\~

Switch to ImmerVision

Original / Quad Mode / PTZ Mode / Parameter Mode.

To open a recorded playback window:

will appear above the PTZ Control panel. Click on the arrow to select between

1. Right-click on the metadata indicator, or on the metadata icon in the MapView display.

2. Point to Open Playback Window .

3. Select the period you want to display.

¢ Last Open Alarm- this opens one minute of recording video before the last open alarm.

¢ Custom Time- this sets the Start/End time to define the period of recording video.

Custom Remote Playback

[X]

Start Time: 20068/03/27 1245 FF = ¢
End Time: 2006/03/27 0245 FF = 7

Time Zone:

v Ok

@ NS client O Source Server

* One Minute Before- open one minute before.

¢ Ten Minutes Before- open ten minutes before.

* One Hour Before- open one hour before.

4. The Remote Playback Window has full playback controls.

[E] Remote Playback Window (Test Server - Streets) - Remote

~Playhack Nawigation

1
(o] ][w] (@[]
Playback Period
T 07:39:27 - T 07:40:27
Export Periad
T4 07:39:27 - F4F 074027

5. Click Snapshot button . The snapshot is displayed and users can save the image or copy it to the clipboard.

6. Click Export Video button to save recorded video.

* Set up the cue in and cue out points; the cue in and cue out time will show on the information window.

* Click Export Video button, choose the folder where you want to save the file at, enter the file name and click

SAVE.

¢ Set the Export Format as ASF or AVI (ASF recommend) and set the Use Profile.

¢ Select to export (i.e. save) the record video with Audio, OSD and metadata display, or export video only.

¢ Click OK to save the video.

7. If you want to fix the window size at the original resolution, check Fix original video resolution E]

8. If the camera is equipped with Audio function, the Audio button will appear. Click to enable audio stream.

9. If the camera is associated to metadata devices, the Metadata button will appear. Click the button to disable

metadata display.

10. Click on the Digital PTZ button to enable Digital PTZ. Zoom in and out with your mouse wheel and drag to

Pan / Tilt.
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11. If the camera supports ImmerVision Lens and was correctly configured in Main Console, the Switch to

ImmerVision button will appear. Click on the arrow to select between Original / Quad Mode / PTZ Mode
/ Parameter Mode.

To backup recorded video:
1. Right-click on the metadata indicator, or on the metadata icon in the MapView display.
2. Click Backup recorded video
3. Inthe Remote Backup Recorded Video window, choose a directory for the backup by pressing the URL button
and browsing to the directory you want.
4. Setup the Time Zone and use setting Start/End Time to select a period.
5. Use the checkboxes to select which cameras to back up video for.

6. Click on OK to start backup.

Remote Backup Recorded Yideo

Directary where the backup files will be created

| A

Start Time: 2008/03/16 06:26 F4F = =

End Tirmne: 2008/0316 06:26 FF 1= =

Time Zone @ MNCS Client O Source Server
Camera:

Camnera Marme Carnera Model

[ Camera 1 AY5100
[] Camera 2 Av3130
[ camera 3 Qeyes11

Output Device Alarm Menu

The Force Output command appears on the device alarm menu for output devices.

To force output:

1. Right-click on the indicator for the output device, or on the output device’s icon in the MapView display.

2. Click Force Output . A signal is sent to trigger the output device.

Server Alarm Menu

The Backup Record Video and Open Remote Desktop commands appear on the device alarm menu for servers.

To back up recorded video:
1. Right-click on the indicator for the server, or on the server’s icon in the MapView display.
2. Click Backup recorded video
3. Inthe Remote Backup Recorded Video window, choose a directory for the backup by pressing the URL button
and browsing to the directory you want.

&

Setup the Time Zone and use setting Start/End Time to select a period.
5. Use the checkboxes to select which cameras to back up video for.
6. Click on OK to start backup.
To open a remote desktop for the server:
1. Ensure that the source server has enabled the Remote Desktop network server.
2. Right-click on the indicator for the server, or on the server’s icon in the MapView display.

3. Click Open Remote Desktop .
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Advance Alarm Search

The Advance Alarm Search window provides a comprehensive set of filters to search for alarm events. The results can be

displayed either in the Output window or the Output 2 window.

To use Advance Alarm Search:

4. Inthe Tools menu, click Advance Alarm Search

5. Inthe Advance Alarm Search Dialog window, check the box or boxes for the search criteria you want, then

choose the desired options (if no options are selected for a given field, it means search for all).

Advance Alarm Search Dialog &
Geng_r“a_\“_m_m_m_“_: | I Source Device v EventMessage
IV Alarm Marme:
|A\arm one .1] =-[OC ServerGroup [Ead | m s Gengra\ Mo.non )
= 0= Local [0 Fareign Object
I Cwmer Marmne 1= Sureillance Setver [0 Missing Object
admin O GARoom [0 Focus Lost
[ Alarm State ©[J* Demo O Gamera Occlusion =
[ & Taipei Streets [ Camera Signal Lost
|Op9” L] O & Awril Lavigne £ Disk Space Exhausted
Iv Alarm Priority O Ayumi Harmasaki O System Health Unusual
Graaterthsg ] ]High L] O * Ardemis O System Resource Failure
A T [ ® Office [0 System Metwark Abnormal
e e O3 Aremis-Input 3 I Digital Input Triggered
A =[] clyde [JC Transaction Start
_DatefTime O% Suweillance Server DI_,I Transaction End
: O 2 camera i O Open Gash Drawer
I” Date I~ e E] - O cameraz [0 Connection Lost
W Fram: ] 7 _J ] L =| O ® camera3 O User defined 1
g SO ® Camerad [0 User defined 2
v To T . =] O 2 Truen-TCAM series (QBD;v'l DI"_‘| Userdefined 3
— | J<1 B | (3] |OCD Userdefined 4 [
Add Filter Criterion I
Alarm Name | cwnerName | Status | Priority | Alarm Note | Start DateTime | End DateTime | Source Devi.. | Event Message
I Outputio Pane 2
Eait Fee v

6. Setup the General options for criteria:
¢ Alarm Name — choose a name from the drop-down list.
* Owner Name — choose a name from the drop-down list.
* Alarm State — choosing Open or Close in the first list reveals different states in the second list:
Open — All, New, Assigned, In Progress, or Later in the second list.
Close — All, Close, Auto Close, or Ignore in the second list.
» Alarm Priority — click the button to cycle through Greater than, Equal to, and Less than. In the drop-down list, select a
priority.
* Alarm Note — enter keyword for search
7. Setup the Date/Time for search:

* Date/Time — check Date and/or Time; and From and/or To, in the checkboxes. Then choose the date/s and time/s you
want.

To setup one day as the search period, click on the Ex] icon next to Time Dammemm B F
Q and select 1 day. Or manual enable and set date from 2008/3/16 Erom s
' to 2008/3/17.
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Choose the Source Device and Event Message.

* Source Device — check the box or boxes for the devices you want to search. If only check the Source Device without
select any devices from tab, the criteria would search for all devices.

* Event Message — check the box or boxes for the event messages you want to search. If only check the Event
Message box without select any events from tab, the criteria would search for all events.

Click Add Filter Criterion . The search criteria you selected appear in the window.
You can edit or remove the set of search criteria you have just created, or add another set of search criteria:

* To edit a set of search criteria, select that set, choose filter options as described above, then click Update Filter
Criterion.

* To remove a set of search criteria, select that set, then click Delete Filter Criterion.

» To add another set of search criteria, choose filter options as described above, then click Add Filter Criterion, the
search result would include each combination of all criteria.

By default, search results are displayed in the Output window. If you want the results to be displayed in the
Output 2 window, check Output to Pane 2 .

To customize desired output fields in the Output and Output2 windows, click Edit Fields . For details on Edit
Fields please refer to page 65.

Click Search.
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The NCS Client provides feeds over the Internet to multiple video matrixes. Each matrix can display images from up to 64
cameras, along with text above each image including information about the camera and server. Matrixes can also be
configured to show video from a camera when an alarm event occurs. To display video on a matrix, the NCS client must be
logged in to that matrix. Once logged in, the matrix display can be configured and cameras chosen.

Matrix View Toolbar

The Matrix View Toolbar has the following buttons:

*  Login/Logout matrix & 8 —the NCS Client must be logged in to a matrix in order for most of the Matrix
Toolbar commands to be used.

* Remove camera on matrix G —when a camera icon on a matrix a is selected, clicking this button removes it.

¢ Reset matrix @ - this button removes all cameras from the selected matrix.
e Toggle allow show video on event ¥ —When selected, you can define matrix grids to display video from
cameras when alarms are triggered. Only available under Edit mode.

e  Toggle tour [Z — Enable Camera tour when focused on Views, View Tours when focused on View Tours and
Grid Tour when focused on grids. Only available under Operate mode.

e Open PTZ Control Panel 4@ — this opens a window for PTZ controls. When using a camera with ImmerVision
support, another button Switch to ImmerVision will appear under the PTZ Control panel. Click to switch

between Original / Quad Mode / PTZ Mode / Parameter Mode.  Only available under Operate mode.

e Go to previous view / next view ~_© — Switch between Camera Tour views when focused on Views,
between views when focused on View Tours , or between cameras when focused on Grid Tours . Only
available under Operate mode.

*  Save View Group =l — this saves the current matrix view group into the View Group List . Only available under

Edit mode.

e  The Audio button 2 — this enables camera audio.

e
F]

e The Talk button — this enables two-way audio, or talking directly to the chosen camera.

e The Matrix grid buttons _@ Gl . ~ —these control the layout of the matrix grid.

Showing Video on a Matrix

Showing video on a matrix requires that a matrix system be executed, either on the same computer as the one running the
NCS Client, or another one. For information on how to execute a matrix system, see page 46. For the NCS Client to show
video on a matrix, it must be logged in to that matrix.

To login to a matrix:

Select the matrix you want to log in to and click the Login matrix button &

To load a matrix View Group / View / View Tour:
1. After logging in, go to the View Group List under Operate mode.
2. Toload a View Group , right click on the icon and choose Load on Matrixes .

3. Toload a View or View Tour , right click on the icon on a specific view and choose Show on Matrix.
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Q Alternatively, drag View Groups, Views and View Tours from the View Group list directly into the matrix list
: to load them. To do this, the NCS Client must be in Operate mode.

To configure a matrix grid layout:
1. Ensure that the NCS Client is logged in to the matrix as described above.
2. Select the matrix you want to configure.
3. Click one of the Matrix grid buttons @ E# [ [°] - [ ». The second button from the right [E3 = is the
Matrix Grid NxN button. Clicking the arrow next to this displays a menu, from which you can select more display
grid options. The button on the far right 7] - Matrix Grid 16:9 is a new set of grids dedicated to wide-screen

displays.

Q Double click on any channel under multiple channel view to switch to a dedicated single channel view.
Double click again to switch back.

To add cameras / Grid Tours to a matrix:
1. Ensure that the NCS Client is logged in to the matrix as described above.
2. Select the matrix you want to configure.
3. Drag cameras or Grid Tours directly from the Server List , View Group List or Map to the desired matrix grid.
4

The camera icons appear on the matrix. You can drag them to different positions on the matrix. To see which
camera a particular icon represents, point to the icon. A text bubble appears showing the camera name, type, and
server.

5. Select Stream Profile of the camera. Choose As NCS Client, Original/Main, Recorded, High, Normal, Low or
Minimum .

You can disable the Link between the Map and Matrix by clicking the Disable Link between Map and

Matrix button = .

Q You can disable send video on event to Matrix by clicking the Disable to Matrix button &

Q Video of new alarm events cannot replace old events on the Matrix if the Matrix is full and users do not

close old events when you click the Disable Matrix Popup button %.

To remove a camera from a matrix:
1. Ensure that the NCS Client is logged in to the matrix as described above.

2. Select the matrix you want to configure.
3. Select the camera icon and click the Remove camera on matrix button & .

Q The setting of Matrix can only save on NCS client PC. The same user account login server with different
PC can't load the original Matrix setting.
To reset matrix:
1. Ensure that the NCS Client is logged in to the matrix as described above.

2. Select the matrix you want to configure.
3. Click on the arrow next to the Remove Camera on Matrix button & * and click Reset matrix .

To toggle allow show video on event:
1. Ensure that the NCS Client is logged in to the matrix as described above.

2. Select the matrix you want to configure.
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Click the Toggle Allow Show Video on Event  button A " .or select Edit “Show On Event” Mode . Select grids
you want to show video on events. Clicking again can disable allow show video on events.

Choose Select All to toggle allow all grids show video on events.
Choose Clear All to disable allow all grids show video on events.
For advanced management, click on Setting...

You are able to define up to 16 different groups indicated with 16 different colors under Group Setting .

To toggle tour:

1.
2.

Ensure that the NCS Client is logged in to the matrix as described above.

Select the matrix you want to configure.

Click Toggle Tour button E‘.

Click Toggle Tour button again to disable tour.

Joystick Control

Matrix system can be controlled by a joystick. Prior to setup, it requires a joystick device connected to NCS Client computer.

To setup Joystick Control:

1.
2.
3.

Click the Edit button and point to Joystick Setting

In Joystick Setting Window , select the Active Joystick you want to use.

Select the function and the parameter from drop-down menu for the button of joystick. The function are as below:
* N/A — make the button ineffective.

* Go to Preset Point — go to the preset point of the view on a matrix or a live video. Select the parameter for the preset

point.
Toystick Setting

Active Joystick: DCZ -
Buttan Function FParameter *
Button 1 Goto Preset Point 1 -
Button 2 Goto Mext Grid ¥

Buttan 3 Toggle Single Camera View i 1
Button 4 Switch Matrix Grid 3

* Go to Previous Grid — go to previous grid on a matrix.

* Go to Next Grid — go to next grid on a matrix.

» Switch Matrix Grid — switch grids of a matrix.

* Toggle Single Camera View —toggle select camera to single view.
* Start/Stop Autoscan —start/stop autoscan on a matrix.

* Zoom Wide —zoom wide of the view on a matrix.

* Zoom Tele — zoom tele of the view on a matrix.

* Switch Active Matrix — switch into different matrix.

* Go to Matrix View — go to Matrix List Window.
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-:Qj

Joystick Setting Joystick Setting
Active Joystick: USH 2A8K GamePad v Active Joystick USB 2ABK GamePad v
Button Function Parameter Buttar FunCtion Parameter
Button 1 Goto Previous View Button 1 | 5oto Previous iew -
Button 2 Goto Mext View Button 2 A
Button 3 Toodle Single Camera View Button 3 |2
Button 4 Switch Screen Layout Button 4 SEEE E;:ﬁtu:u\}?gw
Button S Switch Active Matrix Button S | =0t Next View
Button &  Start/Stop Autoscan Button 6 |cyitch Screen Layout
Button 7 NfA Button 7 |Toggle Single Carnera View
Button8  NfA Button 8 |Start/Stop Autoscan
Zoom Wide
Zoom Tele
Switch Active Matrb
Gato Matrixview
[ Tetan | [ W ] [ X Cancel ] Default ] [ o Ok ] [ X Cancel ]

* Go to Server View — go to Server List Window.

* Find Recording Server — Focus to chosen Server on Server List. Must be used with number buttons.

Format: Press this button + server number + Enter
E.g. To go to server number 8, press Find Recording Server + 8 + Enter.

To display server / camera / matrix numbers, go to Edit — NCS Client Setting — Miscellaneous — Show
central ID on server list and matrix list.

* Open Live View — Open Live View window for selected camera. Must be used with number buttons.
Format: Press this button + camera number + Enter

E.g. To show live video of camera 12 from server 5, press Open Live View + 5012 + Enter.

* Open Instant Playback — Open Instant Playback for selected camera. Must be used with number buttons.
Format: Press this button + camera number + Enter

E.g. To show instant playback of camera 6 from server 3, press Open Instant Playback + 3006 + Enter.

* Show Camera to Matrix — Show selected channel of camera on selected grid of matrix.

Format: Press this button + camera number + Enter + matrix and grid number + Enter.
E.g. To show live video of camera 3 from server 5, to grid 11 of matrix 15, press Show Camera to Matrix
+ 5003 + Enter + 15011 + Enter.

* Switch Stream Profile — Press to switch between different stream profiles of Live View or matrix views.

Sequence of stream profiles: NCS Client — Original — Recorded — High — Normal — Low — Minimum

* Take Snapshot — Press to take a snapshot of current Live View or Playback window.
* Play Playback — Press to play Playback.

* Pause Playback — Press to Pause Playback.

 Stop Playback — Press to Stop Playback.

* Numbers 0~9 — Assigh numbers to input server / camera / matrix numbers.

¢ Enter — Confirm commands.
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Log Viewer

The Central System Log Viewer can be accessed from the Tools menu. You are able to search and export a checklist of

events according to source device and time/date.

|E| NCS Client [admin] [Trial]

i Flle Edit  view ;':I'-ou\s_i Zoom He\__p

To Search and Export log information:

1. Pick a source device: NCS Server, NCS Client, Recording Server

2
3.
4
5

i [FEdit Mode =1 |
Server List

Server Summary...
Central Server Information

| =00 ServerGroup ||

Central System Log Viewer

=& Local
» Q4 Rog
2* Demn
Lo Taipeis
® hyvrills
Lo hymini B
* Artemis
* Office
= Clyde

¥ Camera

Advance Alarm Search...

Real-time: Alarmn Fiter »

Central Backup
Central Backup Status

Rermote Playback
Widen Matrix

or All.

Choose from a list of log types. Default includes all available options, click again to deselect.
Choose a Date or specify a time range under Date Time.
Click on Search. Log information will be displayed below.

Click on Export to... to export searched log information to Excel files.

Log Yiewer

Systermn Log ]

Source Device:

Log Type:

NCS Client -

Configuration Commit
Client Login

Client Login Fail
Client Logout
ExportvVideo

Backup video

" Date -

' Date Tirne: 201001401 00:00 = 5

to 2010/ 1041528 = -

Exportio... ] [ Search

Log Time

2010f11f01 17:25:37
2010f11/01 17:29:32
2010/11f01 17:34:30
20101101 20:23:27
2010/11f01 21:16:00
2010/11f02 11:34:48
201071102 11:36:29
201071103 11:52:28
2010/11/03 19:21:22

Log Type

Client Login
Configuration Commit
Configuration Cammit
Configuration Comrmit
Configuration Cormmit
Configuration Cormmit
Configuration Cormmit
Configuration Comrmit
Configuration Commmit

Status | Description

- Usermname=admin, IP=127.0.0,1
- UserMame=admin, IP=127.0.0.1
- UserMame=admin, IP=127.0.0.1
- UsgrMarne=admin, IP=127.0.0.1
- UsgrMarne=admin, IP=127.0.0.1
- UserMarne=admin, IP=127.0.0.1
- UserMarne=admin, IP=127.0.0.1
- UsarMarne=admin, IP=127.0.0.1
- UserMarme=admin, IP=127.0.0.1
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Remote Playback Shortcut

The Remote Playback command in the Tools menu displays a NVR/NDVR/DVR control screen from the server. For
information about the NVR/NDVR/DVR software, see its accompanying documentation.

To execute the Remote Playback shortcut:
6. Inthe Tools menu, click Remote Playback .

7. For multiple monitor systems, select which monitor you want the NVR/NDVR/DVR control screen to display on.

Monitor Selection Dialog

Monitar Resolution
# 1280 x 800
#2 1920 % 1200

8. Click OK.
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Server Summary

The Server Summary window displays summary information about all the source servers connected to the NCS Client.

Server Summary

Finish to Update

kHame Login | Recording | Free... | Camera.. | /0 Count | POS Count | AC Count | LPR Count | Time Zone

= )5erverGroup
& TestServer admin  Stopped  B.53GE 1G(18) 8 (ET) 101 00 o GMT+08:00

<] (2

License Status: Trial (29 days remaining)

License Type Camera 18] FOS AC LFPR
Total License 48 8 2 2 2
Femaining License 32 1] 1 2 2

This information consists of:

* Login — the login name for the recording server.

* Recording — the video recording status of the recording server.

e  Free Disk Space — remaining recording server disk space.

e Camera Count — the number of camera licenses connected to the recording server.

* 1/O Count —the number of input and output devices connected to the recording server.

¢ POS Count —the number of POS devices connected to the recording server.

e AC Count — the number of access control devices connected to the recording server.

* LPR Count — the number of license plate recognition devices connected to the recording server.

e Time Zone — the time zone of the recording server.

e License Status — the license status of the NSC system

e Total License — the total number of licenses, including cameras, metadata and I/O devices.

* Remaining License — the remaining number of licenses, including cameras, metadata and 1/O devices.
To use the Server Summary window:

1. Inthe Tools menu, click Server Summary .

2. Use the [# and [E buttons beside the server group folders to view server information.

3. To refresh the information in the window, click Refresh . This refreshes Login User, Recording status and Free
Disk Space. To refresh number of cameras, 10, and Time Zone, select Synchronize Device while in Edit Mode .

To open a window with more detailed server informat ion:

In the Server Summary window, select a server, then click Detalil .
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NCS Client Software version

To view the NCS Client software version:

In the Standard Toolbar, click & to see version information. Alternatively, in the Help menu, select About Central .

[n’bom"’ics'cm .

MNCS Client Version 1.5. 1

Copyright (C) 200410

Page - 93



Central Management System

Cross Time Zone Scenario

Cross Time Zone Scenario

The NCS System is easy to use across multiple time zones. The NCS Server and the SQL database record all alarm times
in UTC (Coordinated Universal Time). This enables the NCS Server to put the alarms in order before they are sent to the
NCS Client. The NCS Client converts the alarm times to the local time, to enable users to manage alarms efficiently.

If required, NCS Client users can access source devices’ local times in the Alarm Detail window and the Alarm Overview
window (see Alarm Log Settings on page 65).

Main Console

| BRAZIL | Tokyo | LOS ANGELES
UTECIGHT- UTC/GMT+08:00 UTCIGMT-
02:00 AM11:13 08:00
57 AM00:13 57 %) PMO06:13
Alarm iAIarm 1Alarm
frmm e Converttg UTC. -=-----=-=--- K
Time
AM 02:13
sqL DB ¥ NCS Server
UTC Tirme [ [ = UTCTime

AM 02:13 ' o ' AM 02:13

Canvert ta Local Time

MNCS Client

TAIWAN
UTC/GMT+08:00
AM 10:13
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