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1.1

Overview

The IP Camera features a 1.3 Megapixel progressive scan CCD that delivers
unparalleled image quality. Utilizing progressive scan CCD sensor, it produces
images of rapid moving objects with minimum motion blurring. Dual streaming
enables users to view both MJPEG images and MPEG-4 video to achieve
superior image quality and conserve bandwidth. And with ultra high resolution of
700 TVL, users can monitor critical areas with greater detail like nothing before.

Features

Image Quality
e 1/3” Sony progressive scan CCD
e 1.3 Megapixel high definition
e Low light sensitivity 0.2 lux@F1.2
Application
e  Dual streaming: MJPEG & MPEG-4
- MJPEG up to 1280x960 @15 fps
- MPEG-4 up to 640x480 @ 30 fps
e Digital zoom: 1x ~ 12x
e Two-way audio
e Image rotation: Flip, Mirror, and 180° rotate
e Free bundled CMS software
Easy Installation
e Compact size & light weight
e Interface: 10/100 Ethernet with RJ-45 connector



1.2

Package Contents

Please check the package contains the following items listed below.

(el 8 O

DC12V Power Adaptor
(DC model only)

1.3 Megapixel IP Camera C/CS mount lens adaptor

=

Alarm 1/O terminal block CD
(bundled software,
documentation)



1.3 IP Surveillance System Architecture

The figure below illustrates the system architecture of the IP Camera. It is
capable of MUPEG and MPEG-4 dual streaming for flexible application.




2.1

2.2

Introduction of IP Camera

This chapter will provide the camera dimensions for reference before installation.
Definition of each connector on the camera’s rear board will also be specified.

Camera Dimensions

The IP Camera’s dimensions are shown as below.

125

52

Connectors on the Rear Board

The diagram below shows the IP Camera’s rear board. Definition for each
connector will be given as follows.

Power LED

Reset Button

o 0?
o | O] &2 [

DC12v 1234

LINE LINE IN
NETWORK out MIC IN

[
e\t

) ) —— }] AUTO
I\/ S

Connector

Definition

Power LED

Green link light indicates good power connection.

Reset button

For system reset
Press and hold the Reset button to restore factory

default settings.

DC12V connector

DC 12V power connection

Video/DC switch

For Video drive lens/DC drive lens. Set the switch to
“Video” if use a video drive lens, and set it to “DC”




when using a DC drive lens.

I/O terminal , ,
For alarm connection (see section 3.2)
connector
Line Out & Line In/ . o
) For two-way audio transmission
Mic In ports

Network connector

RJ-45 connector for LAN connection

Network LEDs

Link and activity

Green link light indicates good network connection
Orange activity light flashes for network activity
indication.

Auto iris connector

For use with auto iris lens




3.1

3.2

Preparations for IP Camera Setup

This chapter outlines information about system requirements for IP Camera
operation, procedures of camera connection, and login to the camera.

System Requirements

To perform the IP Camera via web browser, please ensure your PC is in good
network connection, and meet system requirement as described below.

Iltems Minimum Requirement ‘
Personal Pentium-I1l 600MHz processor

Computer RAM 256 MB

Operating System | Windows 2003, XP

Web Browser Microsoft Internet Explorer 6.0 or above

Network Card 10Base-T (10 Mbps) or 100Base-TX (100 Mbps) operation
Viewer ActiveX control plug-in for Microsoft IE

IP Camera Installation

Please follow the instructions below to complete IP Camera installation.

Cable Connection
Use of Category 5 Ethernet cable is recommended for network connection; to
have best transmission quality, cable length shall not exceed 100 meters.

e When connecting through a hub or switch:
Connect one end of a straight through CAT5 cable to the RJ-45
connector of the IP camera, and the other end of the cable to the hub or
switch.

e When connecting to PC directly:
Connect one end of a crossover CAT5 cable to the RJ-45 connector of
the IP camera. Then connect the other end of the cable to PC.

Power up the Camera

Q Connect the power jack to the IP Camera before plugging in to power
socket, to avoid danger of electric shock.



Check over the status of the link indicator and activity indicator LEDs; if the LED
is unlit, please check LAN and power connection.

Green link light indicates good network connection.
Orange activity light flashes for network activity indication.

Software Installation

It is required to setup the software program “ipp41_runtime_installer”, to
communicate the PC with IP Camera, and view live video. The program can be
found in “Client program” folder in the supplied CD. Double click to execute the
program; it will be automatically installed to your PC.

.........................................

VIntel Corporation

The installation wizard shuts down when installation completed.

Intel® Imtegrated Performance Primitives RTI 4.1 for Windows* on l...

__El_ Pleaze wait while Windows configures Intel® Integrated
I‘E_J Performance Primitives BTl 4.1 for Windows* on Intel® PertiumE
Rrocessars

Cancel

Alarm Application

The camera equips one relay input and one relay output for alarm application.
Refer to alarm pin definition below to connect alarm devices to the IP Camera if
needed.

E E E E 5Y Output Spec.:
¢ Open collector output

10K
1234 e Absolute MAX Voltage: 5.5V
Alarm Input +

Output+ with pull-up resistor

1.
L— Alarm Input -
2. Output- — e Recommended Voltage: 3V ~
3. Input+ Alarm Output + 5V with pull-up resistor
4. Input- ] ¢ Recommended Pull up resistor
S | 'J] Alarm Output - is 1.8k~100k Q for TTL Level at

5V operation.
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Accessing IP Camera

To access and configure the IP Camera, users simply login through the Internet
Explorer (IE). Before that, users should make sure that the PC is connected to

the same network as the camera.

Camera Default IP

The IP Camera’s default IP address is: 192.168.0.250. Therefore, to
access the IP camera for the first time, set the PC’s IP address as:

IP Address: 192.168.0.XXX
Subnet Mask: 255.255.255.0

Follow the procedure to set PC IP address.
Step 1: Enter “Network Connections” on the “Control Panel” or “Network
Neighborhood”, and double click “Local Area Connections.”

! Control Panel g
File Edit View Favorites Took Help "
0 Back - O - % [ Folders /-" Search x :ﬁ; L‘:l d ﬂ -

Address |@ Control Panel v | Beo
Folders >< (E *i = i vj-g a 1& g % Q‘ﬂ

[’ﬁ' Desktop s 3 "‘t‘) <
3 (3 iy O s Accessbiity  Add Hardware Addor Administrative  Application Automatic AXIS Media BDE Bluetooth

b WiocHmen QOptions Remov... Tools Panel Updates Confral Administrator  Local COM
= } My Computer
@ e System (1) P = > 4 (e =5 L
[ “ Data (D7) 4 '_s}* S B 7 i &> [l
= e Removable Disk (E:) Date and Time Display Fingerprint  Folder Options Fonts Fujitsu Radio Game Intel(R) GMA InterBase
= 53 1_pp41_runtime_instaler Sengor Contrel Controllers  Driver for ... IManager
|} installer
® e RamDisk (R ¥, ,ﬁ, = ’L) e 'J‘ ‘Ij '_':;) ';.d
- der on Dynas40 Samba Server 3.0.1 ’ i d =2 bt >
+afin ISR LT ARG Internet Java Keyboard Mouse Metwork. Metwork Phone and  Power Options  Printers and
= [ contrci prel Options Connections  Setup Wizard  Modem ... Faxes
4@ Administrative Tools
124 Forits - 1 A Y /
& etwork Connections ﬂ‘l] g g = @ @/ &/ @ _‘gj
© 2 Printers and Faxes Realtek HD Regionaland  Scanners and  Scheduled Security Sounds and Speech Symantec System
@ l> Scanners and Cameras Sound Effe..  Language .. Cameras Tasks Center Audio Devices Livelpdate
1] scheduled Tasks
. - ‘ pay o £
& g Mobns Device . E gg a -\_é; Sy g
@ Hisdaig bolders Taskbar and User Accounts  Windows ‘Wireless Link. Wireless B
® 1) Shared Documents Start Menu Firewal Metwork Se...
® | responder's Documents
= € My Network Places
2| Recydle Bin
® |3 Desktop
I Insurance Compare
® ) Messy2
123 Unused Desktop Shortouts
D AER-TTERE
1D EERAIE R SR B MR
® |2 BERE
< >
Connects to other computers, networks, and the Intermet.
. 7] H ” H 7]
Step 2: In the page “Network Connections,” double click “Local Area

Connection.”



e_s, Network Connections

File Edit ‘\iew Favorites

Tools

Advanced  Help

@Back A > | lf ff~ Folders /'._\‘Search x é‘{ LC] Dlj =y |

4 &~

Q@?

Address !'@; Metwork Connections

BeE

Network Tasks

'__=¢[ Create a new connection

% Setup ahome or small
office netwaork

Change Ywindows

Firemwall settings

Disable this netwark
device

& ©

Repair this connection
Rename this connection

View status of this
connection

C&F

&

Change settings of this
Connection

Other Places

[ Contral Panel

) My Metwark Places
lD My Documents

W My Corrputer

(%)

»

Marme
Broadband

@ Hinet ADSL @ DyynaColor 6F
@ Hinet ADSL

Dial-up

e IBM Laptop Dial-In Service
b CHT 35

e Youthwwant Free Dial-up
e OWR. Dial-In Service

LAN or High-Speed Internet

UPWLAN SUperfG

SLyMrare Network Adapter WiMnets

<L 1394 Connection
JLlLocal Area Connection

SLyMrare Network Adapter Winetl

Virtual Private Network

Crsartlor WEk

el

Type

Broadband
Broadband

Ciial-Lip
Ciial-Lip
Diial-Lip
Diial-Lip

LAN or High-Speed Internet
LAN or High-Speed Internet
LAN or High-Speed Internet
LAN or High-Speed Internet
LAN or High-Speed Internet

Wirt 1al Priveate Matwinrk

Status &

Disconnect
Disconnect

Disconnect
Disconnect
Disconnect
Disconneact

Mot connec
Disabled
Connected
Connected
Disabled

W
I"liqr"nnnr:-r'f[. J

[z

Broadcom Metxireme Gigabit Ethernet

Step 3: Select “Internet Protocol (TCP/IP)” and click “Properties” to enter its

sub-page.

=t Local Area Connection Properties

X

General | Authentication | Advanced

Connect using:

H8 Broadcom MNet<ireme Gigahit Ethernat

This connection uses the following iterns:

[

== Metwarl Manitar Driver
S AEGIS Protocol (IEEE 802.1x)+3.4.10.0
v 55 Internet Protocal (TCRARF)

Install...

Description

Transmission Control Protocol/internet Protocal. The default wide
area network protocol that provides communication across
diverse interconnected neteorks.

Show icon in notification area when connected
Matify me when this connection has limited or no connectivity

(0] l l Cancel

11
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Step 4: In the IP Address field, enter “192.168.0.XXX.” In the Subnet Mask
field, enter “255.255.255.0.” Then Click “OK” to confirm the setting.

Internet Protocol (TCP/IP) Properties ﬁ

General |

You can get IP settings assigned automatically if wour network supports this
capahility. Otherwise, you need to ask your network administrator for the
appropriate IP settings.

(C) Obtain an IP address automatically
(@) Use the following IF address:

IP address: | 192 168 . D . |

Subnet mask: | 255 . 285 285 . O I

Default gateway: | : : : |

(@) Use the following DNS server addresses:

Preferred DNS server: | : : : |

Alternate DNS server: | : : : |

[ Ok, l I Cancel ]

NOTE: XXX can be the number between 1 and 255, except for 250.
Additionally, if users want to change the IP address or the IP Camera to
obtain the IP address automatically.

Login ID & Password

After setting the PC’s IP address, key in the IP Camera’s IP address:
“192.168.0.250” in the URL bar and press “Enter”. Then the dialogue of request
for entering default username and password (as shown below) will prompt for
login the IP Camera.

2

W

networkHDcamera

ser name: ! | w !

Passwiord; ! !

[Jremember my password

[ a4 I [ Cancel




The default login ID and password are like the following:

Login ID ‘ Password
Admin 1234

& NOTE: The first letter of the default username should be capital.

NOTE: It is strongly suggested that Administrator’s password be altered
for the security concerns. Refer to section 4.2.2 Security for further
details.

Installing Plug-in

For the initial access to the IP Camera, the web browser shall ask for
permission to install a plug-in for display video in browser. Click on “Yes” to
allow the installation. If web browser doesn’t allow the installation, check the
Internet security settings (see Appendix B) and lower the security level to
continue the process.

Once login in is completed, users will see the Home page shown as below:

Megapixel

System I Streaming | Camera | Help I

== - . [l

2007/08/16 10:40}

Video format O Mpegd & Jpeg o Pslya LR PRElE |

13
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User Privilege

“‘Administrator” represents the person who can configure the IP Camera and
authorize user access to the camera; “user” refers to whoever has access to the
camera with limited authority, i.e. entering Home and Camera setting pages.

Image and Focus Adjustment

The image displays on the Home page when successfully accessing to the IP
Camera. Adjust the zoom and focus pullers on the lens as necessary to produce
a clear image.




4.

4.1

IP Camera Configuration & Operation

The IP Camera is provided with a user-friendly browser-based configuration
interface, and a free bundled CMS (Central Management System) for record
and playback video. In this chapter, information about main page introduction,
system related settings and camera settings will be described in detail.

For further information about CMS software, please refer to Chapter 5 and
CMS user manual.

Browser-based Viewer Introduction
The figure below shows the main page of the IP Camera user interface.

At the bottom of the main page, users can also adjust video size (x1, x1/2 and
full screen) and select a kind of video format (MPEG-4 and JPEG).

Megapixel

System l Streaming | Camera | Help l

2007/08/16 1 0:40

= — "

Video format O Mpegd @ Jpeg x1 | x12 | Ful | Tak |

There are four tabs: Home, System, Streaming and Camera, on the top panel.

Home

Under the page, users can monitor live video of the targeted area.

15
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System setting

Under the item, Administrator can set host name, system time, root password,
network related settings, etc. Further details will be interpreted in section 4.2
System Related Settings.

Streaming setting
The Administrator can adjust video resolution and rotate type and select an
audio mode.

Camera setting

The user can adjust various camera parameters, including <EXPOSURE>,
<WHITE BALANCE>, <BRIGHTNESS>, <SHARPNESS>, <CONTRAST> and
<DIGITAL ZOOM>.

System Related Settings

The figure below shows all categories under the “System” tab. Each category in
the left column will be explained in the following sections.

Streaming 1 Camera Help J

System

Security Host Name : |MegaPixelCamera

Hetwork

DDHS

% ) Sync With Computer Time
Mail

T PC date: [2007/08/16| [yyyy/mm/dd]

EHiation PC time: 14 14:43 | [hhimm:ss]

View log file

® Manual
View user information
T Date: |2007/01/01) [yyyy/mm/dd]
Factory default Time: :DD:DD:DD [hh:mm:ss]

Software version r
Day:|Sun

Software upgracle




4.2.1

4.2.2

Host Name and System Time Setting

Press the first category: <System> in the left column; the page is shown as
below.

I
Streaming Camera Help

~
Security Host Name : |MegaPixelCamera

Hetwork

DDHS

- ) Sync With Computer Time
Mail

T PC date: [2007/08/16] [yyyy/mm/dd]

Application PC time: 141820 [hh:mm:ss]
View log file

@ Manual
View user information
L Date: |2007/01/01) [yyyy/mm/dd]
Factory default Time: :DD:DD:DD | [hhrmim:ss]
Software version r
Day: __S_u_n_ w
Software upgrade
v
< ¥

Host Name

The name is for camera identification. If alarm function (see 4.2.7 Application)
is enabled and is set to send alarm message by Mail/FTP, the host name
entered here will display in the alarm message.

Sync With Computer Time
Select the item, and video date and time display will synchronize with the PC’s.

Manual
The Administrator can set video date, time and day manually. Entry format
should be identical with that shown next to the enter field.

Security

Click the category: <Security>, and the page is shown as the figure below.

17
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Home System

Root Password

Streaming 1 Camera Help

HNetwork ROOE password |sssssssees

Confirm passwaord :ooooooooo.

DDHS

Mail

FTP

Add User
Application
User name

View log file I
2 User passwiord

View user information D I/0 access |:| Camera cantraol

View parameters [ Talk [] Listen &dd

Factory default

Software version
Manage User

User name ;.—— no user - V_

Software upgracle

Root password

Change the Administrator’'s password by inputting the new password in both
text boxes. The input characters/numbers will be displayed as dots for security
purposes. After clicking <Save>, the web browser will ask the Administrator for
the new password for access. The maximum length of the password is 14 digits.

& NOTE: these characters are valid: A-Z, a-z, 0-9, #$%&-.@" ~

Add user

Type the new user's name and password and click <Add> to add the new user.
Both user name and password can be up to 16 characters. The new user will be
displayed in the user name list. There is a maximum of twenty user accounts.
Each user can be assigned four types of privileges — “1/O access”, “Camera
control”, “Talk” and “Listen”.

e |/O access
This function is disabled.

e Camera control
This item allows the appointed User to change camera parameters on
the Camera Setting page.



e Talk/Listen
Talk and Listen functions allow the appointed user in the local site (PC
site) communicating with, say, the administrator in the remote site.

Manage User

Delete user

To delete a user, pull down the user list, and select the user name you wish to
delete. Then click <Delete> to remove it.

Edit user
Pull down the user list and select a user name. Click <Edit> to edit the user’s
password and privilege. When finished, click <Save> to modify the account
authority.

2 Edit nser - Microsoft Internet Explorer

User name manager

User password |sessssssss

/O access Camera control
Talk Listen

19
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Network

Click <Network> in the left column, and the page will display as shown below.

Megapixel

|
System Streaming ICamera Help ‘
~

System 5
Security O Get IP address automatically
Hetwark @ Use fixed IP address
s General
Mail r

IF address |192.168.7.250 |
FTP
Application Subnet mask |255.255.255.0 |
View log file Default gateway 192168?254 |
View user information _ r

Primary DMNS |0.0.0.0
View parameters

Secondary DNS |0.0.0.0
Factory default S——
Software version HTTP
Software upgrade HTTP port a0

w
< >

Users can choose to use fixed IP address or dynamic (DHCP) IP address. The
following is descriptions for the two ways of setting IP address.

Get IP address automatically (DHCP)

The camera’s default setting is “Use fixed IP address”. Please refer to the
previous section 3.3 Accessing IP Camera for login with the default IP
address.

If select “Get IP address automatically”, users will be requested to perform the
installer program: DeviceSearch.exe, which can be found in “DeviceSearch”
folder in the supplied CD, whenever the |IP camera resets.

& NOTE: Please make the record of the IP Camera’s MAC address, which
can be found in the label of the camera. Request for selecting a MAC
address will occur during executing DeviceSearch.

The procedure of employing DeviceSearch to login the IP Camera, please refer
to Appendix C.



Use fixed IP address

To setup static IP address, select “Use fixed IP address” and move the cursor
to the IP address blank (as indicated below) and insert the new IP address, ex.
192.168.7.250; then go to the Default gateway (explained latter) blank and
change the setting, ex. 192.168.7.254. Press “Save” to confirm the new setting.

|
System Streaming J Camera Help |
~
System 5
Security O Get IP address automatically
Hetwark @ Use fixed IP address
s General
Mail T
IF address |192.168.7.250 |
FTP
Application Subnet mask |255.255.255.0 |
View log file Default gateway | 192..168:?-.2.5.4.- |
View user information _ r
Primary DMNS |0.0.0.0
View parameters
Secondary DNS |0.0.0.0
Factory default S——
Software version HTTP
Software upgrade HTTP port a0
P—
O
w
< >

After setting the camera’s new IP address, please go to the PC’s TCP/IP setting
(see 3.3 Accessing IP Camera) for resetting as well. The following is the
descriptions for each TCP/IP related setting.

e DHCP
This item allows users to obtain a dynamic IP address from DHCP
(Dynamic Host Configuration Protocol) server during camera boots up.
When using DHCP, the settings are dynamic and they will change every
time you power up and power off the camera, depending on your
network's setup.

If use DHCP, a dynamic IP will be assigned to the IP camera. In this case,

users do not need to configure a static IP, and the Ethernet settings (IP
address, Netmask, Gateway and DNS settings) will be read only.

21
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IP

The item is used to configure the PC’s IP (Internet Protocol) address.
The IP address is the identifier for your computer or device on a TCP/IP
LAN or WAN.

Netmask

A Netmask is a 32-bit mask used to divide an IP address into subnets
and specify the networks available hosts. Its value is defined by your
network administrator. It takes the form as ***.*** *** *** for example,
255.255.255.255.

This item allows users to input the value of the Netmask for the PC.

Gateway
Gateway is a node on a network that serves as an entrance to another
network.

DNS

DNS is the abbreviation for “Domain Name System”, which is an Internet
service that translates domain names into |IP addresses because domain
names are easier to remember.

General

IP address
This is necessary for network identification.

Subnet mask
It is used to determine if the destination is in the same subnet. The
default value is “255.255.255.0".

Default router

This is the gateway used to forward frames to destinations in different
subnet. Invalid router setting will fail the transmission to destinations in
different subnet.

Primary DNS
Primary DNS is the primary domain name server that translates
hostnames into IP addresses.



4.2.4

e Secondary DNS

Secondary DNS is a secondary domain name server that backups the

primary DNS.

e HTTP port
This can be other than the default port 80. Once the port is changed, the
user must be notified the change for the connection to be successful.
For instance, when the Administrator changes the HTTP port of the IP
dome camera whose IP address is 192.168.0.100 from 80 to 8080, the
user must type in the web browser “http://192.168.0.100:8080” instead
of “http://192.168.0.100”.

DDNS

Dynamic Domain Name System (DDNS) allows a DNS name to be constantly
synchronized with a dynamic |IP address. In other words, it allows those using a
dynamic IP address to be associated to a static domain name so others can

connect to it by name.

System

Home System

Streaming 1 Camera Help

Security

Dynamic DNS

Hetwork

[ Enable DOMNS

Provider

Host name

Application

View log file

Usernarme/E-mail

View user information

Password/Key

View parameters

Factory default

Software version

Software upgrade

Enable DDNS

Use Dynamic DNS If You Want To Use Your DDNS Account.

| DynDMS .Drg(Dvn@mj;) v

Check the item to enable DDNS.

23



Provider
Select one DDNS host from the provider list.

Host name
Enter the registered domain name in the field.

Username/E-mail
Enter the username or e-mail required by the DDNS provider for authentication.

Password/Key
Enter the password or key required by the DDNS provider for authentication.

425 Mail

The Administrator can set as e-mail via Simple Mail Transfer Protocol (SMTP)
when an alarm is triggered. SMTP is a protocol for sending e-mail messages
between servers. SMTP is a relatively simple, text-based protocol, where one or
more recipients of a message are specified and the message text is transferred.
The configuration page is shown as follows:

Megapixel T o Streaming | Camera | Help

~
System 3
Security SMTR

Hetwork 1=t SMTP (mail) server

DDHS 1st SMTP account name

............. 1=t SMTP password

1=t recipient email address
Application

View log file 2nd SMTP (mail) server

View user information 2nd SMTP account name

View parameters
2nd SMTP password

Factory default

5 2nd recipient email address
Software version

Software upgrade Sender email address

24



4.2.6

4.2.7

Two sets of SMTP can be configured. Each set includes SMTP Server, Account
Name, Password and E-mail Address settings. For SMTP server, contact your
network service provider for more specific information.

FTP

The Administrator can set as e-mail via File Transfer Protocol (FTP) when an
alarm is triggered. The FTP setting page is shown below. Enter the FTP details,
which include server, server port, user name, password and remote folder, in
the fields. Press “Save” when

Megapixel

System

Security

Hetwork

Application

View log file

View user information

View parameters

Factory default

Software version

Software upgracde

I
Home Streaming J Camera Help

FTP
Built-in FTP server port

1=t FTP server

1st FTP server port

1=t FTP user name

1=t FTP password

1=t FTP remote folder

[ 1st FTP passive mode
2nd FTP server

2nd FTP server port

2nd FTP user name

2nd FTP password

2nd FTP remote folder

[ 2nd FTP passive mode

|21

21

|21

Application (Alarm Settings)

The IP Camera equips one relay input and one relay output for cooperating with
alarm system to catch events’ images. Refer to alarm pin definition below to
connect alarm devices to the IP Camera if needed. The alarm configuration

page is also shown below.

25



Y Output Spec.:

¢ Open collector output

=1 e
o) o ]
wl|)o ]
~|le

10K,
e Absolute MAX Voltage: 5.5V
Alarm Input + ) .
1. Output+ Alarrn Input - with pull-up resistor
2. Output- J:: ¢ Recommended Voltage: 3V ~
3. Input+ Alarm Output + 5V with pull-up resistor
4. Input- ] ¢ Recommended Pull up resistor
S Alarm Output - is 1.8k~100k Q for TTL Level at
5V operation.
Megapixe’ Home Streaming Camera [ Help l
System &
Security Alarm Switch
Network & off Con
ik Alarm Type
it C Mormal close & Narmal open
FTP
Alarm Output
& Qutput high O Output low

View log file

View user information

[] Send Alarm Message by FTP
[] send Alarm Message by E-Mail

View parameters

Factory default

Software version

Save

Software upgracle

Alarm Switch
The Administrator can turn on or turn off the alarm function.

Alarm Type
Select an alarm type, “Normal close” or “Normal open,” that corresponds with
the alarm application.

Alarm Output
Define alarm output signal “high” or “low” as the normal alarm output status
according to the current alarm application.




4.2.8

4.2.9

Send Alarm Message by FTP/E-Mail

View Log File

System

Security

Hetwork

DDHS

Iail

FTP

Application

View user information

View parameters

Factory default

Software version

Software upgracde

|
Streaming l Camera Help J

The Administrator can specify whether to send the alarm message by
FTP/E-mail when an event happens.

Click on the link to view the system log file. The content of the file provides
useful information about configuration and connections after system boot-up.

[16/50g/2007:10:38:17 GMT]

|[16/AU0/2007:10:38:01 GMT]
|[16/A0g/2007:10:38:01 GMT]

[16/4u0/2007:10:38:01 GMT]
[16/8u0/2007:10:32:01 GMT]

|[16/AUg/2007:10:38:01 GMT]
|[16/Aug/2007:10:39:00 GMT]
[

16/A0U0/2007:10:50:00 GMT]

|[16/AU0/2007:10:57:00 GMT]

View Parameters

-- Metwark interface initialized start
-- Metwark interface initialized end
--Host IP = 192.168.7.250

-- Subnet Mask = 255.255.255.0

-- Gateway = 192.168.7.254

-- MAC address = 00:D0:89:00:ACBE
-- connect by Admin@192.168.7.199
-- connect by Admin@192.168.6.68

-- connect by admin@192.168.6.88

Click on this item to view the entire system’s parameter setting.
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System

Security

Hetwork

DDHS

Mail

FTP

Application

View log file

View user information

I Factory default

I Software version

Software upgracde

Strearming Carmera

Help

exposure mode = <autos
exposure value = <1

white balance mode = <auto>
white balance value= <1
brightness value = <1>
sharpness value = <1
contrast value = <1

digital zoom value = <1

host name = <MegaPizelCameraz

4.2.10 Factory Default

28

The factory default setting page is shown as below.




4.2.11

Megapixel

System

Security

Hetwork

DDHS

Mail

FTP

Application

View log file

View user information

View parameters

Software version

Software upgrade

Set Default

I
Home Streaming Camera Help

Restore factory settings and lose any changes?
System will restart and need installer program to setup netwaork,

Set Default

Reboot the system.

Click on the “Set Default” button to recall the factory default settings. Then the
system will restart in 30 seconds.

Reboot

Click on the “Reboot” button, and the system will restart without changing

current settings.

Software Version

The current software version is displayed in the software version page, which is
shown as the figure below.
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M egapix e’ Home Streaming Camera Help

System

Security

Hetwork

DDHS

Mail The software version is Z20070816

FTP

Application

View log file

View user information

View parameters

Factory default

Software upgracde

4.2.12 Software Upgrade

Software upgrade can be carried out in the “Software Upgrade” page, as shown
below.

Streaming Camera Help

~

System =

Security Follovt These Steps To Do The Software Upgrade

Hetwork

DDHS Stepl:

e Select the binary file you want to upgrade

userland.jffs2 v|
2 'uImage
Application B Ca
to upload the binary file - userland jffs,cameraFw or uImage
View log file
Step3:
View user information
Click the upgrade button to start the upgrade process
View parameters
Factory default
Upgrade

Software version

o
< >
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& NOTE: Make sure the upgrade software file is available before carrying
out software upgrade.

The procedure of software upgrade is like the following:

Step 1: Type the IP Camera’s FTP address in the URL bar of the Web browser
to login to the FTP site. The address is identical to the IP Camera’s IP
address; the prefix ftp:// should be set before the address, ex.
ftp://192.168.7.250. Then enter the User name and password, which
are identical with the ones used when login to the IP Camera, to
connect to the FTP site.

Back = 5 ﬁ .._) Search |[~ Folders -
T | S " HH

address | (@1 frp: 1192, 168.7 2500 "| e

Log On As

(X

Either the server does not allow anonymous logins or the e-mail address was nok
accepted.

FTP server: 192.168,7.250

User name: | | Lo |

Password: | |

After vou log on, you can add this server to your Favorites and return bo it easily.

& FTF does not encrypt or encode passwords or data before sending them to the
server, To protect the security of wour passwards and data, use Weh Faolders
(webDAY) instead.

Learn more about using Web Folders, =t

[JLog on anonymausly [ 5ave password

Lag On ][ Cancel

£

Step 2: Copy the upgrade file, ex. userland.jffs2, from the source and
paste it to the FTP site.
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File Edit ‘Wiew Favorites Tools  Help H‘F

@Back e G Lﬁ pSearch Ll: Folders v

:

comm.log  userland.jffs2

I

Other Places

& Internet Explorer
ﬂ My Documents
Shared Documents
q Iy Mebwork Places

| 1l

[

& NOTE: Since it is allowed to upgrade one file at a time, please put only
one upgrade file in the FTP site when executing software upgrade.

Step 3: Go back to the IP Camera’s “Software upgrade” page. In the section:
Step1, pull down the upgrade binary file list and select the one about to
upgrade.



| Camera | Hel p

Strearning

System
Serurity Follow These Steps To Do The Software Upgrade

Hetwork

DDHS Stepl:

o Select the binary file you want to upgrade

'.userland.jffSE b
FTP

Step2:
Application

5 Use FTP program to upload the binary file - userland jffs,cameraFw or ulmage
View logfile

Step3:
View user information

Click the upgrade button to start the upgrade process
View parameters

Factory default

Upgrade

Software version

Software upgrade

Step 4: Press “Upgrade” in the section: Step3. The system will then check
whether the upgrade file exists or not. Then the upgrade status bar will
display on the page. When it runs to 100%, the upgrade process is
finished.

Streaming Camera Help

System

Security

System Is During Upgrade Process,

Please Don't Power-Off The System And Change The Page.

Hetwork

DDHS

FTP Upgrade now.Please wait

View log file 7 0/0

View user information

View parameters

Factory default

Software version

Software upgrade

Step 5: Close the Web browser and login to the IP Camera again.
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4.3

4.3.1

34

Video and Audio Streaming Settings

Press the tab "Streaming” in the top of the page, and the two items: Video and
Audio will display in the left column. The Administrator can configure specific
video resolution, video rotate type, audio transmission mode and audio
streaming here. Further details of these settings will be specified in the following
sections.

Video Resolution and Rotate Type

The video setting page is show as below:

- I
Home l System Streaming Camera Help

Audio Yideo Resolution :

@ Jpeg Quad WGA (15fps) + MP4 %GA (15fps)
(O Ipeg VGA (30fps) + MP4 GA (30fps)

O lpeq VGA (30fps) + MP4 QUGA (30fps)

O Ipeg WGA (30fns) + MP4 CIF (30fps)

) Ipeg YGA (30fps) + MP4 QCIF (30fps)

Yideo Rotate Type :

@® Mormal video
O Flip video
O Mirrar video

180 degree rotate

Video Resolution
The IP Camera provides various video dual streaming formats like the following:
e Jpeg Quad VGA (15fps) + MP4 VGA (15fps)
e Jpeg VGA (30fps) + MP4 VGA (30fps)
e Jpeg VGA (30fps) + MP4 QVGA (30fps)
e Jpeg VGA (30fps) + MP4 CIF (30fps)
e Jpeg VGA (30fps) + MP4 QCIF (30fps)

~ A~ o~ o~

Click “Save” to confirm the setting.



Video Rotate Type
Users can change video display type if necessary. Selectable video rotate types
include Normal, Flip, Mirror and 180 degree. Differences among these types are
illustrated as below.

Suppose the displayed image of IP camera is shown as the figure below.

At \

To rotate the image, users can select “Flip”, for instance. Then the displayed
image will be reversed as shown below.

The following is descriptions for different video rotate type.
e Flip
If select <Flip>, the image will be rotated vertically.

e Mirror
If select <Mirror>, the image will be rotated horizontally.

e 180 Degree
Selecting <180 Degree> will make the image inversed both vertically and
horizontally.

Click “Save” to confirm the setting.
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4.3.2 Audio Mode and Bit Rate Settings

The audio setting page is show as below. In the Audio page, the Administrator
can select one transmission mode and audio bit rate.

1 1
Home System Camera | Help ‘

Transmission Mode:

O Full-duplex (Talk and listen simultaneously)
) Half-duplex (Talk or listen, not at the same time)
O simplex (Talk only)

O simplex (Listen only)

@ Disable
Bit Rate: ulaw v

Transmission Mode

e Full-duplex (Talk and Listen simultaneously)
In the Full-duplex mode, the local and remote sites can communicate with
each other simultaneously, i.e. both sites can speak and be heard at the
same time.

e Half-duplex (Talk or Listen, not at the same time)
In the Half-duplex mode, the local/remote site can only talk or listen to the
other site at a time.

e Simplex (Talk only)
In the Talk only Simplex mode, the local/remote site can only talk to the
other site.
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4.4

e Simplex (Listen only)
In the Listen only Simplex mode, the local/remote site can only listen to the

other site.

e Disable
Select the item to turn off the audio transmission function.

Bit Rate

Selectable audio transmission bit rate include 16 kbps, 24 kbps, 32 kbps, 40
kbps, uLAW and ALAW. Both uLAW and ALAW signify 64 kbps but in different
compression formats. Higher bit rate will let higher audio quality and require
bigger bandwidth.

Camera Settings

The figure below is the Camera configuration page. Details of each parameter
setting are described as follows.

Help l

Megapixe’ l Home | System | Streaming

Exposure
() Auto

) Manual

White Balance
=) Auto

) Indoor
) Outdoor
) Manual

[ SeT | M
Brightness 1 &
SET

Sharpness

Contrast

Video format O Mpegd @ Jpeg x1 | x4 | Ful | Taik |

Digital Zoom [xl V|
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4.4.1

4.4.2

38

Exposure Setting

Exposure
(*) Auto

() Manual 1

The exposure is the amount of light received by the image sensor and is
determined by the width of lens diaphragm opening (iris adjustment), the
amount of exposure by the sensor (shutter speed) and other exposure
parameters. With this item, users can define how the Auto Exposure function
works.

Two modes, Auto Mode and Manual Mode, are available.

Auto Mode

In this mode, the camera’s Brightness, Shutter Speed, IRIS and AGC (Auto
Gain Control) control circuits work together automatically to get consistent video

output level.

Manual Mode

In this mode, users can select a number between 1 and 11, which represents
shutter speed ranging from 1/4 to 1/10000 sec; bigger number means slower
shutter. Once change the setting, press <SET> to confirm the new setting.

White Balance Setting

White Balance

& Auto

() Indoor

) Outdoor

(3 Manual 1
SET

A digital camera needs to find reference color temperature, which is a way of
measuring the quality of a light source, for calculating all the other colors. The
unit for measuring this ratio is in degree Kelvin (K). Users can select one of the
White Balance Control modes according to the operating environment. The
following table shows the color temperature of some light sources.



4.4.3

4.4.4

Light Sources Color Temperature in K

Cloudy Sky 6,000 to 8,000

Noon Sun and Clear Sky 6,500

Household Lighting 2,500 to 3,000

75-watt Bulb 2,820

Candle Flame 1,200 to 1,500
Auto Mode

In this mode, white balance works within its color temperature range and
calculates the best-fit white balance.

Indoor/outdoor Mode
Select for indoor or outdoor mode.

Manual Mode
In this mode, users can change the White Balance value manually. Users can
select a number between 1 ~ 11, and press <SET> to confirm the new setting.

Brightness Setting

Brightness |1_;_§

Users can adjust the image’s brightness by adjusting the item. To increase
video brightness, select a bigger number. Press <SET> to confirm the new
setting.

Sharpness Setting

Sharpness |1_ _*:r-;
I

=]
i

Increasing the sharpness level can make the image looked sharper; especially
enhance the object’s edge. Press <SET> to confirm the new setting.
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4.4.5 Contrast Setting

Contrast 1

1<

L0y |
REN | —!

Camera image contrast level is adjustable; please select ranging from 1 to 11.

4.4.6 Digital Zoom Setting

Digital Zoom |x1 |v|

- SET

The camera’s digital zoom is adjustable from x1 to x12 at VGA resolution. Press
<SET> to confirm the new setting.
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CMS Software Introduction

Central Management System (CMS) offers a powerful interface for a simple and
centralized monitoring solution of your video surveillance equipments.

It gives the user access to monitor multiple IP cameras and DVRs, and allows
the user to simultaneously monitor 64 sites per group (up to 10 groups) within
several clicks.

One administrator and up to 3 users (depends on the product you bought) are
allowed to access the remote DVR unit simultaneously through the CMS.

Please find CMS software and its user manual in folder “CMS software” in the
attached CD.

)

P Camera

|P Dome

Video Senvel
Intemnet /\

DVR 2

DVR 3
Network

CcMS System

BNC Cable

DVR1
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Appendix A: Technical Specifications

Camera

Image Sensor

5" Sony progressive CCD

Picture Elements

1280(H) x 960 (V), 1.3M CCD

Resolution

>700 TVL

Minimum lllumination

0.2 lux @ F1.2

Shutter Speed 1/4 ~ 1/10000 sec.

White Balance Manual / ATW (1500 ~ 15000K)
Lens Video drive & DC drive (selectable)
Operation

Video Compression

MPEG-4 /| MJPEG

Video Streaming

Simultaneous MPEG-4 and MJPEG video stream (dual stream)

Resolution MPEG-4: VGA, QVGA, CIF, QCIF
MJPEG: 1280x960(4 VGA), VGA
Frame Rate MPEG-4 30fps@VGA, MJPEG 15fps@1280x960
Image Setting Brightness Manual
Exposure Auto / Manual
Sharpness Manual
Contrast Manual
White Balance |Auto / Manual / Indoor / Outdoor
Digital Zoom |1x ~ 12x
Rotation Flip, Mirror, and 180° Rotate
Audio Line out, Line in/mic in
Alarm 1 Relay In, 1 Relay Out
Network
Interface 10/100 Ethernet (RJ-45)
Protocol IP, TCP, UDP, ICMP, FTP, SMTP, DHCP, HTTP, Telnet and IGMP
Password Levels User and Administrator
Internet Browser Internet Explorer (6.0+)
User Account 20
Mechanical
Lens Mounting C or CS Mount
Connectors Power DC Jack
Ethernet RJ-45
Audio Stereo phone jack,  3.5mm
Alarm 4 pins terminal block, pitch 3.5mm
Auto Iris Video drive & DC drive

LED Indicator

Power, Link, ACT

General

Operating 0°C ~50°C

Temperature Humidity: 10% to 90%, no condensation
Power Source DC12V

Power Consumption

4.2W (max. 350mA@DC12V)

Certificate

CE, FCC, RoHS compliant

Dimension

125 x 70 x 52 mm (L x W x H) (w/o lens)
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Appendix B: Internet Security Settings

Please follow the steps below to set the Internet security settings appropriately.

Step 1. Start the Internet Explorer (IE).

NOTE: Windows IE provides the ActiveX component that is required when using the
& programs mentioned above.

Step 2: Select <Tools> from the main menu of the browser, then <Internet Options>,
and then click the <Security> tab.

Step 3: Select <Trusted sites> and click <Custom Level> in the Security Level area.

Internet Options

S

your files,

Custom

General | SeCUrity | Privacy | Content | Connections | Programs | Advanced
Select a zone o view or change security settings.

Internet Local infranet  Trusted sites  Restricted sites

Trusted sites :
This zone containg websites that you

trust not to damage your computer or

fou have websites in this zone,

Security level for this zone

Custorm settings.
- To change the settings, click Custom level.
- To use the recommended settings, click Default level,

e . Q

Custorm lewvel... Default lewvel

l Reset all zones to default lewvel ]

o ][ el ]

The Security Settings screen is displayed as below:

43



Security Settings - Trusted Sites Zone

Settings
&% MET Framewark
=% Lonse xamL
() Disable

#) Enzhle
() Prompt

[ AWML browser applications
() Disable

Enabile

() Prompt
=% XPS docurments
() Disahle

(@) Enable
() Prompt

& MET Framework-reliant components
() Disahle
(@) Enabla

<

Feset custom settings

Reset o medium (default)

& Run components nat signed with Authenticode

*Takes effect after you restart Internet Explorer

[8]4 l’ Cancel

l

Step 4: Under “All ActiveX controls and plug-ins”, set all items to <Enable> or

<Prompt>.

NOTE: If all ActiveX controls and plug-ins items are set to <Enable>, the web
browser will permit the user to login in the Home page directly without any request.
If these items are set to <Prompt>, several prompts of request for accepting ActiveX
controls and plug-ins shall appear during login in.

Step 5: Click <OK> to accept the settings and close the <Security> screen.

Step 6: Click <OK> to close the Internet Options screen.
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Appendix C: Device Search Software

The procedure of employing DeviceSearch to login the IP Camera is like the following:

Step 1: Select “Get IP address automatically, and the message of system restart will
display in the page.

Step 2: Double click on the program Device Search.exe (see the icon below); its window
will appear as below.

&

DeviceSearch

IZ] Device Search - 1.0.0.8

Device Search

Metmagk

Step 3: Press the button “Device Search”, as shown in the figure above. Then all IP
devices in the network will be listed in the zone down the Device Search button.
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Device Search

Device Search - 1.0.0.8 3

Madel IF'rni MHame JIF' |F'ort ]Netmask ]Mac

DGEZ16T VR DR 192168.7.13% ] 28525652550 00:D0:B3.00:CZAF

[ b4 egaFizelCamera | 19216

MNHOED NHOED MegaPizelCamera | 192.168.7.243 20 255.265.266.0 | 00:D0:89.00:AC:C1

Step 4: Check the IP Camera’s MAC address; then select the IP address followed with the
designate MAC. Double click or right click and select “Browse” to connect with the
camera directly via web browser.

Step 5: The dialogue of requesting for entering User name and Password should pop out.
Enter the correct user name and password to login in the IP Camera.
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