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NOTICE: This equipment has been tested and found to comply with the limits for a “Class A” digital device, pursuant to
Part 15 of the FCC rules. These limits are designed to provide reasonable protection against harmful interference when
the equipment is operated in a commercial environment. This equipment generates, uses and can radiate radio
frequency energy and if not installed and used in accordance with the instruction manual, may cause interference to radio
communications. Operation of this equipment in a residential area is likely to cause harmful interference, in which case
the user will be required to correct the interference at the user’'s own expense.

This digital apparatus does not exceed the “Class A” limits for radio noise emissions from digital apparatus set out in the
Radio interference regulations of the Canadian Department of Communications.

Trademarks

Remote Power Manager (RPM) is a trademark of Para Systems, Inc.

IBM, IBM NetView/6000 are trademarks or registered trademarks of International Business Machines Corp.
Hewlett-Packard, HP, HP Open View are trademarks or registered trademarks of Hewlett-Packard Company.

Microsoft, MS, MS-DOS, XENIX are registered trademarks and Windows, Windows NT, LAN Manager, and Win32 are
trademarks of Microsoft Corporation.

NT is a trademark of Northern Telecom Limited.

Novell and NetWare are registered trademarks, and NLM is a trademark of Novell, Inc.

SunConnect SunNet is a trademark or registered trademark of Sun Microsystems Computer Corporation.

Xerox is a registered trademark of the Xerox Corporation.

Conventions Used In This Guide

This guide uses these conventions:

Bold italic print, as shown in this example, indicates field names, menu items, or values in the Computer Interface Card
(CIC) software agent.

Bold print, as shown in this example, indicates filenames, directories, or items that you must type exactly as they
appear.

Italic print words or letters in braces { } indicate values that you must supply. For example: {drive}:\setup

Italic print words or letters in brackets < > indicate keys to press. If two keys are separated by a + plus symbol, then the
first key should be pressed and held down while pressing the second key. For example: <alt+enter>.

Note: Notes contrast from the text to emphasize their importance.

Warning: These messages alert you to specific procedures or practices; serious consequences
may result including injury if you disregard them.

Copyrightd 2002
Para Systems, Inc.
Unauthorized reproduction prohibited.
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Quick Install Procedure

This section will guide you through the quick installation of the RPM.

1. Install mounting brackets: page 4.
2. Install all input and output connections: pages 5 and 6.
3. Program you IP address (this is the minimum requirement to use the RPM): page 9.
For USB setup:
a) Insert Driver Setup Diskette in floppy drive.
b) Run Setup.exe from floppy drive.
¢) Program IP address per Page 15.
NOTE: Default user name is: admin.
NOTE: Default password is admin.

At this point the RPM is ready for normal operation. Review the (section Quick Install) pages 4-7 to become familiar with
the general functions. Review the entire User's Manual in detail for more in-depth functions.

Set RPM'’s front control buttons for Internet/remote

Use browser to monitor and control.

Note: Smart phone default password must include # as last character

For Windows NT/2000 Server shutdown setup, use control panel / UPS configure (page 46).

No ok

The RPM comes with brackets for mounting in a standard 19-inch rack. To mount the RPM into a rack perform the
following procedure:

1. Attach the mounting brackets to the unit as shown, using the four retaining screws provided for each of the brackets.




2. Choose a location for the brackets. A notched hole on the vertical rail denotes the middle of a U slot.
3. Align the mounting holes of brackets with the notched hole on the vertical rail and attach with the retaining screws.
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RPM-Front Panel

Setup via USB Port

Setup via RS232 Port

Setup via Ethernet Port
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iLink Port is
for Daisy Chaining and
the RPM/UPS Interface Card

An External Modem can be used

to control the RPM.
Connect to the network to
control the RPM

N
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Ring On/Reset Port — Connect a
telephone line to control the RPM




Receptacle Control Status LED (Green)
Receptacle Status LED (Red)
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Active Module LED (Yellow)
Momentary switch for Receptacle

Master Power Switch

Receptacle Status LED (Red): When the LED is illuminated the receptacle is on and providing AC Power. When the
LED is off the receptacle is not providing AC Power.

Receptacle Control Status LED (Green): When the control LED is illuminated, the momentary switch is disabled and
the output receptacle is programmed for remote control. When the LED is off, the momentary switch is active and the
receptacle may be turned on or off by pressing and releasing the switch. Pressing and holding the momentary switch for
three seconds will change the state from remote to local control.

Active Module LED (Yellow): When illuminated this LED indicates which module or client is currently being accessed
via remote control.

Momentary switch for receptacle control: Pressing and holding the momentary switch for three seconds will change

the state from remote to local control. Pressing and holding the momentary switch for one second will change the state
from on to off or from off to on.

RPM-Rear Panel

Windows NT/2000 Server Ports A-H: Provides a safe and logical shutdown for Windows NT/2000 Server. Port A
controls receptacle A; Port B controls receptacle B, etc (optional). Connect the RJ11 to RS232 cable to the appropriate
port (A-H) on the RPM and to the appropriate COM port on the server.
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\ AC Power Receptacles A-H Windows NT/2000 Server Ports A-H

Connect the input power cord to utility power



Program your RPM'’s IP address per USB, RS232 or Ethernet.

For USB setup procedure, see page 9.
NOTE: this method requires Windows 98 or higher.

For RS232 Serial Port setup procedure, see page 19.

For Ethernet / Network setup procedure, see page 27.




Introduction

The Remote Power Manager (RPM) is a network-manageable, intelligent power control unit designed to provide control
of power for up to eight electrical devices.

NOTE: If the RPM is turned off by the master power switch, you have to wait approximately thirty seconds before
restarting the RPM to allow the RPM to internally reset.

RPM Features

Internet ready — Individually control each of the eight AC receptacles by using a Web Browser.

Remotely and individually reboot locked up servers.

If the network locks up, you can use the telephone to control the RPM to shutdown or to reboot locked up devices
Oor Servers.

Sequentially apply power to the equipment that is plugged into the RPM.

Multiple OS support—As long as there is Network Management software present.

Remote setup support— Once an IP address is assigned, the rest can be setup remotely through telnet commands.
USB port setup—In addition to the regular serial port setup, this adapter also has a USB setup feature for initial
setup of this card. (Requires Windows 98 or higher)

Remote Control—Turns each of the AC receptacles on/off when the NMS sends the proper command.

Remote Software upgrade support - The Remote Power Manager supports Software upgrade through TFTP server
remotely. A serial upgrade method is available too.

RPM Package

The standard RPM package contains a Remote Power Manager Unit with supporting hardware and software. The
components of your package are:

Remote Power Manager Unit

Rack mount Brackets

AC Power Cord

USB Cable

DB9 Female-to-Female Serial Cable

RJ11 to RS232 Windows NT/2000 Server Cable (optional)

RJ11 Telephone Cable

3.5 Diskette (includes USB device driver, USB setup software, TFTP Server files and the User's Manual)

©ONoOOA~AWNE

Figure 1- Remote Power Manager Unit



Setup Procedure

This section describes the setup procedures of the RPM when you connect it to the network.

NOTE: The minimum requirement to operate the RPM is to set the IP address.

There are four different ways to setup the RPM.

1. Setup the IP Address via the USB port (software included). Requires Windows 98 or higher.

2. Setup the IP Address via the Serial port using Hyper Terminal. Requires Hyper Terminal version 3.0 or higher.

3. Setup the IP Address via the Ethernet Port by using the ARP command (first time only), then use the Web
Configuration to finish the setup.

4. Setup the IP Address via the Ethernet Port by using the ARP command (first time only), then use the Telnet
Configuration to finish the setup.

Setup via the USB Port (Requires Windows 98 or higher)

The following items must be obtained before attempting to setup the RPM: A valid IP Address, a USB Cable (provided),
the USB Driver/USB setup file (enclosed diskette) and a PC with Windows 98 or higher.

Connect one end of the USB Cable to the USB Port on the computer.

Connect the other end of the USB Cable to the USB Port on the RPM.

Plug the RPM’s power cord into the AC wall outlet.

Plug the computer’s power cord into the RPM'’s output receptacles.

Turn on the RPM.

Turn the computer on and let it boot-up.

Insert the floppy diskette with the USB Driver/USB setup files into the appropriate drive.
Windows will display the following message (first time only):

©ONoUA~AWNE

New Hardware Found
USB Device

Windows has found new hardware
and is locating the drivers for it.




Add New Hardware Wizard

This wizard searches for new drivers for:

USE Human Interface Device

A device driver is a software program that makes a
hardware device work.

< Back Cancel |

8. The Hardware wizard will guide you through installing the USB Driver. Click Next.

Add New Hardware Wizard

‘Wwhat do pou want Windows to do?

& Search for the best driver for pour device.
{FRecommended).

" Dizplay a list of all the drivers in a specific
location, ¢o you can gelect the driver pou want.

< Back I Mext » I Cancel

9. The Hardware wizard will search for the best USB Driver. Click Next.

Add New Hardware Wizard

Windows will search for new drivers in its driver database
on your hard drive, and in any of the following zelected
locations. Click MNext to start the search.

™ Floppy disk drives
[~ CDROM drive
™ Microzoft Windows Update

V' Specify a Jocation:
I\\SEHVS\PHINTEH!S

< Back Mext » Cancel

10. Check, Specify a location. Click Browse.
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Browse for Folder 7 x|

Select the folder that containg driver information [LIMF file] for
thiz device,

E---@ Desktop -
EI ty Compuiter
B8 3% Floppy (&)
-3 USE
@ DFRIVER
= ()
&% (D]
F-52 F on 'BACKUP_DOMAIN' [F:]
F-52 G on 'BACKUP_DOMAIN' [G:]
[
[
[

+- =2 ROBERT on 'BACKUP_DOMAIN'[H:)

+- =2 v on BACKUP_DOMAIN' Y]

+- =2 Z on BACKUP_DOMAIN' [Z:]

- S7& Printers LI

ak. I Cahicel |

11. Open the appropriate 3.5" Floppy Drive. Open the USB folder. Open the Driver folder. Click OK.

Add New Hardware Wizard

Windows will search for new drivers in its driver database
on your hard drive, and in any of the following zelected
locations. Click MNext to start the search.

™ Floppy disk drives
[~ CDROM drive
™ Microzoft Windows Update

V' Specify a Jocation:
|A:\USB\DF|IVEF|

< Back | Mext » Cancel

12. Windows will search for the new USB Driver. Click Next.

Add New Hardware Wizard

Windows has found an updated driver for this device, and
alzo some other drivers that should wark, with this device.

Wwhat do pou want to install?

% The updated driver [Recommended}
Ushb-interface power device

' One of the other drivers. wiew st |

< Back I Mext » I Cancel

13. Windows has found the USB Driver for the USB device. Click Next.
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Add New Hardware Wizard

Windows driver file search for the device:

Usb-interface power device

‘Windows iz now ready to install the best driver for this
device. Click Back to select a different driver, or click Next
ta continue.

Location of driver:

£ AMUSEMDRIVERNBULKUSE. INF

14. Windows has found the best Driver for this USB device. Click Next.

< Back Cancel
Add New Hardware Wizard
Windows driver file search for the device:
Source:
. Er for thiz
ANUSENDRIVERMBUlkU sb.sys " o click Nest
Drestination:

CAWINDOWSSSYSTEM32ADRIVERS BULKLSE sps

%

< Black | [dEqt> | Cancel I

15. Windows is copying the USB Driver files to your “C:” drive. Click Next.

Add New Hardware Wizard

% Uszb-interface power device

windows has finished installing the zoftware that your new
hardware device requires.

< Back i Finish Cancel

16. Windows is finished installing the USB Driver. Click Finish.
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Dpen
Explore
Eind.

tap Network Drive...
Disconnect Metwork Drive.

Create Shortcut
FRename

R stan| | & 7 || A inbos - Misinsntt 0| (5 Evxploring - Sorsens | B 0IC manual dos -

| By sermens dos - Misr | |[@ICR 240 PM

17. On the Desktop, right click “My Computer”. Open Properties.

System Properties [ =]

Gereral Device Manager | Hardware Profiles | Performance |

1 wiews devices by wpe = Wiew devices by connection

Computer

#-=5) COROM

= Disk drives

- Display adapters

=4 Floppy disk controllers

5= Hard disk controllers

s Human Interface D evices
= E || <b-interface

% Keyboard

[l b critars

= Mouse

B8 Metwork adapters

o Ports [COM & LFT)

] System devices

=+ Universal Serial Bus controllers

Prapeties | Fefresh | Femove | Prirt... |

OK. ] Cancel |

18. Open the Device Manager. Wait for approximately 30 seconds for the “Human Interface Device” to appear. Open
the Human Interface Device. Click on “Usb-interface power device”. Click OK.

13



=[5 ty Computer
=28 3 Floppy (8]
23 UsE
= )
E‘D COROM
1 KPCMS
5 My Documents
{1 Program Files
& RECYCLED
L1 wWINDDWS
1 WINTEG
- (O]
- S2 F on BACKUP_DOMAIN' [F:)
F-52 G on BACKUP_DOMAIN' (G:]
e
e
[E

¢l 52 ROBERT on 'BACKUP_DOMAIN' [
-2 Y on BACKUP_DOMAIM' [v:]
£-52 Z on 'BACKUP_DOMAIN' (23]
Printers
g )
Dial-Up Metwarking
~{E] Scheduled Tasks b

[ -8 ‘web Folders
| _'l_I

r1lﬂ Internet Exolorer
4

472KB  Application

8/10/00 247 Abd

= = [ =D < -
Back Fariyard Up Cut Copy Paste Unda Delete  Propetties | Views
address [ A:UsE =1
Folders = | [[Mame [ Size [ Type [ todified
Deskiop =] [C2DRIVER File Folder 9/23/00 308 PM

-5 My Documents
|472KE

|1 obiect(z) selected

il stan| | &

= || ESlintox - Mizio... | (5 Exploring - Sc. | B8] screens.doc - | [E) Exploring -

19. Open Windows Explorer.

| =4 My Camputer

[@ER a17am

Open the appropriate 3.5" Floppy Drive. Open the USB folder.
Note: The USB setup icon must be green before you can run the USB setup program.

= /5] My Computer S USESetup.ore
=

[EE 3 Flappy ()
23 UsE

= (=]

@D CDROM

1 KPCMS

=5 My Documents
{1 Program Files
&# RECYCLED
] WINDOWS

b 52 F on BACKUP_DOMAIN' (2]
752 G on BACKUP_DOMAIN' [G:]
+-52 ROBERT on 'BACKUP_DOMAIN'
F-52 Y on BACKUP_DOMAIN' [v:]
152 Z on 'BACKUP_DOMAIN' 23]
--{&] Printers

{3 Control Panel
{22 Dial-Up Metworking

{51 Scheduled Tasks
-3 \web Folders
25 by Documents
142 |ntemet Exolorer

o il

47ZKE  Application

Power Device
Configuration Tool

8410700 247 Abd

==
= = [ad =P < S
Back Foriyard Up Copy FPaste Undo Delete  Properties | Views
| Address [T1 ause =1
| Foiders x | [Hame [ Size | Tupe [ Modified
A Deskion =| |[ZaoRivER File Folder 2/29/00 %08 PM

472EE

1 obisct(z] selected

i stan| | &

1

|| ESlinbox - Micwsatt 0| (5 Exploring - Sereens |

Jsereens.doc - Micr.. |[3] Exploring - USB

@ bw Computer

20. The Power Device Configuration tool is loading.
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Power Device Configuration Tool - [server]

[*%d Device | Corfiguration Miew Mindow Help =l=1]
HEset toSEarhuR: il g | ‘ = | |
Lo hey| o o e | @) P
Device iS witch =
Subnet 15P E55.0
Defaull  pdai
DHS 5&1 Tiap Recsivers
Telnet =
Systen Operater MName adnin
System Operater Password : wwwws
Telnet Config Fassword e
ISP Parameter
Phone Number
Dial Prefix
Access Username
Access Password wrwEE
Dial-fut Interface : Disable
Ifail Parameter
SMTP Server IF Address : 0.0.0.0
Mail iddress 1 : (Empty) b
Mail iddress 2 : (Empty)
Mail iddress 3 : (Empty)
Mail Address 4 : (Enpty)
Mail iddress 5 : (Empty)
SIMPE Parameter
m IF Address Communi £y Accept
[ (Empey)
i 21 (Emp ) LI
Config system parameter NUM

|J ] Inber - Micia... | (3 Exploring - Se.. | cresns.doc - | (3, Explaring - USE| [ Power De... | W 17 aM

st | &

21. This is the Power Device Configuration Tool screen. On the Toolbar open Configuration. Then open System.

Power Device Configuration Tool - [server] _[=] x|
[*4 Device Corfiguration  Wiew Window Help |
— | =y =
| | 3 £ | L
[ EAE S E=F="R0T-.. ... ocomcte: Conriguration =
Swystern Pararmeter TR
IF hddress 0.0.0.0 IP Address : | T 5] 5] ]
Subnet Mask 2E5.255.255.0
Default Route : 0.0.0.0 Submet Mask: | 255 . 355 . 255 ]
DNS Server 0.0.0.0
Telnet Port 23 Diefanlt Route | o o o [§]
System Operater MName : adnin
System Operater Password : #esws DS Server | o 5] 5] il
Telnet Config Fassword LR A
[ Administrator Profile
ISP Parameter
Fhone Number Usernare : Jartruin
Dial Prefix —
Access Username Password: |
Access Password EEEEE
Dial-0Out Interface : Disable Confirm I“""’“”“‘
Ilail Parameter i~ Telnet Config Profile
SMTP Serwer IP Address : 0.0.0.0 Listening Socket Port Murdber : I—23 o
Mail address 1 : (Empty) B
Mail hddress 2 : (Empry) _ I»«m»«s«»«—
Mail iddress 3 : (Empty) BTG
Mail address 4 : (Empty) _ I—
Mail address 5 : (Empty) Password Confinm ;| *+++
ST Parameter I I
Ho. IP Address Comm okie cancel
1 (Empty)
{ 2)  (Emmty) Jid|
For Help. press F1 NUM

()

||| Elinbas - Micwa.._ | (5] Esplaring - Se..| B sereens.dac -| (5] Explaring - UsE| [ Power De... | |[@IGR 917 &M

i stan| | &

22. This is the System Parameter Configuration screen fill in all the information: the IP Address, the Subnet Mask, the
Default Route (Gateway) and the DNS Server. Use the Tab key to move from one field to the next field. Then click
OK.
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i Power Device Configuration Tool - [server]

"% Device Corfiguration View Window Help @] x|
= =
BEF saan o= d &7
S = r
IF Address T 0.0.0.0
Subnet Mask : Z55.Z55.255.0
Default Rouce : 0.0.0.0
DNS Server : 0.0.0.0
Telnet Port @ 23
Swstem Operater Name : adnin
System Operater Password : #8ww%
Telnet Config Password : FEREFF

ISF Parameter

Fhone Number

Dial Prefix

Access Username

Access Fassword T EEEAE
Dial-0ut Incerface : Disable

Ivlail Parameter
SMTP Serwver IP Address : 0.0.0.0

Mail address 1 : (Empty)
Mail Address 2 : (Empty)

Mail iddress 3 : (Empty)

Mail address 4 : (Empty)

Mail address 5§ : (Empty)
SITIE Parameter

Ho. IP Address Communi ty Accept

1 (Empty)

i 21 (Emp ) l

Update all sstting of specific Power Devics. And Restart NUM

st | @& || ESlinbox - Micio | (5 Exploring - S| B] screens doc - | (5] Exploring - UsE| [ Power De... [T 217 aM

23. This is the Power Device Configuration Tool screen. After you have entered in all of the pertinent information, you
have to Update and Restart to save all the information that was entered into the System Parameter Configuration
screen. The Update and Restart icon (with the red arrow) is right beneath the “Device” drop down menu.

-~ Power Device Configuration Tool - [server] _ =] x|
[*] Device Corfiguration View Window Help |

BE] ¥ | <eoaaono omE & 7

Swystern Pararneter

IF hddress :0.0.0.0

Subnet Mask  : 255.255.255.0

Default Route : 0.0.0.0

DNS Server :0.0.0.0

Telnet Port  : 23

System Operater MName : adnin

System Operater Password : #wsas

Telnet Config Password  : svees  |Ete ol N r St e e

ISP Parameter Supervisor nams : Ialimm

Fhone Numher

Dial Frefix : Supervisor password I*****‘—
Access Username H

Access Fassword T EEEAE

Dial-0ut Incerface : Disable Cancel |
Ivlail Parameter

SMTP Serwver IP Address : 0.0.0.0

Mail address 1 : (Empty)
Mail Address 2 : (Empty)

Mail iddress 3 : (Empty)

Mail address 4 : (Empty)

Mail address 5§ : (Empty)
SITIE Parameter

Ho. IP Address Communi ty Accept

1 (Empty)

i 21 (Emp ) LI

Fear iz, e (Fl NUM

st | @& || ESlinbox - Micio | (5 Exploring - S| B] screens doc - | (5] Exploring - UsE| [ Power De... [T 217 aM

24. Enter the Supervisor Name and the Supervisor Password. The Default Supervisor Name and the Supervisor
Password is admin (lower case). Then click OK.
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Power Device Configuration Tool - [server] _ (=] x|
[*4 Device Corfiguration  Wiew Window Help |

BE] ¥ | <eoaaono omE & 7

Swystern Pararneter

IF hddress :0.0.0.0

Subnet Mask  : 255.255.255.0

Default Route : 0.0.0.0

DNS Server :0.0.0.0

Telnet Port  : 23

System Operater MName adnin
srwww

system Operater Password

Telnet Config Password : FEREAE
Power Device Configuration [=]

ISF Parameter

Fhone Mumber ‘warming 1
Dial Prefix Are you sure to update all paramaters of the Power Device ?

Access Username

Access Password HE Ho
Dial-0ut Incerface : Disable
Ivlail Parameter
SMTP Serwver IP Address : 0.0.0.0
Mail iddress 1 : (Empty) b
Mail iddress 2 : (Empty)
Mail iddress 3 : (Empty)
Mail iddress 4 : (Empty)
Mail iddress 5 : (Empty)
SITIE Parameter
m IP Address Communi ty Accept
1 (Empty)
i 21 (Emp ) LI
For Help. press F1 NUM

Jscreens doc - | (G Exploring - USE| [l Power De...  |[CR 217 amM

|J ] Inber - Micia... | (3 Exploring - Se.. |

1

R SIallIlJ &R

25. This is the Power Device Configuration screen. Click Yes to Update the Power Device

== x|
[*4 Device Corfiguration  Wiew Window Help |
— o
B Y =80 ad & 7
Swystern Pararneter
IF Address : 0.0.0.0
Subnet Mask : 255.255.255.0
Default Fouce : 0.0.0.0
DNS Server : 0.0.0.0
Telnet Port  : 23
System Operater Name admin
System Operater Password : #wwws
Telnet Config Password @ wws#w
ISF Parameter
Fhone Number
Dial Prefix
Access Username :
Access Password : wwEEE 17 % Corapleted
Dial-0ut Incerface : Disable
Iilail Paramster
SMTP Serwver IP Address : 0.0.0.0
Mail iddress 1 : (Empty) b
Mail iddress 2 : (Empty)
Mail iddress 3 : (Empty)
Mail iddress 4 : (Empty)
Mail iddress 5 : (Empty)
SITIE Parameter
Ho. IP Address Communi ty Accept
1 (Empty)
{ 2]  (Emptw) Jid|
For Help. press F1 NUM

Jscieens doc - | (3] Exploring - USE| [l Power De... |G 217 aM

|J ] Inber - Micia... | (3 Exploring - Se.. |

1

i stan| | &

26. This is the Device Parameter Transmitting screen. The Power Device is being Updated.
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Power Device Configuration Tool - [server] i _[=] x|
[*4 Device Corfiguration  Wiew Window Help |

BE] ¥ | <eoaaono omE & 7

Swystern Pararneter

IF hddress :0.0.0.0

Subnet Mask  : 255.255.255.0
Default Route : 0.0.0.0

DNS Server :0.0.0.0

Telnet Port  : 23

System Operater MName : adnin
System Operater Password : #wsas
Telnet Config Password @ #%%#%

Power Device Configuration =]
ISF Parameter

Fhone Humber = Update Power Device parameter successful 1l
Dial Prefix

Access Username
Access Password HE
Dial-0ut Interface : Disahle

Ivlail Parameter
SMTP Serwver IP Address : 0.0.0.0
Mail iddress 1 : (Empty)
Mail iddress 2 : (Empty)
Mail iddress 3 : (Empty)
Mail iddress 4 : (Empty)
Mail iddress 5 : (Empty)

SITIE Parameter

No. IP Address Communi ty Accept

1 (Empty)

{ 2)  (Emmty) =1
For Help. press F1 NUM

st | @& || ESlinbox - Micio | (5 Exploring - 5 |[ETscreens.d... | (5] Exploring - use| 5 Power Devie | |G 217 am

27. The Power Device has been successfully updated. Click OK.

Power Device Configuration Tool - [server] _ (=] x|
[*4 Device Corfiguration  Wiew Window Help |

BE] ¥ | <eoaaono omE & 7

Swystern Pararneter

IF hddress :0.0.0.0

Subnet Mask  : 255.255.255.0
Default Route : 0.0.0.0

DNS Server :0.0.0.0

Telnet Port  : 23

System Operater MName : adnin
System Operater Password : #wsas
Telnet Config Password @ #%%#%

Power Device Configuration [=]

ISF Parameter

Fhone Humber @ ‘i arning 111
Dial Prefix  : Are you sure to restart the Power Device 7
Access Username

Access Password : wwEEE Mo I
Dial-0ut Incerface : Disahle =

Ivlail Parameter
SMTP Serwver IP Address : 0.0.0.0

Mail address 1 : (Empty)

Mail Address 2 : (Empty)

Mail iddress 3 : (Empty)

Mail address 4 : (Empty)

Mail address 5§ : (Empty)
SITIE Parameter

Ho. IP Address Communi ty Accept

1 (Empty)

i 21 (Emp ) LI

Fear iz, e (Fl NUM

R stan ||| @& || Einbox - Mica. | (5 Esplaring -Sc. | B scieens doc - | 5y Exploring - UsE|[Ei Power De... | |[@TR 17 aM

28. The Power Device has to be Restarted. Click Yes.

29. The USB Setup Procedure is complete. The RPM is ready for normal operation. Unplug the USB Cable from the
RPM and from the computer. Plug the Ethernet Cable into the RPM and after about thirty seconds the Link LED will
start blinking, now you can communicate with the RPM. The Ping command is supported at this time. Startup a
Browser and type in the IP Address. The default password is admin (lower case). Go to the section in the User’s

Manual titled “Web-Based Configuration” it will guide you through the Web pages.
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Setup via the Serial Port

NOTE: When using Hyper Terminal use Version 3.0 or higher.

The following items must be obtained before attempting to setup the RPM: A valid IP Address, a DB9 female-to-female
Serial Cable (provided). There are a wide variety of Terminal Emulation packages, but for the most part they should be
very similar. The following setup procedure is using Hyper Terminal.

1. Connect one end of the DB9 female-to-female Cable to the Serial port on the computer.
Connect the other end of the DB9 female-to-female cable to the Serial port on the RPM.
3. Turn the computer on and let it boot-up.

n

Mew Office Document
Open Office Document Iz tions ¥ Diat-Up Networking
@ Adobe 4 Entertainment ED Direct Cable Connection
E (3} Adobe Acrabat 40 ¥ [ Games Al - ]
@ AutoCaD LT 97 4 Internet Tools CB Internet Connection Wizard
Favarites L4 @ Mecafee YiusScan L3 @ System Tools L4 w Metteeting
@ T N @ Microsoft Office Toals  # Address Book
= (3 opeC ’ Calculator
I% Settings 3 @ OrCAD Releaz= 91 E Imaging
@ Startllp L4 @ Motepad
% Find ' @ Strandware 4 ‘&’ Paint
@ Help @ wintegrate L4 @ Synchranize
ﬁ Internet Explorer @ ‘wordPad
Rur... Microsoft Excel
(O Microsoft Dutlook.
& Log Off Robert... Microsoft ‘word
‘ﬁ #E 15008 Prampt
QP StutDown.. 5 Dutlook Express

E |J Eﬁ Preview B screens. dac - Microsoft .. | | G@? 11:03 AM

4. From the Desktop open the Start menu. Pick Programs, Accessories, Communications and Hyper Terminal. Open
Hyper Terminal (requires version 3.0 or higher).
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I T3 CvProdram Files\Accessores\HuperT erminal

|€AT&T M ail. it 1KE  HyperTeminal Fils 4/23/9910:22 PM
(8 CompuServe ht 1KB _HyperTerminal Fils 4/23/9910:22 PM

=}

icons.di 40KB
hypertrm. dil AGOKE
Wl HPEFTFibd EXE 24KB
520 T M ail bt 1KB
@ ups ht 4KEB

Open HYPERTRM.EXE.

Connection Description

Enter a name (RPM). Click OK.

Connect To

Connect using the appropriate Com port. Click OK
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COM1 Properties 7]

Fort S ettings |
Bits per second: [ 115200 =l
Datatbits: [2 =l
Faiity: [Mone =l
Stopbits: [1 =l
Flow contro

Advanced... | Bestore Defaults |
Ok, I Cancel | Al |

8. Configure the port settings. Bits per second: “115200", Data bits: “8”, Parity: “None”, Stop bits: “1”, Elow control:
“None”. Click OK

“g ups - HyperT erminal

File Edit “iew Call Transfer Help
Mew Connection
Open...

Save LI

Save As...

Fage Setup...
Frint...

Exit Alt+F4

NS

Digplavs the properties of the current session

9. Onthe Toolbar open the File menu, and then open Properties.
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UPS Properties EHE
Connect To  Settings |

— Function, arow, and ctrl keys act az

& Teminal keys © Windows keys

— Backspace key send
& Chl+H ¢ Del ¢ Chl+H. Space, Ctil+H

Emulation:

TARTENN |  covinal Setup.. |
Telnet terminal J¥T100

Backszcroll buffer lines: ISDD ﬁ

™ Beep three times when connecting or disconnecting

ASCI Setup... |

()8 I Cancel |

10. Open the Settings Tab. Function, arrow and ctrl keys act as: Terminal Keys, Backspace key sends: Crtl+H,
Emulation: VT100, Telnet terminal: VT100, Backscroll buffer lines: 500. Click OK.

11. Plug the RPM'’s power cord into the AC outlet and turn the RPM on.

“g ups - HyperT erminal
File Edit “iew Call Transfer Help

High—speed UART initailized
Loader Uersion 1.1

Watch dog enable...

Check vu—dram...

Copy memory fOABE 10808 106008
Copy memory fAPPE 20000 1860688
Copy memory fBABE 30800 10060
Copy memory fAABH 40808 10000
Copy memory fAOPE SA6008 1860688
GCopy memory fAABH 6OBBA 10008
Copy memory fAOPE 706008 1860688
ready to run 100806860 .. ._...
Press '/’ key within 5 seconds to enter console configuration.

Il
Z

Cornected C:00:27 [wT100 [1152008N-1  [[SCROLL  [CAPS | [NUM  [Capture  [Print echo

12. When the message “Press '/’ key within 5 seconds to enter console configuration” appears press the forward slash
key (/) within the 5 seconds or the RPM will time out and then you have to start over.

13. Next you will be asked for the User Password. The default password is admin. Enter the password, then hit enter.
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& a - HyperT erminal
File Edit “iew Call Transfer Help

-

SHMP Server Console Configuration 'J

8ys Information Set system information
—» Metwork Set IP address. gateway address and subnet mask

PPF Config. Set PPP Configuration

Mail Set SMIP szerver. e—mail address

Trap Set trap receivers

API Config. Set API Configuration

Device Set device connect,. iSwitch

Device Control Device control...

Administrator Set internet administrator name and password

TelnetProfile Set telnet configuration port and password

Reset Reset configuration to default

Save_Restart Save and Restart

Exit Exit and disconnection

> NHetwork <..._.morel>

CTRL-Y Move Up. CTRL-Z Move Doun. <Enter> Select, <Esc> Cancel Mode : IES] j
%

Cornected C:00:33 [wT100 [1152008N-1  [[SCROLL  [CAPS | [NUM  [Capture  [Print echo

14. Ctrl-Z moves the cursor down and Ctrl-W moves the cursor up. Pick System, then hit enter.

ps - HyperT erminal
File Edit “iew Call Transfer Help
SHMP Server Console Configuration ;I
—> Boot Mode Set Boot Mode <{1>Fix (2>BOOTP <{(3>DHCP
IP Set IP address
Gateway Set gateway address
NetMask Set subnet mask
DHNS Set domain name server
Speed-Duplex Set Speed/Duplex (12Auto (2>16M (3>188M {(4>Full {(5>Half
> Boot Mode <CR>_
CTRL-Y Move Up. CTRL-Z Move Doun. <Enter> Select, <Esc?> Cancel Mode : IES]
Cornected C:01:58 [wT100 [1152008N-1  [[SCROLL  [CAPS | [NUM  [Capture  [Print echo y

15. Enter in the IP Address (required), the Gateway Address, the Subnet Mask and the DNS. Hit the “Escape” key to
return to the main menu.
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“g ups - HyperT erminal
File Edit “iew Call Transfer Help

—Elhéﬂ %§?|Z§| | Eﬁj

SHMP Server Console Configuration

—» PPP Type Set PPP connection type <1>ISPF (2>PPP
Server IP Set PPP Server IP
Client IP Set PPP Client IP
Server Profile Set PPP Server Account and password
DialNumber Set ISP dial no
Profile Set ISP Account and password
ActiveDial Set enabledisable dial-out interface

> PPP Type <CR>

CTRL-Y Move Up. CTRL-Z Move Doun. <Enter> Select, <Esc> Cancel

USER]

Connected 0:02:34 [wT100

[1152008N-1  [[SCROLL  [CAPS | [NUM | [Capture

S

16. Enter in the PPP Type, Server IP, Client IP, Server Profile, Dial number, the ISP account/password and the
enable/disable dial-out interface (not required). Hit the “Escape” key to return to the main menu.

“g a - HyperT erminal
File Edit “iew Call Transfer Help

SHMP Server Console Configuration

=> SHTIPServer Set SMTP Server
Add Add a e—mail address
Delete Delete a e—mail address

SHIP Server =
Mo . E-Mail Address

1> <Empty)>
(2> C(Empty)
3> <(Empty>
4> C(Empty)>
€52 <C(Empty>

> SMTPServer <CR>

CTRL-Y Move Up. CTRL-Z Move Doun. <Enter> Select, <Esc> Cancel

USER]

Connected C:01:58 [wT100 [1152008N-1  [[SCROLL  [CAPS | [NUM | [Capture

S

17. Arrow down to Mail and hit enter. Enter in the SMTP Server (not required).

addresses. Hit the “Escape” key to return to the main menu.
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“g a - HyperT erminal
File Edit “iew Call Transfer Help

SHMP Server Console Configuration _I
—» Add fidd a trap receiver
Delete Delete a trap receiver
Mo . IP Address Community Accept
< 1> a. @ a. @ Public Mo
< 2> a. @ a. @ Public Mo
< 3> a. @ a. a Public Mo
< 4> a. @ a. @ Public Mo
¢ 5> a. @ a. @ Public Mo
< 6> a. @ a. @ Public Mo
(] a. @ a. @ Public Mo
< 8> a. @ a. @ Public Mo
<9 a. @ a. @ Public Mo
aad a. @ a. a Public Mo
> fAdd <CR>
CTRL-Y Move Up. CTRL-Z Move Doun. <Enter> Select, <Esc> Cancel Mode : IES]

Cornected :03:10 [wT100 [1152008N-1  [[SCROLL  [CAPS | [NUM  [Capture  [Print echo

S

18. Arrow down to Trap and hit enter. This screen allows the user to send Traps about the UPS to ten IP Addresses (not
required). Also, you may determine the severity levels and what type of access, read only or read and write, to
assign to a particular IP manager. Hit the “Escape” key to return to the main menu.

“g ups - HyperT erminal
File Edit “iew Call Transfer Help

-

SHMP Server Console Configuration 'J

8ys Information Set system information

Network Set IP., gateway. subnet mask. Boot Mode. Speed/duplex

PPF Config. Set PPP Configuration

Mail Set SMIP szerver. e—mail address

Trap Set trap receivers

API Config. Set API Configuration

ENU Config. Set ENU Configuration

Device Set device connect,. iSwitch

Device Control Device control...

Administrator Set internet administrator name and password

TelnetProfile Set telnet configuration port and password

Reset Reset configuration to default
—» Save_Restart Save and Restart

Exit Exit and disconnection

» Save_Restart <CR>
(FETENETS > Make sure you want to overurite old setting file {y/n> 7 y_

CTRL-Y Move Up. CTRL-Z Move Doun. <Enter> Select, <Esc> Cancel Mode : IES] j
%

Cornected C:08:10 [wT100 [1152008N-1  [[SCROLL  [CAPS | [NUM  [Capture  [Print echo

19. Once you have finished with the entire configuration, cursor down to Save Restart and hit enter. Make sure you
want to overwrite the old settings (y/n)? Hit the y key, then hit enter.
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20.

21.

“g ups - HyperT erminal
File Edit “iew Call Transfer Help

-

SHMP Server Console Configuration 'J

8ys Information Set system information

Network Set IP., gateway. subnet mask. Boot Mode. Speed/duplex

PPF Config. Set PPP Configuration

Mail Set SMIP szerver. e—mail address

Trap Set trap receivers

API Config. Set API Configuration

ENU Config. Set ENU Configuration

Device Set device connect,. iSwitch

Device Control Device control...

Administrator Set internet administrator name and password

TelnetProfile Set telnet configuration port and password

Reset Reset configuration to default
—» Save_Restart Save and Restart

Exit Exit and disconnection

» Save_Restart <CR>
(EESTNET > After reboot system, the new setting will active. Reboot {y/n> ? y

CTRL-Y Move Up. CTRL-Z Move Doun. <Enter> Select, <Esc> Cancel Mode : IES] j
%

Connected 0:07:31 [wT100 [1152008N-1  [[SCROLL  [CAPS | [NUM  [Capture  [Print echo

After rebooting the system, the new settings will be activated. Reboot (y/n)? Hit the y key then hit enter. Once the
system has rebooted, cursor down to Exit then hit enter.

The Serial Setup Procedure is complete. The RPM is ready for normal operation. Unplug the DB9 female-to-female
Serial Cable from the RPM and from the computer. Plug the Ethernet Cable into the RPM and after about thirty
seconds the Link LED will start blinking, now you can communicate with the RPM. The Ping command is supported
at this time. Startup a Browser and type in the IP Address. The default password is admin (lower case). Go to the
section in the User's Manual titled “Web-Based Configuration” it will guide you through the Web pages.
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Setup via the Ethernet Port

The following items must be obtained before attempting to setup the RPM:

network and an Ethernet cable connected to the network.

E S

Mew Office Document

Open Dffice Document

Connect the Ethernet cable to the RPM’s Ethernet Port.

Turn the computer on and let it boot-up.

Plug the RPM’s power cord into the AC outlet and turn the RPM on.
Wait for approximately thirty seconds for the Link LED to start blinking.

@ ACCEssONes

[3 Adote

ar

Programs
Favarites
Documents

Settings

In
3
o

(5 Adabe Acrobat 4.0
(3 AuwaCAD LT 57

P [ Mofee VisSean

N @ Microsoft Office Tools
(5 opBC

» (3 OCAD Release 31
@ Startllp

' @ Strandware
@ wintegrate
ﬁ Internet Explorer
Microsoft Excel

Log Off Robert...

Shut Dawn...

Microsoft Outlook.

m Outlook Express

flew mesal b

a |J ﬁ Preview

Teen... | EIC ma. |

A valid IP Address, a Computer on the

@@ 10a7am

5. From the Desktop open the Start menu. Pick Programs and then open the MS-DOS Prompt.
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M2 MS-D0S Prompt

Microsoft(R) Windows %8
(CICopyright Microsoft Corp 1981-19%99%_

CoAWINDOWS>arp -5 192.166.7.1% 52-54-hc-19-ad-20

6. Thisis an example. At the MS-DOS Prompt type: arp —s 192.166.7.19 52-54-4¢-19-ad-90. Then hit enter. The first
string is the IP Address; the second string is the MAC Address (which can be found on the front of the RPM).

Y2 M5-DOS Prompt

Microsoft(R) Windows %8
(CICopyright Microsoft Corp 1981-19%99%_

CoAWINDOWS>route add 122.166.7.17 210.67.4.155%

7. Atthe MS-DOS prompt type: route add 192.166.7.19 210.67.4.155. Then hit enter. The first string is the IP Address
and the second string is the Gateway Address.

NOTE: The PING Command is not supported at this time.
8. Atthe MS-DOS Prompt type exit. Then hit enter.

9. There are two options to finish setting up all of the parameters. Option #1 The Web-Based Configuration, Option #2
Telnet.

10. Option #1. Startup a Browser and type in the IP Address. The default name and password is admin (lower case).
Go to the section in the User's Manual titled “Web-Based Configuration” it will guide you through the setup of all the
parameters.

11. Option #2. Go to the section in the User's Manual titled “Telnet Configuration” it will guide you through the setup of
all the parameters.
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Telnet Configuration

This section will guide you through finishing the configuration of the RPM using Telnet.

NOTE: You must complete the appropriate Setup Procedure before proceeding with the Telnet Configuration.
NOTE: You must have given the RPM an IP Address.

The Ethernet cable is connected to the RPM and the RPM is on.

Mew Office Document

@ ACCEssONes
[3 Adote
(5 Adabe Acrobat 4.0
(3 AuwaCAD LT 57
Favorites 4 @ MeAfee ViusScan
B N @ Microsoft Office Tools
Documents @ ODEC
Settings 3 @ OrCAD Releaze 9.1
@ Startllp
' @ Strandware
@ wintegrate
ﬁ Internet Explorer
Microsoft Excel

1O Microsoft Dutlack.

Open Dffice Document

Programs

I 1
O =]
R=) (=9

(Ims]
=
=

Log Off Robert...

Shut Dawn...
LR m Outlook Express

] J ﬁ |J ﬁ Preview reen...l EIC ma..l | G@ 10:47 AM

flew mesal b

1. From the Desktop open the Start menu. Pick Programs and then open the MS-DOS Prompt.
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M5-DOS Prompt

Microsoft(R) Windows %8
(CICopyright Microsoft Corp 1981-19%99%_

CoWWINDOWS>telnet 192 166.7.17_

2. Thisis an example. Atthe MS-DOS Prompt type telnet 192.166.7.19 (IP Address). Then hit enter.

3. Next you will be asked for the User Password. The default password is admin. Enter the password, then hit enter.

Connect  Edit | Temminal Help
SHHP Serw Er

Start Logging ...
Stop Legging

system information
IP address, gateway address and subnet mask

PPP Config. Set PPP Configuration

Mail Set SHMTP server, e—-mail address

Trap Set trap receivers

API Config. Set API Configuration

Device Set device connect, iSwitch

Device Control Device control...

fAdministrator Set internet administrator name and password
TelnetProfile Set telnet configuration port and password
Reset Reset configuration to default
Save_Restart Save and Restart

Exit Exit and disconnection

IO > Sys Information <...more>f]

ARROW KEY¥: "UP/DOWH" Hove cursor, "RIGHT' Select, "LEFT" Exit Mode - [IM3}

4. Pick Terminal, then open Preferences.
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LConnect  Edit Terminal Help
SHMP Server Telnet Configuration

-» 3Sys Information Set system information
Hetwork Set IP address, gateway address and subnet mask
PPP Config. Set PPP Configuration
Hail Set SHTP server, e-mail address
Trap . Terminal Preferences E
API Config. . . .
pevice Terminal Options Ernulation——
Device Control ™ Local Echo  yTE2
ﬂdministl‘ai_:ur ™ Blinking Cursor & YT-100/4M5] Cancel password
TelnetProfile = ... | Issword
Reset : . Help
Save_Restart e Fontz.. I
Exit Buffer Size: If Background Color... |
IO > Sys InforTdCION < .. .TOFE>
ARROW KEY¥: 'UP/DOWH' Move cursor, "RIGHT" Select, "LEFT" Exit Hode - (I3}

5. Check VT100 Arrows. You can leave the Block Cursor checked or you can uncheck the Block Cursor depending on
your preference. Then click OK.

LConnect  Edit  Temminal Help
SHMP Server Telnet Configuration

-» Sys Information Set system information
Hetwork Set IP address, gateway address and subnet mask
PPP Config. Set PPP Configuration
Mail Set SHMTP server, e-mail address
Trap Set trap receivers
API Config. Set API Configuration
Device Set device connect, iSwitch
Device Control Device control...
Administrator Set internet administrator name and password
TelnetProfile Set telnet configuration port and password
Reset Reset configuration to default
Save_Restart Save and Restart
Exit Exit and disconnection

[IIENT > Sys Information <..._more]]

ARROW KEY: 'UP/DOWH' Hove cursor, "RIGHT' Select, "LEFT" Exit Hode : [IN133

6. Pick System, then hit enter.
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LConnect  Edit  Temminal Help
SHMP Server Telnet Configuration

Boot Mode Set Boot HMode (1)Fix (2)BOOTP (3)DHCP
- IP Set IP address

Gateway Set gateway address

HetMask Set subnet mask

DHS Set domain name server

Command ISR URLH By |

ARROW KEY: 'UP/DOWH' Hove cursor, "RIGHT' Select, "LEFT" Exit Hode : [IN133

7. Pick IP, then hit enter. Input your IP Address (required), Gateway Address, Subnet Mask and the DNS. Then hit the
left arrow key to exit to the main menu.

LConnect  Edit  Temminal Help
SHMP Server Telnet Configuration

Sys Information Set system information
Hetwork Set IP address, gateway address and subnet mask
PPP Config. Set PPP Configuration
Mail Set SHMTP server, e-mail address
Trap Set trap receivers
API Config. Set API Configuration
Device Set device connect, iSwitch
Device Control Device control...
Administrator Set internet administrator name and password
TelnetProfile Set telnet configuration port and password
Reset Reset configuration to default
-» Save_Restart Save and Restart
Exit Exit and disconnection

[IENT > Save Restart <CR>

> Make sure you want to overwrite old setting file (ysn) 7 ||

ARROW KEY: 'UP/DOWH' Hove cursor, "RIGHT' Select, "LEFT" Exit Hode : [IN133

8. Once you have finished with the entire configuration, arrow down to Save_Restart and hit enter. Make sure you want
to overwrite the old settings (y/n)? Hit the y key, then hit enter.
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LConnect  Edit  Temminal Help
SHMP Server Telnet Configuration

Sys Information Set system information
Hetwork Set IP address, gateway address and subnet mask
PPP Config. Set PPP Configuration
Mail Set SHMTP server, e-mail address
Trap Set trap receivers
API Config. Set API Configuration
Device Set device connect, iSwitch
Device Control Device control...
Administrator Set internet administrator name and password
TelnetProfile Set telnet configuration port and password
Reset Reset configuration to default
-» Save_Restart Save and Restart
Exit Exit and disconnection

[IENT > Save Restart <CR>

> After reboot system, the new setting will active. Reboot (ysn} 7 [

ARROW KEY: 'UP/DOWH' Hove cursor, "RIGHT' Select, "LEFT" Exit Hode : [IN133

9. After rebooting the system, the new settings will be activated. Reboot (y/n)? Hit the y key then hit enter.

LConnect  Edit Temminal Help
SHMP Server Telnet Configuration

Sys Information Set system information
Hetwork Set IP address, gateway address and subnet mask
PPP Config. Set PPP Configuration
Mail Set SHMTP server, e-mail address
Trap Set trap receivers
API Config. Set API Configuration
Device Set devicfuEm h
Device Control Device cx
Administrator Set inter Connection bo hast lost. name and password
TelnetProfile Set telne ort and password
Reset Reset cor ault
-» Save_Restart Save and
Exit Exit and
[IENT > Save Restart <CR>
ICEEETE > Reboot system.....
ARROW KEY: 'UP/DOWH' Hove cursor, "RIGHT' Select, "LEFT" Exit Hode : [IN133

10. The RPM has rebooted to activate the new settings. Click OK. Arrow down to exit then hit enter.
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om Telnet - [None) =[S =]
Connect Edit Teminal Help

Bemote Spstem ..
[isconmest

11921EE.7.19

11. On the Toolbar pick Connect, then open exit.

5-DOS Prompt

I Auto =

Microsoft(R) Windows %8
(CICopyright Microsoft Corp 1981-19%99%_

C:AWINDOWS>telnet 192.166.7.19
CoAWINDOWS>exit_

12. At the MS-DOS Prompt type exit, then hit enter.

13. The Telnet Configuration is complete. The RPM is ready for normal operation. After about thirty seconds the Link
LED will start blinking, now you can communicate with the RPM. The Ping command is supported at this time.
Startup a Browser and type in the IP Address. The default password is admin (lower case). Go to the section in the
User’'s Manual titled “Web-Based Configuration” it will guide you through the Web pages.
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Web-Based Configuration

This section will guide you through the Web-Based-Configuration and the Web Pages of the Remote Power Manager
(RPM).

NOTE: You must complete the appropriate Setup Procedures before proceeding with the Web-Based-Configuration.
The Ethernet cable is connected to the RPM and the RPM is on.

N

Startup a Web browser.
Type in your IP Address.

Next you will be asked for the User Name and Password. The default Name and Password is admin.

password, then hit enter.

Enter the

PPP Confinuration

AP Configuration
User Mananement
Software Upgrade

Save & Restart

Logout

.
]

iSWITCH
Confiawraton |
Schedue |
Eventacton |

Event Logaing

System |nformation

|Sy5tem Narme [ysterm Name

|Sy5tem Contact  [[System Contact

|System Location  [System Location

|Sy5tem Description [system Description
DHCP Marme

[nnos18a0003F

Save |

[ ]

<l

4. This is the screen where you can set the System Information parameters for the SNMP MIB2. After you have
finished filling in all of the information, click Save.
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Set Network

|IP Address [192166.7.18
|Gateway Address |21067.4155
|Subnet hask |285.255.255.0

|Domain Name Server |

|SeNeHD |kewm
TFTP Server IP Address |
TFTP File Nare [device bin

|SNMP Read Comnmunity [
SMNMP Wirite Community [~
[BOOT Mode [Fee =]

Save

5. This is the screen where you can set the Network parameters. After you have finished filling in all of the information,
click Save.
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PPP Configuration

| Enable PPP Function
PPP Type [Fre =
ISP Configuration

ISP Dial Number |
ISP Account |
‘ISP Password “

‘Modem Configuration

‘Baudrate “115200 v[
Dial Prefix Initialization String
| faTL

‘Mail Configuration
[SMTP Server I
‘Retumed Address ‘ |
Message Subject ISP IP Address
Email Address [

PPP Mode(Dial in) Configuration

PPP Server IP [163.254.1.1
PPF Client IP [165.254.1.4
PPF Administrator's |admin
MName
PFF Administrator's Im
Password
Save | Disconnect Mow |

6. The PPP connection is useful if it is not possible to make a direct network connection to the RPM. An external
modem is needed to connect to the front serial port of the RPM.
NOTE: The user must complete one of the Setup Procedures and fill in all of the information in the PPP
Configuration before the Dial-up Function will work.
After dialing in the remote user must hang up after the third ring. Based on the information that the user puts into the
PPP configuration, the RPM will automatically dial up to the designated ISP and send an email to the designated
email address with the assigned IP address from the ISP. The user may browse and control the RPM with this
dynamic IP address. When the user is ready to exit click the "Disconnect Now " button at the bottom of the screen.
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Set Server Date & Time

|Server Date iMM/DDAYYY] ||Ulf15f2001
|Ser\-ferTime (HHMRESS)  [09:58:53

Save |

7. This is the screen where you set the Date and Time. After you have finished filling in the information, click Save.

Set Administrator

| [T Enable Security Login
‘Administrator's Name |ladmin

‘Administrator's Password |

‘Re-Enter Password ==

Save |

8. This is the screen where you can change the Administrator's Name and Password. After you have finished filling in
the information, click Save.

NOTE: The Supervisor's name and password can be from 1 to 19 digits. The Supervisor's name and password is
not limited to an alphanumeric character (i.e. a#1b$2z%09).

NOTE: Be sure to write down your Supervisor’'s name/password and keep it in
a safe place. If the user forgets the name/password the RPM will have to be
Flash Upgraded before the user can access the RPM.
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API Configuration

™ APIEnable
‘API Port 2001
‘API Administrator's Name  [admin

‘API Adrministrator's Password [«

‘Re-Enter Password e

Sawe |

9. This screen allows the user to setup the Application Programming Interface. The Application Programming Interface
can be accomplished by two methods, Windows API through the Ethernet connector or RS232 API through the
RS232 connector (additional software is required for both methods). See the section API Function Library. After you
have finished filling in the information, click Save.

User Management

10. This is the screen where the administrator can give certain rights to certain users. After you have finished filling in
the information, click Save.



Software Upgrade

Current Yersion 2002AT1.2.3

Device Connect Speed 9600
TFTP Server IP address ||

File Name |device.bin

Do you want to continue with the software upgrade...

YES

11. This is the screen where you can upgrade to the latest version of software. See the section on Software Upgrade
Procedure.

Save & Restart

Save | Save and Restart

12. After filling in all of the information be sure to Save and Restart before exiting the program.

13. This screen allows the user to Logout. If, any changes were made be sure to Save & Restart before exiting the
program.
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Power Management Device

iSWITCH
i ) turh
gr green
safe shutdown ON safe shutdown ON E
red red
immediately ON E safe shutdown ON E
blue blue
safe shutdown ON D immediately ON E
orange orange
immediately ON E immediately ON E
All On D
]
All Off J

14. This screen allows the user to see the status of the RPM. The user can control each receptacle individually or all of
them at the same time. The RPM has to be setup in the remote mode to control the receptacles via the Internet.
The RPM can also be setup for the local mode. The user can control the receptacles by the momentary switches on
the front panel.

iSWITCH Configuration

i ISWITCH[T =
Outiet Hame RE';"T:"; 0n|}Iilnegset Shutdu?marffRehuul
elay

OutletA ﬂgr | EDDERe I P i | 000 g
"red 0007 cer " mr | P00 e
OutletC Wblue 0003 e 5 P/ | P00 gec
wﬂorange 0087 sec w i | [0 ger
m"green 0005 <ec " i | [P0 cer
"red 0006 e v P[00 gec
mlrblue 0007 sec 7] rr |00 e
mlorange [000% sec = rr | P ger

Save

15. Each outlet can be individually programmed to enable ring On/Off or reset. The power resume delay is convenient
for sequential startup. The name of each outlet can be labeled to whatever you like it to be called (i.e. serverl, DSL
modem or webserverl). Since 16 RPMs can be daisy chained together to share one CIC, each unit can be
individually named. The safe shutdown feature has a configurable delay time to safely shutdown the Windows
NT/2000 server.

NOTE: The user must setup the Power Management Software in Windows NT/2000 Server (see page 46).
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r red blue

orange

2reeh red b lue

1l
||

orange

Shutdown Restart
Date Action Time Time
(HH:MM) {(HH:MM)
(MoN |l e
(7o | (R
(WED |l (R
(U | (R
(R | o
SAT | Enable [pet0 [o-50
ETNl - o o

Save

16. This screen allows the User to schedule daily/weekly shutdowns and restarts of individual receptacles (be sure to
check the appropriate box). The safe shutdown is dedicated to Microsoft Windows NT (4.0, 2000, workstation and
server). Click on the corresponding outlet to enable the safe shutdown feature. The safe shutdown feature has a
configurable delay time to safely shutdown the Windows NT/2000 server. Then click Save.

NOTE: The user must setup the Power Management Software in Windows NT/2000 Server (see page 46).

Event Action

Event List
Alarm iSwitch Quitlet Fault
Alarm iSwitch Restart
Alarm iSwitch Lost
‘Conﬁgure
PAGER | ‘ BROADCAST |‘ LOGGING | TRaP | | MaL |

17. This is the Event Action screen. The user chooses an event from the Event List. Then the user chooses one of the
four ways to configure the event.
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18.

19.

Pager

Event: ||Alarm iSwitch Cutlet Fault

I~ Faging Enable

Paging Message

Alarm-Add

Alarm-Remove

Fager Number

_OK |

Back Home

This is the Pager Configuration screen. Connect an external modem to the RS232 port of the RPM. When the
chosen Event happens, the RPM will page the number. After dialing in the remote user must hang up after the third
ring. Based on the information that the user puts into the PPP configuration, the RPM will automatically dial up to
the designated ISP and send an email to the designated email address with the assigned IP address from the ISP.
The user may browse and control the RPM with this dynamic IP address. When the user is ready to exit click the
"Disconnect Now " button at the bottom of the screen. The user must check the Paging Enable Box.

NOTE: The user must complete the PPP Configuration for the Pager Function to work.

Broadcast

Event:

I~ Broadcast Enable
I Eroadcast Shutdown Message

| _ oK |

_

This is the Broadcast Configuration screen. When the chosen Event happens, the RPM will broadcast the message.
The user will have to install the Message Capturing Program to be able to capture the broadcasted messages. The
Message Capturing Program (UpsClient.exe) is located on the disk with the User’'s Manual. The program has to be
on before it will capture the messages. The user can install the program on their desktop.

NOTE: The user must check the appropriate broadcast box.

[Pl iSwitch Outlet Faul
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Logging

‘Event : “Alarm iSwitch Outlet Fault

‘ V¥ Event Logging Enable

| oK |

_

20. This is the Event Logging Configuration screen. When the chosen Event happens, the RPM will log the event in the
Event Log.
NOTE: The user must check the Event Logging Enable box.

Trap
‘Event : ‘lAIarm iSwitch Outlet Fault
[~ Trap Enable
Trap Receiver Configuration
Accept | IF Address ‘ Community
| r | | ‘ [pubtic
r | [public
r | [public
| r | | ‘ [pubtic
r | [public
r | [pubtic
r | [public
r | [public
| r | | ‘ [pubtic
r | [public
ok |

_

21. This is the Trap Configuration screen. This screen allows the user to send SNMP Traps about the RPM to ten IP
Addresses (managers). Also, you may determine the severity levels and what type of access (read only or read and
write) to assign to a particular IP manager.

NOTE: The user must check the Trap Enable box and the Accept box.
NOTE: An NMS is required to send and get the SNMP Traps.
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kT

Evert - ‘lAIarm iSwitch Outlet Fault
™ Mail Enable
Mail Configuration
DNS Server ‘|
SMTP Server }|

Returned Address |

Message Subject [Alarm Event
Email Address ‘|

|
I

| ok |

22. This is the Email Configuration screen. This screen allows the user to send emails about the RPM to five different
email addresses. Once all of the information is filled in, click OK. Be sure to Save & Restart before exiting the
program.

NOTE: The user must check the Mail Enable box.

23. The Web-Based Configuration is complete. The RPM is ready for normal operation.
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Windows NT/2000 Server Power Management Software Setup Procedure

The RPM can be setup to perform a safe and logical shutdown of a Windows NT/2000 Server (see pages 41, 42). The
Power Management Software in Windows NT/2000 Server must be configured correctly. Once the Power Management
Software has been configured, the user can perform a safe and logical shutdown by turning off the appropriate output

receptacle (see page 41).

NOTE: The RPM must have the NT cards installed to perform the safe and logical shutdown of Windows NT/2000

Server.

Windows NT Server Power Management Software Setup Procedure

£ Contiol Panel
File Edit “iew Help

(=] x]

= Ok § 5

Add/Remove Console D ate/Time Devices
Programs

G
Miciosoft Mail  Modems Mouse Multimedia

Postoffice

& B

SCS1 Adapters Server

Sounds

A & &= =D

Internet Keyboard Licensing b ail
Options
2 @
b
PC Card Ports Printers Regional
[PCMCIA) Settings

<%

Tape Devices  Telephory urs ‘winmodem

&

1. Open the Startup menu.

2. Open Settings and then the Control Panel.

3. Click on the Services icon.



Services

Service Status Startup Tse
Fermote Pracedure Call [RPC) Service Started Automatic _*J
Schedule I anual Start
Sentryll Started Automatic
Server Started Automatic
Spoaler Started Automatic
TCPAP MetBIDS Helper Started Automatic

I anual

Telephony Service
PS
Windows Inztaller
*wharkstation

Startup Parameters:

Started

Lontinue

Automatic
GEGIE]

. Startup...
Autarmatic Lal

Hw Profiles. .

Help

il

4. Double click on UPS.

Service

Service: LIPS

]|

— Startup Type

) Manual
" Dizabled

] I
Cancel |

Help |

— Log On A

%' Sustem Account

¥ Allow Service o Interact with Desklop

™ This Account; I

L

Eassword: i
[Eamfirm i
Eazarard:

5. Startup Type: Select Automatic and click OK, then click Close.
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£ Contiol Panel |_ [ ]x]
File Edit “iew Help

E 8 = ¥ a
Add/Remove Console Dates/Time Devices Display Forts
Programs

s E %
& @ = QO o
Intemet F.eyboard Licenzing b ail ticrozoft bail todems
Options Postoffice
; B
' =
Mouse Multimedia Metwork ODBC PC Card Ports

[PCMCl4)

B9 6 2 4 =
= —
Printers Regional  SCS| Adapters Server Services Sounds

Settings

& &
System Tape Devices  Telephony Winmodem

6. Inthe Control Panel. Select the UPS icon.
upPs

v Uninteruptible Power Supply is ingtalled ond !EDM1: ;! ok I

—UPS Configuration |
UPS Interface Yoltages: EEd
I Power failure signal " Megative % Positive Help |

V¥ Low battery signal at least " Megative ¢ Posiive
2 minutes before shutdown
v Bemote UPS Shutdown i Megative 1+ Positive

-1~ Ezecute Command File

Eileitdame: I

=B Eharasternstice———————— - UPS Service
. - I— 3 Time between power failure P
Eapavtad Baiapliis - it and initial warning message: ’5 e

Battenyrecharge time .. Delay between warning r“‘“ s
FEr mifute af i brme; I‘IDD ol MEssages: 120 5 ===

7. Check all the boxes as shown. Select the appropriate COM Port then, click OK. The Power management Software
Procedure is complete. The RPM is ready for normal operation.
NOTE: The UPS Interface Voltages must be set to positive.
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Windows 2000 Server Power Management Software Setup Procedure

£ Control Panel =1

JFiIe Edit Yiew Faworites Tools  Help i

J 4=Back -~ = ~ | @Search L, Folders ®History ||E L e wp | N
| pddress I Control Panel | @e

Mame  # | Comrment |

F\ccessibility Options  Cuskomizes accessi.. .

1.

2. Open Settings and then the Control Panel.
3. Open Administrative Tools.

%Addmemove Har...

Installs, removes, a.

%Add;’Remove Pr Installs and remove. ..
Configures adrinist. ..
Sets the date, time,...
= Customizes your de...
@Fax Fax Properties
ﬁFolder Options Customizes the disp...
4] Fonts Displays and manag. ..
@Game Controllers Adds, removes, an...
ﬁlnternet Options Configures your Ink...
&‘Java Plug-in 1.3.1  Jawa Plug-in Contral...
Kevboard Customizes vour ke...
@Mail Microsoft Outlook P,
(_) Mause Customizes your ma...
Metwork and Dial-,., Connects to other c..,

Phone and Mode. ..
?{%Power Options
Printers
@Regwunal Options
Scanners and Ca...

Configures your tel...
Configures energy-...
Adds, remaves, an...
iCustomizes settings. ..
Configures installed. ..

(8] Scheduled Tasks Schedules computer. ..
\‘J?Sounds and Multi...  Assigns sounds ko e...
@,System Provides systeminf...
%Users and Passw...  Manages users and ...

Open the Startup menu.

JFiIe Edit Yiew Faworites Tools  Help

==l x|

J $aBack ~ = -

@Search L, Folders ®History |[B Eg s | E~

J Address I Administrative Tools j @GD
Mame ¢ | Size | Type | Modified |
% Component Services 1 KE Shortcut Siz{z2002 7137 AM
@Computer Manag. .. ZKE Shortcut SIZIZ00Z 741 AM
Data Sources {00, .. 2KB Shortecut S2{2002 7:41 AM
@ Event Viewer 2KEB Shortecut Si2j2002 7:41 AM
Local Security Policy ZKE Shortcut SIZIZ00Z 74l AM
@Perfnrmance ZKE Shartcut 5/21/200z 4:55 PM

9 2KB Shortecut
A Telnet Server Ad... 2KB  Shortecut

5/2/2002 7i41 &M
5/2/2002 7:41 &M

4. Open Services.
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=10l x|

BIEYEN L

Tree I Mame  / | Descripkion | Stakus | Startup Tyvpe | Log On As | :I
% Services (Local) %Runﬁ\s Service Enables sk, Started Aukornatic LocalSystem
%Security Accounts .., Stores sec.,.  Started Aukomatic LocalSystem
%Sentryll Skarted Aukomatic LocalSwstem
Server Provides R... Started Aukormatic LocalSwstem
%Smart Card Manages a... Manual LocalSystenn
%Smart Card Helper Provides s.., Manual LocalSystem
%SNMP Service Includes a...  Started Aukornatic LocalSystem
%SNMP Trap Service Receives k... fanual LocalSwstem
%System Ewvent Makifi,.. Tracks swst,.. Started Aukarnatic LocalSysten
%Task Scheduler Enmables a...  Started Aukomatic LocalSystem
%TCPIIP MetBIOS Hel,,, Enables su...  Started Aukomatic LocalSystem
%Telephony Provides T...  Started Manual LocalSystem
%Telnet Allows are.., fanual LocalSwstem

= 0 Aukornatic Locals

%Utility Manager Starts and ... Manual LocalSystenn
%Windows Inskaller fManual LocalSystem
%Windows Managem.., Providess...  Started Aukomatic LocalSystem
%Windows Managem... Providess.., Started fanual LocalSwstem
%Windows Time Sets the ca.., Manual LocalSysten

%Workstation Provides m...  Started Aukarnatic LocalSystenn 1.

-

5. Open UPS.

UPS Properties {Local Computer}

Gieneral |L|:|g EInI Flec:overyl Dependencies

Service name: UPS

Dizplay name: I'-”:'S

Descriptiorn: IManages ah uninterruptible power supply [UPS] connec

Fath to executable:
CAWAMM TS pstem32hups. exe

Startup type: Autormatic j

Service statuz TOpPET

Start I Som | Eauze Eesume |

r'ou can gpecify the gtart parameters that apply when you start the zervice
frarn here.

Start parameters: I

0k I Cancel I Ay

6. Select the General Tab. Startup Type: Select Automatic and click OK.
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7.

E3 Control Panel

JF“E Edit Yiew Faworites Tools  Help

==l x|

J d=Eack ~ = - | Qzearch [ Folders & #Hiskory ||E' 0 @ | Ed~

J Address I@ Contral Panel

j @GD

Mame <

[ comment

%Add;’Remuve Har. ..
e AddiRemove Pro...
] Administrative Tools
@ Date) Time

Display

(BiFax

ﬁFnlder Options

@ Fonts

%Game Controllers
il Internet Options
&'Java Plug-in 1.3.1
%Keyboard

SBMail

‘) Mouse

Metwark and Dial-...
Phone and Mode. ..

Printers

@Reg\onal Options
Scanners and Ca...

2] Scheduled Tasks

\ﬂ% Sounds and Multi. ..

(S system

%Users and Passw. ..

Eﬁ\ccessibility Options  Customizes accessi...

Installs, removes, a.
Installs and remove. .
Configures administ. ..

Sets the date, time, ...

Customizes your de...
Fax Properties
Customizes the disp. ..
Displays and manag...
Adds, remaves, an...
Configures your Int...

Jawa Plug-in Contral. ..

Customizes your ke,
Microsoft Qutlook P

Customizes your mo. ..

Connects bo other ..,
Configures yaur kel...
Configures energy-...
Adds, removes, an...

Customizes settings, ..
Configures inskalled. ..
Schedules computer. ..
Assigns sounds ko ...
Provides systeminf...

Manages users and ...

In the Control Panel. Select Power Options.

Power Options Properkties

Pawer Schemes | Advanced | Hibemate UPS I

Uninterruptible Power Supply

2]

— Status

Current power sounze;

R@ Estimated S runtime:
E stimated [UPS capaity:
B atterny condition:

— Details
Manufacturer: Generic
todel: Custom
LConfigure... Select... I
& The UPS zervice iz currently stopped.
Aot |
ak. I Cancel Lpply I

8. Select the UPS tab. Under Details, click Select.
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UPS Selection 21 x|

Select manufacturer: On port;
Generic =l [cam -]
Select model:

Mest » I Cancel |

9. Under Select manufacturer, select Generic. Under Select model, select Custom. Select the appropriate COM Port
then, click Next.

UPS Interface Configuration On: COM1 21 x|

—UPS Signal Polarity:

Wiarning: Pleaze conzult your UPS documentation before
attempting to configure signal polarities.

* hegative " Positive
v Low Battery: & Negative ” Pozitive
v UPS Shutdown: * Negative ™ Positive

< Back I Finigh I Cancel |

10. Check all the boxes as shown then, click Finish. The Power management Software Procedure is complete. The
RPM is ready for normal operation.

NOTE: The UPS Signal Polarity must be set to negative.
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Software Upgrade Procedures

Software Upgrade via TFTP

The user can remotely and conveniently, Flash Upgraded the RPM’s Software via a TFTP Server. The following
procedure will step the user through setting up the TFTP Server at the user’s location and Flash upgrading the Software
for the RPM.

Y Exploring - TFTP Flash Upgrade == E3

J File Edit %“ew Go Favoites Tools Help ‘

L, o | X .
Back Fanward Up Cut Copy Paste Unda Delete  Properties Wiews
J Address ID F:\Enginesning ONLYAS aftware CIC Upgrh TFTP Flash Upgrade j
Folders b4 Name I Size | Tppe I Modified I
"] CIC Upar :I 200257 ver2.0.BIN 960...  BIM File F431/02 2.30 PM
-] Flash Upgrade Software file_id diz KB DIZ File 9/22/00 7:47 PM
+-“3] TFTP Flash Upgrade 43KB  Application E/1/01 311 PM
1 CIC USE Driver 4 titpd32 hip 26KB  Help File 9/22/00 7:47 PM
) e-mail upgrade files [=8] Wendinfo diz 4KB  DIZ File 9/22/00 7:47 PM

"] Enterprise Flash Upgrade
] EPROM burner

] SIZINGS7 SETUP

"] SmaitSine Flash Upgrade J
] Test

:‘ upstest

[est Report Summary

AL Documnents

inder consideration

Inpub Manuals

Al

:MTHX
AT

FPS
FACCT
AT 45

4 ol

1. Create a folder (TFTP Software Upgrade). Copy the following files to the folder: 2002AT ver2.0.BIN (example),
file_id.diz, tftp32.exe, tftp32.hlp, and Vendinfo.diz. The first file .BIN is the actual Software upgrade file, which is
available for downloading from our web site. The last four files are on a 3.5” floppy disk included with the RPM.
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BN Exploring - TFTP Flash Upgrade = |ﬂ|£|
J File Edit V“iew Go Favoites Tools Help ‘

e -2, @ | % B a3]=|X

Back Fanxand Up Cut Copy Paste Unda Delete  Properties Wiews
J Address ID F:\Engineering DMLY4S oftwarehCIC Upar\ TFTP Flash Upgrade j
Falders X Name | Size | Tepe | M odified |
™) CIC Upgr =] 2002AT ver2. 0.BIN 960...  BIN File 7431/02 2:30 PM
-] Flash Upgrade Software file_id diz 1KB  DIZ File 9/22/00 7:47 PM
41423 TFTP Flash Upgrade %tltdeZ EHE 49KB  Application BA1/01 311 PM
] CIC USB Drriver & thpd3z hip 2BKB  Help File 9/22/00 7:47 PM
1 e-mail upgrade files [ vendinfa di = e Sm=S) 747 PM
"] Enterprise Flash Uparade 2 TEIRED A2 E iR =[] x]

] EPROM burmer
1 SIZING37 SETUP J

Baze Directory IF_\Engineeling OMLYS oftware CIC Upgr

"] SmartSine Flash Upgrade
] Test

:‘ upstest

[est Report Summary

AL Documnents

inder consideration

Inpub Manuals

Sewer Addiess  [216.87.151.175 =l

Ay Current Action |Listen\ng on part B9

_MTRX
AT

Seltings I Help I

FPS
FACCT
4T 45

4 ol

2. Open the tftp32.exe file. The above screen will open. This is the TFTP Server’s IP address.
NOTE: DO NOT close the tftp32.exe program until the Software Flash Upgrade is complete.

Power Management Device

| > |
g il |
Y i s formation | ISWITCH
Metwark
PPP Confiquration ~ Outlet? ON ~ OutletE ON
immediately immediately
oo o oueE o
immediately immediately
2P Confiaration | P oG
utlet utlet
P . ) ;
immediately ON IE immediately ON IE
Software Unarade |
OutletD OutletH
immediately ON IE immediately ON IE
D

]
[
= All Off
ISWITCH EEIE J
Configquration
Schedule

Ewent Logging

3. Open a Web browser and input the IP address of the RPM that is going to be Flash Upgraded. Once the Web page
is open, select “Software Upgrade”.
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“J HOME - Microsoft Internet Explorer provided by Minuteman
J “ TFTPD32 by Ph. Jounin = B3 ‘
% T = - J Address J Links

b il Frint

EBaze Directory |F SEngineering OMLY4S oftwaresCIC Upart @ @
Favortes  Histary

Server Address  [216.87.151.175 |

Current Action ILlslenlng on port B9
| Setings | Software Upgrade

API Conﬂguratlon -
Current Version 2002AT1.23
po e

Device Connect Speed 9600
_w TFTP Server IP address | [#1687151178

File Mame |2DDZATver2.D.bin
I\SWITCHM vl

Do you want to continue with the software upgrade...
[ e |
ISWITCH EEus YES

Confiquration
Schedule
Event Action

-

4. Input the TFTP Server IP address and the Software Upgrade file name (.BIN), then click YES.

“J HOME - Microsoft Internet Explorer provided by Minuteman

J iz TFTPD32 by Ph. Jounin o] =] ‘
Base Directery  [FNEnginesring ONL P\ SeitwarehCIC Upars = B B 5 i A
Favortes  Histary b ail Print Discuss -
= ServerAddress  [216.07.151.175 =

Connection received fram 216.87.151.231 on part 32768
Read request for file <20024T ver2 0.binx. Mode octet

itus of Software Upgrade

Current Action IListening on port B3

Status DownlLoad data ....

— Setings | Hep |

d Bytes 71680

[P AL

1 1]

t

=}

t

.
Clie ISWWITCHD
[ e |
ISWITCH
|Confauration |
|Eventacon |

Event Logging

5. The TFTP Server is Flash Upgrading the RPM to the new version of Software. The Software Upgrade takes
approximately thirty-five minutes to complete.
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‘A HOME - Microsoft Internet Explorer provided by Minutem == x|

J % TFTPD32 by Ph. Jounin M= E3 ‘
Base Ditectory  [FEngineering ONLY\SoftwarsCIC Lipr Gd 24 | B S . address || Links
Favortes  Histary b ail Print Edit Discuss -
o SewerAddress  [216.87.151.175 =l

Connection received from 216.87.151.231 on port 32768
Read request tor file <2002AT wer2 0.binx. Maode octet
File <20024T ver2.0.bin: : sent 983040 bytes in 1854 sec. 358¢

Current Action IFlIe <200247T werZ 0.binz : sent 983040 byt

Software Upgrade has
Completed

983040

Status

Settings | Help I

d Bytes

[P LA L

APl Configuration

User Managerment
Software Uporade

Save & Restart
Leoout |

I
| s

iISWITCH
|Confiquration |

Event Logaing =

6. The transferring of the Software Upgrade file is complete. Close the tftp32.exe program. Open “Save & Restart”.
The “Save & Restart” function must be performed to save all of the changes. The RPM is ready for normal
operation.

Software Upgrade via Serial Port:

The following items must be obtained before attempting to upgrade the RPM: The Software upgrade file, a DB9 female-
to-female Serial Cable (provided). There are a wide variety of Terminal Emulation packages, but for the most part they
should be very similar. The following upgrade procedure is using Hyper Terminal.

NOTE: When using Hyper Terminal use Version 3.0 or higher.

1. Go to the section titled “Setup via Serial Port” (page 19) and follow steps 1 through 10.
2. Plug the RPM’s power cord into the AC outlet and turn the RPM on.

“g b - HyperT erminal
File Edit “iew LCall Transfer Help

High—-speed UART initailiz=ed

Check vu—dram...

Enter loader...

AMD Flash found in socket...

Polling part for Device ID...found an Am29F888HB
Checking current flash status...flash is [Readyl
“upgr_

Il
Z

Cornected C:00:44 [wT100 [1152008N-1  [[SCROLL  [CAPS | [NUM  [Capture  [Print echo

3. Once the message “Check u-dram” appears hit the “c” key. Then at the cursor type “upgr” for RPMs with
MAC Addresses beginning with “52” and “upall for RPMs with MAC Addresses beginning with “00", then hit
enter. Once the User hits enter, you have approximately thirty seconds to complete the next four steps.
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- HyperT erminal

File Edit “iew LCall | Transfer Help

D2 |38

High—-speed UA
Check u—
Enter loader.
AMD Flash fow

Polling

—upgr
Upgrade
Erasing
Erasing
Erasing
Erasing
Erasing

dram.

part .

d
Feceive File...

LCapture Text...
Send Text File...

CepturetoBitlet _ § ound an Am29FS@EE

Checking current flash status...flash is [Readyl

Gode and Homepage datat

sector
sector
sectop
sector

sector 4

. --[Readyl
1. [Ready]
2._.[Ready]l
3...[Ready]l

Sends a file to the remote gystem

4. Go to the tool bar and select Transfer. Open Send File.

- HyperT erminal

Filz  Edit Wiew Call

Tranzfer Help

L

=lol x|

Dl&| 515] ol e

—upge
Upgrade
Erasing
Erasing
Erasing
Erasing
Erasing
Erasing
Erasing
Erasing
Erasing
Erasing
Erasing
Erasing
Erasing
Erasing
Erasing
Wait 25

Check u—dram...

Enter loader...

AMD Flash found in oo
Polling part for De [EEET-LLES
Checking current f1

Code and Ho

sectopr
sector
sector
sector
sector
sector
sector
sector
sector
sector
sector
sector
sector
sector
sector

seconds for host to select upgrade file...

Filename:

Eratocal:

9. Send I LCloge

Folder: C:%Program FilesAccessoriestHyperT erminal

Browsze. . |

K1 E3

Cancel |

[ N

b...[Ready]l
c...[Readyl
d...[Ready]
e...[Readyl

Connected 0:00:45

[wT100 [1152008N-1  [SCROLL  [CAPS  [NUM

[Capture  [Frint echo

Sl

5. Select “X modem” under Protocol.

S7




- HyperT erminal o |EI|5|

File Edit View Call Transfer Help

= @|3| D|EF|

Check u—dram...
Enter loader...
AMD Flash found in q-clos
Polling part for De: @GR ﬂﬂl

Checki t £f1

Cupgr
Upgrade Code and Hol — -

Erasing sector B... Lookjn:lé‘3% Floppy [&:] j | @I |‘ji| |

Erasing sector 1...

Erasing sector 2_.. e i ; -
Frasing sector 3._. fie_id. diz . 2] Vendinfo.dz
Erasing sector 4... F5232 Senial Port Console Upgrade. doc

Erasing sector
Erasing sector
Erasing sector

It

TFTF update procedure.doc

Erasing sector Htpd32. exe

Erasing sector 9

Erasing sector Htpd3Z hip

Erasing sector

Erasing sector 4| | =

Erazing sector [

Erasing sector 4 . B

Wait 25 seconds for File name: ItESt'h'n I&I

= Files of type:  [4l Files () =l Cancel | -
-z

T

Connected 0:00:25 WT10C - A

6. Click Browse. Look in the location where the Software upgrade file is located. Select the File name: “.bin”
and click open.

= [l S

“g b - HyperT erminal
Fil=  Edit “iew Call Transfer Help

0l 515 ol =

Check u—dwram...
Enter loader...
AMD Flash found in oo

Polling part for De [EETLRYIE
Checking current f1
—upgre Folder: A%

Upgrade Code and Hoi
Erasing sector @... Filename
Erasing sector 1... IA'\test bin
Erasing sector 2... . .
Erasing sector 3... B i
Erasing sector 4... Erotocol

Erasing sector 5... IXmodem ;I
Erasing sector b...
Eras::mg sector 7...
Erasing sector 8... Send Close | Cancel |
Erasing sector 9...

Erasing sector a...
Erasing sector bh...[Readyl

Erasing sector c...[Readyl

Erasing sector d...[Readyl

Erasing sector e...[Readyl

Wait 25 seconds for host to select upgrade file...

Nl

Connected 0:00:41 [vT100 [1152008M1  [SCROLL [CAPS [MUM  [Captue  [Fiint echa

7. Click Send.
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b - HyperT erminal ;IEIEI

Fil=  Edit “iew Call Transfer Wmodem file send for b
D= m13] wEle . : .
= Sending |A:\test.bln ﬁ

Check u—dram...
Enter loader... . o

AMD Flash found in s Packet: I-’lDS‘I Error checking: ICHE
Polling part for Dev

Checking current fla: - ]

Zupgr Retries: ID Tomhem%.lﬂ

Upgrade Code and Hom

Erasing sector B Laﬂenm;l

Erasing sector

Erasing sector

Erasing sectop

Erasing sector File: |u|u| LLLLLLLIET |5%kd9mK

Erasing sector
Erasing sector
Erasing sector
Erasing sector
Erasing sector
Erasing sectop
Erasing sector
Erasing sector
Erasing sector d...[rcooss

Erasing sector e...[Readyl

Wait 25 seconds for host to select upgrade file...

Elapsed: IU&D&51 HemahMg:lU&U&28 ThmughputlZZEBcps

cps/bps |

Nl

Connected 0:05:23 [vT100 [1152008M1  [SCROLL [CAPS [MUM  [Captue  [Fiint echa

8. The Software upgrade will take approximately eight minutes to complete.

: b - HyperT erminal
File Edit “iew Call Transfer Help
Enter loader... _J
AMD Flash found in socket...
Polling part for Device ID...found an Am29F800B
Checking current flash status...flash is [Readyl
—upgr
Upgrade Code and Homepage datat
Erasing sector B...[Ready]
Erasing sector 1...[Readyl
Erasing sector 2...[Readyl
Erasing sector 3...[Ready]l
Erasing sector 4_..[Readyl
Erasing sector 5...[Ready]
Eraszing sector 6...[Readyl
Erasing sector 7...[Ready]
Erasing sector 8...[Readyl
Erasing sector ?...[Readyl
Erasing sector a...[Readyl
Erasing szector b...[Readyl
Erasing sector c...[Readyl
Erasing sector d...[Readyl
Erasing sector e...[Readyl
Wait 25 seconds for host to select wpgrade file...
Upgrade Gomplete?
Cornected C:08:56 [wT100 [1152008N-1  [[SCROLL  [CAPS | [NUM  [Capture  [Print echo y

9. The Software upgrade is complete.
NOTE: The user has to reconfigure all of the settings after the Software upgrade is complete, because all of the
user’s settings will default to the original default settings.
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API Function Library

ISWPollID(String Auth)

Arguments:
Input : String
Output : Boolean

Description:

Get iISWITCH ID Address.

The first input parameter is authenny code. ISWPoIIID is a function call to get the iISWITCH device ID address. If more
than one of the iISWITCH device you want to poll their ID then the return string will separated each ID number by “,”.

If this API execute successfully, you will get return code: true and you can use other function to get relative information.
ex(1) iISWITCHO5 iSWITCHO6 getReturnValueSize(') will get 2 getAllReturnValue( ) will get iISWITCHO5¢ iSWITCHO6; if
over one set of parameter, we use " ,"delima point to getReturnValue(1) will get iSWITCHO5 point to getReturnValue(2)
will get iISWITCHO6 getSuccessFlag will get true getErrorMsg will get Empty.

If this API executes fail, you can get return code: false ex (2) getReturnValueSize( ) will get 0 getAllReturnValue( ) will
get Empty.

Application cannot execute getReturnValue() neither, and will generate error getSuccessFlag will get false. getErrorMsg
will get error message string (depends on error situation). For Example (1): if you cannot connect to network, you will get
the following error string" Error!!Connection Failure. Cannot Connect at Data Input (or Output) or Internet Error."

Sample code:

Boolean b=ISWPollID("admin")

Explain: b value refer to Description:

ISW StartSession (String Auth, String ID_Addr)

ISWOutletOff (String Auth, String Outlet)

Arguments:
Input: String
Output: Boolean

Description:

Outlet Output Off

ISWOutletOff The first input parameter is authenny code. The second input parameter is the outlet number which you
want to Output Off, if application execute successfully then return: True else return: False. Refer to ISW StartSession()
for relative response.

Sample code:
ISWOutletOff ("admin”,"5")
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ISWStartSession (String Auth)

Arguments:
Input: (String, String)
Output: Boolean

Description:

ID Address session start
The first input parameter is authenny code; the second input parameter is authenny codelD_Addr is the device ID
number that we want to control in this session.

ISWStartSession is a function call to set the device ID number that we want to control in this session. After we set the ID
number then this function call will return a string to tell you whether we set it success or not. If this APl execute
successfully, you will get true ex (1) getReturnValueSize(') will get 0 getAlIReturnValue( ) will get Empty.

Application cannot execute getReturnValue() neither, and will generate error getSuccessFlag will get true getErrorMsg
will get Empty. If this APl executes fail, you can get return code: false. ex(2) getReturnValueSize( ) will get 0
getAllReturnValue( ) will get Empty.

Application cannot execute getReturnValue () neither, and will generate error
getSuccessFlag will get false getErrorMsg will get error message string (depends on error situation)

Sample code:
Boolean b=ISWStartSession ("admin","5")

ISWEndSession (String Auth)

Arguments:
Input: String
Output: Boolean

Description:

Session End

The first input parameter is authenny code. ISWENdSession disconnect the last ISWStartSession connection. If
application execute successfully then return: True else return: False. Please refer to ISWStartSession() for relative
response.

After you execute ISWStartSession, if you want to end this session, you have to run ISWEndSession(), otherwise all
Command will execute for prior ISWStartSession's ID Address.

Sample code:
Boolean b=ISWEndSession ("admin")
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ISWOutletOn (String Auth, String Outlet)

Arguments:
Input: String
Output: Boolean

Description:

Outlet output on.

The first input parameter is authenny code the second set parameter is the Outlet number which you want to Output On,
if execute successfully then return: True else return: False. Refer to ISWStartSession() for relative response.

Sample code:
Boolean b=ISWOutletOn ("admin","1")

Hardware
In the API Configuration option, please enable the check box, and set the API Port, administrator name and password.

Software

Windows 98 & 2000:
Run the setup.exe file in the Window98 or 2000 folder.

Linux OS:

Pre-setup (1):

form http://java.sun.com/products/jdk/1.2/jre/index.html download
jre-1 2 2 008-linux-i386.tar.gz

cd /usr/local

tar zxvf jre-1_2 2 008-linux-i386.tar.gz

vi letc/profile

#Add this Line on Path End :/usr/local/jrel.2.2/bin
(1) mount /mnt/cdrom

(2) cd /mnt/cdrom/Linux

(3) cp *.* /YouWantDist

(4) java RPMTest

Solaris OS:

(1) mount /cdrom

(2) cd /cdrom/Solaris
(3) cp *.* /YouWantDist
(4) java RPMTest
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Telephone Access Interface

1. Dial up the RPM.

2. After three rings the RPM will respond by sending out three short beeps to the caller. Then the RPM waits for the
user to enter the password.

3. The user enters an access password (default password is 123456789#).

4. The RPM will send out three short beeps to confirm a successful login, or one long beep to deny access.

5. Once logged in, the remote user can punch in 4-8 digits. The first two digits specify which RPM, the next digit
specifies which output receptacle and the next digit specifies which command. The last four digits specify the
amount of time:

Command format: XXNA#:

XX - 00—16 is the RPM’s device number for a daisy chain, if there is no daisy chain, then any number is accepted.
N - outlet number: 1(A)—8(H), 9 controls all the outlets.

A - action type: 0=off, 1=on, 2=reset.

I.E. 0111# RPMO1 turn on Oultlet A.

I.E. 0120# RPMO1 turn off Outlet B.

I.E. 0212# RPMO2 reset outlet A.

I.E. 01113600# means turn A on after 3600 minutes.

I.E. 01103600# means turn A off after 3600 minutes.

I.E. 01123600# means reset A after 3600 minutes.

6. Use a combination of 0111XXXX# or 0112XXXX# to get a different delay time. XXXX max value is 9999, which is
about 166 hours or 6.94 days.

7. Use the "*" key to cancel a command at any time.

8. The RPM will acknowledge the receipt of the commands by issuing 2 short beeps. A long beep indicates a failure or
a non-recognizable command.

9. To change the password. The default password is 123456789#. The user has to enter the previous password in
order to change their password.

NOTE: The Password has to have a minimum of 7 diqgits and can have a
maximum of 10 digits.
NOTE: Be sure to write your password down and keep it in a safe place. If the

user forgets the password the smart phone card will have to be replaced.

10. The user enters 888minuteman# or whatever previous password. Then the RPM responds with three short beeps
acknowledging access granted. The user then enters the new password as follows: 888XXXXXXXXXX#, and the
RPM acknowledges with 2 short beeps. Then user inputs 888XXXXXXXXXX# the second time to re-confirm the new
password. The RPM acknowledges with 4 short beeps, indicating that the password has been changed.

11. Hang up to close any access.

12. The RPM is in a waiting loop to receive the command string. Each command string should be entered within 20
seconds. After 180 seconds without any user input, the RPM will logout the user.

13. The 9 command set is for the administrator:

0190# to turn every port off.

0191# to turn every port on.

0192# to reset every port with a delay of 8 minutes, which will allow safe shutdowns. The delay can be changed by
command 888911XXXX#, where XXXX can range from 1 to 9999 minutes.
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Daisy Chaining

The Remote Power Manager (RPM) can be Daisy Chained up to a maximum of sixteen units. Each RPM in the Daisy
Chain must have its own unique identification number. The default ID# is “0 “. The first RPM must have the Internet
Power Management Card install and must be configured before you can begin Daisy Chaining any additional RPMs.
Only the first RPM requires the Internet Power Management Card. All of the other RPMs in the Daisy Chain do not
require that the Internet Power Management Card be installed. Follow the procedure below to Daisy Chain the RPMs:

Figure 1 - First RPM
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Make sure that the Terminator is plugged into the first RPM's iLink port (see Figure 1).

Plug the first RPM's power cord into utility power.

Turn the master power switch on.

Setup the RPM (see Setup Procedure page 9).

Configure the first RPM's ID number (each RPM must have it's own unique ID#, the default ID# is "0").

arwNE

Figure 2 - First and second RPM
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6. Make sure that the second RPM has the Terminator plugged into the iLink port (see Figure 2).

7. Connect the first and second RPM together with the iLink cable.

8. Plug the second RPM's power cord into utility power.

9. Turn the master power switch on.

10. Configure the second RPM's ID number (each RPM must have it's own unique ID#, the default ID# is "0").

11. If there are only two RPMs required for this application, then this completes the Daisy Chaining procedure and the
RPMs are ready for use.

12. If your application requires additional RPMs, then continue on with the Daisy Chaining procedure.

Figure 3 - First, second and third RPM
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13. Make sure that the third RPM has the Terminator plugged into the iLink port (see Figure 3).
14. Remove the Terminator from the second RPM.
15. Connect the second and third RPM together with the iLink cable.
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16. Plug the third RPM's power cord into utility power.

17. Turn the master power switch on.

18. Configure the third RPM's ID number (each RPM must have it's own unique ID#, the default ID# is "0").

19. If there are only three RPMs required for this application, then this completes the Daisy Chaining procedure and the
RPMs are ready for use.

20. If your application requires additional RPMs (maximum of sixteen), then repeat steps 13-19 of the Daisy Chaining
procedure.

Troubleshooting

Problem: The TES (Terminal Emulation Software) does not display anything.

Solution: Make sure the TES's communication parameters are correct. They should be 115200-baud rate, no
parity, 8-data bits, and 1 stop bit. The cable is a DB9 Female-to-Female serial cable.

Problem: The NMS cannot ping the Remote Power Manager (RPM).

Solution: Make sure the network connection to the Remote Power Manager (RPM) is good.

Solution: Make sure the cable is in good condition.

Solution: Make sure to set the Community String. Name the community with any lowercase name.

Solution: Make sure to set the Manager Table.

Solution: Make sure the Gateway is correct.

Solution: Make sure to Save and Restart after the Setup Procedure.

Problem: My NT server shutdown.

Solution: Verify that the NT server is not setup to have a scheduled shutdown.

Solution: Verify that the RJ-11 NT server cable, on the RPM and the NT server, is properly secured.

Problem: All the LEDs are off and all of the output receptacles are dead.

Solution: Turn the master power switch ON.

Solution: Reset the AC circuit breaker.

Problem: The RPM will not communicate and all of the LEDs on the Internet Power Management card are ON.
Solution: There has been a collision of the packets. The RPM needs to be reset. Turn the RPM off and wait for

approximately one minute, then turn the RPM back ON.

Problem: All the LEDs are off and all of the output receptacles are on.

Solution: The RPM needs to be reset. Turn the RPM off and wait for approximately one minute, then turn the
RPM back ON.

Problem: The user cannot change from one Web Page to the next.

Solution: There has been a collision of the packets. The RPM needs to be reset. Turn the RPM off and wait for

approximately one minute, then turn the RPM back ON.

Problem: | forgot my password for the Smart Phone.
Solution: The Smart Phone Card will have to be replaced.
Problem: | forgot my Supervisor's name/password.
Solution: The RPM will have to be Flash Upgraded.
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Appendix

This section discusses: Communities, Gateways, IP Addresses, and Subnet masking.

Communities

A community is a string of printable ASCII characters that identifies a user group with the same access privileges. For
example, a common community name is “public.”

For security purposes, the SNMP agent validates requests before responding. The agent can be configured so that only
trap managers that are members of a community can send requests and receive responses from a particular community.
This prevents unauthorized managers from viewing or changing the configuration of a device.

Gateways

Gateway, also referred to as a router, is any computer with two or more network adapters connecting to different physical
networks. Gateways allow for transmission of IP packets among networks on an Internet.

IP Addresses

Every device on an Internet must be assigned a unique IP (Internet Protocol) address. An IP address is a 32-hit value
comprised of a network ID and a host ID. The network ID identifies the logical network to which a particular device
belongs. The host ID identifies the particular device within the logical network. IP addresses distinguish devices on an
Internet from one another so that IP packets are properly transmitted.

IP addresses appear in dotted decimal (rather than in binary) notation. Dotted decimal notation divides the 32-bit value
into four 8-bit groups, or octets, and separates each octet with a period. For example, 199.217.132.1 is an IP address in
dotted decimal notation.

To accommodate networks of different sizes, the IP address has three divisions—Classes A for large, B for medium and
C for small. The difference among the network classes is the number of octets reserved for the network ID and the
number of octets reserved for the host ID.

Class| Value of First Octet Network ID Host ID Number of Hosts
A 1-126 First octet Last three octets 16,387,064
B 128-191 First two octets Last two octets 64,516
C 192-223 First three octets Last octet 254

Any value between 0 and 255 is valid as a host ID octet except for those values the InterNIC reserves for other purposes.

Value Purpose
0, 255 Subnet masking
127 Loopback testing and interprocess communication on local devices
224-254 IGMP multicast and other special protocols
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Subnetting and Subnet Masks

Subnetting divides a network address into sub-network addresses to accommodate more than one physical network on a
logical network.

For example: A Class B company has 100 LANs (Local Area Networks) with 100 to 200 nodes on each LAN. To classify
the nodes by its LANs on one main network, this company segments the network address into 100 sub-network
addresses. If the Class B network address is 150.1.x.x, the address can be segmented further from 150.1.1.x through
150.1.100.x.

A subnet mask is a 32-bit value that distinguishes the network ID from the host ID for different sub-networks on the same
logical network. Like IP addresses, subnet masks consist of four octets in dotted decimal notation. You can use subnet
masks to route and filter the transmission of IP packets among your sub-networks. The value “255” is assigned to octets
that belong to the network ID, and the value “0” is assigned to octets that belong to the host ID.

For the example above, if you want all the devices on the sub-networks to receive each other’s IP packets, set the subnet
mask to 255.255.0.0. If you want the devices on a single sub-network only to receive IP packets from other devices on
its own sub-network, set the subnet mask to 255.255.255.0 for the devices on that sub-network.

Subnet Mask |Routing and Filtering

0.0.0.0 IP packets are transmitted to all devices.
IP packets are only transmitted to devices that are IP that's first octet
255.0.0.0 matches the sender’s IP address's first octet.
IP packets are only transmitted to devices that are IP that's first two
255.255.0.0 | octets match the sender’s IP address’s first two octets.
IP packets are only transmitted to devices that are IP that's first three
255.255.255.0 | octets match the sender’s IP address’s first three octets.
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Glossary

The Glossary section defines the terms used in the Computer Interface Card (CIC) -MP environment.

Agent

Implemented SNMP applications in network elements (hosts). Agents perform the network
management’s functions as requested by the network administrator from an NMS.

Dry Closure Input

Non-powered contact type inputs—switch, relay contact, open-collector.

Dry Closure Output

Form C dry-contact outputs, which are common, normally open, or normally closed.

Ethernet Local Area Network technology, originally developed by the Xerox Corporation, can link up to
1,024 nodes in a bus network. Ethernet provides raw data transfer in a rate of 10 megabits/sec.
with actual throughputs in 2 to 3 megabits/sec. using a baseband (single-channel)
communication technique. Ethernet uses carrier sense multiple access collision detection
(CSMA/CD) that prevents network failures when two devices attempt to access the network at
the same time. LAN hardware manufactures use Ethernet protocol; their products may not be
compatible.

Gateway A computer that attaches to a number of networks and routes packets between them. The
packets can be different protocols at the higher levels.

IP Internet Protocol—The TCP/IP standard protocol defines the IP datagram as the unit of
information passed across a network.

IP Address Internet Protocol Address—A 32-bit address assigned to hosts participating in a TCP/IP
network. The IP address consists of network and host portions. It is assigned to an
interconnection of a host to a physical network.

MAC Medium Access Control—The network layer between the physical and the data link layers.
Specifically, the physical (hardware) address exists in this layer.

MIB Management Information Base—The database, i.e., set of variables maintained by a gateway
running SNMP.

NC Normally Closed —Refers to a contact switch that is normally closed.

NIC Network Interface Controller—The hardware interface to the physical connection to the network.

NMS Network Management Station

NO Normally Open—Refers to a contact switch that is normally open.

OID Object Identifier—The variables defined in a MIB.

Personality The current device specific software uploaded to the Computer Interface Card (CIC).

Router A computer that manages traffic between different network segments or different network
topologies. It directs the destination IP address. The network media can be different, but the
higher-level protocols must be the same.

RS-232 A specification for serial communication between data communication equipment and
computers.

SNMP Simple Network Management Protocol—A standard protocol used to monitor IP hosts,
networks, and gateways. SNMP defines a set of simple operations that can be performed on the
OIDs of the MIBs managed by the monitored Agents. It employs the UDP/IP transport layer to
move its object between the Agents and the NMS.

Sub-Agent A software module that manages specific MIB sub-groups for an Agent. They communicate with
the Agent using a SMUX (multiplexer).

TCP/IP Transmission Control Protocol/Internet Protocol—A protocol suite used by more than 15 million
users with a UNIX association and widely used to link computers of different kinds.

TES Terminal Emulation Software—Communications program to transform a personal computer into

a terminal for the purpose of data communications.

TFTP Server

Trivial File Transfer Protocol Server—A host to provide services according to TFTP; a TCP/IP
standard protocol for file transfer with minimal capability and overhead depending on UDP for its
datagram delivery service.

UDP/IP User Datagram Protocol/Internet Protocol—A TCP/IP standard protocol. It enables transfer of
information between applications running on different host. It is referred to as an unreliable,
connectionless datagram delivery service.

UPS Uninterruptible Power Supply—A device that supplies power to your system with rechargeable

batteries if there is an AC power failure.
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Obtaining Technical Assistance

N

Use the TROUBLESHOOTING section to eliminate obvious causes.

Verify there are no circuit breakers tripped. A tripped circuit breaker is the most common problem.

Call your dealer for assistance. If you cannot reach your dealer, or if they cannot resolve the problem call or fax
MINUTEMAN Technical Support at the following numbers; Voice phone (972) 446-7363, FAX line (972) 446-9011 or
visit our Web site at www.minutemanups.com the “Discussion Board”. Please have the following information
available BEFORE calling the Technical Support Department.

Your Name and address.

Where and when the unit was purchased.

All of the model information of the RPM.

Any information on the failure, including LEDs that may or may not be illuminated.

A description of the protected equipment, including model numbers if possible.

A technician will ask you for the above information and, if possible, help solve your problem over the phone. In
the event that the unit requires factory service, the technician will issue you a Return Material Authorization Number
(RMA #).

G. If the RPM is under warranty, the repairs will be done at no charge. If not, there will be a charge for repair.

Pack the RPM in its original packaging. If the original packaging is no longer available, ask the Technical Support
Technician about obtaining a new set. It is important to pack the RPM properly in order to avoid damage in transit.
Never use Styrofoam beads for a packing material.

A. Include a letter with your name, address, daytime phone number, RMA number, a copy of your original sales
receipt, and a brief description of the problem.

Mark the RMA # on the outside of all packages. The factory cannot accept any package without the RMA # marked
on the outside.

Return the UPS by insured, prepaid carrier to:

mmMoowy

Para Systems Inc.
MINUTEMAN

1455 LeMay Drive
Carrollton, TX. 75007
ATTN: RMA #
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LIMITED PRODUCT WARRANTY

Para Systems Inc. (Para Systems) warrants this equipment, when properly applied and operated within specified
conditions, against faulty materials or workmanship for a period of three years from the date of original purchase by the
end user. For equipment sites within the United States and Canada, this warranty covers repair or replacement of
defective equipment at the discretion of Para Systems. Repair will be from the nearest authorized service center.
Replacement parts and warranty labor will be borne by Para Systems. For equipment located outside of the United
States and Canada, Para Systems only covers faulty parts. Para Systems products repaired or replaced pursuant to this
warranty shall be warranted for the remaining portion of the warranty that applies to the original product. This warranty
applies only to the original purchaser who must have properly registered the product within 10 days of purchase.

The warranty shall be void if (a) the equipment is damaged by the customer, is improperly used, is subjected to an
adverse operating environment, or is operated outside the limits of its electrical specifications; (b) the equipment is
repaired or modified by anyone other than Para Systems or Para Systems-approved personnel; or (¢c) has been used in a
manner contrary to the product's operating manual or other written instructions.

Any technical advice furnished before or after delivery in regard to use or application of Para Systems’s equipment is
furnished without charge and on the basis that it represents Para Systems'’s best judgment under the circumstances, but
it is used at the recipient's sole risk.

EXCEPT AS PROVIDED HEREIN, PARA SYSTEMS MAKES NO WARRANTIES, EXPRESSED OR IMPLIED,
INCLUDING WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE. Some states
do not permit limitation of implied warranties; therefore, the aforesaid limitation(s) may not apply to the purchaser.

EXCEPT AS PROVIDED ABOVE, IN NO EVENT WILL PARA SYSTEMS BE LIABLE FOR DIRECT, INDIRECT,
SPECIAL, INCIDENTAL, OR CONSEQUENTIAL DAMAGES ARISING OUT OF THE USE OF THIS PRODUCT, EVEN
IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE. Specifically, Para Systems is not liable for any costs, such as
lost profits or revenue, loss of equipment, loss of use of equipment, loss of software, loss of data, cost of substitutes,
claims by third parties, or otherwise. The sole and exclusive remedy for breach of any warranty, expressed or implied,
concerning Para Systems's products and the only obligation of Para Systems hereunder, shall be the repair or
replacement of defective equipment, components, or parts; or, at Para Systems’s option, refund of the purchase price or
substitution with an equivalent replacement product. This warranty gives you specific legal rights and you may also have
other rights, which vary from state to state.

Longer term and F.O.B. job site warranties are available at extra cost. Contact Para Systems (1-972-446-7363) for
details.
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