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Abstract

This manual details the method for using NTP Software File Auditor™, Windows® Edition, from an
administrator’s perspective. Upon completion of the steps within this document, NTP Software File Auditor

Windows Edition will be used to monitor file and directory operations for users within your enterprise
community.
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Introduction

SR IR L T

Thank you for your interest in NTP Software File Auditor™, Windows® Edition.

NTP Software File Auditor, Windows Edition lets you monitor your users' file and directory operations. It
lets you create and enforce file audit policies that enable you to monitor certain events taking place in
your environment. Such events include directories created, renamed, and/or deleted and files opened for
read, write, create, rename, delete, close, and move, as well as file permission changes and owner
changes in your environment.

NTP Software File Auditor, Windows Edition has two main components:
1. NTP Software File Auditor Administrator.
2. NTP Software File Auditor Reports.
Each of the above components will be explained in further detail in the next sections.

NTP Software File Auditor, Windows Edition imposes no restrictions on how you monitor your file and
directory operations. You can impose policies on individual files, directories, users, and/or groups of
users.

To install NTP Software File Auditor, Windows Edition, a login with administrator rights is needed. You will
be installing two different services: the NTP Software Smart Policy Manager service and the NTP Software
File Auditor service.

Your hardware should be appropriate for the services running on each machine.
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Setting NTP Software File Auditor, Windows Edition Properties

N s

Setting NTP Software File Auditor, Windows Edition Database

The NTP Software File Auditor Properties tab enables you to set up several application properties
including the application database. Your application database configuration should be adjusted before
creating any file audit policies because all the events monitored through the File Auditor policies are
saved to your configured database. To configure the database, please follow these steps:

1. Right-click NTP Software File Auditor under the main application container (My Organization in
this example).

2. Click Properties on the pop-up menu.

3. On the Database Configuration tab, clear the Inherit Database Configuration box, enter the
correct information in each of the text boxes as appropriate for your database, and click OK.

Note: "My Organization" is the main application container, so the database configuration specified
here is inherited by any other server created within the tree. This saves the administrators from
having to enter the database configuration manually.

NTP Software File Auditor™ Configuration
Database Configuration | Emnail Eonfigurationl Mizc. Dptionsl Securit_l,ll

[ Inherit database configuration

— Database Connection

SAL Server Mame: IELTESTBUX

Databasze Mame: IFHEﬂUdithDB'

Authentication Type

 50L Authentication

Usemarne: I

Pazsword: I

% Wwindows Authentication

Test Connection Maintenance ...

ak. I Cancel Apply Help
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4. Click the Maintenance button if you want to back up/delete old files to maintain the size of your

database. This can be adjusted through the Database Maintenance Settings dialog box.

Notes:

specified server.

1. The DB Maintenance option works on two levels, the server level and the policy level.

2. The Export to SQL Server option under the Required Action section enables you to specify
another database to store the aging data. You can choose to enter server and database
names, which could be different from the server and database storing the audited
operations. Use the Test button to test the connection to the specified database on the

Database Maintenance Settings E

—&ge Lirnit

Remove records older than: |3 IMonth[s] j
Required Action

 Delete old recaords " Export as raw data
~ Export ag <ML «

SOL Server I

]
D atabase: I TjEst |

— Size Limit

Specify the number of records to be retained in the databaze (in thousands of
records). *When the record limit iz reached, the oldest records will be removed
az defined in the 'Required Action' below.

b awirmurn number of records allowed: I'IDDD Thousands

The maximum size of the database will be approximately

Required Action
& Ovemwrite old records ¢ Esportas®ML © Export as raw data

Export Path: |

Ok I Cancel |
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Setting the NTP Software File Auditor, Windows Edition Email

The NTP Software File Auditor™ Properties tab enables you to set up several application properties,

including the application emails. To adjust your NTP Software File Auditor™ application email feature,
please follow these steps:

1. Right-click NTP Software File Auditor under the main application container.
2. Click Properties on the pop-up menu.

3. Click the Email Configuration tab. Clear the Inherit Email Configuration box. Check the Enable
Email Notifications option. Enter the correct information in each of the text boxes as appropriate
for your email settings, and click OK.

Tip: Click the Test Connection button to test your connection to the specified SMTP Sever.

NTP Software File Auditor™ Configuration

Database Configuration  Email Configuration | Mizc. Dptionsl Securit_l,ll

[~ Inherit Email Configuration

—Iv Enable Email Motifications

SMTF Server |SMTPSEHVEHNAME

SMTP Domair: |SMTP DOMAIN NAME

Sender's Address: ISENDEH 4DDRESS

—IV My server requires authentication

Uzername: ISEH\-"EH LUSERMAME

User Domain; IUSEHDDMAIN

xxxxxxx

Password: I

Cofirm Password: I xxxxxx i

Test kail Settings... | Status: Mot sent pet
ok I Cancel | Apply I Help
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Setting the NTP Software File Auditor, Windows Edition Misc Options

The NTP Software File Auditor Properties tab enables you to set up several application properties,
including the application misc options. To adjust your NTP Software File Auditor application misc options,

please follow these steps:

1. Right-click NTP Software File Auditor under the main application container.

2. Click Properties on the pop-up menu.

3. Click the Misc Options tab. Clear the Inherit Directory Connector Properties box and select the

appropriate directory connector option.

NTP Software File Auditor™ Configuration [ X|

Database Eonfigurationl Email Configuration  Misc. Options | Securityl

1 Inherit Directory Connector Propertiss

" Usge Active Directory Connector to retiieve email addresses

" Use LDAP Cornector to retrieve email addresses

@ Append the SMTP Domain bo form email addreszes

Brimary Host: Secondary Host: LOAR M ail Hame:
I I mail
DA Port: LDAR Part: D4R Eilter M ame:
| 389 | 389 wid
Ok I Cancel Apply Help
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Setting the NTP Software File Auditor, Windows Edition Security Level

The NTP Software File Auditor Properties tab enables you to set up several application properties,
including the application security level. To adjust your NTP Software File Auditor, Windows Edition

application security level, please follow these steps:

1. Right-click NTP Software File Auditor under the main application container.

2. Click Properties on the pop-up menu.

3. Click the Security tab. Clear the Inherit Security box and check the Enable Security box.
Click Add to choose the members or groups for which you want to apply security options.

Tip: In the Non-Owner Permissions section of the dialog box, choose the desired settings for the
types of policies and properties.

NTP Software File Auditor™ Configuration

Databaze Eonfigurationl Ernail Eonfigurationl Mizc. Options S ecurity |

™ Inherit Security
v Enable 5ecurity

Mame Add... |
gk E veryane
Remove |

Mon-Owner Permigsior
Local Policies Inherted Policies Properties
Full Contral: o O O
Read Only: ' o [
None: 8 e e
Owner: Last Modified by:

ok I Cancel Apply Help
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Policy Creation

T IR L T

This section outlines standard NTP Software File Auditor, Windows Edition procedures for creating a file
auditor policy.

Note:

e NTP Software File Auditor, Windows Edition monitors two main types of paths: directory paths and
share paths.

Creating File Audit Policies

This section walks you through creating a typical file audit policy. We will create a file audit policy for all
your user home directories in a typical server configuration. This policy will be applied to all users in your
Users directory.

1. In the NTP Software Smart Policy Manager™ hierarchy view, locate the Windows Server. If
necessary, click the plus sign (+) adjacent to this entry to expand the tree. Then click the plus sign
next to File Auditor to expand the policy types.

2. Right-click File Audit Policies and select New > Folder Policy Using Directories.
3. In the New File Audit Directory Policy dialog box, click the General tab. Enter a name and a
description for your new policy.
New File Audit Directory Policy E
Exempted S ubdirectories I Audited Users and Groups

Exempt Users and Groups I Matifications I DB Maintenance

General | Monitored Everts I File Criteria I Directories

Palicy Marme:

IF'oIicy'I

Description:

IMonitoring Directories Created

Diistinguizhed Mame:

Policy Owrer: Last Modified by:

Created: “Wednesday, December 01, 2000 11:08:14 Ak
Modified: Wednesday, Decerber 07, 2070 11:06:14 Ak

Ok I Cancel Apply Help
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4, Click the Monitored Events tab; check the event(s) you want to monitor from the list of events.
Check the Store monitored events into the database checkbox if you wish to store the monitored
events in the File Auditor database. You can clear the “Store monitored events into the database”
checkbox if you wish to use the notifications option without recording the events to the File
Auditor database.

Mew File Audit Directory Policy
Exerpted Subdirectories I Audited Users and Groups
Exermpt Uszers and Groups I Maotifications I DE Maintenance
General Monitared Events I File: Criteria I Directaories

Check the events pou want ko monitar:

[w]Diirectony Create Di'?CtU'.'_r' Hename:
p Thiz option monitors the rename of
directories in the managed paths/shares.

Directory Rename
[ |Directory Delete
[ 1Directon Mave
[ 1File Open for Read
[ 1File Qpen for write
[ |File Create

[ 10wner Changa
[ 1Permizzion Change

¥ Store monitored events into the database

Ok I Cancel Apply Help
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5. Click the File Criteria tab. Click the Add button. Select the files that you wish to monitor and the
associated patterns will be displayed automatically, and you can also specify a custom pattern.

Note: If the Patterns list is empty, the policy will audit all files. To monitor all files, you can also use
the A* pattern.

New File Audit Directory Policy
Exempt Uzers and Groups I Motifications I DE Maintenance
Exempted Subdirectories I Audited Users and Groups
General I Monitored Everts File: Criteria | Directaries

Patterns:

=" Common Audio Files

«| | 2l

Add.. Edt. | Remove |

ok I Cancel Apply Help

6. Click the Directories tab. Click the Add button, type the appropriate directory path for your Users
directory followed by a backslash.

Add or Edit an Item

Enter a directamy name:

IE:'\Users"-I Browse... |
Q. I Cancel |
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7. Administrators, Backup Operators, Replicators, and the System account are exempt from policies.
You can verify this fact by clicking the Exempt Users and Groups tab. To change this setting, select
the appropriate entry and click Remove.

General | Monitared Events I File Criteria I Directories
Exempted Subdirectories I Aundited Usgers and Groups
Exempt Lsers and Groups | Notffications | DB Maintenance

Accounts:
&3 BUILTIN'Admiristrators
ﬁ BUILTIN%E ackup Operators
£33 BUILTIN'R eplicator
ﬁNT AUTHORITYSSYSTEM
< | i
Add.. Edit.. Femove |
ak I Cancel Apply Help
8. Click the Notifications tab. Click the Add button. On the Email Configurations Properties dialog

General Tab, specify the notification related details; including the notification name description
and message format. On the Email Settings Tab, specify the email subject and the email body,

customize the displayed information about the authorized users and

the associating events, and

choose the detail level. On the Notification Settings Tab, specify the notification frequency, along
with the types of events you wish to receive. On the Recipients Tab, specify the user(s) who should

receive the email.

Email Configurations Properties
General |EmaiISettings| Matification Settingsl Hecipientsl

Motification M ame:
INotification 1

Matification D' ezcription:

<Ingert Motification 1 description:

— Message Format

' Plain Text

Cancel

[ o 1

Help |

Copyright © 2015 by NTP Software®. All rights reserved. Doc#4825EF
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Email Configurations Properties

General  Email Settings | Motification Settings | Hecipientsl

Email Subject;

INotification #n for policy %p
— Email Bady

Thiz iz a natification email for the specified events generated by audit users
thraugh policy %p on serve] %s.

The email containz a table of audited users along with events detailz
generated by them. Please choose the the columns to be displayed.

[ 1Received Time
U zer Account

[J0peration Type j il i+ Received Time
[

Order By

[CJPath i Path
[ IFile Size ! liser
[ 1Delkta Size

[ 1Share Mame ;I

Ok I Cancel | Help |

Email Configurations Properties

Generall Email Settings  Motification Settings I Hecipientsl

— Motification Frequency

" Natify for every operation

" iNatify no more than once eveng |1 IMinute[s] j

Ewent lypes pou want to receive:

ak. I Cancel | Help |

Email Configurations Properties

Genetall EmailSettingsI Motification Settings  Recipients |

ohify Triggering Usm\_
[v Matify Dwrer

[ Natify Other Recipisnts
Other Recipients List:

sdd. | Edi. | | Bemee |

Ok, I Cancel | Help |
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Mew File Audit Directory Policy

Exempted Subdirectories I Audited Users and Groups
General I Monitored Events | File Criteria I Directoriez I
Exempt Users and Groups Nuotifications DE Maintenance
Motifications
Marme | Description
M otification 1

<Inzert Motification 1 description:

Edit... Bemaove

Ok Cancel Apply Help

9. Click the Exempted Subdirectories tab. Click the Add button and type the subdirectory you want to
exempt from the monitored directories list.

Mew File Audit Directory Policy

General I Monitored Everts I File Criteria I

Exerpt Uszers and Groups I
Exempted Subdirectories

Directanes

Motifications I DB Maintenance

Audited Users and Groups
Each subdirectary you enter here will be appended ta the managed directoires or

shares to make the full list of the exempted directoires.
Subdirectories:

Subfolder

Add Ed.. Bemove |

] 4 Cancel Apply Help
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10. Click the Audited User and Groups tab. Choose whether you want to audit all users within your
environment or specify certain user(s) to audit.
New File Audit Directory Policy
General I Monitored Everts I File Criteria I Directaries I
Exempt Uzers and Groups I Motifications | DE Maintenance
Exempted Subdirsctornies Audited Users and Groups
Audit Strateqy
’7 i " Audit Certain Users
Apoounte:
«| | i
fdd. Edit., Remove |
Ok I Cancel Apply Help
11.

Click OK to close the New File Audit Directory Policy dialog box. NTP Software File Auditor,
Windows Edition will create the new directory policy, which will be inherited by all systems from
this point down in your hierarchy.

Viewing Directories

NTP Software File Auditor, Windows Edition enables you to view all the directories that are located on
your Windows Server.

In the NTP Software Smart Policy Manager hierarchy view, locate your Windows Server containing the
directories you want to view. If necessary, click the plus sign (+) adjacent to this entry to expand the tree.

Viewing Shares

NTP Software File Auditor, Windows Edition enables you to view all the shared directories located your
Windows Server.

In the NTP Software Smart Policy Manager hierarchy view, locate your Windows Server with the shared
directories you want to view. If necessary, click the plus sign (+) adjacent to this entry to expand the tree.
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NTP Soft

N - 5T

ware File Auditor Reports

The NTP Software File Auditor, Windows Edition reporting tool allows you to view the file and directory
operations that took place at your environment in an easy and efficient display. Reports are categorized

by user, file, policy, and folder.

To view NTP Software File Auditor Reports, please follow the following steps:

1.

oA~ W

Run NTP Software File Auditor Administrator by clicking Start > All Programs > NTP Software File

Auditor > NTP Software File Auditor Reports.

On the left pane, click the report type you want to display.

On the upper pane, specify the search criteria and click View Report.

On the lower pane, check the report output.

NTP Software File Auditor, Windows Edition also allows you to export the report to different formats.
Those include XML, CSV, TIFF, PDF, Web Archive, or Excel.

Listed below are the different types of reports provided by NTP Software File Auditor:

1.

Copyright © 2015 by NTP Software®. All rights reserved. Doc#4825EF

The User Reports category has four different views: the User Summary, the User Audit, the Access
History, and the Most Active Users.

a. User Summary: This report allows you to search by user name. Clicking on a specific user name
you can review the count of each operation performed, including the count of the
deleted/renamed/moved files, the count of the created/changed/owner changed/permission
changed files, the count of the created/deleted directories, and the count of the renamed
directories files. In addition, it displays a list of the most-used client names along with the
count of operation(s) performed using the specified IP address.

Last activity Date/Tirme:

Murnber of deleted files:
Mumber of renamed files:

Murnber of moved files:

Murnber of created files:

Murnber of deleted directories:

Murnber of created directories

T
2
0

El

1
4

10/14/2002 7:52:04 Akt

Number of changed files:

Mumber of owner changed files:

(SIS

Murnber of permission changed
files:

Mumber of renamed directories:

(1]

aasayed-xp-4502

ey Al

Top & used client machines

Client Name

Used Client Machine Names

Number of operations done from the IP =

100

Page 17
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b. User Audit: This report allows you to review all the file and directory operations performed by
user(s). The report input is the user account, and/or the access type, and/or the date range,
and/or the host name. The report displays the user’s name, the object name, the directory
path, the host name, the operation performed, the date the operation was performed, the
policy name, the client name, and the share name within the specified criteria.

Uset Account I Access Type IDlrectory Create, Directory Dej

Start Date IIUJHIZUUB 5:09:14 AM x| End Date 5/3/2011 5:53:20 AM i

Haost IAhmedIG, na?3l-rashad -

1 of 23 b bl @S a0 | w0 - Find | Mext
User Audit

Fram: 10/14/2009 5:09:14 AWM To: 54372011 8:53:20 AM
Number of records: 1000

User Dbject Directory Access Policy
Name Name Path Type Name

lient Share 2
ame Name

Galactic comiClo | Sales ‘HOME'Business  na731- Fl\e Open For 10/14/2009 | MKT POL aasayed - IG - Machine
e Sharesl rashad T:59:46 AM | Userf

Galactic comiClo | Suppart HOME'Business | naf3l- File Open For 10/14/2009 | MKT POL aasayed-xp- IG - Maching
wer Sharest rashacd Write T:99:43 &M Userb 4502

Galactic comiClo | Support 'HOMEBusiness na/31- File Open For 104472009 | MKT POL FHIAYEU-Xp- IG - Machine
e Shares rashad Write T:59:42 AM | Userb 4502

Galactic comiClo | Support ‘HOME'Business  na?31- File Open For 10/14/2009 | MKT POL aasayed-xp- IG - Machine
ver Sharest rashad Write 75935 AM | Users 4502

Galactic comiClo | Support HOMEBusiness  na731- File Open For 10/14/2009 | MKT POL aasayed-xp- IG: - Maching
et Sharest rashand Write T:53:36 AM | Users 4502

Galactic. comiCla | Suppart HOME'Business  na731- File Open For 10/14/2009 | MKT POL aasayed-xp- IG - Maching
et Sharest rashand Write T:53:33 AM | Users 4502

Galactic.comiClo | Userd0i4 HOMEBusiness | nav31- File Open Far 10/14/2009 | MKT POL ansayed-Kp- IG - Machine
ver Shares\Supporty  rashad Write 75933 AM | Support 4502

c. Access History: This report allows you to review all the file and directory operations performed
within a specified number of days. The report input is the user account, and/or the number of
day(s) in which the file/directory was accessed, and/or the file name, and/or the access type
performed on the file/directory. The report displays the user’s name, the object name, the
directory path, the operation performed, the date the operation was performed, the policy
name, the client name, and the share name within the specified criteria.

User Account I Accessed in the last (days) |75947 E
(Maximum number: 93852)

Chject Mame: Ireadme.txt Access Type Directory Create, Directory De ‘I

1 of 3 b b EREENE BRI ERESU A - Find | hext
Access History

Nurber of records: 92

User Name Object 2 |Directory Path 2 Access
Name Type

Policy zlie
Name

Share =
Name

Galactic.comPlatt Readme fxt HOMEBusinessSharesl  File Delete 1001472009 | MKT POL aasayed-<p-4502 | IG - Machine
Marketingy_lzer000EW0Id 7:59:04 &AM | Marketing

Galactic.comPlatt Eeadme txdt HOMEBusinessShares\  File Close 10M472009 | MKT POL aasayed-xp-4502 |15 - Machine
Marketingyser0006Y0d T:56:48 AM | Marketing

Galactic comPlatt Readme txt HOMEBusinessSharest | File Open For 101472009 | MKT POL aasayed-xp-4502 |15 - Machine
Marketingy l=er0006WId  Wiite T:56:47 AM | Marketing

Galactic.comPlatt Readme tt HOMEBusinessSharest  File Close 1001472009 | MKT POL aasayed-<p-4502 | I1G - Machine
Marketingizer 0006l T:56:46 AN | Marketing

Galactic.comPlatt Readme tt HOMEBusinessSharest  File Close 1001472009 | MKT POL aasayed-<p-4502 | I1G - Machine
Marketingizer 0006l T:56:46 AN | Marketing

Galactic.comPlatt Readme txdt \HOME'BusinessShares\ | File Open For 1042009 | MKT POL aasayed-xp-4502 |15 - Machine
Marketing=er0006W0Id  Write T:56:42 AM | Marketing

Galactic.comPlat Readme txt ‘HOMEBusinesaSharest | File Open For 1011472008 | MKT POL ansayed-xp-4502 | IG - Machine
Marketingser0006WI  Write 7:56:42 AN | Marketing

Galactic.comwyood | readme txd HOME'BusinessShares\ | File Open For 10M4/2008 | MKT POL aasayed-xp-4502 |15 - Machine
Supporti)ser001 3Ticket  Write T42:26 AM | Support
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2.

d. Most Active Users: This report allows you to review the most active users, with the users’
activities sorted in a descending or ascending order. The report input is the date range and/or
the number of most active users to view. The report displays the user name and the number of

activities performed by this user within the specified criteria.

Most active users

Start Date  |3/3/2010 8:23:23 AM ]| gn‘i [3/5/2010 10:47:23 am i view Report |
are

View top 0

(users) I

(Maximum

number:

2147453647)

4 4 |1 i S R T =l | Find | HMext | Select a format =| Export &
@ g

Most active users

Humber afrecords: &

¥ipgr at como a1
yoae atcom i 0ol
¥ipom 3t com o

MR Ftom o i3y
¥ipgn at coms STt 10

e SR
1350

The File Reports category has nine different views: File Summary, File Audit, Files Changed, Files
Deleted, Files Renamed, Files Created, Deletion Compliance, Owner Changed, and Permission

Changed.

a.

File Summary: This report allows you to review the count of all the audited files. It also

displays a breakdown for the count of deleted, renamed, created, or changed files. You can
click the count next to any file operation to display a detailed list of the specified file

operation.
File summary
StartDate [3/3/2010 8:23:23 AM “H  EndDate [3/5/2010 10:47:23 AM G| View Report
4 4 |1 of1 b [l |?5% ;I | Find | Mext ISeIact a format 'I Export 4
q g

File Summary Report

Mumber ofaudited files 359

Mumber ofdeleted files : Mumber o foreated iles: pak]

7
Mimber ofrenamed fles: 4 Mumber ofchanged fles: 133
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b. File Audit: This report allows you to review all the file operations performed. The report
input is the file name, and/or the host name, and/or the file operation performed, and/or
the file type, and/or the date range. The report displays the file name, the directory name
where the specified file is located, the user name accessing the file, access type, access date,
the name of the policy applied on the directory, the client name, and the share name within

the specified criteria.

File MName: I

File Audit

MNurber of records: 1000

Readme txd 'HOME Business
Sharesiarketing
Wseri006w0ld
Stuffl

Screenshocth | 'HOMEBusiness

. Sharesiarketing
Waer0006w0Id
Stuffl

e Texd HOME Business

Document txt Sharesarketing
Wserfoogiafrica
Customersl

ey Texd 'HOME Business

Document e Sharesiarketing

Start Date  |10/14/2009 5:09:14 AM i
Access TYPE |File Close, File Create, File Dele ™

1 of 23 b M

naf31-rashad

na? 31-rashad

na731-rashad

na? 31-rashad

Host

IAhmedIG, na73l-rashad j

EndDate [5/3/2011 8:44:37 AM |
File Type hrn, cop, dac, by rtf, tmp, et ™

) @ |5 E o E-

From: 10/14/2009 5:09:14 A To: 532011 G:44:37 A

(Galactic com'?
it
Galactic comip
=1
(Galactic.comP

(Galactic com'?

File Delete
File Open For
Read

File Open For
Wirite:

File Rename:

100%

10/14/2009
7:59:04 AW

100 452009
7:59:04 A

100142009
7:59:00 AM

10/14/2009
7:59:00 Am

Policy
Name

MKT POL
Marketing

MKT POL
Marketing

MKT POL
Marketing

MKT POL
Marketing

Find | Mext

aasayed-xp-
4502
aasayed-xp-
4502

aasayed-xp-
4502

aasayed-xp-
4502

Share =
Name

15 - Machine

15 - Machine

I3 - hachine

15 - Machine

c. Files Changed: This report allows you to view all the changed files. The report input is the file
name, and/or the host name, and/or the date range, and/or the file type(s). The report
displays the file name, the directory path in which the file is located, the user name
accessing the file, the access type, the access date, the name of the policy applied, the client
name, and the share name within the specified criteria.

File Hame | it IAhmedIG, na?31-rashad |
File Tvee i, com, doc, b, et tp, bt 7 Access Tvpe [Fig renamed, File Close |
Start Date |10j14/2009 5:09:14 AM EndDate  [5/3/2011 5i45:25 AM
1 of 4 b bl ) @S E M E- | 0% - Find | Mext

From: 101472009 5:09:14 AM - To: 5320117 5:45:25 At
Number of records: 152
File Directory Host User Access Change = |Policy Client = |Share 2
Name Path Nam Type Date Name Name Name
e Text ‘HOME'Business | na?31-rashad Galactic.co  File Rename 104442009 MKT POL sasayed-xp- IG - Machine
Cocument txt Sharesarketing mPlatt 7:59:00 &AM Marketing 4502

Wserooogiatrica

Customerst
ey Bitma HOMEBusiness | na731-rashad Galactic.co | File Rename 1042009 | MKT POL aasayed-xp-  |IG - Machine
Imace bmgp SharesiMarketing mPlatt 7:56:20 AM  Marketing 4502

W=er0006DId

Stuffy
5 Shigin.h HOMEBusiness | na?31-rashad Galacticco  File Rename 10A 452009 MKT POL Dev | sasayed-xp- IG - Machine

SharesDevelop T opReET 7.50:07 AM 4502

mentY_lser000s

‘Projects in

Progress\3Is

Projecty
e Text HOMEBusiness | nar3d -rashad (Galactic.co | File Rename 1041452009 | MKT POL Dev | sasayed-xp- |G - Machine
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d. Files Deleted: This report allows you to review all the files that have been deleted. The
report’s input is the file name, and/or the host name, and/or the date range, and/or the file
type. The report displays the file name, the directory path in which the file was located, the
user name, the date the file was last accessed, the policy name, the client name, and the

share name within the specified criteria.

File: Marme: I

Start Date [10/14/2009 5:09:14 AWM =
File Type [omp, cpp, doc, b, rtf, tmp, Gk ™

ol | i J
Files Deleted
MNurber of records: 28

File
Name

Readme txd

HOME\Buziness
Sharesarketing
WserD006OId
Stuffl

instructions doct | HOMEBusiness

it SharesiDevelop
mentY Jser0003
‘Projects in
ProgressiGIs
Projecty

HOME\Buziness
SharesiSupportt
User001 210l
Tickets'

HOME\Business
SharesiSalesis

na? 31 -rashad

na? 31-rashad

Isits tot na? 31 -rashad

lists tat na? 31-rashad

Directory & Host 2
Path

Hast

IAhmedIGJ na73l-rashad

[

End Date [5/3(2011 8:47:04 AM |

NE =N E fes =

From: 101472009 5:09:14 AW To: 5/3/2011 8:47:04 AM

User Name Delete Policy 2li
Date Name

Galactic comiPlatt

Galactic comiTopper

Galactic comiPlorman
dy

Galactic comixantara

104

7.59:04 AM

104

100%:

402009 | MKT POL

Marketing

42009 | MKT POL Dev

74701 A

104

104

7.36:96 AM

402009 | MKT POL

Suppart

42009 | MKT POL Sales

73329 AM

Find

aasayed-<p-
4502

aasayed-2p-
4502

aasayed-<p-
4502

aasayed-2p-
4502

Next

IG - Machine

I5 - Machine

IG - Machine

I5 - Machine

e. Files Renamed: This type of report allows you to review all the files that have been renamed.
The report’s input is the file name and/or, the host machine name, and/or the date range,
and/or the file type. The report displays the original file name before the change, the new
file name after the rename, the directory path in which the file is located, the user name, the
date the file was accessed, the policy name, the client name, and the share name within the

specified criteria.

File Mame: I

Start Date [10/14/2009 5:09:14 AM E=|
File Type bmp, cpp, doc, h, rtf, tmp, bt ™

]- [N
Files Renamed

Frarm: 10/14/2009 5:09:14 AM To: 57372011

Directory 2=
Path

of 4 b M

Mumber of records: 1562

Hast

IAhmedIGJ na731-rashad

=

End Date [5/3/z011 8:50:12 AM |

ERI=NE Reag= i3

8:80:12 A

New
Directory
Path

100%

User
Name

Find | Mext

Policy Client |
Name Name ;

Mewy Text Readme txt HOMEBusiness | WJAT31- Ga\adlc COmiP 101472009 | MKT POL aasayad - IG: - Maching
Documert txd SharesMarketing | RASHADHOMEL T:59:00 &AM | Marketing
zerD00BWATHica | BusinessSharesi
Customers) MarketingUser00
OB frica
Custamerst
Mewy Bitmap ScreenShocth HOMEWBusiness | WNATI- Galactic.comP 10M4/2009 | MKT POL aasayed-xp- IG - Machine
Image bmp mp SharesMarketing  RASHADHOME,  latt T:56:20 AM | Marketing 4502
Wzer 0060l BusinessShares\
Stutfi, MarketingUser00
OEOI Stuffl
GISMain b CEISMain.h HOMEBusiness WNATI- Galactic .comil 101472009 | WMKT POL Dev | aasayed-xp- IG - Machine
Shares'Develop RASHADHOME,  opper 007 Al 4502
mertilseronns BusinessSharesi,
‘Projects in DevelopmentiUs
o . Decincl
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Files Created: This type of report allows you to review all the files that have been created.
The report’s input is the date range, and/or the file name, and/or the file type, and/or the
user account. The report displays the file name, the directory path in which the file exists,
the user name, the access type (which is “file create”), the access date, the policy name, the

client name, and the share name within the specified criteria.

Fie Hame | Host  fahmedic, na7sivashad |

Start Date [10/14/2009 5:09:14 AM i End Date [5iz/z011 8:46:17 AM it
File TYpe b, cpp, doc, h, rEF, tmp, bt ™

1 of 6 b M ) [#@ | S E Q- | - Find | Mext

Files Created

Frorm: 1041472009 5:02:14 AM - To: 5372011 8:46:17 Abd
Nurnber of records: 235

File Name: Directory User Create Policy lie
Path Name Date Name

Mew Text HOME'BusinessShar | na? 31 -rashad Ga\adlc oM 104452009 | MKT POL BHIHYEC-XP- 13 - Machine
Document txt esiarketingser0o0 T.58:56 AM | Marketing 4502
Bl frica Customerst
Mew Text 'HOME'BusinessShar | na?31 -rashad Galactic.comP 104442009 MKT POL sasayed-xp- 1G - Machine
Document bt esiarketingserdd0 |zt 7:56:35 AM | Marketing 4502
Bl Stuffy
ey Bitmap HOMEBusinessShar | na? 31 -rashad Galactic comP 10M 452009 MKT POL aasayed-xp- 1G - Machine
Imae bmg esivarketingiserdd0 latt T:56:12 AM | Marketing 4502
B0l Stuffy
August HOME'BusinessShar | na? 3 -rashad Galactic.comP 104452009 MKT POL sasayed-xp- 13 - Machine
TimeShest.xls esiFinancellser0006 latt 75316 AM Finance 4502
TimeSheetsl
duly Invoice.xls 'HOME'BusinessShar | na?31 -rashad Galactic.comP 104442009 MKT POL sasayed-xp- 1G - Machine
esiFinancellser0006 |zt 7:5316 AM Finance 4502
ALeniCES)

Files Moved: This type of report allows you to review all the files that have been moved. The
report’s input is the date range, and/or the file name, and/or the file type, and/or the host
name. The report displays the file name, the source path and the destination path of the

moved file, the host name, the date on which the file was moved, the policy name, the

machine IP address, and the share name within the specified criteria.

=
Fie fiame | Host |ahmediG, na731-rashad =l

Stark Date |w“4,2wg 5:09:14 AM Y End Date |5,iaf2c|11 3:19:17 PM |
File: Tyype Ihmp, cpp, doc, h, rtf, tmp, kxt ¥

5t 1 of 3 b bl ) @ | S E - | oo - Find | Ne:

Files Moved

From: 10/14/2009 5:02:14 AW To: 372011 31217 PM

Murnber of records: 103

O00GMewy Folder nessSharesMarketing
W=erl00BWId Stuft

File Source 2 = Host User Move = Policy = |Client
Name EL Name Date Name Name
HOMEBuUsinessSh | WNATI - LT Galactic com'P 10M472009 MKT POL aasayed-xp-
aresMarketingWser | RASHADHOME Busi tashacd Iatt 7:58:47 AM  Marketing 4502
D006 Mewy Falder nessSharesMarketing
W=erDODB\Trics
Customers
HOMEBusinessSh | WNATIT - ral 3 Galactic comP 10M472009 MKT POL aasayed-xp-
aresMarketingWser | RASHADHOME Busi tashacd latt T:56:07 AM hMarketing 4502

HOMEBusinesssh | WNMATI - nal31- Galactic .com\T 101472008 MET POL aREAYE-Hp-
aresiDevelopmentl RASHADHOMEBusi rashacd opper 7:48:29 &AM Dev 4502
User0005 nessShares\Developn
WCompleted enti)zer000s
Projectsitewy Folder | WCompleted

Projects\GDS Project

244

I5 - Machine

IG - Machine

IG - Machine
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h. Deletion Compliance: This type of report allows you to review the files deleted over the
specified compliance period. The report's input is the compliance period in months, the host
name and the file type. The report displays the files deleted over the specified period.

Compliance period {in months) |12

File Type

1 of 1

Files deleted over a period of 12 months

100% compliant

Ibmp, cpp, doc, h, rtf, tmp, txt_j

Host IAhmadIG, ra731-rashad

) @ S @ wmE-

Deletion Compliance Report

=l

100% w Find

i.  Owner Changed: This type of report allows you to review the file(s) whose owner(s) has
changed. The report displays the name of the file whose owner has changed, the previous
owner, the new owner, the host IP address, the user name, the policy name, the client
name, and the share name within the specified criteria.

File Owners Changed

From: 31472011 4:11.45 PM To: 3152011 40202 PM

Number of records: 180

1020257

1020287

woLwoLg
HOMEL

WoLwTLD
HOMEL

woLwoLo
o

NEvs TExT

coevimce  woLwouo

[l voLveLo QQINET CRICALSITES LOCALMDdSls
MCROSCET v Qisma frveeny
[T
AORKEHEET 11 5
CAPTUREPNG  WOLWOLO  COINETCRIMCALSITES LOCAL Manma arinetrators
HOMEL n
WOLWELO  DOINET CRINCALSITES LOCAL aaministrators
HOVEL
QQINET CRIMCAL SITES LOCAL Vadrinistrstors ROINET CRINCAL SITES L OCAL WS

'COINET CRINCALSITES LOCAL W dministrators. COINET CRINCALSITES LOCAL Wahmoud

1020287

1020257

1020257

1020257

1020257

COTELCRICALSIESLOCA, Vulninstistes. | 140011 | a1
ass
DOTNET CRTICALSITES LOCAL woiminstroter| 3442011 | a1
ez oM
DOTNET CRTICALSITES LOCAL woimstroter| 3442011 a1
43555PM
COTELCRICALSIESLOCA, Vudninstister | 140011 | a1
DOTET CRTICAL SITES | CCAL Vakmiviciralce | 342011 | o
43555
DOTET CRTICALSIES LOCALVsteistratoe | 140011 o1
3666w
DOTHET CRITICALSITES LOCAL Vielpiustrater | 3142011 o

j.  Permission Changed: This type of report allows you to review the file(s) whose permission(s)
has changed among user. The report displays the name of the file whose permission has
changed, the directory where the file exists, the host IP address, the user name, the policy
name, the client name, and the share name, as well as the permission details within the

specified criteria.

From: 371472011 4:11:45 PM To: 37152011 4.04:30 PM
Nurnber of records: 503
File Name & |Directory £ |Host & | User Name & Date & Policy < [Client S Share  c Permission
Name Name Name Details
EY (10F | YOLIVOLD 1020257 | DOTMETCRITICALSITESLOCAL 3HAR011 iews
HEM MICROSCFT | \HOMEY 45810 PM
EMCEL
PIORKSHEET XS
COPY (ICE WOLWOLO 1020257 | DOTHET CRTICAL SITES| 3H4E011 | df i
MEW MICROSOFT | HOMEY 45510 PM
VIORD
DOCUMENT DOC
COPY (21CF  WOLWOLD 1020257  DOTHET CRITICALSITES LOCAL' 3HAR01T | df View
RIAT HOMEY 4:56:10 PM
COPY (310F  WOLWOLO 1020257 | DOTMELCRITICALSITES.LOCAL 3H4R011 |t iew
CAPTUREFNG | HOMEY 4:56:10 PM
COPY (1CF WoLWOLO 1020257 | DOTHET CRTICAL SITES| 3HAR01T | df iews
MEWMICROSOFT | HOMEY 45610 P
EXCEL
HORKSHEETHLS
COPY (ICF WoLWoLO 1020257 DOTHET CRITICALSITES LOCAL' SHAP1 View
HEVY MICROSOFT | HOMEY 45610 PM
4ORD
DOCUMENT DOC
COPY (CF WOLWOLO 1020257 | DOTRET CRTICALSITES LOCAL IHADNI | df View
RIM HOMEY 4:56:10 PM
ETLRE 1y Lol 0 10o0 DOTHET CRITICAL SITES | sannts gt
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Clicking on the View link of the Permission Details field displays more details as outlined

below.

Files permission changed

4 4 |z of3 b Pl

[100%

= ||

Find | Next

ISE\actafnrmat =] Export

File Permissions Changed

File Narne: COPY {Z) OF R.TAT

User Name: ‘Everyone

Has Full Control

Has Execute

Has Read

Has Read attributes

Has Read Extended Attributes
Has Write

Has Append

Has Write Attributes

Has Write Extended Attributes
Has Delete

Has Read 5D

Has Change DACL

Has Take Ownership

Previous

Current

XXAXCLL X

4 N LN NN LN S NN ¢

3. Policy Reports category has one view: the Policy by Date report.

a.

Policy by Date: This report allows you to review all the policy details within a certain date
range. The report’s input is the date range and/or the policy name. The report displays the
policy name, the user name, the directory path on which the policy applies, the access type,
the access date, the machine IP address, and the share name within the specified criteria.

Il 4 4t
Policy by Date

Frare: 10/1472009 5:09:14 AWM To: 57372011 8:52:08 A
Murnber of recards: 1000

ofzap b |« OF |SEHL G| 100%

Find | Mext

Client
Name

Start Date [10/14/2009 5:09:14 AM ] EndDate [5/3/2011 8:52:08 AM ] [
Palicy DemaPalicy, MET POL Des, MK 'I

MKT POL Users Galactic comiClo | HOME'BusinessSh  nal31-rashad File Open Faor 10M14/2009 assayed-xp- IG - Machine
wEr arest Wirite 7:59:46 AM 4502

MKT POL UserG Galactic comiClo | HOME'BusinessSh nal31-rashad File Open For 10M472009  aasayed-xp- IG - Maching
wEr aresl Write: 7:59:43 AW 4502

MKT POL Users Galactic comiClo | HOME'BusinessSh  nal31-rashad File Open Faor 101472009 assayed-xp- IG - Machine
wEr arest Wirite 75942 AM 4502

MKT POL Users Galactic comiClo | HOME'BusinessSh nal31-rashad File Open For 10M472009  aasayed-xp- IG: - Maching
wer aresl Worite: T:59:38 AM 4502

MKT POL UserG Galactic comiClo | HOMEBusinessSh nal31-rashad File Open For 101472009  sesayed-xp- IG - Machine
wer arest Wirite: 7:99:36 AM 4502

MKT POL Support Galactic comiClo | HOMEBusinessSh nal31-rashad File Open For 101472009  sesayed-xp- IG - Machine
wEr arestZupporty Write: 7:99:33 AW 4502

MKT POL Users Galactic.comiClo | ‘HOME'BusinessSh | na?31-tashad File Open For 101452009 | sssayed-xp- IG - Machine
wer arest Wirite: 7:59:33 AM 4502

MKT POL Finance Galactic comiClo | HOMEBusinessSh nal31-rashad File Open For 101472009 sesayed-xp- IG - Machine
YEr aresiFinancel Write: 7:59:25 AW 4502
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4. The Directory Reports category has eight views: Directory Summary, Directory Audit, Directory
Created, Directory Renamed, Directory Deleted, Deleted Files by Folder, Deleted Files Count by

Folder, and Most Accessed Folders.

a. Directory Summary: This report allows you to review the count of all the audited directories.
It also displays a breakdown for the count of deleted, renamed, or created directories. You
can click the count next to any directory operation to display a detailed list of the specified

directory operation.

Directory summary
Start |3/3/2010 6:33:59 AM & End |3/3/2010 &:44:50 Am i view Report |
Date Date
4 4 |1 of 1 [ [l 75% ;l | Find | Mext |Se|ect a format ;l Export %
@ 3
Directory Summary Report
Mumber ofaudited directones: 4
Mumber of deleted directores: o Mumber ofcreated directories: 4
Mumber ofrenamed directores files: 0

b. Directory Audit: This report allows you to review all the directory operations performed. The
report’s input is the directory name, and/or the host name, and/or the date range, and/or
the access type. The report displays the directory name, the user name accessing the
directory, access type, access date, the name of the policy applied on the directory, the
client name, and the share name. You can choose to display the previous information within
a certain date range and/or for a certain access type(s) and/or for a certain directory name.

Cirectory Name | Host  [ahmediG, nar3trashad 7|

StartDate  [10/14j2009 5:09:14 AW EndDate [Gp3fanil Sienil At
Access Type Directory Create, Directory De 'I

[ 1 1 | @< E A & | oo -
Directory Audit

Fror: 10/14/2009 5:09:14 AM - To: 54372011 5:44:11 &AM
MNurnber of records: 249

Directory = |User S |Host 2 Access S
Name Name Type

HOMEBusinessShar  Galactic.comPlat | na? 31 -rashad Directory 10M472009 | MET POL
esarketingilser000 Delete 7:59:04 AN | Marketing
GOId Stuffl

‘HOMEBusinessShar | Galactic.comPlat | na?31-rashad Directary 1001472009 | MKT POL
esidarketing lzer000 Rename 7:58:47 &AM | Marketing
Gitdew Folder!,

‘HOMEBusinessShar | Galactic.comPlat | na?31-rashad Directary 1001472009 | MKT POL
esidarketing lzer000 Create 7:57:31 &AM | Marketing
Girdewwy Foldery

'‘HOME'BusinessShar | Galactic.com'Plat | na?31-rashad Directory 10/4/2009 | MKT POL
esiharketingzerddl Rename 7:56:07 AM | Marketing
Gitdew Folder!,

'‘HOME'BusinessShar | Galactic.com'Plat | na?31-rashad Directory 10/4/2009 | MKT POL
esiharketinglzerdddl Create 7:56:04 AM | Marketing

Giflesy Foldery

Policy e zlie
Name

Find | Next

aasayed-<p-4502

aasayed-xp-4502

aasayed-xp-4502

aasayed-xp-4502

aasayed-xp-4502

Share =
Name

IG -
IG -
IG -
I -

I -

Machine

Machine:

Machine:

Machine

Machine

I
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Directory Created: This report allows you to review all the directories created. The report’s
input is the date range, and/or the directory name, and/or the host name. The report
displays the name of the created directory, the user’s name performing the directory create
operation, the date in which the directory was created, the name of the policy governing this
directory creation operation, the IP address of the machine used to perform the directory
create operation and the share name based on the specified criteria.

Diractory Hame. | Host  Jahmedic, na7atrashad ) [

Start Date [1j1472009 50814 AM i End Date [5/3/2011 2:5L:00 AM i

1 of 2 b M|+ EREENE RN = BNt - Find | Nest
Dlrectory Created

Frorm: 10/14/2009 5:02:14 AM - To: 5/372011 8:51:00 A

Murber of records: 128

Directory Name = |User Name = Create Date =
Created

Policy Client
Name Name

HOME'BusinessSharesitark | Galactic.comPlatt na? 31-rashad 10/14/2009 7:57:31  MKT POL aasayed-xp-4502 | IG - Machine
etincl |zerD00BMew Foldert Aht Marketing

'HOME'BusinessShares'Mark | Galactic.com\Platt na? 31 -rashad 10/14/2008 7:56:04 | MKT POL aasayed-xp-4502 | I3 - Machine
etincl izer D00BMew Foldert Aht Marketing

'HOME'BusinessSharesFina | Galactic.comPlatt nad 3 -rashad 10M4/2008 725316 MET POL Fasayecd-xp-4502 | 1G - Machine
ncellserD00E\TimeSheets) AM  Finance

'HOME'BusinessShares\Fina | Galactic.comPlatt na? 31-rashad 10/14/2009 7:53:15  MKT POL aasayed-xp-4502 | IG - Machine
ncellseri00BUnyoicest &M Finance

'HOMEBusinessShares'Fina | Galactic.com\Toppe | na?31-rashad 10M4/2008 7:50:23  MET POL Fasayec-xp-4202 | IG - Machine
neelllser005\TimeSheetsh L &M Finance

'HOMEBusinessSharesFina | Galactic.comToppe | na? 31-+tashad 10/14/2009 7:50:22  MKT POL aasayed-xp-4502 | IG - Machine
neellserD00SUnyvoicesh r Aht Finance

Directory Renamed: This report allows you to review all the renamed directories. The
report’s inputs are the directory name, and/or the host name, and/or the date range. The
report displays the original directory name before the renaming operation, the new
directory name after renaming, the user’s name performing the directory rename operation,
the date in which the directory was renamed, the name of the policy governing this directory
rename operation, the IP address of the machine used to perform the directory rename
operation, and the share name based on the specified criteria.

Directary Hame. | Host  Janmedic, ne7atrashad ¥ 0
Start Date 10/14/2009 5:09: 14 AM T End Date |5,iaf2c|11 54712 AM =5
Bl 14 4 1 of 3 b M|+ @SB e 5 Gdalet

Directory Renamed

From: 10/14/2009 5:03:14 AWM To: 54372011 5:47:12 AM

Nurnber of records: 103

Original = |New = |Host User Rename Policy Client £ (Share 2
Directory Directory Name Date Name Name Name
Name Name

HOMEBusinessSharest, | WNAT31- na?31-rashad Ga\adlc COmiP 10/14/2009 | MKT POL aasayed Hp- IG: - Maching
Marketingl ket 0006 RASHAHOME'Busi 75547 AM | Matketing 502
ey Foldery nessSharesMarketing
WserD00BLTHca
Customerst
‘HOMEBusinessSharest, | WNAT31- na731-rashad | Galactic.comiP 10/14/2009 | MKT POL aasayed-xp- IG - Machine
Marketing i lzerD006 RASHADHOME'Busi latt T:56:07 AM | Marketing 02
Mew Foldery nessSharesMarketing
WzerO00EWId Stutf,
‘HOMEBusinessSharest | WHATI - na?3l-rashad | Galaclic.comi] 10M4/2008 |MKT POL Dev | aasayed-xp- IG - Maching
Developmentillserd00s | RASHADHOMEBusi OppEt 74529 A 4502
Completed nessSharesDevelopm
ProjectsiMewy Folder ertilzeriins
Completed
Projects\GOS Projecty
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e. Directory Deleted: This report allows you to review all the deleted directories. The report’s
input is the date range, and/or the directory name, and/or the host name. The report
displays the name of the deleted directory, the user’s name performing the directory delete
operation, the date in which the directory was deleted, the name of the policy governing this
directory deletion operation, the client name used to perform the directory delete

operation, and the share name based on the specified criteria.

pirectory Name | Host  [ahmediG, na73trashad 7|
Start Date |1nm;znne 5:09:14 AM i End Date |5;3,rznu 5137143 AM it
ET 1 of 1 NI NE Bre ™ ERERTS -

Directory Deleted

From: 10/14/2009 5:09:14 Abd - To: 532011 5:37:43 A

MNurber of records: 18

Directory Name 2 |User Name 2 Host = Delete < | Paolicy 2
Deleted Date Name

[HOME'\BusinessShares'hark | Galactic com'Platt na?31-rashad 1071472003 MKT POL
etinegl |=er000610Id Stuffl 7:59:04 Am | Marketing
[HOME'BusinessShares'Sup | Galactic.comNormandy | na? 31-rashad 101472008 MKT POL
otz er001 2900 Ticketst 7:30:56 AM Support
[HOME'BusinessEhares'Sup | Galactic.com'Mormandy. | na?31-rashad 10/14/2008 | MKT POL
portttserDi 2400d Tickets' 7:38:56 AM  Support
HOME' BusinessEhares'Sale | Galactic com'antara nat i -rashad 10/14/2008 MKT POL Sales
sUlser00l 140id Records' 7:33:30 AW
[HOME'\BusinessShares'Sale | Galactic comXantara na?31-rashad 101472003 MKT POL Sales
sUlser00l 140id Records' 7:33:29 AW
[HOME'\BusinessShares'Sale | Galactic comMerrill na?31-rashad 101472003 MKT POL Sales
= \WI=er00030ld Customerst T:21:45 AM
[HOME'BusinessSharesMark | Galactic.com\Clover nat 3 -rashacl 101472003 MKT POL
etinclser 0005 France Planst F:04:47 AW Marketing

Find | Next

aasayed-xp-4502

aazayed-xp-4502 | IG

aasayed-xp-4502 | IG

aasayed-xp-4502 | IG

aasayed-xp-4502 | IG

aasayed-xp-4502 | IG

aazayed-xp-4502 | IG

Client Share
Name Name

- Machine

- Machine

- Machine

- Machine

- Machine

- Machine

- Machine

[

f. Deleted Files by Directory: This report allows you to review all the deleted files grouped by
directory. The report’s input is the directory name, and/or the host, and/or the date range.
The report displays the user’s name who has deleted the file(s), the path from which the file
was deleted, the file name, the host name, the file size, the date on which the file was
deleted, the client name used to perform the file delete operation, and the share name

based on the specified criteria.

Cirectory Name | Host  [ahmediG, na7airashad 7|
StartDate 10/14/2009 5:09:14 AM T EndDate [5/3j2011 8:48:09 AM )

of 1 F S E Q- | wes -
Deleted flles by directory

Nurnber of records: 28

‘Projects in Progress\FTP
Projectt

Find | hext

User Files Host Size Delete Client
Date Name

Share =
Name

Galactic comiRoker | HOMEBusinessShares'D ThP1 dmp &l 3 -rashad 1] 101472009 | aasayed-xp-4502 |1G - Machine
tzon evelopmenttser0001 2221 AM
‘Projects On Hold'DD
Projectl
Galactic comweboyd |'HOME'BusinessShares'D | TMP1 tmp nal 3 -rashad a 10/ 472009 | sssayed-xp-4502 | |G - Maching
evelopmenti_ser0002 5:29:57 &AM
‘Projects in ProgresshClick
Projectl
Galactic comwvboyd ' HOMEBusinessSharesiSu | Mewy Text &l 3 -rashad 1] 101472009 | aasayed-xp-4502 |1G - Machine
pRortitser00021Ticket # Document. txt 913510 A
ooo1oy
Galactic comivolco | HOMEBusinessShares'D Mewy Text &l 3 -rashad 1] 101472009 | aasayed-xp-4502 |1G - Machine
it evelopment\ser0003 Document. txt 9:39:25 AM
‘Projects DeliveredVaF S
Projectl
Galactic comiWoleo | HOME'BusinessShares'D  |team notes naT 3 -rashad a 10M 472009 | aasayed-xp-4502 | 1G - Maching
it evelopmenti_tser0003 meetine tit S:44:21 AW

I
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g. Deleted Files Count by Directory: This report allows you to review the number of deleted
files with a directory. The report’s input is the date range and/or the directory name. The
report displays the folder path and the number of files deleted within the specified

directory/directories within the specified date range.

Deleted files count by directory

Start Date  |10/14/2009 5:09:14 AM i E‘;‘zg [1/14/2011 10:42:51 Am H view Report_|

Directory I

Name

4 4 Il— of 1 b Pl |75°fo =] | Find | Mext W Export @
B S

Deleted files count by directory

Mumber o frecords: 21

HOME 13 e 25 Shares S pportill e 0120 1 Ticketst

HOME 12 Ive 22 Shanes 'S0 pportile ¢ MOIZT bhet # OO,

HOMER 12 bt 25 Shares De e bome P & MODTProlect b Progres o F TR Aroject, 3
o De e bpme [} n 3
HOMEW 13 lhe 25 Shares “De e bpme i e MIDTOK SHrLean bg 1 Frolect, 2
HOMER 12 bt 25 Shares Sk s\le MI011°0M Recordz) 2
o P 3T ket 4001 2

1

1

h. Most Accessed Directories: This report allows you to review the most-accessed directories.
The report’s input is the date range, and/or number of most-accessed directories to display.
The report displays the directory path and the number of times each directory was accessed.

Most accessed directories

Start Date  |10/14/2009 5:09:14 AM i E”i [1/14/2011 10:46:24 AM
ate

Wiew top IE
{folders)
{Maximum
numnber:
2147483647)

:E View Report I

M4 |t ef1 B B 100% =
8 9

Find | Mext

ISeIe:t a forrnat -] Export R

Most accessed directories

Mumnber of records: 5

Directory Path 2

HOMEBusinessSharest
‘HOMEBusinessSharesFinancellser 0007 TimeShestst
‘HOMEBusinessSharesFinancelser 0007 Invoices)
HOMEBusinessShares'Financelser0002invoicest

HOMEBusinessSharesiDevelopmentiUser0001 Projects in Progress'FTR Projectt

Number of Access:

167
152
118
107

94
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i. Directory Owner Changed: This report allows you to review all directories whose owners
have changed. The report displays the directory name, the previous and new owners, the
host IP address, the user name, the date, the policy name, the client name and the share
name based on the specified criteria

Directory owner changed
Oirectory Name | wost  foz0zs? ™ [Coiew repc}
Start Date [szoiiantasem B8 EndDate [15/2001 aitaz e =
W 4 ofs b W [roow = | [Select s format Slepot @ 3

Directory Owners Changed

From: 3472011 4-11:45 M Ta: 3152011 41311 PM

Number of records: 180

Date = |policy = Chent = Share =
rame

woLvoLy OINET CRMICALSTES LOCAL watun COINETCATCALSITES LOCAL Whosts | 10.20257 INETCRITICALSITES LOCAL Wabmnzratoe | 342011 |1
HOmE e Gsama Hazzan S
MCROSOFT EXCEL

SHEPEET HLS
weLwoLg COIMEL CRTICALSITES LGCAL Matmg QI CRTEALSITES LOCAL pannisiatecs | 1020257 T CETA i anamon |
HOMENCAPTURE Plag Gams Az
wetwoln COTNET CRITICAL STES LOCAL Wdmistalors. DOTNET Moo 1020257 pomer Vningirar | 3147071 |0t
HOMEWCCPY (2) OF fre=— ety
HEV BTMAF

BSEEVE

ot mET o LonEr Awstmod (1020257 DOINET AL it ananm |w

P i2) OF = a3s5s P

HEW HICROSCFT

CEL
VIORKEHEET XS
veoLvoLy QT CRTICALSTES LOCAL Wamrislilors ROINEL CRTCALSITES LOCAL SN | 1020257 T CETA i ananon |
HOMENCORY (2 OF e N
NEW MCOSCET
vaED
DOCLMENT DOC
woLvoly COIMEL CRIICALSIESLOCALAamnistlers DOMELCRTCALSIESLOCA Wnoud. 1020257 COINEL CRIALSITESLOCAL Adnioiieatsr | Sn470m1 | a1
HONELCEY (210F e NEY
NEw TET

j.  Directory Permission Changed: This report allows you to review all directories whose
permissions have changed. The report displays the directory name, the host IP address, the
user name, the date, the policy name, the client name, the share name, and the permission
details based on the specified criteria.

Directory permission changed
Directory Narme Hast 10.20.2.57 [l
Start Date 3/14/2011 4:11:45 PM ﬂ End Date |3/15/2011 4:13:44 PM E

4 4 ofiz b bl [1o0% = Find | Wext [ Select a farmat FlExport [§ S

Directory Permissions Changed

From: 371472011 4:11:45 PM To: 34152011 4:13:44 PM

Nurnber of records: 503

Directory S Host & User Name & Date = Policy & |Client = |Share = | Permission
- . Name Name Name Details

WOLWOLD 1020.257 DOTRNET CRITICALSITES L OCALWAdministrator 3452011 ot gy
SHOMEWCOPY (2) OF 45810 P

NEW MICROSOFT

EXCEL

WORKSHEET ¥LS

WOLWOLD 1020257 DOTNET CRITICAL SITES L OCAL 3401 | df igwy

HOMEWCOPY (2) OF 4:58:10 PM
BV MICROSOFT

VWORD

DOCUMENT DOC

WOLWOLO 10.20.257 DOTRET.CRITICALSITES LOCAL i 3452011 df Wiew
HOMEUCOPY (2) OF 25810 PM

RIXT

WOLWOLD 1020257 DOTNET CRITICAL SITES L OCAL 3401 | df igwy
HOMEWCOPY (31 OF 4:58:10 PM

CAPTURE PNG

WOLWOLD 10.20.257 DOTRNET CRITICALSITES L OCAL WAministrator 3452001 ot g
SHOMEWCOPY (3) OF 45810 P

NEW MICROSOFT

EXCEL

ORKSHEET ¥LS

BOLWOLOD 10.20.2.57 DOTNET CRITICALSITES L OCAL W dministrator 31402011 df gy
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NTP Software Smart Policy Manager™

SR N - 5T P

NTP Software Smart Policy Manager Overview

The first step in using NTP Software File Auditor, Windows Edition is to lay out your strategy for managing
users’ file and directory operations. Before doing this, though, let us look at our underlying policy-based
rules engine: NTP Software Smart Policy Manager™.

NTP Software Smart Policy Manager allows you to monitor your users’ file and directory operations in a
way that is a unique fit to your organization. If you manage by geography or administrative unit, you can
use that plan. If you manage by class of machine, that approach works just as well. Often, companies use
a mixed mode—perhaps geography, a department, and a machine type. NTP Software Smart Policy
Manager has the flexibility you need to make using NTP Software File Auditor, Windows Edition simple.

Once you have laid out your management structure, NTP Software Smart Policy Manager provides policy
replication throughout your enterprise. It allows machines to access the policies in their containers and
inherit policies from all levels above that point in your hierarchy. You no longer need to configure and
manage the machines on your network one by one.

As you start to configure the software you have installed, begin with the top-level container under the
root organization (in the following example, My Site). This is the Global Network configuration, whose
container is created during installation.

F NTP Software Smart Policy Manager (TM) H=] E3
File Edit View Options Help
=1 | b [ ] | > | £ =
- Hik MTPSoftware Mame T | Tvpe | Skatus | Description | Created | Modified |
MTP Software File Auditor Efquata & File Se... QuotaSe...  Available MTP Software ...  6/9j09 19:14:37  §/9/09 19:14:37
Quota & File Sentinel EEMTP Scftware F... Filehuditor  Available MTP Scftwars F... 427011 13:35:44  4/27/11 13:35:44
=5 Mashua
=8, /
2 MTP Software File auditar
- L File Audit Policies
g Server Directories
% Server Shares
5] Quota & File Sentinel
2 objectis) CLTESTBCY (Local Host) [ e [
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Managing the NTP Software File Auditor Service through a NTP Software File Auditor
Admin Client Running on a Different Machine

This section provides step-by-step instructions on installing the NTP Software File Auditor Admin Client,
enabling you to administer the NTP Software File Auditor service running on a different machine. This kind
of NTP Software File Auditor Admin Client installation enables NTP Software File Auditor administrators to
easily administer NTP Software File Auditor that is installed on all the servers over the entire network.
This can be done through a local user interface that is easily installed on the administrator’s local
machine.

For an NTP Software File Auditor administrator to be able to use the NTP Software File Auditor Admin
Client, NTP Software Smart Policy Manager Admin and NTP Software File Auditor Admin components
should be installed on the administrator’s local machine per the following instructions.

IMPORTANT NOTES

There is a slight difference in the installation of NTP Software Smart Policy Manager and NTP Software File
Auditor on an NTP Software File Auditor Server versus the installation on an administrator’s local
machine.

NTP Software File Auditor Admin Client User Interface is using Remote RPC to communicate to the NTP
Software Smart Policy Manager service. Therefore, NTP Software File Auditor Administrator needs to have
permissions to run and execute Remote RPC on the managed machine. A standard user does not have
RPC Permission by default. So if the user performing the administration is not an administrator in the
domain, the user needs to be added to the Distributed COM Users group on the machine to be managed.

Installing the NTP Software Smart Policy Manager Admin Component
1. Logon to your local computer, using an account with administrator privileges.

2. On the NTP Software Product Installation page, click your product installation link under the
Product Components section.

3. When prompted to install NTP Software Smart Policy Manager, click Yes to launch the
Installation Wizard.

x4

9 NTP Software Smart Policy Manager is not installed on your system, You need it to run this application.
-] If you do not install Smart Policy Manager the setup will exit.
' Do you want to install Smart Policy Manager at this time?
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4. Inthe NTP Software Smart Policy Manager installation welcome dialog box, click Next.

NTP Software Smart Policy Manager Setup Wizard ﬂ

Welcome to the NTP Software Installation
Wizard for Smart Policy Manager

The Inztallation */izard will inztall Smart Policy M anager on
wour computer. Click nest to continue.

oktware®

4 Back

Cancel |

5. Select | accept the terms of the license agreement in the License Agreement dialog box and
then click Next.

NTP Software Smart Policy Manager Setup Wizard il
License Agreement
Fleaze read the following license agreement carefully. T &
ofLware
MTP Software Smart Policy kanager(Th] End-User Licenze ﬂ
By uzing or copying the accampanying software you are indicating pour acceptance of the

termz of this licensze. |F you do not agree ta the terms of thiz licenze, pleaze return the
product UINOPEMED to wour place of purchaze for & full refund.

GRAMT OF LICEMSE. MTP Software grantz you the right to use Smart Policy Manager
["PRODUCT"] on one computer, solely for your or your company's own internal use. In
addition to the zpecified quantity of copies, you may make one [1] additional copy az a
backup to the onginal. Howewver, pou map not cauze the zoftware to execute or be loaded
inta the active memaory of more computers than the above-zpecified quantity at any one

time. |n addition the PRODUCT iz licensed zolely for the management of local ztorage ;I

' || accept the terms of the license agreement

| do not accept the terms of the licenze agreement

|metallShield

¢ Back | Meut » I Cancel
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6. In the Choose Destination Location dialog box, browse to the needed location and then click

Next.

NTP Software Smart Policy Manager Setup Wizard il

Choose Destination Location _I_
Select folder where setup will install files. )
i Enﬁwme“

Setup will install NTP Safbware Smart Palicy Manager in the fallawing falder.

To install to this folder, click Mest. Toinstall ta a different folder, click Browse and select
another folder.

Deztination Faolder

C:“Program Filezh\Smart Policy tanager Browsze. . |

|metallShield

¢ Back

Cancel |

7. Select only the Smart Policy Manager Admin component in the Select Features dialog box. Click

Next.

MTP Software Smart Policy Manager Setup Wizard ﬂ

Select Features _I_
Select the featurez zetup will install )
g goﬁwwe@

Select the features vou want to install, and dezelect the features you do not want bo install.

..... — Description

] Smart Policy Manager Service
: art P

Selecting this option will inztall
all af the companents required
to run the Smart Policy

tdanager administrative client.

d anager Admin

289 MB of zpace required on the C drive
175828 ME of space available on the C drive
[rrstall=hield

< Back | Hesxt = I Cancel
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8. The Start Copying Files dialog box prompts you to begin copying files.

MTP Software Smart Policy Manager Setup Yizard 5[

Start Copying Files _I_
Review settings before copying files.
? Pnd gagwdm@

Setup has enough information to start copying the program files. [F pou want b review or
change any zettings, click Back. If you are zatighied with the settings, click Mext to begin
copying files.

Current Settings:

Deztination Path: ;I
C:%Frogram FileshSmart Policy Manager

Components ta ingtall:
Smart Policy Manager Administration T ool

i o

|mgtalShield

< Back | Mext = I Cancel |

9. When the file installation is complete, a dialog box offers you the opportunity to view the
readme file, which may contain documentation updates and other items. If you do not want to
view the readme file at this time, clear the option Yes, | want to view the readme file. Click
Finish.

MTP Software Smart Policy Manager Setup Wizard

HTP Software Installation Wizard for Smart Policy
Manager Complete

The Installation ‘Wizard has successtully inztalled Srart Policy
tanager. Click Finizh to exit the wizard.

IV i%ez, | want ta view the readme file

ostware®

< Back | Finizh I Cancel
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Installing the NTP Software File Auditor Admin Component

1. The NTP Software File Auditor welcome dialog box pops up automatically. Click Next to continue.

MNTP Software File Auditor® Setup [ x| |

Welcome to the HTP Software Installation
Wizard for HTP Software File Auditor

The Inztallation *izard will inztall TP Software File
Auditar on pour computer. Click nest to continue.

‘@IE}MM@

< Back

Cancel |

2. In the License Agreement dialog box, select | accept the terms of the license agreement; then click
Next.

MTP Software File Auditor® Setup

License Agreement

Pleaze read the following licenze agreement carefully. T ®
ofware

MTP Software File Auditor[Th) Baze and Terabyte License Agreement ﬂ

IMPORTANT. PLEASE READ CAREFULLY. By uzing or copying the accompanying
zoftware you are indicating your acceptance of the terms of thiz license and agree to be
bound by it IF¥0OU DO MOT AGREE TO THE TERKMS OF THIS LICENSE., YOI MUST
MOT IMSTALL OR USE THE PRODICT. *ou may return the praduct UMUSED to wour
place of purchasze far a refund of vour icenze fee.

GRAMT OF LICEMSE. MTF Software[R] grants you the right to use NTP Saoftware File
Auditor[TR), ["the PRODUCT"] on the number of computers and.or virtual machines tor
which you have paid a license fee, provided the uze iz zolely for vour perzonal or your
company’s own internal use. Furthermore, vou may only uze the PRODUCT to manage thell

& | acocept the terms of the license agreement

™ | do not accept the terms of the cense agreement

|metallShield

< Back | Meut = I Cancel
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3. In the Choose Destination Location dialog box, browse to the desired destination or click Next if the
default destination location is appropriate.

MTP Software File Auditor® Setup

Choose Destination Location
Select folder where zetup will install files. T ©
O/ AYe

Setup will inztall N TP Software File Auditor in the Fallowing folder.

Toinztall to this folder, click Mest. To inztall to a different folder, click Browse and select
another folder.

— Desztination Falder

C:A AN TPSoftware W TR Software File Auditor Browse. .. |

[metallshield

< Back Cancel

4. In the Select Features dialog box, make sure that only the Admin component is selected, then click

Next.
MTP Software File Auditor for Windows Setup E3 |

Select Features
Select the features setup will install. T
oKL AYE

Select the features vou want ko install, and deselect the features pou do not want to inztall

&

— Dezcrption

Selecting thiz option will install
all of the components required
tomun the NTP Software File
Auditor administrative clent. |f
you chooze not to inzstall these
components vou may skl install
the MTF Software File Auditar
zervice, but you will not be
able to configure it from thiz
machine,

0.00 ME of zpace required on the C drive
1439.66 MB of zpace available on the C drive
|metallShield

< Back | Heut = I Cancel
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IMPORTANT:

Because we just need the Admin User Interface to manage and configure the policies, we checked the
Admin Client only. We are not seeking a full NTP Software File Auditor, Windows Edition installation.

Specify the program folder (using the default program folder is recommended) and click Next. The
setup program adds program icons to the program folder.

MTP Software File Auditor® Setup

Select Program Folder

Pleasze select a program falder. T &
Fres gﬂﬁwﬂ}’fm

Setup will add program iconz ko the Program Folder listed below. rou may tppe a new folder
name, ar select one from the existing folders list. Click Mest to continue.

Proaram Falder:

MTF Software File Auditor

Exizting Folders:

Accessones

Adriniztrative Toolz

Microzoft SCL Server 2005

MTP Software File Reparter

MTP Software File Reporter Report: Pack,
MTP Software ODDM

MTP Software CQFS for MAS

MTP Software Storage Investigator
Startup

[metallshield

< Back | Hext = I Cancel

6. Click Next when the Start Copying Files dialog box appears (assuming that the destination paths are

correct). NTP Software File Auditor setup begins transferring files to the specified locations.
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MWTP Software File Auditor® Setup

Start Copying Files

Review zetiings before copying files. T )
? P Eoﬁwme@

Setup has enouoh information to start copying the program files. 1F yow want ba resiew or
change any zettings. click Back. |f vou are satisfied with the zettings, click Mext to begin
coping files.

Current Settings:

Destination Fath: -
C:4%Program Files\NTPSaftwarehM TP Software File Auditar

Components ta inzstall:
File Auditor Service
File Auditor Administration T ool

Start benu Folder:
MTP Software File Auditor

4] Ll_l
[mgtallS hield
Cancel |

7. When the files’ installation is complete, a dialog box offers you the opportunity to view the readme
file. If you do not want to view the readme file at this time, clear the option Yes, | want to view the
readme file. Click Finish. By this step, NTP Software File Auditor installation is completed.

MTP Software File Auditori® Setup |

MTP Software Installation Wizard for NTP Software
File Auditor Complete

The Inztallation “wizard has successfully installed MTP
Software File duditor. Click Finizh to exit the wizard.

V¥ ez, | want to view the readme file.

‘@IEEME@

< Back | Finizh I Cancel
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Administering NTP Software File Auditor through an NTP Software File Auditor Admin Client
Running on a Different Machine

1. Click Start > Programs > NTP Software File Auditor™ > NTP Software File Auditor™ Admin.

2. In the Smart Policy Manager dialog box, specify the Smart Policy Manager Server that you want
to connect to.

Smart Policy Manager |
Enter the name af the Smart Policy kM anager zerver o connect

to. If no Smart Policy kanager Server iz zpecified, the local
gerver will be uzed,

Smart Policy Manager Server:

MY'SERVER Browsze. . |

] I Cancel Help

Note: The Smart Policy Manager Admin component is installed on the local machine, so there is no Smart
Policy Manager service installed. Thus, NTP Software File Auditor, Windows Edition cannot talk to the
local Smart Policy Manager service because it does not exist, so we specify the Smart Policy Manager
service that NTP Software File Auditor, Windows Edition should communicate with.

In very large organizations, you may have offices all over the world. Make sure you connect to the
server(s) at reasonable distance to maintain good speed.

As shown, the NTP Software File Auditor Admin Client User interface is displayed with MYSERVER as a
node in the left menu tree and all the NTP Software File Auditor policy details.

1. To connect to more than one Smart Policy Manager service at the same time, click File > Active
Server, then insert the server name or the server IP address. This allows you to add all the servers
on your entire network to administer them as needed.
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Installing NTP Software File Auditor in Clustered Environments

SR N - 5T P

Note

e NTP Software File Auditor, Windows Edition requires a manual setup by an administrator for
clustered environments.

Installing NTP Software File Auditor, Windows Edition in Clustered Environments

To install NTP Software File Auditor, Windows Edition in a clustered environment, apply the following

steps:

1.

Install NTP Software File Auditor, Windows Edition on a server, as described in NTP Software File
Auditor installation guides.

After NTP Software File Auditor, Windows Edition is installed successfully, open NTP Software File
Auditor, Windows Edition to find the global container (My Organization in this example) at the top
of the hierarchy. Click the plus sign (+) to expand the container.

Click the plus sign (+) to expand your site container in the second tier of the hierarchy.

Notice the installation server in the third tier of the hierarchy. The NTP Software File Auditor,
Windows Edition application is also in the third tier.

£ NTP Software Smatt Policy Manager (TM) H=] 3
File Edit Wew Options Help
BT
) Mame © | Type | Status | Descripkion | Created | Modified
2lg) NTP Software Fils Auditor mysits BI9/09 19:12:02  4/29/11 D043
#l-Elg Quota & File Sentinel EBlquota &File ... QuotaSe... Available BI9(09 19:15:54  6/9)09 19:15:54
= Mysie ERINTR Software... Filsudtor  Available NTP Softw...  3(2/11 17:2742  3j2)11 17:27:42
E-13, Filesrvot
- NTP Software File Auditor
¥ File Audit Policies
E Server Directories
% Server Shares
[+ Quota & File Senting
4 |
3 ohject(s) [CLTESTECH (Lacal Hast) [om [
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4. Right-click the site container and then select New > Container from the pop-up menu to create
your cluster container. Give the new container the name of the cluster. In the example, we have
used Cluster 1 as the name.

5. Right-click the cluster container and select New > NTP Software File Auditor Application from
the pop-up menu.

Notes:
To add the rest of the Nodes of the Cluster follow one of these options:

e  Push software to node.
To push the software to the new node follow these steps:

a. Add a server object to the cluster container.

b. You will be asked to install Smart Policy Manager on the new node.

C. After the new node is added, add a File Auditor application object to the new
server object.

d. You will be asked if you want to install File Auditor onto the remote machine.

e Usealocal install.
To perform a local install of File Auditor onto the other nodes of the cluster follow these steps:

a. Choose the Join an Existing Hierarchy option during the installation of Smart
Policy Manager.

b. When that completes, the installation of File Auditor will continue.

C.  When File Auditor has been installed, you will need to move the new node
under the ‘cluster’ container.

6. Open the cluster container in the NTP Software Smart Policy Manager hierarchy and use the
drag-and-drop method to move the nodes into the cluster container. They will appear at the
same level as the container File Auditor™ application.

7. Click the plus sign (+) next to the NTP Software File Auditor, Windows Edition application you
have just added to view the global (cluster) policies. Create all policies within this application that
will be applied to both nodes. They will be propagated automatically to all nodes within the
container.
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Installing NTP Software File Auditor onto a Node Server

To install NTP Software File Auditor, Windows Edition onto a node server, apply the following steps:

1.

NTP Software File Auditor, Windows Edition enables you to push installation to each of the added
nodes.

Right-click the site container and select New > Container to create a container for the cluster. Give
the new container the cluster name.

Click the existing server (node) and, while holding down the mouse button, drag and drop the
server onto the cluster container to move the server into the cluster hierarchy.

Right-click the cluster container and select New > NTP Software File Auditor Application from the
pop-up menu.

To view the global (cluster) policies, click the plus sign (+) next to the NTP Software File Auditor,
Windows Edition application you have just added.

Note:

If you choose to install both nodes locally, then you need to perform a join operation during the
smart policy manager install and then move each added cluster node under the appropriate
container.

Create all policies within this application that will be applied to both nodes. They will be propagated down
automatically to all nodes within the container.
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About NTP Software®

SR IR L T

NTP Software® is the worldwide leader in user-focused, policy-based storage management. We create
platform-independent products that enable companies to automatically control the compliance, access,
guotas, content, and lifespan of their users’ stored files. NTP Software® solutions also gather the analysis
and planning data necessary for both short- and long-term decision making, providing everything
necessary to actively control all aspects of a user’s relationship with local and shared storage.

NTP Software® Professional Services

T B s S e e————

For further assistance with NTP Software File Auditor™ or in creating a corporate storage management
policy, contact your NTP Software® representative at 800-226-2755 or 603-622-4400.

NTP Software® Professional Services offers training and consulting services in support of the deployment
and configuration of your storage resource management software.

NTP Software
20A NW Boulevard #136
Nashua, NH 03063
Toll Free: 800-226-2755
International: 1-603-622-4400
E-mail: info@ntpsoftware.com

Web Site: http://www.ntpsoftware.com
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