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DYNAMIC DISTRIBUTED-SENSOR 
THERMOSTAT NETWORK FOR 

FORECASTING EXTERNAL EVENTS 

FIELD 

This patent speci?cation relates to systems, methods, and 
related computer program products for aggregating measure 
ments obtained from a dynamic network of sensors in order to 
forecast external events. More particularly, this patent speci 
?cation relates to a dynamic process of identifying a set of 
sensors (e.g., each being housed within a thermostat) appli 
cable to an event’s forecast, aggregating measurements from 
the set of sensors, and forecasting a future characteristic of the 
event based on the aggregated measurements. 

BACKGROUND 

Accurate and timely prediction of impending future events 
can be useful and bene?cial in many ways. For example, 
predicting where and when severe weather events will strike 
can provide residents with the warning necessary to protect 
themselves and their belongings from the damage. As another 
example, timely prediction of impending earthquake events, 
even if provided only a few seconds in advance, can prevent 
injury or death by allowing recipients of earthquake alarm to 
move quickly to a safer location or position before the onset 
of the earthquake. Even predictions dealing with less severe 
events can result in substantial advantages. For example, if a 
person’s actions can be reliably predicted, other related 
people can more ef?ciently plan their activities and/or par 
ticular conveniences can be appropriately timed to be ready 
upon the person’s arrival at a location. Utilization of such 
advantages could improve productivity, safety, and comfort 
on many different scales and in many different ways. 

Despite these strong advantages, producing reliable pre 
dictions remains a dif?cult task. There are many unknowns 
that in?uence a future event, and frequently, contributing 
variables are also unknown. Thus, weather predictions are 
frequently erroneous, natural disasters frequently strike with 
out warning, and substantial time is wasted waiting on certain 
events, such as the arrival of others, or preparing an environ 
ment only after such others actually arrive. 

SUMMARY 

Provided according to one or more embodiments are sys 

tems, methods, computer program products, and related busi 
ness methods for utiliZing measurements obtained from a set 
of distributed sensors to predict events. Each sensor within a 
network of sensors can collect data and transmit the data to a 
central server. The central server can identify the set of sen 
sors from the network of sensors by, e.g., identifying sensors 
within a geographical region, identifying sensors that trans 
mitted data within a time period and/or identifying sensors 
that transmitted a particular type of data. The central server 
can then aggregate data across the set of sensors, estimate 
characteristics of a current event (e.g., its existence, severity, 
or movement), and predict characteristics of the event in the 
future. The central server can then transmit information about 
the predicted characteristic to one or more devices associated 
with users likely to be affected by or interested in the future 
event. 

As a speci?c example, a building can include one or more 

smart devices, such as a thermostat, hazard-detection unit 
(e. g., smoke detector and/ or carbon-monoxide detector), light 
switch, wall-plug interface, security system, or appliance. A 
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network of devices can include smart devices across multiple 
rooms, across multiple buildings, across cities, etc. Within a 
given network, the devices can include different device types 
or same or similar device types. Each device within the net 
work can include one or more sensors (e.g., to detect motion 

of the sensor, motion of an external object, temperature, 
humidity, or pressure). Data indicative of the sensor measure 
ments can be conditionally transmitted (e.g., upon detection 
of an abnormal event) or regularly transmitted by a respective 
device to a central server. The central server can correlate the 
data across a set of devices in order to estimate whether 
readings are due to a sensor malfunction, a stationary event, 
or a moving event. For example, accelerometer readings from 
a set of devices within a locality (e.g., within a Zip code) can 
be used to estimate whether an earthquake is occurring, tem 
perature readings from a set of devices within a locality (e. g., 
within a city) can be used to estimate weather patterns, and 
motion-detection readings from a set of devices within a 
locality (within a set of rooms) can be used to estimate a 
trajectory of a person within a building. The central server can 
then predict characteristics of a future event (e.g., its location 
and/or strength), and can send alerts to other devices within a 
region predicted to be affected. The other devices can then 
alert users of the event or can automatically implement device 
settings to prepare for the event. 
According to one or more preferred embodiments directed 

particularly to earthquake detection and prediction, it has 
been found particularly advantageous to embed one or more 
accelerometers or similar movement sensors within one or 

more network-connected smart-home devices that are each 
af?xed to a home structure or that otherwise have normally 
stationary dispositions within the home. It has been found that 
network-connected thermostats and network-connected haZ 
ard detectors are two particularly useful smart-home devices 
within which to embed such sensors, although many other 
examples (network-connected light switches, network-con 
nected doorbells, network-connected home appliances) are 
also within the scope of the present teachings. According to a 
preferred embodiment, the smart-home, accelerometer 
equipped (or other motion-sensing-equipped) devices within 
any particular local geographic area (such as a ZIP code) are 
pro grammed and con?gured to quickly report the occurrence 
of their individual sensed movements to a common central 

server, such as a cloud-based server system, which is, in turn, 
is programmed and con?gured to perform correlation calcu 
lations on the received data to detect the occurrence of an 
earthquake event and, where applicable, promptly detect a 
geographical speed and trajectory of the earthquake event. 
Alarms or other advance warnings can then be promptly 
communicated to persons geographically located in the path 
of the earthquake event or to ?rst responders. In one particu 
larly advantageous embodiment, the same smart-home 
devices within which the accelerometers/movement sensors 
are embedded are also equipped to receive these warnings and 
to quickly provide audible and/or visual earthquake alarms to 
home occupants. Even if provided only seconds before the 
earthquake arrival, a valuable service is provided because 
these seconds can be used by the occupant to move to a safer 
location or position. 

Especially for scenarios in which the network-connected 
smart-home devices (such as network-connected thermo 
stats, network-connected hazard detectors, etc.) constitute 
even modestly popular consumer items, there is thereby func 
tionally formed a “crowdsourced” earthquake detection net 
work that can be orders of magnitude larger than known 
o?icial earthquake detection networks in terms of the number 
of accelerometer/movement sensor nodes provided. More 
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over, by virtue of correlations that can be performed for 
localized neighborhoods or geographies, the crowdsourced 
earthquake detection network can be highly robust against 
false alarms. Thus, for example, while one house in a neigh 
borhood might be shaking due to romping teenagers or a 
nearby passing truck, which might trigger a sensed earth 
quake detection event when considered in isolation, the fact 
that other homes in the community are not shaking will be 
factored in by the correlations performed by the central server 
and the false-alarm condition will be avoided. 

It is to be appreciated that, while crowdsourced earthquake 
detection based on a population of accelerometer-equipped, 
network-connected smart-home devices represents one par 
ticularly useful and advantageous embodiment, the scope of 
the present teachings is applicable across a broad variety of 
scenarios, including those discussed further herein, in which 
a population of smart-home devices is provided that are each 
equipped with one or more sensors, and the outputs of those 
sensors are received and processed in a groupwise manner to 
achieve one or more useful “crowdsourced” intelligence 
results. Not unimportantly, according to one or more of the 
preferred embodiments, the relative ubiquity of the sensor 
network that is key to the effective crowdsourced intelligence 
is fostered primarily by the popularity, attractiveness, and/or 
essential underlying functionality of the smart-home devices 
within which the sensors are embedded, rather than their 
functionality as part of the crowdsourced detection network. 
For example, for the particular exemplary scenario of a 
crowdsourced earthquake detection network, the accelerom 
eters/movement sensors may be preferably embedded in a 
smart-home device comprising an elegant, visually appeal 
ing, intelligent, network-connected, self-programming ther 
mostat such as that described in the commonly assigned 
USO8195313B1, which is hereby incorporated by reference 
in its entirety for all purposes. Notably, the popularity and 
increasing ubiquity of the smart-home device of 
USO8195313B1 is driven by its consumer appeal, along with 
the fact that every home usually needs at least one thermostat. 
While being a greatly bene?cial by-product of the 
device’subiquity when adapted and con?gured according to 
the present teachings, the fact that the device can be made part 
of a life-saving crowdsourced earthquake detection network 
according to the present teachings need not itself be the cen 
tral reason for that ubiquity. 

In some embodiments, an event-forecasting system is pro 
vided. A measurement database can store a plurality of sensor 
measurements, each sensor measurement having been pro 
vided by a non-portable electronic device. A primary purpose 
of each respective electronic device can be unrelated to col 
lecting measurements from a type of sensor that collected the 
sensor measurement. A measurement set identi?er can select 
a set of sensor measurements from the plurality of sensor 
measurements in the measurement database. The electronic 
devices associated with the set of sensor measurements canbe 
in close geographical proximity relative to their geographical 
proximity to other devices. An inter-device correlator can 
access the selected set of sensor measurements and collec 
tively analyze the sensor measurements. An event detector 
can determine whether an event has occurred based on the 
results of the collective analysis. The determination that an 
event has occurred can require that a criterion involving at 
least two of the sensor measurements be satis?ed. An event 
forecaster can forecast a future event property. The future 
event property can be forecasted based on a same or different 

collective analysis of the sensor measurements. An alert 
engine can identify one or more entities to be alerted of the 
future event property, can generate at least one alert identify 
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4 
ing the future event property, and can transmit the at least one 
alert to the identi?ed one or more entities. 

In some embodiments, a method for forecasting events is 
provided. A plurality of sensor measurements in a measure 
ment database can be stored, each sensor measurement hav 
ing been provided by a mounted electronic device. A primary 
purpose of at least one respective electronic device can be not 
related to collecting measurements from a type of sensor that 
collected the sensor measurement. A set of sensor measure 

ments from the plurality of sensor measurements in the mea 
surement database can be selected. The electronic devices 
associated with the set of sensor measurements can be in close 

geographical proximity relative to their geographical prox 
imity to other devices. The sensor measurements can be col 
lectively analyzed to determine whether a large-scale event 
was occurring. The determination that a large-scale event was 
occurring can require consistency between at least two of the 
sensor measurements. A future event property can be fore 
casted. The future event property can be forecasted based on 
a same or different collective analysis of the sensor measure 

ments. One or more entities to be alerted of the future event 

property can be identi?ed. At least one alert identifying the 
future event property can be generated, and the at least one 
alert can be transmitted to the identi?ed one or more entities. 

In some embodiments, a crowdsourced event detection 
network is provided that includes a population of non-por 
table smart-home devices. Each smart-home device can have 
a primary function as one of a thermostat, a hazard detector, 
a wall switch, an entertainment device, a lighting device, and 
a home appliance. Each smart-home device can include a 
housing and at least one sensor coupled to the housing. The at 
least one sensor can be con?gured to sense at least one envi 

ronmental characteristic or condition that is generally unre 
lated to the primary function of the smart-home device. Each 
smart-home device can further include a data transmission 
component con?gured to transmit ?rst information represen 
tative of said least one sensed environmental characteristic or 
condition for reception by an aggregating processor. The 
aggregating processor can be con?gured and programmed to 
receive the ?rst information from each of a plurality of the 
smart-home devices and to forecast a future event based on a 
collective analysis thereof. The aggregating processor can be 
further con?gured and programmed to identify one or more 
entities to be alerted of the forecasted future event and to 
transmit second information representative of the forecasted 
future event to the identi?ed one or more entities. 

BRIEF DESCRIPTION OF THE DRAWINGS 

The inventive body of work will be readily understood by 
referring to the following detailed description in conjunction 
with the accompanying drawings, in which: 

FIG. 1 illustrates an example of general device components 
which can be included in an intelligent, network-connected 

device; 
FIG. 2 illustrates an example of a smart home environment 

within which one or more of the devices, methods, systems, 
services, and/or computer program products described fur 
ther herein can be applicable; 

FIG. 3 illustrates a network-level view of an extensible 
devices and services platform with which a smart home envi 
ronment can be integrated; 

FIG. 4 illustrates an abstracted functional view of the 
extensible devices and services platform of FIG. 3; 

FIG. 5 illustrates components of processing engine accord 
ing to an embodiment of the invention; 
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FIGS. 6A and 6B illustrate ?owcharts for processes 60011 
of transmitting data from a device 100 to a remote server in 

accordance with an embodiment of the invention; 
FIG. 7 illustrates a ?owchart for a process of analyzing 

sensor data points to forecast event properties; 
FIG. 8 illustrates a ?owchart for a process of analyzing 

sensor data points to detect event properties; 
FIG. 9 illustrates a ?owchart for a process of forecasting 

event properties and sending alerts; 
FIGS. 10A-10B illustrate an example of a thermostat 

device that may be used to collect sensor measurements; 
FIG. 11 illustrates a block diagram of an embodiment of a 

computer system; and 
FIG. 12 illustrates a block diagram of an embodiment of a 

special-purpose computer. 

DETAILED DESCRIPTION OF THE INVENTION 

Provided according to one or more embodiments are sys 

tems, methods, computer program products, and related busi 
ness methods for utiliZing measurements obtained from a set 
of distributed sensors to predict events. Each sensor within a 
network of sensors can collect data and transmit the data to a 
central server. As used herein, central server refers to any of a 
variety of different processing devices and/or groups of pro 
cessing devices that are capable of receiving data derived 
from the sensors and processing the received information. As 
would be readily appreciated by the skilled artisan, it is not 
required that the one or more processors forming the central 
server be located in any particular geographical location rela 
tive to the sensors or to each other. While in one embodiment 
the central server can be implemented in cloud-based com 
puting and storage environment such as the EC2 (Elastic 
Compute Cloud) offering from Amazon.com of Seattle, 
Wash., it is to be appreciated that the central server can be 
implemented on any of a variety of different hardware and 
software platforms, ranging from concentrated single-loca 
tion computing devices to distributed networks of computing 
devices, including virtualized computing devices. The central 
server can identify the set of sensors from the network of 
sensors by, e.g., identifying sensors within a geographical 
region, identifying sensors that have transmitted data within a 
time period and/ or identifying sensors that have transmitted a 
particular type of data. The central server can then aggregate 
data across the set of sensors, estimate characteristics of a 
current event (e.g., its existence, severity, or movement), and 
predict characteristics of the event in the future. The central 
server can then transmit information about the predicted char 
acteristic to one or more devices associated with users likely 
to be affected by or interested in the future event. 

Embodiments described further herein are but representa 
tive examples of devices, methods, systems, services, and/or 
computer program products that can be used in conjunction 
with an extensible devices and services platform that, while 
being particularly applicable and advantageous in the smart 
home context, is generally applicable to any type of enclosure 
or group of enclosures (e.g., of?ces, factories or retail stores), 
vessels (e.g., automobiles or aircraft), or other resource-con 
suming physical systems that will be occupied by humans or 
with which humans will physically or logically interact. It 
will be appreciated that devices referred to herein need not be 
within an enclosure or vessel. For example, a device canbe on 
an exterior surface, nearby or connected to an enclosure or 
vessel. As another example, a device can include a portable 
device, such as a cell phone or laptop, that is con?gured to be 
carried by a user. Thus, although particular examples are set 
forth in the context of a smart home, it is to be appreciated that 
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6 
the scope of applicability of the described extensible devices 
and services platform is not so limited. 
As described further herein, one or more intelligent, multi 

sensing, network-connected devices can be used to promote 
user comfort, convenience, safety and/ or cost savings. FIG. 1 
illustrates an example of general device components which 
can be included in an intelligent, network-connected device 
100 (i.e., “device”). Each of one, more or all devices 100 
within a system of devices can include one or more sensors 

102, a user-interface component 104, a power supply (e.g., 
including a power connection 106 and/or battery 108), a 
communications component 110, a modularity unit (e.g., 
including a docking station 112 and replaceable module 114) 
and intelligence components 116. Particular sensors 102, 
user-interface components 104, power-supply con?gura 
tions, communications components 110, modularity units 
and/or intelligence components 116 can be the same or simi 
lar across devices 100 or can vary depending on device type or 
model. 
By way of example and not by way of limitation, one or 

more sensors 102 in a device 100 may be able to, e.g., detect 
acceleration, temperature, humidity, water, supplied power, 
proximity, external motion, device motion, sound signals, 
ultrasound signals, light signals, ?re, smoke, carbon monox 
ide, global-positioning-satellite (GPS) signals, or radio-fre 
quency (RF) or other electromagnetic signals or ?elds. Thus, 
for example, sensors 102 can include temperature sensor(s), 
humidity sensor(s), hazard-related sensor(s) or other environ 
mental sensor(s), accelerometer(s), microphone(s), optical 
sensors up to and including camera(s) (e. g., charged-coupled 
device or video cameras), active or passive radiation sensors, 
GPS receiver(s) or radio-frequency identi?cation detector(s). 
While FIG. 1 illustrates an embodiment with a single sensor, 
many embodiments will include multiple sensors. In some 
instances, device 100 includes one or more primary sensors 
and one or more secondary sensors. The primary sensor(s) 
can sense data central to the core operation of the device (e. g., 
sensing a temperature in a thermostat or sensing smoke in a 
smoke detector). The secondary sensor(s) can sense other 
types of data (e. g., motion, light or sound), which can be used 
for energy-ef?ciency objectives or smart-operation objec 
tives. In some instances, an average user may even be 
unaware of an existence of a secondary sensor. 
One or more user-interface components 104 in device 100 

may be con?gured to present information to a user via a visual 
display (e.g., a thin-?lm-transistor display or organic light 
emitting-diode display) and/or an audio speaker. User-inter 
face component 104 can also include one or more user-input 
components to receive information from a user, such as a 

touchscreen, buttons, scroll component (e.g., a movable or 
virtual ring component), microphone or camera (e.g., to 
detect gestures). In one embodiment, user-input component 
104 includes a click-and-rotate annular ring component, 
wherein a user can interact with the component by rotating the 
ring (e.g., to adjust a setting) and/or by clicking the ring 
inwards (e.g., to select an adjusted setting or to select an 
option). In another embodiment, user-input component 104 
includes a camera, such that gestures can be detected (e.g., to 
indicate that a power or alarm state of a device is to be 
changed). 
A power-supply component in device 100 may include a 

power connection 106 and/or local battery 108. For example, 
power connection 106 can connect device 100 to a power 
source such as a line voltage source. In some instances, con 
nection 106 to an AC power source can be used to repeatedly 
charge a (e.g., rechargeable) local battery 108, such that bat 
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tery 108 can later be used to supply power if needed in the 
event of an AC power disconnection or other power de? 
ciency scenario. 
A communications component 110 in device 100 can 

include a component that enables device 100 to communicate 
with a central server or a remote device, such as another 
device described herein or a portable user device. Communi 
cations component 110 can allow device 100 to communicate 
via, e.g., Wi-Fi, ZigBee, 3G/4G wireless, CAT6 wired Ether 
net, HomePlug or other powerline communications method, 
telephone, or optical ?ber, by way of non-limiting examples. 
Communications component 110 can include a wireless card, 
an Ethernet plug, or nother transceiver connection. 
A modularity unit in device 100 can include a static physi 

cal connection, and a replaceable module 114. Thus, the 
modularity unit can provide the capability to upgrade replace 
able module 114 without completely reinstalling device 100 
(e. g., to preserve wiring). The static physical connection can 
include a docking station 112 (which may also be termed an 
interface box) that can attach to a building structure. For 
example, docking station 112 could be mounted to a wall via 
screws or stuck onto a ceiling via adhesive. Docking station 
112 can, in some instances, extend through part of the build 
ing structure. For example, docking station 112 can connect 
to wiring (e.g., to 120V line voltage wires) behind the wall via 
a hole made through a wall’s sheetrock. Docking station 112 
can include circuitry such as power-connection circuitry 106 
and/ or AC-to-DC powering circuitry and can prevent the user 
from being exposed to high-voltage wires. In some instances, 
docking stations 112 are speci?c to a type or model of device, 
such that, e. g., a thermostat device includes a different dock 
ing station than a smoke detector device. In some instances, 
docking stations 112 can be shared across multiple types 
and/or models of devices 100. 

Replaceable module 114 of the modularity unit can include 
some or all sensors 102, processors, user-interface compo 
nents 104, batteries 108, communications components 110, 
intelligence components 116 and so forth of the device. 
Replaceable module 114 can be con?gured to attach to (e. g., 
plug into or connect to) docking station 112. In some 
instances, a set of replaceable modules 114 are produced, 
with the capabilities, hardware and/or software varying 
across the replaceable modules 114. Users can therefore eas 
ily upgrade or replace their replaceable module 114 without 
having to replace all device components or to completely 
reinstall device 100. For example, a user can begin with an 
inexpensive device including a ?rst replaceable module with 
limited intelligence and software capabilities. The user can 
then easily upgrade the device to include a more capable 
replaceable module. As another example, if a user has a 
Model #1 device in their basement, a Model #2 device in their 
living room, and upgrades their living-room device to include 
a Model #3 replaceable module, the user can move the Model 
#2 replaceable module into the basement to connect to the 
existing docking station. The Model #2 replaceable module 
may then, e. g., begin an initiation process in order to identify 
its new location (e. g., by requesting information from a user 
via a user interface). 

Intelligence components 116 of the device can support one 
or more of a variety of different device functionalities. Intel 
ligence components 116 generally include one or more pro 
cessors con?gured and programmed to carry out and/or cause 
to be carried out one or more of the advantageous function 
alities described herein. The intelligence components 116 can 
be implemented in the form of general-purpose processors 
carrying out computer code stored in local memory (e.g., 
?ash memory, hard drive, random access memory), special 
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8 
purpose processors or application- speci?c integrated circuits, 
combinations thereof, and/ or using other types of hardware/ 
?rmware/ software processing platforms. The intelligence 
components 116 can furthermore be implemented as local 
ized versions or counterparts of algorithms carried out or 
governed remotely by central servers or cloud-based systems, 
such as by virtue of running a Java virtual machine (JV M) that 
executes instructions provided from a cloud server using 
Asynchronous Javascript and XML (AJAX) or similar proto 
cols. By way of example, intelligence components 116 can be 
intelligence components 116 con?gured to detect when a 
location (e.g., a house or room) is occupied, up to and includ 
ing whether it is occupied by a speci?c person or is occupied 
by a speci?c number of people (e.g., relative to one or more 
thresholds). Such detection can occur, e.g., by analyZing 
microphone signals, detecting user movements (e.g., in front 
of a device), detecting openings and closings of doors or 
garage doors, detecting wireless signals, detecting an IP 
address of a received signal, or detecting operation of one or 
more devices within a time window. Intelligence components 
116 may include image-recognition technology to identify 
particular occupants or objects. 

In some instances, intelligence components 116 can be 
con?gured to predict desirable settings and/ or to implement 
those settings. For example, based on the presence detection, 
intelligence components 116 can adjust device settings to, 
e.g., conserve power when nobody is home or in a particular 
room or to accord with user preferences (e.g., general at 
home preferences or user-speci?c preferences). As another 
example, based on the detection of a particularperson, animal 
or object (e.g., a child, pet or lost object), intelligence com 
ponents 116 can initiate an audio or visual indicator of where 
the person, animal or object is or can initiate an alarm or 
security feature if an unrecognized person is detected under 
certain conditions (e.g., at night or when lights are out).As yet 
another example, intelligence components 116 can detect 
hourly, weekly or even seasonal trends in user settings and 
adjust settings accordingly. For example, intelligence com 
ponents 116 can detect that a particular device is turned on 
every week day at 6:30 am, or that a device setting is gradually 
adjusted from a high setting to lower settings over the last 
three hours. Intelligence components 116 can then predict 
that the device is to be turned on every week day at 6:30 am or 
that the setting should continue to gradually lower its setting 
over a longer time period. 

In some instances, devices can interact with each other 
such that events detected by a ?rst device in?uences actions of 
a second device. For example, a ?rst device can detect that a 
user has pulled into a garage (e. g., by detecting motion in the 
garage, detecting a change in light in the garage or detecting 
opening of the garage door). The ?rst device can transmit this 
information to a second device, such that the second device 
can, e. g., adjust a home temperature setting, a light setting, a 
music setting, and/or a security-alarm setting. As another 
example, a ?rst device can detect a user approaching a front 
door (e. g., by detecting motion or sudden light-pattem 
changes). The ?rst device can, e.g., cause a general audio or 
visual signal to be presented (e.g., such as sounding of a 
doorbell) or cause a location-speci?c audio or visual signal to 
be presented (e.g., to announce the visitor’ s presence within a 
room that a user is occupying). 

FIG. 2 illustrates an example of a smart home environment 
within which one or more of the devices, methods, systems, 
services, and/or computer program products described fur 
ther herein can be applicable. The depicted smart home envi 
ronment includes a structure 250, which can include, e.g., a 
house, of?ce building, garage, or mobile home. It will be 




























