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1.0 Introduction :

SpearMail is a Mail Server that allows Organisations to set up a messaging system in their
Organisations.

The messaging system will ensure that

v' Every user has a separate and private e-mail address

v' Users can send and receive e-mail right from their desktop, without dialling out each time

v' Users can send mail within the Organisation as well as to the external world.

SpearMail also has a host of features, which enables Organisations to set up a powerful and cost
effective mailing system in their organisations.

Note:

SpearMail is not an e-mail client. This means user cannot read and write mail-using SpearMail. Users
need to use any standard e-mail client like Microsoft Outlook, Outlook Express, Netscape, Eudora to
read and write mail.

SpearMalil is a post office for Internet mail clients. Mails sent by the users will be collected by SpearMail
and sent out as and when it is scheduled to automatically dial out. SpearMail will also receive the mail
addressed to your organisation, store in its database and pass it on to the clients as and when there is
arequest.

2.0 Requirements:

Operating System
=  Windows® 98SE + MSIE 6 + PWS

=  Windows NT® 4.0 SP5 + MSIE 6
=  Windows® 2000 + MSIE 6 +1IS 5.0
=  Windows® XP + MSIE 6 + IS 5.1
=  Windows® Server 2003 + MSIE 6 + IIS 6.0
=  Windows® Vista+ MSIE7 +11IS 7.0
CPU
=  Pentium Il 500 Mhz and Above
Memory

=  Windows® 98SE and Windows ME — 256 MB of RAM
=  Windows NT® 4.0 SP5 + MSIE 5 - 512 MB of RAM

=  Windows 2000 and Windows XP - 512 MB of RAM

=  Windows Server 2003 - 512 MB of RAM

=  Windows Vista - 1 GB of RAM

Additional Notes and Requirements

=  You must have a properly operating TCP/IP network in order to use SpearMail 6.0.

=  Microsoft Internet Explorer 6.0 or later is required to use all features.
= Internet Connection - If SpearMail is used to send and receive Internet mail then you must have Internet
Connectivity via Dial-up or Cable/DSL or Leased Line.

= SMTP/POPS3 clients : MS Outlook, MS Outlook Express, Netscape. Many e-mail clients like Outlook
Express and Eudora are available free of cost. The help manual of SpearMail provides step by step
instructions on how to ensure that your e-mail clients can be configured to talk to SpearMail.

The Anti-virus Plug-in provides 1 year of anti-virus updates from the date of registration
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3.0 Features

SpearMalil is a feature rich Mail Server. In addition to providing both Internet and Intranet messaging
system, it can perform various other functions that will increase the productivity in your organisation.
Here are some of the important features

3.01 Privacy
SpearMail permits users to password protect their mailboxes. All incoming and outgoing messages are
stored in individual Mailboxes.

3.02 True Multiple Domains Support:

Organisation using more than one domain name within the same LAN (for example — spearheadtech.com,
spearmail.com, SpearMail.co.in etc), can use a single license of SpearMail to send and receive mails from all
accounts simultaneously.

That means you can use multiple default account of different domains.

3.03 User Level Domain Mapping :

You can have all users in all domains or you can have certain user in certain domains.

3.04 Multiple Type Connectivity Support

SpearMail work with any type of connectivity but many companies still have dial-up connection. SpearMail is
equipped to work using Dial up accounts too. SpearMail will also work efficiently in scenarios where ISPs provide
dynamic IP addresses. Thus, SpearMail is designed to save you money and provide best messaging solution for
your Organisation.

SpearMail also comes complete with its own dialer that can be scheduled to connect to your ISP at pre-determined
intervals and process e-mail collection and delivery. Each time SpearMail dials it processes e-mail for all users at
one go.

3.05 Alternate SMTP Server :

Now you can also send mails using alternate SMTP Server if Primary SMTP server fails. Means if your primary
SMTP server fails to connect after certain tries then SpearMail will send mails using secondary SMTP Server. Even
if Secondary server fails to connect in certain tries then SpearMail will try to send the mails using direct delivery
(MX Resolution).

3.06 External mail integration

SpearMail can collect e-mail from any number of mailboxes for each user. For example if you have a personal e-
mail account apart from your company account, SpearMail can be configured to download messages from your
personal e-mail account also.

3.07 Spam Filter

Unsolicited email or Spam mail is a serious threat that is being faced by all e-mail users. SpearMail is capable of
blocking much of this nuisance with its Spam filters. SpearMail can block mail from e-mail addresses that you
specify (Example: spammer@spammer.com)and also block all mail originating from a specific domain To
configure SpearMail mail filter, select tools in the main menu and then Spam filters.

Now admin can specify user wise Spam List. Any mail recd from those senders will be stored in spam older.
Receiver as well as SpearMail admin will get alert message for same.

Admin can create the Global Spam List. Whenever new user gets added into SpearMail (after creating Global
Spam List) then in that user properties default Spam list will be loaded automatically. Each user/domain can have
different Spam list.

3.08 Recipient Block List :

Now admin can specify user wise recipient block list. Any mail sent to blocked recipient will be store in blocked
folder. Sender as well as SpearMail admin will get alert message for same.

Admin can create the global Blocked List. Whenever new user gets added into SpearMail (after creating global
blocked list) then in that user properties default blocked list will be loaded automatically. Each user/domain can
have different blocked list. This feature is useful for the clients who has got multiple office and need to
communicate with the head office or regional office or to certain clients only
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3.09 Outgoing Mail Filter

Outgoing Mail Filtering in SpearMail works in two ways. Administrator could either list all the Domains or Email
Addresses to which it wants to allow users to send mails; or the Administrator could prevent users from sending
mails to listed domains or email addresses.

Adding values to the list and other properties are similar to Spam (apart from the fact that, in the case of outgoing
mails all the blocked mails are moved to the Blocked Folder and in the case of Spam, mails are moved to the
Spam Folder)

3.10 Content Filtering:

SpearMail Mail Server has a very powerful and intuitive content filter tool.

Admin can specify user wise Content Filter List. Any mail recd having objectionable keywords in subject or in body
of the message will be stored in from those senders can be stored in Spam folder or deleted directly. Receiver as
well as SpearMail admin will get alert message for same.

Admin can create the Content Filter List. Whenever new user gets added into SpearMail (after creating Global
Content Filter List) then in that user properties default Content Filter list will be loaded automatically. Each
user/domain can have different Content Filter list.

3.11 Attachment Filtering :

You can add attachment name which you want to block. Example *.exe or your_msg.exe. This option only can be
setup at server level. This will act as first level of protection from viruses.

3.12 IMAP Alc Integration:

Now SpearMail support IMAP Protocol also. Mobile users whose is accessing WebMail account all the time but
when they come to office they want just view what are the messages in his inbox without downloading messages.
They can view just the heading and the sender of the mail and then decide whether to download the mail. He can
also create and manipulate folders or mailboxes on the server, delete messages etc.

Actually it is not True IMAP but it is a proxy IMAP. You can download mails of IMAP A/c and will synchronies all the
folders. SpearMail will not have any control on this accounts like message size, content filtering, Spam Filtering
feature or Antivirus scanning will not be available for this accounts.

3.13 Backup /Restore :

Now we have added very useful backup feature for taking configuration and full backup. There is a separate
application, which will be running in system tray. You can schedule it for taking configuration backup or full data
backup daily so that in case SpearMail crashes you will be able recover the data. This will save lot of time
reconfiguration of SpearMail and you will be able to restore data from last backup

3.14 Groups:

A Group is a special user that has one or more users listed as members under it. All mails received by the Group
are forwarded to its members. This is very useful as it enables you to create accounts with department name (like
sales@yourcompany.com). SpearMail can then redirect mail received at sales@yourcompany.com to your sales
manager. Group member can be local user or remote user also.

3.15 Auto Forward.

Auto forward facility allows mail addressed to one user (incoming mail) to be sent to another user or account.
Forward accounts are particularly useful for people at remote sites, or who may be travelling or are on vacation.

Earlier SpearMail use to forward copy of mail to forward address and mail use to remain in original mailbox. But
now you can forward mails to without keeping mails in local account.

3.16 Auto-responders

SpearMail can automatically reply to mail received at certain addresses. For example, you can set SpearMail to
automatically reply with a thank you note whenever a customer sends a mail to enquiry@yourcompany.com.

Also it is possible to attach any type of file while sending auto reply. For example, you can set SpearMail to
automatically reply with a product details and brochure whenever a customer sends a mail to
productdetails@yourcompany.com.

© Spearhead Infotech Systems Pvt. Ltd. Page 4 of 72



Spearhead Infotech Systems Pvt. Ltd.

Now you can setup auto response along with the attachment. Assume that you want that if some one sends
message productinfo@yourdomain.com, you want to send autresponder along with brochure which is there in
word Format. Now it is possible with SpearMail Ver. 6.0

3.17 Limit Access rights of users

You can bar certain users from using Internet mail completely or limit the size of message a user can download or
upload.
By default, all users have access to Internet mail and no restriction of size is imposed

3.18 Internet Mail Access Rights :

In earlier SpearMail admin can restrict user to send and receive Internet mails but now you can allow user only to
send or only to receive Internet mails.

3.19 Maximum recipient Per Mail:

Now days many of the ISP’s does not allow to send mails to multiple recipient in single mails due to Spamming
Problem. Assume that your ISP has specified maximum no of recipients 25 then in SpearMail you can specify
Maximum no of recipients. If user has sent mail to more than 25 users then SpearMail will send messages to only
25 users and will send alert messages to sender saying that it has not sent message to remaining users. But again
SpearMail will try to send mails to remaining recipients.

3.20 Batch Downloading :

Earlier SpearMail can download mails in batches based on batch size i.e. In MB, but now you can specify

3.21 Domain Level Signature :

Organisation having group companies sitting in same place but have different domains for each group companies
then you can put different signature for each domain. It is not necessary force all users to use domain-wide
signature it can be disabled for certain users.

3.22 Receive Small Message First :

Earlier SpearMail (Ver 5.3) use to just receives smaller message, but now SpearMail Ver. 6.0 will send smaller
message first also. Now SpearMail can override priority to send smaller mails but it is optional.

3.23 Send Small Message First :

Earlier SpearMail (Ver 5.3) use to just receives smaller message, but now SpearMail Ver. 6.0 will send smaller
message first also. Now SpearMail can override priority to send smaller mails but it is optional.

3.24 Mailbox Quota :

Now you can set quota for each user. In case user has quota of 1,00,000 KB and if there is no space to store new
mails then SpearMail will send Alert Message to SpearMail admin saying that particular user has exceed the quota
and that mail will be pushed to Spam Folder. Later on once admin increase quota to that user he can push that
mail to user inbox.

3.25 Download/Upload Retries:

In SpearMail now you can specify the no of attempts to be made for connecting pop3/smtp server. It is possible
that pop3 server might be down for few seconds so at next retry SpearMail will try to connect to pop3 server. Even
if when SpearMail is not able to connect to SMTP server in first attempt then it will try to connect at next retry.

If SpearMail is not able to connect to pop3/SMTP server it will send alert message to SpearMail Admin.
3.26 Mobile Users :

Now user can maintain same email address in SpearMail as well as on Internet. They do not need to maintain 2
account one for internal and one for external.

User has to just select status “1 am Away” if he is travelling so that any local mail sent to him will be routed to
another specified account. If user do not want to download copy of his mails then he can disable to external
account, so that SpearMail will not download the mails. These changes can be done thru Main Interface of
SpearMail or user can make the changes thru web mail access.
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3.27 Multiple Admin:

Now you can have multiple admin in SpearMail. If boss and admin both want to have a control of SpearMail then it
is possible. Admin can give rights to another user to act as a admin, but that user can't give admin rights to another
user. This will be useful when admin is not present and you want to make the changes in SpearMail.

3.28 Alerts Messages:

In earlier SpearMail you have to check console all the time to check whether SpearMail is sending/ receiving the
mail. You never come to know whether there is a problem with connecting to your SMTP or pop3 server or
because of some invalid email address or size restriction SpearMail is not able to send the message.

Now SpearMail Ver. 6.0 will send alert message to admin if it is not able to connect to pop3 server.

SpearMail Also give alert message if message is not sent because of any other reason. Example Virus found, max
no of recipient, Spam Mail recd , attachment blocking.

3.29 Leave Copy for No of days:

In earlier SpearMail you just leave messages on pop3 server forever, but now you have a option for to select for
how many days you want to keep the mails on pop3 server.

3.30. SMTP Server Validations :

1. If mail is sent to Remote ID of same domain and if SMTP server is checking for the recipient on the fly
whether user is exist on the server or not and rejecting that mail then SpearMail will try to send messages
to next recipients.

2. If message is sent with invalid attachment, which blocked on the remote server or on Firewall then in that
case remote server terminate SMTP session. In that case SpearMail will send the next mail and will send
alert message to sender that message could not be sent because remote server has rejected your
message because of invalid attachment send by you with all header information..

3. If message of large size is sent more than allowed size on SMTP server to remote ID then normally
remote server terminate SMTP session. In that case SpearMail will send the next mail and send alert
message to sender that message could not be sent because remote server has rejected your message
because of Maximum message size than allowed with all header information.

If message is sent to multiple recipients in single mail more than allowed size on SMTP server to remote

ID’s then normally remote server terminate SMTP session. In that case SpearMail will send messages to
allowed no of recipients and will send alert message to sender that message could not be sent to so and

SO recipients because remote server has rejected your message because you have sent mails to max no
of recipients in single mail. But again SpearMail will send

3.31 . POP3 Server Alerts :

1. Many time User changes their pop3 password and forget to change the password in SMTP Authentication
Tab then in that case SpearMail will send alter messages to Admin saying your mails are not going
because of SMTP Authentication is failed.

2.  Many time user changes is password on WebMail and then forget to change the password in external
account them SpearMail will send the alert message to admin/user saying your mails are not getting
downloaded because of pop3 password is invalid.

3. Now SpearMail can send alert message to receiver as well as admin if Spam Mail is detected and Moved
to Spam Folder. Later on Admin can move that message from Spam Folder to user inbox. Same Alert
system is followed for content filtering, Outgoing Mail Filtering, Attachment Filtering
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Additional Plug-inn’s

1. Web Access

Remote Web Administration :

SpearMail WebMail Service supports remote administration options for mail administrators. The Remote GUl is a
user-interface that interacts with Mail Server over the network while providing a familiar interface to enact changes
and updates to SpearMail MailServer from a computer other than the server itself. The Web Administration utility
gives an administrator complete control of the mail server through a any standard web browser connection
remotely (Anywhere* in LAN as well as Anywhere in world**)

* WebMail Service is not a part of the Mail Server module, you need to buy Web server module separately
** |f you want to access SpearMail remotely outside your LAN then you should have Static IP Address from your
ISP

WebMail :

The SpearMail Web-Mail Client combined with the SpearMail Gold Edition a powerful combination for accessing
mail remotely (Anywhere* in LAN as well as Anywhere in world**)

Web-Mail Client allows you to access your email, address books through a any standard web browser connection
remotely (Anywhere* in LAN as well as Anywhere in world**). Web-Mail Client makes it possible for you to access
your email using your favorite web browser rather than from a workstation dependent email client. This tool is
perfect for mobile staff and users who do not have a dedicated machine from which to access their email. Web-
Mail Client is equipped with a complete suite of email client features: send and receive email, manage your email in
multiple personal folders, Manage you display interface, Manage your account settings, manage address book.

* WebMail Service is not a part of the Mail Server module, you need to buy Web server module separately
** |f you want to access SpearMail remotely outside your LAN then you should have Static IP Address from your
ISP

WebMail Rights :

Web Mail will be available to certain users only, admin can gives right to the user to check their mails thru
WebMail.

2. Antivirus Protection :

Now we have integrated Quick Heal™ Antivirus as a plug-in. It will not be part of Mail server you need to buy it
separately. Antivirus can be scheduled to download updates, once it download updates it will send alert message
to sender saying it has updated Antivirus Definition successfully. You need to subscribe for a period of 1 year so
that you can get the updates for a year.

Now we have integrated Quick Heal™ Antivirus as a plug-in. It will not be part of Mail server you need to buy it
separately. Antivirus can be scheduled to download updates, once it download updates it will send alert message
to sender saying it has updated Antivirus Definition successfully. You need to subscribe for
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4.0 Working Principle of SpearMail

This POP account has to he hosted in Mail to
a service provider's server like bettyi@adecwiarks. com
Spearhead’s server in US of A g—
One Mailbox (POP Account) recieves all the mail
addressed to your Organisation
hanl to
atchie@videoworks. com
Darmain Mame —eeee

SAdeoworks. com

Modem

Speartail will periodically dial out on its own, retrieve all the mail and sort it ta
Users Mailboxes (if mail retrieved is addressed to archie@videoworks.com,
then Spearbdail will store in its database in space earmarked for Archie and so
on)

Spearhdall machine
inyour Metwprk

-

= =
Aachie's Computer with Outlook installed Betty's Computer with Eudaora installed

Archie needs to just click on "Send and Recieve” button on his e-mail client from his computer. SpeariMail will
pass on the message to him.

Similarly, when Archie sends an external mail, SpeariMail will collect the Mail and route it thru’ the Internet
when it dials out next time.

However, if Archie sends a Mail to his colleague Betty, then Speartail will not use the Internet, but will route
the mail using the network itself

Figure 1 : Working Principle of SpearMail

Working principle of SpearMail can be best explained by an example.

Videoworks is an organisation that has domain name registered as videoworks.com and has an e-mail box
mail@videoworks.com. Videoworks have three employees - Archie, Reggie and Betty and they would like to
provide separate e-mail addresses to all the three employees using the single mailbox.

The e-mail addresses need to be archie@videoworks.com, reggie@videoworks.com and betty@videoworks.com
(The e-mail address "archie@videoworks.com" consists of two parts - archie, the Username or userlD and
videoworks.com, the domain name)

To do this, the organisation needs to arrange with their ISP such that all mails addressed to videoworks.com is
forwarded to their mailbox account - mail@videoworks.com irrespective of the username. This forwarding is called
Aliasing. Implementing this is simple.

Once this is done, SpearMail can be installed effortlessly. SpearMail will then log into the single e-mail account
mail@videoworks.com retrieve the mail and sort them according to the username and stores them in appropriate
locations in the SpearMail database.

SpearMail does following checks before delivering mail to user :

9,
o

Antivirus Plug-in (If purchased) checks for the Virus.
Checks for Internet Mail Rights to user.

Checks for Size restriction of user.

Checks for Spam Domain or Email address in header.
Checks for the attachment inside email.

Checks for objectionable content in email

0,
o

X3

o

AR
DX

X3

o

When the user logs in using his favourite e-mail client and decides to retrieve the mail, SpearMail passes on the
appropriate mail from its database to him immediately. Similarly when the user composes a new mail using his
favourite e-mail client and clicks the Send button, SpearMail collects the mail and stores then in the database. If
the message is meant for the external world then SpearMail collects all such mail and sends them across to the
Internet whenever the built-in dialer of SpearMail dials out. If it is a local mail then the mail is transferred
immediately so that the recipient can read the mail instantly.
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SpearMail can still be used by Videoworks even if they did not have the domain name "videoworks.com”
registered. However, in this case the e-mail addresses of the employees will be of the form -
vworks@bomz2.vsnl.net.in(archie) i.e. the normal email address followed by the user's name in brackets. This is not
recommended as this facility is provided not by using the process like aliasing but by using the naming conventions
of e-mail. The brackets appearing after the e-mail address is referred as comments. This feature of comment is
used by SpearMail to distinguish mail to various users. It could so happen that some servers along the way may
delete the comment or modify to such an extent that it may not be readable by any e-mail client.

Note that even in these circumstances, SpearMail ensures that mail will not be lost but will be delivered to the
admin account.

5.0 Deployment planning

Deployment planning in SpearMail mainly consists of :

1. Collecting Information from your ISP
2. Assessing the needs of your Organisation and the users of SpearMail.

Information gathered while assessing will be useful in configuring SpearMail
Information from Internet Service Provider (ISP)

Ensure that you have

1. Domain SMTP server name Or IP address

2. Domain POP3 server name Or IP address

3. Login name of the POP account

4. Password of POP3 Account

5. Dial up access number if you are using the dial-up connection
These details are required while configuring SpearMail.
Assessment of Needs:

1. List of all users who need to be part of SpearMail system.

2. Determine whether some users need to have access to only to internal mail.

For conserving bandwidth, some users might not be provided with access to Internet mail. They will be part of
SpearMail mailing system only to send and receive local (Internal) mail.

3. Check with users whether they have separate mailboxes (POP accounts), which need to be integrated.

If the users in your company have personal e-mail account apart from your company account, SpearMail can be
configured to download messages from their personal e-mail account also.

4. Check with the users whether the mails they receive need to be forwarded to another e-mail account.

Many of the Users prefer to forward their mail to other accounts like Hotmail to enable them to read their mail even
when they are not physically present in the Organisation. In some cases due to certain Organisation policies, malil
of certain users might need to be forwarded to their managers.

5. Determine whether you need backup emails of particular accounts to different account.

By doing this admin can have track of all emails sent or received by those particulars users

6. Determine whether you need to limit the size of mail that certain users can send or/and receive

For conserving bandwidth, Administrator might decide to limit the size of messages certain users can send and
receive. Note, by default SpearMail does not impose any restriction on size of the mail users can send and receive.

7. Groups

Most organisations prefer to create special accounts called " Group Accounts”. Typical example would be a group
account called sales@yourcompany.com. Mail addressed to this addressee could be forwarded to one or more
salespersons in your company. Determine the number of such accounts that need to be created and users who will
be assigned to such accounts.

8. Auto Responders
Many users might like to utilise the Auto Responder feature. For example, if you create a separate group account

called recruit@yourcompany.com then you can ensure that whenever anybody sends a mail to the Recruit
Account, SpearMail responds with a mail thanking the sender. Determine such accounts that need to be created.
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6.0 Four checks before installing SpearMail™ and set up e-mail
Messaging System.

Ensure that following are installed on the machine in which SpearMail will be installed :
v/ Dial Up Networking Installed.
v' TCPI/IP installed and configured.
v Latest Service Packs of Operating Systems installed.

v" Antirust must be installed with latest definition files

DO NOT install SpearMail™, if any of the above (esp. if TCP/IP is not present)
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7.0 Using SpearMail Configuration Wizard

The following document provides further details on SpearMail Configuration Wizard. The first task after installing
SpearMail will be to configure SpearMail. Please note that apart from this document SpearMail comes built with a

context sensitive Help file.

Step 1 : Mail Service Type

If you have a registered domain name, select the first option and enter the domain name.

Case 1: Select “ | have aregistered Internet Domain name”
If Your Organisation has the Domain name registered enter the Domain Name

Domain Configuration Wizard

Mail Service Type
Select the scenario that best explains your corfiguration.

(#) 1 have a registered Internet Domain Name.

Intemet Domain Mame :  |spearreadtech.com

Each user's personal email address will be of the type usemame @domainname,
where ‘usemame’is the speamail user name and ‘domainname’is the name

entered above.

() 1 do not have a registered Intemet Domain Name. | am using
the e-mail account provided to me by my ISP.

g

Cancel

Fig 2 : Mail Service Type - “ | have a registered Internet Domain name”

Domain name is a unique name that identifies an Organisation across the net.

Domain name is registered by an International Organisation called InterNIC

Spearhead can assist you in registering your Domain Name. Example www.spearheadtech.com
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Case 2: Select “ I Do not have a registered domain name”

If your organization does not have a registered domain name, but intends to provide multiple users
individual e-mail addresses out of a single mail account obtained while signing up with the ISP then select
the second option and enter the name of the local domain.

Domain Configuration Wizard (videoworks.com)

Mail Service Type
Select the scenario that best explains your configuration .

() | have a registered Intemet Domain Name.

{(*) | de not have a registered Intemet Domain Mame. | am using
the e-mail account provided to me by my ISP.

Email Address : |~.-'i|:|eu:|'-'~'u:|rks @vsnl.com |

Local Domain Mame |Videnwnrks.-:|:|m| |

Each user's intemet email address will be the above address followed by his/her
speamail user name in brackets. Example: videoworks @vsnl comijack).

Fig 3: Mail Service Type - “ | Do not have a registered domain name”
Example: The e-mail account obtained by Videoworks when they signed up with their ISP is vworks@vsnl.com

Now from this single account they can provide individual e-mail address to their employees Archie, Reggie and
Betty using SpearMail.

E-mail address of Archie will then be vworks@vsnl.com(archie) and so on
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Step 2 : Incoming Mail Server

Domain Configuration Wizard (spearheadtech.com)

Incoming Mail Server
Please refere to the document provided by your ISP to obtain the information below.

POP Server Name : |mail.spear|'|eadtech.cu:um | Example : mail videowarks com
POP Login Mame : |spearheadteu:h@spearheadteu:h.u:nm |
Password : wusl | POP Pott No. :

POP Settings

[] Leave a copy of mail on server for |:| days.

{(*) Delete mails from server after downloading mails.

KBs.

il

(") Delete mails from server after downloading

Download small mails first . Send POP connection emar message to administrator.

Mumber of times the Server should tre to contact POP Server :
Do not download mails with size greater than 20000| KBsand mail server.

Motify Administrator. Motify User.
[] Delete all the mails which are left on server due to size restriction after I:I days.

Previous ][ Mest ]

Fig 4 : Incoming Mail Server
Case 1: Organisation has a registered Domain name

POP3 Server Name :

This name will be provided by either Spearhead Infotech Systems or their service provider (person who got their
domain name registered) e.g. mail.spearheadtech.com

POP3 Login name and Password

This name will be provided by either Spearhead Infotech Systems or their service provider (person who got their
domain name registered) e.g. mail@spearheadtech.com

Case 2 : Organisation does not have the Domain name

POP3 Server Name :
The POP3 server name will be the name as provided by the ISP at the time of activating the account.

POP3 Login name and Password
The POP3 login name and password will be the name as provided by the ISP at the time of activating the account.
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Leave Copy On server:

By default, Spearmail deletes mails from the mail-server once the mails have been downloaded.
(Note: Mails are deleted only after downloading all the new mails in the current session.

For example, if there are 100 new mails in the inbox, during the current connection, the mails are
deleted only after downloading all the 100 mails. If the connection is terminated after downloading 99
mails, those 99 mails will not be deleted from the mail-server and these mails would be deleted only
the next time. Note that, these 99 mails will not be re-downloaded)

This feature is represented by the set of properties shown below:

[T Leawve a copy of mail on server for l 0 daps.
{* Delete mails from server after downloading l 0 mails,
™ Delete mails from server after downloading l 0 KBs

If you want to periodically delete mails, while downloading, in the first radio button property (Delete
mails from server after downloading 0 mails) give a non-zero value (0 represents 'all the mails’)

If you want to delete mails based on downloaded data size, then select the second radio button
property (Delete mails from server after downloading 0 kbs), give a non-zero value.

For example, if you give 100kbs as value in this property, Spearmail will download 100kbs of data and
then delete all the mails represented by this 100kbs of data.

If you do not want to delete mails from the mail-server, to preserve it for future use, select the check
box (Leave a copy of mail on server for 0 days). In this case, mails will not deleted for the mentioned
days. All the mails older than the set value (in days) will be deleted from mail-server.

v Download small mails first. o )
Check the property if you want to download small mails prior to downloading larger

mails.

Many times while trying to connect to mail-server, it will return error (there are many reasons for this).
If you want to inform your administrator about all such errors, select the property.

v Send POP connection errar message to administratar.

Spearmail could retry to connect to your POP server, in case of error; you could mention such number of retries,
Spearmail should attempt, by using the property:

Murmber of times the Server should try to contact POP Server l 10

You could restrict the size of mail which could be downloaded by Spearmail, to save bandwidth. All the mails which
are not downloaded due to size restriction could be set to be either deleted from the mail-server or to be left as it is.
For every such restricted mail, administrator or the intended user could be informed by alert, by selecting ‘Notify
Administrator' and/or ‘Notify User' properties.

v Do not download mails with size greater than | 20000 KBs and ILeave an V! il zerver.

v Matify Administratar [ Matify Uszer.

In the above property, if mails above certain size are set to be left on server, all such mails could be
deleted after a certain number of days. And after such an action, administrator could be informed of the action.

[T Delete all the mails which are left on sereer due ta size restriction after I daps.
[ | Hotity Administratar
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Step 3 : Outgoing Server Name

The server name will be same in both cases i.e. even if the Organisation has a domain name registered or if they
do not have domain name registered

Enter the name of your primary SMTP server, using which all the outgoing mails are to be sent out.

Domain Configuration Wizard (spearheadtech.com)

Outgoing Mail Server
How do you want to send your mails to the intemet 7

Activate Primary SMTP : |mail.spear|'|eadtec:h.c:n:-m | Advanced. .

[] Activate Secondary SMTP : | | Advanced...
[] Activate Direct Sending ;

SMTP Settings

Do not upload mails greater than 20000, KBs.

Motify Administrator. Motify User.
Upload small mails fist.  Maximum Recipients :
Send SMTF connection emor message to administrator.

Mumber of times the Server should try to contact SMTF Server :

Send alert message to sender for undeliverable recipients on eveny tries.
Delete mail from spooler after Ijl tries.

Brevious ][ Mend H Finish

Case 1: Organisation has aregistered Domain name

SMTP Server Name :
This name will be provided by either Spearhead Infotech Systems or their service provider (person who got their
domain name registered) e.g. mail.spearheadtech.com

Case 2 : Organisation does not have the Domain name

Primary SMTP Server Name :
The SMTP server name will be the name as provided by the ISP at the time of activating the account.

e.g. smtp.vsnl.com

SMTP Authentication:

If your primary SMTP requires authentication to connect, then click on button

corresponding to primary SMTP.

Select the property 'SMTP server needs authentication' and select one the following authentication
mechanism:

1. Use APOP/POP before SMTP method.

2. Use Login details entered here.
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Select the first option if SMTP server requires APOP (POP before SMTP) kind of authentication.
Select the second option, if your SMTP requires 'Auth Login'.

In the case of 'Auth Login', SMTP server needs Login Name and Password to connect. If this information is same
as POP information, then you need not do anything, because those values are automatically filled in for you. But if
the Auth-Login information is different than that of POP, then enter those values manually.

SMTP Part Mo, | 25

—v¥ SMTP server needs authentication.

" Use APOP/POF before SMTP method.

* Uze logit details entered here,

SMTF login name |mai|@spealheadtech.con“

SMTP Pazzword : |"

Retype Password |"

Apply | LCancel

. Appl . .
And click on i to apply the settings and return back to previous screen.

You might wish to provide Secondary SMTP information, to send mails, if your primary SMTP server
fails. In this case, select the property and continue as in the case of primary SMTP.

Activate Secondary SMTP ;| mail2 spearheadbiz.com|

You could also set SpearMail to send your mails directly to the recipient by using Direct Delivery.
This kind of delivery is not recommended because your server would be black-listed very soon and then you will
not be able to send mails.

If you want to send mails using Direct Delivery, select the property

and click on

By default, SpearMail is set to detect DNS server automatically. But if you wish to change
this property, select the second option (Use the following DNS server) and manually add
DNS server(s). You could set the preference order for all such DNS servers using the arrow buttons.

Advanced SMTP settings J

— DH5 Settings

{ Detect DNS Server automatically.
i+ Uz the following DMNS Server

dhiz. wzh.mum. co.in

Add Remave

Apply | LCancel |
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If you want to restrict the size of the mails which could be uploaded, then select the below shown option and enter
a non-zero value.

You could also notify administrator and user about any mails restricted because of this property.

v Do not upload mails greater than | 20000 EEs

v Motify Administratar v Matify User.

You could set Spearmail to upload smaller mails first.
[+ Upload small mails first.

You could restrict the maximum number of recipients in a single mail.

b aximum Receipients ; I 25

SpearMail could send alert messages to sender if any of his mails are undelivered due to any reasons.

v Send alert meszage to sender on undeliverable receipients.

Many times while trying to connect to mail-server, it will return error (there are many reasons for this).
If you want to inform your administrator about all such errors, select the following property

¥ SendSMTP connection emar message bo administratar,

SpearMail could retry to connect to your SMTP server, in case of error; you could mention such number
of retries, Spearmail should attempt, by using the property:

Murmber of times the Server should try to contact SMTP Server | 10

If SpearMail, due to any reason is not able to send mail(s), will keep all such mails in a repository known as spooler
and try to send the mail(s) during next connection. It will send the Alert message after certain attempts to sender
saying that message could not be delivered, so that sender will come to know that message has not been delivered
yet.

Send alert message to sender for undeliverable recipients on every 5| tries.

The maximum number of attempts, SpearMail should try, to send a mail is denoted by the following property. After
this maximum no of attempts SpearMail will delete from Queue and alert message will be sent to sender that
message has been deleted.

Delete mail from spooler after 10| tries.

Note that, SMTP connection error would not result in increment of tried value for a particular mail.
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Step 4 : Spam Filtering

Junk mails or Spams could be recognized by Spearmail and necessary steps could be taken so that
a User's inbox is not cluster with such mails.

There are two ways to do this, you could either enter all the domains and/or addresses, mails from which
you want to block or you could enter all the domains and/or addresses, only from which you want
to accept mails.This is explained in User's Spam screen.

Domain Configuration Wizard (spearheadtech.com)

Spam Filtering

SpearMail allows you to block unsolicited e-mails(Spam). Such Messages will be deleted from the remote
server without being downloaded (f ‘Download Spam Mails to Spam Folder’ is not selected). Enterthe
domain names or addregses from whom you do not want to receive e-mails.

Enter Domain Mames : (e.g. physics.com) Enter Email Addresses : |e.g. isaac@physics.com)
Domain Address
*

Download Spam Mails to Spam Folder.
Motify Administratar. Motify User. [ Impart ] [ Export ]

(erevious | [ et ] [ Frisn ]

There are two ways to populate the list. Either you could manually add the list. Or you could import
all the values from a text file.

To manually add values, enter domain (or account) name and click on e

Enter Domain Mame : [e.g. physicz.com]
123.com

Add | Edt | Remove |

If you want to make changes to existing values, select the value from the list. The selected value

will be shown in the top text box, make changes and click on Edi

N . . Remove
If you want to remove a value from the list, just select it and click on 4|
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Enter Domain Mame : [e.q. phyzsics.com)
I'I 23.com

Add Edit Rermove

The second way to add values to the list is to import the values.

. . Impart
To import, click on button.

The Import screen would be displayed.

Click “Edit File" and follow instructions init, The text editor
Haotepad should be present on pour system.

After editing, cloze the test file and click on “lmport™.

Impaort

[ Clear existing vwalues Cloze |

To import values, the values has to already be in a file. In our case, the file is a plain text file.

Click on L i to open the text file.

P spamiList - Notepad B i o ] |
File Edit Format Wiew Help

ﬁ Ldd list of spam domains and addresses to 3pearMail Gold Edition. (Version 6.0). :J
# Lines beginning with "#" are treated as comments and are ignored.

# Exawmples:

§f SR

# physics.com
# issaclphysics.com

Now, type all the values in the formats mentioned. Save the file and close it.
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B spamlList - Notepad
File Edit Format Miew Help

=10l x|

# Add list of spam domains and addresses to SpearMail Gold Edition. (Wersion 6.00).
# Lines beginning with "#" are treated as conmwents and are ignored.

# Examples:

# physics.com

# isaaclphysics.com
1230xvyez.com
$4_#Brediffmail.con

=

You would be taken back to the previous screen:

Click "Edit File" and follow instructions in it. The text editor
Motepad should be prezent on pour spstem,

After editing, close the text file and click on "Import”.

Imnport |

[~ Clear existing values Elaee |
. Irnpart ) . .
Now, click on ———_____| button, to import all the values to the corresponding Spam list.
L [T Clear existing values . .
If you want to clear existing values, select the property before importing.

Once, you have added the values to the list, the Spam screen would appear as follows:

Domain Configuration Wizard (spearheadtech.com)

Spam Filtering

SpearMail allows you to block unsalicted e-mails{Spam). Such Messages will be deleted from the remate
server without being downloaded (f "Download Spam Mails to Spam Folder'is not selected). Enter the
domain names or addresses from whom you do not want to receive e-mails.

Enter Domain Mames : (e.g. physics.com) Enter Email Addresses : (e.qg. issac@physics.com)

Diomain Address
* 123Eayz . com
& &8 H@rediffmail .com

Download Spam Mails to Spam Folder.
Motify Administrator. Motify User. [ Import ] [ Export ]

[ Previous ] [ Nee ][ fnsn |
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You could set the action to be taken, when Spearmail encounters a Spam mail.
If you want to deliver the mail to Spam folder of the user select the following option:

¥ Daownload Sparn Mails ko Spam Faolder.
v Maotify Administrator v Naotify Uzer.

For every Spam mail, moved to the Spam folder, Spearmail could notify Administrator and/or User.
Click the corresponding property for this.

If you do not check the property 'Download Spam Mails to Spam Folder’, spam mails will be
deleted forever.

You could also export the current Domain's Spam list to other domain or Users in the current domain.
Click on Export; two options would be displayed, select the one required.

Expork to Users
Export ta Domains

If you selected 'Export to Domains', a window will be shown with a list of currently defined
Domains other than current domain.

List of Domains i

Double click on the row to change the "'Ovenarite’ state.

Cramain & Account Mame I Type | yennrite |
O zpearmail.com Dramain Mo

Apply LCancel

If you want to over-write the target domains' spam list, double click on the domain name;
the column ‘Overwrite’ would change from 'No' to 'Yes' (or vica-versa), for the selected domain.
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List of Domains i

Double click on the row to change the 'Ovensrnite’ ztate,

Damain & Account Mame
(B =peamail.com

Type

Owennrite

Clomain ez

[ Select All

Apply

LCancel

Click on

Apply

Exporting to users is similar to exporting to domains

to export the list.
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Step 5 : Outgoing Mail Filter (Filtering)

Mail Filtering in Spearmail works in two ways. Administrator could either list all the Domains or Email Addresses to
which it wants to allow users to send mails; or the Administrator could prevent users from sending mails to listed
domains or email addresses.

Domain Configuration Wizard (spearheadtech.com)

Outgoing Mail Filter (Filtenng)
SpearMail allows you to send mails to selected e-mail addresses. Rest messages will be deleted from
queue (f ‘Move Filtered Mail to blocked Folder'is not selected). Enter the domain names or addresses to

which you want to send e-mails.

Enter Domain Mames : (e.g. physics.com) Enter Email Addresses : (e.g. isaac@physics.com)

Domain Address

o

yahoo .com|

Move Filter Mails to Blocked Folder.
Motify Administrator. Motify User. [ Import ] [ Expart ]

([ freviows ] [ Nee ][ Frisn ]

Adding values to the list and other properties are similar to Spam (apart from the fact that, in the case of outgoing
mails all the blocked mails are moved to the Blocked Folder and in the case of Spam, mails are moved to the

Spam Folder)
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Step 6 : Content Filtering

All the incoming mails can be thoroughly scanned by Spearmail to check for objectionable body
contents (only subject and body line will be checked).

Domain Configuration Wizard (spearheadtech.com)

Content Filtering

SpearMail allows you to block mails cortaining objectionable email cortent in body and subject line. Such
Messages will be deleted (f "Download Mail to Spam Folder' is not selected). Enter Keyword such as ‘sex’
or 'sex test’, which you want to filter.

Enter keywords for contert filtering.
Keywords Download to Spam Folder.
sex Motify Administrator.
S nude Motify User.

[ Import ][ Export ]

[Previous ] [ Nea ] [ Fmisn

Adding values to the list and other properties are similar to Spam.
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Step 7 : Attachment Filtering

All the incoming mails could be checked for objectionable attachments. If found, all such mails are

moved to Spam folder.

Administrator and User (recipient) could be notified about such a mail.

Domain Configuration Wizard (spearheadtech.com)

Attachment Filtering

filename .gif scr', which you want to block.

SpearMail allows you to black mails containing objectionable email attachments. Such Message will be
moved to spam/blocked folder. Enter name of the attachment such as ~.scr’ . ‘message zip' or

Enter Attachment Types : (e.g. bd, bmp, etc)
Attachment Type

» B
*bas

*bat

*.cmd

-

.com

-

cpl
ot

*.dmg

Incaming
Download to Spam Folder.

Motify Administrator.
Muatify Lser.

] Remave the blocked attachment
and deliver the mail to user.

Outgaing
Maotify Administrator.
Motify Lser.

Cancel

[ Previous ][ Mead H Finish

All other properties are similar to Spam.
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Step 8 : General Properties

Administrator could set domain level signature for every Domains defined. All the outgoing mails will
contain the signature if mentioned in the user properties.
Select the below option:

[~ Set signature in all outgaing mails

Select the position of the signature in the mail.

Inzert zsignature at the | Battom 'l

Top
Bottam

Enter the plain text signature in the left box.
Plain Test Signature HTHL Signature

AL spearmail. com _:l ;I

= =

Press <tab> or set the cursor to HTML signature box, the plain text signature would be converted to
HTML tags and added to HTML signature box. You could change this, if you wish.
Flain Tesxt Signature HT L Signature

A, zpEarmiail. com _ﬂ <FOMT face=fnial zize=2:<B» _ﬂ
vy, spearmail. comes /B < /FONT»

[l [l

If an account remains unaccessed for a long time, mails could accumulate and take up space. To
prevent this, you could delete mails from unaccessed accounts.

Select below shown property and enter a non-zero value for representing days.

Before mails are deleted, you can inform the administrator, about this intended action, few days in
advance.

v Purge mails from the server, if the account is not accessed for | 10 Diays.

v Motify Adminiztratar Before | 2 Days

If Spearmail forwards a mail to another account, due to any reason, it could add a tag "Fwd:" before
the actual subject of the malil, to denote that this is a forwarded mail. To enable this option, select the
property:

[~ Edit mail headers before forwarding the mail.

You could prevent users from storing very old and junk mails, by allocating a restricted amount of
Hard-Disk space to each account. Users cannot use more space than that is allotted to him.

Default Account Space ; ! 2000 KEB=

Ment

Click on to finish the configuration and confirm your settings.

Eirnizh

Click on to apply the new settings or to add the new domain to the list of Domains.
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8.0 Adding Users and Groups

You can add a User to SpearMail system one by one (through a Wizard) or you can add multiple users
(by editing a pre built text file).

Before adding multiple users through "Import" option, it is recommended to use the Wizard and add at
least one User.(so that you get familiar with all properties that can be assigned to a user)

Users
This screen lists all the users created in Spearmail (if any).
You could use this screen to create new users or to edit or delete existing users.

Feal Mame | Login Mame | |nizoming | Cutgoing | Create Mew
infa infof@spearheadtech. com Yes Yes
zypportiaizpe arheadtech. com ez e

Edit Selected

Delete Selected

Extermal POP Adc.

Groups

E wport

Irmpirt

LCloze

Create New

Click on

to open up the user creation (or editing) wizard.

Extemal POP A/

Click on to open up the screen to define new external account.

. G
Click on S

to define new groups.

. Ewport | . . .
Click on to export the current user list. Note that export will only export list of users and
not properties for each user. You would have to use 'Backup and Restore' tool to take backup of user
list, properties and mails.

Adding Users using "Import " Option

. I k . . .
Click on s |t0 import a user list to Spearmail. It would open up Import screen:

Click "Edit File'" and follow instructions in it. The text editor
Maotepad should be present on pour system,

after editing, cloge the text file and click on “lmpaort”,

[T Clearexisting values Cloze |
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Click on to edit the text file:
B userList - Notepad

File Edit Format  wiew Help

# Add list of users to 3pearMail Gold Edition. (Version 6.0} .
# Lines beginning with "#" are treated as commwents and are ignored.

# Izaac Newton, isasclphysics.com
# Bill Gates,billAmicrosoft.com

Add all the users here, in the fashion mentioned. Save the file and close it.

. I b . . .
Now, click on ﬂ to import all the users with default settings.

Adding Users using "Add User " Wizard

1. Click on Users button in the main toolbar of SpearMail.
You will be presented with a screen "User List" which is as follows :

Feal Mame | Login Hame | |ncoming | Dutgoing | Create Mew

infia infof@zpearheadtech. com
zupport@zpesrheadiach, com

Edit Selected

Delete Selected

Euternal POP &/c.

Groups

Expoit

iR

Impait

LClogze

:

The whole process of adding or editing Users are divided into various steps using this wizard.
The steps are as mentioned below:

1. User ID and Password
2. Email Settings
3. Auto Forward

4. Spam Filtering
5. Outgoing Mail Filtering
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6. Content Filtering
7. Monitoring Mails

8. Auto Reply
9. Aliases

10. Other Options

1. User ID and Password
Enter the display name (Real Name), and User ID. Select a domain from the selection. Enter a

password and confirm it.

User Configuration Wizard (support@spearheadtech.com)
R ‘“ nn User ID and Password

The User IDis the name portion of this user's e-mail address. For example if the
User 1D is ‘newton’, then the complete e-mail address of the user will be
‘newton@videoworks.com' if ‘videoworls .com’ was the domain name chosen.

Real MName : |Spearhead Support |
Example : lsaac Mewton

User ID. : |suppnrt | = |spearheadteu:h.u:nm Y|
Example : isaac@physics.com

The password authorzes this user while retrieving his ar her e-mails.

Password |uu |

Corfim : |||-| |

Previous [ Nexd H Finish

2. Email Settings
Various settings related to an user's account could be set in this step of wizard.

User Configuration Wizard (support@spearheadtech.com)

_‘11--'

Email Settings
Should this user be allowed to send and receive intemet e-mail 7

"""" Priority :

Allow Outgoing Intemet Mails.

Maximum Recipients :
Accourt Space : Ijl KEs.

Do not download mails with size greater than KBs.
Do not upload mails with size greater than KEBs.

[ ] Purge mails from server after :I days.

[ Previous H Mesd ][ FEinish
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By default, users are allowed to send and receive mails from the internet. You could disable this
feature. If you disable these properties, the user will only be able to send or receive mails to and from
local users (i.e. users defined in the SpearMail).

[+ itllows Incoming lnternet Mails

v Allow Outgoing Internet Mails.

By default all the users are given 'Medium' priority. You could set it to High or Low too.
Users with High priority will receive their mails before anyone else. Similarly, mails belonging to users
with High priority will be be send before sending mails belonging to others.

Pricrity: | Medium ;I
High

Loy

You could set the maximum recipients to which a user could send a single mail. By default, this value
is set to what is set in domain level (domain to which this user belongs).

The account space, which is set in domain level for users, is also set here. You could change this
value.

Mail size restriction (for sending and receiving), which is set in domain level, is automatically set here.
These values could also be changed.

M aximum Receipients ; I A
Account Space : I 2000 KBs.

v Do not download messages with size greater than I 20000 KB
¥ Do not uplead meszages greater than I 20000 KB

If you have set to leave mails on Spearmail server after downloading using your mail client (eg. Outlook
Express), then mails would keep on accumulating in the server. These mails could be deleted after a
certain number of days. Set this value in the following property.

[ Purge mails fram the zerver after I dayz.

3. Auto Forward
You could forward mails intended for this account to any other external or internal account.

User Configuration Wizard (support@spearheadtech.com)
Auto Forward

E-mail sent to this user can be automatically forwarded to one or more intemal or
extemal addresses.

Seftings | List of Recipients
¢ Activate Auta Forward !

Delete original mail after forwarding.

[] Disable extemal POF accounts.

& lamhere. ) | am away.

Exemal account :

Set "l am here" if you do not want to farward your mails to your extemal
account or set "'l am away™ if you want to get a copy of your mails at your
extemal account.

Previous ][ Neadt ][ Finigh
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You could activate or deactivate auto-forward property using this option.
[T Activate dubo Forward

[ Delete arigital mail after forwarding,

If you choose to activate auto-forward, you have the choice to delete the original mail, after forwarding,
or not.

Users could have external POP accounts configured. Suppose that you want to auto-forward all your
[7 chvareiute Ponnard mails to your external POP account. In this case, if you get a mail, a
copy would be send to your
[V Delete ariginal mail after forwarding.  external POP account too. If you have enabled your external POP
account, it will download mails from this account too and ultimately
you will get two copies of the same mail. To prevent this scenario, you could disable your external POP
account(s).

[T Dizable external POF accounts.

If you are on leave and want to auto-forward your mails to a specific external account, you could select
' am away' and enter an external account. Mails will be auto-forwarded to this account. You could
disable auto-forward now, so that mails will be forwarded to only this external account. This way, you
will have privacy while you are away.

% | am here. € | am away,

Esternal account ; I

In the second tab, you could mention all the accounts to which you want to auto-forward your mails.
User Configuration Wizard (support@spearheadtech.com)
: Auto Forward

E-mail sent to this user can be automaticalty forwarded to one or more intemal or
extemal addresses.

[ Previous ][ Mend ][ Finish

To add to the list, click on iR , the following screen would be shown. If you want to add a local

account, to auto-forward to, then select 'Local User' and pick a user from the list. Click on.
This way you could add multiple local users.
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Add Recipient %]

{(*) Local User.

| gunjan@spearheadtech.com w |

() Remote User.

Add H Close ]

If you want to add an external (remotei user, select 'Remote User' and enter the malil
id of the remote account. Click on
Add Recipient %]

) Local User.

(¥} Remote User.

|spearheadteam @hotmail .com|

[ Add l[ Close

All the account(s) to which you want to auto-forward to, will be listed in the list box.

If you want to add an group , select 'Group' and then again select the user which you want to add.

Then Click on.

Add Recipient

() Local User,
(") Remote User.
| |
(# Group.
| sales @spearheadtech.com w |
[ Add l [ Close ]

You could remove an account from the list by selecting an account and pressing delete button
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User Configuration Wizard (support@spearheadtech.com)
Auto Forward

E-mail sent to this user can be automatically forwarded to one or more intemal or
extemal addresses.

Settings | Ust of Recipients

[ previous ] [ Mot ] [ Frisn

4. Spam Filtering

The Spam list(s) set in the domain of the current user, would be automatically set at user level too.
You could modify the list, according to the requirement.

The actual Spam Filtering would be implemented using the list set at user level. Domain level
setting is for reference.

User Configuration Wizard (support@spearheadtech.com)

Spam Filtering

SpearMail allows you to block unsolicited e-mails(Spam). Such Messages will be
deleted from the remote server without being downloaded(f "Download Spam
Mails to Spam Folder’is not selected). Enter the domain names or addresses
from wham you do not wart to receive e-mails.

Enter domains. Enter e-mail addresses.
Address

Domain

*

) Mlow mails from above list. (%) Block mails from above list.

[ previous ] [ Mot ] [ Frisn

By default, mails from the listed domains or accounts are blocked. You could modify this property to
accept mails from the listed domains or accounts. In this case, mails from all other domains or accounts
would be considered as spam.

£ dllawe mail from above list, @ Block mail from abosve list,
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5. Outgoing Mail Filtering

The Mail Filtering list(s) set in the domain of the current user, would be automatically set at user level
too.

You could modify the list, according to the requirement.

The actual Mail Filtering would be implemented using the list set at user level. Domain level

setting is for reference.

Outgoing Mail Filtering
SpearMail allows you to send mails to selected e-mail addresses. Rest
messages will be deleted from queue (F ‘Move Fitered Mail to blocked Folder'is
not selected). Enter the domain names or addresses to which you want to send
e-mails.

Enter domains. Enter e-mail addresses.
Address

Domain

*

() Block mails to above list. () Allow mails to above list.

(Eeee ) [ ) (o)

By default, mails to the listed domains or accounts are blocked. You could modify this property to
allow mails to the listed domains or accounts. In this case, mails to all other domains or accounts

would be blocked.

' Block mail to above list.  Allow mail to above list

6. Content Filtering
set at user level. You could modi

the list.

Content Filtering
SpearMail allows you to block mails containing objectionable email cortent in
body and subject line. Such Messages will be deleted(f "Download Mail to
Spam Faolder’ is not selected). Enter Keyword such as 'sex’ or sex test’, which
you want to filter.

Enter keywords for content filtering.
Keywords
£z se]

Activate Content Fitering.

[revious | [ te¢ ][ Erisn ]

By default, Content Filtering is enabled; you could disable it:
[ Activate Content Filkering,
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7. Monitoring Mails

Mail Monitor is a process in which a copy of all the incoming and outgoing mails to a user could be
forwarded to another account(s).

This way, you could keep track of a user's activity.

Incoming and Outgoing mails are treated differently and so you could choose to monitor both or any
one or none.

User Configuration Wizard (support@spearheadtech.com)

Monitoring Mails
Send a copy of all incoming mails to the below specified users.

Send a copy of all outgoing mails to the below specified users.
Type Recipient Add

[] Menitor Intemal Mails.

[ Previous H Mesd ][ Einish ]

In both the cases, to add an account, to which you want to send a copy of mail, click on L
If you want to add a local account, select the first option and select the user from the list.
If you want to add a remote user, select the second option and enter the external email account
manually.

If you want to add group account, then select third option and select the group from the list.

Add Recipient

{(*) Local User.

| inbackup@spearheadtech.com w |
(") Remote User.

) Group.

r;
51}
i
1]
(7]
%]
[11]
II.I
m
ol
b
&

L_ﬂdd ] [ Close
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User Configuration Wizard (support@spearheadtech.com)

Monitoring Mails
Send a copy of all incoming mails to the below specified users.

Type Recipient Add
b Local inbackup@spearheadtech.com

Send a copy of all outgoing mails to the below specified users.
Type Recipient Add
k Local outbackup @spearheadtech.com

* L

[ 1 Monitor Intemal Mails.

[ Previous ][ Mexd ][ Einish

You could choose to monitor internal mails too. By default, this option is disabled.

[ Monitor intermal mails

8. Auto Reply

You could set user wise auto-reply so that Spearmail sends a mail as reply to the sender of the
mail intended for this user.

You could set the subject tag and body of the auto-reply mail. You could also add an attachment.

Configuration Wizard (support@spearheadtech.com)

Auto Reply
Automatically reply to e-mail received by this user.

Subject / Body | Attachments |

Subject

Body

[] Activate futo Reply.

[ Previous ][ Mexd ][ Einish ]

By default, auto reply is disabled; you could enable this.
[T &ctivate Suto Beply.
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Along with the auto reply message you can attach the attachment. Like if there is id called

productinfo@domainname.com then you can set auto reply along with the brochure as attachment.

User Configuration Wizard (support@spearheadtech.com)

. W Auto Reply
e Automatically reply to e-mail received by this user.

.................................

Attachment Path Select

*

[] Activate Suto Reply.

[previous | [ et ][ Frisn ]

9. Aliases
You could create aliases for every user. An Alias is an extra name given to the same user.
The advantage of using aliases is that you could have multiple accounts without actually creating

multiple users. Users could have multiple aliases.
User Configuration Wizard (support@spearheadtech.com)

LN Aliases
! r Create aliases for this user.  user ‘lsaac’ is a entity of marketing department,
3 then marketing@physics.com’ could be set as his alias.

Alias
helpdesk @spearheadtech.com

o

[ revious J [ met ][ @nin ]

To create an alias, type in the name of the alias

Create Alias Ihelpdesk@spearheadtech.n::n:nm

and click on
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10. Other Options
Various miscellaneous options are set in this page.

User. Configuration Wizard (suppori@spearheadiech.com)

Other Options

Set optional properties for the uger account,

Activate Attachment Blocking.

[] Set zsignature in all outgaing mails,

[] Send all zereer alerts ta thiz accourt.
[] Orphan account.

WebMail Access
Allow webmail Access, Aillowe A tafonaard. Allowe Ao Feply.

Allow to Set Signature. [ ] Allow to manage External PO Accounts.

All mailz will be approved by

| v

[ Previous H et ][ Firish

Activate Attachment Blocking :
Blocked attachments are set in the domain level, in Attachment Filtering. But to apply the attachment
blocking, you would have to enable the following property in user wizard.

Iv Activate Attachment Blocking

Set Signature in all outgoing mails :
Signature for the current domain is set in the domain wizard, but to apply signature to all the outgoing
mails for the current user, you would have to enable the following property:

[v Set signature in all outgoing mails.

Send all server alerts to this users:

Several alerts are created to inform administrator of various activities in Spearmail; all such alerts has
to be directed to one account (per domain). You could make the current account (user) the destination
for all such alert messages.

[T Send all server alerts to thiz account,

Orphan account :
All the undeliverable mails in the current domain could be delivered to an account referred to as Orphan
account. You could make the current account, as an Orphan account, by enabling following property.

[~ Orphan account,

WebMail Access:

Allow WebMail Access :
Administrator could give web-mail access to users. He could also control various other properties of
webmail.

Allow Autoforward :
He could choose to give the user the option to set auto-forward.
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Allow to Set Signature:
He could choose to give the user the option to set signature (This signature is different than that at
Domain level).

Allow Auto Reply :
He could choose to give the user the option to set auto-reply.

All mails will be approved by :

Admin could also set another account which would approve all the outgoing mails of the current user.
If this is set, all the mails sent out by this user would be moved to 'Approval’ folder of the mentioned
user. The approve user, could read the mail, make modifications to it and then send the mail.

And only when the approve user sends it, will the mails be actually sent to the destination.

Allow to manage External POP Accounts :
User can now add pop3 account via web mail access as well as they can update password of their
external pop account.

WebMail Access

[+] Biow Webmail fccess.! [ Alow Autoforward. [ ] Allow Auto Reply.
[] Mlow to Set Signature. [ | Allow to manage Bdemal POP Accourts.

All mails will be approved by

Click on Hext to continue to the final page of the wizard.

. Einizh . .
Click on to save the settings and return back to Users list.
Note :

User properties of all users created by using multiple users will be the same
You cannot create groups using "Add multiple User" option

Adding Groups:

Group : Most business set ups are split into functional identities like Finance, Marketing etc. SpearMalil
maps this business reality using the Groups feature.

Using Groups you can create an account say Finance and include users working in the Finance
department as members of the group account “finance". Groups are just like user accounts with
autoforward enabled. However, unlike in Autoforward a copy of the message is not saved in the group
account.

Groups are virtual entities. Groups cannot be configured to retrieve mail using any e-mail clients. Only
members of the group can retrieve the mail. Members of the group can either be a user from the
SpearMail User List (Local User) or external to the SpearMail System (Remote User)

Note:

If finance@videoworks.com (where "finance@videoworks.com " is a group account with Archie and
Betty as its members) receives a mail it is forwarded to its members. If Archie replies to the mail, then
the From address displayed will be archie@videoworks.com and not finance@videoworks.com.

To add a Group Click on Users button in the main toolbar of SpearMail. You will be presented with a
screen "User List"

Click on Group button, select Create New, below screen will be displayed. Enter Group name in below
specified format.
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Group Name : |sales@speameadtech.mm |

Members | Auto Reply | Reply Attachments |

Type Address Add

(e _J [ Coree

Now, to add users to this group, click on add. The user will be added to the group.

Similarly, you could add more users to the group.

Add Recipient

{(*) Local User.

jack @spearheadtech .com

L_ﬂ.dd ] [ Close

If you want to add an Remote user to a group, select Remote users and enter the remote user email
address and click on add. If you have finished adding the users then click on Apply.

The external account will added to the group.

You could also import users to the list. Importing a user to a group is similar to importing users in Users
screen.

Use Edit Selected to edit the name of an existing group.
Delete Selected -
Use to delete an existing group.
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9.0 Adding External Account

External POP Accounts
Apart from corporate accounts, each user could configure external accounts too.

Dramai 1 /G Lizt of external POF accounts.
FPOF Server | Login Mame | | eave a Copy |
8- spearheadtech. com
-~ support

: “info

i Ligt of Groups

Add Edit Lelete
Cloze
Add |

Select a user, and click on

External POP Account (onish) .

POF Server Mame

POP Login Mame

|
|
POP Pazsword : I
Confirm POP Pazzword : I

FOF Fort Mo, - |11D

[T Leave a copy of mail on server for I dayz.
* Delete mails from zerver after downloading I mails.
" Delete mails from zerver after downloading I EBz.

¥ Download small mails fiest.

¥ Do not download mails with size greater than

I 20000 KBz and ILeave on vI mail zerver.

Bl Delete all the mails which are left on zerver due to zize restriction
after I days.

| Apply Cancel

Enter POP details; all other options are similar to those in User Wizard.
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External POP Account (support) 1N

POF Server Mame Ipup.rediffmailpm. Cof

POF Lagin Mame : Ipersunal@spearheadtech.u:u:um

FOP Pazsword ; I“““““““”

Caonfirm POP Passwaord ; I““Hxxxx,1

POF Port Mo, - |11D

[T Leave a copy of mail on serer far I days.
f* [Delete mails from server after downloading I mails.

KBz

i Delete mails from server after downloading

¥ Download small mails first.
¥ Do not download mails with size greater than

I 20000 KBz and ILea-..ae an vI mail erver.

o Delete all the mailz which are left on zerver due to zize restiction
after I dapz.

Apply Carcel
Click on Spply to save the account and return back to the previous screen.
The newly added external account will be listed.
External POP Accounts K )
Domain wize Ueers ¢ Groups Lizt of external POP accounts.
= L_ist of Domainz/Users POF Server | Login Mame | Leave a Copy |
: pop. rediffmailpro. com perzonali@zpearheadiechc... Mo
Lizt of Groups
Add Edit Lelete
Cloze

You could add an external account for a Group too.
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10.0 Options

All the general options relating to Spearmail could be manipulated using this screen.
The Options screen is divided into seven parts:

1. Connect Sequence

. Ports

. Promote User

. MessagelD/UIDL

Logs

. General

. Headers

. Antivirus

ONOUAWN

10.1 Connect Sequence

You could set the connection sequence and also the time after which server would time-out.
Note that keeping a very low value in server timeout is not advisable; if you have a large number of
clients in your network, keep the time high.

Connect Sequence

Process intemet mails in following order.

(%) Send - Receive () Receive - Send

) Send only {3 Receive only

Server Timeout

Wait this much time for the Intemet Mail server to respond, before timing out.

Shot _j —  Long 1 minute 0 seconds

l Apply ][ Cancel ]

10.2. Ports

You could set ports for various services, for the local Spearmail server. These are the ports in which

a client would connect to Siearmail.

Promote User | Massage-IDs / UIDLs | Logs | General | Headers | Antivis

Connect Sequenc ] I

Local Ports
POP PotNo.: | 110
SMTP Port No.:| 25|
IMAP Port No.: | 143

MNOTE :- For these settings to take effect, please shutdown Speamail and restart it.

[ Apply H Cancel ]
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10.3. Promote User

Administrator can change his access password by using the left pane of this window.
Administrator can promote another single user as an administrator. He could do this if he is physically
moving away from the server for a long time. The promoted user can perform all the functionalities

administrator can do, exceit to iromote another user.

| Connect Sequence | Ports |; Promote User || Message-IDs / UIDLs | Logs || General || Headers || Antivinus |

Administrator Promote User to Administrator

Enter cument password. List of Users.
| | [] jack&spearheadtech.com
[] il @speatheadtech.com
[ ] inbackup@spearheadtech.com
| | [] outbackup@spearheadtech.com
Corfirm new password. [] support @spearheadtech.com

[ Change password. ]

Enter new password.

MNOTE :- Promoted user will get administrative rights. but he cannot promaote any other user as administrator.

[_ Apply ][ Cancel

10.4. MessagelD/UIDL

Spearmalil stores MessagelD and UIDLs of all the mails downloaded by it. You would need to delete
these MessagelD's and UIDLs to re-download older mails from the mail server.
To delete, select domain(s) from the list, select the date range accross which MessagelD and UIDL

Delete MESSAGE-D = Delete LHD L. |

has to be deleted, and click on | and

iunnec:t Sequence | Ports __.F‘n:umote lser : Message-IDs / UIDLs Ei:Lugs | General | Headers | Antivirus |
Delete all the saved message-ds / uidls between selected date range.
List of Domaing / Accounts Type
Date Range [] jack@spearheadtech .com Edemal
! [] spearheadtech.com Intemal
From - |01/02/2007 ¥ |
T 16/02/°2007 ™
[ Delete Message-1Ds. ]
|  DeleteuiDls. |
[] Select Al
[. Apply ] [ Cancel ]
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10.5. Logs

You could select the services for which logs has to be maintained.

Logs are maintained day-wise. In the course of time, a lot of logs will be accumulated in your

computer. By default, logs older than 30 days are deleted and a notification is send to the
administrator. You could change these properties.
And if you wish to delete older mails manually, select the date range and click on

Options

énnnect Sequence | Ports __.F‘romote User -Message-IDs /! LIIDLs_I_

X

Date Range
Delete all the log files between the selected date range.

From: |[01/02/2007 | [ Delete Logs. |

To l—'IE;'E'E.-"EDE'? v| Delete 3[:'_ days old logs.
Matify Administrator.

Maintain Logs

MOTE :- This will mairtain log file far each day and will be saved in Speamail installation dirsctory.

POF Local POP Irtemet SMTF Local SMTP Irtemet Dialup Connection

[_ Apply ][ Cancel

10.6. General

Various general properties can be modified in this section of the options screen.

Options

Eunnec:t Sequence | Porte | Promote User | Message-IDs / UIDLs | Logs ! laeneral | Headers | Antivirus |

3

Start in unlocked mode,
[] Prompt for password before shutdown.
Cvemide user priorty while uploading small mails first.
[] Automatically send mails, f outbox contains |:| mails or mare.
Delete Ei days old mails from ELOCKED folder.
Matify Administratar.
Delte | 5| days old mails from SPAM folder.
Motify Administrator,
[] Reguest a delivery receipt.
[] Send a deliveny receipt.

| sooty | [ Cancel |
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You could disable the property MRS B o start Spearmail in Locked mode. To access
all the options in the main screen, a user would need to enter administrative password. This way, you
could restrict access to Spearmail.

If you would like Spearmail to ask for password before shutting down, check the property

I Prompt for password befare shutdown. 11,; way unauthorized user will not be able to shutdown Spearmail.

Every user could be given a priority to send/receive mails. Another property 'Upload Small Mails First' in
Domain Configuration Wizard -> Outgoing Mail Server, could conflict with the previous property. To

over-ride the first property with second property, check ¥ Overide user prioity while uploading small mails first,

By default, Spearmail sends mails to external recipients only on next scheduled connection or when
administrator manually 'Send' them. You could set Spearmail so as to send mails automatically
whenever

a particular number of mails are there in the outbox. To do so, enable the option

[T Automatically send mails, if outbox contains I 0 mails or more. )
and enter the number of mails.

In this case, as soon as the entered number of mails reaches outbox, Spearmail connects to the SMTP
server and delivers all the mails.

Due to various restrictions, mails are blocked by Spearmail and moved to Blocked folder. If
administrator

do not take any step with these mails, they would keep on accumulating; to prevent this you could
automatically delete older mails and notify administrator about the step.

v Delete I 5 dayz ald mailz from BLOCKED folder.

Use properties IV Notify Administrator, to set this function.

Similarly you could delete old Spam mails by using
10.7. Headers
If any of the mail is coming with non-standard error those mails will be downloaded in Orphan account.

Here you can add custom Headers so that SpearMail will parse those headers and distributes the mails
according to the headers.

Options E'

¥

L_&_ppl'f ][ Cancel ]
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11.0 Antivirus

If you bought Anti-virus plug-in with Spearmail, this section would enable you to control various

properties related to Anti-virus.

Antivirus is divided into two sections:

a. Scanning
b. Virus Defination

a. Scanning

You could select the scan mode to inform the engine to scan incoming/outgoing/internal mails.
Set the action to be taken on finding a virus; by default, anti-virus would try to disinfect mail and
deliver the mail. If it cannot disinfect the virus, then it would try to delete the part containing virus
(e.g. attachment) and then would deliver the mail. If it cannot remove the virus, then the mail

will be deleted.

You could choose whom to send virus alerts.

Connect Sequence I Partz i Promete Llzer I Mezzage-Ds / |_||D|_SI Lc-gsl General

Scanning | Wirus [Defination I

—%can Mode
¥ Scan Incoming Mails.
¥ Scan Outgoing Mails.

¥ Scan Intermal Mails.

—Wirus Alerts.
¥ Send alert to adminiztratar.
¥ Send alert to uzer.

[¥ Send alert to sender.

—Actions on finding virus. [~ Send alert ta - ;I
+ Dizinfect Mail & Celiver.
= Delete Yins & Deliver.
Apply Cancel

b. Virus Definition

You could enter Primary and Alternate URL from where the antivirus would update its definitions.
You could also schedule the anti-virus to update itself automatically or you could manually update

by clicking on

Update row |

You could choose to send a natification to administrator on successful updation.

Information on when the last update was successful is also shown.

EDnnectSequenceI F'nltsi Pramate Userl Message-lefUIDLsI Lngsi General  Antivins |

Scanning |
—Last Update Information

Update D ate ;- 29,/07 /2005

Update Time :- 07:15:14 P

—URL for update

Prirnary : Ihttp:a"a’quickheal.spealheadtech. cam

Alternate : lhttp:.n"a’quickheal.spealheadtech.cnm

Send update notification to
adminiztratar.

Update now

v Auto Update Schedule

Update even ||:|4 vl hours ||:||j vl mitiutes.

Rty Every I 30 minukes (if not successhul).

Apply LCancel
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12. IMAP Account Configuration :

IMAP Accounts

All the configured IMAP accounts are listed in the shown window.

Ligt of IMAP Accounts
IMAF Server | Login Mame |
fastrail fra admini@fastmail. fro

LCloge |

Click on e |t0 add a new IMAP account.
The following screen would be shown.

Enter all the details and click on Apply

IMAP Account

to save the settings.

IMAF Server Mame : Ifaitmail.fm

[MAP Login Mamme - Iadmin@fastmail.fm

IMAP Pazsword : I “““““

Confirm Password : I ”””””

[MAF Part Ma. 143

Apply | LCancel

Please note that IMAP accounts configured here is a mirroring IMAP account.
You need continuous internet connection to access an IMAP account.

Mails downloaded will not be checked for any restriction or Properties. e.g. Spam,
Outgoing filtering, Attachment Filtering, Virus Scanning. It will just download all
the mails as it is.
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13. Schedule :

The schedule screen is divided into two parts:
1. Schedule
2. Connection Type

1. Schedule

You can schedule Spearmail to send/receive mails at various intervals automatically.
You could either connect at periodic intervals or you could schedule at fixed times.
By default, scheduler is set to connect periodically at every 15 minutes.

Schedule | Connection Typel

+ Penodical Intervals!
Frocess internet mails every |

15 minutes.

" Fixed Times
Proceszs intermet mailzs at the following times.

|-| 8 3000 A j |_|12:30:DDF'M =

= [~ 4:30:00 Pid =

a0 =
|-| 9:30.00 A =

a0 =]
|'|1.3IJ.EIEIF'M -

|-|1u3n;uu.arv| j

230 =il
|_|_.3IJ.DIZIF'M ~

a0 =
|'|I1.3IJ.EIEIAM -

a0 =]
|-| 3:30.00 P =

e -

[T 5:30:00 P —
A -

[T 83000 FM —=

[ | 73000 P :I

Apply I

If you wish to schedule Spearmalil at fixed times, select the second option and use the text boxes
given to enter the fixed times. Merely entering the time will not schedule Spearmail, you will have
to select the check box corresponding to each time.

Schedule | Connection Typel

LCancel

("~ Periodical Intervals

Process intermet mails every | 15 mitwites:

i+ Fixed Times
Process internet mailz at the following times.

r|a.3u.nnmd |'|12.3E|.DDPM;|

v | 1:00:00 P = v | 5:00:00 P

| 2:3000 P = | 6:30:00PM =

30 =
[ 4:30:00 P —

|7| 9:00:00 &M :I

- |1EI.3IZI.DDAM =

|7|11.uu.nm.\w1;I p‘B.DD.DDF‘M;I | 7:3000PM =

Lancel

Apply I
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2. Connection Type
You can set the connection type using this screen. By default, it is permanent connection.

Schedule |
f* Permanent Connection
" Dial-Up Connection
Frofile Name I Login Mame I Tries I
Sdd Edit Delete
Apply | LCancel

If you use Dial-up connection, select the appropriate option.

Schedule  Connection Tupe |

" Permanent Connection

{+ Dial-Up Connection

Frafile Marne | Login Mame | Tries |

Edit Delete

Apply | LCancel |

&

To add dial-up profile, click on = |; the following screen will be displayed:

Select Profils | ] Mew | Edt |
my izpl
Login Mame :
Pazzward :
Tries : 1
Apply LCancel

Select the profile from the list provided.

. ' . k . . :
If you wish to add a new profile, click on —-_EW‘; the following screen will be displayed:
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New Connection Wizard i x|
Type of Connection e
Select the tupe of the connection. %’J

¥ Dial-up to private network

Connect using my phane line [modem or ISDM).

" Connect to a private network through the Internet.
Create a Yirtual Private Metwaork [WPN] connection or tunnel through the internet.

" Connect directly to another computer.
Connect using my serial, parallel, or infrared part.

" Connect to the network via broadband
Connect through my broadband connection.

< Back I Mest > I Cancel

Use the above wizard to add a new profile.

. - L Edt |. . ,
To edit an existing profile click on \—_'l in DialUp Profile screen.

General IDptinnsI Securit_l,ll Networkingl .-’-‘«dvancedl

Connect uzing:
@ Modem - Unavailable device [COM1]

i~ Phaone number

Areacode Phone number:

I j I Alternates |

Eountrydreqgion code!

I Usze dialing rules Dialing Bules |

V¥ Show icor in notification area when cotnected

ak. | Cancel |

Make the necessary changes and click on OK to return back.
Select Profile : Im_l,J ispl j MNew Edit |

Login M arme : Iuser

RN HIER RALE R

Fassword : I

Tries : I 2

LCancel

Enter the number of tries Spearmail should attempt to connect to internet using this
Apply

profile. Click on to apply the new settings are return back.
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Schedule  Connection Type |

"~ Permanent Connection
i+ Dial-Up Connection
Praofile Name I Login Mame I Tries I
my dialup 2 Lzer 2
my igpl uzer 2
Add Edit Delete
Apply | Cancel

All the added dial-up profiles are shown in the list, as shown above. You could set the connection

order of the profiles using buttons:

Schedulz  Connection Tupe I

" Permanent Connection

f+ Dial-Up Connection
Prafile Mame | Login Mame | Tries |
my izpl uzer 2
rny dialup 2 uzer 2

Add Edit Delete
Apply Cancel
. Appl .
Click on i to save the changes and return back to the main screen.
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14. Spool Manager

Whenever a user composes a mail and sends it, that mail is received by Spearmail; all such mails are

held in

a temporary location until Spearmail connects to the internet and sends it. Spool Manager provides a

means to manage mails in this temporary location.

Spool Manager lists all the domains and users defined in SpearMail.

Spool Manager fg|

When 5 user sends an intemet mail, the message stays in the spool database until it is sent out. ] Select Al
Thig function allows you to remove certain messages while they are still in the spool.
[= spearheadiech com From Ta Subject Size [

jack
jill
inbackup
outbackup
support

|
o

From To Subject Size [

< | >

[ Delete selected mails. ][ Block selected mails. ] [ Send ][ Cancel

Click on a user to view all the mails from that user held in Spool Manager.

‘When a user sends an intemet mail, the message stays in the spool database until it is sent out. [ Select Al
This function allows you to remove certain messages while they are still in the spoal. &2
= spearheadtech.com From To Subject Size [
jack support @spearheadtech.... deepak_mhatre @yahoo....  test mail 1.59 KBs. F
jill
inbackup
outbackup
< >
From To Subject Size [
< | >
[ Delete selected mails. l [ Block selected mails. l Send l [ Cancel

You could double-click on a mail to see its content.

© Spearhead Infotech Systems Pvt. Ltd.

Page 53 of 72



Spearhead Infotech Systems Pvt. Ltd.

| Qutbox mail

File Edit

spearheadteam @hotmail com
Spearhead Support Team
Fri, 16 Feb 2007 15:02:18 <0530
test
A~
"Speartdail’ - A Complete Mezzaging Solution [ Evaluation Edition |
Get vour free copy at wew. speamail. com
v
2im :)

You could delete, block or send instantly mails in the spool manager.
Select the mail and Click on Down arrow , selected mails will be shown in the bottom list.

When a user sends an intemet mail, the message stays in the spool database until t is sent out.

This function allows you to remove certain messages while they are still in the spool. [ Select Al
= spearheadtech com From To Subject Size [
jack support@spearheadiech....  spearheadieam@hotmail ..  test 1.58 KBs. F
jill
inbackup
outbackup
support
< b4

From To Subject Size [
support@spearheadtech.... speatheadteam@hotmail...  test 1.58 KBs. F
< ' 3
Delete selected mails. ] [ Block =elected mails. ] [ Send ] [ Cancel

Delete Selected Mailz

Click on |to delete selected mails.
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. . Block Selected Mail . . .
Select mail(s) and click on PR |t0 block that/those mail(s). All blocked mails will

be moved to Blocked folder of that user.

When a user sends an intemet mail, the message stays in the spool database urtil it is sent out. [ Select Al
This function allows you to remove certain messages while they are still in the spool. e
= spearheadtech com From To Subject Size [
jack support @spearheadtech.... spearheadteam@hotmail...  test 158 KBs. F
jill
inbackup
outbackup
support
< >
From To Subject Size [
support @spearheadtech.... speatheadteam@hotmail .. test 1.58 KBs. Fi
< >
[ Delete zelectad mails. ] [ Block selected mails. l [ Send ] [ Cancel

All such blocked mails are shown in the blocked section of that user.

£ SpearMail ¥er 6.0

Serwer  Send fReceive  Tools  Reports  Help

& g % P2 4 @

Configure Uszers Scheduls Spool Manager Send / Receive Options Shutdaown Lack

[ Services Statuz | Local Console | Internet Console ~ Blocked Mails | Spam Mailsl
SMTF Service

POP Service
IMAP Service

Delete selected mais. | Move selected mails to outbox. | "/ Select Al

1= spealheadlech.cum To Subject Size

spearheadteami@hotm. .

Antivirug

‘wiebmail

¢C0 ¢ e e

- outbackup
~ServerInfo ————— - suppart

Evaluation Copy
MName : ACCAOUNTS
Start Time : 07:51:08 P
Status : Disconnected
Mext Process : 00:11:30
IP Address :192.168.0.32
Mext A Update : Mone

E-MAIL SERVER

[C] Spearhead Infotech Systems ! I _'I

To send a mail directly from the Spool Manager, select the mail and click on
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Spool Manager b__(|
When a user sends an intemet mail, the message stays in the spool database urtil it is sent out. [ Select Al
This function allows you to remove certain messages while they are still in the spool. e

= spearheadtech com From To Subject Size [
Jack support @spearheadtech...  spearheadteam@hotmail...  test 1.58 KBs. F
jill
inbackup
outbackup
support
S >
From To Subject Size [
support @spearheadtech.... speatheadteam@hotmail .. test 1.58 KBs. Fi
< | 2
[ Delete zelectad mails. ] [ Block selected mails. l [ Send ] [ Cancel ]

This way selected mails could be send directly, without having to wait for Spearmail to connect to
internet the next time.
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15. Reports :

Reports

There are five reports:

1. User/Groups
2. Server Configuration

3. Internet Usage
4. User wise mail Transfer Info

5. Detailed Report

1. User / Groups
All the users and groups defined in Spearmail along with individual settings is listed in this report.

! UsersGroups.txt - Notepad
File Edit Format Wiew Help
MOTE :- Report is best viewed with font set to "Courier New’.

Generation Date : Friday, February 16, 2007

Total Mumber of uUsers : &
Mumber of Groups defined : 1
Number of external accounts

Real Mame E-mail Address

jack@spearheadtech. com
Jill@spearheadtech. com

Incoming Backup inbackup@spearheadtech. com
outgoing Backup outbackup@spearheadtech. com
Spearhead Support supporti@spearheadtech. com

sales@spearheadtech. com

= jill@spearheadtech. com {Local)

> jack@hotmail.com (Remote)

User wise configuration settings.

Real Name : Jack
Email address : jack@spearheadtech. com
Incoming mails : Yes
outgoing mails : Yes
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2. Server Configuration

All the domains configured in Spearmail is listed with individual properties. Also, a little information
about the

computer on which Spearmail is installed is also shown.

P ServerConf.txt - Notepad |z|[z|

File Edit Format Yiew Help
NOTE :- Report 1is5 best viewed with font set to "Courier New'.

Generation Date: Friday, February 16, 2007

This Report summarises all your configuration settings

GEMERAL IMFORMATION

Licenced to : #% Evaluation Copy *¥

version Number : 6.0

Installation path: C:“Program Files'Spearmail Gold Edition

Mail Data patﬁ : C:WProgram Files“Spearmail Gold Edition‘maildata
Server IP Address: 192.168.1.2

Server MName . DM-LAPTOP

LIST OF DOMAINS

Domain Type : Registered Domain.
Domain Name : spearheadtech. com

SMTF Serwver : mail.spearheadtech. com
SMTP PoOrt No. . 25

3. Internet Usage
Date wise internet usage time is listed in this report.

Select the date range for which this report has to be generated and click on
Date Range E'

From : |E])/02/2007 (| To: [16/02/2007 (|

&pply

[ Apphy H Cancel ]
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4. User wise mail Transfer Info

Select the date range for which this report has to be generated

[rate Range

rorm ;| - o:
F HEIEUEEIEIE T

26/09/2005 j

apply

LCancel

[ InternetUsage.txt - Notepad
File Edit Format Wiew Help

S=1E

NOTE :- Report 1is5 best viewed with font set to "Courier New'.

Generation Date: Friday, February 16, 2007

Internet usage between date :

11/02/2007
16/02,/2007

Usage duration (hh:mm:ss)

00:01:13

01/02/2007 to :

16/02/2007

Data transfer details for both Internet and Intranet mails will be listed.

I MailTransfer. txt - Notepad T@@
File Edit Format Yiew Help
MOTE :- Report is best viewed with font set to 'Courier New'. ~
Generation Date: Friday, February 16, 2007
User wise Mails transfered, from date : 01/02/2007 to : 160272007
B et Intranet Majils-——-————————- e et Internat Mails-——-—————-——
Sent recejved Sent recejved
count size count size count size count size

(KBs.) (KBs.) (KBs.) (KBs.)
pDeepak [SPEARHEAD] 51 1474 .88 25 G985.46 161 2694 .78 2862 20085.98
Spearhead sales 8 3157.04 2 0.55 8 184.13 22 1850, 09
spearhead support 7 200.57 1 24.08 128 2066, 87 232 4947, 06
pomain Registration Q 0. 00 4] 0,00 [¥) 0,00 27 126.07
spearmail Registration e} 0.00 4] 0.00 2} 0.00 79 128.05
imailreport
virusalert s} 0.00 o 0.00 Al ol I s 2.0z
vibhutd o] Q.00 Q Q.00 4] Q.00 1 4,61
vidyanand 14 132%.41 5 141.34 33 1702.27 10 §l.17
Swapnil Gavhankar T 146.63 26 984.40 20 489,35 32 1349, 54

b
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5. Detailed Report

E3 Microsoft Excel - DetailReport.xls |Z||E|b__(|
(5] Fle Edit View Insert Format Tools Data Window Help  Adobe PDF Type a question for help = _ & X
NS 3G G VE S B S8 RS e -efl
} Arid "0 o B L ul=s==63 % lMEEi-0- A
mEEl
Al - & User Name
A B |l ¢ | b | E [ F [ &=
1 |User Mame Ermail Address Type Mail Size (Mail Count Mail Date =
2 |sales@spearheadtech.com hari@yahoomail.com Received 28.84 14 16/02/2007
3 ganesh@supremind.com Received 121 2| 16/02/2007
4 |sales@spearheadtech.com hari@yahoomail.com Sent 13.93 3 16/02/2007
5 ganesh@supremind.com Sent 446 1 15/02/2007
6 |support@spearheadtech.com han@yahoomail.com Received Py 1 16/02/2007
7 ganesh@supremind.com Received 4.37 1) 16/02/2007
8 |support@spearheadtech com hari@yahoomail.com Sent 6.02 1 16/02/2007
9 ganesh@supremind.com Sent 6.51 1 16/02/2007
10
ik hd
M 4 » M} DetailReport / |« | >
Ready
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16. SpearMail Registration :

By default, Spearmail runs in demo mode. You can identify demo mode by looking at the Server Info

pane:
—Server Info.

Evaluation Copy

Mame : conserer

Start Time : 03:12:22 PM

Status ; Disconnected
Mest Process : 00:14:51
IP Address . 19216810062

Mest &Y Update : 0712 PM
To Register your copy of Spearmail, Go to Help -> Spearmail Registration in the main menu

SpearMail Begiztration |

Sernal Mumber . C367-FFE2-444F-C239 Copy Senal Mumber. |

= Evaluation Copyp = ﬂ

'ou have evaluated Spearkdall for a total of 02:40 Hrz and hawve 24720 Hrs
remaining.

To obtain an unlock, key, please email the Serial Mo, displayed above o
sales@spearmail com. Pleaze mention the number of uzers required alang with the
zenal number. For uger bazed pricing pleaze check vy, Speartd ail. com .

If wou have obtained an unlock, key pleaze click the "Load key fram file'" button to
complete registration.

Fleaze note that the unlock key is valid only on this machine.

Load key from file

To get your licence file, copy the mentioned Serial No and contact Spearhead Infotech Systems.

. . . Load key fram fil . .
Once you get your licence file, click on =P RE ™ | You could browse for your license file.

Open K ES
Look in: I\_',! Mew Licenze j = |‘j< Eg-

ty Computer
"? File: name: ILicense.csI j Open I
Files of tupe: ILicense_ csl j Cancel |

I Open az read-only

.
Select the CSL file. If the CSL file is correct, your copy of Spearmail will be registered.
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Senal Murnber: C367-FFE2-444F-C239 Copy Serial Mumber. |

** Evaluation Copy ** ’;I
You have evaluated Spearkd ail for a tatal of 02:40 Hrz and have 24720 Hrz
SpearM ail Regiztration E3 |

i Reqistration successfull Pleaze restart Speartdail for zettings to take effect.
A confirmation e-maill will be zent to Spearhead.

Pleaze note that the unlock, key iz walid anly on this machine.

Load key from file Cloze |

You would have to restart Spearmail for the changes to take affect.
Once you restart, if Spearmail is successfully registered, you can see that

the tag "Evaluation Copy" is removed from the Server Info pan.
—Serverlnfo. ————

Mame : conzerver

Start Time : 03:10:06 PM
Status ; Disconnected

Mest Process - 00:14:51

IF &ddress : 192.168.100.6¢

Mext &4 Update . 0710 Pk

You can go to Help -> Spearmail Registration, to see your registration info

SpearM ail Regiztration |

Senal Murnber: C367-FFE2-444F-C239 i Copy Serial Mumber. §

Company Mame : Spearhead Infatech ;I
Mo af Ugers : Unlimited

Webkail : Purchased

Weh Maill Mo of Users ; Unlirited
Antivirug . Purchased

AN Start Date ; 22/02/2006

AN Exp Date: 22/02/2007

Feg. Date Time : 22/024/2006 03:03:47 P

For product updates pleaze check wany, zpearmail. com

Pleaze note that the unlock file iz valid only on thiz machine.

Load key from file Cloze |
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9.0 Frequently Asked Questions

We are presenting the information in an FAQ (Frequently Asked Questions) format that we hope will be
useful. Our knowledge relates primarily to mail servers in general use, although the information offered
here should cover almost any mail server. We welcome feedback and comments from any readers on
the usefulness or content.

All aspects of the Internet are constantly changing. We are providing the best information available to
us as at date of writing and intend to update it at frequent intervals as things change and/or more
information becomes available. However we intend this FAQ as a guide only and recommend that
users obtain specific information to determine applicability to their specific requirements. (This is
another way of saying that we can't be held liable or responsible for the content).

Featured below is a comprehensive list of possible queries that your sales team might across during
your endeavor to convince the potential customer the benefits of adopting the SpearMail Mailing system
for their organisation.

This list will be updated frequently and newer queries and the answers to the same will be appended
regularly.

If you come across a query that you feel has not been covered in this list please feel free to inform us
by calling us on 27894387 / 27895727 or send a mail to support@spearheadtech.com. We will ensure
that the same is added in the next edition. This will be invaluable for us to enrich the entire channel
network with this information.

Please note that Technical details regarding the Installation, Configuration and other Technical
knowledge are separately covered in another document.

Queries
A. General

1.1 What is SpearMail?

SpearMalil is an e-mail server. It acts as a post office for Internet mail clients. It is more like a carrying
and forwarding agent of your mails. It also ensures that an organisation enjoys the benefit of personal
e-mail addresses for all their employees using just one internet account that they might have invested
in. Using SpearMail you cannot read or write e-mail. You will read and write mails using e-mail clients
like Outlook, Outlook express, Netscape Messenger or Eudora.

SpearMail will ensure that mail sent is forwarded to the right recipient at their desktops.

Additionally, with SpearMail you need not have permanent connection to the net. Users can read and
write mail offline and SpearMail will send and collect all their mail in one go. Thus SpearMail is the
most cost-effective solution for a Small To Medium Enterprise (SME) to set up an efficient E-Mail
system in their organisation.

To sum up:
“1 Internet account + SpearMail = E-mail system for your entire organisation.”

Note: SpearMail is a registered trademark of Spearhead Infotech Systems Pvt. Ltd.

1.2 What are the difference between a Mail Server and a Mail Client?

Mail Servers as the name suggests are capable of servicing many users (clients). Typically Servers will
collect and store both incoming and outgoing mails. Users hardly ever need to interact with malil
servers. - Clients are the ones, the users use to read and write mail. Clients pass on all the messages
to the server and collect mail meant for the user from the server.

Clients need to be installed at each and every desktop. Server needs to be installed in only one
machine.

SpearMail is a server while Outlook, Outlook Express, Eudora are clients.
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1.3 How is that SpearMail can provide e-mail ids to many individuals out of a single POP
Account?

SpearMail can provide this function through e-mail parsing and sorting. All e-mail messages addressed
to an organization are forwarded to a single mail box, called a POP3 (Post Office Protocol Version 3)
account. SpearMail can collect e-mail messages from this mailbox and distribute it to the users by
sorting the mail. Users can then read the mail from their desktops

1.4 After deploying SpearMail, how will the e-mail addresses of the customer’s organisation look
like?

If the customer has a registered domain name: username@domain name

For example: jack@videoworks.com

If you do not have a domain name: companyname@ispaddress (username)

For example: vworks@bomz2.vsnl.net.in(archie)

Spearhead can provide guidance/help in every aspect related to the setting of the e-mail system.

1.5 What is a Domain Name and how does an organisation get it registered?

A domain name uniquely identifies your company across the entire Internet.

For Example: www.hotmail.com, www.microsoft.com etc. In today’s business scenario, it is imperative
that businesses that look beyond local areas get their Domain Name registered for enhancing their
corporate image and to simplify communication modes.

You can register a Domain Name by paying $12 (approx. Rs.500). The company can then have a
domain name like www.yourcompany.com provided it is not already registered with some other
organisation. The same domain name can be used for hosting your web site too.

With a domain name you can provide addresses like user@yourcompany.com to all your employees.

Spearhead Infotech Systems can assist in registering the Domain Name and maintaining it.

1.6. By only registering Domain Name can | have email address?
No. You need have space to create email address. i.e. Domain has to be hosted at some Internet Data
Center.

1.7 What about the E-mail security?
100%, SpearMail understands that Privacy is very critical in any mail system. No one, even the
Administrator, can ever read any employee’s mail without providing the valid password of the user.

Thus, no more snooping on each other's messages !

1.8 Do the users in the organisation need to learn a lot of new stuff after deploying SpearMail?
Not at all.

Infact, except the designated Administrator, the users need not interact with SpearMail at all. They can
use their chosen e-mail clients like Outlook, Outlook Express, Netscape Messenger etc.

Even the Administrator will find the Graphic User Interface (GUI) and features of SpearMail extremely
simple and intuitive.

1.9 Does the user need to dial out to the Internet each time he wishes to send a message.?

No. SpearMail comes complete with its own Auto-Dialer that can be scheduled to connect to your ISP
at pre-determined intervals and process e-mail collection and delivery. Just provide the details of the
ISP Log On settings according to your requirements and SpearMail takes care of the rest.

If you are using ADSL/Cable Internet Connection or Leased Line connection SpearMail will just connect
to POP and SMTP server at specified regular interval.
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1.10 What are the hardware / software requirements for installing SpearMail?
First and foremost, SpearMail has to be installed on just one terminal on the network with Internet
Connection. For detailed requirement kindly see User Manual.

Hardware Requirements of the terminal on which SpearMail is installed:
- Pentium 11l 500 MHz or above
- 256 MB RAM

To use Internet Mailing Features:-

- Internet Connection via Cable/ADSL Modem or Leased Line or Modem.

- Dial-Up Networking installed and configured.

- A TCP/IP Internet Access Account with any ISP (If internet connection is via Modem)

Note: If the organisation needs to set up just an Internal Mailing System then Internet
Connection is not required.

On your LAN:
- TCP/IP must be enabled

Software:

- The machine on which SpearMail is installed should have Windows98SE, (or above). running on it.

- Every machine has an e-mail client software like Eudora, Outlook Express, Outlook, Pegasus,
Netscape Messenger. In fact ,any e-mail client which is SMTP/POP3 compliant will do fine.

1.11 Will I have to install SpearMail on every user's machine?
No. SpearMail being a server needs to be installed on only one machine (in fact, any machine) that is a
part of the customer’s network.

1.12 Can an organisation use SpearMail as a Internal Mailing system?
Yes. In this case you do not even need an Internet Account and Modem.

1.13 My client has a Novell NetWare based network. Can | install SpearMail?

Sure. The network server can be based on NetWare, Windows NT or Unix. The only requirement is that
you should have at least one Windows 95/98/NT machine in the network on which SpearMail can be
installed.

Further, you have to enable TCP/IP on your network. The Help manual of SpearMail provides step by
step instructions on how to set up the TCP/IP Network.

1.14 What kind of modem is needed for using SpearMail?
Any standard modem that is supported by the Internet service provider's network can be used.

1.15 Does SpearMail require a dedicated machine?

No. SpearMail is designed for working in a multitasking environment. You can use the machine on
which you have installed SpearMail for routine applications too. Once minimized, SpearMail will remain
in the System Tray and will still do all its functions efficiently.

1.16 Does SpearMail use Internet time for local mails too?
No. SpearMail transfers local mail instantly without using any Internet time.

1.17 Is installing and deploying SpearMail very difficult?

No. In fact, it is extremely simple.

The SpearMail CD itself has the installation procedure.

Once installed, the Online Help provided in SpearMail guides the Administrator through the entire
process.

1.18 SpearMail is available in how many users pack?
SpearMalil 6.0 is available in 6,10,25,50,100,250 and 500 user license pack.
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B. Features

2.1 What happens if the Internet Connection is lost while SpearMail is sending or receiving
mail?

SpearMail will either retrieve the mail in the next attempt or send the mail in the next attempt. Mail will
not be deleted till the process is complete.

2.2 How can one know whether a mail sent by him from his e-mail client has been sent out to the
Internet or still in SpearMail?

In case any mail does not get delivered SpearMail sends sender alert message saying message not
delivered.

2.3 When the recipient of a mail replies by hitting the Reply button, will the sender receive the
mail through SpearMail?
Yes. Provided the user has configured his e-mail client appropriately.

2.4 Does SpearMail support attachments and MIME?
Yes. When an e-mail containing a file attachment is sent through SpearMail, it relays the message as
is.

2.5 Does SpearMail Support Multiple Domains?
Yes. You can configure as many domains you want. SpearMail can download mails from two different
catchall accounts of two different domains and distributes the mail.

2.5 What happens to an e-mail addressed to a person not on SpearMail's user list ?

Whenever SpearMail retrieves mail for a user-name not mentioned in the SpearMail User list,
SpearMalil allows you the flexibility to store such mail in any specified mailbox. This also ensures that
even e-mails addressed to misspelt user names will never be lost as it finds itself in a specified mailbox.

With SpearMail, no mail is ever lost !

2.6 How can one ensure that he gets all his mail even while he is on the move?

To receive your mail even while you are away from the office, you can have separate POP3 account or
you can sign up with free e-mail service providers like Hotmail. You then need to configure SpearMail
such that it forwards all your mail to your POP3 or Hotmail account.

Details for the same are available with Help on User Configuration

2.7 How can a user use the Auto Respond feature?

SpearMail allows you to create both Real and Group accounts. Suppose you create a Group Account
calls sales@yourcomany.com. Further you can set an auto responder which contains the sales
brochure of your company. So, each time a customer sends a message to sales@yourcompany.com,
SpearMail will ensure that automatic reply as specified by you is is sent immediately.

You can attach file e.g. sales brochure with auto reply.

Steps to set the Auto Responder feature is explained below:

Step 1: Create a separate user account called Sales (or Info).

Step 2: In the User properties ->Auto responder, set the right properties

Step 3: In the subject line, write " Response to your mail SpearMail will automatically send the brochure
whenever it receives a sales account. For further details refer help file.

As SpearMail does not impose any limitations on the number of users, you can create accounts like
support, response, info etc easily and configure the auto responder utility to maximize your customer
satisfaction.

2.8 Many of the users have email accounts on various other sites on the Internet. Can one
integrate them with SpearMail - the company mailing system?

Sure.

SpearMail will allow users to download mail from their private mailboxes. Please refer Help on User
configuration for more details.

Note: You can download mails only from POP3 accounts.
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2.9 To save bandwidth can the Administrator limit the size of e-mail that certain users in the
SpearMail User List can send and receive?

Yes.

Once specified, SpearMail will send automatic messages to the sender/recipient in the SpearMail User
List mentioning his mailbox limitation. Based on the importance/relevance of the message the user can
then inform the Administrator to temporarily increase his upload/download limit.

Please refer Help on User Configuration for more details.

2.10 Can the organisation use SpearMail along with Proxy Server?

Yes.

In Options, the Administrator needs to provide different port numbers and not the default ones if the
proxy is having a mail-service running on the same ports.

2.12 Can The Administrator restrict some users from accessing Internet Mails?
Yes.
SpearMail permits the Administrator to allow specified users access to only internal mail.

Please refer Help on User configuration for more details.

2.14 Is it possible user to change his password without help of administrator?
Yes.
Using SpearMail Web Client user can login in to his account and change the password.

2.15Is it possible to change content of alert messages?
No.
It is not possible to change alert messages, it is hard-coded.

2.16 When | delete User ID then what will happen to those messages?
When you delete user Id SpearMail ask you whether to save those messages or not. Those messages
will be saved in Deleted Users folder under SpearMail installation folder.

2.17 How do | ensure that nobody does any changes in configuration except admin?
Administrator can keep SpearMail in locked mode, and whenever changes need to be done he can
unlock it. SpearMail can be kept in unlock mode when it starts. Even admin can configure such a way
that without admin password it can’t be shut downed.

2.18 How do | monitor incoming and outgoing mails coming to certain users?
SpearMail has feature of Mail Monitoring by which you can incoming and outgoing mails. It is possible
to monitor mails of certain users or all the users.

Drop mail to support@spearmail.com or call our support team at +91 22 27894387/527 to get detailed
information or help.

2.19 How can | setup signature in all outbound email

Since SpearMail supports multiple domain you can set different signature for each laptop.

Go to SpearMail Configurations General section, put tick mark on “Set signature in all outgoing mails”
and enter contents which should appear as a signature.

2.20 Why am | not able to add new users after installing a new license?
Possible reasons are :

1. Serial key which you have sent while requesting for license is correct.
2. You have requested incorrect number of users license.

2.21 What ports are used by SpearMail MailServer.
SpearMail uses Port No 110 for POP3, Port No 25 for SMTP and Port No 143 for IMAP.

2.22 How do | back my SpearMail MailServer data, users and settings?
SpearMail ver 6.0 has Backup and Restore utility which can be configured to take backup of complete
data or only configuration at scheduled time.
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2.23 How do | restore my SpearMail MailServer data, users, and settings from a backup?
SpearMail ver 6.0 has Backup and Restore utility by using which you can restore SpearMail MailServer
last backup set. If you wish to restore only configuration that is also possible.

2.24 How can | import users into the MailServer?
You can go to SpearMail Users section and click on Import -> Click on Edit File -> Type User ID’s as
given in example and the close file and click in Import -> and click in Close

2.25 How do | move SpearMail MailServer from one machine to another?

You need to follow below steps :

1. Shutdown SpearMail

2. Copy MailData Directory from SpearMail Installation directory (e.g. c:\program files\SpearMail 6.0) to
directory on another machine where you are going o install SpearMail.

3. Copy BackupRestore.mdb from SpearMail Installation directory (e.g. c:\program files\SpearMail 6.0)
to directory on another machine where you are going o install SpearMail.

4. Install SpearMail on new machine.

5. Copy MailData Directory from directory where you have copied earlier to SpearMail Installation
directory (e.g. c:\program files\SpearMail 6.0)

6. Copy BackupRestore.mdb from directory where you have copied earlier to SpearMail Installation
directory (e.g. c:\program files\SpearMail 6.0)

7. Start SpearMail.

8. Now your SpearMail will be running in 30 Hrs. evaluation mode.

9. Go To Help -> SpearMail Registration -> Copy Serial No and send it to support@spearmail,com
along with your complete details.

10. Once you receive the License key follow the instruction given in email.

2.26 How do | register my trial version of SpearMail MailServer?

1. Go To Help -> SpearMail Registration -> Copy Serial No and send it to support@spearmail,com
along with your complete details.

2. Once you receive the License key follow the instruction given in email.

2.27 How do | configure Email Clients?
Kindly refer to the support section of www.spearmail.com

2.28 How do | change my domain name?

Go to SpearMail Configuration select the domain hame which you want to edit and overwrite with new
domain name. But if you have changed the domain name you need to update in email address and
login name in each email clients.

2.29 How do | reset the password of admin if I've lost access to the administration?
You need to send data.mdb in zip format from c:\program files\SpearMail 6.0\MailData Directory to
support@spearmail.com. Spearhead Support Team will revert back to you with the admin password.

2.30 1 am logged out from WebMail shortly after login, with error "Your session has expired.
Why?

In SpearMail value has been set after that time session expires. This is been done because of security
reasons so in case admin or user has forgot to logout nobody can make the change in configuration.

2.31 Can | run anti-virus software to scan the local system on which SpearMail MailServer
resides?
Yes, You can run any antivirus

2.32 Is password given in SpearMail is case sensitive?
Yes

2.33 Is email address case sensitive?
No email address is not case sensitive.

2.34 Is it possible SpearMail to send messages instantly?
Yes, you can set SpearMail to set SpearMail as soon as 1 message is there in Spool.
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2.35Is it possible SpearMail to send messages instantly?

Yes, you can set SpearMail to set SpearMail as soon as 1 message is there in Spool.

2.36 SpearMail does not download any message, just says “No Mails were downloaded”
This will happen when you have set SpearMail to keep copies of the messages which is being
downloaded.

2.37. Email Client is not able to download the message from SpearMail.
Possible reasons :
1. There is network problem between client machine and SpearMail machine.
2. SpearMail Local ports are mismatching with ports configured in Email client
3. Password which you have supplied in email client is incorrect.

2.38 Why users are not able to send certain type of attachments?
Check whether SpearMail is configured to block certain type of attachments.

2.39 Is it possible to exclude one of the users from attachment blocking?
Yes it is possible. You can go to SpearMail user configurations other options section and remove tick
mark from “Active attachment blocking”

2.40. How do | ensure that | do not loose any message?

You select any of the user account as Orphan account so that any message addressed to
invalid local user will get delivered to that user.

2.41. 1 am getting message addressed to non-local user in one of the user account. Why?
Check whether you have selected any of the user as Orphan account.

2.42. How do | set SpearMail to send delivery receipt of each message which has requested
delivery receipt?
Go To SpearMail -> Tools -> Options -> General and put tick mark on “Send a Delivery receipt”

2.43. How do | set SpearMail to request delivery receipt of each message which has passed
through SpearMail?

Go To SpearMail -> Tools -> Options -> General and put tick mark on “Request a Delivery receipt”. It is
depends on recipient server whether it support delivery receipts or not?

2.44 1 do not receive frequent mails how do | set SpearMail to download mails at specific time
only?
SpearMail can be scheduled to download mails at fixed times. Go to Schedule -> Select Fixed Times.

2.451do not have Broadband or ADSL internet connection then how SpearMail can download
emails?

It is not necessary have Broadband or ADSL internet connection, you can use Dialup Modem or ISDN
modem or leased line to connect to internet.

2.46 Is it possible to stop mails once it has been sent by user?
It is possible, only when if that mails has not cleared from SpearMail Outbox. Administrator can delete
or block the mails from SpearMail.

2.47 What happens if I do not renew antivirus services? Will my SpearMail stop working?
No. SpearMail will not stop working. Only Antivirus Services will stop functioning and mails will not be
scanned for viruses.

2.48 Is it possible give admin rights to some other user? so that in absence of administrator he
can operate SpearMail.

Yes you can promote any user a admin, but that user can’t promote any user a admin.

Go to Tools-> Options -> Promote users -> Select User -> Apply
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2.49 Is it possible that SpearMail should parse specific headers so that it can distribute mails
efficiently and accurately?

Many email programs adds Non-RFC standard custom headers in Mail, due to which mails does not get
distributed properly or mails get delivered to orphan account. SpearMail 6.0 can parse custom headers.
You can add custom headers Tools -> Options ->Headers -> Select “Parse Custom Headers Tags”
and add custom headers. Be sure that you are adding correct headers otherwise mails will not get
distributed properly.

2.50 Does SpearMail logs daily activity?

Yes, SpearMail keeps log of daily activity of last 30 days by default. SpearMail maintains day wise
incoming and outgoing mails transactions.

Go c:\program files\SpearMail 6.0\Logs and select the folder and open the file with notepad.

2.51 Can | get report of Mail transacted?
Yes
Go to Reports -> Select “Detailed Report” there you will get last 30 days reports of mail transacted.\

2.52 Can | get how much internet usage SpearMail has done?
Yes
Go to -> Reports -> Select “Internet Usage”

This will show you internet time SpearMail has consumed while uploading and downloading mails.

2.53 Does SpearMail has Content Filter?
Yes SpearMail can filter mails based on the given keywords. Keywords can be in Subject or body of the
message.

2.54. Do | restrict any user from sending mails to particular ID?
Yes. You can restrict any user for sending mails to their personal email address or any other email
address. You can either specify allowed email address or you can specify blocked email address.

2.55. Can I restrict user from sending mass mailers?

Yes. You can specify user wise Maximum recipient in single mail, if any user send mail to more than
maximum recipients mails will be sent to only no of allowed recipients. In this case alert message will
be sent to sender saying mail could not be delivered to so and so recipients.

2.56 Does SpearMail can be configured to block certain attachment?
Yes. SpearMail can be configured to block certain type of attachments. You can either specify
extensions or you can specify the attachment name.

2.57 If illegal attachment comes in email then can | get only text part of the message?
Yes it is possible to get text message, SpearMail will remove the attachment and deliver rest of the
message as it is.

2.58 What happens if user does not access his mailbox for long time?
By default SpearMail will keep messages in user inbox as it is. You can configure SpearMail to purge
messages if user does not access his account for x days.

2.59 Can | give Quotato each user?
Yes you can give quota to each user so SpearMail will not use excess disk space.

2.60. What happens if user exceeds the quota?

User will get notification for each message he receives saying Mailbox is full delete some messages
from his mailbox and then messages will be moved to Spam folder of that user.

Later on administrator can move those messages to user inbox, once user download and delete old
messages.

2.60 Can | set Secondary SMTP to send may outgoing mails?
Yes, you can specify secondary SMTP , if your primary SMTP fails, SpearMail will send messages
using secondary SMTP.
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2.61 Is it possible to send smaller message first without checking for users priority?

Yes. Go to Tools -> Options -> General -> Select “ Override user priority while uploading smaller
messages first.

2.62. Is it possible mobile users to maintain same email address while they are traveling?

You can setup mobile users account in such a way any mail coming to their local accounts will be
forwarded to his pop3 account. Also you can stop downloading from their pop3 account, so that mobile
users can view their mails through web mail.

2.63 How do | sent common mail to all the users?
You can create group in SpearMail and add all users as a member of that group.

2.64 Does SpearMail scans incoming and outgoing mails?

No. SpearMail does not by default scan mails. You need to buy separate plug-in along with SpearMail
which scans incoming and outgoing mails.

SpearMail Antivirus Plug-in is based on Quick Heal Antivirus Scan Engine.

2.65 Which all Antivirus SpearMail supports?

SpearMail supports all antivirus packages.

2.67 How does SpearMail Spam Filtering works?

You can block emails coming from particular id’'s or particular domains. You have to just add email
address and domain name which has to be blocked.

2.68 Can SpearMail download mails from email accounts which supports SSL?

No, SpearMail 6.0 does not support SSL.

2.69 Iwould like to retain mails on the server, is it possible?

Yes, you can retain mails for any number of days on pop3 server.

2.70 Is there any Remote Administration Console available thru which | can control SpearMail?
Yes. Itis available as a separate plug-in.

You administer SpearMail 6.0 through browser based remote administration console. You can add,
modify or delete users, also you can view current logs.

If you have static IP address from your ISP you can control SpearMail from outside your network or any
part of the world.

2.711s there any web interface available to check the mails?
Yes. You can check mails through browser. It similar to email client by using which you can send or
receive mails.

2.71 Does SpearMail supports IMAP Protocol?
Yes. SpearMail has IMAP Client which will synchronies your mails with remote IMAP Server.
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C. Troubleshooting

3.1 When a person tries to send a mail from USA.NET to spearbom@bom2.vsnl.net.in (deepak),
it gives an error message. Why?

Certain e-mail service providers like USA.NET do not allow one to send e-mail to an account having
this type of naming scheme. In case of USANET, a person can send the message to
"deepak"<spearbom@bom?2.vsnl.net.in>. SpearMail supports a variety of naming schemes.

The long-term solution is to get the customer to get his company a registered domain name so that it
can be used universally.

3.2 A user can send/receive mails from one machine on the Network but cannot send from
another machine. Why?

This is a symptom of improper TCP/IP network configuration. In all probability, the machine from which
you cannot send the mail and the machine on which SpearMail is installed are on different subnets i.e.
different sub-networks within a Network.

Please check the TCP/IP setting. If you still cannot solve the problem contact the local Network
Administrator or Support Cell at Spearhead on 27894387 / 27895727.

3.3 Mail received for some user goes to Administrator, even when though e-mail address
appears correct. Why?
The mail must be originating from a Mass Mailing List, which uses Mailing List name and not users e-
mail ID, in the "To:" field.

3.4 Sometimes SpearMail does not close the close the connection automatically. Why?
SpearMail will close the connection only when it has used its own Auto Dialler and not otherwise. So if

the connection was set up manually by dialling out to the Internet, SpearMail does not interfere with the
connection.
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