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1.1 General

The FRMA401 is a 4U high 19" Rack, 12 slot modular media converter center that provides
an economic solution in high density Fiber Converter installations such as central offices. The
Power Modules are designed for redundant power supply operation. Power and line cards are all
"hot" swappable. An additional feature allows the FRM401 to detect the working or failing status
either of power module or any fan assembly in the unit. There are 12 slots available for
installation of FRM401- 10/100 Series Line Cards in the FRM401 compact rack. An optional
SNMP Card may be installed next to the power card, for local and remote management purposes.
Each FRM401 Line Card contains four independent fiber to Ethernet converters. A variety of
cards are available that support multi-mode or single-mode fiber types and connections to SC, ST,
LC or MT-RJ or even the latest WDM (Wave Division Multiplexing) in ranges from 2KM to
120KM.

FRM401 Series Application
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Figure 1-1 Solution for FRM401 Series Application
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1.2 Functional Description

The FRM401 optionally incorporates an additional Power Supply Module. The modules,
depending on the model, derive their power from either an AC power source (110VAC or
220VAC) or DC (-42 to -60VDC) power source. When two modules are installed, they provide
for power redundancy and are hot swappable even during the FRM401 Line Cards'
transmissions. The FRM401 provides all Ethernet interface connections (RJ-45) on the rear of the
FRM401 Chassis. The fiber interface connectors are also located on the individual FRM401
Line Card's face, along with status indicator LEDs and any required control switches. The status
LED indicators provide for quick indications of both Ethernet and fiber link statuses.

The FRM401 and FRM401 Line Cards fully meet all Ethernet specifications including
IEEE802.3(10Base-T) and IEEE802.3u(100Base-TX).

When the FRM401 is ordered with an optional SNMP Card, the card is placed next to the
power modules. Control is accomplished either via local control on the asynchronous RS-232 port
with an ASCII terminal or via Ethernet and Telnet terminal or any standard SNMP network
management software that supports MIB-Il. The SNMP GUI Windows® based program provides

an easy method for the user to operate and monitor many systems.
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1.3 Specifications

Complied Standards
IEEE802.3 10Base-T, IEEE802.3u 100Base-TX, 100Base-FX

10/100Base RJ-45 Connectors

All Ethernet connections are located on the rear panel of the FRM401 Chassis. One RJ-45
connector is provided for each interface converter. All connections are designed as MDI type,
requiring only a straight connection to a HUB device. Connections to non-HUB devices such a NIC
(Network Interface Cards) require the use of crossover UTP cables.

RJ-45 Jack ID RJ-45 Type
MDI (to HUB)
RJ-45 Pin MDI-X type MDI type
1 Rx+ Tx+
2 Rx- Tx-
3 Tx+ Rx+
6 Tx- Rx-

10Base-T UTP Cable Requirement
Cable type: Category 3, 4 or 5. Maximum cable distance: 100 meters (328 feet)

100Base-TX UTP Cable Requirement
Cable type: Category 5. Maximum cable distance: 100 meters (328 feet)

1) Eiber Optic Connectors

Fiber access connectors are provided for fiber optic cable connection on each card. Each connector
has labeling for "Tx" (for transmission of optical data) and "Rx" (for reception of optical data).
FRMA401 Line Card options (all converter interfaces per card are identical)

10/100 Base Media Converter Line Card Specification
Card Type 10/100M/2  10/100S/15  10/100S/30  10/100S/50  10/100S/120 | TP Ports Shielded RJ-45 jacks

Fiber Mode Multi Single Single Single Single Cable Please refer the spec.
Wave Length  1310nm 1310nm 1310nm 1310nm 1550nm above

Connector STorSC STorSC STorSC STorSC STorSC Environment

Fiber Cable*1  62.5/125um  9/125um 9/125um 9/125um 9/125um Temperature : 0~50°C
Max. Length*2 2Km 15Km 30Km 50Km 120Km Relative Humidity :
MDI Fixed Fixed Fixed Fixed Fixed 10%~90% non-condensing

Dimension : 17.7x25.5x2.4cm
10/100 Base WDM (Bi-directional) Media Converter Line Card Specification

Card Type 10/100W/20A 10/100W/20B 10/100W40A 10/100W40B TP Ports Shielded RJ-45 jacks
Fiber Mode Single Single Single Single Cable Please refer the spec.
Wave Length ~ 1310/1550nm 1550/1310nm 1310/1550nm 1550/1310nm above

Connector SC (WDM) SC (WDM) SC (WDM) SC (WDM) Environment

Fiber Cable*1  9/125um 9/125pum 9/125um 9/125um Temperature : 0~50°C

Max. Length*2 20Km 20Km 40Km 40Km Relative Humidity

MDI Fixed Fixed Fixed Fixed 10%~90% non-condensing

Dimension : 17.7x27.5x2.4cm

**Specifications are subject to change and modify without notice.
**ERMA401 line cards are compatible for use with FRM501 chassis.
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Environment

Temperature 0 - 50°C(Operating);
0 - 700C(Storage)

Humidity 20-80% non-condensing (Operating)
10-90% non-condensing (Storage)

Alarm relay contact ratings

125VAC 1A

110vDC 0.6A

30vDC 4A

Power Module Specification

AC Power Module Input : Manual Jumper 110VAC or 220 VAC; Frequency : 50~60 Hz
Output : DC 48V, 8.5A

DC Power Module Input : -42~-60 VDC
Output : DC 48V, 8.5A

Dimension 438mm (Width) x 285mm (Depth) x 180mm (Height)

Net Shipping Weight Approximate : 11.71bs (5.3kgs)
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1.4 Front & Rear Panel Description

Hot Swappable SNMP Card FRM Converter Cards
Power Modules (Optional) (10/100FX-WDM in slots 1-2,
(AC Type Shown) 10/100FX-SC in slots 3-12)
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(Asynchronous RS-232  (SNMP over Ethernet) (completely independent)
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Figure 1-2 Front Panel of FRM401
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Cooling Fan Assemblies Alarm Relay
Terminals

12 x 4 Shielded RJ-45 Mains IEC AC
for 10Base-T, 100Base-TX, Switch Mains Input
or 10/100(auto)

(depending on Line Card)

Figure 1-3 Rear Panel of FRM401
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2.1 General

This chapter explains in detail the requirements and procedures for the installation of the
FRM401 Rack Mount Series Fiber Converter Concentrator.

2.2 Site Preparation

Install the FRM401 within reach of an easily accessible grounded AC outlet. The outlet
should be capable of furnishing 90 to 250 VAC. Refer to 2.4 Electrical Installation. Allow at least
10cm (4 inch) clearance at the front of the FRM401 for the power cables. DC model is designed
to accept central office -48VDC.

2.3 Mechanical Assembly

The FRM401 is designed for rack mount installation and will require 4U space in a
standard EIA 19" or 23" telecom rack. For the FRM401, there are five fan units in the rear side of
the chassis. Without operation fans, excessive temperatures within the unit might cause it to
electrically shutdown. The FRM401 chassis is delivered completely assembled, however
converter cards may or may not be installed in the chassis upon delivery. The rack mount "ears"
may be placed along the front or centrally located on the chassis and support both 19" and 23"

mounting.

Figure 2-1 Rack-Mount Installation of FRM401 Unit
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2.4 Electrical Installation

In the AC model, AC power is supplied to the FRM401 through a standard IEC 3-prong
receptacle, located on the rear of the chassis. In the DC model, DC —-48V is connected to the lower
terminal block, observing the proper polarity. The FRM401 should always be grounded through
the protective earth lead of the power cable in AC installations, or via the ground connection for

DC installations.

-48V RTN FG
% % %
Right: Live line Left: 48V Negative
Left: Neutral line Middle: 48V Positive
Middle: Ground Right: Frame ground

The alarm relay provides one set of Power Failure (normally open) & FAN Failure (normally
open) contacts for monitoring the power and fans condition of the FRM40L1.

Figure 2-3 Alarm Relay Terminals
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2.5 Power Supply Modules

The Power Supply Modules in the FRM401 are available in two versions, AC or DC. The
AC version supports selectable input voltages of 110 or 220 volts at frequencies of 47 to 63 Hertz.
The DC version supports -42 to —-60 VDC input voltage. Only one power supply module is
required to power a completely full rack. When two Power Supply Modules are installed, the
supplies share the load and are hot swappable, meaning any one supply may be removed and
replaced without impacting the operation of the FRM401 Rack.

A It is very important that the jumper on the AC power module be set to the proper setting
for the input voltage, either 110VAC or 220VAC. Confirm the jumper setting by pulling out the
power module and physically confirming the setting for power in your area.

Mains
Switch
in back -
fﬁ)
4
Line Fuse
Holder Power
Location Module
(one or two)
Line
Voltage &/®
Selection
Jumper 110V
(AC only) OO
00
b
220V
Select 110V Select 220V

Figure 2-4 Power Modules for FRM401
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Chapter 3 Converter Cards

3.1 Overview

(** Line cards from the FRM501 series may also be installed into the FRM401 chassis. Please
refer to Appendix B.)

The Converter Modules for the FRM401 are Media Converter Line Cards which slide into
the FRM401 chassis, and interface with the pack panel "main board". The back panel provides an
interface connection to the converter cards for Ethernet connection. The cards are designed to be
"hot" swappable, meaning the FRM401 chassis need not be powered off in order to replace a
card. Each converter card has a protection fuse and its own on card DC regulator to derive the
required operating voltage. Removal and installation of converter cards with the rack chassis
under power will not effect the operation of other converter cards, and will only cause an alarm
record in the GUI program and SNMP Terminal Mode (SNMP option installed).

Removal of a converter card is accomplished by loosening the two (2) captive screws on the
upper and lower metal cover of the card, and then pulling the cover straight out of the chassis with
the same screws. Apply equal pulling force to both top and bottom captive screws to avoid the
card binding in the rails of the chassis. Replace the card by reversing the procedure, align in the
slot groove and gently seat the card, retightening the captive screws.

D— Card
E——— _ i _ Rail

A Fiber Optic %
% T N Full/Half, Interface ]
N Duplex Connectors CS;i?;\I/://:
(Fiber)
Line
Line Card #12 Line

Figure 3-1 Installation/Removal of FRM401 Line Cards
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3.2 Overview for FRM401 card

Fiber Optical

Interface .
Status LEDs Connections Full/Half Fiber

Duplex Selector
Switch

CPU
Power
DC-Power Protection
Supp|y Fuse

Interface Connector

Figure 3-3 Side-view of FRM401 Converter Card
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3.3 Status LEDs

LED indicators 1 ™

Fiber transceiver 1

LED indicators 2

Fiber transceiver 2 =«

LED indicators 3

Fiber transceiver 3 +

LED indicators 4

Fiber transceiver 4 -«

Slide switch for 4
Fiber duplex status

«— ¢ L

o 8
FRM401
10/100 BAS

—p—

[FX] UTP]
LINK LINK
‘ FULL
100
LED Function State
FX LINK Fiber link On
Off
Blinking
UTP LINK Ethernet link On
Off
Blinking
LAN 100 mode display  On
Off
LAN Full mode display  On
Off
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'! [ —Fu
T8 ——» LED indicators 1

- o+ WDM Fiber transceiver 1

L » LED indicators 2

n T—* WDM Fiber transceiver 2
B¥Y -+ LED indicators 3
T—* WDM Fiber transceiver 3

ﬁ —+——» LED indicators 4

4 » WDM Fiber transceiver 4

i a 1™ Slide switch for

FRM401 Fiber duplex status
10/100 BASE
WDM

Figure 3-4 LEDs for FRM401 Series Line Card

Status

The fiber link is ok.

No link or the link is faulty.
Receiving data on the fiber.

The UTP link is ok.

No link or the link is faulty.
Receiving data on Ethernet.

UTP side is operating in 100M mode.
UTP side is operating in 10M mode
UTP side full duplex mode (200m).
UTP side half-duplex mode
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3.4 Optical Transceiver Specifications

Standard Types WDM Types*
Type M-M S-M S-M S-M S-M S-M S-M S-M S-M
Distance 2 15 30 50 120 | 20(A)* | 20(B)* | 40(A)* | 40(B)*
(Km)
Distance 1.25 10 20 30 75 12 12 25 25
(miles)

Wavelength Tx:1310 | Tx:1550 | Tx:1310 | Tx:1550
(nm) 1310 1310 1310 1310 1550 Rx:1550 | Rx:1310 | Rx:1550 | Rx:1310
BER <10™ [ <10™ | <10™ | <10 | <10™ | <10™ | <10"° | <10™° | <107

Sensitivity | -31dBm | -32dBm | -35dBm | -36dBm | -35dBm | -32dBm | -32dBm | -32dBm | -32dBm
Output -20dBm | -20dBm | -15dBm | -8dBm | 0dBm | -18dBm | -15dBm | -10dBm | -7dBm
Power
POW‘?r 11dB 12dB 20dB 28dB 35dB 14dB 17dB 22dB 25dB
Margin
Rf(;[:;n -12dBm | -12dBm | -12dBm | -12dBm | -12dBm | -14dBm | -14dBm | -14dBm | -14dBm

ST Y \ \ \ v
Conn. | SC v % vV \% \% v v v v
Type | LC v v v v v

MT-RJ v v v v v

FC Y Y Y % %

M-M: multi-mode S-M: single-mode
* For WDM, 'A' type must be paired with a 'B' type.

3-4



Chapter 4 Management
|

4.1. Introduction

There are three management / configuration modes for the FRM series when the SNMP
optional management card is installed in the chassis. First, an asynchronous RS-232 port on a DB9
female connector provides a DCE communication port that may be accessed by terminal emulation
programs such as Windows® HyperTerminal™. Second, the same terminal mode menu is available
via TCP/IP Telnet connection, once the SNMP card has been configured for network operations.
Lastly, the SNMP card provides an interface via TCP/IP for the SNMP protocol. Simple Network
Management Protocol is a network managing standard that allows the FRM to be managed from any
network management software when compiled with our provided MIB (Management Information
Base) file. A Windows® based GUI (Graphical User Interface) program is supplied that also allows
remote configuration and monitoring of the FRM, using SNMP protocol. The GUI SNMP Manager
was developed to provide automatic device discovery, network topology, browse events, browse
alerts, fault management, real-time monitoring, configuring, and reporting features. The latest
version SNMP card even provides for remote flash BIOS update via TFTP.

__:::::::::::.::: FRMX0I GUI S8’
RNI30] SNMP Workstation

Figure 4-1 LAN Application
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4.2 Overview of FRM401-SNMP Card

Figure 4-2 Overview for Assembling FRM401-SNMP

i

v

PWR LED -Indicate the power status

Console Port —Connection for the terminal PC
(RS-232 Async DCE)

Te@

10/100BASE-T X —Connection for Ethernet
(SNMP over Ethernet)

L1 —
@] > LINKLED - Light in yellow
anue \ when the Ethernet connection is linked
AT
SNMP LED - Light in green and flash

s when the SNMP card has booted

Te———
—
a

v

Figure 4-3 SNMP Card Front Panel on FRM401
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4.3 Hardware Installation Procedures

Required tools and supplies :

Small, flat blade screwdriver (to aid if the thumb screws are too tight and in removal of

EEPROMs from the line cards), you may see the over-view graphic drawings for the FRM301 &
FRMA401. Those drawings will give you the better idea how to assemble the unit.

Procedure

1.

2.

Inspect the contents of the FRM401 SNMP Kkit. It should contain one(1) SNMP card, one(1)
MIB file floppy diskette or CDROM, and possibly CPUs for updating the converter line cards.
The installation of the FRM401 SNMP feature card may be performed while the FRM401 unit
is fully powered. However, to avoid excessive network down time, the entire unit should be
removed from service. Carefully slide the FRM401 SNMP Card into the rack case from the rear
side until fully seated and tighten the captive thumb-screws.

Refer to the connectors on the SNMP card. The DB9 Female connector labeled "RS-232" is for
connection to a standard terminal device or PC running a terminal emulation program such as
HyperTerminal™. Connection to the PC's RS-232 DTE is via a standard 9 pin serial pin-to-pin
cable. (Only the TX, RX, and SG need be connected.)

While still referring to SNMP card's face, the RJ-45 connector, labeled "LAN", is for a direct
Ethernet connection to a HUB device. The Ethernet port provides the connection to the network
on which the SNMP management workstation is located. Two LEDs are located directly below
the Ethernet connector, one labeled "LINK", the other labeled "SNMP". The "LINK" LED will
be lit when a proper Ethernet connection has been established. The "SNMP" LED will flash
green once per second when the FRM401 SNMP card has fully booted and is operational.
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4.4 Terminal Mode

Control Port General

The FRM401 SNMP Terminal Port, labeled RS-232 on the card face, is an RS-232
asynchronous console terminal port designed to facilitate monitoring the condition of all converter
cards and links as well as setup of all SNMP parameters through the use of a standard text based
terminal or any terminal emulation program running on a Personal Computer.

Terminal Connection

A notebook computer has become an invaluable tool of the Systems Engineer. Connection to the
computer is very simple. The FRM401 SNMP acts as a DCE to the PC's DTE communications
port. The only hardware required is a DB9-pin one-to-one, male to female cable. A convenient
application, provided with the Microsoft Windows 9X or NT® operating systems, is
"HyperTerminal ™", To Start the Hyper-terminal, following the steps below: Please follow the
instruction to connect the terminal mode

1.  Start "Hyper-terminal" program --
On Windows 98 or Windows NT: start Tool Bar = Program - Accessory 2>
Hyper Terminal Group - Double Click Hypertrm.exe - Enter Connection Name
Select Icon = Click OK
2. Select COM port to communicate with SNMP Card
Choose direct to COM1 or COM2 - click OK
3. Set Port Properties --
Port Setting:
Bit per second: 38400
Data bits: 8
Stop bits: 1
Parity bits: None
Flow Control: None

NOTE : Make the appropriate connections between the SNMP card and the COM port, apply
power to the FRM401 , then press SPACE or ENTER after SNMP card is fully booted. A fully
booted SNMP card is indicated when the front panel SNMP LED is in a steadily flashing, once per
second, state. You may then use the "Terminal Mode" to access the FRM401.

Once the SNMP configuration has been set, including the IP address, the SNMP card may be

connected to Ethernet and accessed with Telnet, SNMP or TFTP TCP/IP protocols. Configuration
steps are explained later in the manual.
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The FRM401 rack SNMP LAN port can be remote controlled by a Telnet application. There is a
Telnet application which can be opened in NT's command prompt and connects to the specific
FRM401 rack SNMP LAN port.

c:\>telnet 172.24.1_.8

AEAAEAAEEAEAXEAAEAEAEAATAEAAAATXAAEITAAXAAITAAAIAITXAAIAAAXAAITAAXAAITAAXAAITAAITAAXAAITAAAXAXX

*** FRM-401 Fiber Optical Media Converter Rack Management ***
***x V3 . 22 P . 1 ***

AEAEAAEEAEAATAEAXAEAEAATAEAAAATXAAEATAAXAAITAAAAATXAAITAAXAAITAAAAITXAAXAAITAAITAATXAAITAAAXAXX

password:

The default password is ‘ctcu’, no quotes. The password is set in the terminal mode. The
'‘User' password allows access to view settings (read) but not to change settings (write). The master
password allows full control via Telnet.

When the telnet session is connected, the console will show which services are on or off line.

Console:[On [line] Telnet:[On [line] GUI:[OFFf line]

The SNMP command function SET, GET, and TRAP messages are provided. We will
explain them in detail later.

The FRM401 rack SNMP management BIOS can be upgraded via TFTP protocol to get file
from TFTP server. We will explain it later.

NOTE : Make the appropriate connections between the SNMP card and the COM port, apply
power to the FRM401 , then press SPACE or ENTER after SNMP card is fully booted. A fully
booted SNMP card is indicated when the front panel SNMP LED is in a steadily flashing state. You
may then use the "Terminal Mode" to access the FRM401.
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4.11 Menu System Detail

To enter terminal mode, a password should not be required. The superuser password for
terminal mode is "1021". The password settings provide security to protect the system from
Telnet login. The superuser password only works in terminal mode and should only be used if the
'‘User' or 'Master' passwords are forgotten After entering the correct password, you may see the
main menu display on the terminal screen as follows:

khkhkkkhkhkhkhkhkhkhkhkhhkhkhkhkkhkhhkhkhkhkhhkhkkhkhhkhkhkhkhkhkhkhkhkhkhkhkhkhkkhkkhkhkkkkkkkkkkkk*

**% FRM-401 Fiber Optical Media Converter Rack Management **%*
% % % V3.22 P.1 k%%

khkkkkkkkkkkkkkkkkkkkkhkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkk
Main Menu and Rack Status:

1:Slot #1 >> 10/100 Base << 7:Slot #7 >> 10/100 Base <<
2:Slot #2 >> 10/100 Base << 8:Slot #8 >> 10/100 Base <<
3:S81lot #3 >> 10/100 Base << 9:Slot #9 >> 10/100 Base <<
4:Slot #4 >> 10/100 Base << A:Slot #10 >> 10/100 Base <<
5:81lot #5 >> 10/100 Base << B:Slot #11 >> 10/100 Base <<
6:Slot #6 >> 10/100 Base << C:Slot #12 >> 10/100 Base <<

Command Function Key:
'1' to '9', 'A' to 'C': I/O Cards Setting

'P': Show Fans and Powers Status
'R': Refresh Status
'Q': Command Mode

'ESC' Logout
'S': System Configuration and TFTP Setup
'M': Manager Configuration Setup
Console: [On 1line] Telnet:[Off line] GUI:[On 1line]

The card status of all slots in the rack is shown. If a valid card is found in the slot, its type
will be identified. The above example shows a rack filled with 10/100Base Line Cards. If no card
is found, the status will display "Empty". As we can see in the above example, twelve cards are
inserted in the rack. No card slots are empty. The lower section of the display shows the
"Command Function” keys. Remember, cards are numbered left to right from the BACK of the
unit. When facing the unit from the front, the first card slot would be the farthest one on the right.
Pressing '1' will display card 1's status. Pressing the channel number (1-4) will display the status
of that channel. Use the 'ESC' key to exit out of any menu.
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Press '1' to display card 1's status.

khkkhkkkkkhkkhkkkhkhkhkhkkhkkkhkkhkhkhkhkhkhkhkhkkkkkhkkhkkhkhkhkhkhkhkkhkkkhkkhkkkhkhkhkhkkkkkkkkhkkkkkkk
*** FRM-401 Fiber Optical Media Converter Rack Management **%*

* %%k

V3.22

P.2 * %%k

Ak hkhkkhkhkhkkhkkhkkhkkhkkhkkhkkhkkhkkhkkhkkhkkhkkhkkhkkhkkhkkkhkkhkkhkkhkkhkkhkkkkhkkkkkkkkkkkkkkkkkkkkk*
Slot #01 10/100Base Card Status:

Channel select Menu:

1l: Channel #1 Ethernet Link
Fiber Link

2: Channel #2 Ethernet Link
Fiber Link

3: Channel #3 Ethernet Link
Fiber Link

4: Channel #4 Ethernet Link
Fiber Link

Command Function Key:

>>
>>
>>
>>
>>
>>
>>
>>

'l1' to '4': Toggle Channel Setting

'R': Refresh Status
'ESC': Main Menu

Link
Link
Link
Link
Link
Link
Link
Link

<<
<<
<<
<<
<<
<<
<<
<<

Each
Converter
Status

Each converter card contains four(4) complete Ethernet to Fiber converters. Here they are

numbered channels 1 through 4 and physically go from top to bottom on the card. Each individual

converter will report the mode of transmission, either Half-duplex or Full-duplex, and the status
of both the fiber and Ethernet links, either Up or Down. On this screen the 'R' key is used to

refresh the display.
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You may configure the specific channel on a specific line card through the menu as follows:

(example shows Slot number 1, Channel number 1)

khkhkkhkkhkhkhkhkhkhkhkkhkhkhhkhkhkhkhkhkhhhkhhkhhkkhkhkhhkhkhkhkkhkhkhhkkhkhkhkkkkkhkkhkkkkkhkkkkkk

*** FRM-401 Fiber Optical Media Converter Rack Management ***
ke V3.22 P.3  kk*
khkkhkkkkkhkkhkkhkhkhkhkhkhkkkkhkhkhkhkhkhkhkhkhkkkkhkkhkkhkhkhkhkhkkkhkkhkkhkkhkkkhkhkhkkkkkkkkkhkkkkkkk
Slot #01 Channel #1 10/100Base Card Status:

Ethernet >> Link Up <<

Fiber >> Link Up <<

Card Parameter Setup Menu:
0: Channel Enable/Disable >> Enable << . .
1: UTP Speed >> 100Base-T << Configuration
2: UTP Tx/Rx Mode >> Full-Duplex << ngmemr
3: UTP Negotiation Mode >> Manual << settings
4: Fiber Tx/Rx Mode >> Full-Duplex <<
5: LLF Function >> Disable << Special
6: Frame Length Option >> Normal << feature
7: Remote Loop Back Test >> <<
8: Get Remote (CPE) Data >> << commands
9: Reset Channel Setting to Default

Command Function Key: Help

'0' to '6': Toggle I/0O Card Settings
17" to '9': I/O Card Commands

'R': Refresh Status

'ESC': Previous Menu

When the unit perform the "special features” function of "Remote Loop Back Test" (by pressing

‘7", the display looks like the following :

khkhkkhkkhkhkkhkhkhhkkhkhkhhkhkhkhkhkhkhhkhkkhhkhhkhkhhkhkhkhkhkhkkhkhkhhkkhkhkhhkhkhkhkhkkhkkkkkkkkkkk

*** FRM-401 Fiber Optical Media Converter Rack Management ***
ke V3.22 P.3  kk*
khkhkhkkkkkhkkkhkhkhkhkhkkhkkkkhkhkkhkhkhkhkhkkkkkhkkhkkhkhkhkhkhkhkkkkhkkhkhkhkhkhkhkhkkkkkkkkhkkkkkkk
Slot #08 Channel #4 10/100Base Card Status:

Ethernet >> Link Up <<

Fiber >> Link Up <<
Card Parameter Setup Menu:
0: Channel Enable/Disable >> Enable <<
1: UTP Speed >> 100Base-T <<
2: UTP Tx/Rx Mode >> Full-Duplex <<
3: UTP Negotiation Mode >> Manual <<
4: Fiber Tx/Rx Mode >> Full-Duplex <<
5: LLF Function >> Disable <<
6: Frame Length Option >> Normal <<
7: Remote Loop Back Test >»> Waiting. .|. <<
8: Get Remote (CPE) Data >> <<

9: Reset Channel Setting to Default
Command Function Key:
'0' to '6': Toggle I/0O Card Settings
17" to '9': I/0O Card Commands
'R': Refresh Status
'ESC': Previous Menu

Loop back
test is running
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Following successful completion of the loop back test, the status will display "success".
Otherwise, if the loop back test fails, it will show "Fail". Note: Traffic will be blocked during the

test loop.

After the unit perform the function "Get Remote (CPE) Data", the resulting display

follows :

khkkkkkkkhkkhkkkhkhkhkhkhkkkkhkhkhkhkhkhkhkhkhkkkhkhkkhkhkhkhkhkhkhkkhkkhkkkhkkhkkkhkhkkkkkkkkkkkkkkkkk
*** FRM-401 Fiber Optical Media Converter Rack Management **%*

* %%k

V3.22

P.4 *x%

I EXEEEEEEEEEEEEEEEEEEEEEEE R R R R R R R R R R R R E R R E R E X E X R E X E XX E X EE XX XXX
Slot #08 Channel #4 10/100Base Card Remote CPE Status:

Rack Type >>
Card Type >>
Ethernet Link >>
Fiber Link >>
UTP Speed >>
UTP Tx/Rx Mode >>
UTP Negotiation Mode >>
Fiber Tx/Rx Mode >>
LLF Function >>
Frame Length Option >>

Command Function Key:
'R': Refresh Status
'ESC': Previous Menu

Here is how to interpret the parameter results :

301
10-100
Link
Link
100
Full
Manual
Full
Disable
Special

<<
<<
<<
<<
<<
<<
<<
<<
<<
<<

Rack Type: Alone=FIB1 converter, 301=card in FRM301 or 401=card in FRM401,

Card Type: 10 (10Base-T), 100 (100Base-TX), or 10/100 (Auto)

Ethernet link: Link or Unlink (self explanatory)

Fiber Link: Link or Unlink (self explanatory)**

UTP Speed: 10 or 100 (self explanatory)

UTP Tx/Rx Mode: Full or Half (self explanatory)
UTP Negotiation Mode: Manual or Auto (self explanatory)
Fiber Tx/Rx Mode: Full or Half (self explanatory)

LLF Function: Enable or Disable (the Link Loss Forwarding function)

Frame Length Option: Normal or Special (special supports jumbo Ethernet packets)

**Note: Without a fiber link, there can be no remote status results.
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The smart monitoring system also provides functions to let the user monitor and detect
all the fan assembles and power card modules status on the unit. To check the power and fan
statuses of the FRM, from the main menu press 'P'. The following power and fan status
screen will be displayed:

R R T S o R S S R S e R S e S R S R R R e R e R R e R R R S R

*** FRM-401 Fiber Optical Media Converter Rack Management ***
*xx V3 . 22 P . 5 **xx

AEEEAEAEEAEAAEAAAAXAAAXAXAAAAXAAXAAXAAXAAXAAXAAXAAXAAXAXAXAXAXAXAXAXAXAAXAXAAXdhAiiiik

Rack Cooling Fans and Power Cards Status:

Cooling Fan #1 > Working
Cooling Fan #2 - Working
Cooling Fan #3 - Working
Cooling Fan #4 > Working
Cooling Fan #5 - Working

Power Card #1 Status : Working
Power Card #2 Status : Working
Power Card #1 Fan #1 : Working
Power Card #1 Fan #2 : Working
Power Card #2 Fan #1 : Working
Power Card #2 Fan #2 : Working

Command Function Key:
"R": Refresh Status
"ESC": Main Menu

There are five(5) chassis cooling fans located on the back of the FRM unit, numbered 1
thru 5. If any fan's operating speed falls below nominal threshold, the fan will display a
failure message. A failing fan will send a trap message to the management workstation.

A fully loaded chassis with two power modules will show working status for both
cards. Each power card has two(2) cooling fans. The working status of those fans is also
displayed here. Failure of a power cooling fan will also result in a trap being issued to the
management workstation.
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4.12 SNMP Card TCP/IP configuration.

To configure the card for use by SNMP, certain parameters must be set. They are:

a. The SNMP card (agent) needs its own IP address, subnet mask, and default gateway.
b. The SNMP card needs to know the IP address of the management workstation.

c. The community strings for read and read/write must be set.

d. The TFTP server's IP address must be know if doing SNMP upgrade.

From the main menu type 'S', for System Configuration:

khkhkhkhkhkhkhkhhkhkhkhkhhkhhkhkhhkhhkhkhkhkhhhhkhkhhhhhkhkhhhkhkhkhkhhkhkhkhkhhkhkhkhkkhkhhkkkkkk*

**%* FRM-401 Fiber Optical Media Converter Rack Management **%*
* % % V3.22 P.6 kk*
khkkkkkkkkkhkkkkkkkkkhkkkkkhkkkkkhkkkkkhkkkkhkkhkkkhkkkkkkkkkhkkkkkkkkkkkkkkkk*k
System Configuration and TFTP Setup Menu:
MAC Address 0002ABO1FFFF
1:IP Address 172.24.1.8
2:Subnet Mask 255.255.0.0
3:Gateway IP 172.24.190.254
4 :TFTP Server IP 172.24.1.126
5:TFTP Server Path
c:\f45v322.bin

Command Function Key:

'1' to '5': Configure Setting

'R': Reset All Setting to Default

'T': TFTP and Flash

'X': System Reset

'ESC': Main Menu (store and reboot if values are changed)

Use the menu keys (1-3) to configure the SNMP agent's IP address, subnet mask and default
gateway. For example: press '1":

IP Address:

Then key-in the IP setting. Continue to set each menu item. When finished, press the 'ESC'
key to store the contents in flash and reboot with the new setting. IMPORTANT: Do not allow the
power to be interrupted during the flash updating process.

If there is new firmware for the SNMP card, the card may be upgraded through TFTP
(Trivial File Transfer Protocol). Set the IP address of the TFTP server and the name and path of
the upgrade image file. Once the server is running and the SNMP card is attached to the Ethernet
network, press the "T' key to start the file transfer and flash update process. The agent will reboot
automatically.
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4.13 SNMP Card Manager configuration.

From the main menu page, press the 'M' key to configure the manager. The following screen
will be displayed:

KAEEIAIAAITAAITXAAXAAAXAAAAATAAATXAAAAATXAAIAAITXAAIAAATXAAAXAAXAAITAAXAAITXAAXXAAXAAXAXKX

*** FRM-401 Fiber Optical Media Converter Rack Management ***
falaiel V3.22 P.7 ***
FKEIAIAIAIAAAAAAAAAXAAAXAXAXAXAAAXAXAAXAAAXAXAAXAAXAAAXAAXAAXAAXAXAAXAAXAAAAAAAAAAAAXXXXXK
Manager Configuration:

Access Password: disable

Community String #1 (Read/Write): public

Community String #2 (Read Only) : *

Access IP SNMP Community Trap

#1:172.24.1.126 public Yes

#H2:* * *

#3:* * *

#4:* * *
Command Function Key:
"1": Change Access IP#1 *3": Change Access IP#3
"2": Change Access IP#2 "4 : Change Access IP#4

"5%: Change Community#1 String (Read/Write)
"6": Change Community#2 String (Read Only)
*7": Change User Password "8": Change Manager Password
"9": Access Password ON/OFF "R": Delete All Setting
"ESC": Main Menu

From the manager screen, we can configure access from up to four(4) different management
workstations. We can configure community strings for ‘read/write' and for 'read only', which act
like passwords for the management stations. Trap messages may be enabled to send to any or all
of the management stations.

The 'User' password will allow unit configuration access to a user from terminal or Telnet
connections, but does not allow access to the "System Configuration and TFTP Setup™ or
"Manager Configuration Setup”. The 'Manager' password will allow full access to System and
Manager configuration. The access password may be disabled for terminal access, but cannot be
disabled for Telnet access. If password access is disabled, the last used password will still be used
for Telnet access. The default ‘Manager' password is 'ctcu’ (no quotes). If the 'Manager' password
is changed and then forgotten, the superuser password to enter terminal mode is '1021". The
superuser password does not work for Telnet access for obvious security reasons. It is assumed
that if you have physical access to use terminal mode, that you are authorized to access the
equipment.
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4.5 MIBs for Standard SNMP Platform

The MIB has an inverted tree-like structure (root over leaves), with each definition of a managed
instance forming one leaf, located at the end of a branch of that tree. Each "leaf" in the MIB is
reached by a unique path, therefore by numbering the branching points, starting with the top, each
leaf can be uniquely defined by a sequence of numbers. The formal description of the managed
objects and the MIB structure is provided in a special standardized format, called Abstract Syntax
Notation 1, or ASN.1 (pronounced A-S-N dot one).

Since the general collection of MIB's can also be organized in a similar structure, under the
supervision of the Internet Activities Board (IAB), any parameter included in a MIB that is
recognized by the IAB is uniquely defined.

To provide the flexibility necessary in a global structure, MIB's are classified in various classes
(branches), one of them being the experimental branch, another being the management (mgmt)
branch, and yet another the group of private (enterprise-specific) branch. Under the private
enterprise-specific branch of MIB's, each enterprise (manufacturer) can be assigned a number, which
is its enterprise number. The assigned number designates the top of an enterprise-specific sub-tree of
non-standard MIB's. Within this context, we have been assigned the enterprise number 4756. Under
this scheme, the path to our branch would be:
iso(1).org(3).dod(6).internet(l).private(4).enterprises(l).ctcu(4756)
Enterprise-specific MIB's are published and distributed by their creators, who are responsible for
their contents. Specific information regarding our sub-trees are available from our Research and
Development Division.

The MIB supported by the FRM-SNMP Agent follows RFC 1158 (standard MIB-11).

#2 MG-S0FT MIB Browser Fro 1l Edition
File Edit ¥iew SNMP Afction Tools Window Help

R ORECREER 2|8
Que | Mg | Ping |

— Bemote SNMP Agent Split

[192.168.0.230 =] E' [V Wertical

— MIB Tree — Guery Results

ED cho :I welcome to MG-50FT MIE Browser Professional Edition :I
B+ cteFRM_3U
- frnCard01

3 card0l-ActiveMode

@ card-UTP_Speed

@ card-UTP_Tx_Rx_Mode —
8 card01-UTP-Hegotistion-tode

&8 card0lFiber_Tx_Rx_Mode

8 cardD-LLF_Function

@ card( -Frame-Length-option

@ cardl-Remate_Loop_back_test Result
i card0l-Channel_Status

i cardDl-Femote_Data

-] frmCard02

3 card)2-ActiveMode

@ card12-UTP_Speed

@ card12-UTP_Tx_Rx_Mode

i card)2-1TP-Hegotistion-tode

@ card02-Fiber_Tx_Rx_Mode

i3 card02-LLF_Function

@ card(2-Frame-Length-option

@ card0Z-Remate_Loop_back_test Result
i card02-Channel_Status

& card02-Remate_Data
=7 hmCard03 _lﬂ
L card03ActiveMode LI LI b

Node MIE Tree |_||ﬁa MR [ @ 4

Figure 4-4 SNMP MIB Browser Main Display
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The following examples are using MIB browser software on a Windows® based PC.

Select your desired line card and right-click the mouse, then the "pull-down” menu will
display. You may get all the card's detailed status with the command "Get" from the menu
and set the card configuration through here with the "Set" command.

File Edit ¥iew SNMP Action Tools Window Help

EREEROREEEEEER al[=l]
Quey |Mie | Ping |
Bemote SHMP Agent Split
’7192.1581.100 = E W ‘etical ‘
 MIB Tree  Query Results
B isa - -
=] oig _I Femote address: 192.168.1.100 pork: 161 transport: IF/UDP _I
B3 dod Local address: 192.168.1.14 port: 1058 transpart: IP/UDP
: . Protocal version: SNMPv]
E"D internet Clperation: Get
{2 mamt

Request binding:
=+ private 1 cardm—AcliyeMode.U[nul\] rull
=[] enterprises Response binding: I

E‘l:l cte 1: card0-ActiveMode. 0 (int32] active-Disable(1]
E|[:| ctoFRM_3U
(=23 frrCardi

&y cardil-UTP_ o

@ cacniurey

&y cardi-UTP Espand

& card0lFiber_ Tl

@ cardlLLFFE T2
@y card0lFrame ml
-~ cardlRemot] ot et
& card0-Chanr B

{8 card0-Remot g:: Bl
-] frmCard02 =
[ frmCard03 Tahle View
[ frmCard04 — ¥
< Info al _>l_I
It Table
. . inished. — SNMPw1 ;
|Query sgent 192.168.1.100 finished s | leoa[d ,

Figure 4-5 MIB Main Display with Pull-down Menu

Here are some examples :
For configure the UTP speed between the 10 and 100 BASE

File Edit View ENMP Action Tools Window Help

Pull-down
Menu

E R EEOREEREER

dil=]|
Quew |WiE | Ping |
Bemate SMMFP Agent Split
’7192.188.1.100 j EI ¥ Wertical ‘
— MIB Tree - [~ Query Results
-] MIE B, %] <] |[Wetcome to MG-SOFT MIE Browser Professiond Editian =
%—I :!ﬂ @ @ Remote address: 192.168.1.100 part: 161 tansport: IPAJDP
Fiemate SMMP Agent Local address: 192.168.0.14 port: 1048 transpart; IP/UDP
Pratocol version: SMPy1
’7192-153-‘-199 =l E ‘ 1: mib-2.1.2.0 [Himeticks) 0 days 00h:00m: 005 00th (0]
Object |dentifier ta Set
|1.3.B1.4.1.4?58.B.1 20
Walue to Set
Syntax

* |ntegerd?  Timetiohzrnrsssisss(255)
€ Ulnteger32 € |P Addiess ¢ Opaque
" Counter3? oD " Nsapaddr
' Gauged?  Octets " Bits

|@@a | e |

@ cardl -Fran:e-Length-option
& card01-Remate_Loop_back_t
@ card01-Charnel_Status

i & card0l-Remote_Data -
1] | 3 11

il

|OID1.36.1.4.1.4?56.61.2 |7|I§“5“MF'v1 |@@@|ﬁ Y

Figure 4-6 Configuration Screen for UTP speed
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To configure the duplex mode setting between half and full mode

File Edit View SNMP Action Tools Window Help

E R ORECEEEE] Al
Quew |Mie | Ping |
BRemote SMAMP Agent Split
’7192.158.1.100 j EI v Wertical ‘
 MIB Tree [~ Huery Results

& || ||'welcome to MG-SOFT MIB Browser Professional Edition 1=
Remate addresz 1921681100 port: 161 transport: IPAUDP

"~ Remate SHMP Agent ’\Sncal a?dr33§' 185'}&%0114 poit: 1048 transport: IP/UDP
rotocol version: W
’7192-153-‘-“'” = E ‘ 1: mib-2.1.3.0 [timeticks) O days 00h:00m:00s, 00th (0]
Object Identifier to Set
|1.3.E1.4.1.475E.E.1.3.U ]
Walue to Set ok I
Itxﬁrxﬁmode-Fu\Lduplex[D]
Cancel |
Sntax —————— tu_rs_mode-Half_duplex(1]
* |ntegera2 € Timatiolssrnnsnnss(255]
€ Ulnteger32? P Address " Dpaque
" Counter32 Lalix][i] " Nsapaddr
' Gauged2 " Octets " Bits
¢
@@ [ sumpa |

- card -Frar;e-Length-optiDn
= @ card01-Remate_Loop_back_t
8 cardl-Channel_Status

-~ card0l-Remote_Data hd ¥
4| | » L »

|OID13.6.1.4.14?56.6.13 |7|I§“5NMPW |®®®@ 7

Figure 4-7 Configuration Screen for UTP duplex setting

Of course, the user also can set the configuration on the fiber side.

The MIB browser also includes the report from the alarm system, any minor or major alarm will
generate a report in the alarm report (traps) window like in figure 4-8. In the following example, you
may see the fiber side link status go from up to down. (which indicates that the link on the fiber side
became disconnected)

| v

% Manager address: 192.168.0.14 Port: 162 Tranzport: IP/UDP
3 @g Community: public
----- L Enterprize: ctc
[E-Z7 Bindingz (1]
@ Binding #1: ctc ** [octets) Slot B Ethernet link, down.
- Specific trap #8 trap(v1] received from: 192.168.1.100 at 2002/917 < 11:36:22

- Laa Enterprize; cto
[=-+(C3 Bindings (1)

- Specific trap #8 trap(v1] received from: 192.168.1.100 at 2002/917 < 11:36:24

----- @ Time stamp: 0 dayps 00k 00m: 00z, O0th

----- Agent address: 192.168.1.100 Port: 161 Tranzport: IPAUDP Protocol: SMMPYT Trap
Manager address: 192.168.0.14 Port: 162 Tranzport: IP/UDP

3 @g Community: public

- Laa Enterprize; cto

12 Bindings (1) x|

|4 SHMP notifications received.

NS

Figure 4-8 Alarm Report Screen
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5.1 GUI SNMP Manager Features

5.11 Monitor and get the status of FRM301/401
Status Type : Card exist status

Card type (10,10/100...etc)

UTP link

FX link

UTP full/half duplex

FX full/half duplex

UTP speed 100M

Get remote (CPE) status

Get the frame length status

Power (redundant module) status

Cooling fan (in rack) 1~5 status

Cooling fan (in power module) 1~2 status

5.12 Set the configuration of FRM301/401
Setting Type : Port enable/disable setting
Auto or SNMP setting
If Auto is set
UTP auto-negotiation enable

If SNMP is set
UTP full duplex or half duplex
UTP speed 100M or 10M
FX full duplex or half duplex
Link-loss forwarding setting (enable/disable)
Loop-back test setting (enable/disable)
The frame length setting
(1518/1522 for Normal
1536/1536 for Special)
Reserve setting (4 bits)

5.13 Other miscellaneous features
B Download/Upload configuration from SNMP Serial EEPROM and read/save to a file
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5.2 User System Requirements

Hardware:
CPU: Pentium Il and above

RAM: at least 64 MB
Display: VGA 800 x 600 256 colors (minimum) 1024 x 768 16bit color recommended

I A\ e |

Network card: 10/100M with exclusive IP address

® Software
Operating system: Windows® 95/NT/98/2000/XP (TCP/IP configured)
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5.3 Client IP Setting
Setting client side "static™ IP addresses for Win98/NT/2000
WINDOWS 98 procedure:

Click the "Start" button and select "Settings™ => "Control Panel”
Double Click the "Network™ icon to open the "Network" window
From the "Configuration” tab check to see if TCP/IP protocol is installed. If not, click the "Add"

button,
Newok ————————HR|

Configuration | Identificatiunl Access D:nntmll

The following netwark. components are installed:

Client for Microsaft Metwarkz
Microzoft Family Logon

Dial-Up Adapter

Dial-lp Adapter 2 [WPH Support]

Microgzaft Vitual Private Metwarking Adapter -
| k]

<]

Remove | Froperties |

Prirmary Metwark. Logan:
Microzoft Family Logon j

File and Frint Sharing... |

Diescription

TCPR/IP iz the protocal you use bo connect to the Intemet and
wide-area nietworks.

(1] | Cancel

Figure 5-1 TCP/IP Setting Screen

In the "Select Network Component Type" window, select "Protocol”, Click "Add"

Select Network Component Type HE

Click the type of network, companent pau want to install

Add...

Cancel |

Fratocol iz a 'language’ a computer uses. Computers
must use the zame protocaol to communicate.

Figure 5-2 Protocol Setting Screen
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In the "Select Network Protocol" windows under "Manufacturers:" select "Microsoft"
Under "Network Protocols:" select "TCP/IP" and then click "OK"

Select Hetwork Protocol E3 |

Click the Hetwark Pratocal that pau want ta ingtall, then click OF. [F pou have
E an inztallation disk for this device, click Have Disk.

tanufacturers: Metwark, Pratocals:

™ Banpan Microgoft 32-bit DLC |
§ Micrazoft DLC

HetBELI

T Microzoft
T Movell

Wik zupport for AT
Winzock2 ATM Service Provider -

Hawe Digk. . |

Ok, I Cancel |

Figure 5-3 Network Protocol Setting Screen

From the "Network™ window, in the "The following network components are installed:" pull

down;
Select "TCP/IP -> Your network card name"
Click "Properties" to open the "TCP/IP Properties"” window.

Metwork |

Canfiguration I |dentification | Liocess D:untn:ull

The fallowing netwark, components are installed:

T MDISWAN - Microsoft Yitual Private Metworking .-’-'«dapte;l
% TCPAP -» Dial-Up Adapter

Add. | Remove | Fropertiez |

Prirmary Mebwark. Logon:
ticrozoft Family Logon j

File and Frint Sharing... |

Dezcription
TCFAIP iz the protocal pou use to connect ta the Internet and
wide-area networks.

Q. I Cancel |

Figure 5-4 TCP/IP Properties Setting Screen
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From the "IP Address" tab, select "Specify an IP address:" and key-in the IP address and Subnet
Mask values.

TCP/IP Properties

Bindings | Avanced | MetBIOS |
DS Canfiguration I Gateway I WNS Configuration P Address

A P address can be automatically assigned to thiz computer.
If your network, does not automatically aszign |IP addreszes, azk
your nebwork, administrator for an addresz, and then type it in
the space below.

" Obtain an IP address automatically

% Specify an IP address:

IPaddress  [192.168. 1 . 1 |

SubnetMask: |255.255.255. 0 |

Ok I Cancel |

Figure 5-5 IP Address Setting Screen

From the "Gateway" tab, key-in the gateway address and click "Add". Click "OK"
The configuration changes will require Windows to restart.

TCP/IP Properties 2

Bindings | Advanced | MetBI0s
DMS Configuration  Gateway | WIMS Configuration I IP Address

The first gatewsay in the Installed Gateway lizt will be the default.
The addrezz arder it the lizt will be the order in which theze
machines are used.

Mew gateway:

192.168. 1

Inztalled gateways:

192.168.1.254 Eemgve |

Ok | Cancel

Figure 5-6 Gateway Setting Screen
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WINDOWS NT 4.0 procedure

Click the "Start" button and select "Settings" => "Control Panel". Double click the "Network"
icon to open the "Network" window. From the "Protocols" tab, select the "TCP/IP Protocol™ and
click the "Properties” button.

Metwork EHE
Identificationl Services Protocols |.t’-‘«dapters| Eindingsl

Metwork Pratocals:

Add.. Bemove Properties. .. dste

— Dezcription:
Transport Contral Protocol/ ntemet Protocaol. The default wide
area netwark, protocol that provides communication across
diverse interconnected natwarks,

ak. I Cancel |
Figure 5-7 TCP/IP Setting Screen for NT 4.0

In the "Microsoft TCP/IP Properties” window select "Specify an IP address". Key-in the "IP
address", "Subnet Mask", and "Default Gateway" addresses. Click "OK", then click "OK" in the
"Network" window. Normally, Windows NT does not require restarting to change its IP address.

Microsoft TCP/IP Properties

IP Address | DNS | WINS Address | FRouting |

An |P address can be automatically assigned to this nebwork. card
by a DHCP server. If your network does not have a DHCF server,
aszk pour nebwork. administrator for an address, and then tppe it in
the space below,

Adapter:

1] D-Link DFE-5

# PC| Fast Ethernet

Adapter

" Ohtain an IP address from a DHCP server

% Specify an P addiess

1P Address: 192 188 . 0 . 7

Subnet Mask: I 285285 2685 . O

Default Gateway: | 192 . 162 . 0 . 254

Advanced... |

aE I Cancel | Lnpl |
Figure 5-8 TCP/IP Properties Setting Screen for NT 4.0
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WINDOWS 2000 procedure

Click the "Start™" button and select "Settings" => "Network and Dialup connections™. Select
the "Local Area connection™, from the "File" menu, select "Properties”. In the "Components checked
are used by this connection” box, select "Internet protocol(TCP/IP)" Click "Properties”.

Local Area Connection Properties d |

Gerneral |

Connect using:

I D-Link DFE-650 Fast Ethemet PC Card

Components checked are used by this connection:

B
File and Printer Sharing for Microsoft Metworks
T Intemnet Pratacal [TCPAP)

Irztall... Uningtall Properties

— Dezcription

Alloves pour computer to access resources on a Microzaft
rietwark.

¥ Show icon in taskbar when connected

ak | Cancel |

Figure 5-9 TCP/IP Setting Screen for Window 2000

In the "Internet Protocol (TCP/IP) Properties™ window, click "Use the following IP address™
Key-in the "IP address", "Subnet Mask", and "Default Gateway" addresses. Click "OK", then click
"OK" in the "Local Area Connection Properties” window. Normally, Windows 2000 does not require
restarting to change its IP address.

Internet Protocol {TCP/IP) Properties 2 x|

General |

Y'ou can get |P settings assigned automatically if your network. supports
thiz capability. Otherwize, you need to ask vour network. administrator for
the appropriate [P zettings.

" Obtain an IP address automatically

—{% 1z the following IP address:

IP address: 192 168 . 1 . 1
Subnet mazk: I 205 205 . 2850 0
Default gateway: 192 168 . 1 254

| [btain DS server address automatizall

—f* Uze the following DMNS server addresses:

Ereferred DMS zerver: I . . .
Alternate DNS zerver I . . .
Adyvanced... |
Ok I Caticel |

Figure 5-10 TCP/IP Properties Setting Screen for Window 2000
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5.4 Software Installation and Removal

5.41 Introduction

This brief manual will explain the installation / removal, configuration and operation of the
FRM GUI (Graphical User Interface), a Windows® based program that uses SNMP protocol to
monitor and configure the FRM301/401 fiber media converter racks. This first section will deal with
the installation and removal of the GUIMGR software.

5.42 System Requirements
5.42.1 Operation System

The GUI program, hereafter called GUIMGR, is designed for installation in any Microsoft™
Windows® based computer. The program runs a standard Windows installer and is compatible on
any 32bit OS (Windows 95/98/ME) or NT based OS (Win NT 4.0, Windows 2000, & Windows XP).
Also highly recommended is the HyperTerminal program which is not installed by default in
Windows 95/98.

5.42.2 Hardware

The minimum recommended hardware requirements for running GUIMGR are a Pentium™
class computer with 128MB memory, 5MB free disk space (the final installed software is less than
2MB), CDROM drive (for installing the software), VGA graphics display with 800x600 minimum
resolution (1024x768 recommended), and a configured 10Base-T or 100Base-TX Network Interface
Card (NIC). Our example will use a PC with the following static settings:

IP of 172.24.1.126
Subnet mask 255.255.0.0
Gateway of 172.24.190.254

The management station may be attached directly to the FRM301/401 SNMP card with an Ethernet
crossover cable.

5.43 Installation

If you have only the trial version of GUIMGR, then it may not require normal installation.
Simply un-zip the compressed transport file and place the executable file (GUI_trial.exe) and
information file (agentIP.INI) in a convenient location. Create a shortcut to the "exe" file on the
desktop, or place the executable file on the desktop itself. The "agentIP.INI" file must be in the same
directory as the "exe" file to run properly.

l.l_._.-l__
Ut
GUI_trial.exe

If you have the full distribution version of the GUIMGR program, then please follow the
procedure on the following pages for installation.
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Place the GUIMGR installation CDROM in the computer's CDROM drive. Use "My

Computer™ or "Explorer" to browse to the CDROM's contents. Double click on the "Setup” icon to
start the program installation.

Peton =

GUIMGR Setup is prepaning the InstallShisld(r) wizard
which will guide pou through the rest of the setup
- process. Please wait

41 %

Figure 5.11 Setup started InstallShield Wizard

x|

Welcome ta the GUIMGR Setup program. This program will
install GLIMGR on pour computer

It is strongly recommended that you exit all Windaws programs
before running this Setup pragram,

Click Cancel to quit Setup and then close any programs you have
unning. Click Mext to continue with the Setup program.

WARNING: This program s protected by copyright law and
intemational treaties.

Unavitharized reproduction ar distribution of this program, or any
portion of it, may result in severe civil and criminal penalties, and
will be prasecuted to the maximum extent possible Lnder law.

InstalShield

< Back

Cancel |

Figure 5.12 Setup welcome page, click "Next"

Choose Destination Location x|

Setup will install GUIMGR in the follawing directory.
To install to this directary, click Next.

Ta install ko a different directory, click Browse and select another
directory.

‘You can choose not to install GUIMGR by clicking Cancel to exit
Setup,

"Dastmation Director

£t AGNMPH anager GLIMGR Browse.. ‘
<Back  [Heds | Cancel |

IistalShie!d

Figure 5.13 Choose program directory, click "Next" to use default.

Select Program Folder x|

Setup will add program icans to the Program Folder listed belaw.
“You may type a new folder name, or select one from the existing
Folders list. Click Mext to continue.

Frogram Folders:

Existing Folders:

Accessolies -
Administrative Took:

FOT-PM

MG-50FT MIB Browser

Met-Device Manager
FiintMe Internet Printing
Fieal/NC

IrstallSHield

cBack [ Met> | Concel |

Figure 5.14 Select the Program Folder, click "Next" for default.
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Start Copying Files x|

Setup has enough information to start copying the program files.
It pou want to review or change any settings, click Back. |f you
are satisfied with the settings, click Nest to beain copying files.

Curment Settings:

Setup Typs =l
Complete

Target Folder
C:\Program Files\SNMPManagersGUIMGH

User Information
Name: steve
Company: CTC Union

-
4 3

< Back

I7stalShield

Cancel |

Figure 5.15. Start copying files, click "Next"

GUTSNME Manager Systen Setup

Figure 5.16. Installation Complete

This completes the installation of the GUIMGR software program.

5.44 Remove GUIMGR
5.44.1 Control Panel Add/Remove programs

To open the control panel, click the Windows "Start™ button and from the "Settings™ icon,
select "Control Panel".

\{i’j Set Program Access and Defaults

% ‘Windows Update

Mew Office Document

@ Open Office Document

Programs 4

B3 Control Panel

Metwork and Dial-up Connections
Printers
a Taskbar & Start Menu...

Figure 5.17 Opening the Control Panel in Windows 2000
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In the Control Panel window, double click the "Add/Remove Program™ icon. The following
window will open. Find the GUIMGR icon as shown below.

& Add/Remove Programs

Currently installed programs:

Figure 5.18 Add/Remove Programs window

Click the "Change/Remove" button.

Confirm File Deletion B |

@ Are you sure you wank ta completely remove the selected application and all of its components?

Mo
Figure 5.18 Confirm application removal, click "Yes" to continue uninstall.
X

uninstallShield will remove the software 'GUIMGR' fram your
computer. Pleaze wait while each of the following
components is iemoved...

Shared program files..

Standard program files..

Folder items...

Program falders. ..

Program directories. ..

TR % %R O%

Program registry entries...

Uninstall successfully completed.

Figure 5.20 Uninstall completed successfully, then click "OK".

The GUIMGR computer program has now been completely uninstalled from your computer.

The registry entries created by the GUIMGR installation are not deleted. The password used
to operate the GUI software is stored in the registry at:

HKEY_LOCAL_MACHINE/SOFTWARE/GUIMGR/config/Pass_word
The default password is "1021".

To remove all traces of the GUIMGR from the registry, delete GUIMGR under the
HKEY_LOCAL_MACHINE/SOFTWARE location.

o-11



Chapter 5 GUI Installation and Operation
-

5.5. SNMP Card Configuration

5.51 Introduction

The FRM301/401 SNMP card is an optional component, installed in the FRM301/401
chassis, and provides Telnet and SNMP access. The setting of the SNMP card is performed through
the terminal console port of the FRM301/401.
5.52 HyperTerminal™ settings

The settings for console port communication with the FRM301/401 are 38.4K baud, 8 bits,
no parity, 1 stop bit and no flow control. In the HyperTerminal program terminal window click the
"properties” icon and set the communication parameters as in the following graphics. Click the
"Configure..." button in the properties window and set the port settings. When set properly, click
"OK".

frm301 Properties 4 3| @l coM1 Propetties ilil
Connect To | Settinggl Port Settings |
= 233 frrn3 Change lcon... |
Bitz per zecond: |ELEEINN
Countryregion: I j
. i ; Drata bits: IB j
Enter the area code without the long-distance prefis.
Area code: I Parity: INDHE j
Phone number: I
Stop bits: |1 -
Connect uzing: IEDM'I j I J
Flows contral: INune j
¥ Use countw/region code and area code
I™ Fiedial or busy Restaore Defaults |

ok, | Cancel | (] I Cancel | Appl |

Figure 5.21 HyperTerminal port settings for FRM301/401

5.53 Connecting to the FRM301/401

The console port of the FRM301/401 is an RS-232 interface (DCE) that utilizes a DB9F
connector. Use the configuration cable that is supplied with the FRM301/401 or prepare a three wire
DB9(F) to DB9(M) cable with the following pinout:

DB9(M) signal DBY(F)
5 GND 5
2 TD 2
3 RD 3
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#g frm301 - HyperTerminal o ] 1|
Eile Edit Wew Call Transfer Help

M

B B BB PR BEPE BE e PE I PEPE BEWE I BE W NE W N NE N BB P RE BEPE BE PEPE B PE PE I BE I BEME NE ME N NE NN BB BB BB

==x FRM-301 Fiber Optical Media Converter Rack Management s

%% ¥3.42 -14  »xx

Main Menu and Rack Status:
1:51ot #1 >> Empty <
2:51ot #2 >> 10/108 Base <<
3:51ot #3 >> 10/100 Base <<
4:51ot #4 >> 107100 Base <<
2:51ot #5 >> 10/100 Base <<
6:51ot #6 >> 10/100 Base <<
1:51ot #7 >> 10/100 Base << :S1ot #15 >> E1 BNC <<
8:S1ot #8 >> 10/100 Base << :Slot #16 >> E1 BNC <<

Command Function Key:

1" to '9", A’ to 'G’: I/0 Cards Setting

'P*: Show Fans and Powers Status

'R : Refresh Status

"ESC’ Logout

"M’ : Manager Configuration Setup

'S’ : System Configuration and TFTP Setup

Console:[0n 1linel Telnet:[0ff linel GUL:[Off linel

:S5lot #9 >> 18/100 Base <<
:Slot #10 >> 18/100 Base <<
:5lot #11 >> 18/100 Base <<
:Slot #12 >> 18/100 Base <<
:Slot #13 >> 18/100 Base <<
:Slot #14 >> 18/100 Base <<

CoTMMOaCmIDWw

N K

Connected 0:00:17 AnsTv [z84008-n-1  [SCROLL  [CAPS (UM [Capture  [Prink echa

Figure 5.22 FRM301/401 main screen in console mode.

Connect the PC running HyperTerminal to the FRM301/401 that has an installed SNMP card
option. The above screen indicates successful communication with the FRM301/401.

5.54 FRM301/401 menu system

Details of the menu system operation and meaning of menu items are described in detail in
the FRM301/401 User's Manual. The following information is only for configuration of the SNMP
option for use with a network management system.
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5.55 SNMP Card settings
From the main welcome screen, press "'S" to enter the system configuration of the
FRM301/401.

R R o o S R e R S R S e R S e S R S R R R R e R e R R e R e S R e R S R

*** FRM-301 Fiber Optical Media Converter Rack Management ***
**kx V3 . 42 **xx

AEEEAEAETEAEAAEAAAAXAAAAXAAAAXAAXAAXAAXAAXAAXAAXAAXAAXAXAXAAXAXAXAXAXAXAXAXAXAAXXAAidik

System Configuration and TFTP Setup Menu:

MAC Address - 0002AB025678
1:IP Address : 192.168.0.218
2:Subnet Mask : 255.255.255.0
3:Gateway IP : 192.168.0.254
4:TFTP Server IP : 192.168.0.45
5:TFTP Server Path :

/300.bin

Command Function Key:

"1 to "5": Configure Setting
"R": Reset All Setting to Default
"S": Store Setting and Reboot
*T": TFTP and Flash

"ESC": Main Menu

Figure 5.23 FRM301 main screen in console mode

AEEXEEAEAEAELAATEAAATEAAAEAATAAALAATLAAXALAATAAXAAAALAAAAXAAATAAXAAATAAIAAATALAATXAAXAAAXAAXX

*** FRM-401 Fiber Optical Media Converter Rack Management ***
**k*k V3 . 22 P . 6 **x*x

AEEAEEAEAEAELAATEAAEITAAAEAATAAALAALAAXATLAATAAIATAAALAATLAAIALAATAAXAAATAAIAAATALAATXAAXALAAXAAXX

System Configuration and TFTP Setup Menu:

MAC Address - 0O002ABO1FFFF
1:1P Address 1 172.24.1.8
2:Subnet Mask : 255.255.0.0
3:Gateway IP : 172.24.190.254
4:-TFTP Server IP - 172.24.1.126
5:TFTP Server Path u

c:\T45v322_bin

Command Function Key:

"1" to "5": Configure Setting

"R": Reset All Setting to Default

*T": TFTP and Flash

"X": System Reset

"ESC": Main Menu (store and reboot if values are changed)

Figure 5.24 FRM401 main screen in console mode
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5.56 SNMP Agent Configuration

The "agent" is the FRM301/401 SNMP. The IP address, subnet mask, default gateway, and
TFTP server's IP address/path are all set within the System Configuration.

Select "1" IP Address

IP Address->172.24.1.3
Key-in the IP address for the SNMP agent in the FRM301/401. This IP address is also the Telnet IP
address of the FRM301/401 rack.

Select "2" Subnet Mask

Subnet Mask->255.255.0.0
Key-in the subnet mask for the agent.

Select "3" Gateway IP

Gateway I1P->172.24.190.254
Key-in the default gateway IP address.

Select "4" TFTP Server IP

TFTP Server 1P->172.24.1.126
Key-in the IP address of a server running the TFTP protocol (trivial FTP) used for updating the
SNMP firmware image in the SNMP card.

Select "5" TFTP Server Path

TFTP Server Path->d:\342_bin

Review the settings and make any necessary corrections. If all entries are correct press "S" to Store
Settings and Reboot the SNMP agent.
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5.57 Manager Configuration

From the SNMP main menu, select item "M", Manager Configuration Setup. Manager
configuration is required to tell the agent (the SNMP card) who has authority to access the SNMP via
"Get" commands (read) or "Set" commands (write) and where to send "trap™ messages (unsolicited
messages that are usually generated by alarms in the FRM301/401).

R R S o S R R R e R S e R S R R R R R e R R R R R R e S R e R S R

*** FRM-301 Fiber Optical Media Converter Rack Management ***
*xx V3 . 42 **kx
R R R T B R e e e e R e o o e o R e e e R R e o e e e R e e
Manager Configuration:

Access Password: disable

Community String #1 (Read/Write): public

Community String #2 (Read Only)

Access IP SNMP Community Trap

#1:* public Yes

#H2:* * *

#3:* * *

#4* * *
Command Function Key:
"1": Edit Access IP#1 "3": Edit Access IP#3
"2": Edit Access IP#2 "4": Edit Access IP#4

"5%: Edit Community#1 String (Read/Write)

"6": Edit Community#2 String (Read Only)

"7": User Password *8": Manager Password
"9": Access Password ON/OFF

"R": Delete All Setting

"ESC": Main Menu
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The manager configuration has the ability to setup access for up to four (4) different
management workstations. The community strings act like passwords in dealing with the device via
SNMP protocol. By changing the community strings for read / write (‘public’ in this case) and read
only (undefined here) access, and assigning a community string to an access IP, an administrator can
control access to the FRM301/401.

Enter the IP address of the management workstation that will be running the GUIMGR
software, the access authority and whether or not it will be sent trap messages. Select "1":

IP("*" :disable) ->172.24.1.126 #IP of manager
community "1° or "27->1 #Manager has r/w privilege
trap "y"es or "n"o->y #Manager will be sent trap messeges

Here are the results of our management configuration.

KAEEIAAAITAAITXAAXAAATXAAATAATXAAATXAAAXAATXAAXAAITXAAAAATXAAATXAAXAAITAAXAAITXAAXAXAAXAAXXXKX

*** FRM-301 Fiber Optical Media Converter Rack Management ***
**kx V3 . 42 **xx
FKEAIAEIAAAAAAAAAXAAAXAAAXAXAXAAAAXAAXAAXAXAXAXAXAXAXAAXAAXAXAXAXAAXAXAAXAXAXAAAAAAAAAAAAAXXXXK
Manager Configuration:

Access Password: disable

Community String #1 (Read/Write): public

Community String #2 (Read Only) :- *

Access IP SNMP Community Trap

#1:172.24.1.126 public Yes

#H2:* * *

#3:* * *

#HA-* * *
Command Function Key:
"1": Edit Access IP#1 "3": Edit Access IP#3
"2": Edit Access IP#2 "4": Edit Access IP#4

"5%: Edit Community#l1 String (Read/Write)

"6": Edit Community#2 String (Read Only)

"7": User Password "8": Manager Password
"9": Access Password ON/OFF

"R": Delete All Setting

"ESC": Main Menu

When leaving the Manager Configuration menu, the changes are automatically saved.

Note that in the above example, the management workstation with IP address 172.24.1.126
and using the community string ‘public’, has full read and write access and receives traps. If your
management workstation has a different IP address, modify the above settings for your application. It
is highly recommended that the read/write community string ‘public’ be changed using the menu
selection '5'. Please also note that community strings are case sensitive. (public is not equal to Public)
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5.6. GUIMGR Configuration and Operation

5.61 Introduction

This chapter assumes that the GUIMGR application has already been installed on the workstation as
in Chapter 1 and that the SNMP agent has been correctly configured as in Chapter 2. This chapter
will detail the GUIMGR configuration and the operation of the software in monitoring and
controlling the FRM301/401 multiplexer.

5.62 Configuration
5.62.1 Start the GUIMGR application

Start the application by clicking the Windows "Start" button => Programs => SNMP GUIMGR =>
GUIMGR. A login password is required to enter the application. The password set from initial
installation of the software is "1021". The user password may be changed via the "Config" pull down
menu. Trial versions only need to click the "exe" file or shortcut and by default have no password
set.

Figure 5.25 GUI manager login

GiiFRM301 GUI %2.09 trial o ] |
Config Edit About Exit

Run Agent IP [ Hame =]

Events Index

[ Racki ||192.188.1 215
i l— Nof Active
% g o
= Fracke ||
Link Loss || -l— Net Active
Pwir Fan

[T | Racka ||

L | -l— Not Active

UTP Down Pwr Fan
e |

s [ l— Not Active

T Racks ||
vt [ l— Nof Acfive
Prur Fan J
Date Time IP_Address Channel / Information
= [1]2]
Channel : E
—Trap Group
TrapCount :
II]
Clear Trap |

Figure 5.26 GUIMGR first started
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The GUIMGR behaves just like any other Windows® application. The following graphic
shows all of the areas that may be clicked for further configuration. Some items are 'greyed' out until
the application has connected with an actual FRM301/401 unit.

G FRM301 GUI ¥2.09 trial = Dlﬂ
Config Edit About Exit
Rl =]
Events Index n Agent IP | Hame
Racki ||z 1661215
) Not Active
For Fon T
Link Loss Nof Active
Not Active
UTP Down
Net Active
F1T1 Down
Not Active
Date Time IP_Address Channel / Information
= [1]2]
Channel : 5[4 ]
 Trap Group
Trap Window TrapCount
II]
/7-\
Clear Trap

Figure 5.27 Selectable features of the Main GUIMGR

5.62.2 Configure user password
Click on "Config" from the window menu bar.

il ConfigForm o ] [

—FPazz Word Configration

I “““““““ Passtord

I Save

—about Trap

[~ Log Ta Text File v Trap Sound

[~ Output T Print

oK | l-'L Cloze |

Figure 5.28 Configuration Form

Use this form to change the user password for the GUI. Note also that trap messages may be
sent to a text file for logging, output to the default printer, and/or issue a warning beep on the PC.
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5.62.3 Edit the SNMP Agent
Click on "Edit" from the window menu bar to enter the Edit SNMP Agent Window.

% FRM301 GUI ¥2.09 trial I [l
Config  Edit  About  Exit
Ru =]
Events Index n Agent IP  Hame
gy x|
o [
MoAccess Pwr Fan Edit The SHMF Agent
———— Fomat ; Monitortode [space] Agent_IP [space] CommunityStr [space] M achine ame
=1 [ Rackz |
s MonitorMode  : 1=Run ; O=ldle
Link Loss SRy T | Agent P 1000 3. 5000 Kd
Prar Fan CommunityStr ; The Device Community Sting
-_—H- MachineMame : #eldxia
= | Racka
- -_-I Example :
1192.168.0.123 public LAKE
Puar Fan 0123111.222 20 abode RACK_01
T |_Rack4 |
o I
Py Fan Items : |1—
T Racks I 0192.168.1. 216 public: FRM 201 ;l
ot |
Pwr Fan _I
Date Time
Channel :
LI  Trap Group
TrapCount :
Cancel | Iu—
Clear Trap |

Figure 5.29 Edit the SNMP Agent

The entries already entered are there by default if the software was just installed. They are
just for reference as examples of how the format should be entered into the window. If we continue
with our example from the previous chapters, then the FRM301/401 unit which we wish to manage
(the agent) is at IP address 172.24.1.3 and the r/w community string is ‘public’. So we will click in
the lower window (or select the already entered text) and backspace over it until the window is
empty. Then we will enter our own format string:

1172.24.1.3 public FRM301

Then click the "Save" button. Now the GUIMGR is set to manage a FRM301/401 at IP address
172.24.1.3 with a community string of 'public' and our manager will display the rack name as

FRM301.
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5.63 Operation
The interface for the GUIMGR program is a point and click Windows® application that
requires little use of the keyboard.

Gui FRM301 GUI ¥2.09 trial o =] |
Config  Edit  About  Exit

Run Agent IP | Hame B|

Events Index

v R k1||’l?2.24.1.3
= GRclojogaiaioicicflcfclclicoiclclo
301 I
Moflccess

Pur Fan |FRW'3U1 E1BNCELENC AUTO AUTO AUTO AUTO AUTO AUTED AUTOD AUTO AUTO AUTD AUTO AUTO AUTO AUTO

2| PRaerE ||
Link Loss [|§m" - -I— Not Active
Prar Fan

= [ Racks ||
i [ -I— Not Active
Prar Fan

UTP Down
R .

s [ -I— Not Active

[T [ Racks ||

s [ -I— Nof Acfive
Prar Fan

Date Time IP_Address Channel / Information

Channel :

—Trap Group

Trap DISplay Window TrapCount :
IU—

]

Clear Trap |

Figure 5.30 Operational GUIMGR screen

From the operational screen, the status of all rack units may be displayed. The Pwr and Fan
indicators will display "green" when two power supplies are active and their fans are operating
normally. Line card types are shown and link status displayed by color code:

"Green" status indicates that both the fiber and copper are linked.
"Yellow" indicates loss of link on the copper side.

"Magenta" indicates loss of link on fiber side.

"Grey" indicates neither copper nor fiber linked

"Black" color indicates an empty line card slot or un-identified card.

If all line cards are shown with "Red" color, it indicates a communication error. Possibly the
configuration is not correct or there is a network error that prevents the manager from
communicating with the agent.

The trap window at the bottom displays trap messages, indicating the source IP address, the

time stamping of the trap and the trap message itself. New messages are displayed from the top,
down. The "Clear Trap" button will erase all of the traps displayed and stored in memory.
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5.63.1 Rack Detall

From this main display, we can view the details of any rack by clicking on the "Rack™ button
for that particular rack. Select the first device by clicking on the "Rack 1" button. A new window
will open displaying the rack’s front and rear panel details.

Ui Panel301

=10 |
16, 15 14, 13 12, 11, 10, 9 & % 6 5 4 3 2 1 |

E1T1-FX| E1T1-FX] 10/100 | 10/100 | 10/100 | 10/100 | 101100 | 10100 | 10100 | 100100 | 10/100 | 101100 | 101100 | 101100 | 100100 | 100100 | |
P’ PR PR

PUlR PUR: PR PR PR PR PR PUR: PR PR PR
MR MR xFull xFull wFull xFull xFull xFull xFull xFull xFull wFull xFull xFull xFull xFull
FXEngT FXE";:T F:lt:Link F:lt:IJnk FJI-cLink F:lt:Link FT Link F:lt:l.ink F:lt:Link F:lt:Link F:ln:IJnk Fnl-cLink FT Link FT Link F:lt:Link F:lt:Link

| OB BN BN BN BN BNl G CEE| DRl CEE| URN| OB DR 0
07 N (N N N N BN BN BN (0 00 [0 EE |0

TP100

E+P Lirk Lﬂh’um Lﬂh’um Lgh’um- E+PUnh Lﬂ#um E+r=um E+P Link Lﬂh’um Llj+P|.in|~ E+PUnh E+PUnh E+r=um E+P Lirk
E1/T1 Link [E1/71 Link | | overun | dorerun| | Lrerun| | Drer] | rera | brera] | breron] | el | brera) | oreral | borera | reran | Sreru | brera
ri00| Lurioo| Loreioo| Loteioo| Loteioo| Loteio

TR10D

TR100 TP100) TP100) TR100 TR100 TP100

Ch16 | Ch15 | Ch14 | Ch13 | Ch12 | Ch11 | Chi0 | Ch3 Ch Ch?

Giif Panel401

=101 ]

Fanl

Fan2

Fan3

Fand

Fanb

"H ack Light Index

|1?2_24_1_3 OF%_LINK OuTP_LINK ~ OUTP_FULL OuTP_100
OFx_DOwN OuTP_DOWN DOUTP_HALF OuTP_10

Figure 5.32 FRM401 Rack GUIMGR screen

The front panel graphic shows the operational state of all the installed line cards. The LED
indications are shown in real time. Fan and power status are also displayed in "green”. A "Red"
indication on any of the fans, power supplies, or power supply fans indicates device or power failure.
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5.63.2 Ethernet Line Card Settings

Click the button marked "Chx". From this window we can display the individual line card's
status, setup the card's working status, configure the UTP and fiber modes, get the remote unit's
status or do loop back functions. Use the "Get" button to read the card's status. Use the "Set" button
to write new status to the card. (The operations are all preformed via SNMP protocol.)

%ili Card Setting [10/100] x| Gili Card Setting [10,/100] x|
Card : 9 Agent IP - 1722413 Card : 8 Channel:4 Agent IP - 1722418
Card Typpe 1104100 Machine Hame : FRM301 Card Type :10/100 Machine Hame : FRMM401
Command Set i d Set
Channel Enable/Disable ' Enable " Disable Channel Enable/Disable {* Enable ¢ Disable
UTP Speed + 100 BASE ~ 10BASE UTP Speed + 100 BASE = 10BASE
UTP T#/Re Duplex Mode * Full Duplex " Half Duples UTF TR Duplex Mode £+ Full Duplex £ Half Duples
UTP Megatiation Mode * Auto " Manual UTF Megatiation Mode " Auto * Manual
F TR Duplex Mode + Full Duplex " Half Duplex F TR Duplex Mode + Full Duplex " Half Duplex
Link Loss Forwarding {~ Enable i+ Dizable Link Loss Forwarding {~ Enable f* Dizable
Frame Lengh Setting * MNamal " Special Frame Lengh 5 etting £+ Mamal " Special
SetToDefault |: Modify | Modify All | Close SetToDefault |: Modify | Modify All | Close
Load All CFG From DB | SetsllFromS aved | Save All CFG To DB | Load All CFG From DB | SetsllFromS aved | Save All CFG To DB |
—Hemote Status —Remote Status
(Ciie] T YEiaremmsmmmmsmmmemmmmamamaseaeas I e
UTF Link: Remote Loop Back Test TP Link--— Remote Loop Back Test
F¥  Link. Fx  Link--
UTP Spaedhrmmrrresmrsreseeen Get Remote CPE Status UTP Speh e Get Remote CPE Status
UTP Tx/R Duplex Mode--—--- UTP T¥/R Duplex Mode---—--
UTP Megotiation bode--------- UTP Megotiation bode-----------
Fx T#/Re Duples Mode-------- F TR Duplex Mode-------
Link Lozsz Forwarding-- Link Logs Fonwarding--
Frame Length-------wcememeeeeeeee | Frame Lengthi-------------cmeeeeeme |
Result Skatus |Resu|t Skatus ¢

Figure 5.33 Ethernet Line Card Settings (FRM301 & FRM401 shown)

The card slot, type, address of machine and machine type are shown in the header
information. The 'Command Set' window is used for channel enable/disable, UTP mode setting,
Fiber mode setting, LLF function enable/disable, and normal or extended packet frame length
setting. The settings may be set to default, loaded from a configuration file previously saved on the
PC, or saved to PC. The 'Read' button will get all the settings for this card. The ‘Modify' button will
set the settings selected to the card. The 'Modify All' button will take the displayed settings and write
them to every card of the same type in the rack.
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5.63.3 Remote Functions

The lower half of the window addresses the functions that can be performed when the fiber is
connected to an FIB1-10/100 remote unit. Both of these functions are performed "in-band" and will
cause a momentary loss of transmission in the link while they are being performed. The 'Remote
Loop Back Test' button will test the fiber link by issuing a loopback code, sending pattern data,
verifying the pattern data and then removing the loopback for normal transmissions.

remote CPE unit.

Giy Card Setting [10/100]

Card -9 Agent IP - 172.241.3
Card Type :10/100 Machine Hame : FRK301

—C d Set
Channel Enable/Disable % Enable " Disable
UTF Speed (+ 100 BASE ~ 10BASE
UTF Tx/Rx Duplex Mode * Full Duplex " Half Duples
UTP Megotiation Mode {* Auto = Manual
F To/R Duplex Mode " Full Duplex = Half Duplex
Link Loss Forwarding (" Enable (+ Disable
Frame Lengh Setting = Momal = Special
SetToDefault | Read |  Modify | Modify Al | Close

Load All CFG From DB I SetallEromS aved | Save AllCFG To DB I

—Remote Statu:
Card Tupe

[ e e
UTP TR Duplex Mode-------
UTP Meadatiation b odg--—------—-
F TR Duplex Mode:

Link Losz Forwardin

Frame

Remote Loop Back Test |

Get Remote CPE Status

Figure 5.34 Loopback test with CPE
The 'Get Remote CPE Status' button will attempt to identify and read all the settings in the

Guf Card Setting [10/100]

Card : 9
Card Type :10/100

Agent IP - 1722413
Machine Mame : FRM301

—Command Set

Channel Enable/Disable {* Enable " Disable

UTF Speed + 100 BASE " 10BASE

UTF T#/R% Duplex Mode * Full Duplex = Half Duples
UTF Megatiation Mode {* Auto = Manual

F T¥/R Duplex Mode + Full Duplex = Half Duplex
Link Loss Forwarding = Enahle {+ Disable

Frame Lengh S etting f+ Nomal £~ Special
SetToDefault | Read |  Modiy | Modify All | Close

Load All CFG From DB | ScialiFronSaved | Save All CFG ToDB |

Fes Te/Rx Duples Mode----

Link Loss Forwarding----

—R te Status
Card Type: 104100
UTP Link--— {UTP UF j& R te Loop Back Test
Fx Link-— {F U & q
TP ey uTR 100 ( Get Remote CPE Status L
UTP TH/R¥ Duplex Mode-—— UTP FULL ]
UTP Megotiation M odg--------- UTP MANUAL

F< FULL
{DISAELE
Frame Length---mmeme oo MNORMAL

Figure 5.35 Remote Status for CPE

The card type, UTP and Fiber link status and other settings are all displayed for the remote

side CPE. Click the "Close" button to close the Card Setting window.
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5.63.4 Gigabit Ethernet Line Card Settings

Click the button for a 1000Base line card to view and configure the local line card. Under the
GUI, the card's status, Tx/Rx Duplex mode and LLF function may be read or modified.

% Card Setting [1000] x|

Card -1 Agent IP - 1722413

Card Type 1000 Machine Hame : FRM301
~Command 5et

Channel Enable/Dizable {* Enable i~ Dizable

Te /B Duplex Mode " Full Duplex i+ Half Duples

Link Loss Fonwarding " Enable i+ Dizable

SetT oDefault Modify | Modify All Cloze

Load All CFG From DB SetallFromSaved | Save Al CFG To DB

—HRemote Status

——
Latic] psie 1 Remote Loop Back Test
UITP Link II

F  Link I— Get Remote CPE Status

UTP To/RX Duples Mode—-
F T/F Duplex Mode------ |—
Lirk Loz Forwarding------------ I—

Result Skatus :

Figure 5.36 Gigabit Line Card Settings**

The functions are very similar to those of the 10/100 Ethernet converter. When connected to
an FIB1-1000, the loop back and get remote status functions may be used as well.

**Not available for the FRMA401.
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5.63.5 E1/T1 Line Card Settings

If an EL/T1 Line Card is installed in any slot, the status of the E1/T1 link, port settings and
loop back functions may be viewed by clicking the channel button. Use the 'Get' button to read
settings and the 'Set' button to send any modifications to the line card.

%ui Card Setting [E1,/T1 Serial] ] |
Card Humber : 15 Agent IP - 1722413
Card Type :E1BEMC Machine Mame : FRRM301
rCOMMAMD SET— | LOCAL SITE STATUS—— ~REMOTE SITE STATUS —
* Local  Remote £LT1-0% — . S171-04
—Card Status - ——— Card Status :
Card Type: [ ETBNC R CardType: | E1BNC iR
Port : Im Firrnwsare Yer: 1.0 F“?“Q‘T Firmnware Wer: 10 F}{-:-"ng-r
Hardware Wer: 1.0 Hardware Wer: 1.0

FEF : [DISABLE =1 || a5 statws: [ o AIS Status: [ OFF
. Fiber Link : LIME Fiber Link : LIME,
Line Code : IHDB3.~'BBZS "l E1T1 Lk : [ TN E1/T1 Link E1T1 Link - [ LINE E1T1 Link

AlS : |DISABLE =l

—Current Settings Current Settings

Part Port

FEF FeF
E1/T1 LB :|gFF - Line Code : Line Code : [HDE3/BEZS
b A
) E1/T1LE: E14/T1LE:
ARERSN OFF | Fberte Fiber LB

E)elaul! PurlHesell Set | Get | Uiz |

|Resu|t Skatus

Figure 5.37 E1/T1 Line Card Settings**
**Not available for the FRM401.

The command sets may be performed on the local converter in the rack or on the remote
FIB1-E1/T1 fiber converter. The LEDs show the real time status of the card and remote converter. A
full set of loop back functions are available.

Command &
LLB Test Pattern Data

—_— .
Local p
Loopback <+ < —
Test-pattern Data
Local Side Remote Side
RLB | TestbanmDats___
Remote C
Loopback <+ “ f—
Local Side TestpatemData Remote Side
.R_RLB Command &
Requesf | Test Patiern Data .
Remote D _
Loopback est.patiern Data
? Local Side Testpatiern Dat Remote Side

Figure 5.38 E1/T1 Loop Back Functions
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5.7 Troubleshooting

5.71 Network Settings
5.71.1 Review Agent Settings

During unit startup, the "SNMP" LED will light as the agent boots up, then it should blink at
about one cycle per second after boot up and during normal operation. Refer to section 2.5.1 of the
SNMP agent settings. Be sure you have a valid IP address for the attached network, that the subnet
mask is properly set and that the default gateway is set if you wish to manage the FRM from a
remote network.

Attach a network cable to the FRM's front panel LAN/SNMP connector using a straight cable
if connecting to a HUB or a cross over cable if connecting directly to another MDI device, such as
direct connection to a workstation. The Link LED should be on or flashing. No link LED means no
link. From any PC on the network, confirm the agent can be pinged.

C:WWINNT ' System32', cmd.exe

C:sripoconfig
Windows 28088 IP Conf iguration
Ethernet adapter Local Area Connection 2:

Connection—specific DNE Suffix

IP Addre=z=. . . . . . . . . . . 172_.24.1.126
Subnet Mask . . . . . . . . . . 255.255.8.8
Default Gateway . . . . . . . . 172.24.198.254

Cz~2ping 172.24.1 .11
Pinging 172.24.1 .11 with 32 hytes of data:c

172.24.1.11: bhytes=32 time<18msz TTL=64
172.24.1.11: bytes=32 time<1Bmz TTL=64
172.24.1.11: bytez=32 time<l18mz TTL=64
Reply from 172.24.1.11: bytes=32 time<18m= TTL=64

Ping statistics for 172.24.1.11:
Packets: Sent = 4, Received = 4, Lost = B <B8x
Approximate round trip times in milli-—seconds:
Minimum = Bms, Maximum = Bms,. Average = Bns

Figure 5.39 Ipconfig and Ping

The "ipconfig" command from a command window in NT will display the workstation's IP,
subnet and gateway settings. The "ping" command will send an ICMP protocol message to the agent,
which in turn should reply. If no reply, double check all network connects, connect directly from a
workstation to the FRM, or as a last resort replace the SNMP card of the FRM.
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5.71.2 Review Manager Settings

For the GUIMGR to connect to the FRM for management, the FRM's SNMP must be
properly configured with the manager's IP address and authorized for read/write (via community
string setting) and trap messages. Review the settings explained in 2.5.2.

Review the "Edit" settings in 3.2.3 of the GUIMGR application, and confirm that the monitor
mode is set to "1", IP address and community string for read/write match those as set from section
2.5.2.

If the management workstation is on a remote network, ensure it can also pass the ping test.

[ ]Command Prompt

C:sWINNT >ipconf ig

Windows 2008 IP Configuration

Ethernet adapter Local Area Connection:
Connection—specific DME Suffix
IPF Addres=. . . - - . . . . . . 192 168 _A_15
Subnet Mask . . . . . . . . . . 2055 _255_.255.8
Default Gateway . . . . . . . . 122 .168.8.254

C:sWINNT >ping 172 _24_.1_11

Pinging 172.24.1._.11 with 32 bhytes of data:

Reply from 172 _24.1.11: hytes=32 tine=48ms TTL=62

172.24.1.11: bhytes=32 time=48mz TTL=62

172.24.1.11: bhytes=32 time=4Bmz TTL=562
172.24.1.11: bytes=32 time=48msz TTL=62

Ping statistics for 172.24.1.11:

Packets: Sent = 4, Received = 4, Lost = B <Bx loss>,
Approximate round trip timesz in milli—-seconds:

Hinimum = 48m=z,. Maximum = 48msz,. Average = 48ms

G =S WINNT >

Figure 5.40 Ipconfig and Ping Remote Network

Check with your network administrator to ensure that any firewalls in place will allow
passing of SNMP protocol in order to connect with an FRM on a remote network. By default SNMP
uses port 161.

Always check all connections and double check all configurations. We have tested the FRM
and GUIMGR extensively on local networks, on remote networks through bridges and routers and
even over wireless links. You should not experience any problems if you follow each and every step
in this guide. We hope you enjoy using the FRM with SNMP option and GUIMGR manager
software.
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A.1 Alarm Messages

You may see the description for the alarm message displayed at the alarm message area in the GUI
main display menu.

The "Bold" and "Italic” character is what you see on the monitor and normal character on the next
line is the description for the alarm message.

B Slot xx Converter Card Inserted

-> Slot number xx was inserted with the converter card

B Slot Converter Card Removed

-> The converter card was removed from slot number xx

B Slot xx CH. xx Ethernet link up.

-> The Ethernet link is connected on the channel number xx of slot number xx

B Slot CH. Ethernetlink down.

-> The Ethernet link is disconnected on the channel number xx of slot number xx

B Slot CH. Fiber link up.

—> The fiber link is connected on the channel number xx of slot number xx

B Slot CH. Fiber link down.

—> The fiber link is disconnected on the channel number xx of slot number xx

B Cool Fan NO. down.

—> The cooling fan number x (on the rear panel ) is defective

B Power Fan down.

—> The cooling fan number x (on the power card) is defective

B Power Card down.

—> The power card number X is defective

B Slot CH. Get Remote (CPE) Side data fail.

-> The result for the converter card on the slot number xx running the "get remote CPE status” has
failed

B Slot CH. Get Remote (CPE) Side data success.

—> The result for the converter card on the slot number xx running the "get remote CPE status™ has
succeeded

B Slot CH. Loop Back test fail.

-> The result for the converter card on the slot number xx running the "loop-back test™ has failed
B Slot CH. Loop Back test success.

—> The result for the converter card on the slot number xx running the "loop-back test" has succeeded
B User Login NMS Terminal . (usually the IP address comes in front of it)

—> The user of the specific IP address's rack logins in the NMS mode

B |llegal Login!

—> The user of the specific IP address's rack logins in with the incorrect password

B Command err!! LBT or Get CPE is working !

—> The user was trying to give another command while the system is already process the command
of "loop-back test" or "get remote CPE status". The system won't take any more commands until the
process is finished.
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A.2 Trouble Shooting

1 No power ?

=>» Please examine an external 48-VDC outlet to a chassis ground connector, a negative (-)
connector, and a positive (+) connector on the 48-VDC Power Supply Module

2 Already connected with the LAN cable but still no LAN connection ?
=> Please check the push-button on the front panel, is it in the right position
(MDI connection status).

Sl I— MDI-X (to PC)

. S MDI (to HUB)

3 Already connected with fiber cable but the FX still no connection ?
=>» Please check the TX and RX sides for the right connections.

4 There is some loss generated during the transmitting the data ?
=> Please check the optical fiber type is the right type for connection (single mode or
multi-mode). And the fiber & power gain and the fiber connectivity.

5 After check the MDI status and the pin assignment of RJ-45 for MDI type, but still no connection ?
=>» Please check the configuration on the unit (n-way) or on the NMS.

6 The SNMP card has no connection.
=> Please check the pin assignment of RJ-45 for MDI type with the following chart.

RJ-45 Pin MDI-X type MDI type
1 Rx+ Tx+
2 Rx- Tx-
3 Tx+ Rx+
6 Tx- Rx-

7 The "Terminal Mode" can't be connected.
= Please check the "Terminal Mode" setting procedure at section 4.4 on the manual.
Carefully check the "Port Setting"

8 During the transmission, the LAN & Fiber Link LEDs are flashing. Does that means any wrong ?
= Please check the DIP switches on the PCB, the DIP switch#5 is the switch for setting
the Link-Loss Forwarding, if the user enables the function, it will cause the LAN &
Fiber Link LEDs are flashing.

9 The GUI SNMP Manager can't start.
=>  Please check the setting procedure for starting the GUI SNMP manger. See the
"Client IP Setting" section start on the manual page 32. Choose the right procedure
for your own platform version.

10 The duplex status & speed on the UTP port can't be modified
= Please check the DIP switch#2&3 on the PCB

11 The configuration for certain port can't be modified
= Please check the GUI SNMP Manager, on the chassis configuration menu, if the
"Port Disable" is enabled, then it will freeze all the setting.
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B.1 FRM401 Cards (Spec.)

(all four converter interfaces per card are identical)
10BASE Media Converter Card Specifications

Model
Wavelength
Fiber mode
Connector
Fiber cable
Cable length

10M/ST2
820nm
Multi-mode
sT® type
62.5/125um
2K meters

10BASE-FL models LED Indicator Details

Flashing when Fiber Receive data activity

FX/IRX
FX/LINK
UTP/RX
UTP/LINK

On when Fiber Link OK

Flashing when Ethernet Receive data activity
On when Ethernet Link OK

10M/SC2 10S/ST14
820nm 1310nm
Multi-mode Sin(gle-mode
SC type ST type
62.5/125um 9/125pum

2K meters 14K meters

100BASE& 10/100Base Media Converter Card Specifications

Model
Wavelength
Fiber mode
Connector
Fiber cable
Cable length

Model
Wavelength
Fiber mode
Connector
Fiber cable
Cable length

Model

Wavelength

Fiber mode
Connector
Fiber cable
Cable length

100BASE-FX models LED Indicator Details

On when Fiber link, flashing when data received

FX
UTP
FULL

100M/ST2
1310nm
Multi-mode
sT® type
62.5/125um

2K meters

100S/SC30
1310nm
Single-mode

SC type
9/125um

30K meters

100S/SC120

1550nm

Single-mode
SC type
9/125um
120K meters

100M/SC2
1310nm
Multi-mode

SC type
62.5/125pum

2K meters

100S/MR40
1300nm
Single-mode
MT-RJ type
9/125um

40K meters

100W/SC20A
Tx-:1310nm
Rx:1550nm

Single mode

SC type

9/125um

20K meters

100M/MR2
1310nm
Multi-mode
MT-RJ type
62.5/125um

2K meters

100S/ST50
1310nm
Sin(gle-mode

ST type
9/125um

50K meters

100W/SC20B
Tx:1550nm
Rx:1310nm

Single mode

SC type

9/125um

20K meters

On when Ethernet link, flashing when data received
ON=Full Duplex, OFF= Half Duplex

100BASE-FX models Three Position Slide Switch Details
Full Duplex Ethernet Mode
Auto negotiation Half/Full Duplex
Half Duplex Ethernet Mode

FULL
AUTO
HALF

10/100BASE-FX models LED Indicator Details

FX Link
UTP Link
FULL
100

10/100BASE-FX models Two Position Slide Switch Details

Full Duplex Fiber Mode
Half Duplex Fiber Mode

FULL
HALF

Environment
Temperature

Humidity

Alarm relay contact ratings

125VAC
110vDC
30vDC

On when Fiber link, flashing when data received

On when Ethernet link, flashing when data received
ON=Full Duplex, OFF= Half Duplex
ON=100Base-TX, OFF=10Base-T

0-40C

10-90% non condensing

600mA
600mA
2A

B-1

100S/MR15
1300nm
Single-mode
MT-RJ type
9/125pum

15K meters

100S/SC50
1310nm
Single-mode

SC type
9/125um

50K meters

100S/ST30
1310nm
Single-mode

ST type
9/125um

30K meters

100S/ST120
1550nm
Sin(gle-mode

ST type

9/125um

120K meters

100W/SC40A 100W/SC40B

Tx:1310nm
Rx:1550nm
Single mode
SC type
9/125um
40K meters

Tx:1550nm
Rx:1310nm
Single mode
SC type
9/125um
40K meters
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B.2 FRM401-10 Card

Receive data on fiber — Nk «—— Ethernet Link status
LINK RX
) ) r .
Fiber Link status — — Receive data on UTP
RX
Fiber Connection !,
ST or SC Type |
™
RX
I
2
|
™
RX
I
3
|
™
RX
|
4
|
™

FRM401-10 Card, 10Base-T to 10Base-FL Converters x 4

B-2
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B.3 FRM401-100 Card

Full / Half Duplex ——» FULL Fiber Link/Data Reception

SR

.«
¥~ UTP Link/Data Reception

S
<

Fiber Connection
ST, SC or MT-RJ Type

2- =3 --—2

=3

RX
I
4
|

™>

’?::L!":{LL <«——— Duplex Mode switch

FRM401-100 Card, 100Base-TX to 100Base-FX Converters x 4
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B.4 FRM401-10/100 Card

Fiber Link —»

Fiber Connection
ST, SC or MT-RJ Type

9

LINK LINK
RULL

100

HALF

=

«— UTP Link/Data Reception
«—— UTP Duplex
—— UTP Speed

The following DIP settings are followed if no
SNMP card is in the system.

1 2 3 4 5 6
ON |man | half| 10 | LBT | LLF | 1536
OFF | auto | full | 100 | off | off | norm

Default is all OFF.

F"J—f—:l -, 4— Fiber Duplex Mode switch

FRM401-10/100 Card, 10/100Base-TX(auto) to 100Base-FX Converters x 4
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B.5 FRM401-10/100W (WDM) Card

Fiber Link ——» L;rxrf: .r_lwx <+«— UTP Link/Data Reception
FULL |«—UTP Duplex
100 |*—— UTP Speed

Fiber Connection
SC Type
WDM

The following DIP settings are followed if no
SNMP card is in the system.

1 2 3 4 5 6
ON |[man | half| 10 | LBT | LLF | 1536
OFF | auto | full | 100 | off off | norm

Default is all OFF.

| Fiber Duplex Mode switch

FRM401-10/100W Card, 10/100Base-TX(auto) to 100Base-FX Converters x 4
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B.6 Version Compatibility

All compatibility issues for the FRM401 are dependant upon the SNMP hardware version
used in the rack. There are two(2) hardware versions in service. The older SNMP, dubbed version 1,
is based on the Intel 180188 CPU. The newer SNMP, dubbed version 2, is based upon the Samsung
ARM7 CPU. The following is a physical representation of the two different SNMP versions.

NEW Ue:;ion i OLD Version
(ARM 7 Processor) : (80188 Processor)

Version 1 SNMP does not support Telnet or TFTP upgrade functions. The terminal mode operation
screens are different than those depicted in this manual. Please refer to the old version manual for
this model. The final firmware versions for this model are:

SNMP f/w ver.2.11

10Base-T Line card CPU f/w ver.1.00

100Base-TX Line card CPU f/w ver.1.00

GUI Manager s/w ver. 1.10

Version 2 SNMP, versions available as of this printing: (old model line cards may be upgradeable)
SNMP f/w ver.3.22

10Base-T Line card CPU f/w ver.2.00

100Base-TX Line card CPU f/w ver.2.01

10/100Base Line card CPU f/w ver.2.10

10/100W (WDM) Line card CPU f/w ver. 2.10

GUI Manager s/w ver. 2.10
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C.1 FRM401 SNMP Upgrade Procedure

The purpose of section is to outline the procedures and pitfalls in upgrading the SNMP of the
FRM401.

C.11 Preconditions

The FRM401 must be using hardware version 2.0 SNMP card. Line cards in the rack must be
using version 2.x CPU firmware version. If an SNMP option is being installed for the first time, now
would be the time to upgrade the line card firmware. The line card CPU firmware upgrade is support
by chip replacement only.

The original version 2.0 hardware SNMP was released with SNMP code version 3.20 for the
FRM401. The SNMP is upgraded by TFTP. The SNMP agent provides the ability to upload the new
code, re-flash the flash memory and reboot with the new SNMP operational code.

C.12 Items Required

a. The FRM401 unit with SNMP option installed and network connection. Version 3.2X to be
upgraded to version 3.22.

b. A Windows® based PC with a network connection and with at least one free Com port, telnet and
terminal emulation software (such as HyperTerminal).

c. Serial console cable (DB9M to DB9F)

d. Ethernet UTP cables

e. SNMP ver. 3.22 binary image file

f. CTC Union TFTP server for Windows® (or other TFTP server)

C.2 Equipment Setup

The upgrade procedure could possibly have effect on the traffic passing through an online
FRMA401 unit. It is recommended that the unit be taken offline for maintenance. Obviously, changing
of Line Card firmware requires removing the cards. The procedure for removing Line cards or power
modules is all outlined in the User's Manual and will not be repeated here.

Two connections are required between the PC that will do the upgrade and the FRM401 that
will be upgraded. First, a console connection, with terminal emulation program such as
HyperTerminal with settings of 38.4K baud, 8 bits, no parity, 1 stop bit, and no flow control. The
second connection is an Ethernet connection, either through a network or with a direct connection
and crossover UTP cable.

Check the Ethernet settings of the FRM401 through the console mode. Either change the
settings to match the network settings of your PC or set the PC's settings to match the FRM401's
network settings. In the following example, we are on a 172.24.0.0 network with a subnet mask of
255.255.0.0 and a default gateway of 172.24.190.254. Our PC is set with an IP address of
172.24.1.125 and our FRM401 has an IP address of 172.24.1.8.

C-1
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C.21 Setup the FRM401

The following screens will show the detailed procedures to setup the networking for the
FRM401 and prepare for TFTP upgrade of the SNMP.

Once the console port is connected to a terminal, the following screen will display.

*x EA A I A R R R e e e e e R e e R e R e *x *x *x *x *x

*** FRM-401 Fiber Optical Media Converter Rack Management ***
Fxx V3.21 P.1 ***

FErEAIAAIAAIAAXAAIAAXAAIAAXAAIAAXAAIAAXAAAALAAAAAAAAAhAAALAhhrhkLrhdrhirhdrhkihirhihiix

password:

Enter your password. If you forgot it, the super user password for terminal mode is '1021' (no
quotes).

FEEIAIAAIAAXAAIAAXAAIAAXAAIAAXAAIAAXAAIAALXTAIAAAAAAAAAALAAAALAhdrhLrhdrhkirhhrhkihiix

*** FRM-401 Fiber Optical Media Converter Rack Management ***
*x*k V3_21 P_ 1 **kx

RARAE R R e e R e R R R e A R R R R AR AR A A R SRR SR R A A (R R R R R AR AR A e R e e e R S e R R R AR AR e e

Main Menu and Rack Status:

1:Slot #1 >> 10/100 Base << || 7:Slot #7 >> 10/100 Base <<
2:Slot #2 >> 10/100 Base << || 8:Slot #8 >> 10/100 Base <<
3:Slot #3 >> 10/100 Base << |] 9:Slot #9 >> Empty <<
4:Slot #4 >> 10/100 Base << |] A:Slot #10 >> Empty <<
5:Slot #5 >> 10/100 Base << || B:Slot #11 >> Empty <<
6:Slot #6 >> 10/100 Base << || C:Slot #12 >> Empty <<

Command Function Key:
"1 to "9%, "A" to "C": 1/0 Cards Setting
"P": Show Fans and Powers Status
"R": Refresh Status
"Q": Command Mode
"ESC" Logout
"S": System Configuration and TFTP Setup
"M*®: Manager Configuration Setup
Console:[On 1line] Telnet:[OFfF line] GUI:[OFF line]

The actions we must first take are to configure the TCP/IP settings of the FRM401, if they are not
already set. Next, we will setup the information required to access the TFTP server. Lastly, once the
TFTP server is running on our network, we will execute the TFTP upgrade.
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Select item 'S', "System Configuration and TFTP Setup”

*x EA A I R R R e e e e e R e e R e e *x *x *x *x *x

*** FRM-401 Fiber Optical Media Converter Rack Management ***
Frx V3.21 P.6 ***

FEEAIAXAAIAAXAAIAAXAAIAAXAAIAAXAAIAAXAAAALAAIAALAAAAAAAALAhAhLrhdrhhrhdrhkirhhhihiix

System Configuration and TFTP Setup Menu:

MAC Address - O002ABO1FFFF
1:IP Address - 172.24.1.8
2:Subnet Mask - 255.255.0.0
3:Gateway IP 1 172.24.190.254
4:TFTP Server IP : 0.0.0.0
5:TFTP Server Path :

Command Function Key:

"1 to "5": Configure Setting

"R": Reset All Setting to Default

"T": TFTP and Flash

"X": System Reset

"ESC": Main Menu (store and reboot if values are changed)

If the TCP/IP settings are not already correct, use menu items 1-3 to set the FRM401 for your
network. For menu items 4 and 5, set the IP address for the TFTP server or the PC running the TFTP
Server deamon. Enter the path and filename where the image file is placed on the TFTP server.

Now press 'ESC' to store the results and reboot the SNMP agent.

When the agent comes back up on our terminal, enter the password, if required, and again go to the
"System Configuration and TFTP Setup” menu.

*x *x EAR AR A I R e e e R e R e R e e e e e *x *x *x *x *x *

*** FRM-401 Fiber Optical Media Converter Rack Management ***
Fokx V3.21 P.6 ***

ECECE R R R S R S R R R R SR R SR R R R SR R R R R R R R R R AR R R R Sk S S R S R R AR R S ok R S S R R R R

System Configuration and TFTP Setup Menu:

MAC Address - O002ABO1FFFF
1:1P Address 1 172.24.1.8
2:Subnet Mask : 255.255.0.0
3:Gateway IP : 172.24.190.254
4:TFTP Server IP 1 172.24.1.125
5:TFTP Server Path :

e:\f45v322.bin

Command Function Key:

"1 to "5": Configure Setting

"R": Reset All Setting to Default

"T": TFTP and Flash

"X": System Reset

"ESC": Main Menu (store and reboot if values are changed)
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Now we have the SNMP agent configured for the network and ready to be upgraded. Next we
need to set the TFTP server. As you saw from the previous configuration, we have placed the
upgrade binary file on our "E" drive, in the root directory. The file is called f45v322.bin. All that is
needed now is to run the TFTP daemon program for Windows. It's a simple little proggy!! No
configuration is required, just run it. Now your PC is a TFTP server! Here is what the TFTP server
looks like when it is running.

Jl. cTcu TFTP Server - 10| x|
About
M arne [TFTF Manager IP &ddress [172241.125 Ii
]
Opened  |5:45:53 AM Action Session |1 Total
ata
|ndex | Action [P | Type | Tftp File Mame | Status

Now that we have our TFTP server set and the FRM401 ready, open up a command window
on the PC and ping the FRM401, just to make sure the network connection is good.

Go back through the terminal program and press 'T', to TFTP and flash the unit. Press it and
at the prompt answer 'y" and press Enter. If you go to the TFTP server screen, you should see the
server serving up the binary file to the IP address of the FRM401 and finish with an 'OK’ Status.

Jl. cTcu TFTP Server -10] x|
About
M arne [TFTP Manager IF &ddress [172.241.125 Ii
1
Opened  [1:43:02 AM Action Session |0 _
ota
Index I Action [P | Type | Tftp File M ame | Status
1 1722418 et e 45w 322 bin k.

1| | i

1:49:04 AM : Start tranzfering
1:43.06 AM : Transfer OF,
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The console (terminal mode), will display the following as the image file is uploaded, unit is flashed
and then rebooted.

FAEAAEXAEAAXAAAXTAAAXAAAAXAAAAXAAAAXAAAAXAAAAAAAAhLrhhrhkirhdrhkhrhdrhirhhhihiikikx

*** FRM-401 Fiber Optical Media Converter Rack Management ***

Fxx V3.21 P.6 ***
AEXEAIEAXAAAXAAAXAAAXAAAXAAAAXAAAAXAAAAXAAAAAAAAAAAAAAAAAAAAAAAAAXAXX
System Configuration and TFTP Setup Menu:
MAC Address > O002ABO1FFFF

1:1P Address :172.24.1.8

2:Subnet Mask : 255.255.0.0

3:Gateway IP : 172.24.190.254

4:TFTP Server IP 172.24.1.125

5:TFTP Server Path :

e:\f45v322.bin

Command Function Key:

1" to "5": Configure Setting

"R": Reset All Setting to Default

*T": TFTP and Flash

"X": System Reset

"ESC": Main Menu (store and reboot if values are changed)
Are you sure? <y/n> vy
TFTP NOW, LOADING....

Loading ok!
Please don"t power off! Flashing now...
00000000000000000000000000000000
Flash completed!
System reset! Please wait...
Attached TCP/IP interface to seckEnd unit O
Attaching interface 100...done

Watch the 'Activity’ LED of the SNMP on the front panel of the FRM401. When the LED
returns to a constant 1 blink per second, the SNMP agent has rebooted. You may now 'Close’ the
TFTP server.

OK, now let's verify the version number of the SNMP. To do that, just login to the terminal
of the FRM401.

ECECE R R R S R S R R R SR R SR R R R SR R R R R R R AR R R R R R R R AR R R R R Y R R Rk R R SR S TRk e o

**x*x

B R o o o R R S S e R R S S S S R S R e R S R S S S R R R R S S S R TR R e R R R R Y e e

Main Menu and Rack Status:

1:Slot #1 >> 10/100 Base << || 7:Slot #7 ase <<
2:Slot #2 >> 10/100 Base << || 8:Slot #8 >> 10/100 Base <<
3:Slot #3 >> 10/100 Base << || 9:Slot #9 >> Empty <<
4:Slot #4 >> 10/100 Base << || A:Slot #10 >> Empty <<
5:Slot #5 >> 10/100 Base << || B:Slot #11 >> Empty <<
6:Slot #6 >> 10/100 Base << || C:Slot #12 >> Empty <<

Command Function Key:

This completes the SNMP upgrade procedure.
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