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1. Installation

1.1. Minimum System Requirements

The IP device provides access through an embedded web server. To access the

device, your PCneeds to meet minimum requirements to perform satisfactorily.

CPU Pentinum 4 2.4GHz and above
Memory 128 MB or above

Windows XP with SP2 or above.
Operating System Windows Vista / Windows 2003 / Win7

Internet Explorer 6.0 and above.



1.2. Preparation

1.2.1. Product introduction

1.2.1.1. Brief Specification Introduction

H.264/MJPEG video compression

(G.722 audio compression

Frame rate 30fps, 25fps

Resolution: 720P

CMOS

Alarm I/O support motion detection, date, time, event trigger
Auto Day/Night

Two-way audio, broadcast system

RTSP,VLC(PS/TS) stream media protocol

Bit rate variable 1M~12Mbps(H.264)/1 M~20Mbps(MJPEG),
Multi-level user accessing with password protection

Free management software support 1-100 channels
Compatible ONVIF standard

1.2.1.2. Product Functions Introduction

The following tables show the features of some products.

Products update quickly, please refer to the products you buy to confirm the

functions. Our company reserves the right to update the user manual content

without prior specification statement.



LB

'l' =
IR NO NO YES YES YES
PT NO NO NO NO YES
Wi-Fi Optional Optional Optional Optional Optional
Audio input YES YES YES YES YES
Audio output YES YES YES YES YES
TF card slot YES YES YES YES YES
Alarm input YES YES YES YES Optional
Alarm output YES YES YES YES Optional
Waterproof NO NO NO YES YES
Vandal proof NO YES YES NO NO
3G Optional NO NO NO NO
1] " —T . s
IR NO YES YES YES
PT NO NO NO YES
Wi-Fi Optional Optional Optional Optional
Audio input YES YES YES YES
Audio output YES YES YES YES
SD card slot YES YES NO YES
Alarminput YES YES Optional Optional
Alarm output YES YES Optional Optional
Waterproof NO YES YES YES
Vandal proof NO NO NO NO
3G Optional NO NO NO
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Back interface:
Note: We choose one basic item to show the interfaces as an exanmple. Please refer

lo the item you have in hand

TF Card Eb

[DC 12V]: Power input
[LAN]: RJ45 interface, with two lights:

Yellow light on and green light flashes means the network is ok
[SW]: Emergency update switch
[RST]: Reset
[Aout]: Audio output
[MIC in]: MIC Audio input
[Vout]: Loop view, BNC port
[AIN—MIC]: Audio line-in and mic input switch,

Turn left audio input is line-in, if turn right, audio input is mic.

[TF Card]: TF card slot
[AOUT]: Audio output
[AIN]: Audio input
[SIM]: 3G SIM card slot
[Vout]: loop view, BNC port.
[Alarm]: Alarm in/out, RS232, RS485 interface
[3G]: 3G antenna connector
[WIFI]: WIFI antenna connector



1.2.2. Network Preparation

IP device accesses through Internet Explorer browser. Please set up the correct
IP address firstly.

1. Setup your PC network

The IP address of your PC must be in the same subnet with the IP device. You
need to match the TCP/IP settings with PC before you can access it via IE.
2. Setup IP device’s IP address

The default IP address of IP device is 192.168.1.19. Default Subnet Mask is
255.255.255.0

To access the IP device, the IP address of the PC should match the address
below.

IP Address: 192.168.1.xxx

Subnet Mask: 255.255.255.0

NOTE: xxx should be a number from I to 254 except 19, which is used by the IP
device. Please make sure that two equipments cannot share the same I[P address in
the same networtk. For example, you can set up your PC [P address:

192.168.1.200.

Below is an example to explain the setting procedures on Windows 7. If your
computer operation system is Win 7, please refer to OS user-manuals for proper
setting up.

® STEP1

Start up your computer.

-10 -



® STEP2

Click the [Start] and select the “Control Panel”

® STEP3

—
d Gettirg Started

g Windows Media Center

s Caloulator

Sticky Mokes

k"] Remote Deskton Connection

& Magnifies

.I‘ Solitaie

i}l Microsoft Office &ccess 2000

k&l Progrems

e and Printers
Default Programs
Help and Suppart

e

Select the “Network and Internet connections”.

LD O COM@UETS Seings

¥

Sysiem and

t. Metwark and Irherres
N bk sk, g i

= A R ——

T p—

J Hardveaie sndd Seund
Wi chrvican anvd prmsen
ek v

d Prsrant
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STEP4
Select the “Network and Sharing Center”

el #[Hemork and Sharing Center !
B T tioa netwerk | View network computers and divices

Lot Bl o wieless deice to the network
# HNetwork sl [ntense o
HormeGroup
[k Scuml Choose homegroup and shenng cpticns
Internet Options
User Acemunts and Family =] Chungs youw hemepage  Manage biovser add-eea Delets Brewsing hissory and cookies
Appeaince and
Personalmaticn
Clock, Lenguage, and Region
e of dooes.
STEPS

Select the “Local Area Connection”

Cmntar

oo Wiew your basic network information and set up conrections

Ehnp o ac g *‘ - I . o St fullmap

E‘ﬂ“"""'“" e SEASON-PC Hetmark 2 Wigimet
(Tan sompan|
Vittwe pEw iCIE Stmiiis CafnEn i BELasEE
Brtwark F Rmtype  binmat
B e |
Changs o rebecriing Letiags

? B 14 8 B CEOVRISER B St
T Gt up o wintlers, Brosdband dal-up, d ho, of VOR connection o et up § rguber 5 SO0EE POInE.

r Ll [0 § At
CRrnED of reoonnact b & wistiess, wissd, dab-ep, of VPN rebeork canaecian.

* TR BOE e a0 ShbivAg TPTass

12 ottt rethupr CoMp o change thasng semngs.
b = :wmwmmm et iossbleshgoting infoemation.
L
Hamaimap
ntemet Opsions
Wadonss Frmesll
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® STEP6
Click the “Properties”

STEP7

Select the “Internet Protocol Version 4 (TCP/IPv4)”

[ Heeiorg |

Connec] using:

& el FACID00 WT Metwodkc Connection

Thiss conresciion usss tha Tolowing bam

o A et For Mool Mstsorks

= 005 Paokost Schaduls

[ ] e el Prinker S for Mool Patsorks
B P 0 P

(LE v
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® STEPS

Select the “Use the following IP address”, enter the IP address and subnet
mask. For example, you can setup your PC IP address: 192.168.1.200

Trtermet Pratocal Version 4 (TCRTP) Properties =

General

You can get IF sathngs sssgned subomatically if your nebwork supports
this capabiity, Qtferwie, you reed o ask your nebwork sdmingiraton
for the appropriate IF setings.

Qititain an TP address automaticaly
i@ Lige the following TP address:

P address: 192 . 168 . 1 .300
Subreet mask: 255 . 255.255. 0
Default gateway:

& Lisg the following DNS server addresses:
Preferred DNS server:

Alternate DG server;

ikt pefings upon exi Adyarvced. ..

® STEP9
Click the [OK] and close all the dialog windows one by one.

- 14 -



1.3. Configuring the IP Device

Once all preparations of PC have been done, you can login the IP device

through Internet Explorer Browser 6.0 or above.
Follow the procedures below to configure the IP device.

® STEP1
Enter the default IP address of the IP device on Browser: http://192.168.1.19
L+ U P T T -] | [ e X
= et B w
A TP -
A & - B e P ledye b i
® STEP2

Click “click here” to download the Installplug

Note: If vou can not download the Installplug under [ES, please take the

Jollowing operation in the web browser: “Tools” 2> “Internet Options” >
“Advanced” > “Security”, cancel the “Check for signatures on download

programs " Ireemet Qpsons o ]
| eeral | Secuniny | Frivacy | Comenn | Cosmecuns | Frograms | acvenoed |
Sattrge
Thaw rage Sowicss placErssett
o S e
& seauity

Rlios: sctive condens B 008 0 ma on My Computer™
Rlioss §tve confens; 13 run e e on My Computer™
Rlicss goftueare 13 un ¢ ingtal even i the signaane i v,
Back Unsecuned images Wik ofher mased content
7] (Chesk T publisher’s DeTPicaiE nevocabon
2 LA

| Ervty Temgorary Inismet Pl fokder s broreses B o
| Erugiie [N Snorage
o Enabie [nersned Widvs deriiates”

Tacen affect after o remtact Eaeeet Eagicen
Estone advaroed sl

Beset Inleme] Expliver s

Rt Intmmest Magiorsr's mangs 2o B detnilt =
canditan. __

oas hould anty s this & o browssr i in Sn unuRstie state.

o ] [cmon ][ oo |




® STEP3

Close the web browser, install and run the Installplug

Click “Tool”—> “Internet Options”—> “Security”—> “Custom level”, enable the
“Download signed ActiveX controls”, click “OK” and restart the web browser.

Tt Oplicng = Secunty Settings - Internet Zone ==
e[ i e | o
BectveX sonbols and plug-ns &
Sebect & Tone b wew of change sennty setings 8| N ey
. - F Dol
¢ G« ) e
v | Ao previously unieed Artrel controls to run sithiut pron
Infemet  Local infranet  Troshed shes  Restricied Dok
sl ® &

. e z | Alom Sopiets
0 Tres zone i For Inbernet metesies, Doaiole
esrept those ked n trusted and & Eroble

restncted rores. Br :

#| Automartc prompting for AcTveX controls
Seoity el for ths more Dok
Alownd levels for this zone: Mediure to High @ Eraba
Medium-high | Brary and script beferoors
- Bgprapraie for monl webstes B Arkreceetatox. e
i - Prompts before downloading potentialy unsafe
1 oEnl *Takes affect after you restar® Internet Explorer
~Lirsgned &civeX centrols wil not be downlosded
Resat pushom settings

#| Enabée Frotecisd Hodg [ Imtemet Expiorer) T T P ———— w| | Ageat..

® STEP4
Enter User name and Password. (Default user name is 888888, default
password is 888888), then click “OK”.

® STEPS
Now, you can view the video.
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1.3.1. Real-time

IP CAMERA

1.3.1.1. Video Control

Click “TCP” to transmit TCP stream
Click “Multicast” to transmit Multicast stream

Click “Play” to view real-time video
Click “Stop” to stop watching the video.

Click “Relay on/off”, the button icon will become
Orange. The relay in IP device will be ON, the
alarm of IP device if you have set already will

work then.

17 -
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1.3.1.2. Pan/Tilt Operation

Click the right buttons to control
the rotation from Up, Down, Left, Right and IP CAMERA
auto rotation. Iris+, Iris-, Focus+, Focus-, Zoom+,

Zoom-; PTZ Speed is to control the movement of © TCP ) Multicast
speed dome P device with PTZ function. [] =
ay Stop
Relay on'off e-f

mSet up preset place: Adjust the view point [] [] [
where you want to set, input the number, for example, | |[ N SN D

1, click “Preset” to confirm. Then set up the next point —— ]
mall the preset points: Input the preset number,
Click “Call”, the video will move to the preset point. Da”

Please check the guide for preset function in the CMS | |2 Spmi - "'"
user manual.

1.3.1.3. Size of Preview Image

| audio O Takoack | Snapshot | & Recora ”
Enlarge
Full screen real-time video;
Preview zoom in

Click the icon, and then click the image

to select where you want to zoom n,

release the mouse. Then the image

will digital zoom in.

-18 -



HHREHEHE
BRI
iebbebeheebetdd
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e
S

it

i

- Anti-split, to anti the screen split sometime.

(o | Set up video delay frame, 0/5/10/20/50/100 frame optional, to make video
more smooth.

-19-




1.3.1.4. Real-time Video Function

S ETEET.

[ Audio] Click “Audio” button,
the button icon will become
orange. Connect a pickup with the

2B mudio || OF Talkback Snapshot | &3 Record

IP device correctly, you will be
able to hear the sound from the IP device via your computer.
Please refer to the following chapter to set the audio parameters: 1.3.3.3.6. Audio

Parameters

[ Talkback ] Click “Talkback”™ button, the button icon will become orange.
Connect a pickup and speaker with the IP device correctly, you will be able to
communicate with the IP device port from your computer.

[ Snapshot] Click the “Snapshot” per time,

IP device will automatically catch a snapshot
with BMP format, and will create a folder by
the name of the current date. The default
snapshot path in the local computer is C:\Temp, the snapshot is named with:

Device name 1 time. For example: video server 1 09 26 37.

NOTE: If the computer system is Vista or Win7,

vou might fail the capture when clicking “snapshot’, Jpen

Open file location

Run as administrator

thus, please close the browser, right-click the browser

Unpin from Taskbar

1con, click "Run as adnministrator”, use administrator Pin to Start Menu

.. . Rest: i
privilege to operate can solve this problem. SRR

Send to 3
Cut

Copy

Create shortcut

Delete

Rename

Properties

220 -



[Record] Click “Record” button, the button icon
will become orange, recording starts. Click the

“Record” button to stop recording, the icon turns
back to be white. The IP device will create i | vy | s I

§ Boawao | OF rasack | sshot | 83 Recora |

automatically a folder named by the current
recording date, and save the recorded file in

the format of *.mp4.in Disk D. The recorded -
file is named with: Device name 1 time. For eample: D:\20110305\video
server 1 092637.mp4”.

Please use the “RealMp4Player” to play the video recording directly, please
install the player in the attached CD. Or you can replay the recording on the IE
browser in the “Replay” interface, please refer to the following chapter for this

operation: 1.3.2 Replay

If RAM of Disk D is full, or the disk has insufficient RAM, the earliest
recorded files will be covered automatically.

NOTE: If the computer system is Vista or Win7, you might fail the recording when
clicking “Record”. Thus, please close the browser, right-click the browser icon,
click "Run as administrator”, wuse adninistrator privilege to operate can solve this
problem.

-21 -



1.3.2. Replay

IF CAMERA

This interface is to replay the video.

Click “Replay” to enter. When your first time to enter this interface, there is
an adding-on Active X control notices to display on Internet Explorer. Please click
“Install” to install this plug-in, otherwise you cannot view the replay.

[ Local PC storage]

The recording files will be stored in local PC if choosing Local PC storage, default
path is disk D.

[ Serverstorage]

The recording files will be stored in SD card or hard disk if choosing Server
storage.

-22 -



13.2.1. Query Type

Select the recording time to replay, click “Search”, there will display the file
list in the segment time under the “File List™.

© 1ocal PC storages

) Server storage

Cuery date

o2 T ED

e = ot

To 23H  59M
e

13.2.2. File List

Choose the one you want to replay and click matching icon @to playback.

File name

3501A-TCL_1_ 144853 MP4
3501A-TC1_1_ 144850 MP4
3501A-TCI_1 144947 MP4

1~ 1~ e

223 -



1.3.2.3. Play Toolbar

O (B BT R

[ Progress bar] Click in the progress bar to show the current broadcasting
schedule, and adjust the broadcasting pace.

P Play the recording.
Il Suspended play.

B Stop play.

I¥ Per click “Step”, the playback will play only a frame recording. For
example, one second NTSC recording is composed by 30 frames pictures,
then you need to click ”Step” 30 times to jump to next second.

¥ To make playback speeds faster.
44 To make playback speeds slower.
F  Image sharppen, to make image relief, value from-1to 9, -1 is disable, 9 is

the sharpest value.

# This is used to cut video clips. First, drag the cursor of the progress bar to
the point, where you want to start the clips, click #, the video plays again,
until to the point where you want to stop, clickl to save this clips.

Wl Save the video clip file.

$ During playing, click & to overturn 180 ° of the video.
[2] Full screen. If it was in pause status, it won’t work.

¢ Sound control to be soundness

— = Drag the cursor to adjust the volume.

-4 -



1.3.3. Settings

1.3.3.1. Basic Parameters

IP CAMERA

= Dunce Marwt
= Tum Settmg
= e koo back cutpar
= Uit Masagemery
= Temey 13 iboet
= P 16 beave reny el pastessns
T ———
133.1.1. Device Name
 Device Name
Dievice Name viden Senar
Sermal Number: @

[ Device Name] Input the name of the device, then click OK to save. You can
modify the name. Device name usually displays in the recording files name and
snapshot file name, to distinguish other videos. The device name won’t display in
the “Real —time” windows.

[ Serial Number] Serial number of current IP device , which cannot be changed.

13.3.1.2. Time Setting

This function is used to change the time of the IP device. Please refer to the
following steps to modify the time
[ Edit device time zone and date]
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Time Setting

Time synchromzation type: | Manual synchronization Zl
| Devics timezone GMT+08:00 [~ |

Device date- 2012/1 /9 16 :24 -15 | Synchronization | | Cancel |
Cusrent PC Time 20120109 16:20:50 Monday GMT+08:00 | Synchronization with PC system |

tp=:Flease save parameters as soon as time e

Click “edit manual”, select device time zone and date. Then click

“Synchronization”
[ synchronization with PC system]

~ Time Setting
Teme symchronszation type: Manual synchronization 3
Dievice timezone: GMT-+08:00
Device date: 20020109 16:23:02 Monday Edit manually |

20120008 16:19:38 Monday GMT+08:00 | Synchronization with PC system

Cuarrent PC Time:

ips: Pleass save parameters a5 $oom a8 (mezons 15 modifed

Click “synchronization with PC system”.

[ synchronization with NTP server ]

Tims Satting

Time synchromization type: | Synchronization with NTP 5er'.rer|3

Berver sddress of TP server: 192.168.1.1

Server Port of NTP server: 123

Device timezomne: GMT+08:00 |E|
Device date: 201270109 16:23:31 Monday
200120109 16:23:30 Monday GMT-+08:00

Current PC Teme:

Input the NTP server parameters in settings, Click “OK”
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1.3.3.1.3 Video loop-back output

* Video loop-back output
oK |
13.3.14. UserManagement
« User Mlanagesmnt

Bcimin Denr Hame aEBaas

& cman Diser Poxd LIl Varifrr S—
I Jser Har
||||| I -
! User Mar 2
T I i - i -

Lok J

. You can modify them here, then click “OK” button. This modification
requires logging in the webpage again to browse real-time video.
Default Admin User name/Pwd is: 888888/888888, Admin User has all the
right to operate all the function and setting of the IP device.
Default Common User Name1/Pwdl is 1/1, Common User Namel, has all the
right except for the Setting interface.
Default Common User Name2/Pwd2 is 2/2, Common User Name2 has all the
right except for the Setting interface and PTZ control.

NOTE: Please remember all the parameters for the management— lmportant.
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1.3.3.1.5. Time to Reboot

Ok

This function is used for rebooting the IP device as long as the power is on.
Keep the “Timing to Reboot” “On” status, set the “Reboot Time”, for
example, set “1H5M”, that is to say, the IP device will reboot on 01:05 every day

as long as the power is on.

13.3.1.6. Restore to Leave Factory Default Parameters

 Flaghors to Lewvs Factory Definll Parameten

[ Restore
Click “Restore” button and reboot the IP device, all the parameters will be
back to the factory default parameters, except for the device name and IP address &
port.
If you want to make hardware reset, please refer to: 3.1 Hardware Reset
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13.3.1.7. System Update

- System update

Bailt-in Webpage Versson
Webpage Versicn V7000104

Webpage Compile Tome 20110225

Softears Version

BSP Version WO 00, 19.00
B5F Compile Time 20110324
Apphcation Version V06.00.18.02
Apphcation Compile Time 20110324
71 ik
b I ; i
Select update fils(® itm) - . oK

This is used for system upgrade. Click “Browse...”to choose upgrade files of
“* itm” format, and then click “OK”, until the webpage displays “The program has
been updated successfully, please login again”, the device will reboot
automatically.

Upgrade files are provided from your supplier. This is very important and

pivotal, we don't recommend the system upgrade unless you have got the particular
guide from your supplier.

13.3.2. Network parameters

IF CAMERA

Channels Alarm SEMVEr Berage
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13.3.2.1. IP Address & Port

To access the IP device via WAN, you must map the ports first, please refer to:

3.2 Mapping & Access IP Device via WAN

= [P Address & Poxt

-onmeciion Type Static IP Address -
P bddess 192,168.1.19 ateway 192 168.1.1
sl 255.255.255.0 DR 0.000.0

a0 Date Trassfer Port 3000
larm Host A ddmess 0.0.00 Alarm Host Port BOOD
R fogt Address 0.0.00 Remote Host Fort 004
Multacast Addmss 235114
Miulticast Fort 6500

[ Connection type] Static IP Address, PPPOE, DHCP optional.
®  Static IP Address, this method is highly recommended.

¥ |F Aridaees 2 Pard

-oamecTion. T St IP Aduress -
[} Addmss 192166119 18216811
| Iwlnsk 51950550 [HHS 00.e0

» [P Address Based on network environment to fill out your own IP address or
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keep the default ( Default IP address cannot be used with two and more IP
devices on LAN).

» Gateway Based on network environment/ IP address to fill out.

> Subnet Mask Based on network environment to fill out, or keep the default.

» DNS Keep the same with your route’s DNS. This item related to the
application of DDNS (Dynamic Domain Name Server) and Email Alarm.
® PPPOE
Please contact your network operators, to provide the “PPPOE User Name”
and “PPPOE Password"”
Conmection Type PPFOE W
PPPOE Usar e PPPOE Pasgwond
® DHCP
Connectan type E:_ 4.-:

The following parameters please keep the default or follow our instruction.

[ WEB Port] Default is 80. If you change into another port, you need to add this
port behind IP address when visit the IP device via IE. For example, IP device is
192.168.1.19, web port is 81, and then the login IP address is
http://192.168.1.19:81. If you want to visit from WAN (Wide Area Network) via

[E, you must map the WEB port on your router equipment.

[ Date Transfer Port] Default is 3000.
NOTE: In system backstage, there hides a date control port, default is 3001. Date

control port = date transfer port + 1. If you change the date transfer port into
4000, the system will automatically change date control port is 4001

When visiting the [P device via WAN, you have to map the date transfer port
and date control port on the router. Because you have to visit the [P device on

WAN through date control port and date transfer port.
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http://192.168.1.199:81

[ Alarm Host Address] Alarm Host Address, keep the default.
[ Alarm Host Port] Alarm Host Port, keep the default.
[ Remote Host Address] Remote Host Address. This function is used IP device

initiative send date to remote host. Keep the default.

[ Remote Host Port JRemote Host Port. The default |
is 3004. Keep the default. Note:

[ Multicast Address] Keep the default. L Clek S e g e

[ Multicast Port] Keep the default. i
NOTE: when you change the above parameters, you ;E%;mgwt%%;ﬁ

nmust click on the upper left corner “Save” and
“Reboot” to take effect.

13.3.2.2. WIFI Parameters

T WIFT Passasiars

Nk Nermae F Addrm Catypnon

Fefiesh

You need a wireless router of 802.11b/g before you use the WiFi function,
please setup the SSID name and Encryption of Wireless Network in your wireless
router.

[ Wireless Network ] Click “Refresh” to find the SSID name and Encryption you
have set in the “Wireless Network™. Double-click the SSID name and Encryption,
the SSID will be auto input in the “Currently Wireless Network™, please input the
password.
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Wireless Network
Choose Wireless Networlk:

SSID Encryption -
kf WPA
augawork WPA
LD-TP-LINK WEPA
linkeys No Encryption E
aaa WEP
Free Public WiFi WEP
55555 No Encryption -

4 1 | »

Currently Wireless Network:

Input Password:

[ IP Address Configuration]
There are three methods to enable WIFI function: Static IP
Address/PPPOE/DHCP.
®  Static IP Address

IP Address Configuration:
Enable WIFL Static [+]

® PPPOE
IP Address Configuration:

Enable WIFT: pPPOE |4
PPPOE User Name:
PPPOE Password:
If you choose to PPPOE, please contact your network operators, to provide
the “PPPOE User Name” and “PPPOE Password"”

® DHCP
IP address configuration:
Enable WIFL: DHCP =

The following parameters will keep the same under these three methods.

» IP Address Based on network environment to fill out your own IP device
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address

»  Subnet Mask Based on network environment to fill out
» Gateway Keep this item the same with the IP address of your wireless router.
» DNSKeep the same with your route’s DNS. This item related to the

application of DDNS (Dynamic Domain Name Server) and Email Alarm.

NOTE: When connect the WAN via WIFI, Please enable the “WIFI Gateway as
Default Gateway ™, and choose WIFI specification.: §02.17b6 & §02.11/¢.

For detail Wireless setting, please refer to: 3.3 Wireless Settings

133.23.DDNS

Sumpor Cyndng L

marbers. dyrdng. org DONS Server Fuor &0
] Mol Telst )

Cox |
DDNS (Dynamic DNS) is simply a way of using a static hostname to connect
to a dynamic IP address. When connected to your ISP, you are assigned a
temporary IP address. DDNS services keep track of your IP address and route your
Domain name to that address when you wish to connect to the IP device from a

remote location.

How to add DDNS (take DynDns for example)
® STEP1 Sclect “Start DDNS”,
® STEP2 Choose “DDNS Supplier” is to be “Support Dyndns”
® STEP3 Fill n Domain Name, Domain User Name and DDNS password by

your DDNS service provider when you registered.
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® STEP4 DDNS Server Address, DDNS Server Port, Update Interval. Use the
system default parameters.

® STEPS WEB Mapping Port must keep the same as WEB Port of “IP
Address & Port”.

133.24. FTP Parameters

= FTF Pamumsiers

ETF Uaar Hums TTTERE FTF Pasesword sEaaee
TP Host [P 182 166.1 40 FTF Host Part

[T
This function is used for uploading the files to FTP server. You must have an

FTP server, if you don't have, you cannot use this function.

[ FTP User Name] Default is 888888, please change into your own FTP server
User Name.

[ FTPPassword] Default is 888888, please change into your own FTP server
Password.

[FTPHost IP] Default is 192.168.1.40, please change into your own FTP server
landing IP address.

[ FTPHost Post] Default is 21, please change into your own FTP server Host
Post.

NOTE:  If vou modify FTP parameters, need to Save and Reboot the [P device.

How to upload recording to FTP Server:
® STEP1 Built a FTP server, set up the user name, password, FTP server IP
and port.

® STEP2 Fill in your FTP parametersin the IP device. Click OK.
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~* FTF Pammsters

FTF User Hame BEEIEE FTF Passvond P
FTF Host [P 162.166.1 40 FTF Host Fart: |21

STEP3  Setting FTP scheduled recording. For example: set to upload
recording files of IP device on Monday 0:10am, and stop upload on 23: 59pm.
= FTP Schadube Racord

Start FTP Scheduled Recood: ]

Wonday w Start Tome 00 (H 100 |M End Time |42 H|39 M
Close b Start Teme 00 |FH {00 |1 End Tims |00 |H |00 |M
Choge b Shigt Teme 00 H 00 |M Encd Turw |00 |H |00 M
Clase w Stert Tame 00 |H (00 (1 End Tume |00 |H |00 |}
Cloge W Start Tene 00 |H {00 |M End Tims |00 |H |00 |M
Close b Start Teme 00 |H |00 | End Tune |00 |H |00 M
Clase » Start Tame 00 |H (00 |1 End Tume |00 (K |00 M

ok ]

STEP4 You can see the same video on the FTP server.

@LJ'! Ciftpieiden sereer M 10317
Organize = Inchude in library = Share with = Py 51 e Fiadder
& Favoibei
B Desktop k
. B B B
L] Foecent Paces

115057 11135 1 118087
i librarien

<| Documents
o Mhaic

e Fictures
B videos

& Cempuler

W Mebwork
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133.2.5. UPNP

- LIPNF

O

UPNP is a quick way to discover the IP device on the network. Via UPNP
function, the above ports could be mapped automatically in the router.

External IP Address: WAN IP address of the router.

How to use UPNP function:
® STEP1 Please enable the UPNP function both on the IP device and router.
(Please note that not all routers support this function. Refer to your router manual
for further details). The IP device will map automatically.

= U
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® STEP2 I[f“State” display “Mapped”, means UPNP settings is successful,
please refer to the above picture. Then, please follow the below procedures to
access the IP device via WAN:

http://External IP Address:Web Port. If External IP is: 119.145.0.165 and
Web Port is 80.The address is: http://119.145.0.165:80

NOTE: The router nutst support UPNP and keep “On” state. If the UPNP of the

router and [P device both are “ON’, but the state of the ports above is still
“Unmapped’, please check the routersettings if the port have been used already. If

there are more than one device connected in the same gateway, the port of each

device should be different to avoid the port conflict.

13.3.2.6. Streaming Protocol

These two streaming protocols are for higher requirement users and
broadcasting clients. Please refer to the Appendix:3.4. How to Use the Streaming

Protocol
= Streasvarg Frodocol
RTSP
I Exwiole RTSR
Listen Post 554

ETF-UDF Siari Part 1005

[ Exeinle TS
Diestination & ddres 0.0.0.0

Diestination Part 1234
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13333G

IF CAMERA
Surings

Channels Alanm

SeTver siorage

= PR Cedet
ST
13.3.3.1. Dial up setting
+ Dhal up settings
Link Mode: Mone |
Link Mode: on [=] Tel Numbers: *99%
Usernames; Password;
APN Name: AGMNET Authencation Type: Auto
LCP echo interval: 30 LCP echo fashage; 15
MR- 1500 MTU: 1500
Network Select Type AUTO [+]
Radio Band Set: s 850 [ Gsn 000 [ G 1300 [ Gana 1000
M wcona 850 [ weDnia 900 M wepna 1900 [ wepaaa 2100

Band saving Enable E Get dns from operator: Enable

oK

[Link Mode (the second one)] On

[ Tel Numbers] Dial-up number, provided by your 3G supplier
[Username] Username of SIM card

[Password] Password of SIM card
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[APN Name] Access Point Name, provided by your 3G supplier
[ Authencation Type ] Auto/PAP/CHAP/NONE, keep default auto
[LCP echo interval] Keep default

[LCP echo failure ] Keep default

[MRU] Keep default

[MTU] Keep default

[Network Select Type 1 Keep default

[Radio Band Set] Keep default

[Band saving 1 Keep default

13.3.3.2. 3G online mode

¥ 3G online mods

Always online

Scheduled

Close El Start Trme 00 H 00 M EndTime 00 H 00 M
Close ﬂ Start Trme 00 H 00 M EndTime 00 H 00 M
Close El Start Trme 00 H 00 M EndTime 00 H 00 M
Close El Start Trme 00 H 00 M EndTime 00 H 00 M
Close El Start Trme 00 H 00 M EndTime 00 H 00 M
Close El Start Trme 00 H 00 M EndTime 00 H 00 M
Close El Start Trme 00 H 00 M EndTime 00 H 00 M
SMIS or disling activation

Auto offline when non-network connections
Standby period: 600 5
Accept SMS or dialing from specified telephone numbers:

13982231994

@ Mamial Control
Auto offline when non-network connsctions

Standby period: 600 5

. Connec | Disconn | OK

[ Always online] Select Always online
_40 -



[ Scheduled ] Manual setting

[ SMS or dialing activation] SMS or dialing the SIM number to active the 3G IP
device.
SMS: Send “OPEN” to the SIM number to active the 3G IP device
Dial: dial the SIM number to active the 3G IP device

® Auto offline when non-network connections: you can choose whether offline
automatically when non-network connection in certain seconds.

® Accept SMS or dialing from specified telephone numbers: this is optional.
[ Manual Control ] Connect and disconnect the 3G IP device manually

® Auto offline when non-network connection

“Connect”, dial on manually, “Disconnect” dial off manually

1.3.3.3.3. 3G network

37 network

subnet Mask Default Gateway

Frimary INS Addrezs Secondary DHE address

hpply !3
[3G Status] If the status is Connected, that means the 3G network works. At the

same time, the other parameters will be formed automatically, so does the 3G IP
device
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133.3.4. Dial log

* Dial leog

rewd [IPCP ConfRej 1d=0xT <{compresz ¥VJ Of 01>] ~
sent [IPCP ConfReq id=0x& <addr 0.0.0.03]

rewd [IPCP ConfReq 1d=0x1]

sent [IPCP ConfAck 1d=0x1] i
revd [IPCP ConfNak id=0xE <addr 172.21.97.862]

sent [IPCP ConfReq id=0x9 <addr 172.21.97.66>]

revd [IPCF Confick id=0x8 <addr 172.21.97.66>]

Could not determine remote IP address: defaulting to 10.64.64. 64

not replacing existing default route wia 192, 168.13.1

local IP address 172.21.97.66

remote IP addressz 10,64, 64, 64

primary DNS address 10.11.12.13

secondary DNS address 10011.12.14

Seript fetc/pppfip-up started (pad 590)

script Setc/ppp/ip-up finighed (pad BO0), status = Ox0

If there is no log, please check whether SIM card is available.

133.3.5. 3G Status

* 30 status

Operator:
Cuarrent Network:
Sagnal Strength

SI state:

R R

These five factors display automatically. You can not change them

[ Signal Strength] An index of the 3G network signal strength, if the value is
more than 20, that means the signal is good. The higher the value is, the stronger
the signal is. If it is too weak, for example 10, you might not dial successfully, or
the images will be delay

-4) -



133.3.6. PIN Code

- PIN Code
PIN pr Off =]
D 1234
DK
133.3.7. SMS Settings
* 5)5 Settings

3

13408404471

Tesl SMS Send

Test QK

[ Days ] the SMS’s validity when 3G dial up successfully, for example, if your cell
phone is off for 2 days, the Days is 3, you will getthe SMS in 3 days.

[ Cell Phone Number] The receiver cell phone number.

[ Content] When the 3G IP device is online, the SIM card will send you a SMS to
your cell phone number, you can configure the content here.

[ SMS center number] this is formed automatically.

® Send ip address via SMS when 3G dial up successfully connected
Choose this function, the SIM card will also send you the 3G IP address together.
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1.3.3.4. Channels Parameters

IP CAMERA

1.3.3.4.1. Character Superposition

~ Charscter seperposiiion
e Channall
Name
Time type  YYYV-MM-DD hhomm $s [=]
Locatson X=8 Y= 50
Charscier |
Locatsca X=8 Y= 00
Character
Location X=8 = 130
Location | | OK |

[ Channel Name ] To distinguish different equipment. But it won't show in
preview screen. Keep the default.

[ Time Type]l Choose the time type from the four formats.

[ Character1] , [ Character2 ] Input the characters to be displayed in video
superposition. You type what you want to display on the real-time screen.

[ Location ] To adjust character position. Location of OSD superposition: in
NTSC system, X is 0-672 and Y is 0-448.
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133.4.2. Video Coding

> Video Coding
Network Transfer Stream Server-end storage stream

Resolution: T20P@25HZ [=] | CIF [=]
Bit Rate Type: Constant T| Constant T|
Max. Bit Rate: G000 1500

Quality Upper Limit: 2 2

Quality Lower Limit: 31 3

Frame Rate: 25 25

Stream Type: Video & Audio j Video & Audio j
Key Frame Imterval: 100 100

OK

[ Network Transfer Stream] This is a main stream of IP
device. This stream is used for IE View.
® Resolution Five image resolutions available:
720P@30HZ, 720P@25HZ,
4CIF(D1)
® Bite Rate Type—“Constant” and “Variable”. If

you choose “Constant”, it ensures transmission fluency.

If you choose “Variable”, it ensures the steady image
quality. Constant is recommended.
® MAX. Bite Rate
The higher the Bite Rate is, the clearer the image is. More bandwidth is
needed for higher Bite Rate.
® Quality Upper Limit——the highest quality is 2. Keep the default.
Quality Lower Limit——the Lowest quality is 31. Keep the default.

® Frame Rate the 2-30 frames can be filled. The higher the Frame Rate is,
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the clearer the image is. More bandwidth is needed for higher Frame Rate.

® Stream Type——"“Video & Audio” or “Video only” optional. If choose
“Video only”, you cannot hear any sound on Talkback interface. Also, the
recording won't have voice.

keep the default.

H.264 and MJPEG optional.

NOTE: Save and reboot is a must afier change.

[ Server-end Storage Stream] This is used for TF card storage stream setting.

® Key Frame Interval

® Compression

13.3.4.3. PTZ Protocol
* PTZ Protocol
S
Baudrate 9600 -]
Dats Bit g T
Stop B 1 -
Lheck B Mane -
PTZ Protocol PELOC-D

OK

PTZ Address: default 1;

Baudrate: same with update PTZ Protocol;
DataBit: default 8

Stop Bit: default 1

Check Bit: default None

Update PTZ Protocol:

Select a PTZ Protocol to match P/T, click “OK”.
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13.3.4.4. AdjustColor

™ Adjust color

Brightress 192

Contrast a

Samaration: 148

Hus: 128

Sharpe: 0 [0-16]

[ Brightness] Brightness adjustment.

[ Contrast] Contrast adjustment.

[ Saturation] Saturation adjustment.

[Hue] Chromaticity adjustment.

[ Horizontal Offset] Horizontal adjustment for the real-time image position in the

window. It could be moved from side to side. Please keep the default.
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1.3.3.4.5. Area Shield

* o Shald

[ Claar
[ Claar

[ Claar

A 40 [ Claar

This function is used for privacy shield protection. You can set total 4 areas.
[ Area] The default Areal icon is green, but without any privacy shield area
setting . Please enable the “Area Shield On-off”, Left click in the video on the left
side, hold on and move, release the mouse to finish the shield for Area 1. The

same operation for Area 2 and the others: setting the shield area, then click the
Area 2. Click OK to save.

To clear the shield, please choose the Area, and click “Clear”, then click “OK”
the shield will be cancelled. Or disable the “Area Shield On-off” to cancel all the
shields.

® (Clear Clear privacy area.
® Area Shield On-off Enable or disable privacy area.
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1334.6. CCD

Day Night Control: % Color Black
Dirror Controf: o O On
Shutter Control @ Electronic ) Frued
Ayto White Balancs: & Agto Mamzal

Auto Gain Control: | Low |E|

Day Night Control: Color (for color image), Black (for black and white image)
Mirror Control: On or off mirror image.

Shutter Control: Auto or manual control shutter.

Auto White Balance: Auto or manual enable auto white balance

Auto Gain Control: Low/Medium/High

1.3.3.4.7 Day/Night Switch
+ Day/Night Switch
day and night transformation mode: | manual E

At day mode, image is color, will be good quality at day.
Atnight mode, image is black and white, will be good quality at night.
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[ Day and night transformation mode]
Manual: manual transformation
Timed: timed transformation
Infrared: transformation according to infrared.

1.3.3.4.8. Audio Parameters

* Audio Parameters

Audio input settings

Audio in type Mic

1]

hiic Boost: 0ff

Aundio ontput setrings

Audio out volume: 100
Ok

[ Audio input settings ]
Audio in type: Mic (for connecting microphone), Mic Boost: OfffON
Line in (for connecting pickup), Line in volume: 0-100

[ Audio output settings]
Audio out volume: 0-100

1.3.3.5. Alarm Parameters

IP CAMERA

~ hfztice Drtecton, Ao Snttom
= Blstion Detscton Sctwdile Setlings

* e dbeormal dem

- Cormera Been Saded Az Tragpe Schackda Sarzzp
= Emal Alaem Seviap
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13.3.5.1. Sensor Detection Schedule Settings

 Sensor Delection Schedule Sattmgs

Start Semsor Detection: o Sensor Name: Sengor

Mlonday T_l Start Teme 00 H 00 M HE5 M
Cloge Tl Start Teme 00 H 00 M HDO M
Close Tl Start Teme 00 H 00 M HO M
Close -] Start Teme 00 H OO0 M HOD M
Close 3 Start Teme 00 H 00 M Hop M
Close 3 Start Teme 00 H 00 M Hop M
Close z‘ Start Teme 00 H 00 M Hop M
Start Server-end Recording While Alameving Upload The Alarm Fecording to FTP: [

Start Sever-end Snapshot Upiload The Alarm Ssapshot to FTF

Triggening Alarm Onotput

This function is used for setting the sensor detection Schedule. To use this
function, please connect alarm sensor to the IP device. If you want to upload sensor
detection recording file of IP device on Monday 0:10 AM, and stop upload on 23:
59 PM. You can set according to above.

13.3.5.2. Motion Detection Area Settings

= Mokicm Detecticn Aves Settings

Seraiibty Adjusting 25
| sslectFull Sorsen || clearan
ok |
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[ Sensibility Adjusting] Sensitivity adjustment. 1 to 99 adjustable. Suggest to use
the default parameters, if sensitivity adjustment is too higher, which can cause
unnecessary alarm.

Left click the real-time area and move to choose the motion detection area.
® Select full Screen Choose full Screen for motion detection area, click OK.

® Clear All Clear all the motion detecting area. Click OK.

13.3.5.3. Motion Detection Schedule Settings

= Moton Detecion Schedil Setting

Mionidsy bt fart T i 00 (H10 M Erd Tiew 23 |H 5% B
Cloge b tart Time |00 |H (00 'MW Erd Time 00 |H 00 |M
Close W fart Tt 00 (H /00 M Ered T 00 |H |(O0 | B4
Cluse - Stert Time (00 (H |00 |1 H 0D M
Close bl fart T a0 H 0o W H OO B
Cloge - tart Time |00 |H (00 M ) (H 00 |M
Close bt fart T a0 [H ook H oD &

oK |
This function is used for setting the motion detection Schedule. To use this
function, please connect an alarm sensor to the IP device. If you want to upload
motion detection recording file of IP device on Monday 0:10 AM, and stop upload

on 23: 59 PM. You can set according to above.

[ Start Sensor Detection] Enable or disable sensor detecting.
[ Start Server-end Recording While Alarming] Store the alarming recording in
server-end SD card

[ Start Server-end Snapshot] Store the alarming snapshot in server-end SD card
[ Upload The Alarm Recording to FTP] Upload sensor detecting recording to
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The FTP server.

[ Upload The Alarm Snapshot to FTP] Upload sensor detecting captured
picture to The FTP server.

[ Triggering Alarm Output] Enable this function to trigger the sensor detection
alarm output

13.3.5.4. Camera Been Shaded Alarm Trigger Schedule Settings

= Caneera Been Shaded Alam Trigger Schsfuls Sattiags

Close = s OO 00 M I oo |
Close - T DD EH DD M Eed T oo DD M

0K

When the IP device is shaded, there will alarm in the CMS via this function.
[ Camera Been Shaded Detection] Please enable this function before setting.

[ Triggering Alarm Output] Please enable this function before setting

[ Sensibility]] Sensitivity adjustment. 1 to 5 Adjustable. Suggest to use the
default parameters, if sensitivity adjustment is too higher, which can cause
unnecessary alarm.
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13.3.5.5. Email Alarm Settings

 Emal Alaem Settings

I on -| P 0
123 sasssEe -
smip.gawab.com hiail server port: 25
1 Sender's email  122g@gawab.com
2 Recsiver's emad 11 123@gawab.com | Test |
Beceiver's nams 2 3 Recsiver's email 20 321@gawab.com Test
Beceiver's name 3 Recsiver's smail 3 Test

Ok

This is an email alarm function. When the motion detection is enabled, IP
device will set an alarm email to receiver’s mail box which you fill in.
NOTE: Your email has to support the SMTP protocol, you d better check with your

email supplier.
[ Send Email If There Are Alarm] “On” and “Off” optional
[ Priority] Default is 0.
[ UserName] User name of email box.
[Password] Password of email box
[ Mail Server IP] Mail Server IP (SMTP)
[ Mail Server Port] SMTP Server Port.
[ Sender's Name] Sender’s name
[ Sender's Email] Sender’s email address
[Receiver'sName] Receiver’s name

[Receiver'sEmail ] You canfill in three mail box.

[ Test] After you fill in all the parameters, please click “Test” button to test. If the
notice “Successful”, it means all information are correct and you can use email
alarm function. If the notice is “Connect mailsever failed”, please check the
parameters again.
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How to set motion detection email alarm function?

® STEP1 Please set up motion detection, please refer to: 1.3.3.4.1 Motion

Detection Area Settings

® STEP2 Please set correct IP address, especially to fill in correctly DNS

according to your IP device setting and network environment.

= [P Address & Port

Comnection Type Static IP sddress bl

Address 192.168.1.19 Gatsway 192.168.1.1

DS 2029817467

® STEP3 Please make sure all information of email alarm setting is correct.
Here is an example of using Foxmail to explain how to set up.

£ 123@gawab.com

Rail Server

"_'i_- Ferszonal SATF Server:

smip.gawab.com| 4’ Mail Server IF

[]SMTP zerver mesds AUTHENTICATION

>

EEJ Ma1l Server
==

POF3 Server:
6] Send | pop.gawab.com
Account
e Sender’ = Email
0] e 115@ gawab.com S fuibi s M
P
Fassgord
ﬁ Other POF3= F— a’ Password of Sender’ = Email
ﬁ FontdlView [IUze network prozy to send and receive mails

& Loa .

| 0k [ Cenca J[ Hap |
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Account Propecty
Advanced Propecties

ﬂ supporifozst—dit. o

Server Froparties—gory Eavar Fast

Eal

SNTF Sarwer Forl: 5 |
[JUze 551 for security om this server j
BIP3 Server Port: [tio

[tas 5L for sscwrity sn this server

}ﬁmwﬁn L= | | cwea ]
o TR

[ & ][ cemca [ B |

® STEP4 Click “Test” button to test all parameters. If all are correct, email
alarm will be triggered by motion detection.

NOTE : There is no request for Receiver’s Email as long as it is valid. But the

Sender'’s Email must be able to receive email via sofiware like Foxmail or outlook.

The best choice is the tariff email box.
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1.3.3.6. Server Storage

IP CAMERA
semaen

Haic Metwark e Channels Alarm Server starage
Syl vk 1 el
= FTP ichwdilnd second
= Sarver-md ammy to ke
vl dari b P
= Server-mdl alemge dirvicn

13.3.6.1. Server-end Timing to Record

This IP device supports SD card to store the recording, the max capacity is
32GB.
Here you can set the time of video recorded to the SD card. Please enable the

timing recording first.

= Server-end Timmng ie Fascond

Start Tmimg Recarting

Cinge [« Start Time 00 H 08 M End Time 00 H 00 M
Cinge [= Start T 00 H 00 M End Time 00 H 0D M
Close = Bt Time 00 H D2 M Esd Time 00 H 0D M
Closa [=] Start Temw 00 H D3 M Ed Temw 00 H DD M
Ciogs [« Start Toww 00 H D3 M Erd Timw 00 H 00 M
Cloge [« Start Time 00 H 03 M End Time 00 H 00 M
Cinge [« Start T 00 H 00 M End Time 00 H 00 M
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1.3.3.6.2 FTP Scheduled record

* FTP Scheduled Record

Start FTP Schedbuled Recond: (4]

Monday v Start Time (00 (H 10 | M Fnd Time (23 |H 59 |M
Close v Start Tiwe (00 |H 0D | M End Tire (00 [H 0D |M
Clase v Start Tiwe |00 |H 0D |M Fnd Time (00 |H 00 |M
Close b4 Start Time (00 |H 00 |M End Time (00 [H 00 (M
Close k4 Start Time (00 (M 00 |M End Tiwe (00 [H 00 (M
Close hd Start Tizee (00 |H 00 | M Fnd Tize (00 |H 00 |1
Cloze ¥ Start Tize |00 |H 00 |M End Tire (00 [H 00 |M

[_OK
This function is used for automatically uploading the recording to the FTP
server according to the schedule. Please set the schedule first.

1.3.3.6.3. Server-end Timing to Snapshot

In this function, you can set the snapshot parameters.

= Server-sad Tenng t2 Snapshiot

500
FTF Uplond afier Saag
- Sewrt Teme 00 H 00 M End Tome D0 H 00 M
- Seart Tomee 00 H 00 A EndTime 00 H 00 A
- Sowt Tune 00 H 00 M 0 H 00 A
- St Tae D0 H 00 M Hoo M
- Seaet T 00 H 00 M H oo M
g z i Time 00 H 00 M Hoo M
i = Seart T 00 H 00 M H M

(o1}
[ Snapshot Time Interval ] Please set the snapshot time interval, from 10-3600
seconds.
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[ Start Timing Snapshot] Please choose the time to activate the snapshot

[ FTP Upload after Snapshot] Please refer to the chapter
1.3.3.2.6 FTP Parameters

13.3.6.4. Server-end Snapshot Parameters

You could set the image quality and format of the snapshot.

* Server-end smapshot parameters

w00

DK

[ Snapshot Image Quality] From 1-100, the higher the numerical volume is, the
higher the image quality is.

1.3.3.6.5. Server-end Storage Device

= Garverend Storage Devics

Diiak ™. Mk Type Taeal Capaciry Free Capaciry Sruis Formiat

Refresh

Cut off the power, insert the TF card, click “Format”, then reboot and login in
the IP device, there will display the info of the TF card in this interface, then you
can use TF card function now.

= Server-md Siveags Device

Foamat

Refresh
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2. Frequent Asked Questions

2.1. Fail to Access the IP Camera through the Browser

® Possible Cause: The network is disconnected?

Solution: Connect PC to the network to test whether the network access can
work normally. Firstly clear the cable fault and the network fault caused by PC

virus till Ping the network between PCs successfully.
® Possible Cause: IP addressis occupied by other equipment.

Solution: Disconnect the IP camera and network, and then connect the IP
camera to the PC solely. Also, reset the IP address according to appropriate
recommended operations.

® Possible Cause: IP addressis located in different subnets.

Solution: Check the settings of the IP address of IP camera, the subnet mask
address and gateway.

® Possible Cause: Unknown

Solution: Restore to the factory-set default state by pressing the restore button
behind the IP camera.

2.2. Can Not Play Video after Program Updating

® Solution: Close all the browser pages; search “NetViewX Control.cab” file
under the C:\Windows\Downloaded and delete it. Then connect the IP camera
by the browser again, the IP camera real-time view will automatically display
after install the plug-in again.
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2.3. Fail to Browse Images Normally in Windows98

® Solution: Install the DirecteX8.0 or higher version. Update the IE Explore to 6
and above versions.

2.4. Can Not Get Data Passed Through Switch

® Possible Cause:

»  The address is written wrong?

»  The bindings of port and physical address are done or not?

»  When configuring the firewall rule, whether take IP camera into account.
®  Solution:

» Before searching the network fault, please make sure to use the ping
command in the command mode to connect the IP address. To check the
message returned from ping is a very important step. If no message is
returned, it indicates that some faults must exist in the network.

»  If the IP address and Mac address are bound, adding a new binding of IP
address and Mac address of the IP camera within the exchanger is
required inside switch.

»  If the IP camera never be recognized when configuring the firewall rule
of switch, it’s necessary to allow the communication on ports 3000, 3001,
3002, 3003 and 80 for the IP camera. Otherwise, any data packet will be
filtered and can’t reach target.
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2.5. Errors Occur After Updating

Delete the buffer of the browser. The detailed steps are as follows: open the
tool menu of browser to open the Internet option, and then click the “Delete File”
button in the second item (temporary file of Internet) and check the “Delete All

Offline Contents” option. Then confirm, and login the IP camera again.
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3. Appendix

3.1. Hardware Reset

After updating the IP device, or when there are some problems that you can’t
solve via reboot, for example, you can’t get the IP address via the search tool,
please try to reset the IP device. After this reset, all the parameters will be back to
the factory default, the IP address will be back to default: 192.168.1.19. Then
please set the IP address again according to the chapter:

Please following the below to finish the reset to a basic item:

L VALALE

® Step 1 Cut off the power of IP device, all the indicate lamps are off.

® Step 2 Press the “RST” button with a pin, don’t release.

® Step 3 Connect the power to the IP Device, the “STATE” indicate lamp will
flicker. Hold on another 30 seconds.

® Step 4 Release the pin. Now, you can access the IP device now. Reset
successfully,

NOTE: If the reset is successfitl, the [P address will turn back to the default:

192.768.1.19; If not, it means the reset is failed, please reset again.

Different [P cameras are with different interfaces. Please refer to the items

you have in hand.
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3.2. Mapping & Access IP Device via WAN

Access IP device via WAN is a very important network function, using this
function, you can access your [P device anywhere anytime.

To access the IP device via WAN, you must map some related ports to the
WAN via router. These ports are: Web Port, Data Transfer Port, Data Control Port,
Remote Transfer Port and Message Port.

If you have finished these setting in your IP device = Setting > Network
Parameters > IP Address & Port:1.3.3.2.1 IP address & port, Please map the real

ports of your IP device, here take the default ports for example to explain these

ports.
¥ [P Addmss & Port

Static IP Address o
192.168.1.19 Fateigay 19216811

755 155 255 1 Ei anono

80 T ranafer Pox #0a
,0.0.0 E000

00.00 Femols Host Fog 3004

Ok

Web Port: Default is 80

Data Transfer Port: Default is 3000,
Data Control Port: Default is 3001
Remote Transfer Port: Default is 3002
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[WEB Port] Default is 80. It is a very important port to recognize the IP device.
This 80 web port is dropped acquiescently, for example, if the IP address of your 1P
device in LAN is 192.168.1.19:80, the default IP address will be 192.168.1.19. If
the web port is changed into other, it can’t be dropped. For example, if the port is
changedinto 81, the LANIP addresswill be 192.168.1.19:81

In the same way, the WAN IP address will follow this rule, too.
NOTE: If you don't map this port, you won't access the IP device via Internet
Explorer in WAN.

[ Data Transfer Port] Default is 3000.
NOTE: If you don't map this port, you can t access the [P device via Internet
FExplorer in WAN: You won t be able to open the webpage of the [P device via
using the [P address.

[ Data Control Port] Default is 3001. It is a hidden port in the background
system. It has a certain conversion relation with the Data Transfer Port: Date
control port = date transfer port + 1.

If you change the date transfer port into 4000, the system will automatically
change date control port is 4001.
NOTE: If you don't map this port, you won 't get the image of the I[P device when
accessing via WAN: You can access the [P device via Internet Explorer, but you

won 't be able to get the image.

[ Remote Transfer Port] Default is 3002. It is a hidden port in the background
system. It has a certain conversion relation with the Data Transfer Port: Remote
Transfer Port = Date Transfer Port + 2.

If you change the date transfer port into 4000, the system will automatically
change remote transfer port is 4002.
NOTE: If you don't map this port, you won t get the recording in the SD card of the

[P device when accessing via WAN.

Two methods to finish the mapping: 1. UPNP mapping; 2, Manual mapping.
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3.2.1. UPNP Mapping

UPNP is a quick way to discover the IP device on the network. Via UPNP
function, the above ports could be mapped automatically in the router. Please refer
to the chapter.1.3.3.2.6 UPNP

3.2.2. Manual Mapping

Via manual mapping, you have to map the ports in the router by yourself.

Different routers have different interfaces and methods. Take Cisco LINKSYS
WRTS54G2 for example.

® Step 1 Manual mapping

Access to the router’s interface via IE: “Applications & Gaming” - “Port
Range Forward”, Please map the real ports of your IP device, here take the default
ports for example.

[Start] , [End] All the mapping ports: 80,3000,3001,3002,4602
[ Protocol] “Both” or “TCP”

[IP address] 192.168.1.19

[ Enable ] Enable the mapping

Then save the settings
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LINKSYS by Cisco

F ey oy 1

Whrebeia O Py oadband Houted R ]
Applications
Al T

& Gaming St P ity & Caming Bty gl Lt

P Rasge ¥ odeesd

st e | ey d P 1 gty

Pot Range
apsicsson  [sun | [ma] [Protecs] [vml
1 = B0 Bokth ¥ w2 1%
W00 | w3000 | Both ¥ rgzean |19
3 ol | ] ERTEV Both v mzvan 1y
] W02 | 3002 | Beth ¥ me2ad (19
5 i802 w4802 Both = mzwer (19
1 = 0 Both & mawar |0
1 = |0 Dot =1 a2 a1 |0
] ] Both » §2 a0
b L ] Bath = IR R
1 e 0 Both » iz 0

® Step 2 Check the Status and access

Access to the “Status” to check the WAN IP address. If the WAN IP address is
119.145.0.165, the IP address of the IP device will be http://119.145.0.165:80 or
http://119.145.0.165 when you access via WAN.
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http://119.145.0.165
http://119.145.0.165:80
http://119.145.0.164

LINKSYS by Cisco

Wireless-G Broadband Router WRTS4G?

£ Applcations
Reat B Gaming
Riter Local Betwork | Wireless

Setup Wirsbess Seourity Admamgbration Status

Frmecere Verson 1,004 busicd §08, Jun. 16, 2009

Firmw e Vierification TR ITEIDE0ERCDIMO0BITENAEARF] Current Time. This
u st on i

Curnend Time Mon, Mar 24 2011 02:80:1%

MHALC Sddress DO FE DA DR DE

Router hame WHTE4GE

Huwl Hams

Domain Hame

Muore..

Configuraticn Typs Ratic
| F Ansess 11114541.155' Configuration Type. Th
Subnet Hask 255,255 2658
Datnuk Gatew ey 118.446.0.9
DHS 1 203.96,174.67 einkpnteiny
NS 2 1824682111 Beere: by chcking on that busion
bHE 2
WTU 1500
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3.3. Wireless Settings

WIFI function is a powerful function that makes your IP device getting out of
the limit of network cable in a certain distance. You can put your IP device

anywhere with an adapter in this distance, and access it freely.

First, you have to have a wireless router to work with the wireless IP device.
Set the wireless network of the router before using. Different routers have different
interfaces and setting methods. Take Cisco LINKSYS WRT54G2 wireless router

for example.

3.3.1. Set Wireless Router

® Step 1 Set Wireless Network Name (SSID)

Login the wireless router via Internet Explorer via the router’s IP address,
select “Wireless”, then “Basic Wireless Settings™ to the “Wireless Network Name
(SSID)”, set an SSID, take “kf” for example.

Please keep the other settings to be defaults:
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LINKSYS by Cisco

Fereas erwoe: 10004
Wireless.G Broadband Router WRTEGY

Wireless Applications

Betum . AR Fre ation Staly
Setup Wireless Security B Gaming ministrat tatus

Advanced Wirsless

Basi Wireless Settings Wireless Security | Wareless BAC Filber | Setlings

‘Wireieas Configeralns @ Manual Wi-Fi Pratected Selug

Wirsiess Retwari Moge [ S

I'.'-'rmlew:nmrr\eissl:'l kf I

\Wirsieas Chennet E-241TGHz =~

\Wirsiess T50 Brosdcast

@ Enable | Dissbds

af v,
Save Settings Cancel Changes CISCO

® Step 2 Set Wireless Security

Security Mode: Select “WPA2 Personal ”
WPA Shared Key: Set this key freely and remember it. For example: 33265782

Please keep the other settings to be defaults. Then save these settings via “Save
settings”, and close the router. Login the router again.
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LINKSYS by Cisco

Wiseless G Broadband Roanas

Wireless Satup Wirslnxe

Basic Wireloss Setlings | Wirsless Security | Wireloss MAT Fitar | -—

I Sacuriy Wode WPs Pemoral = I
WRE Sjgorites THIF
I WPA Shared Kary IIMESTED I
Orous Mty Renwat 3600 secanis
T
Sarve Settingm Cancel Changes CIsCo

3.3.2. Set the IP Device

~ WIFI Parameters
Wireless Network IP Address Configuration:
Choose Wirsless Netwaork Enakis WIFL: DHCP El
aaa WEF i
aasa Mo Encryption IF Address
= L& | Subees Mask:
33333 ) % 2
D333 o Encrypion ulewny
D5 0.0.0.0
R —— L — B i
5] WIF] Gateway s Defauht Gateway
Refresh |
WIFI specification: 802110 & 802.119 EI
Cugmrenthy Wireless Network: K
Input Passwond: [T T T Y
Connschion Status t R
Signal Strength:
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Login the IP device via Internet Explorer, access to the “Setting” —>
“Network Parameters’> “WIFI Parameters”,

® Step | Press “Refresh” to search the SSID and the Encryption Type
® Step 2 Fill in the following info:
Currently Wireless Network: kf, the SSID
Input Password. 33265782, the “WPA Shared Key”
® Step 3 then go to the “IP Address Configuration”
There are three methods to achieve the wireless function: Static IP
Address/PPPOE/DHCP.

»  Static IP Address
IP Address Configuration:
Enable WIFL Static [=]
IP Address: Based on network environment to fill out your own IP device address
Subnet Mask: Based on network environment to fill out
Gateway: Keep this item the same with the IP address of your wireless router.
DNS: Keep the same with your route’s DNS. This item related to the application of
DDNS (Dynamic Domain Name Server) and Email Alarm.

» PPPOE

IP Address Configuration:
Enable WIFL: PPPOE
PPPOE User Name:

PPPOE Password

If you choose to PPPOE, please contact your network operators, to provide
the “PPPOE
User Name” and “PPPOE Password"

»  DHCP, this is the easiest way to use WIFI function.
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I address configuration:

Enable WIFL: oHcP |4

Step 4 Enable the “WIFI Gateway as Default Gateway”’
Step 5 Select the “WIFI specification”: 802.11b&802.11¢g
Step 6 Click “OK”

Step 7 Save and reboot the IP device

= )

3.3.3. Check the Wireless Settings

Login the TP device via Internet Explorer, access to the “Setting” ->
“Network Parameters”—> “WIFI Parameters”, check the status
“Connection Status” is “Connected”
“Signal Strength” 0-100, the higher the strength is, the WIFI signal is better.

And the wireless IP Address, Subnet Mask, Gateway will be distributed
automatically by the router. For example:
IP Address: 192.168.1.101
Subnet Mask: 255.255.255.0
Gateway: 192.168.1.1

Now you can take off the network cable of the IP device, and access the IP
device via the wireless IP address http: 192.168.1.101.
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Baide Parameters Nerwork Parameters ST 0 e 0 aldg! Alarm Paraimerers

- TP Addoens & Port
= WIF] Parammetens.
Wirsless Networlk [P Address Confiparation:
Chaose Wirskens Nrtwork - 5
| Enble0TE DHE [=]
L WFA
- WEP IF Addrens
| et Mask 5
i ey
D55 [RaXe]
‘ " . ;
pESREnEEARS o WIF] Qateway as Difanit Qatenay
. Rafrgsh

WIF] specification: 802110 8 B02.11g M_:I

Crerenthy Wirsitss Nerweel o

Isput Password CECTTEr ey

Coansctiza Sarm o oK

Signal Tirength
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3.4. How to Use the Streaming Protocol

These two streaming protocols are for higher requirement users and
broadcasting clients.

VLC player is necessary for this function, the following guide is based on the
latest version of: VLC media player 1.1.7.

= Streasvang Prodocol
RTSP
j Exafile BT,
Listen Poat 554
ETF-UDF 5eri Part 1005
(] Enaitle T
Diestination & ddress 0.0.0.0
Diestination Part 1234

[ RTSP] RTSPis Real-Time Streaming Protocol, to transfer the multimedia
audio and video streaming. This function is for higher requirement users or

Broadcasting clients only.

How to use RTSP streaming:
® STEP1 Enable RTSP, default “Listen Port” is 554, keep the “RTP-UDP”
Start Port the defaulted 3005.
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RTSF

| [¥] Enahl: RTSP:
Listen Port: 554 |

RTP-UDP Start Port: | 3005 |
ETP will use four ports.

STEP2 Use the players which support the RTSP function to play the
streaming. For example: use VLC player to play the RTSP streaming.

Here it is the method to use the VLC player: Install the public VLC
player software from the internet. Following the diagrams:

= VLC media player =1 EER 5
Media|| Playback Audio Video Tools View Help
|E1 Bpen File.. 0
| [¥] Advinced Open File... Ctrl=Shift+0
3 Open Folder.. Ctrl+F
(E:l Open Disc.., Ctrl+D
% [Open Network Stresm..] Ctrl«N
B Open Capture Device... Ctrl+C
Open Location from clipboard Ctrl+V
Recent Media 1
Services Discovery L3
Save Playlist to File... Ctrl+Y
Convert / Save... Ctrl+R
(=) Streaming... Ctrl+S
X Quit Ctr+Q
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= Open Media ¥
Fie foimisc | " Network | BN Capture Device

Metwork Protocol

Plasse anvter & s bwork URL:

rizp: 192, 168. 1. 19 :5540/1: 1/main

Show mone oplions -4
Bay | Cancel

The RTSP address is: rtsp// 192.168.1.19:554/0/1:1/main, formed as below:
192.168.1.19:  IP address of the IP device

554: RTSPlisten port
0: Default port, cannot be changed
I:1: Common User name & password,

Please refer to:1.3.3.1.3 User Management

main: Main streaming,

In summary, the RTSP streaming is for main streaming of the
rtsp://192.168.1.19:554/0/1:1/main. If you want to view sub streaming or third
streaming RTSP, please follow the below format to visit.
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Sub streaming: rtsp://192.168.1.19:554/0/1:1/sub

The third streaming: rtsp//192.168.1.19:554/0/1:1/2sub

The setting of video coding setting, please refer to: 1.3.3.3.2 Video
Coding

[ TS] TS is transfer streaming. It is an audio, video and data communications
transmission protocol that is specified in MPEG-2 Part 1. The transport stream
allows for multiplexing of the digital video and audio. This function is for higher
requirement user or Broadcasting clients only.

How to view the video of IP device by TS?
® STEP1 Enable TS, and keep the following default of the two parameters.

TS
(V] Ensble TS
Destination Address: | 235.1.1.1 |

Deestination Port: 1234 |

® STEP2 Fil in the correct destination address. For instance, if you want to
broadcast the TS streaming in LAN, you need to fill in the multicast address.
Which you can find in your IP address & port. Furthermore, if you want to
send TS streaming in WAN, please enter the WAN IP address.

= [P Addmes & Port
Static 1P Addrass w
IF Address 182168118 Tatruray 19721681 1
net Mask 155.255.255.0 DS 0.0.0.0
AC Ad
I BO Dot Trasster Post 3000
Alumn Host Port a000
Famats Host Port 3004

hichxet

® STEP3 Fill in destination port. The default port is 1234
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STEP4 To open players and play TS streaming. For example: using VLC
player to play. Click “Media”—Select “open network stream”, then, in
“Network”. Fill in TS destination address:
udp://@235.1.1.1:1234
The diagram is as below.
= Open Media [ 7 sl
Cifle | tpsc | % tietwork | M} Caplure Devioe

Network Protocol

udp: /@235, 1.1, 1:1254
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3.5. 3G User Guide

Before using the IP device, please make sure the 3G signal is good, SIM card is
available.

3.5.1. Set the 3G parameters

® STEP1 Insert standard 3G SIM card into the SIM card slot of the IP device.
(Please use a tiny stick to press into the hole at the right side of the slot, to pop
the slot.)

® STEP2 Power on the IP device, and then connect the IP device to the switch.

® STEP3 Visit the IP device via web browser at default IP address:
http://192.168.1.19 (The default IP address is 192.168.1.19)

® STEP4 Set the 3G parameters as follows:

Seftmgs

Network

* Dial up settings
* 3G online mode
* 3G nerwork

- Dial fog

3G status

- SMS Settings
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http://192.168.1.19

3.5.1.1. Dial up setting

 Dhal up settings

on = | Tel Numbers “OoE

IGHET Suthemcation Typs Aurto
feval a0
MRU 1500 1500
ALITO =]
R 5 o 950 B e o 7] et 1800 ] oo 1900
7| weonga 850 Fweona 000 B wopnes 1900 [F wopnaa 2

Enabile w | et de Fromn operator Enable

[Link Mode (the second one)] On

[ Tel Numbers] Dial-up number, provided by your 3G supplier
[Username) Username of SIM card

[Password] Password of SIM card

[APN Name] Access Point Name, provided by your 3G supplier
[ Authencation Type ] Auto/PAP/CHAP/NONE, keep default auto
[LCP echo interval] Keep default

[LCP echo failure ] Keep default

[MRU] Keep default

[MTU] Keep default

[Network Select Type 1 Keep default

[Radio Band Set] Keep default

[Band saving ] Keep default
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3.5.1.2. 3G online mode

- 3G online mode
Always onlme
Scheduled
Close z‘ Start Time 00 H 00 M EndTime 00 H 00 M
Clase [=] StartTime 00 HO0 M EndTime 00 H OO0 M
Close (=] StartTime 00 H 00 M EndTime 00 H 00 M
Close [»] StartTime 00 H 00 M EndTime 00 H 00 M
Close E‘ Start Teme 00 H 00 M EndTime 00 H 00 M
Close zl Start Time 00 H OO0 M EndTime 00 H 00 M
Close (=] Start Time 00 H 00 M EndTime 00 H 00 M

SMS or dialing activation

when non-network connechions

Aut

tandby period: 600

Accept 5MS or diahing from specified telephone numbers:

13982231994

@ Manual Control
Auto offline when non-network connections
Standby peniod: 6500

|Cnnna|:1 |Disu:nnn l OK

[ Always online ] Select Always online

[ Scheduled ] Manual setting

[ SMS or dialing activation] SMS or dialing the SIM number to active the 3G IP
device.
SMS: Send “OPEN” to the SIM number to active the 3G IP device
Dial: dial the SIM number to active the 3G IP device

® Auto offline when non-network connections: you can choose whether offline
automatically when non-network connection in certain seconds.
® Accept SMS or dialing from specified telephone numbers: this is optional.

[ Manual Control ] Connect and disconnect the 3G IP device manually
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® Auto offline when non-network connection

“Connect”, dial on manually, “Disconnect” dial off manually

3.5.13. 3G network
* 3G natwerk
3G Status: 3G IF
Subnet Wask: Defuult Gateway

Primary INS Address:

Secondary DHS address

[ Apply | [ Cancel |

[3G Status] If the status is Connected, that means the 3G network works. At the
same time, the other parameters will be formed automatically, so does the 3G IP

device

3.5.14. Diallog

rewd
sent
revd
sent
rced
sent
rcvd

[IPCF ConfRe)
[IPCPF ConfReq
[IPCP ConfReq
[IPCF Confhck
[TPCF ConfHNak
[IPCP ConfReq
[IPCP Confhck

* Dial leog

1d=0xT <compress ¥J Of 01>] o
1d=0x8 <addr 0.0.0.03]

1d=0x1]

1d=0x1] I
1d=0x8 <addr 172.21.97.66>]

id=0x9 <addr 172, 21.97.66>]

id=0x9 <addr 172.21.97.66>]

Could not determine remote IP address: defaulting to 10.64.64. 64
not replacing existing default route wia 192, 168.13.1

local IP address 172.21.97.66

remote IF address 10.64. 64. 64

Primary

DNS address 10.11.12.13

secondary DNS address 10011.12.14
Script fete/ppp/ip-up started (pid 590)
script Setc/ppp/aip~up finished (pid 590), status = OxD

If there is no log, please check whether SIM card is available.
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3.5.1.5. 3G Status

* 30 status

_Apply | | Cancel

These five factors display automatically. You can not change them

[ Signal Strength] An index of the 3G network signal strength, if the value is
more than 20, that means the signal is good. The higher the value is, the stronger
the signal is. Ifit is too weak, for example 10, you might not dial successfully, or
the images will be delay

3.5.1.6. SMS Settings
+ SMS Settings
Davs
Cell Phone Number 12408404471
Content Test SMS Send
SIS cent f
nd ip addr het dial up 51 fully d

Test QK
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[ Days ] the SMS’s validity when 3G dial up successfully, for example, if your cell
phone is off for 2 days, the Days is 3, you will getthe SMSin 3 days.

[ Cell Phone Number] The receiver cell phone number.

[ Content] When the 3G IP device is online, the SIM card will send you a SMS to
your cell phone number, you can configure the content here.

[ SMS center number] this is formed automatically.

® Send ip address via SMS when 3G dial up successfully connected
Choose this function, the SIM card will also send you the 3G IP address together.

Now, the 3G network is ok, you can view the image via the 3G IP address, together
with the SMS dial up function.

For example, refer to the 3G Status, if you can view by http://172.21.97.66, that
means the 3G IP address from your 3G provider is WAN IP address, then you can
use this IP address for accessing remote directly

If can’t view by http://172.21.97.66, it means that the IP address from your 3G
provider is LANIP address, need to use the forwarding server to assess

Notice: WAN OR LAN 3G [P address is decided by your 3 G provider
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http://172.21.97.66
http://172.21.97.66

Here provide some diagrams of 3G IP device viewing.
Diagram of viewing IP device directly:

IP camera : “

IE or ImagineworldClient

IP camera

Client server

IP camera

Forwarding server:

IP camera ‘—
RealCDMA

ImaginewoarldClient

............. Xj_'_'_,_,_ ,_,_,"—"’”—F. j

IP camera (o) ﬂ;ﬁf@—' ﬁ
Forwarding server

Encoder @7 Client server
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3.5.2. Set Forwarding server to view 3G IP device

3.5.2.1. Configure Forwarding Server
Install software RealCDMA to your PC

3.5.2.1.1. Set “RVS Service Port” and “Trans mit Port”

“Operation”—>“System Configure”

[RVS Service Port] default: 3004

[ Transmit Port] default :4000

[ Narrowband Program ] Choose this function, only when you use the
ImagineWorldClient to access the IP device, that the IP device will upload the data
to the forwarding server. So that to save the bandwidth. If not, the IP device will
upload dataall the time aslong as the IP device connects with the server.

e

| File(E) Operaion(Q) Help{H)
| Oriine 5=t name Set addness Chamnel Ornline ims Farameter

Senace Fot

AWS Service Pail: 3004

Trargmit Foet: 4000
System Log
Log Saved Time: 10 days

| Wamoeband Program

Stast With Windows [ oK [ Cancel ]
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3.5.2.1.2. Mapping the forwarding server—RYVS service port

There are 4 ports you need to do mapping in the router ,RVS service Port,
Transmit Port, Transmit Port + 1, Transmit Port + 2 (For example, Default RVS
Service Port: 3004, Default transmit port: 4000, so you need to do mapping of
these ports: 3004, 4000,4001,4002)

Take D-LINK router and RVS service port for example:
Open router interface in web browser, go to the “Forwarding” > Virtual servers”
[ Name] Named by users
[ Private IP] Forwarding server IP address
[ Protocol Type 1 TCP
[ Private Port] 3004
[ Public Port] 3004

B mteg rr1%e 188, 0. 1/ wdv_virtual htsd

[__Home JNEVLOTIN Tools  Status _ Help

Wirtual Sarver

Yirlual Server is wsed 1o allow Irdems users access 1o LAMN sernces

pay
—

i & Enabled ) Cugabled

- 88 -

Private P2 197 168 1572 Computer Mama w
B
= o

Fuiic Pt 3004
m Firewall RUlg ;. ion il
m Detalls: Evervone allowed

I R ——

m Dielails: Abways
0o

Apply Cancel Help



3.52.13. Check the forwarding server WAN IP address

“Device Status”>“Status” 2> “WAN” - “Network Status”
For example, 119.145.0.162 is forwarding server WAN IP address

AU STFENVIE o)
[EEIT] High-Speed 2.4GHz Wireless Router

status | TR
EE—

GDevice Information

Firrmeeare Version: 203, 20070717
il LAN
“ MAC Address: 0017 9843:1F:50

IP Address: 19216201

m Subnetd Blask : 155055 2540
DHOP Senver . Enabled
TS
Cannection Tvpe : DHCP Clienl

Cable Sistus

I Netwark Status ; 11.=.::!..-:.1-:A|

Conaaction U Tima
MAC Address: 0017 8A4301F51

3.5.2.1.4. Make sure the port mapping is successful

Run from “Start”, input “CMD” then enter command, telnet the IP address port
number, for example: telnet 119.145.0.162 3004, enter command

B Administrator: CAWindows\system32\cmd, exe === l
Mi oft U [ b

b.1.7600] -
f All rights reserved.

dministrator*telnet 119.145.8.162 3884

If feedback displays like the following, means mapping is successful. If not, please
check the above steps.
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=t Telnet 119.146.0.162

3.5.2.1.5. Connect the 3G IP device and forwarding server

To upload the data to the forwarding server from the 3G IP device, the Remote
Host Address of the 3G IP device should be the forwarding server’s WAN IP
address, the Remote Host Port of the IP device should be the same with the RVS
Service port.

RealCDMA
| LANMAN/3G -

IP Camera

Forwarding server
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Basic Nerwork G Channels Alarm Server
* TP address & port
Commection type: S1abic P address [=]
[P Address. 192.168.1.19 Cateway: 192 168,11
i T T BE— i T
MAC address:
WEE port a5 Data tramsfer port: 3308 [1-65533]
Alarm host address: 0.0.00 Alarm kst port S000
Femate host address: 119.145.0.162 Reenobe hest port 3004 I
Multicast address 235111 1 139 255 93 253]
Multicast post: a500] R
: channes of network oammeters will take efect after saved aod svaiem restaried

3.5.2.1.6. Set forwarding username and password

Open the “RealCDMA” software
“Operation” - User Manage” > Transmit User Manage”, the Username and

Password are set by users
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5 .&HEEI!_-'UMH. - u
File(f) Operation(Q] Help(H)

DOt 30 naiine |

_Slﬁﬁ_ml Tranas:t User Manage |

Tearamit L ser List
3
0 Usemame: 1
Pasawaceds: ™
Confmc|*

(_ads ) (Lot ) (Do )

n

Now, please wait for the 3G IP device to be online in forwarding server.

If displays like the following picture, it means the 3G IP device connects with the
forwarding server successfully, we can visit 3G IP device via the forwarding server.
.
File(F) Operation(Q) Help(H)

Oniing 2t name |S et address [Channel .. | Oriine tims |Parameder...
o DA 19216815230 1 2011-04-2916:0942 24
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3.5.2.2. Visit the 3G IP device via the forwarding Server

3.5.2.2.1. Configure the CMS

Open ImagineWordClient software, “Option” = “Server Management” - “Add
Project” - “Add Group” - “Add server”

[ Server Name] 1P Device name, named by users

[ Server Address] Forwarding server WAN IP address

[Data Port] “Transmit Port” of forwarding server

[ Username] and [Password] is forwarding username and password

1 P

_"ré-'l'l

Add Server

Server Hame: F¥CDMA

Server Addr: 119 145,00 162
Data Fort:
Use DONS:

Username:

Pazsword: .|

.l‘he nane of senserl v] sensarl

-

0K Cancel
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After add 3G IP device successfully, drag “Camera” icon to the channel of right
windows, then you can view the video of IP device

¥ ImagineWorldClient

File(El  Operation(d) Option(s) Skin(k) Help(H)

iy
~ LoopView

NOTE: Since the 3G network is very small, if the network transfer stream bite
rate is too big the video of [P device will be delay. Users can change the
parameters to achieve better effect.

3.5.2.2.2. Visit via web browser of IP device

Input the IP address of the 3G IP device, “Settings”---“Channels”----“Video
Coding”---“Network Transfer Stream”

[ Resolution] QCIF/CIF/2CIF/D1

[ Max Bite Rate] 32—4000

[ Frame Rate] 1-25

[ Stream Type 1 Video Only/Video & Audio

The settings is according to your 3G network, please refer to the settings:
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 Video Coding

Werwork Transfer Siream Server-end stomge stream Miobile watching stresm

Resalution CF Resohution ACIFDT) [x]  Resslusion ooF =]
e Tv nstan Bite Rate Type Constant El Eite Rate Type Constant El

Do, Bite Pace: 30 Blax. Brite Reare 1500 Mlan. Bite Rt 500

[32-4000] [32-2
Qualty Upper Limit- 2 Quality Upper Limit: 2

324
Craality Upper Limit: 2

(ualty Lower Limit: 31 Quality Lower Limit: 31 Craality Loswer Lamse: 31
[2-31 [2-31] [2-31]
Frame Fate 15 Frame Fae el Feame Rate 25
Seream Tps Vidaa only g Seream Tupe vidao & sud=] Stream Typs: Viden & dud =
Koy Framoe Interval: 100 Koy Frasee Interval: 100 Koy Frame [sterval. 100
Compressson H28e  [=] Compression: H284  [»]  Compressiom H2td =]
Mate Jave and rebood 13 & miuat after '.!.J.Ii;‘.

(o)

Now you could visit the 3G IP camera on the web browser.
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