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PROGRESSIVE CONTROLLER 

BACKGROUND OF THE INVENTION 

1. Field of the Invention 
The present invention relates to gaming and in particular to 

a method and system for secure con?guration and operation 
of progressive aWards. 

2. Related Art 
Games of chance have been enjoyed by people for many 

years and have undergone increased and Widespread popular 
ity in recent times. As With most forms of entertainment, some 
players enjoy playing a single favorite game, While others 
prefer playing a Wide variety of games. In response to the 
diverse range of player preferences, gaming establishments 
commonly offer many types of games and potential for 
increased Winnings associated With these games, such as 
enhanced bonuses, progressive aWards, and various prizes. 
As is Well knoWn in the art and as used herein, the terms 

“gaming” and “gaming devices” are used to indicate that 
some form of Wagering is involved, and that players must 
make Wagers of value, Whether actual currency or some 
equivalent value, e. g., token or credit. This is in contrast to the 
playing of non-Wagering games, Which implies the absence of 
a Wager of value, and the possibility of receiving a payout; and 
in Which skill is ordinarily an essential part of the non-Wa 
gering game. 

There are many different bonus incentives that a gaming 
establishment may offer to entice a player to place a Wager at 
the gaming device. An example of such a bonus is a progres 
sive aWard or jackpot that accumulates over time and 
increases based on the number of players participating. In a 
progressive aWard, a cumulative portion of the Wagers placed 
on the associated gaming devices is added to the progressive 
amount. Correspondingly, the more players that participate in 
the progressive aWard the larger and faster the aWard accu 
mulates. 
Gaming establishments frequently participate in a Wide 

selection of progressive based aWard programs. The gaming 
establishments commonly assign a designated group of gam 
ing devices to a progressive aWard type. Further, a gaming 
establishment may be required to account for each gaming 
device associated With the progressive aWard, such as by 
paying a use fee or license fee to a manufacturer or distributor 
for the progressive system. The use fee or license fee can be 
paid on a daily basis for each gaming device (Which could be 
a slot machine, video poker machine, video table game such 
as Tablemax®, or a mobile gaming device) offering the pro 
gressive aWard Which could include a mystery progressive. 

In general, a progressive controller is utiliZed to oversee 
and control operation of the progressive system. The progres 
sive controller often communicates With the gaming 
machines and hence manages the progressive for each 
machine. One draWback of existing systems is that the con 
?guration of a progressive controller may be altered to estab 
lish an improper progressive controller con?guration. In the 
event a progressive controller con?guration is modi?ed, the 
gaming establishment may face signi?cant risk of ?nancial 
injury because the progressive controller con?guration may 
pay an aWard that is excessive or provide aWards too often. 

In the existing progressive controllers, the progressive con 
troller settings are usually accessed by Way of a passWord 
protected logon procedure. While passWord protection is 
someWhat bene?cial, this type of protection is vulnerable in 
several respects. First, a passWord may be shared among 
several users and once the passWord is out of the direct control 
of the passWord oWner, the security of passWord protection is 
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2 
compromised. Second, passWords may be anticipated. For 
example, many people Will use their birthday, pet’ s name or a 
nickname for a passWord. Thus, a person Wishing to guess or 
anticipate the passWord may initiate the process by research 
ing the passWord oWner’s background and then using the 
oWner’s common information, such as a birthday, in an 
attempt to hack the passWord. Third, a passWord may be 
inadvertently ob served by another individual during the login 
process. Finally, the actual entry of the passWord may be 
recorded by an algorithm or other type of data logging device. 

Another draWback With existing progressive controllers is 
that the progressive system manufacturer has little or no con 
trol over the number of gaming devices that may be connected 
to the progressive aWard system. Commonly in the gaming 
industry, a gaming establishment Will agree to pay a fee for 
each gaming device connected to the progressive controller. 
The agreement Will frequently limit and speci?cally desig 
nate the number of gaming devices that may be connected to 
the progressive controller. In this Way, if the gaming estab 
lishment increases the number gaming devices or groups of 
gaming devices, the establishment is pay an additional fee. 
Undesirably hoWever, existing progressive controllers permit 
the gaming establishment to connect additional gaming 
devices to the progressive aWard system Without paying an 
additional fee. 

As a result, there is a need in the art for a progressive 
controller Which overcomes the draWbacks in the prior art. 
The method and apparatus described herein overcomes these 
draWbacks and provides additional bene?ts. 

SUMMARY OF THE INVENTION 

To overcome the draWbacks of the existing systems and 
provide additional bene?ts, a method and system is disclosed 
Which securely con?gure a progressive aWard system, veri?es 
and permits only the licensed number of gaming devices to 
access the system. 

In one embodiment, a system for con?guring and authen 
ticating a progressive game netWork is disclosed Which com 
prising a ?rst security key, a second security key, and a pro 
gressive controller. The progressive controller comprises an 
integrated key interface, Which is con?gured to receive the 
?rst security key or the second security key. The progressive 
controller further comprises memory having machine read 
able code stored thereon. The machine readable code is con 
?gured to authenticate the ?rst security key or the second 
security key When the ?rst security key or the second security 
key is in the key interface. If the authentication is successful, 
then the code permits programming of the progressive con 
troller or operation of a predetermined number of game 
devices associated With the progressive controller based on 
Whether the ?rst security key or the second security key Was 
authenticated 

In one embodiment, the ?rst security key and the second 
security key comprise a processor and memory. Furthermore, 
the ?rst security key may comprise a programming key and 
the second security key may comprise a run key. Additionally, 
the run key may further comprise an expiration parameter 
Which, When expired, prevents operation of the run key, the 
progressive controller, or both. 

In still another embodiment the machine readable code is 
further con?gured to, as part of the authentication, perform a 
calculation on a value sent to the ?rst security key or the 
second security key and compare a value resulting from the 
calculation to a value received from the ?rst security key or 
the second security key. 
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In one embodiment, the invention further comprises a gam 
ing machine interface con?gured to disable one or more 
aspects of the game device if the authentication is unsuccess 
ful. The authentication may compare data stored Within the 
security key With data stored Within the progressive control 
ler. 

Also disclosed herein is a system for con?guring and 
authenticating a progressive game network. The system com 
prises at least one security key con?gured to interface With a 
progressive controller. In one embodiment the progressive 
controller further comprises at least one key interface con?g 
ured to receive at least one security key and at least one 
input/output port con?gured to interface With one or more 
gaming device interfaces associated With one or more gaming 
devices, Also part of this embodiment is an authenticator 
con?gured to interface With the at least one security key. The 
authenticator is used to authenticate at least one security key 
and enable operation of the progressive controller if the 
authentication Was successful. Conversely, if the authentica 
tion is unsuccessful, the authenticator disables operation of 
the progressive controller, gaming device interfaces or both. 
Another embodiment has an authenticator that comprises 
hardWare, softWare or a combination of both. Additionally, in 
one embodiment the at least one security key comprises a 
program key and a run key. In another embodiment the pro 
gressive controller is con?gured to operate a predetermined 
number of game devices only if at least one run key is inter 
facing With the key interface and if the at least one run key 
authenticates. 

Also disclosed herein is a method of con?guring a progres 
sive system. The method includes receiving a security key 
into a key interface, such that the key interface is associated 
With a progressive controller and the security key is con?g 
ured to enable con?guration of the progressive controller. The 
method further comprises interrogating the security key and 
correspondingly if, the interrogation Was successful, then 
displaying at least one progressive controller parameter 
modi?cation options. The method next enables modifying 
one or more progressive controller parameters and storing the 
modi?ed parameters in the progressive controller. Next, this 
method removes the security key from the key interface and 
un-displaying the at least one progressive controller param 
eter modi?cation options. 

In one variation, the step of interrogating comprises ana 
lyZing data received from the security key. The interrogating 
may further comprise generating a ?rst value Within the pro 
gressive controller and sending the ?rst value from the pro 
gressive controller to the security key. The method then pro 
cesses the ?rst value Within the security key to generate 
second value and processes the ?rst value Within the progres 
sive controller to generate a third value. Finally, this method 
compares the second value to the third value. Additionally, in 
one embodiment, the step of interrogating repeats one or 
more times during the displaying and modifying. 

In another embodiment, the method also displays at least 
one progressive controller parameter modi?cation options 
that comprise displaying one or more menu options for soft 
Ware con?guration. Additionally, this method may receive a 
security key that disables operation of the progressive system 
With respect to a predetermined number of game devices 
connected thereto. 

Similarly, disclosed herein is a method of enabling opera 
tion of a progressive system by receiving a security key into a 
key interface such that the key interface is associated With a 
progressive controller and the security key is con?gured to 
enable operation of the progressive controller. The method 
further comprises interrogating the security key and if the 
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4 
interrogation Was successful, then enabling operation of a 
predetermined number of game devices coupled With the 
progressive system. Conversely, if the interrogation Was 
unsuccessful, then the method disables operation of the pro 
gressive system. The method also comprises operating the 
progressive system, and intermittently monitoring for the 
presence of and interrogating the security key While the pro 
gressive system is operating. If the monitoring Was successful 
then enabling operation of the progressive system. If the 
monitoring unsuccessful, then disabling operation of the pro 
gressive system. 

In another embodiment, the interrogating step comprises 
analyZing data received from the security key. Additionally, in 
one embodiment, the interrogating comprises generating a 
?rst value Within the progressive controller and then sending 
the ?rst value from the progressive controller to the security 
key. The process then processes the ?rst value Within the 
security key to generate a second value (Which may be 
encrypted) and processing the ?rst value Within the progres 
sive controller to generate a third value. This embodiment 
then compares the second value to the third value. In another 
embodiment, the step of interrogating repeats one or more 
times during the operation. 

Other systems, methods, features and advantages of the 
invention Will be or Will become apparent to one With skill in 
the art upon examination of the folloWing ?gures and detailed 
description. It is intended that all such additional systems, 
methods, features and advantages be included Within this 
description, be Within the scope of the invention, and be 
protected by the accompanying claims. 

BRIEF DESCRIPTION OF THE DRAWINGS 

The components in the ?gures are not necessarily to scale, 
emphasis instead being placed upon illustrating the principles 
of the invention. In the ?gures, like reference numerals des 
ignate corresponding parts throughout the different vieWs. 

FIG. 1 illustrates a progressive game netWork With a plu 
rality of gaming devices in communication With a progressive 
controller. 

FIG. 2 is a block diagram of an example embodiment of a 
progressive controller. 

FIG. 3 is a block diagram of an example embodiment of a 
security key. 

FIG. 4 is an operational ?oW diagram of one example 
embodiment for programming a progressive system 

FIG. 5 is an operational ?oW diagram of one example 
embodiment for monitoring a progressive system; 

FIGS. 6A & 6B is an operational ?oW diagram of one 
example embodiment for veri?cation of the security key. 

FIG. 7 is an operational ?oW diagram of one example 
embodiment for programming a pair of security keys. 

DETAILED DESCRIPTION OF THE PREFERRED 
EMBODIMENTS 

In the folloWing description, numerous speci?c details are 
set forth in order to provide a more thorough description of 
the present invention. It Will be apparent, hoWever, to one 
skilled in the art, that the present invention may be practiced 
Without these speci?c details. In other instances, Well-knoWn 
features have not been described in detail so as not to obscure 
the invention. 

Referring noW to the draWings, FIG. 1 illustrates a progres 
sive game netWork 100. As seen in FIG. 1, a progressive 
controller 102 connects and controls the progressive game 
netWork 100. The progressive controller 102 monitors the 
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game devices 120 that are connected to the game network 
100. The progressive controller 102 also manages the pro 
gressive aWard by performing various accounting procedures 
(including but not limited to hoW much of each Wager is 
incremented to the progressive and hoW much is placed in a 
reserve account for reseeding a progressive) regarding the 
amount Wagered at each of the game devices 120 associated 
With the game netWork 100. The progressive controller 102 
assigns a predetermined portion of the amounts Wagered at 
each game device 120 to the progressive aWard amount. The 
progressive controller 102 also provides a series of menus 
displayed on a computer 124 for facilitating con?guration of 
the various progressive aWards that may be active on the game 
netWork 100. 

In an alternate embodiment, the progressive controller 102 
is contained Within a central server Which could include a thin 
client form or using doWnloadable games (not shoWn). A 
central server connects to game devices 120 and provides 
communication betWeen the progressive controller 102 and 
associated game devices. Additionally, the central server may 
provide game information to the game devices. The informa 
tion includes game rules, game graphics, game sounds and 
game outcomes. 

The key interface 104, integrated Within the controller 102, 
is con?gured in this example embodiment to accept a single 
security key such as a run key 106 or a programming key 108. 
The security keys are discussed in greater detail beloW. The 
key interface 104 facilitates communication betWeen the 
security keys and the progressive controller 102 by Way of a 
bi-directional communication link. 
A plurality of bi-directional communication channels 112 

are provided for tWo-Way communication betWeen the pro 
gressive controller 102 and a series of game devices 120. 
Communication betWeen the progressive controller 102 and 
game device 120 is facilitated by an interface board 116. In 
this example embodiment the progressive controller 102 has 
eight or more channels 112, and each channel operatively 
connects 32 or more game devices 120 to the progressive 
controller. In one embodiment the progressive controller 102 
handles 256 or more associated game devices 120 (i.e. eight 
channels each connecting 32 game devices for a total of 256). 
It is contemplated that in other embodiments different num 
ber of channels or connections may be provided. 

The progressive controller 102 communicates With a com 
puter 124 by Way of a bi-directional communication link 128. 
In one embodiment the computer 124 may be replaced With 
other computing devices such as a desktop computer or hand 
held device (e.g., a personal data assistant (PDA)). In one 
embodiment the communication link 128 is a secure Ethernet 
type communication link or USB connection, hoWever, other 
types of secure communication links may be used such as, 
serial connections, dial-up or Wireless connections. Alterna 
tively, the connection 128 may occur via a netWork connec 
tion. 

In one embodiment, the game device 120 is con?gured as 
a slot-type gaming device. A slot-type game device typically 
has a plurality of physical reel assemblies With various indicia 
located around the circumference of the reel. The game 
device provides control means for receiving a Wager, activat 
ing and spinning the reels, stopping the reels, determining an 
outcome, and paying an aWard if applicable. During play of 
the slot-type game device, the player attempts to receive a 
predetermined arrangement of the indicia. The indicia are 
then compared against a pay table for determination of any 
possible Winning outcomes. 

In another embodiment, the game device 120 comprises a 
video-type game device. A video-type game device includes 
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6 
a computer generation or representation of the mechanical 
reels of the slot-type game device described above. 
A video-type game device may include video poker such as 

Double Bonus. The video-type game device may comprise a 
series of games that are different from the common slot type 
game. Some examples of these alternate types of games 
Would be various card games (poker, tWenty-one, baccarat, 
etc.), keno, roulette or dice games. In the video type game 
device, there is a computer or microprocessor Which is 
enabled to accept a Wager, display a game, determine a game 
outcome and pay an aWard if applicable. The game device 
also provides a means for currency handling, receiving player 
inputs and a game display for displaying game play. 

In either of the game devices 120 previously discussed 
(e.g., slot-type or video-type), there is an interface board 116 
installed therein. The interface board 116 connects the inter 
nal microprocessor of the game device 120 and the progres 
sive controller 102. Additionally, the interface board 116 
provides controls and processing means for sending and 
receiving communications over the game netWork 100. 

FIG. 2 illustrates a block diagram of an example embodi 
ment of the progressive controller 102. Internal to the pro 
gressive controller housing 200 is a processor 204 for running 
various executable codes that facilitate operation of the pro 
gressive game netWork 100. The executable code is stored 
Within memory 208 and the executable code is accessed by 
the processor 204 through a bi-directional communication 
link betWeen the processor 204 and memory 208. The 
memory 208 may be volatile, non-volatile or a combination of 
both. Examples of memory 208 include random access 
memory, optical disk drive technology, magnetic disk drive 
technology, read only memory, secured digital memory card 
or other types of computing memory noW knoWn or later 
developed. 

In this example embodiment, there are several input/ output 
ports 212 associated With and operatively connected to the 
processor 204. The I/O ports 212 facilitate communication 
betWeen the progressive controller 102 and the game devices 
120. In this example embodiment there is one I/O port 212 for 
each channel associated With the progressive game netWork 
100. 
The progressive controller 102 is further con?gured With a 

key interface 104. The key interface 104 is structured to 
operatively accept a single security key (i.e., either a pro 
gramming key or a run key) and is further structured to facili 
tate bi-directional communication betWeen the processor 204 
and the inserted security key. 

In one embodiment and to provide additional security, the 
key interface 104 is only accessible by unlocking a portion of 
the progressive controller housing 200. Once unlocked, a user 
may insert or replace a security key (i.e., replace a run key 
With a programming key or vise-a-versa). 
A programming key 108 is con?gured With progressive 

system parameters and establishes the progressive controller 
102 con?guration and permits access to the various progres 
sive aWard con?guration menus associated With the progres 
sive controller. The programming key 108 is used to access 
the con?guration menus and may be assigned to a particular 
designated employee of the gaming establishment. In this 
Way, the designated employee is paired With the particular 
programming key 108 and is responsible for the proper use of 
the programming key. A “gaming establishment” is de?ned as 
an operator of game devices and may comprise a casino, 
riverboat, cruise ship, lounge, or other business entity provid 
ing gaming activities. 

In this example embodiment the programming key 108 has 
substantially identical internal con?guration as a run key 106, 
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discussed below, except for a data bit modi?cation that iden 
ti?es the programming key, as such, to the progressive con 
troller 102. The data bit modi?cation may be a ?agged 
memory location, a “dip” sWitch setting, or a particular 
jumper arrangement internal to the programming key struc 
ture. It is contemplated that the programming key data bit 
modi?cation provide adequate security from tampering and 
further provide distinguishing characteristics from the run 
key 106. Correspondingly, once the programming key 108 is 
inserted into the key interface 104, and because of the data bit 
modi?cation, the progressive controller 102 Will automati 
cally recogniZe the key as a programming key 108. 

In operation, the programming key 108 controls access to 
the progressive controller con?guration settings and param 
eters. Upon insertion of the programming key 1 08 into the key 
interface 104, the progressive controller 102 presents a series 
of progressive controller con?guration menus to the user 
Which Would not otherWise be visible or accessible. The key 
interface 104 is con?gured to accept only one security key at 
a time, and thus any security key previously inserted into the 
key interface 104 is required to be removed before another 
key can be inserted. 

In one exemplary method of operation, once the program 
ming key 108 inserted into the key interface 104, any game 
devices 120 connected to the progressive controller 102 Will 
be automatically disabled and not available for game play 
While the programming key remains inserted into the key 
interface. In this Way, When a programming key 108 is 
inserted in to the key interface 104, the progressive game 
netWork 100 is inoperative With respect to accepting Wagers 
and providing game play events. In another embodiment, 
only the progressive aspect is disabled. 
A run key 106 is con?gured With run key parameters that 

are used to enable operation of the progressive netWork and 
authenticate the number of game devices 120 connected to the 
progressive controller 102. In this embodiment the run key 
106 controls the number of game devices 102 that can access 
the progressive controller. In this embodiment the run key is 
inserted into the key interface 104 for the progressive game 
netWork 100 to function. 

The run key 106 has substantially identical internal con 
?guration as a programming key 108, discussed above, 
except for a data bit modi?cation that identi?es the run key, as 
such, to the progressive controller 102. The data bit modi? 
cation may be a ?agged location of memory, a “dip” sWitch 
setting, or a particular jumper arrangement internal to the run 
key structure. It is contemplated that the run key 106 data bit 
modi?cation provide adequate security from tampering and 
further provide distinguishing characteristics from the pro 
gramming key 108. Correspondingly, once the run key 106 is 
operatively inserted into the key interface 104, andbecause of 
the data bit modi?cation, the progressive controller 102 Will 
automatically recogniZe the key as a run key 106. 

In operation, the run key 106 authenticates the number of 
game devices connected to the progressive controller 102. 
Upon insertion of the run key 106 into the key interface 104, 
the progressive controller 102 activates and permits authen 
ticated game devices 120 to participate in the progressive 
aWard. 

The key parameters, Which are stored Within the security 
keys (i.e., run key 106 or programming key 208) comprise, 
but are not limited to: Gaming Establishment Customer Num 
ber, Maximum Number of Game Devices, Maximum Num 
ber of Progressives, Progressive Controller Serial Number, 
Key Serial Number, Key Expiration Parameters or other data 
considered pertinent to the operation of the progressive game 
netWork 100. Alone or in combination the progressive con 
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8 
troller, the key provides security and authentication function 
ality for the progressive system. 

FIG. 3 illustrates a block diagram of an exemplary key used 
in the present invention. The exemplary key of FIG. 3 is either 
a run key 106 or programming key 108. The key comprises a 
key housing 300 Which provides structural support and 
encapsulation of the key’ s electronic components. A bi-direc 
tional communication connector 304 interfaces With the key 
interface 104. The communication connector 304 can be a 

universal serial bus (U SB), ?reWire, serial, parallel or other 
type of connector noW knoWn or later developed that provides 
releasable engagement for an electrical device. 

Internal to the security key is a bi-directional communica 
tion driver 308 such as a RJ-45 driver or any other type driver. 
It is contemplated that the driver 308 facilitates bi-directional 
communication betWeen the key and the progressive control 
ler 102 through the key interface 104. The driver 308 addi 
tionally provides a poWer source conduit to the internal com 
ponents of the key. 
The security key further comprises a poWer conditioner 

312 that supplies poWer to the internal non-volatile memory 
316 and the microprocessor 320. The poWer conditioner 312 
transforms, ?lters or stores electrical poWer for use by the 
memory 316, microprocessor 320 or both. 
The non-volatile memory 316 is accessible by the proces 

sor 320 and stores data, as described above, and con?gured to 
receive executable code for processing functionality. Some 
examples of non-volatile memory 316 are: ?ash memory, 
secured digital memory or other types of memory noW knoWn 
or later developed that provides for reliable and non-volatile 
data storage. 
The microprocessor 320 provides data processing func 

tionality to the security key and is con?gured to access data 
and/or run executable code stored Within memory 316. It is 
contemplated that the microprocessor 320 be selected such 
that the processor is capable of handling the frequent and 
constant polling by the progressive controller. 

FIG. 4 is an operational ?oW diagram illustrating potential 
steps for programming a progressive system. This is but one 
possible method of operation and as such, it is contemplated 
that other methods of operation may occur based on this 
disclosure. At a step 400, a user or other entity gains access to 
the progressive controller. In the preferred embodiment, the 
user Would physically access the controller by opening and 
possibly unlocking the progressive controller security cabinet 
or housing. The progressive controller may have a computer 
display associated thereWith or the user may connect another 
computer device (i.e., a laptop computer) to facilitate com 
munication With the progressive controller. 
Once the user has accessed the progressive controller the 

user next determines if the progressive system is con?gured. 
This occurs at a step 404. There are tWo possible outcomes of 
step 404, the ?rst being that the controller is not con?gured. If 
the controller is not con?gured, then the progressive control 
ler Will require an initial controller setup 408 Which is termed 
herein as “birthing”. The birthing process establishes the 
progressive controller’ s settings and provides a baseline oper 
ating con?guration. 
The second possible outcome of step 404 may be that the 

progressive controller is already con?gured. If the controller 
is con?gured, then the operation advances to a step 416. At 
step 416, the user inserts the programming key into the key 
interface of the progressive controller to thereby gain access 
to the controller’s con?guration menus. Absent the program 
ming key, the user may not access the con?guration menus. 
The key interface preferably has provision for insertion of 

only one security key at a time. Correspondingly, during step 
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416 if there is a key already in the key interface it should be 
removed to provide an open receptacle for the programming 
key. For example, if the progressive game netWork Was run 
ning there Would be a run key installed into the receptacle of 
key interface. The run key Would need to be removed before 
the programming key could be inserted and the progressive 
aWard system programmed or modi?ed. After insertion of the 
programming key, the operation advances to a step 420 
Wherein an event is generated and stored in an event log. The 
event log is a continually running data acquisition system that 
records information pertaining to the status of the progressive 
controller and associated game netWork. Changes to the con 
troller may be recorded in the event log. It is contemplated, 
that the generated event of step 420 records data regarding the 
event, such as but not limited to: date stamp, time stamp, 
listing of modi?cations and personnel identi?cation associ 
ated With the programming key. The generated event data is 
subsequently stored Within the progressive controller and 
preferably Within a secure non-volatile memory device such 
as a secured digital memory card. Recording the events, such 
as changes to the progressive controller con?guration pro 
vides the bene?t of notifying the gaming establishment if 
there is a malfunction or if the game device reports a jackpot 
of an incorrect amount. As a result of recording events per 
taining to the progressive controller con?guration the gaming 
establishment can monitor and determine Who and When any 
con?guration parameters may have changed. The recorded 
event information provides an evidentiary trail With respect to 
Who Was responsible for the incorrect setup of the controller 
that caused the incorrect payout or other malfunction. Addi 
tionally, the recorded information provides gaming regulators 
a Way to see if the gaming establishment has changed the 
parameters to cheat the customers or the tax collectors. 

Next at a step 424, the progressive controller halts commu 
nication With the associated game devices. The communica 
tion over channels to game devices discontinues When the run 
key is either not present or removed from the key interface. In 
this Way, the progressive controller enters into a programming 
mode When the run key is removed and the programming key 
is inserted into the key interface. At a step 428, the progressive 
controller executes a challenge key routine Which veri?es that 
the proper programming key has been inserted into the key 
interface. The challenge key routine is disclosed in greater 
detail beloW With reference to FIGS. 6A & 6B. 

During the execution of the challenge routine 432 there are 
tWo possible outcomes. The ?rst outcome is that the challenge 
routine Was not successful. An unsuccessful challenge rou 
tine generates a fault error, such as a “Call Attendant” fault 
436. When a “Call Attendant” fault 436 occurs, the progres 
sive controller may become inoperative and require attention 
from casino management, security or both. Thus, a fault Will 
bring attention to the situation Where an inappropriate pro 
gramming key has been used in an attempt to modify progres 
sive aWard settings. 
The second possible outcome is that the challenge routine 

Was successful and in this situation there are tWo additional 
possible outcomes. First, in a successful key challenge, the 
positive outcome is redirected to execute the challenge key 
routine again. In this Way, the challenge key routine cycles 
and continually veri?es or authenticates the inserted pro 
gramming key. In one embodiment, the challenge key routine 
may repeat every three to ?ve seconds. HoWever other time 
intervals may be utiliZed. Secondly, in a successful key chal 
lenge, the programming key is authenticated and the pro 
gramming of the progressive controller proceeds to subse 
quent steps such as the display of con?guration menus at a 
step 444. 
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At step 444, as a result of the successful challenge key 

routine the progressive controller displays one or more pro 
gressive aWard con?guration menus. The con?guration 
menus provide a convenient and intuitive interface for select 
ing, modifying and storing various progressive controller 
parameters. The available progressive parameters that can be 
con?gured depend upon the speci?c type of progressive 
aWard offered by the gaming establishment. For example, in 
a standard progressive some of the parameters that may be 
con?gured include: a base aWard amount, a reset amount and 
an increment rate. In a mystery progressive, the con?gurable 
parameters may include a base amount, minimum aWard 
amount, maximum aWard amount and an increment rate. 
These are just tWo examples of progressive aWards and their 
con?gurable parameters. HoWever one of ordinary skill in the 
art understands that there are other progressive aWard param 
eters speci?c to the play rules of the desired progressive 
system. Consequently, the progressive aWard parameters or 
settings can be modi?ed at a step 448. Next, the modi?ed 
progressive controller settings are securely stored Within the 
progressive controller and preferably Within controller 
memory. 
Upon completion of the modi?cation or con?guration pro 

cess, pertinent data is recorded in the event log at a step 456. 
The modi?cation process data may include: a date stamp, 
time stamp, identi?cation data, pre-modi?ed parameters, 
post-modi?ed parameters or other useful data regarding the 
modi?cation process. The event log then subsequently stores 
the data With the progressive controller and preferably Within 
controller memory. 
Once the progressive controller has been adequately pro 

grammed or con?gured the programming key is removed 
from the key interface at a step 460. Subsequently, at a step 
462, a run key is inserted into the key interface to place the 
progressive controller into a “run” mode. The progressive 
game netWork is then restarted at a step 464 and players may 
subsequently begin Wagering at the game devices utiliZing the 
neW or modi?ed progressive controller parameters/ settings. 
As discussed beloW, in at least one embodiment the run key 
must be inserted into the controller interface for the progres 
sive system to operate. 

Turning noW to FIG. 5, Which is an operational ?oW dia 
gram illustrating potential steps for monitoring a progressive 
aWard system. At a step 500, the programming begins With 
accessing the progressive controller. In one embodiment, the 
user Would physically access the controller by opening and 
possibly unlocking the progressive controller security cabinet 
or housing. The progressive controller may have computer 
display associated thereWith or the user may connect another 
computer device to facilitate communication With the pro 
gressive controller. 
The next step 506 is to insert the run key into the key 

interface of the progressive controller. The key interface pref 
erably has provision for insertion of only one security key at 
a time. Correspondingly, during step 506 if there is a key 
already in the key interface it may be removed to provide an 
open receptacle for insertion of the run key. For example, if 
the progressive game netWork Was previously being pro 
grammed there Would be a programming key installed into 
the key interface. The programming key Would need to be 
removed before the run key could be inserted and the pro 
gressive aWard system monitored. After insertion of the run 
key, an event is generated and stored in the event log at a step 
508. The event log is a continually running data acquisition 
system that records information pertaining to the status of the 
progressive controller. It is contemplated, that the generated 
event of step 508 may provide data such as: date stamp, time 
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stamp, listing of modi?cations and personnel identi?cation 
associated With the run key. The generated event data is sub 
sequently stored Within the progressive controller and pref 
erably Within a secure non-volatile memory device such as a 
secured digital memory card. 
At a step 512, the progressive controller opens communi 

cation With the associated game devices. The communication 
over the channels to game devices is initiated When the run 
key is engaged With the key interface. In this Way, the pro 
gressive controller enters into a run mode When the program 
ming key is removed and the run key is inserted into the key 
interface. At a step 516, the progressive controller executes a 
challenge key routine Which veri?es that the proper run key 
has been inserted into the key interface. The challenge key 
routine is disclosed in greater detail beloW With reference to 
FIGS. 6A & 6B. 

During the execution of the challenge routine 520 there are 
tWo possible outcomes. The ?rst possible outcome is that the 
challenge routine Was unsuccessful. An unsuccessful chal 
lenge routine results in a fault error, such as a “Call Atten 
dant” fault 524. When a “Call Attendant” fault 524 occurs, the 
progressive controller may become inoperative and require 
attention from casino management, security or both. Thus, a 
fault error Will bring attention to the situation Where an inap 
propriate run key has been used to actively monitor or run the 
progressive game netWork. 

The second possible outcome from step 520 is that the 
challenge routine Was successful. First, in a successful key 
challenge, the operation returns to step 516 to execute the 
challenge key routine again. In this Way the challenge key 
routine continually cycles and veri?es or authenticates the 
inserted run key. In one embodiment, the challenge key rou 
tine repeats every three to ?ve seconds. HoWever other time 
intervals may be con?gured. 

Secondly, in a successful key challenge, the run key is 
authenticated and the operation Will proceed to subsequent 
steps such as determining the number game devices con 
nected to the game netWork. At a step 536, the progressive 
controller polls or queries each of the game devices associ 
ated With the progressive system. The polling process pro 
vides the progressive controller With the number of game 
devices connected or logged onto the progressive system. At 
a step 540, the operation compares the number of connected 
game devices acquired at a step 536 to the actual number of 
game devices permitted for use by the gaming establishment. 
In one embodiment, the number of permitted game devices is 
stored in electronic data form Within the run key. In this Way, 
the run key provides the comparison value for the correct 
number of game devices that are permitted on the progressive 
game netWork. 

After the comparison of step 540, there are tWo possible 
outcomes from a step 544. The ?rst possible outcome is that 
the comparison Was unsuccessful (i.e. the number of con 
nected game devices exceeds the number of licensed game 
devices) and in this situation the excess game devices are 
excluded from the progressive game netWork. In one embodi 
ment an excluded game device may display a fault error such 
as a “Call Attendant” fault. When a “Call Attendant” fault 
occurs, the game device may become inoperative and require 
attention from casino management, security or both. Addi 
tionally, after excluding excessive game devices, the process 
of step 544 is repeated in a continual cycle. It is contemplated 
that the comparison routine is repeated every three to ?ve 
seconds. HoWever, other time intervals may be implemented. 
Game devices are excluded from the game netWork When 

the progressive controller ceases polling the particular game 
device. For example, the game device internal executable 
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code is con?gured such that the code is expecting a polling 
inquiry from the progressive controller at prede?ned intervals 
of time. When the game device does not receive a polling 
request as expected, the game device enters into a fault mode 
and is no longer available to accept Wagers or permit player 
interaction. 

The second possible outcome from step 544, is that the 
comparison Was successful, Which in turn leads to the opera 
tion of tWo additional steps. Firstly, if the challenge Was 
successful the operation returns to step 540 to execute the 
comparison routine again. In this Way, the comparison routine 
continually cycles and veri?es or authenticates that the num 
ber of connected game devices does not exceed the licensed 
number of permitted game devices. In one embodiment, the 
comparison routine repeats every three to ?ve seconds. HoW 
ever, other time intervals may be adopted. Secondly, in a 
successful challenge routine, the number of connected game 
devices is authenticated and operation of the progressive sys 
tem occurs at a step 556. 

As introduced above, and referring to FIG. 6A, upon inser 
tion of either the run key or programming key, the progressive 
controller initiates a challenge key routine at a step 600. The 
challenge key routine authenticates the security keys and 
assures that the proper matched set of keys are inserted or 
used With the matching progressive controller. The challenge 
key routine proceeds, after initialiZation, by having the pro 
gressive controller generate a random number. This occurs at 
a step 604. At a step 608, the random number is sent to the 
particular security key (e.g., run key or programming key) for 
response. 

In one embodiment, When the security key receives a ran 
domly generated number from the progressive controller the 
key processor executes code stored Within key non-volatile 
memory. It is contemplated that at a step 612, the executable 
code performs a modi?cation of the random number by Way 
of a prede?ned and structured algorithm. For example, the 
random number is modi?ed by multiplying the number by a 
predetermined number. Subsequent to the modi?cation pro 
cess of step 612, the key processor encrypts the modi?ed 
random number at a step 616. The number encryption may be 
performed by various types of encryption. One of ordinary 
skill in the art may implement other forms of encryption noW 
knoWn or later developed. It is further contemplated that the 
key processor returns the modi?ed and encrypted random 
number at a step 620 to the progressive controller. Altema 
tively, this process may be reversed in that the key may 
generate the random number and forWard it to the controller 
for modi?cation. 

At a step 624, a comparison is performed betWeen the 
modi?ed random number returned by the security key and an 
anticipated number Within the progressive controller. The 
anticipated number is generated by the progressive controller 
using executable code stored Within progressive memory that 
performs a modi?cation of the random number by Way of a 
prede?ned and structured algorithm. In this Way, the progres 
sive controller generates a random number that is sent to the 
security key and the progressive controller also generates a 
modi?ed random number for use in the comparison. 

In this example embodiment, there are tWo possible com 
parison outcomes Which may occur at decision step 624. If the 
modi?ed random number returned from the security key does 
not mach the anticipated number generated by the progressive 
controller, then a key fault Would be generated at a step 628. 
A key fault may generate a “Call Attendant” alarm Which may 
be displayed upon the progressive controller, the associated 
game devices or both. When a “Call Attendant” alarm occurs, 
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the progressive game network may become inoperative and 
require attention from casino management and/or casino 
security. 

Alternatively, if at decision step 624 the modi?ed random 
number returned from the security key does match the antici 
pated number generated by the progressive controller then the 
challenge routine proceeds to a step 632 Where the progres 
sive controller subsequently queries for system identi?cation 
information stored With in the non-volatile memory of the 
security key. 

In one embodiment it is contemplated that system identi 
?cation information includes speci?c progressive game net 
Work parameters such as: Gaming Establishment Customer 
Number, Maximum Number of Game Devices, Maximum 
Number of Progressives, Progressive Controller Serial Num 
ber, Key Serial Number, Key Expiration Parameters or other 
data considered pertinent to the operation of the progressive 
game netWork. 
At a step 636, the security key returns system identi?cation 

information stored Within the key’s non-volatile memory. In 
one embodiment the system identi?cation information is 
encrypted by the key processor prior to transmission to the 
progressive controller. Next, at a step 640, a comparison is 
performed betWeen the system identi?cation information 
returned by the security key and anticipated system identi? 
cation information stored Within the progressive controller. 

In one embodiment, there are tWo possible comparison 
outcomes for the system identi?cation information. If the 
system identi?cation information returned by the security key 
does not match the anticipated system identi?cation informa 
tion Within the progressive controller then a system fault 
Wouldbe generated at a step 642. A system fault may generate 
a “Call Attendant” alarm Which may be displayed upon the 
progressive controller, the associated game devices or both. 
When a “Call Attendant” alarm occurs, the progressive sys 
tem may become inoperative and require attention from 
casino management and/or casino security. 

Alternatively, if the system identi?cation information 
returned by the security key does match the anticipated sys 
tem identi?cation information then the progressive controller 
continues the challenge routine, as shoWn in FIG. 6B, by 
proceeding to query the security key for key expiration 
parameters at a step 644. A key expiration parameter may be 
a speci?c date, number of days-in-use, number of Wagers 
played, an access counter or other parameters upon Which the 
functionality of the security key is scheduled to discontinue. 
In one con?guration the expiration parameter is referred to as 
a gas tank. In one embodiment, the access counter may be 
included With the initial con?guration of the security key. 
Then as the progressive controllerpolls or queries the security 
key, the access counter is incremented each time a polling or 
query is performed. In this Way, the security key has a ?nite 
pre-determined lifespan and When the access counter reaches 
a prede?ned value, the security key becomes inoperable. It is 
contemplated that the access counter is incremented by either 
adding or subtracting polling/query events from the initial 
value of the access counter. 

Next, the key processor returns the expiration parameter to 
the progressive controller. In one embodiment, the key pro 
ces sor encrypts the expiration parameter prior to returning the 
expiration parameter to the progressive controller. The 
parameter encryption may be performed by various types of 
encryption, hoWever one of ordinary skill in the art may 
implement other forms of encryption noW knoWn or later 
developed. 
At a decision step 652, the operation examines Whether the 

key is expired. Based on the outcome of step 652, the opera 
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tion advances. At a step 654 the system generates a key fault 
and displays a “Call Attendant” alarm. In this case, the chal 
lenge key routine Would be considered unsuccessful. The key 
may expire due to the expiration parameter exceeding a pre 
determined threshold such as a ?xed date, number of key 
access events (i.e., polling or queries), or other parameters 
that provide a means for controlling the operable lifespan of 
the security key. Alternatively, if at step 652 the operation 
determines that the key has not expired then the operation 
advances to a step 656 and the key challenge routine is con 
sidered successful. 

In another embodiment, the progressive controller polls the 
security key. The progressive controller generates a random 
number that is the same siZe as the required data structure. 
This random number is scrambled by a pre-determined algo 
rithm, Which is the same algorithm also used by the security 
key. As de?ned herein, the term “scrambled” refers to various 
types of data manipulation such as encrypting and/or code 
hashing by Which these techniques are Well knoW to one of 
ordinary skill in the art. The scrambled random number is 
then sent to the security key. The security key receives the 
scrambled random number from the progressive controller. 
Next, the security key unscrambles the random number to 
obtain the original random number generated by the progres 
sive controller. The security key uses this original random 
number to scramble the data programmed in the security key. 
The security key scrambles the data in a pre-determined fash 
ion using the original random number and the scrambled data 
is sent back to the progressive controller. Upon receipt of the 
scrambled data, the progressive controller unscrambles the 
data using the original random number to unscramble the data 
using the same pre-de?ned algorithm used in the security key. 
Additionally, included Within the scrambled data is a cyclic 
redundancy check (CRC) calculation that is used to deter 
mine the validity of the data. This CRC is calculated on the 
received data after the descrambling of data and is compared 
to the transmitted CRC. If both of these CRC values are 
identical then the security key data is determined valid. 
As one of ordinary skill in the art Will appreciate, a cyclic 

redundancy check (CRC) is a type of hash function used to 
produce a checksumia small, ?xed number of bitsiagainst 
a block of data, such as a packet of netWork traf?c or a block 
of a electronic data. The CRC checksum is used to detect 
errors after transmission and/or storage of data. A CRC is 
typically computed and appended before transmission or 
storage, and usually veri?ed afterwards by the recipient of the 
data to con?rm that no changes to the data occurred during 
transit. 

Reference is noW made to FIG. 7, Which is an operational 
?oW diagram that illustrates potential steps for programming 
a pair of security keys. It is contemplated, that a gaming 
establishment may Want to implement various changes or 
modi?cations to an existing progressive system. Any type 
modi?cation is possible, such as decreasing or increasing the 
number of game devices connected to the game netWork, 
altering the number progressive aWards offered, or altering 
the type of progressive aWards offered. Correspondingly, 
When the gaming establishment implements such modi?ca 
tions there are likely be changes to the fee oWed by the gaming 
establishment to the progressive system manufacturer. The 
modi?cations may require recon?guration or reprogramming 
of the security keys to ensure that the progressive game net 
Work functions properly Within the terms and conditions of an 
agreement. For example the key and controller parameter 
Which limits the number of machines that connect to the 
controller must match the neW con?guration. 
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At a step 700, the gaming establishment or casino commu 
nicates progressive system modi?cations to the progressive 
system manufacturer. The communication occurs in any man 
ner including telephone, Written letter, email, facsimile or 
other communication techniques noW knoWn or later devel 
oped. Once the modi?cations are communicated to the sys 
tem manufacturer, the modi?cations and neW security key 
con?gurations are entered and stored on a computer, this 
occurs at a step 704. The computer preferably has a compre 
hensive database for storing electronic con?guration data. 

At a step 708, the progressive system manufacture obtains 
a set of blank or unprogrammed security keys (i.e. a run key 
and a programming key). The security keys are connected to 
a secure computer running key programming softWare (ex 
ecutable code) at a step 712. The softWare has an interface for 
receiving input from a user, in Which the input includes the 
progressive system modi?cations or neW system parameters. 
The neW parameters are entered into the programming soft 
Ware at a step 716. 

Next, at a step 720, the neW progressive system parameters 
are uploaded by the programming softWare into the blank 
programming key’s non-volatile memory. LikeWise, at a step 
724 the programming softWare uploads the neW parameters 
into the run key’s non-volatile memory. 
Upon successful uploading of the neW progressive system 

parameters into both the run key and programming key, the 
neWly con?gured security keys are delivered to the gaming 
establishment or casino at a step 728. Next, at a step 732, the 
progressive system manufacture receives the previously pro 
grammed security keys from the gaming establishment. It is 
contemplated, that the previously programmed security keys 
must be returned to the system manufacturer to prevent hav 
ing multiple sets of operable security keys from being in the 
gaming establishment’s possession, unless there is an 
enforceable agreement in effect for each set of operable secu 
rity keys. 

In one embodiment, the neWly con?gured/programmed 
security keys are delivered to the gaming establishment prior 
to return of the previously programmed security keys. In this 
Way, the progressive system Will continue to operate during 
the change in keys. This avoids the situation in Which the 
gaming establishment is required to ?rst return the previous 
programmed security keys (i.e., causing the progressive sys 
tem to be inoperative) and Wait to receive a neWly pro 
grammed set of security keys. Conversely, in another embodi 
ment, the gaming establishment returns the previously 
programmed keys prior to receipt of the neWly programmed 
keys. 
As Will noW be apparent, progressive systems con?gured 

according to the teachings of the invention provide a number 
of advantages over knoWn systems Which do not have secure 
con?guration and authentication as described herein. 
Numerous bene?ts are realiZed by the method and appara 

tus described herein. Incorporating the use of multiple secu 
rity keys increases the security and accountability of the 
progressive system and decreases the potential for inaccurate 
or fraudulent controller con?guration. The traditional Way in 
Which progressive systems Were con?gured did not 
adequately prevent fraud or tampering. In the past, a progres 
sive system may be compromised if for example unautho 
riZed access to the progressive controller occurs, then the 
progressive controller con?guration may be changed to inac 
curate settings. By enabling access to the progressive system 
con?guration settings only With actual possession of a tan 
gible security key, the progressive system is more secure and 
there is a record of accountability because the tangible secu 
rity key is assigned to a particular individual. Consequently, a 
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gaming establishment enjoys increased security and account 
ability for their progressive system. 

Secondly, by providing a dedicated security key such as the 
run key, a progressive system manufacture can adequately 
monitor and control the number of game devices connected to 
the progressive system. Existing progressive systems permit 
gaming establishments to connect excessive additional game 
devices to the progressive controller. In one or more con?gu 
rations described herein, the controller continually monitors 
the number of game devices connected to the controller and 
compares this number to a predetermined maximum number 
of game devices. In the event the number of connected game 
devices exceeds the predetermined number, the excess game 
devices are automatically disabled. In this Way, the progres 
sive system manufacturer has increased control over the num 
ber of game devices that are connected to the game netWork. 

Thirdly, the present invention provides the progressive sys 
tem manufacturer With an enhanced ability to enforce and 
control the use of the progressive system. Through the use of 
various expiration parameters, the progressive system manu 
facturer has control over the duration of time that the progres 
sive system is operable. Thus, the expiration parameters can 
be con?gured to coincide With the expiration of a license 
agreement. In this Way, a gaming establishment is required to 
interact With the progressive system manufacture upon expi 
ration of the license. This provides for increased accountabil 
ity and maintains compliance With the terms of the agree 
ments. 

While various embodiments of the invention have been 
described, it Will be apparent to those of ordinary skill in the 
art that many more embodiments and implementations are 
possible that are Within the scope of this invention. In addi 
tion, the various features, elements, and embodiments 
described herein may be claimed or combined alone in any 
combination or arrangement. 
What is claimed is: 
1. A system for con?guring and authenticating a progres 

sive game netWork, the system comprising: 
a plurality of gaming devices providing game play on the 

progressive game netWork; 
a ?rst security key con?gured With progressive game net 
Work programming parameters; 

a second security key con?gured With progressive game 
netWork operation parameters; 

a progressive controller comprising: 
a key interface integrated With the progressive control 

ler, Wherein the key interface is con?gured to receive 
only one of the ?rst security key and the second secu 
rity key; 

memory having machine readable code stored thereon, 
the machine readable code con?gured to: 
authenticate the ?rst security key or the second secu 

rity key When the ?rst security key or the second 
security key is in the key interface; and 

in response to a successful authentication of the ?rst 
security key, disable said game play on the progres 
sive game netWork and permit programming of the 
progressive controller With the progressive game 
netWork programming parameters associated With 
the ?rst security key; and 

in response to a successful authentication of the sec 
ond security key, permit operation of the progres 
sive game netWork based on the progressive game 
netWork operation parameters associated With the 
second security key. 

2. The system of claim 1, Wherein the ?rst security key and 
the second security key comprise a processor and a memory. 
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3. The system of claim 1, wherein the ?rst security key 
comprises a programming key and the second security key 
comprises a run key. 

4. The system of claim 3, Wherein the run key further 
comprises an expiration parameter Which, When expired, pre 
vents operation of the run key, the progressive controller, or 
both. 

5. The system of claim 1, Wherein the machine readable 
code is further con?gured to, as part of the authentication, 
perform a calculation on a value sent to the ?rst security key 
or the second security key and compare a value resulting from 
the calculation to a value received from the ?rst security key 
or the second security key. 

6. The system of claim 1, further comprising a gaming 
machine interface con?gured to disable one or more aspects 
of the plurality of gaming devices if the authentication is 
unsuccessful. 

7. The system of claim 1, Wherein the authentication com 
prises comparing data stored Within the ?rst or second secu 
rity key With data stored Within the progressive controller. 

8. A system for con?guring and authenticating a progres 
sive game netWork, the system comprising: 

at least one security key con?gured With one of progressive 
game netWork programming parameters and progres 
sive game netWork operation parameters, Wherein the at 
least one security key is con?gured to interface With a 
progressive controller; 

a progressive controller that manages a progressive aWard 
for a plurality of gaming devices, the progressive con 
troller comprising: 
at least one key interface con?gured to receive the at 

least one security key; 
at least one input/output port con?gured to interface 

With one or more gaming device interfaces associated 
With the plurality of gaming devices, each of the plu 
rality of gaming devices receiving Wagers from play 
ers, a portion of the Wagers added to the progressive 
aWard; 

an authenticator con?gured to interface With the at least 
one key interface to authenticate the at least one secu 
rity key, disable operation of the gaming device inter 
faces and permit programming of the progressive con 
troller With the progressive game netWork 
programming parameters or enable operation of the 
progressive controller and the gaming device inter 
faces With the progressive game netWork operation 
parameters in response to a successful authentication, 
or disable operation of at least one of the progressive 
controller and the gaming device interfaces in 
response to an unsuccessful authentication. 

9. The system of claim 8, Wherein the authenticator com 
prises hardWare. 

10. The system of claim 8, Wherein the authenticator com 
prises softWare. 

11. The system of claim 8, Wherein the authenticator com 
prises a combination of hardWare and softWare. 

12. The system of claim 8, Wherein the at least one security 
key comprises a program key and a run key. 

13. The system of claim 12, Wherein the progressive con 
troller is con?gured to operate a predetermined number of 
game devices only if the run key is interfacing With the at least 
one key interface and if the run key is successfully authenti 
cated by the authenticator. 

14. A method of con?guring a progressive system, the 
method comprising: 

coupling a progressive controller to a plurality of gaming 
devices, Wherein the progressive controller includes a 
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key interface, a memory, and a processor coupled to the 
key interface and to the memory, Wherein the progres 
sive controller is con?gured to manage a progressive 
aWard for the plurality of gaming devices; 

receiving a security key into the key interface, Wherein the 
security key is con?gured With one of progressive game 
netWork programming parameters and progressive 
game netWork operation parameters, Wherein the secu 
rity key is con?gured to enable con?guration of the 
progressive controller; 

interrogating the security key using the processor; 
in response to a successful interrogation, disabling opera 

tion of the plurality of gaming devices and permitting 
modi?cation of at least one progressive controller 
parameter via the progressive game netWork program 
ming parameters or enabling operation of the plurality of 
gaming devices according to the progressive game net 
Work operation parameters; 

displaying the at least one progressive parameter modi? 
cation; 

storing the modi?ed at least one progressive controller 
parameter in the memory; 

removing the security key from the key interface; and 
un-displaying the at least one progressive controller 

parameter modi?cation. 
15. The method of claim 14, Wherein interrogating the 

security key comprises analyZing data received from the 
security key. 

16. The method of claim 14, Wherein interrogating the 
security key comprises: 

generating a ?rst value Within the progressive controller; 
sending the ?rst value from the progressive controller to the 

security key; 
processing the ?rst value Within the security key to gener 

ate second value; 
processing the ?rst value Within the progressive controller 

to generate a third value; and 
comparing the second value to the third value. 
17. The method of claim 14, Wherein displaying at least one 

progressive controller parameter modi?cation comprises dis 
playing one or more menu options for softWare con?guration. 

18. The method of claim 14, Wherein interrogating the 
security key comprises repeating one or more times during 
the displaying and modifying. 

19. A method of enabling operation of a progressive sys 
tem, the method comprising: 

coupling a progressive controller to a plurality of gaming 
devices, Wherein the progressive controller includes a 
key interface, a memory, and a processor coupled to the 
key interface and to the memory, Wherein the progres 
sive controller is con?gured to manage a progressive 
aWard for the plurality of gaming devices; 

receiving a security key into the key interface and disabling 
operation of the progressive system With respect to a 
predetermined number of the plurality of gaming 
devices connected thereto, Wherein the security key is 
con?gured With one of progressive game netWork pro 
gramming parameters and progressive game netWork 
operation parameters, and Wherein the security key is 
con?gured to enable operation of the progressive con 
troller; 

interrogating the security key; 
permitting programming of the progressive controller With 

one of the progressive game netWork programming 
parameters and the progressive game netWork operation 
parameters in response to a successful interrogation; 

operating the progressive system; 
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intermittently monitoring for the presence of and interro 
gating the security key While the progressive system is 
operating; 

in response to interrogating the security key While the 
progressive system is operating, enabling operation of 5 
the progressive system When the security key includes 
the progressive game netWork operation parameters; and 

in response to interrogating the security key, disabling 
operation of the progressive system When the security 
key includes the progressive game netWork program 
ming parameters. 

20. The method of claim 19, Wherein interrogating the 
security key comprises analyZing data received from the 
security key. 

21. The method of claim 19, Wherein interrogating the 15 
security key comprises: 

20 
generating a ?rst value Within the progressive controller; 
sending the ?rst value for the progressive controller to the 

security key; 
processing the ?rst value Within the security key to gener 

ate second value; 
processing the ?rst value Within the progressive controller 

to generate a third value; and 
comparing the second value to the third value. 
22. The method of claim 21, Wherein processing the ?rst 

10 value Within the security key comprises generating an 
encrypted second value. 

23. The method of claim 19, Wherein interrogating the 
security key comprises repeating the interrogation one or 
more times during the operation of the progressive system. 

* * * * * 


