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1 Introduction

Welcome to the Industrial Innovation Network Management System User Manual.
Following topics are covered in this section:

1.1 Overview

1.2 Major Features

1.3 Supported Devices
1.4 Support MIBs

1.5 Ordering Information

1.1 Overview

JetView Pro is an Industrial Innovation Network Management System (i2-NMS).
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JetView Pro is specifically designed for mission critical industrial environments. The
JetView Pro provides a comprehensive platform for monitoring, configuring, and
maintaining mission-critical IP-based communication networks, such as IP surveillance,
factory automation, mining, substation, maritime and military applications.



1.2 Major Features

Korenix i2-NMS has the following features:

Manage IP-based devices from both central office and remote sites
Automated network discovery and topology visualization

Event handling via polling, syslog, email, and SNMP trap. Notifications can be sent
via email, application programs, SNMP trap, SMS, and MSN Messenger

Device configurations via SNMP, Web, Telnet, and SSH
Provide SNMPv1/v2c/v3 Browser and SNMP MIB compiler
MSR group management

Provide performance management

Provide accounting management

Centralized management to reduce network traffic.

1.3 Supported Devices

Supported Devices by functions:

Auto Topology (LLDP), device management, and device discovery features

Auto Toplogy, device management, and device discovery features can be applied in
the IP-enabled devices which support LLDP and SNMP features. For instances,
JetNet series, JetPoE series, JetRock series and 3" party devices that support LLDP
and SNMP features.

® JetNet series: JetNet6524G, JetNet6059G, JetNet5628G, JetNet5828G,
JetNet5228G, JetNet5428G, JetNet5018G, JetNet5012G, JetNet4518,
JetNet5010G, JetNet4510(f), JetNet4006(f)

® JetPoE series: JetNet6710G, JetNet5710G, JetNet6810G, JetNet5728G-24P,
JetNet5728G-16P, JetNet5720G-8P, JetNet5708G, JetNet4706(f)

®  JetRock series: JetNet4506-M12, JetNet4506-RJ
Device management and device discovery features

Device management and device discovery features can be applied in the IP-enabled
devices which support SNMP feature. For instances, JetNet series and 3" party
devices that support SNMP.

®  JetNet series: JetNet4508(f)
() JetBox series, JetPort series, JetlO series and JetWave series
Device discovery feature

Device discovery feature can be widely applied in all the IP-enabled devices. For
example, JetNet series and 3" party devices that support WEB or telnet features and
general windows PCs.

®  JetNet series: JetNet4010(f)
®  JetPoOE series: JetNet3706(f)



1.4 Support MIBs
JetView Pro supports the following standard MIBs in addition to the Korenix private MIBs.
RFC1213-MIB-Il.mib
RFC1215-MIB-I1Il.mib
RFC1398-ETHER.mib
RFC1493-BRIDGE.mib
RFC1724-RIP.mib
RFC1757-RMON.mib
RFC1850-OSPF.mib
RFC3621-PSE.mib

1.5 Ordering Information

A trial version that supports monitoring of 16 IP-enabled devices is available for authorized
distributors.

Request licenses as follows:

32 — manage 32 devices
64 — manage 64 devices
128 — manage 128 devices
256 — manage 256 devices

1024 — manage 1024 devices

Unlimited — unlimited devices

For more detailed information, please contact your local sales representative.



2 Installation

This section includes software installation. Following topics are covered in this section:
2.1 System Requirements
2.2 Installation

2.3 Uninstallation

2.1 System Requirements

e Hardware:
< Processor
Minimum Intel Core 2 Duo CPU 2.5 GHz or higher

< RAM
1GB RAM
< Disk
1GB hard disk
e Software

<~ Operation system
Windows XP/2000/2003 platforms
Windows Vista/7 platforms
e Windows Vista/7 notice
<~ Execution JetView Pro using the system administrator
<> Turn on telnet and tftp system commands

Turn on Telnet client:

Uninstalls Telnet
This is a limitation of 05 (Windows Vista/7/8, Windows Server 2008/2008 R2), telnet client can't be executed correctly

Flease refer to the following steps :
Turn on Telnet client :
method 1 : Start -= Control Panel -= Programs -= Turn Windows features on or off -= Select Telnet Client = Click OK
method 2 : Start -= Control Panel -= Programs and Features -= Turn windows features on or off -= Select Telnet client = Click OK
method 3 : Start -= Control Panel -= Uninstall or change a program -= Turn windows features on or off -= Select Telnet client -= Click Ok

For 64-bit Windows, the other steps may be required
Copy %WinDir%s\System32itelnet exe to %WinDirdsisysWowb4

method 1 : Start -> Control Panel -> Programs -> Turn Windows features on
or off -> Select Telnet Client -> Click OK

method 2 : Start -> Control Panel -> Programs and Features -> Turn
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windows features on or off -> Select Telnet client -> Click OK

method 3 : Start -> Control Panel -> Uninstall or change a program -> Turn
windows features on or off -> Select Telnet client -> Click OK

For 64-bit Windows, the other steps may be required:
Copy %WinDir%\\System32\\telnet.exe to %WinDir%\\sysWow64\\
Turn on TFTP client:

TFTP Information X

Uninstalls TFTP
This is a limitation of OS (Windows Vista/7/8, Windows Server 2008/2008 R2), tftp client can't be executed correctly

Flease refer to the following steps
Turn on TFTP client :
method 1 : Start-= Control Panel —= Programs -= Turn Windows features on or off -= Select TFTP Client -= Click OK
method 2 : Start -= Control Panel -= Programs and Features -= Turn windows features on or off -= Select TFTP client -= Click OK
method 3 Start-= Control Panel —= Uninstall or change a program -= Turn windows features on or off -= Select TFTP client == Click OK

For 64-bit Windows, the other steps may be required
Copy %WinDir%e\System 32\ TFTP.exe to %WinDirSe\sysWowt4\
C ok |
=

method 1 : Start -> Control Panel -> Programs -> Turn Windows features on
or off -> Select TFTP Client -> Click OK

method 2 : Start -> Control Panel -> Programs and Features -> Turn
windows features on or off -> Select TFTP client -> Click OK

method 3 : Start -> Control Panel -> Uninstall or change a program -> Turn
windows features on or off -> Select TFTP client -> Click OK

For 64-bit Windows, the other steps may be required:
Copy %WinDir%\System32\TFTP.exe to %WinDir%\\sysWow64\\
< Windows Firewall

The Windows Firewall may affect the function of backing up JetNet device’s
configuration. Therefore, it is suggested to turn off Windows Firewall or enable
tftp port on Windows Firewall.

<> Antivirus Software

Some of the antivirus software may affect the JetView function, it is suggested
to turn off the Antivirus Software, if possible.

Screen Resolution

It is optimized for a screen resolution of 1024x768




2.2 Installation

1. Run setup.exe

InztallShield Wizard

Preparing to Install...

Korenix JetWiew Pro Setup is preparing the InstallShield
wizard, which will quide vou through the program setup
process, Please waik,

Preparing ko Install,..

[----------- ]

Cancel

2. Press Next to the next screen.

Eorenix Jet¥iew Pro - InstallShield Wizard

Welcome to the InstallShield Wizard for Korenix
Jet¥iew Pro

The InstallShield Wizard will ingtall Earenis Jeffiew Pro on
wour computer. Tao continue, chok Mest.

< Back E_ﬂe:-:w J[ Cancel




3. Please read the license agreement and select “| accept the terms of the license agreement.

Press Next to next screen.

Eorenix Jet¥iew Fro - InstallShield Wizard

License Agreement

Fleaze read the following license agreement carefully,

Thiz Licenze Aareement ["AGREEMEMNT"] iz a legal agreement bebween you
["LICEMSEE"]. either an individual or a legal entity including any legal succeszsors, and
Faorenix Corparation [MFaorenix''] far the saftware in this package and azsociated media [the
"LICENSED SOFTW/ARE"™). =

| >

By uging, copying ar digtributing all or any portion of the Korenix software, you accept all
the terms and conditions of thiz agreement. Upon acceptance, the agreement is
enforceable againzt you and any entity that obtained the software and on whoze behalf it
iz uzed. If you do not agree, do not uze the zoftware.

1. Restrictions

(%) accept the terms of the license agreement

()| do not accept the temnz of the license agreement

< Back " Mest » ][ Cancel

4. Input User Name and Company Name and press Next to next screen.

Eorenix Jet¥iew Fro - InstallShield Wizard

Customer Information
Pleaze enter paur infarmatian.

Uszer Mame:

|JDhn |

Company Mame:

| k. orenis

|nztall this application for:

(%) Arwone who uses this computer [all users]

) Only for me [admin)

¢ Back " Hest > ][ Cancel




5. Select the type of setup and press Next to next screen.
Note: Minimal installation (JetView Pro program) cannot run standalone
without complete installation (JetView Pro Service and JetView Pro
program).

Eorenix Jet¥iew Fro - InstallShield Wizard

Setup Type

Select the setup tupe that best suitz your needs.

Click. the type of setup vau prefer.

Complete [nstallation Description
Custarn [netallation Inztall Jefiew Pro Service and
kirirnal [natallation Jefyfiew Pro program.

< Back ][ Mest » ][ Cancel




Eorenix Jet¥iew Fro - InstallShield Wizard

Setup Status

K.orenix Jetfiew Pro iz canfiguning pour new safbware installation.

C:%Program FilezhKorenixJetiew ProhbinhB estart) etiewPro exe

6. Press Finish to end installation.

Eorenix Jet¥iew Fro - InstallShield Wizard

InztallShield Wizard Complete

computer,

Setup haz finizhed installing Korenix Jetiew Pro on wour

Cancel




On the desktop or in Start / Programs / Korenix / Korenix JetView Pro /,, there are two
program shortcuts (as figure).

Jef¥iew Pro
(ocalhost) — This shortcut is for local host connection.

ktiew Fro - This shortcut will be asked to connect to remote server.
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2.3 Uninstallation

Remember to quit the JetView Pro program before you get starting the uninstallation

Follow below steps to uninstall
1. To uninstall JetView Pro, select Start / Control Panel / Add or Remove Program.

2. Select the program “Korenix JetView Pro”.

3. Click on Remove and follow the instructions of the uninstallation routine.

Or directly run this shortcut

Start / All Programs / Korenix / Korenix JetView Pro / Uninstall Korenix JetView Pro

11



3 Getting Started

Following topics are covered in this section:

3.1 JetView Pro Applications

3.2 Run JetView Pro server and remote access clients

3.1 JetView Pro Applications

JetView Pro is a client/server based network system. On? JetView Pro server can serve
many remote access JetView Pro clients (maximum is 5)~ (see figure below).

Central Office ‘ T e ¢ ! ﬁ‘h@}

JetView
Server

Pro Client

P rr
/f Router
. WAN .

Remote Site A Remote Site B

Switch

&5 Switch\
JetView Pro : ., -ﬂ/ \ ﬁ/
H \ By p
. Switch e
Client . , b .

<%, Switch % etView Pro

Client

 Only one remote client connection per computer is possible. The server will refuse the new connection if already one

session exists.
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Due to the accounting management, only one client can enter the Edit mode at the same
time and other clients are in the Monitor mode. The default password to enter the two
modes is “korenix”. The Monitor mode can only allow viewers to browse the topology.
The Edit mode can use all functions.

3.2 Run JetView Pro server and remote access clients

“Korenix JetView Pro Service” starts automatically when Windows XP starts. You can get
the status of the service in Windows XP under Start / Control Panel / Administration /
Services. This service has a connection to a database containing all the relevant data for
the settings of JetView Pro. Note that when the service is stopped, the relevant monitored
data cannot be recorded into the database.

*% Services (Local)

Korenix Jet¥iew Pro Service

Marne Descripkion Status Skartup Tvpe Log On As
. [ EE] Local System

Start the service %Logical Disk Manager Detects am...  Starked Aukomatic Local System

renix JetView Pro Service

For Windows XP, it starts automatically “Korenix JetView Pro Service” after installation.
You can change Startup type of this service to Manual if you don’t want the service to run
after your pc boot up.

3.2.1 Start JetView Pro server on Server site

1. Start/Programs /Korenix / Korenix JetView Pro / Launch

JetViewPro(localhost)

2. Display JetView Pro main window

13



File Meanagement Confizuration Help

7 EditMode | @ WebBrowssr ) SNMP Browser | 00 Sean Network

o Pastdcan | @Preferemes Zoom, E

Mapl Topology | Al Devices |
f . 3
korer“x Your Industrial Computing & Networking Partner
vl
[ — 2]
Event Management " SNME Trap Receiver | Al Events [VJ G Filter || Ack Al
jin} | Lek ‘ Tupe | Cate gory | Receive Time Source Component Message
2 [} - Application Info 3009-09-02 14:21:25  Jet¥iew Pro Service Remote Access Authentication is success in Monitor mode. From:1270.0.1/5764
1 (] ~ Application Info 2009-09-02 14:17:12  TetView Pro Service JetWiew Pro Started
< 2
3.2.2 Start JetView Pro client (connect to server)

1. Start/Programs / Korenix / Korenix JetView Pro / Launch JetViewPro
2.  Enter server address to connect. (ex. Server IP: 192.168.10.100)
]
P Please enter server address
< [t5z.168.10.100 |
| ok || Comel |
3.  Enter password into monitor mode and press Ok.?

Jet¥iew Pro Remote Access

Pagzword for Monitor Client

koTenix |

| Ok || Concel |

2 Note that the default password for Monitor Mode access is “korenix”.
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4. Display JetView Pro main window

File Meanagement Confizuration Help

o Editbode | @ Web Browssr ) SNMP Browser | o) Scen Network - FastSoan | (00 Preferences Zoom E

Mapl Topology || A1l Devices

e
korenlx Your Industrial Computing & Networking Partner

vl

[ — I>]
Event Management " SNME Trap Receiver | Al Events H | \? Filter ‘ | | Ack. Al |
jin} | Lek ‘ Tupe | Cate gory | Receive Time | Source Component Message
2 ] 0 Application Info 2009-09-02 14:21:25  Jet¥iew Pro Service Remote Access Anuthentication is success in Monitor mode. From:127.0.0.1/5764
1 (] 0 Application Info 2009-09-02 14:17:12  JetTiew Pro Service JetWiew Pro Started
e I F
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4 Interface of JetView Pro

Following topics are covered in this section:
4.1 Main Window of JetView Pro

4.2 Menu Function

4.3 Toolbar Function

4.4 Map Tree

4.5 Topology Tab

4.6 All Devices Tab

4.7 Event Management Tab

4.8 SNMP Trap Receiver Tab

4.1 Main Window of JetView Pro

4.1.1 Main Window
When you start JetView Pro, the main window appears on the screen. It consists of the
following parts:
B Menu Function

Toolbar Function

Map Tree

Topology Tab

All Devices Tab

Event Management Tab

[
[
[
[
[
B SNMP Trap Receiver Tab



File Mansgement Configuration Help

fEditMnda | @ WebBrowser | SNMP Browser | L[g:élSr:anl\letw'nrk o FastBean | @me&mmas Zaom a

Mapl Topology | AL Devices

.
korenlx Your Industrial Computing & Networking Partner

[ B B

Event Management | SNMP Trap Receiver ‘ AL Events LVJ GF Fler ||| Ack AL

jin} ‘ Ack | Tupe | Category | Receive Time | Sowrce Component Mesmge

4 (] ) Application Info 2008-09-02 14:54:18  JetView Pro Bervice Remote Access Anthentication iz success in Monitor mode. From:127.0.0.1/5742

3 (] 0 Application Info 2008-09-02 14:38:53  JetView Pro Service Remote Access The client leave Monitor mode. From:127.0.0.1/5764

2 O ) Application Info 2008-09-02 142125 JetVizw Pro Service Remote Access Authentication is success in Monitor mode. From: 127 0.0.1/5764

1 (] 0 Application Info 2000-00-02 14:17:12  JetView Pro Service TetfFiew Pro Started
O ]

4.1.2 Enter the Edit Mode

The Monitor mode is only able to “view” the topology when starting JetView Pro into main

window.

To change the settings, need to enter Edit mode.

1. Click on Edit Mode on the toolbar, it displays Password dialog.

17



File Management Confizuration Help
©,, Find |f EditMurle|| @ Web Browser () SNMP Browser | 53 Sean Network - FastScan | {0} Preferences Zoom| 50[ Z ]
bapl Topology | Al Devices
f R 3
ko renlx Your Industrial Computing & Networking Partner
Password for Edit Client
[orenix |
.
vl
K3 [3]
l’ Event Mansgement H SNMP Trap Receiver | Al Events lvl O Eilter ||| Ack Al
jin} | Ack | Type | Category | Receive Time | Source Component Mesmage
4 ] ~ Application Info 3009-09-04 17:40:36  Jet¥iew Pro Service Remote Access The client leave Edit mode. From:127.00 145281
3 ] ~ Application Info 2003-09-04 17:40:32  JetView Pro Service Remote Access Authentication is success in Edit mode. From:127.0.0.1/5281
2 (] . Application Info 2009-09-04 174025 JetView Pro Service Remote Access Authentication is suecess in Mondtor mode. From:127.0.0.1/5281
1 (] . Application Info 2009-09-04 17:34:53  JetView Pro Service JetView Pro Started

2. Input password and press Ok.*

3. After entering Edit Mode, the button will become green.

File Management Confipuration Help
G, Fnd | | @ Web Browser ) SNMP Browser | 120 Scan Network 47 FastScen | {00 Preferences Zoom E

Mapl J Topology | All Devices |
f

L3
korenlx Your Industrial Computing & Networking Partner

In the Edit mode, all functions are available. If return to Monitor mode, click on Edit Mode

again.

4.2 Menu Function

| File Mansgement Confignration  Help

The menu function contains the following selection items:
File

Management

Configuration

Help

®  Note that the default password for Edit Mode is “korenix”.

18



4.2.1 File Submenu
File - Open: opens the previous saved database file.

File - Save: saves the current database into file.

File - Export: exports the displayed map in the Topology Map as Image file (BMP, JPEG, PNG

format)
File - Print: exports the displayed map in the Topology Map as PDF file.

File - Exit: closes the JetView Pro Main Window.

File - Exit and Stop Service: closes JetView Pro Main Window and stops JetView Pro Service

Cpen ...
Save Cirl+5

Export ..
Frint

Exit
Exit and Stop Service

4.2.2 Management Submenu

o+ SNMP Browser Cl+E
@ Web Browsr Ctl+ W
Telnet
S5H

Please refer to section 7.4 for more information.
4.2.3 Configuration Submenu

50p Preferences

Please refer to section 9 for more information.

4.2.4 Help Submenu
A bomt

It shows the version and release date of JetView Pro.

19
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karenix Jetview Pra

Jetiew Prowl 6.2 2014/02M148
Copyright(C) 2009-2012

it ihanane korenix . corm

4.3 Toolbar Function
C%Fi.nﬂ | 9 Web Browser 1 SNMFP Browser | ScanNetwork 74 Fazt Bean | @Preferemes Zoom E

B Find
Quickly find out the selected device by IP address.
B Edit Mode
Click on Edit Mode to enter into Edit mode by input password.
B Web Browser
Run web browser to configure by Java Applet on Korenix’s switch device
B SNMP Browser
The SNMP Browser tool lets you read and write the MIB of the IP-Address device.

Please refer to section 7.4.2 for more information

20



File Edit

MEN J IP Address: [182.168.10.22  [s] version: [SMPu1 [w] [ SniP Agent Protile
= identified-organization ObjectID: |.1 361211° |
= dod
B internet Get Gt Next Table View Stap
= mgmt
g mib-2 SetWalue: Set
system e
| i:teﬁaces List | Table | | Clear |
at Narna ObjectiD | Walue [ ]
in zysDegcr.0 1.361.211.1.0 |\ndustna\Managed Ethernet Switch Jethet 5010G
icmp zysObjectiD.0 1.361.21.1.20 1.3.6.1.41.24062.2.21
tcp sy slUpTime.0 1.361.21.1.3.0 F45:30.67
udp sysContact 0 136121140
egp sysMame.0 1.361.21.1.8.0 Switch
e sysLocation.0 136121160
p— sysServiees.d 136121170 |2
appletalk systern.g.0 1.361.21.1.8.0 0:o0:00.08
ospt systern.9.1.2.1 1.461.211.91.21 1361631
e 3 systemn.9.1.2.2 1.461.211.91.22 1.361.21.48
systen.8.1.2.3 14612119123 1361214
ARrbte || Message | systen.3.1.2.4  1.361.21.1.8.1.2.4 13612160
zystemn.8.1.2.8 1.361.211.91.256 13616316221
Objet | ] systern8.1.26 13612119126 1.261.631031.1
Mame systerm systern 8127 13612118127 136163113141
ObjectlD  1.3.61.21.1.% systern 8128 13612119128 13616816211
Status systern.8.1.31 13612119131 TheMIE module for SNMP2 entities
Actess systern.8.1.3.2  1.3.6.1.21.1.9.1.5.2 TheMIB module for managing TCP Implementations
Syntax systern.91.33  1.361.21.1.91.2.3 TheMIB module for managing IP and ICKP implementations
systern.d.1.5.4 1.361.21.1.91.3.4 TheMIB module for managing UDP implementations
systern.d.1.3.5 1.361.21.1.91.35 View-based Access Contral hodel for SMWP.
systern.d.1.3.6 1.361.211.91.36 The SMNMP Management Architecture MIB.
. systern..1.3.7 1.361.21.1.91.3.7 TheMIB forbessage Processing and Dispatching
Description systern8.1.28 13612119138 The management information definitions for the SMMP User-base

[ ] Scan Network

Find out specified IP range assigned.

[ | Fast Scan

Find out all switch devices by the JetView protocol.”

[ ] Preferences

Please refer to section 9 for more information.

| Zoom

Zoom in and out the device icons, texts and others only on the Topology tab.

4.4 Map Tree

Click on the tree node to select the device on the Topology tab.

Mapl

= 19216810251
= 192163102
= 19216310202
= 192.163.10.1
= 192.163.10.1
= 192.168.10.3
= 192.163.10.1032

* Only Korenix devices can be found
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4.5 Topology Tab

This page displays the icons for monitored devices.

Topology || Al Devices

@
korenlx Your Industrial Computing & Networking Partner
y B

192 168.10.251 192.168.10.249 192.168.10.1 192.168.10.1 192.168.10.103 192.168.10.3

4.6 All Devices Tab

This page displays the icons for monitored devices (as Topology tab)

Topology || Al Devices

. | Model [ Mar Address [ IP Address [ Wetrnask [ ersion Status
1 Tethietd508 00:12:77.01:03:86 192.168.10 251 255.255.255.0 w210
2 TtletS010G 00:12:77:60:14:60 192.168.10.202 255.255.255.0 v222(b16.212)
3 Jetled508f  00:12:77.00:1B0B 192.165.10.1 255.255.255.0 v2.10
4 Tetlietd 508 00:12:77:.01:12:78 192.165.10.1 255.255.255.0) V26
5 JetNetS08f  |00:12:77.01.02B3 192.165.10.3 255.255.255.0 v2.12
& Tetetd 008 00:12:77.01.06:76 192.168.10.103 255.255.255.0) V26
7 TetletS428¢  00:12.77FFO2CS 192.168.10.2 255.255.255.0 V00,30 (H/A)

4.7 Event Management Tab

The event displays on the Event Management tab page while the event happens.

Event Management | SNMF Trap Receiver |A]] Eveats ‘ sai | | Filier ] Ack 4l
1) | Ack ‘ Toype | Cate goy | Receive Time Bource Component Message
O Application Info 2009-08-28 15:15:57  JetView Pro Service Remote Access Authentication is success in Edit mode. From:/192.168.10.80
k] ] ~ |Application Info 2009-08-28 15:14:21  Tet¥iew Pro Service Remote Access Authentication is success in Monitor mode. From:/192.168.10 .80
2 ] i Application Info 2009-03-28 15:14:16  TetView Pro Service License License file: iz not exist!
1 O Application Info 2009-08-28 15:14:16  JetView Pro Service Jet¥iew Pro Started
<1 T >
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4.8 SNMP Trap Receiver Tab

The SNMP trap displays on the SNMP Trap Receiver tab page while the trap happens. The
SNMP Trap Receiver support SNMP v1/v2c traps receiving.

| Event Management " SNMP Trop Receiver | LgentIP Address:  |All Traps ~ 1_, Filter || D Start L] Stop
f

jin) | A pent addressPort | Transport ‘ Protocol Timestamp Enterprise Cormmmity | Bindings
)
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5 Device Discovery

To see the installed devices on the Topology tab or the All Devices tab, you have to add
devices. How to do add devices and delete devices? How to quickly update the installed
devices? This section gives answers to all the above questions.

Following topics are covered in this section:
5.1 Add Devices

5.2 Delete Devices

5.1 Add Devices

5.1.1 Fast Scan

This function is to discovery devices using the JetView protocol in the local network. JetView Pro
discovers all network devices on the subnet network via the selected interface on the PC. This
function adapts to setup a newly installed network.

To update installed network components (or devices), click on Fast Scan on the toolbar and
select one of your NIC which connect to network devices.

File Management Configuration Help

C% Find | 9 Web Browser  §_ SNMFP Browser | Sca.n Metwork | ié}Preferemes Zo0om

Mapl J Topology || A1l Dewvices |

@
kor'enlx Your Industrial Computing & Networking Partner

Interface \L 192.168.10.148

[ Sart [ Cangel |

It displays all Korenix devices in the network on the Topology tab.
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I Topology " A]lDevices|

]
korenlx Your Industrial Computing & Networking Partner

&ll ] & @ s &
192 .168.10.231 132 1668.10.249 192 168.10 1 192.168.101 152 16810102 192.168.10.3

5.1.2 Scan Network

This function is to discovery devices via the assigned IP address range. While you want to add
the specified IP-enabled device, this function is suitable.

Bran Range

Start Address:

End Address:

0k Cancel

Note: The “End Address” should great or equal then “Start Address”

5.2 Delete Devices

You can delete any device on Topology tab. Use the mouse to select multiple devices by CTRL
key and right-click the selected device. Then display a pop-up menu and click on Delete menu
item.
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[ Topology " Al Devices|

]
korenlx Your Industrial Computing & Networking Partner

e | 5‘ - L ey S
o, uzh MDD B P aen®
Web Browssr
SNMF Browser
Telnet
E a3H
Ping

Refresh




6 Topology Map

6.1
6.1.1

Following topics are covered in this section:
6.1 Device Information

6.2 Auto Topology

6.3 Manual Add Connection and Delete

6.4 Save Topology Map

Device Information

Device Status
Hm  Move mouse cursor over the switch device icon on Topology tab. It will show the

following status for the device.

Dewvice IP Address ; 192.162.10.52

Device Mame:

Device Type : Jethletda10

Description : Industrial Managed Ethernet Switch Jethetda10
System Up Time : 0:35:44.00

System Mame: Switch

System Contact:

TS Systermn Location:

'L
[ ]
H
L] ]

LLOP Status ; Ok
LLDOP Chassis (D 001277601849

Status  ShWFP O

B The device (IP address: 192.168.10.1) lists in left tree panel with a status icon
use to show its online/offline status. Green means online, while white means
offline. The device icon on Topology tab also shows its status in the background.
If the color is red, which indicates an error status (hint: the detail is in Event
management tab). In other words, JetView Pro sends ICMP Ping request and

then receives incorrect response (unreachable).
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File Management Configuration Help

(-% Find | @ Web Browser  {_ SNMP Browser | [E,E_] Sean Network 7;4 Fast Scan | {é} Preferences Zoom
Mapl Topology | All Devices
O 192.168.10.1 f

B 192.168.10.10

° ~
o 1SRRI korenlx Your Industrial Computing & Networking Partner H

&
»
“ ot 1
152.153.10.100 -
hd
< )
IJ Event Mamagement | SHMP Trap Receiver | |"’1]-1 Events lVJ W Filter || [ Ack AL ]

sz P

B There is a green check ° on right-bottom of the device. This green check
indicates the normal status for SNMP°.

6.1.2 Device refresh

To update the device status, select one more device (especially on error status) and
right-click mouse on the selected device. Then pop up as follows:

¥ Delete

Wieh Browser
SHWP Browser
Telnet
B ssH
Fing
. Ref.resh
| Change Device Mame

Add Connection
S Group Setup

® You may need to wait 0.5 minute to let JetView Pro collect devices’ information.
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6.1.3 Device delete

To remove the device nodes, select one or one more devices and right-click mouse on
the selected device. Then pop up as follows:

# Delete

Webh Browser
SrMP Browser
Telnet

B ssH
Fing
Refresh
Change Device Mame
Add Connection
MMSE Group Setup

6.1.4 Managing devices

To manage the devices, select one device and right-click mouse on the selected
device. It will pop up a dialog as follows. Choose to use Web Browser, SNMP Browser,
Telnet, SSH, or Ping to manage the device. Also refer to section 7.4 for more details.

¥ Delete

Wieh Browser
SHWP Browser
Telnet
B ssH
Fing
Refresh
Change Device Mame

Add Connection
S Group Setup

6.2 Auto Topology

The Auto Topology function allows you to automatically create the links (connections)
between the devices (nodes). To support this function, the devices must support with
LLDP and SNMP. LLDP enables the user to have automatic topology recognition for his
LAN. Therefore the devices support for LLDP and SNMP and have to be configured to
ready state.

6.2.1 Enable LLDP

To let “Auto Topology” working, each device MUST enable LLDP function on installed
network devices. You can use Web browser to confirm whether LLDP is enabled.
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1. Use mouse to select one device on the Topology tab which you want to enable as
LLDP.
2. Mouse right-click on the selected device and click on the Web Browser menu-item

of pop-up menu.

File Management Configuration Help

G Find | | @ WebBrowssr | SNMP Browser | U8 Scan Network 47 FastScan | 40 Preferences Zoom m
Mapl Topology | Al Devices

192.168.10.254 f
192.168.10 42

o
}gg:}gg:igﬁ korenlx Your Industrial Computing & Networking Partner

102.168.10 14
102.168.10 12
162.168.10 47
102.168.10 41 o a a

192.166.10 37 S

= £ B B
AZELL. o [ & A s e
192.168.10.43 = Liﬁ i& ‘5%
192 168.10.21 192.168.10  Mieb Browser 168.10.42 192.168.10.19 192.168.10.11

192.168.10 31 o o SMRP Browser

182.168.10.32 Teinst
1921681028

105216510 34 B s

19216810 .26 Ping
192.168.10.18 Refresh
192.168.10.26 Add Connection
192.168.10 44

192.168.10.45 UER G SR

3. When the login screen appears, login with the user name and password.®

f".-: Korenix JetNet SwitchManager - Windows Internet Explorer

P ———— E—
e |g| hiitp /719216810 1 find e Tl v||2||£| |E) Bing ||jJ |_|
'i:f' ‘gKorenixJeﬂ'Iet Switchhanager ‘?|

Switch Manager |z|

Please enter user name and password.

Site: 192.168.10.1

User Hame: Iadmin

Password: I

‘ 0K H Cancel |

Bz @ PG i - Rm10% -

® Note: The default login User Name and Password: admin/admin
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4.  Click on the tree node Topology Discovery.

o= ] Basic Setting
o= ] Port Configuration
o= ] Metwork Redundancy
o= [ WLAN
o= [ Traffic Priaritization
o= [ hulticast Filtering
o= SMmMP
o= ] Security
o= [ Warning
o [ Manitar and Diag
[ MAC Address Table
[ Port Statistics
|__°‘| Port Mirroring
rj Event Log
D Topology Discovery
|__°‘| Fing
D Device Front Panel
D Save

D Logout

LLDP

Beasie |+

LLDP Configuration

LLDOP timer

LLDF hold time

LLDP Port State

Local MHeighbor Meighhbor Meighhbor
Fort D IF WD
Apply

5.  Confirm whether LLDP is enabled. If it is Disable, please set Enable and press

Apply. You can manual set the timers of LLDP. The range of LLDP timer is 5~254
and LLDP hold time is 10~255.
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9 JethetaR2a0
D Systemn
o= ] Basic Setting
o= ] Part Configuration
o= ] Metwork Redundancy
o= [ WLAM
o= ] Traffic Prioritization
o= ] Multicast Filtering
o= ] SHMP
o= ] Security
o= [ Warning
9 ] Monitar and Diag
[ MAC Address Table
[ Port Statistics
[ Port Mirroring
D Event Log

Topology Discoveny

D Fing

D Dewice Front Panel

D Save

D Logout

Topology Discovery
LLDP Erabie ||

LLDP Configuration

LLDP timer |30

LLDF hold time [120

LLDP Port State

Local Meighbor
Paort n]

MHeighbor
IF

Meighhar
WD

fad 001277023
fal3d | 001277601460

1921681010
192.168.10.20

1
1

Iy

L4 ]

6.2.2

Generate connections

. . 7
Generate connections between the devices.

1. Check every devices’ icon that each one has a green check O on it. Device icon

without check icon can't access by SNMP.

2. Mouse right-click on the Topology tab and click on Auto Topology on pop-up menu.

It will display as follows:

" Inthe example below, JetView Pro add connections and place all devices according to the SNMP mib.

32




Topology | A1 Devices

L ]
korenlx Your Industrial Computing & Networking Partner

E'“% B=\ E'W
i\ HH P ]
,, y i .
192.168.10.254 192.168.10.37 192.168.10.36 192.168.10.32
75 Fast Sean
[[_E‘_] Bean Network
GT Auto Topology
Line Tp A1l Devices
Belect all Devices

~FPolicyr

| ® Creats New Topalogy |
AN Exdisting Connection: Wil be Eemoved!

() Add Ta Current Topology
Eristing Conmections Will Remadn Tntouched |

~Lanront

® Autornadc
Al Object on Topologyr will be Placed Automaticallyl

() Ianual

AT Devices will remain in their position

Ok Cancel

3. Press OK to display the following of screen.

~§f§‘*
5 ;‘ ’.\

192.168.10.33
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Topology ” A1 Devices

Hiee
i .
A= 5
!‘ 5 o H — # T |t N
i bl Baor ’ i
Iﬁ" ) .-o
§ Y
L ] L ]
fi e Y
g iy
27 g o
% §
‘E—i lg
!i'—-:"-' ',l;;-'.{
S e
Ty Ay ™
A

e "‘_.--"'-
o

LES
w

Auto Topology Check List:

Yes/No  Requirement

Does every device enable SNMP?

Does any device not using default SNMP community? (public, private)

Does every devices’ icon show green?

Does every device enable LLDP?
If the device show red (not reachable), after you fix the problem, did you refresh the

device?
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6.3 Manual Add Connection and Delete

6.3.1 Manual Add connection

Select two switch icons and mouse right-click to show popup menu.

J Topology " All Devices |

| ]
korenlx Your Industrial Computing & Networking Partner

S | g

192 168 1020 192.168.10.10
¥ Delete

Wik Browser
SHWF Browser
Telnet

E s5H

Fing

FRefresh

Add Caonhection
MSE Group Setup

Click on Add Connection menu item of the pop menu. It will show this Add Connection dialog.

Enter two port number connected between two switches and press OK.

The screen will display that there is a connection between two switches.
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[ Topology " All Devices |

[ ]
korenlx Your Industrial Computing & Networking Partner

T st sony

192.168.10.20 132.168.10.10

6.3.2 Manual Delete connection
Select the connection between 192.168.10.20 and 192.168.10.10 by Mouse-Click.

J Topology " All Devices |

L ]
korenlx Your Industrial Computing & Networking Partner

’;;_lmﬂl —Hﬂ-?“

192.168.10.20 192.168.10.10

Mouse Right-Click the connection and pop up Delete menu-item of pop-up menu.

] Topology " All Devices |

&)
korenlx Your Industrial Computing & Networking Partner

‘-"ﬂ ¥ Delete o
192.168.10.20 192.168.10.10

Click Delete to delete the connection.
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] Topology " All Devices |

192.168.10.10

152.1EE.1D.;D

6.4 Save Topology Map
To present to Topology Map, you could need to get topology map.

6.4.1

Save Topology Map as file

JPG File
[ .
o T i u g __»,"""" y BMP File
; 1 a. - L O et
i : A " LS
PNG File
PDF File

o
korenlx Your Industrial Computing & Networking Partner

These two methods can help you save currently displayed map in the Topology Map to

file.
1. Image format file (BMP, JPEG, PNG)

Click on File / Export.... Choose File of Type to use BMP, JPEG, PNG image format.

Input File Name and press Save to save the file.
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Save |E'|hr13.f Documents Lvl I@-”HE|
@My hLigic

Mz.r Pictures

ﬁhﬂy Wideos

50 shortcut - Wiork
I Source Insight

File Mame: || |

Files of Type: |*.pno lv]

Save ” Cancel ]

2. PDF file

Click on File / Print. Input File Name and press Save to save the file.

Save |E'|hr13.f Documents Lvl I@-”HE|
@My hLigic

Mz.r Pictures

ﬁhﬂy Wideos

50 shortcut - Wiork
I Source Insight

File Mame: | |

i pdf l""]

Files of Type:

Save ” Cancel ]

A PDF file will be generated. You can print it with the print function of your PDF viewer.

6.4.2 Save Topology Map as database file (*.jvp)
To record current displayed map in the Topology Map, use this map again. First, you need
to save Topology Map as database file.

Click on File / Save. Input File Name and press Save to save the file. (ex. demo.jvp)

38



s
gl ==

Save [n: |B hly DOcUmMents

File Mame:

* jup (letyiwe Pro Project)

Files of Type:

To restore previous saved Topology Map, you click on File / Open...

Set File Name (ex. demo.jvp) and press Open to restore previous saved Topology Map.

o
gl ==

Look In: | hely DOcUments

File Mame: |

Files of Type:  |*jup (Jetyiw Pro Project)

]
[—open ] [Gancel ]

Note: This function only available on server. Remote client can’t backup/restore

database due to security precautions.
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2

Device Configuration

This section explains the device configuration on the All Devices Tab. One switch device
can be configured by one mouse selection. Group devices can also be configured by
many selections at a time.

The methods of mouse selection can be single selected any rows by Ctrl + mouse click or
continuously selected by first mouse click and then Shift + mouse click. Remember that
first mouse select the switch devices to configure before the following of device
configurations.

After having one more devices selections, show pop-up menu by mouse right-click.

Topology | ALl Devices
. [ Hodel [ Mar Address IF Address Hetmask [ Tersion Status
1 Tefile508f  00:1277.01.02B3 192.168.10.3 255.255.255.0 V212
2 Tefilets426G  00:12:77FRO2.CE 192.168.10.2 255.255.255.0 v0.0.30 (/L)
3 Teflets010G  00:12:77:60:14:60 192.168.10.202 55255355 Chapee IP
4 Tefletd508  00:12:77:01:12:78 192.168.10.1 255,355,255 | S —
5 Tefle508f  00:12:77.01:1E0B 192.168.10.1 255,255 255 |
5 TeiNetd0D8  D0:12:77.01.0676 192.168.10.102 355355355  DootLoader Upgrads
7 TetifetdS08  00:12:77.010346 192 168.10.251 255255355  Configustion File 3
Web BErowser
ENME Browser
Telnet
SSH
Ping
O LED Signal
Load Factoryr Defanlt
Reboot Device

Following topics are covered in this section describing the pop-up menu functions:
7.1 Global Settings

7.2 MSR group setup

7.3 Firmware Upgrade

7.4 Configure File Operation

7.5 Manage by Application

Note: Before using pop-up menu functions, remember to select the target device (mouse

7.1

7.1.1

selection) that should be configured.

Global Settings

Change IP

You can assign the new IP address to the switch devices.
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7.1.2 LED Signal
This function is convenient for searching the switch device. While this function is enabled,

the light of the LED on the switch device constantly twinkles.

7.1.3 Load Factory Default
You can reset all the configurations of the switch to default setting.

7.1.4 Reboot Device

Some of the feature change to require you rebooting the system. Click on Reboot
Device on pop-menu to reboot your device.

7.2 MSR group setup

To let “Auto Topology” to generate Ring Topology, devices in the install ring network have
to setup Multiple Super Ring (MSR) function.

1. Use mouse right click to select multiple devices on the Topology tab by CTRL key
which you want to setup MSR function.
2. Mouse right-click on the selected device and click on the MSR Group Setup

menu-item of pop-up menu.

J Topology | All Devices

L
korenlx Your Industrial Computing & Networking Partner
ST Y

ST, s, M. !* |
- Lora RO R ] rR R r h
. l:x TE.] - - il l x

Delete

Wieh Browser
SHMP Browser
Telnet

E ssH
Fing
Refresh
Add Connection
MSR Group Setup

3.  Itwill show MSR Group Setup window. Set Ring ID (0~31), Ring Name, Ring
Version, Ring Portl and Ring Port2 for MSR setup. Then press Check button
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Ring 10 |1 |

Ring Mame |aa1| | —

Ring WVersion |Rapid Super Ring lvl Export =

Ring Paort1 |1 lvl Save to Flash

Ring Portz |2 [v]

Cevice ‘ Snmp | Ring 1D | Ring Part1 ‘ Ring Port2 ‘ Status | Setup result

Ea
v

4. It will show check status of selected device in the bottom of MSR Group Setup
window. The columns in the table explain as follow:
a. Device: IP address
b. Snmp: Connect via SNMP is available
c. Ring ID: whether Ring ID is used or exceeds the ring number limit

d. Ring Portl: whether Ring Portl is enabled or exceed the port number limit for
device

e. Ring Port2: whether Ring Port2 is enabled or exceed the port number limit for
device

f. Status: the device status based on the status of Snmp, RingID, Ring Portl, Ring
Port2.

g. Setup result: response this column after pressing Apply button
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i 1
| |
Ring Mame [331 | Apply
Ring Wersion IF!apId Supear Ring IvI
Ring Port1 |1 I“'I Save to Flash
Ring Port2 |2 ]

Device ‘ Shmp | Ring ID | Ring Paortl ‘ Ring Port2 | Status | Setup result
192.168.10.281 | Available Auvailable Enahled Enahled Auvailable Success |
192 168.10.10 Available Available Enabled Enabled Available Success
19216810106 Auvailable Available Enabled Enabled Available Success

192 168101 Auvailable Available Enabled Enabled Available Success

192 168.10.63 Available Available Enahled Enahled Available Success

192 168.10.18 Auailable Available Enabled Enabled Available SuUCcess
192.168.10.156 Auailable Available Enabled Enabled Available SuUCcess 'l

5. Toindicate that there is at least one of device in the unavailable status if the Apply
is disabled. Press Check button again after solving the problem for unavailable
devices. If all the selected devices are in the available status, the Apply button will
enable. Then press Apply button to setup MSR setting for all selected devices.

Final, the setup result will show the last column in the table.

42 i |
Ring Name |aat | Apply
Ring Version IFIapId Super Ring |vi
Ring Porti |1 |"i Save to Flash
Ring Port2 2 ||
Device ‘ Snmp | Ring 1D | Ring Paortl ‘ Ring Port2 | Status | Setup result

192.168.10.281 | Available Available Enahled Enahled Available Mone ke |
192 168.10.10 Available Available Enabled Enabled Available Mone

192 168101 Auvailable Available Enabled Enabled Available MHone

192 168.10.63 Auvailable Available Enabled Enabled Available MHone
192168101565 Auvailable Available Enabled Enabled Available MHone
192.168.10.106 Auailable Available Enabled Enabled Available Mone

192 168.10.18 Auailable Available Enabled Enabled Available Mone 'l
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6. If you want to use these settings for rebooted devices, you MUST press Save to

Flash button to save these settings into flash for each devices.

7.3 Firmware Upgrade

In this section, you can update the latest firmware for your switch. Korenix provides the
latest firmware in Korenix Web site. The new firmware may include new features, bug
fixes or other software changes. We'll also provide the release notes for the update as
well. For technical viewpoint, we suggest you use the latest firmware before installing the
switch to the customer site.

The Ul also shows you the version and built date of current firmware. Please check the
version number after the switch is rebooted.

Note: The system will be automatically rebooted after you finished upgrading new
firmware/bootloader. Please remind the attached users before you do this.

7.4 Configure File Operation

The configuration file of the switch is a pure text file. You can open it by word/txt read file.
You can also modify the file, add/remove the configuration settings, and then restore
back to the switch.

7.4.1 Backup
With Backup function, you can save current configuration file saved in the switch’s flash

7.4.2 Restore

This will allow you to go to Restore function later to restore the configuration file back to
the switch.

7.4.3 Load default

All of the configurations will be rollback to the factory default settings, except the device
IP address.

7.5 Manage by Application

7.5.1 Web browser

For managing Korenix’s Ethernet switch devices, you need to consider that they have
web management function. Korenix web management page is developed by JAVA. It
allows you to use a standard web-browser such as Microsoft Internet Explorer, or Mozilla,
to configure and interrogate the switch from anywhere on the network.

1. Use mouse to select one device on the Topology tab which you want to configure.

2. Mouse right-click the selected device and click on the Web Browser menu-item of
pop-up menu.

3. The login screen will appear next.

4. Key in user name and the password. Default user name and password are both
admin.
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Please enter user name and password.

Site:

User Hame:

Password:

192.168.10.8

X

admin

ki

0K

Cancel

Click on Enter or OK. Welcome page of the web-based management interface will then

appear.

-
[ Gystem|
o= [ Basit Setting
o= [ Port Configuration
o= ] Metwark Redundancy
o= 5 WLAN
o= [ Traffic Priaritization
o= [ Multicast Filtering
o= 5 SMMP
o= [ Security
o= 5 Warning
o= [ Manitor and Diag
D Device Frant Panel

D Save

[y Logout

Your Industrial Computing & Networking Pai

Welcome to the
Industrial Managed Switch

System Mame

Systerm Location

System Contact

System OID

1.36.1.2.24062.2.1.3

Systam Description

Firmweare Wersian

Device MAC

Industrial Managed Switch
v1.2 20070620
Q012770000

Copyright {¢) 2006 Korenix Technology Co., Ltd.. All Rights Reserved.

5. Once you enter the web-based management interface, you can freely change the IP
address to fit your network environment.

7.5.2 SNMP Browser

JetView Pro provides a SNMP browser for user to management SNMP devices. The
SNMP Browser supports SNMP v1/v2c/v3 get, get next, walk, table view and set
functions. And the SNMP Browser provides MIB file compiler tool “MIB File Manager” that
can load public standard MIBs and private MIBs and build a MIB tree.

Korenix provides many standard MIBs for users to configure or monitor the switch’s
configuration by SNMP. But, since some commands can't be found in standard MIB,
Korenix provides Private MIB to meet up the need. Compile the private MIB file by your
SNMP tool. You can then use it. Private MIB can be found in product CD or downloaded
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from Korenix Web site.

Private MIB tree is the same as the web tree. This is easier to understand and use. If you
are not familiar with standard MIB, you can directly use private MIB to manage /monitor
the switch, no need to learn or find where the OIDs of the commands are.

The SNMP Browser tool lets you read and write the MIB of the selected device.

File Edit

DENTNEN

B identified-organization

IP Aderess: [192.16810.22  [s] version: [SNMPy1 [s] [SHIMP AgentProfile

Ohject ID: |.1 AE12100

= dod
= internet
= mgmt
= mib-2
I| systern
interfaces
at
ip
icmp
tep
udp
egp
transmission
shimp
appletalk
ospf
rman ~
Attribute | Message |
Ohject | []
Mame system
Ohject D 1.361.21.1.%
Status
Access
Syntax
Description

Gat Gt Mext Table Wigw Stap

SetWalue: Set

List | Table | Clear
Narme ObjectD | Walue [ ]

sysDescr.0 1.361.211.1.0 |IndustriaIManaged Ethernet Switch Jethet 50105

ey s COhjectiD.0 1.361.211.20 1.3.6.1.4.1.24062.2.21

eyslIpTime.0 1.361.211.3.0 T45:30.67

sysCantact 0 136121140

sysMame.l 1.3.61.21.1.80 Switch

sysLocation.d 1.3.6.1.21.1.680

sysSenices.d 1.361.211.7.0 2

systern.8.0 1.361.211.80 0:00:00.08

systern.9.1.2.1 1.361.211.91.21 1.3.61.631

systern.9.1.2.2 1.3461.211.91.22 1.9.61.2.1.49

systern.9.1.2.3 1.361.211.91.23 1.361.21.4

systern.9.1.2.4 1.361.211.91.24 1.3.681.2.1.680

eystern.9.1.2.5 1.361.211.91.258 13616316221

eystern.9.1.2.6 13612119126 1.3.61.6310.3.11

systern. 9127 13612119127 136163113141

systern.9.1.2.8 1.361.21.1.8128 13616318211

systermn.9.1.3.1 1.3.6.1.21.1.91.31 The MIB module for SMMWMPY2 entities

systermn.9.1.3.2 1.3.6.1.21.1.91.32 The MIE module for manading TCF implementations

systemn.9.1.3.3 1.3.61.21.1.91.33 TheMIB module for managing IF and ICWP implementations

systemn..1.3.4 1.361.21.1.91.34 TheMIB module for managing UDP implementations

systermn.9.1.3.8 1.3.61.21.1.91.35 “iew-based Access Contral Model far SNMP.

systermn.9.1.3.6 1.3.61.21.1.9136 The SMMP Management Architecture MIEB.

systermn.9.1.3.7 1.3.61.21.1.891.37 TheMIB faorkessage Pracessing and Dispatching.

systermn.9.1.3.8 1.3.6.1.21.1.91.38 The managementinformation definitions for the SMWP User-base. .

The MIB Compiler assists user in building MIB tree. While MIB files have been changed,
user uses the MIB Compiler to rebuild MIB tree. To add new MIB into MIB Tree, go File >
MIB Manager... It will show the following window.
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i

[AddMIE from file... || Remove |

[ Load = |[Loadall == |

Available MIBs Loaded MIBs
WIE Mame | Path WIB Marme Path
LLDP-1IE |D:1W0rk‘tmimpublic—mibs‘tlldp.mib RFC1213 CAProgram FilesikorenixiJetyiew Proimibs\RFC121.
RFC1229 CAProgram FilesikorenixiJetyiew Proimibs\RFC122
RFC1231 CAPragram FilesikorenixiJetyiew Proimibs\RFC123.
RFC1243 CAProgram FilesikorenixiJetyiew Proimibs\RFC124.
RFC1253 CAPragram FilesikorenixiJetyiew Proimibs\RFC125.
RFC1271 CAProgram FilesikorenixiJetyiew Proimibs\RFC127.
RFC1284 CAProgram FilesikorenixiJetyiew Proimibs\RFC128.
RFC1314 CAProgram FilesikorenixiJetyiew Proimibs\RFC131.
RFC1381 CAProgram FilesikorenixiJetyiew Proimibs\RF G138,
RFC1382 CAProgram FilesikorenixiJetyiew Proimibs\RF G138,
RFC1398 CAProgram FilesikorenixiJetyiew Proimibs\RF G139
FFC1406 CAProgram Filesikorenixidetyiew Proimibs\RF G140,
jetnetaG2eG CAProgram Filesiorenixidetyiew Proimibsijetnetas.,
jetneta 428G CAProgram Filesiorenixidetyiew Proimibsijetnetsd .,
jetnets01 85 CAProgram Files\Korenixtletiew Proimibsijetnetao. |
jetnets01 0G CAProgram Files\Korenixlletiew Proimibsijetnetal. |
jetnets008G-P CAProgram Files\Korenixtletiew Proimibsijetnetao. |
jetnetd510 CAProgram Files\Korenixlletiew Proimibsijetnetds |
jetnetd 51 0f CAProgram Files\Korenixiletiew Proimibsijetnetds |

= Unload | [-== Unloadall

[ RebuildMIB Tree... | [ Close |

Press Add MIB from file... to add new MIB file. Load this new MIB file and then press
Rebuild MIB Tree... to update MIB Tree.

File Edit
| l"l 5 l ke l il ] IP Address: u \iersion:|SNMP\f1 [v] [SNMPAgentProfile]
MIE Tree .
5 ol abjectin: [1.02 |
et Gt Get Mext Table Wiew Stop
S standard SetValue: Set
registration-authority
member-body List| Table |_Clear |
identified-organization Name | Object ID Value
= std
= izo8802
= iees802dotl
= ieeeB02dotimibs
= lldphdlB
lldpklotifications
lldpObjects
lldpConfarmance
joint-coitt-iso
Qrphans
Aftribute | Message
Object |
Mame std A
OhjectID 1.0°
Status
ACcess
v
< D|[f T
7.5.3 Telnet

Korenix's network devices support Telnet console. You can connect to the switch by
Telnet. The command lines are the same as what you see by RS232 console port.
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You can use CLI command to configure your device.
BN Telnet 192.168.10.202

Switch login: admin
Password:

JetMet5@18G Cversion 2.1.22-20081120-18:50:31>.
Copyright 2006-2888 Korenix Technology Co.. Ltd.

Switchl>

7.5.4 SSH (Secure Shell)

Korenix's network devices also support SSH console. You can remotely connect to the
switch by command line interface. The SSH connection can secure all the configuration
commands you sent to the switch.

SSH is a client/server architecture where network devices are considered as the SSH
server. When you want to make SSH connection with the switch, you should download
the SSH client tool first.

7.5.5 Ping

This ping function can confirm your host access to Korenix's network devices via network.
Ping the selected device to verify a normal response time.

7.5.6 Change Device Name

You can give device an alias for a device by Change Device Name function.

Change Device Name

Device IP Address: 192 1681062

Device Mame: |AnutherNamel |

| Apply || Cancel |
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Dewice IP Address 192 165810452
Device Mame: AnotherMame

Device Type : Jethetdo10

Description : Industrial Managed Ethernet Switch Jethlet4510
Systern Up Time : 0:69:14.05

Systermn Mame: Switch

Systermn Contact:

Systermn Location:

LLDP Status ; Ok
LLDP Chassis ID: 0012 77:60:1c:84

Status  SMP Ol
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8 Event and Alarm Management

Following topics are covered in this section:
8.1 Event Management
8.2 SNMP Trap

8.3 Alarm and Action

8.1 Event Management

Administers can identify the event threshold (OK, Warning, Error, No Status) by the color.
Notifications based on any event (Node up, Node down, Link up, Link down, Remote Access
Client mode, etc.) can be generated. Besides, notifications can be sent via email, SNMP trap
and this JetView Pro program. For the event settings refer to section 9.1.

In the case of red background icon on Topology tab, relevant fields in the event line of Event

Management tab are colored as red (see in the following screen). According to the event
message, users can identify what occurs to the devices with red background.

hap1 Topology | All Devices
 182.168.10.20 f | |
™ ~
korenlx Your Industrial Computing & Networking Partner

0 192.168.10.10

192.168.10.20

v

(< ] B
Eventhanagement | SKP Trap Receiver | All Events Iv] | Fiter '

D Ack | Type Categary Feceive Time Source Companent Mezzage

L% =]

-hahility=Ma)

Ack This column is to check the status of each event and confirm these events for network
manager. After checking Ack, the corresponding links or device icons in the topology are
restored to the normal color. This is also to recognize updated status in the topology.

Use mouse to click checkbox to check.
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Event Mﬁﬁm&m " SNMP Trap Receiver | All Events LV]  Flter || [ Ack 41
D

Message
Avutherticetion is success in EQit mode. From:/192.168.10.80
Avthentication is success in Mondtor mode. From:/192.168.10.80
Lacense file: iz not exst!
Jetiew Pro Started

Tpe | Cate goxy | Receive Time Sowre Companent
0 |dpplication Info 2000-08-28 15:15:57  JetWiew Pro Service Remote decess
0 |Application Info 2009-08-28 15:1421  TefWiew Pro Service Remote Access
@ Application Info 2009-08-28 15:14:16  JeiView Pro Service License
Application Info 2009-08-28 15:14:16  JeiView Pro Service

Dooo|E

-5

Ack for the green link, for example:

Fie Management Configuration Help

G, Fhnd [ || @ webBrowser (i SNMPBrowser | [ Scan Network 47 FastScan | 3} Preferences | Zoom
Map Topology | Al Devices
B 192.168.10.103 f | |

B 192.168.10.104 ™Y
korenlx Your Industrial Computing & Networking Partner

asinding 182 168.10.103

v
3 [>]
Event Management | SNMP Trap Receiver |41 Events [v] | 7 Fier |I[ ek ]
[ ] i

While you check ths Ack of ID 504 and 505, the link color will restore from green to gray.

Fis Management Configuration Help

G, Find | @ WebBrowser {} SNMP Browser | [E Scan Network 47 FastScan | 43¢ Preferences | Zoom| 70 <]
Map Topology | Al Devices
© 192.168.10.103 =
© 192.165.10.104 5 A
korer"x Your Industrial Computing & Networking Partner
= Pt gy,
68.10.104 182 168.10.103
vl
[l [2]
Event Management | SNMP Trap Receiver | Al Events v] | T rmer [|[accm |
——
ID|ﬁc:k|Type|Ca!ngury| Receive Time | Source | Component | ||
505 (¥ (& StatusBetter 2009-12-2216:40.09  192.168.10.103 Protocols/SNMP Port 2 Link UP
504 (¥ @ StatusBetter 20091222 16:40:09  192.168.10.104 Protocols/SNMP Port 2 Link UP
mll ® SttusWorse [2009-1222163909 [192.168.10.104 [Protocols/SNMP___|Port 2 Link Down
Wil ® |stausworse [2009-12221639:00 [192.168.10.103 Protocols/SNMP Port 2 Link Down
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Event Filter You can choose to use All Events, Unacknowledged Events, Warnings & Errors,
Warnings, Errors, Unacknowledged Warnings & Errors and Source = ,so that show the event
status you want to see. While choosing “Source =", you must append the IP address(ex,
192.168.10.1) behind the “Source = “ string and press Filter button to filter the events matched
by Source column,

kIl Events i

All Events
Lnacknowledied Events

Warnings & Errors

Warnings

Errors

Unacknowledged Warnings & Err
Source =

8.1.1 Link up/down Events

While the link failure happens, JetView Pro will issue a Link Down event in Event
Management tab page and update the Topology Map. (Figure: link down event). This event will
show “Portl Link Down” Message.

hdap1 Topology | All Devices
B 192.168.10.20 f | | ~

]
korenlx Your Industrial Computing & Networking Partner H

0 192.168.10.10
19&0 192.168.10.10

[<]

£ m— L]
| EventManagement | SHMP Trap Receiver | All Events Iv] | W Fier '

Mezzage

D Ack | Type Categary Feceive Time Source Companent

Figure: link down event

While the link restores, JetView Pro will issue a Link Up event in Event Management tab page
and update the Topology Map. (Figure: link up event). This event will show “Portl Link UP”
Message.
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Map1 Topalogy | Al Devices |
E 1921681020 =
£ 19216281010 e
korenlx Your Industrial Computing & Networking Partner
o o a
.m.l—uu_. “ o
192.168.10.20 1921681010

o o a

[v]
B

EventManagement | SNMP Trap Receiver | All Events Iv] |V Fiter '

Component heszzage

1D Ack | Type Categary Feceive Time Source

Jooooooo

Figure: link up event

8.1.2 Node up/down Events

While the node failure happens, JetView Pro will issue a Node down event in Event
Management tab page and update the Topology Map. (Figure: node down event). This event
will show “Status ERROR(Reachability=No)” Message.

Fle Edit Memagewent Configution Help
G Find 7 Editkiode | @ WWW () SNMP | (& ScanNetwork 47 FastScan | {0} Preferences

Network Topology || All Devices
f

O Mopl
B 192.168.105
@ 182168104
O 182.168.10.6

@ 192168103 -

@ 192168107

portq 192.168.10.5

ort 8

S==="

192.168.10.4
L 3

192.168.10.3 192.168.10.7

Bvent Menagsment | SNMP Trsp Receives | Al Bvents ] [T e | G
ID [ Ack [Type| Ctegry | FeceiveTam | Sowee Component | Meseage I

1354 [} [~} Status Worse 2009-05-26 17:15:02 307 192168106  ProtocolsFroteol FING Status ERROR (Reachability=No)

1353 [m] [~} Status Worse 2009-05-26 17:15:01 016 192168107 Port2 [1.26141 240624310 =Link 2 Down. ]

1352 [m] [~} Status Worse 2009-05-26 17:15:00925 19216810 5 Port2 [1.26141 240624310 =Link 2 Down. ]

1351 [m] @ Statos Better 2009-05-26 17:14:03.322 19216810 3 Port 1 [1.26141 240624410 =Link 1 Up. ]

1350 [m] @ Statos Better 2009-05-26 17:14:02.892 19216810 4 Port7 [1.26141 240624410 =Link 7 Up. ]

1349 [m] [~} Status Worse 2009-05-26 17:12:08 658 19216810 4 Port7 [1.26141 240624310 =Link 7 Down. ]

1348 [m] [~} Status Worse 2009-05-26 17:12:08 377 19216810 3 Port 1 [1.26141 240624310 =Link 1 Down. ]

Figure: node down event
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While the node restores, JetView Pro will issue a Node up event in Event Management tab
page and update the Topology Map. (Figure: node up event). This event will show “Status
OK(Reachability=Yes)” Message.

Jei¥iew Pro Networds Mana stment -0 %
Ele Edit Mensgement Configwrstion Help
_EditMode | @ WWW () SNMP | (S ScanNetvork 47 FastSoan | o) Prefersnces
Network Topology | AI Devices
B Mapl
@ 152168105 14
@ 192168104
8 192168106
© 192168103 a
© 132168107
part 1 192.168.10.5
B
ort 8 M
192.163.10.4 192.168.10.6
L3 L
Pl 7 for
port 1 pgrt 2
L
ort 2
192.163.10.3 192.168.10.7
]
<] I | [2]
Fvent Menngeraent || SNMP Trep Receiver [A0Eveats [v] [ 0 e || cha |
ID [ Ack [Type| Categry | Recewe Time Souree Component | Message
1339 [ | @  SwwsBeter  2009-05-26 171625507 L9L160.106 Al FING Status OF ility=Tes) [~
1359 [0 | @  SwwsBeter 20090526 171621131 192160106 Port 10 [136.14.1240624.4.1.0=Link 10Tp.]
135 O | @  SwwsBeter 20090526 171621010 192160106 Portd [136.04.1 240624.4.1.0=Link 8 Up. ]
135 [ | @  SwwsBeter 20090526 171621100 192166107 Port2 136,041 240624410 =Link 2 Up. ]
1355 [0 | @  SwwsBeter 20090526 7162060 192160105 Port2 [136.04.1 240624410 =Link 2 Up. ] -
1354 O | @  SttwVore 20090526 171502507 192160106 ol FING Stas ERRO) iity=No)
1353 (0 | @  SttwWore 20090526 171501016 192160107 Port2 [136.1.4.1 240624 3.1.0 = Link 2 Down.] [v]
<| | | )‘
status bar

Figure: node up event

8.2 SNMP Trap

SNMP Trap is the notification feature defined by SNMP protocol. All the SNMP management
applications can understand such trap information. So you don't need to install new application
to read the notification information. The SNMP Trap Receiver of JetView Pro supports SNMP
v1/v2c traps receiving.

The following sections illustrate SNMP Trap with Link down and up event.

8.2.1 Enable Link-down and Link-up Event

To enable link-down and link-up event, you must enable SNMP Trap Server and Link down

and up event. Enter Web screen to configure these settings.

1. Use mouse to select one device on the Topology tab which you want to enable link
down and up event.

2. Mouse right-click the selected device and click on the Web Browser menu-item of
pop-up menu.

3. When the login screen appears, login with the user name and password. The

default login User Name and Password: admin/admin
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¢/~ Korenix JetNet SwitchManager - Windows Internet Explorer

23 &) nimszea 0 indecnl v 42| X [l B 2]
'i',:i' [ g Korenix Jetlet SwitchManager I?l
Switch Manager |z|

Please enter user name and password.

Site: 192.168.10.1

User Hame: Iadmin

Password: I

‘ 0K H Cancel |

Bz @ EEE gy - R100% -

4.  Click on the tree node SNMP Traps. Enable SNMP Trap, and set SNMP Trap

Server IP address on the machine where the JetView Pro is installed.
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7 Jethetag2a G
D System
o= [ Basic Setting
o= [ Port Configuration
o= [ Metwork Redundancy
o= [ WLAN
o= [ Traffic Priotitization
o= [ Multicast Filtering
o ] SMMP
D SHMP Configuration
[T shMP w3 Profile
S raps
o= ] Securi
o= [ Warmning
o= ] Monitar and Diag
D Device Front Panel

D Save

D Logaout

SNMP Trap

SNMP Trap  |Enable |+

SNMP Trap Server

Sermer [P |192.158.1D.80

Carmmunity |pub|ic

Yersion [CIRY Oy

Trap Server Profile

Server IP ‘ community Yarsion
1821681080 puhblic W1 -
Remove | | Reload

5.  Click on the tree node Event Selection. Enable the specified port for link-down and

link-up event (ex. Set Port 1 as Both).
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o= [ Basic Setting
o= [ Port Configuration
o= [ Metwork Redundancy
o= [ WLAM
o= [ Traffic Priaritization
o= [ Multicast Filtering
o= ] SMMP
o= [ Security
- [ Warning
D Fault Relay
2 [C] Event & Email Warning

|__°*| Ewent Selection

System Event Selection

[] Device Cold Start

[] Power 1 Failure

[] Authentication Failure
[]Fault Relay

[]5FF DDM Failure

Port Event Selection

[] Device Warm Start

[ ] Powyer 2 Failure

[] Time Synchronize Failure

[] Super Ring Topology Change
[]on Change  [] D12 Change

[ syslog Configuration Fort Link State |
[Ty SMTP Configuration 1 |[eotn |+
&= ] Monitar and Dia :
Jwon ’ 2 |[pave |~
rj Device Front Panel
B s 3 |[Disable ||
O Logout ¢ |Disabe |+
5 |[Disable__|~|
o |[Disable__|~|
7 |[Disabie__|~|
o |[Disable ||
o |[Dissble ||
10 |[Disable__|~|
Apply
8.2.2 Receive SNMP Trap
1. Click on Start on the SNMP Trap Receiver tab.
Event Management || SNMP Trap Receiver Agent [P Address: " Filter || [ Stort | Stap
1D | A pent addressPort | Transport | Protocol | Timestamnp | Enterprise | C oty |
2. While plugging in or out the network line (ex. RJ45) on the port 1 of device
(ex.192.168.10.1), it will display as follows:
Event Management | SNMP Trap Receiver Agent [P Address: | Al Traps hd I Filter || | St || 8top
I | AgentadesPor | Tramsport | Protocol | Timestamnp Enterprise Community | Bindings
2 102.168.10.1/1024 SNMPl  UDP 2002-00-04 11:1507  1.3.5.1.4.1.24062 public [1.361212211=1,126141240624410=Link1Tp.]
1 102.168.10.1/1024 ENMPvl  UDP 2002-09-04 11:14:4%  1.35.1.4.1.24062 public [1.361212211=1,1.36.141240624.3.1.0=Link 1 Down. ]
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8.3 Alarm and Action

When event or SNMP trap are produced. They in addition to display in event management or
SNMP Trap Receiver, and they can trigger some alarms and do some actions. The alarm can
be triggered by type or other field of event. The actions of JetView Pro supported are Popup
Message, E-mail and Run Executable File.

The following sections illustrate how to use alarm and action.

8.3.1 Create an Action

Open JetView Pro Preference, select Event Action and new an action.

Preference Event Action
= Events
Events Action
I| Event Actian Marme Action Recipient Executable File My
Status Colo.rs . A ctiont Popup hessage .
SMTF Configuration A ction? Send E-dail jarmes. ee@kareni.com Edi
= ShMP
SHrP Configuration pelele
SHrP Trap Receiwer Cuplicate
Remote Access
Applications 3 —
License
Alarm
Marne |Acti1re| Actions | Type | Source [ e
myAlarm myAction?, myAction2 Error *
Edit
Delete
Cuplicate
Ok | [ Cancel

Press New button the Action Editor window will be opened. You need input action name and
select an action type (Popup Message, Send E-Mail or Run Executable File) to create a new
action.

Or you can manage actions via Edit, Duplicate or Delete functions.
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ACTION EQltor - NevwACTion

Marne: |myﬂ«ctinn3 |

|F'|:|pup hessane

Send E-hdail
Executable File: | Run Executable File

Fecipient:

0] 4 “ Cancel

8.3.2 Create an Alarm

Open JetView Pro Preference, select Event Action and new an alarm.

Press New button the Alarm Editor window will be opened. You need input action name and
select actions to create a new alarm. Select Active option to active this alarm. Change Filter
Type or Source to filter what event that you want to trigger. Select actions to decide what
action will be executed when this alarm is trigged.

Or you can manage actions via Edit, Duplicate or Delete functions.

AN E0IT0F - NevrAlarm

Marne: |m'_-.fAIarm1 |

Filter
Type: |AIIT3.fpes lvl
Source:  |* |
Actionsg
. myAction
. miyAction?

(0], “ Cancel ]
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8.3.3 Popup Message Action
When a Popup Message action is executed, all JetView Pro clients will popup a message as

follows:

& D32 Type:d
Category:?2 Receive Time:2009-11-16 16:23:449
Source 192 1681098 Component:ProtocolsiProtocal PG
hessage:Status ERROR{Feachability=ro)

8.3.4 E-mail Action
When a Send E-mail action is executed, the JetView Pro will send an alarm e-mail to your
e-mail account (configured in Preference->SMTP configuration). The e-mail could show as
follows:

IE: Tet¥iew Pro Event Alarm E-madl

D32 Type:Errar
Categaory:Status Better Titme:2009-11-16 16:23:49
Source; 1921681098 ComponentProtocols/Protocol PIMG Message:Status ERROR(Reachability=)

8.3.5 Run Executable File Action
When a Run Executable File action is executed, the user specified executable file will be

executed.

60



9 Performance Management

If you want to monitor the traffic of your local network for a period of time, JetView Pro
can give you an indication of the network traffic for the connections in a time context. It is
useful as a quick reference for determining the amount of network bandwidth being
consumed.

The following topics are covered in this section:

9.1 Traffic Report

9.1 Traffic Report

JetView Pro monitor and report selected connection statistics. The tab name of the
current traffic history shows two connected devices’ IP address and port -- Port 13 on the
device (192.168.10.10) connects to port 9 on the other device (192.168.10.1). The data was
collected by through SNMP's polling. The default sampling rate is set to 30 seconds.®

The figure below indicates network load for the specified port. In order to show a visible
line on the graph for network traffic on any interface, the view automatically scales to magnify
the Y-axle’s unit of traffic. The X-axle is time. The Y-axle means the total number of bytes sent
on the connection in the polling time interval. The maximum number of entries can be recorded
in 30 minutes. When the maximum number of entries is reached, JetView Pro throws out the
oldest entry when a new one is recorded.

Topology | ALl Devices [  192.168.10.10¢13) <= 192.168.10.1(9) |

B

192.168.10.10013)
2.5hbps

2.0Mbps

1.5Mbps

1.0Mbps

0.58bps

0.08bps

14:58:34 15:01:.04

192.168.10.1(%)

250.0Khps

200 0Ehps |
150.0Kbps
100.0Ebps

50.0Khps
L]

N N S Y
R et st

14:53:40  14:56:10  14:59:34

(<]

< [ 1]

® The JetView Pro can be centrally deployed to reduce network traffic cause by JetView Pro

server gathering devices’ SNMP statistics
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To view the traffic report
e Mouse Double-Click on the line between the two devices.
e The traffic report only available if the network connection is present.

e The traffic tab provides an indication of the network traffic for the connection.
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10 Preferences

Following topics are covered in this section:

10.1 Event
10.2 SNMP

10.3 Remote Access

10.4 External Applications

10.1 Event

10.1.1 Events

This page allows you to record events into the log file. You can change maximum number of

traps, trap log to file and trap log directory.

Preference Events
= Events
I| Ewents Events
BB AT hax. Mumber of Events: | 1000 u
Status Calaors
ShATP Configuration Event Log to File: ] Enahle Log to File
B SNMP
SNMP Canfiguration Trap Log Directory: | [
SHrP Trap Receiwer
Remote Access
Applications
License
Reset to Defaults
Ok ] [ Cancel
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10.1.2 Events Action

This page allows you to manage Actions and Alarms; the management functions include New,
Edit, Delete and Duplicate.

Preference Event Action
= Ewvents
Ewvents Action
I| EwentAction Marme Action Recipient Executable File I [R=00 ]
Status Colo.rs : myAction? Fopup hiessage
SMTF Configuration rryAction2 Send E-ail jarmnes. lee@karenix.com | Edit |
= SNMP
) ’ | Delete |
SMHMP Configuration
SHWP Trap Receirer | Duplicate |
Remote Access
Applcatons [ ———
License
Alarm
Mame Active Actions Type Source I [l ]
myAlarm IE'I myAction? myAction2 Error * | |
Edit
| Delete |
| Duplic ate |
0K ” Cancel

If you press New, Edit, Delete or Duplicate of Action, the Action Editor will popup for Action

configuring.
Marne: |myﬂ«ctinn3 |

|F'|:| Lup hessage
Fecipient: = g

Send E-hdail
Executable File: | Run Executable File

0] 4 ” Cancel ]

If you press New, Edit, Delete or Duplicate of Alarm, the Alarm Editor will popup for Alarm

configuring.
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Alarm

Marne: |m'_-.fAIarm1 |

Filter
Type: [AIITz.fpes l:]
Source: |[* |
Arctions
- myAction
- miyAction?

[0k ] [cancer ]

10.1.3 Status Colors

This page allows you to assign a color to each status. You can change text and background

color of 4 types status.

Preference
= Ewvents
Ewents
Ewent Action
I| Status Colors
SMWTP Configuration
= SNMP
SMHMP Configuration
SHhP Trap Receiver
Remote Access
Applications
License

Status Calars

Status Calors

oK: ok [ tent. || Background.. |
Wharning: | harning “—T—ea(-t—] [—B-aekg%e-uﬁd—]
Error: I—T—ea(-t—] [—B-aekg%e-uﬁd—]
Mo Status: | NoStatus || Text. || Background.. |
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10.1.4 SMTP Configuration

While you use to send Email function for Event Action, you must set SMTP Configuration. If

SMTP server requests you to authorize first, you can also set up the username and password
in this page. And you can press “Test SMTP configuration” to test your configuration after you
finish this configuration.

Preference
= Ewvents
Ewents
Ewent Action
Status Colors
[ SMTP Configuration |
= SNMP
SMHMP Configuration
SHhP Trap Receiver
Remote Access
Applications
License

SMTP Configuration

SMTP Configuration

SWITF Server: | |

Mail Account: | |

] Authentication

User Mamea: | |

Fassword: | |

Retype Passward: | |

[ Test SMTF Contiguration |

QK

] [ Cancel
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10.2 SNMP

10.2.1 SNMP Configuration

The JetView Pro will add a default SNMP agent profile for discovered devices. You can use
this page to new, edit, delete or duplicate a profile. The configurations of profile include agent
listening port (default is 161), SNMP version (support v1/v2c/v3), read/write community, retry
numbers and timeout (in second(s)).

Preference SHWIP Configuration
= Ewvents
Events ShMF Agent Frofile
EwentAction IP Address Fort Mo, “Wersion Cormmunity | Retries Timeout (s)
Status Colors 192168105 161 SNMP | public,private 1 2 ~
SMTP Configuration 192.168.1.173 161 SMMPY!l  public,private 1 2
5 ShmMP 192.168.16.10 161 SHMPY public, private 1 B
|| ShMP Configuration 192.168.10.99 161 SHMPy 1 public, private 1 b
SNMP Trap Receiver 192.168.10.18 161 SHMPy 1 public, private 1 b
Remote Access 1921681017 161 Sk public, private 1 2
Applications 192 168.10.53 161 Sk public, private 1 2
License 192.168.10.1 161 SMrAPY 1 public, private 1 2
192.168.10.108 161 SHMP T public, private 1 2 J
Mew Edit Delete Duplicate
(0] .4 ] [ Cancel
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10.2.2 SNMP Trap Receiver

This page allows you to configure SNMP Trap Receiver and record SNMP Trap into the log file.
You can enable the SNMP Trap Receiver on system starting, change listening port, change

maximum number of traps, trap log to file and trap log directory.

Preference SHMP Trap Receiver
= Events
Events SMHMP Trap Receiver
BB AR Enable On Starting: (] Enable On Starting
Status Colors
SMTP Configuration SHMP Trap Listening Port

= SNMP

SHWP Canfiguratian SMMP Traps
I| SHhP Trap Receiver

hax. Mumber of Traps: [ 1000
Remote Access -u
Applications Trap Log to File: [C] Enahle Log to File
License

Trap Log Directory: |

Resetto Defaults

QK

] [ Cancel
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10.3 Remote Access

Due to the access synchronization, we only allow one client to enter the Edit mode at the
same time and the other clients on Monitor mode. The allowed default password for entering
two modes is “korenix”. The Monitor mode can only allow viewer to browse the topology. Edit
mode can use all functions. The maximum number of remote client is default 5. You can setup
new passwords on Monitor and Edit mode.

Praference Rernote Access
= Ewents
Events Properties
Event Actian hax. Mumber of Remote Client: u
Status Calaors
ShATF Configuration Password far Monitor Client
B SMMP - " | |
SMMP Configuration asswort: onosese
SMhP Trap Receiver Retype Passward: |o.ooooo |
I| Remote Access |
Applications Password for Edit Client
LIGEmSS Passward: |o.ooooo |

Fetype Password: |ocooooo |

[ Resetto Defaults ]

Ok ] [ Cancel
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10.4 External Applications

JetView Pro uses external applications for the functions. This page allows you to assign

specified programs or use default application to run the functions.

Preference
= Events
Events
Event Action
Status Calaors
ShATP Configuration
B SNMP
SHMP Configuration
SHrP Trap Receiwer
Remote Access

Applications

License

Applications

External Applications

Telnet: |telnet.exe

| |:| . Use Default

SSH: |

| Eed

WEE Browser: |ie><p|ore.exe

|| .| @ Use Defaut

Fing: |ping.exe

| |_| - Use Default

FOF Wiear: |Acr0F{d32.exe

| |_| . Use Default
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10.5 License

By the steps to use license, follow the instructions.
1. 1. Download and install the latest JetView Pro from Korenix web site.

(http://www.korenix.com/support-jetview-software.htm)

2. After receiving the E-mail letter, go to JetView Pro> Preference> License.

Preference License
= Ewvents
Events License
Ewent Action Mame: | |
Status Colars
SMTP Configuration Company: | |
9 ShP o Authorization Code: | | GetAutharization Cade...
SHP Configuration
ShP Trap Receiver Discovery Limitation: |16 nodes
Remote Access -
Applications
I| License

ok |[ cancel

3.  Fill out Name, Company, and Authorization Code base on the content of E-mail

letter. And then press Register button.
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Preference License
= Ewvents
Ewvents License
S AT Mame: |J0hn Lin |
Status Colors
SMTP Configuration Company: |K0renix |
L — Authorization Code: | MGG | Gt Authorization Code .
SMHMP Configuration
SHhP Trap Receiver Discovery Limitation: |64 nodes, license expired:2011-01-01 |
Remote Access
Applications @
I| License Status: Verify authorization code success, Please press QK 1o apply license.

4.  Finally, press OK to apply license.
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