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Installation Manual of iVMS-7200

Thank you for purchasing our product. If there is any question or request, please do not hesitate to contact the
dealer.

This manual is applicable to iVMS-7200.

This manual may contain several technically incorrect places or printing errors, and the content is subject to
change without notice. The updates will be added into the new version of this manual.

We will readily improve or update the products or procedures described in the manual.

The figures shown in this manual are for reference only. The appearance and interface of the device are subject

to the actual model.
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Chapter 1 Before you Start

1.1 Overview

Adopting multiple advanced technologies such as high-efficiency audio & video encoding technology, wireless
transmission technology, GIS technology, mass data storage and search technology, the intelligent video
management system iVMS-7200 provides powerful functionalities including real-time live view, remote
playback, GPS location monitoring, system operating statistics, etc.

Thanks to these features, iVMS-7200 is widely applied to the transportation industry and contributes to
establish a comprehensive monitoring system combined with front-end devices including mobile DVRs, IP
cameras, PVRs, etc.

Table 1. 1 Description of Terms and Conventions

Terms / Conventions | Description

cu Client Unit

PU Producer Unit
PPVSServer Register Server
AlarmServer Alarm Server
RSMServer Stream Media Server

Windows Server

Operating system, SP1 patch is released on Feb. 23, 2011
2008 R2

Front-end Device DVR, Encoder, NVR, IP Camera, Mobile DVR, PVR, Mobile Enforcement System, etc.

1.2 Running Environment
1.2.1 Hardware Environment

Server:

Recommended:

Processor: XEON 3440 @ 2.53G, Quad-core, 8M
Motherboard: 3420GPLC

Memory: 2*2GB DDR3 ECC

HDD: 1*500G SATA

Network Card: 1000Mps

Router and Firewall

The router and firewall should support the bidirectional mapping.

Compatible Front-end Devices
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For details, see Appendix | Compatible Front-end Devices.

1.2.2 Software Environment

Server

Recommended:

Operating System: Windows Server 2008 R2 Standard SP1 (64-bit Operating System)
J2EE Server: Tomcat 6.0.18

Database Server: postgresql-9.2.4

Client

Operating system: Microsoft Windows 7
Web browser: IE8, IE9, IE10, [E11

Firewall

For the network security, hardware firewall is highly recommended for the system.
During the firewall deployment, it is required to open the listening ports of the functional modules in the server.
For details, see the table below.

Table 1. 2 Open Ports of Firewall

Server Port No. Port Type Note
7660 UDP -
Register Server 7661 TCP Search server information
8000-10000 TCP Playback
Alarm Server 7332 JoP —
7280 TCP Search server information
7554 TCP Listening port
11000-15000 UDP Get stream from device via UDP
Stream Media Server 16000-18000 TCP Get stream from device via TCP
31000-35000 uDP Forward stream to platform client via UDP
31000-35000 TCP Forward stream to mobile client via TCP
Web Server 80 TCP Default web service port

i
[Noe]

Firewall opening ports should be modified accordingly if ports in configuration file are changed.

1.3 Installation Environment Check List

Table 1. 3 Installation Environment Check List

| Check Items | Criterion
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Hardware Fit to standard in the contract (CPU, Memory, HDD etc.).

Software Fit to standard in the contract (OS requirement, iVMS-7200 Version)
Front-end Device Device list in “Appendix | Compatible Front-end Devices”

Firewall Configuration Ports opening meeting the requirements

Network Connection Front-end device network connectivity; Central device network connectivity
TCP/IP Configuration IP address, subnet mask, gateway and DNS in correct configuration
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Chapter 2 System Introduction

2.1 System Architecture

The iVMS-7200 video management system platform consists of three modules: front-end devices, centralized
servers and application clients.

The front-end devices include the hardware equipment located in the vehicle, such as the mobile host, station
reporter, microphone, camera, and emergency alarm button. The central servers and the application clients are
composed of server hardware and iVMS-7200 platform client. The central servers get the data stream from the
front-end devices, and the platform client communicates with the servers and transfers the collected

information to the terminal users.

System Architecture

Register Server Stream Media Server

, Front-end Dewcem ie-
ESTRT =

Figure 2. 1 System Architecture

i
=, 3

2.2 Network Connection

2.2.1 Front-end Device Connection

The front-end devices can be connected to iVMS-7200 via wireless networks.

2.2.2 Central Server Connection

The central server can be directly connected to the public network, and in this case each server requires for
one public statistic IP address. You can also connect those servers to the public network via the router, and in

this case, only one public statistic IP address is required for all the servers.
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2.3 Bandwidth Calculation

The bandwidth for the surveillance system is related to the resolution and the frame rate. When the frame rate
is 25fps, the bandwidths for different resolution are as follows:

»  For CIF (Resolution 352x288), the bandwidth is 512Kbps;

»  For 4CIF (Resolution 704x576), the bandwidth is 2Mbps;

»  For 720P (Resolution 1280x720), the bandwidth is 4Mbps;

»  For 1080P (Resolution 1920x1080), the bandwidth is 8Mbps.

Due to different requirements for the real-time and fluency, you can configure the resolution and frame rate

according to the real situation.

2.3.1 Front-end Device Bandwidth

Adopting H.264 encoding technology, the video encoding devices requires less network bandwidth.

For example, for 1-ch video stream with 25fps and CIF resolution, the bandwidth needed is 512Kbps; for 1-ch
video stream with 25fps and 4CIF resolution, 2Mbps is needed.

Moreover, if you need to transfer N channels of video stream with CIF resolution to the server, the network
bandwidth you need is Nx512Kbps.

2.3.2 Central Server Bandwidth

The central servers receive the video stream from the front-end devices and forward the video stream to the
clients.

Register server: 10Mbps for both uplink and downlink, 1.

Alarm server: 10Mbps for both uplink and downlink, 1.

Stream media server: (E.g. for CIF resolution) 512*N for both uplink and downlink; N refers to the channels you

want to view simultaneously.

2.3.3 Client Bandwidth

PC client

The bandwidth needed for the client software installed on the PC is determined by the video channels you
need to watch simultaneously.

For example, if you view N-ch video stream with CIF resolution and M-ch video stream with 4CIF resolution, the
total bandwidth you need is Nx512 Kbps+Mx2Mbps.

Mobile Client

In the mobile networks, if the video data is transferred at the lowest frame rate and then the bandwidth should
be steady at 30kbit/s to 40kbit/s to realize a fluent video live view.

According to the test (only for reference), the average data transfer rate of GPRS is at 20kbit/s to 40kbit/s; that
of CDMA 1X is at 80kbit/s to 100kbit/s.
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For example, to transfer video data with QVGA resolution, the bandwidth of the mobile phone should be at
98Kbps each channel.

=
NOTE

The real data transfer rate may be lower than the average value due to reasons such as environmental

influence, network interference, etc.
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Chapter 3 Platform Installation and

Configuration

3.1 Platform Software Installation
3.1.1 Web Installation

Installing Web Server

Steps:
1. Double-click the program file L& IWM5-7200-web- ¢4 enter the Setup Wizard.
Click Next to start the installation.
(7 iIVMS-7200 Intelligent Video Management System 3.2 Setup | = |

Welcome to the IWVMS-7200
Intelligent Video Management
System 3.2 Setup Wizard

This wizard will guide you through the installation of
iVMS-7200 Inteligent Video Management System 3.2,

Itis recommended that you dose all other applications
before starting Setup. This will make it possible to update
relevant system files without having to reboot your
computer,

Click Next to continue.

[ MNext = ] | Cancel

Figure 3.1 Open Web Setup Wizard
2. Read the License Agreement, and click | Agree to accept.

You can also click Back to go to the previous step page.
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(1 IWMS-7200 Intelligent Video Management System 3.2 Setup l = et e
License Agreement -
Please review the license terms before installing iVMS-7200 Inteligent Video {JJ

Management System 3.2,

Press Page Down to see the rest of the agreement.

SOFTWARE LICENSE AGREEMENT FOR CENTRAL MONITORING SYSTEM -

The SOFTWARE PRODUCT indudes computer software, the assodated media, any =
printed materials, and any "online” or electronic documentation. Any software provided
along with the SOFTWARE PRODUCT that is associated with a separate license

agreement is licensed to you under the terms of that license agreement. By installing,
copying, accessing or otherwise using the SOFTWARE PRODIUCT, you agree to be bound

by the terms of this Agreement. The SOFTWARE will not set up on your computer unless

or until you accept the terms of this Agreement.

SOFTWARE PRODUCT LICENSE -

If you accept the terms of the agreement, dick I Agree to continue. You must accept the
agreement to install IVM5-7200 Intelligent Video Management System 3.2,

[ < Back ][ 1 Agree ] [ Cancel ]

Figure 3. 2 Read & Accept License Agreement
3. Check the checkboxes to choose the components to install, and click Next to continue.

NOTE

® All the components are to be installed by default.
®  PostgreSQL and InitDB respectively refers to the database and initialized database.
[ J

If the database has been initialized, you can leave the checkboxes of PostgreSQL and InitDB blank.

o

(51 IVMS-7200 Intelligent Video Management Systern 3.2 Setup l = e
Choose Components —
Choose which features of ivM3-7200 Inteligent Video Management System 3.2 you {JJ
want to install.

Check the components you want to install and uncheck the components you don't want to
install. Click Mext to continue.

Select components to install: Description

Space required: 267.8MB

[ < Back ][ Next > ][ Cancel ]

Figure 3. 3 Choose Components for Web Installation
4. Choose the destination folder where the Web server is to be installed. You can either accept the default
directory that is displayed, or click Browse and select a different directory.
Click Next to continue.

!1:.
[Nore
® The default destination folder is C:\Program Files\iVMS-7200-Web.

® The destination folder cannot contain Chinese characters.

10
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e

(51 IVMS-7200 Intelligent Video Management System 3.2 Setup l = et e

Choose Install Location

Choose the folder in which to install ivMs-7200 Inteligent Video Management System (,‘J
3.2 .

Setup will install (VMS-7200 Inteligent Video Management System 3.2 in the following folder.
To install in a different folder, dick Browse and select another folder. Click Next to continue.

Destination Folder
C:\Program Files\{\VMS-7200-Web]|

Space required: 267.8MB
Space available: 15.0GB

[ < Back ][ Next > ][ Cancel ]

Figure 3. 4 Choose Destination Folder for Web Installation
5. Set the start menu folder in which you would like to create the program’s shortcuts.
You can edit the start menu folder in the text field as desired.
Click Install to start the installation.
q.l
[Nore]

It is recommended to use the default start menu folder: iVMS-7200-Web.

o

(37 IVMS-7200 Intelligent Video Management System 3.2 Setup l = e

Choose Start Menu Folder

Choose a Start Menu folder for the ivM3-7200 Inteligent Video Management System "y
3.2 shortcuts. )

Select the Start Menu folder in which you would like to create the program's shortouts. You
can also enter a name to create a new folder.

5-7200-Web

Accessories
Administrative Tools
Adobe

AnyOffice

AutoCAD 2004
BetterWMF

Beyond Compare 3
BsWebComponents
Camera Stream Controler
Catalyst Control Center
CMSWebComponents
Corel

[ < Back ][ Install ][ Cancel ]

Figure 3.5 Set Start Menu Folder for Web Installation

6. A panel indicating progress of the installation is displayed. A percentage completion bar is updated as the
installation progresses.

11
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(31 iIVMS5-7200 Intelligent Video Management System 3.2 Setup | = ]
Installing e
Please wait while ivMS-7200 Inteligent Video Management System 3.2 is being { " 7
installed.

Extract: ROOT. war
———

Qutput folder: C:\Program Files{WMS-7200-Web -
Extract: jdk1.6,0_12.zip.., 100%

extract C:\Program Files\yMS-7200-Web'jdk1.6.0_12.zip OK

Delete file: C:'\Program Files\VMS-7200-Webljdk1.6.0_12.zip

Qutput folder: C:\Program Files{WMS-7200-Web

Extract: apache-tomcat-6.0. 18.zip... 100%

extract C:\Program Files\VMS-7200-Web'\apache-tomcat-6.0. 18.zip OK

Delete file: C:'\Program Files\jyM5-7200-Web\apache-tomcat-6.0. 18.zip

QOutput folder: C:\Program Files{WMS-7200-Web'\apache-tomcat-5.0. 18\webapps
Extract: ROOT.war il

m

Figure 3. 6 View Web Installation Progress

7. Read the post-install information and click Finish to complete the installation process.

(31 iIVMS5-7200 Intelligent Video Management System 3.2 Setup | = ]

Completing the IVMS-7200
Intelligent Video Management
System 3.2 Setup Wizard

iVMS-7200 Inteligent Video Management System 3.2 has
been installed on your computer,

Click Finish to dose this wizard.

Figure 3. 7 Complete Web Installation

Login Test

Purpose:

You can test whether the iVMS-7200-Web is successfully installed.

Steps:

1. Openthe web browser and input the 127.0.0.1 into the address bar, then hit Enter key.
2. Input admin and 12345 respectively as the user name and password.

3. Ifyou login to the system successfully, it indicates the Web service is installed properly.

If you install the iVMS-7200 for the first time, a prompt message “No valid register server.” will appear in
the Login interface. Log in to the system, go to Resource > Server, and then add the resources including

Register Server, Stream Media Server, etc.

12
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English ~

\‘C) Intelligent Video Management System ivMs-7200

Welcome

L |

a8

hide route seletor«

Routel e

© Registration server not configured

Figure 3. 8 Login

Troubleshooting

Problem:

® The prompt message “No valid register server” appears in the Login interface.
Possible Reasons:

® PPVSisnot running.

® The network connectivity between the platform and PPVS is invalid.

® License expired.

Solutions:

® Runthe PPVS

® Check the network connectivity between the platform and PPVS.

® Change the license under PPVS directory.

Welcome

1 |

a

show route seletor ¥

© Novalid register server

Figure 3.9 No Valid Register Server

Problem:
® Unable to use the tomcat port.

Possible Reasons:

13
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® The tomcat port works improperly or the port is disabled.

Solutions:

® Modify the tomcat port.
1) Open the “apache-tomcat-6.0.18->conf” file folder under the Web installation folder.
2)  Find the “server.xml” and open it via Notepad.
3)  Find Connector port="XX" which is marked in the figure below.

4) Modify the value after the equal sign.

NOTE
® You have to change the WebServerPort No. of the PPVSServer (register server), RSMServer (stream media
server), alarm server, and the PicServerPor of the picture-capture server to the same value you

configured here.

® Reboot the server to activate the new settings.

BT S am i o . e gmeeese)

File Edit Format View Help

</GlobalNamingResources>

<l— & “Service” iz a collection of one or more “Comnectors” that share
a single "Container” Note: A “Service” is not itself a “Container”,
so you may not define subcomponents such as “Valves” at this level.
Documentation at /docs/config/service. html

<Service name="Catalina”>

{!--The connectors can use a shared executor, you can define one or more named thread pools—>
=
<Executor name="tomcatThreadPool” namePrefiz="catalina-exec—"

maxThreads="150" ninSpareThread=="4"/>

{l-— & "Connector” represents an endpoint by which requests are received
and responses are returned. Documentation at :
Java HITP Connector: /docs/config/http. html (blocking & non-blocking)
Java AJP Connector: /docs/config/aip. html
APR (HITP/ATP) Cormector: /docs/apr. html
Define a non—SSL HTTP/1.1 Commector on part 8080

1C0nnector port="80" Erutncoli”HTTP,/l. 1” [
commectionlimeout=
redirectPort="8443" URIFncoding= "UTF-8" />
{1—— & "Cornector” using the shared thread pool——>
=
<Comnector executor="tomcatThreadPool”
port="8080" protocol="HTTP/1.1”
cormectionTimeout="20000"
redirectPort="8443" />

m

—>
{!-- Define a 3SL HITP/1.1 Connector on port 8443
This connector uses the JSSE configuration, when using APR, the
commector should be using the OpenSEL style configuration
described in the APR documentation —>
==
{Connector port="8443" protocol="HITP/1.1” SSLEnabled="true"
maxThreads="150" scheme="https” secure="true”
clientiuth="false” sslProtocol="TLS" />
-

<!— Define an AJP 1.3 Comnector on port 2009 —> -

Figure 3. 10 Modify Server Port

3.1.2 Servers Installation

Steps:
1. Double-click the program file i IVM5-7200-servers | so|act the language for installation, and click OK.
[ Select Setup Language LiE-J
Select the language to use during the
installation:
|Engish ~|
[ OK ] ’ Cancel ]

Figure 3. 11 Select Language
14
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2. Enter the Setup Wizard, and click Next to start the installation.

i3 Setup - IVMS-7200-Servers(Simple) =

Welcome to the
iVMS-7200-Servers(Simple) Setup
Wizard

This will install iVM5-7200-Servers(Simple) version 3.2 on your
computer,

Itis recommended that you dose all other applications before
continuing.

Click Next to continue, or Cancel to exit Setup.

[ Mext > ]| Cancel

Figure 3. 12 Open Servers Setup Wizard
2. Choose the destination folder where the servers are to be installed. You can either accept the default
directory that is displayed, or click Browse and select a different directory.
Click Next to continue. You can also click Back to go to the previous step page.

13 Setup - IVMS-7200-Servers(Simple) =

Select Destination Location
Where should iWMS-7200-5ervers(Simple) be installed?

| Setup will install WMS-7200-5ervers(Simple) into the following folder.

To continue, dide Mext. If you would like to select a different folder, dick Browse,

Browse...

At least 19,4 MB of free disk space is required.

| < Back |[ Mext = ]| Cancel |

Figure 3. 13 Choose Destination Folder for Servers Installation
3. Check the checkboxes to choose the components to install, and click Next to continue.
»  Monitor: Work as the watchdog, responsible for the auto-reboot when the service works improperly.
»  PPVSServer: Register server, used for the device registration connected to the server.
»  AlarmServer: Alarm server, used for writing in the device alarm information to the database.
>

RSMServer: Stream media server, used for forwarding the video stream of the device.

15
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-
ﬁ! Setup - IVMS-7200-Servers(Simple)

Select Components
Which compenents should be installed?

Select the components you want to install; dear the components you do not want to
install. Click Next when you are ready to continue.

[Full installation -

Monitor 1.7 MB
PPVSServer 13.1MB
AlarmServer 14.9 MB

RSMServer 23.8 MB

Current selection requires at least 71.0 MB of disk space.

[ < Back ][ Next = ][ Cancel ]

Figure 3. 14 Choose Components for Servers Installation
4. Set the start menu folder in which you would like to create the program’s shortcuts.
You can edit the start menu folder in the text field as desired.
Optionally, you can check the checkbox of Don’t create a Start Menu folder to not to create the start
menu folder.

Click Next to continue.

ﬁ! Setup - IWVMS-7200-5Servers{Simple)

Select Start Menu Folder
Where should Setup place the program's shortcuts?

E i Setup will create the program's shortcuts in the following Start Menu folder.

To continue, dide Mext. If you would like to select a different folder, dick Browse,

-7200-Servers(Simple Browse...

[| Don't create a Start Menu folder

[ < Back ][ Mext = ][ Cancel ]

Figure 3. 15 Set Start Menu Folder for Servers Installation

5. Review the settings and click Install to start the installation.

16
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ﬁ! Setup - IVMS-7200-5Servers(Simple)

Ready to Install

Setup is now ready to begin installing VMS-7200-5ervers(Simple) on your
computer,

Click Install to continue with the installation, or dick Back if you want to review or
change any settings.

Destination location:
C:\Program Files\VM5-7200-Servers(Simple)

»

Setup type:
Full installation

Selected components:
Monitor
PPVSServer
AlarmServer
RSMServer

m

Start Menu folder:
4

[ < Back ][ Install ][ Cancel

Figure 3. 16 Ready to Install

6. A panel indicating progress of the installation is displayed. A percentage completion bar is updated as the
installation progresses.
ﬁ! Setup - IVMS-7200-Servers(Simple) = 2
Installing

Please wait while Setup installs iWMS-7200-5ervers (Simple) on your computer.

Finishing installation. ..

L ——
Cancel

Figure 3. 17 View Servers Installation Progress
7.

If the dog driver is not installed properly, click Install Driver in the lower-left corner, and click Exit after the
driver installation is completed.

-

%! MicroDog and NetDog Windows Driver l = 3

Current Operating System

System Flatform: |Windows Vista

System Path: |C: “Windows'system3Z

DIriver Status

The driwer has been installed successfully!

Iriver Installation Iriver lninstallation

¥ USE Dog Driwer ¥ USE Dog Driwer
¥ Farallel Dog Driwer ¥ Farallel Dog Driwver

Date of drivers’ package: 2009.5. 19

é‘/ Install 4 Uninstall ) Check x Exit
Driver Driver Fills  Driver

17
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Figure 3. 18 Install Dog Driver

8. Read the post-install information and click Finish to complete the installation process.

ﬁ! Setup - IVMS-7200-Servers(Simple) | =

Completing the
iVMS-7200-Servers(Simple) Setup
Wizard

Setup has finished installing iVMS-7200-Servers{Simple) on
your computer, The application may be launched by selecting
the installed icons.

Click Finish to exit Setup.

Figure 3. 19 Complete Servers Installation

3.1.3 OCX Installation

Purpose:
OCX plug-in is adopted for the video surveillance client software development of the third-party platform.

Steps:
1. Double-click the program file 8 IVM5-7200-0cx | select the language for installation, and click OK.
[ Select Setup Language |,i‘3_,|1
Select the language to use during the
installation:
|English v|
[ Ok ] | Cancel |

Figure 3. 20 Select Language
2. Enter the Setup Wizard, and click Next to start the installation.

i) Setup - VMS-7200-0CX = et S

Welcome to the iVMS-7200-0CX
Setup Wizard

This will install iVMS-7200-0CX version 3.1 on your computer,

Itis recommended that you dose all other applications before
continuing.

Click Next to continue, or Cancel to exit Setup.

Mext > ]| Cancel

18
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Figure 3. 21 Open Servers Setup Wizard
3. Choose the destination folder where the OCX plug-in is to be installed. You can either accept the default
directory that is displayed, or click Browse and select a different directory.
Click Next to continue. You can also click Back to go to the previous step page.

i3 Setup - IVMS-7200-0CX =

Select Destination Location
Where should iVMS-7200-0CX be installed?

] Setup will install WMS-7200-0CX into the following folder.

To continue, dide Mext. If you would like to select a different folder, dick Browse,

Browse...

At least 31, 1 MB of free disk space is required.

[ < Back ][ Mext = ][ Cancel ]

Figure 3. 22 Choose Destination Folder for Servers Installation
4. Set the start menu folder in which you would like to create the program’s shortcuts.
You can edit the start menu folder in the text field as desired.
Optionally, you can check the checkbox of Don’t create a Start Menu folder to not to create the start
menu folder.

Click Next to continue.

5 Setup - IVMS-7200-0CX

Select Start Menu Folder
Where should Setup place the program's shortcuts?

= H Setup will create the program's shortcuts in the following Start Menu folder.

To continue, dide Mext. If you would like to select a different folder, dick Browse,

Browse...

[| Don't create a Start Menu folder

[ < Back ][ Mext = ][ Cancel ]

Figure 3. 23 Set Start Menu Folder for OCX Installation

5. Review the settings and click Install to start the installation.
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5 Setup - IVMS-7200-0CX

Ready to Install
Setup is now ready to begin installing VMS-7200-0CX on your computer,

Click Install to continue with the installation, or dick Back if you want to review or
change any settings.

Destination location:
C:\Program Files{VM5-7200-0CY

Start Menu folder:
IWMS-7200-0CX

| < Back |[ Install ]| Cancel

Figure 3. 24 Ready to Install
6. A panel indicating progress of the installation is displayed. A percentage completion bar is updated as the

installation progresses.

i3 Setup - iVMS-7200-0CX

Installing
Flease wait while Setup installs iWM3-7200-0CX on your computer.

Extracting files...
C:\Program Files\{VMS-7200-0CX \ppvsguard Microsoft, WC90.CRT\msvem30. dll

Cancel

Figure 3. 25 View OCX Installation Progress

7. Read the post-install information and click Finish to complete the installation process.

rﬁ! Setup - iVMS-7200-0CX | = ]

Completing the iVMS-7200-0CX
Setup Wizard

Setup has finished installing iVMS-7200-0CX on your
computer. The application may be launched by selecting the
installed icons.

Click Finish to exit Setup.
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Figure 3. 26 Complete OCX Installation

3.2 Frontend Device Configuration

Purpose:
You can visit the front-end device via Telnet, and modify the registration parameters after inputting the user
name and password.

=

[INoTE

For Win7 operating system, it is required to enable the Telnet service in the Win 7 OS. For details, see

Appendix VI Enable Telnet Service in Win7.

Steps:
1. Click “Start”, input cmd in the text field, and hit the Enter key to bring up the command window.

k::|[] |

B C\Windows\system32\cmd.exe

Microsoft Windows [Version 6.1.76811
Copyright <{c> 280%? Microsoft Corporation. All rights reserved.

m | »

C:“Users zhangxiuX>

Figure 3. 27 Run
2. Input “Telnet XXX.XXX.XXX.XXX”, and hit the Enter key to go to the login interface
[ Y

!
\

J‘

® XXX XXX.XXX.XXX refers to the device IP address. The default device IP address is 192.0.0.64

® We take 10.12.2.99 as the example in this section.

= x|

Bl C:\Windows\system32icmd.exe

Microsoft Windows [Uersion 6.1.76811]
[Copyright (c> 2009 Microsoft Corporation. A1l rights reserved.

m | »

IC:“Users zhangxiu>telnet 18.12.2.99

Figure 3. 28 Telnet IP
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3. Input the device telnet username and password, and hit Enter key to go to the telnet operation interface.

1 |
[NoTe]

The input password remains blank when typing in.

BN Telnet 10.12.2.99 |_ o | B ||
192.0.8.64 login: root -
[Password: -
i =

Figure 3. 29 Login

4. Configure the Device ID.
Type in “setFrontld X" in the command window. X refers to the device ID, and it is the ID you use on the

client side when adding the device.
Here we take 12345 as the example.

= x|

BN Telnet 10.12.2.99

[192.8.8.64 login: root
[Password:
it setFrontId 12345

m | »

[ -

Figure 3. 30 Configure Device ID

5. Configure the IP address and the Port No. of the Register Server
Input “setCMS XXX.XXX.XXX.XXX: N” in the command window. XXX.XXX.XXX.XXX is the IP address of the

register server, and the N refers to the port No..
Here we take IP address 10.12.5.13 and port No. 7660 as the example in this section.

1 |
[NoTe]

The port No. should be the same with the No. in <ListenPort>7660 in the configuration file of the

register server, which is 7660 by default.
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B Telnet 1012299 ==

192.8.8.64 login: root
[Password:
it setFrontId 12345

it setCMS 10.12.5.13:7660
ip = 18.12.5.13, Port = 7668
[Platform: 1

Figure 3. 31 Configure Register Server Settings
6. Enable iVMS Platform

Input “setPlatform 1” in the command window to enable iVMS platform.

B Telnet 1012299 =E——

192.8.8.64 login: root
[Password:
it setFrontId 12345

it setCMS 10.12.5.13:7660
ip = 18.12.5.13, Port = 7668
[Platform: 1

[t setPlatform 1
[Platform: 1

Figure 3. 32 Enable iVMS-7200 Platform
7. After the device is registered successfully, input “outputOpen” in the command window to receive the

heartbeat information from the device.

BN Telnet 10.12.2.99 |_ o | B | S|

192 .8.8.64 login: root
[P word:
it setFrontId 12345

it setCMS 10.12.5.13:7660
ip = 18.12.5.13, Port = 7668
[Platform: 1

[t setPlatform 1
[Platform: 1

it outputOpen
redirectionQutput success.

it {eHome>: heart resp status 208
[{eHome >: heart re atus 288
[{eHome >: unknow message :GETUPDATEPROGRESS
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Figure 3. 33 View Heartbeat Information

3.3 License Replacement

Purpose:
Up to 3 devices (16 channels) can be added to the newly installed platform. To connect more devices, you are
required to submit an application form to the license authorities (usually the headquarters) to apply for the
authorized license and hardware dongle.
Steps:
1. Insert the provided hardware dongle into the USB interface of the server, to Install the hardware dongle.
2. On the server side, enter the installation directory of the platform ...\IVMS-7200-Servers\PPVSServer, and
replace the old license.cyt file with the new one.
Reboot the register server (PPVS) to activate the new settings.
4. To verify whether the license is replaced properly:
1) Login to the platform via the IE web browser.
2)
3) Check the checkbox of PPVS, and click Search to view the register server (PPVS) status.
4)

Click Status > Server Status to enter the Server Status Search interface.

Click More to view the details. You can view the current maximum connectable channels.

Server status detail

Server Name:  PPVS
Number of Devices: 4
Security Dengle:  Unused
Allowed Type:  Channel
Allowed Quantity: 1000 Channels
Version: 23045050
Available Memory: 1085 MB

Total Memoery: 4078 MB

Figure 3. 34 Server Status Details
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Chapter 4 Mobile Client Installation

Purpose:

Mobile client is supported for the iVMS-7200 platform. You can install the mobile client on your mobile phone
and get access to the real-time video conveniently and efficiently.

Steps:

Enter the iVMS-7200 platform via the B/S client.

Go to the Download Center on the Home Page interface.

Select the mobile client you need, and click the corresponding icon ¥ .

Select the local saving path for the software and save it on your PC.

Copy the software to your mobile phone.

Install the mobile client software according to the instructions.

N o v bk w NDRE

You can log in to the iVMS-7200 platform via the mobile client after the installation.
0

orel

® For iPhone user, go to App Store and download iVMS-5060 software for installation.
® There are some differences in the functionalities of C/S client and B/S client
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Appendix I Compatible Front-end Devices

Device Name Device Model

DS-8100HM (F)I-ST/XX

DS-8104HMI-STM/XX

Mobile DVR DS-9000HMFI-ST/XX

iDS-9000HMFI-N /XX

DS-M5504HMI/XX

Mobile Enforcement System DS-8600HMFI-TC/GW

DS-6101HLI-T

PVR DS-6102HLI

DS-6102HLI-SE
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i
[NoTe]

Appendix II System Configuration

Requirements

The requirements here are for reference only. The final system deployments should be adjusted according

to the actual needs.

Front-end Device

No. Device Name Type and Requirements Quantity Note
1 Mobile DVR
2 Tandem Exchange Gigabit Switch
3 Access Exchange 100M Switch
Hub Station
No. Device Name Type and Requirements Quantity Note
Processor: XEON 3440 2.53G Quad core 8M
Motherboard:3420GPLC
1 Register Server Memory:2*2GB DDR3 ECC
Hard Drive:1*500G SATA
Network Adapter:1000M
Processor: XEON 3440 2.53G Quad core 8M
Motherboard:3420GPLC
2 Alarm Server Memory:2*2GB DDR3 ECC
Hard Drive:1*500G SATA
Network Adapter:1000M
Processor: XEON 3440 2.53G Quad core 8M
Motherboard:3420GPLC
3 Stream Media Server Memory:2*2GB DDR3 ECC
Hard Drive:1*500G SATA
Network Adapter:1000M
Processor: XEON 3440 2.53G Quad core 8M
Motherboard:3420GPLC
4 Web Server Memory:2*2GB DDR3 ECC
Hard Drive:1*500G SATA
Network Adapter:1000M
5 Operating System Windows Server 2008 R2 Standard SP1
6 Management Software iVMS-7200
7 Switch Gigabit Switch
8 Firewall Hardware firmware (recommended)

Monitoring Center
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No. Device Name Type and Requirements Quantity Note
1 Operating System Windows 7
2 IE Web Browser IE8, IE9, IE10, IE11
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Appendix III System Network Requirements

SkE

Im

E

The requirements here are for reference only. The final system deployments should be adjusted according

to the actual needs.

Front-end Device

No. | Device CIF 4CIF 720P 1080P Total Total Note
Name (512Kbps) | (2Mbps) (4Mbps) (8Mbps) Uplink Downlink
channel channel channel channel Bandwidth | Bandwidth
number number number number (Mbps) (Mbps)
1 MDVR 4 0 0 0 2 2
Switch port bandwidth: 100M switch
Hub Station
No. | Device CIF ACIF 720P 1080P Total Total Note
Name (512Kbps) | (2Mbps) (4Mbps) (8Mbps) Uplink Downlink
channel channel channel channel Bandwidth | Bandwidth
number number number number (Mbps) (Mbps)
1 Register 10 10 Statistic
Server IP
2 Alarm 10 10 Statistic
Server IP
3 Stream 4 0 0 2 2 Statistic
Media IP
Server
Switch port bandwidth: Gigabit switch
Monitoring Center Clients
No. | Device CIF 4ACIF 720P 1080P Total Total Note
Name (512Kbps) | (2Mbps) (4Mbps) (8Mbps) Uplink Downlink
channel channel channel channel Bandwidth | Bandwidth
number number number number (Mbps) (Mbps)
1 B/S 4 0 0 0 0.5 2
Client
2 Mobile 0.1 0.1
Client

Switch port bandwidth: 100M switch
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Appendix IV Server Loading Capacity

Register Server Performance Parameters

Running Environment

Processor: 13 CPU 3.0GHz or above
Memory: 4GB

Gigabit network

Windows Server 2008 R2 Standard SP1

Max. Access Devices

5000

Recommended Access Devices

No more than 3000

Alarm Server Performance Parameters

Running Environment

Processor: 13 CPU 3.0GHz or above
Memory: 4GB

Gigabit network

Windows Server 2008 R2 Standard SP1

Alarm / GPS Write Speed 20000 items / second
Storage Space of Every Million GPS Info Items 60MB
Storage Space of Every Million Alarm Info Items 60MB

Time for Search

2~5 seconds

Max. Access Devices

5000

Recommended Access Devices

No more than 3000

Stream Media Server Performance Parameters

Running Environment

Processor: 13 CPU 3.0GHz or above
Memory: 4GB

Gigabit network

Windows Server 2008 R2 Standard SP1

Forwarding Performance of 256Kbps Stream

Max.:900; Recommended: 600

Forwarding Performance of 512Kbps Stream

Max.:700; Recommended: 500

Forwarding Performance of 1048Kbps Stream

Max.:250; Recommended: 200
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Appendix V Enable NTP Service in Windows
2008 Server

Steps:
1. Open Start menu then click Run, type in regedit, and then click OK.
2. Edit the value of AnnounceFlags.
1) Find and click the following registry subkey:
HKEY_LOCAL_MACHINE\SYSTEM\CurrentControlSet\Services\W32Time\Config\AnnounceFlags
2) Intheright pane, right-click AnnounceFlags, and then click Modify.
3) Typein5inthe “Value data” of “Edit DWORD value” box.
4)  Click OK to save the settings.
3. Edit the value of Enabled.
1) Find and click the following registry subkey:
HKEY_LOCAL_MACHINE\SYSTEM\CurrentControlSet\Services\W32Time\TimeProviders\NtpServer
2) Inthe right pane, right-click Enabled, and then click Modify.
3) Typein 1inthe “Value data” of “Edit DWORD value” box.
4)  Click OK to save the settings.
4. Runthe command of “net stop w32time && net start w32time” in the command box and restart the

win32time service.
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Appendix VI Enable Telnet Service in Win7

Steps:
1. Click Start->Control Panel->Program, open Turn Windows features on or off in Program and Features,
check the checkboxes to enable the Telnet Client and Telnet Server, then click OK for completing

installation.

[Z Windows Features I l = | Sl | -

Turn Windows features on or off (7]

To turn a feature on, select its check box. To turn a feature off, clear its
check box. Afilled box means that enly part of the feature is turned on,

[ 1, Microsoft Message Queue (MSMQ) Server -
. Print and Document Services

, RAS Connection Manager Administration Kit (CMAK])

, Remote Differential Compression

, FIP Listener
. Services for NFS
, Simple Metwork Management Protocol (SNMP)

m

J Simple TCPIP services (i.e. echo, daytime etc)
J Subsystemn for UNIX-based Applications
| Tablet PC Components
, Telnet Client
f renessene \
, TFTP Client

Windows Gadaoet Platform

d0EEEEOOOOET

oK l ’ Cancel

2. Telnet service is disabled in default after installation.
Click Start, and input Servcies.msc in the text field to search and open the services manager. Find and
double-click the Telnet item, set “manual” as its startup type (more secure, only start when needed), click

the Start button and then click the OK button to finish the settings.

* Senvices =1 =
File Action View Help ”
@ |[F) 0 o=| B e » m| Tenet Properies Local Computer) [
‘. Services (Local) . Services (Local) General | Log On | Recovery | Dependencies
Telnet Service name TintSvr Startup Type  “|
Display name:  Telnet Manus!
Start the service Automat
Description: Enables a remate userto log on to this computer and « utomatic
fun programs, and supports various TCP/IP Telnet Automatic
Description: Manual
Enables a remote user to Path to exseutable
Automatic
this computer and run pr C\Windows\System32'tirtsvr exe Autormat
supports various TCP/IP 1] utematic
clients, including UNI-b{)| | Satuptpe: | [Manual - Manual
Windows-based comput ) - Manual
:EN,(E is Smppe‘t;;”‘nt Help me configure service startup options. Autornatic
il o programs might be unf
this service is disabled, an| Service status Stopped Manual
that explicitly depend on Manual
Automatic
You can specfy the start parameters that apply when you start the service
from here. Manual
Manual L
Start parameters: Manual B
Automatic '
Automatic
\ Manual |
a [T— T
' Extended { Standard

0302001040722

32



Installation Manual of iVMS-7200

Appendix VII Uninstall iVMS-7200

Uninstall Web

Steps:
1. Go to Start > All Programs > iVMS-7200-Web, and click Uninstall.

2. Select the components of uninstallation.

[Nore
It is recommended not to uninstall the PostgreSQL and Init DB unless, or you will lose all the data stored in

the database.

5 IVMS-7200 Intelligent Video Management System 3.2 Uninstall = o S|

o s e ®)

Choose which features of ivM3-7200 Inteligent Video Management System 3.2 you
want to uninstall.

Check the components you want to uninstall and uncheck the components you don't want to
uninstall. Click Uninstall to start the uninstallation.

Select components to Description
uninstall: [] PostaresaL
[ nito
Space required: 0.0KB
Uninstall ] I Cancel

Uninstall Servers

After the servers are installed, a shortcut £ is created on the desktop.

Steps:

1. Double-click the icon @ to enter the Watchdog interface. You can view the status of the servers.
2. Select the server which is running and click the Stop button.

You can also click Stop All to stop running all the servers at one time.

3. Right-click the icon on the taskbar and select Exit to quit the watchdog program.
Go to Start > All Programs > iVMS-7200-Servers, click Uninstall iVMS-7200-Servers, and then uninstall the

servers according to the instructions.
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Servers
W atc h d o g Alarm server [ ALARM ]
Stream server [RSM ]

Access server [PPVS ]

@ Restart All

Status
B Stopped
B Stopped

@ Stopped

Uninstallation Exception

If a message box pops up as follows, and the servers have been stopped on the Watchdog interface, you can

open the task manager, and then end the server processes, including RSMServer.exe, PPVSServer.exe and

AlarmServer.exe.

Uninstall

i

" running!

OB Please stop service and exit the monitoring program while Service is

34
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