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IPMIView (IPMI-Over-LAN)

Chapter 1
Overview

IPMIView is a management software program based on the IPMI specification Reversion 1.5 — 2.0. IPMIView
sends IPMI messages to and from the BMC (Base Management Card) on a host system at a remote location.
IPMI messages are encapsulated in the RMCP (Remote Management Control Protocol) packets called
“datagrams.” This method is also referred to as “IPMI-over-LAN.”

According to the Distributed Management Task Force (DMTF) Specification, RMCP is used for system
management in a pre-OS or an OS-absent environment. RMCP is a simple request-response protocol that can be
delivered using the UDP (User Datagram Protocol) datagrams. IPMI-over-LAN uses version 1 of the RMCP
protocol and packet format. An RMCP packet is transmitted via an IP (Internet Protocol) networking, which
will allow system managers to manage their IPMI-enabled systems over the Internet. In a private LAN network,
this is a basic feature. IPMI uses the same UDP port number (623 in decimal) as the ASF (Alert Standard
Forum) protocol. If the managed system is protected by a firewall, UDP port 623 must be opened.

In Supermicro’s IPMI solution, a BMC (Baseboard Management Controller) shares the LAN1 NIC on the
mainboard. (If there are more than one LAN Ports on the mainboard, LANL1 is the one closest to the
Keyboard/Mouse Port.) The NIC will re-route the IPMI packet to the BMC instead of forwarding it to the
upper layer of the network protocol stacks as other protocol packets do.

IPMIView V2.0 covers Supermicro’s BMCs for both IPMI v1.5 and IPMI v2.0. However, due to design
changes, some functions may not be available for IPMI v1.5, while others might no longer be available for
IPMI v2.0. IPMIView will automatically hide any functions that are not available based on the BMC version
used in the system.



Chapter 2
Installing the IPMIView Utility

A. Installing the IPMIView Utility into a Windows System

To install the IPMIView utility into a Windows system, follow the instructions listed below:

1) Download the IPMIView utility from ftp://ftp.supermicro.com/utility/IPMIView/.

2) Click the folder marked “Windows” to open it.

3) Double click the file: IPMIView20-Win32_vX.X.XX_BuildXXXXXX.exe.

4) When the “Opening IPMIView20-Win32” screen displays, click “Save File” to save the utility into your
system as shown in the screen below.

@ = c LaT B frp: fiftp, supermiceo, com Uty TPMIView indows) i '.‘l" y.

8] Most Yisited @) Getting Starked |5 | Latest Headlines E Customize Links

B Index of ftp://ftp.supermicro.com/u... | -+

Index of fip://ftp.supermicro.com/utility /IPMIView/Windows/

B Up to higher level directory

Name Size Last Modified
= 1PMlvView20-Win3z_v2.7.20_Build110125.exe! F0S71KE  1/24/2011 11:41:00PM
C) IPMIview20-4in32_v2.7.20_Build1 10125.2ip FO45KE  2/7/2011  6:46:00 PM

Opening IPMIView20-Win32_v2.7.20_Build110125.exe g]

‘You have chosen ko open

[ IPMIView20-Win32_v2.7.20_Build110125.exe
which is a: Binary File
fram: Fep:f{ftp.supermicro.com

Would you like to save this file?

Done

Figure 2-1

5) When the Downloads screen displays, select the file: IPMIView20-Win32_vX.X.XX_BuildXXXXXX.exe.



) Downloads

£9.53 ME — supetmicrd, cam

Clear List ;-

Figure 2-2

6) When an “Open Executable File” screen displays, asking you if you want to launch the “IPMIView.exe” file,
click OK to download the IPMIView utility. To cancel installation, click <Cancel>.

Open Executable File?

"IPMIView=20-Win32_v2,7.20_Build110125.exe" is an executable file, Executable Files may
contain viruses or other malicious code that could harm ywour computer, Use caution when opening
this file, Are wou sure you wank to launch "IPMIViewZ0-Win3Z_v2.7.20_Build1 10125, exe"?

[] Don't ask me this again

[ ok | [ Cancel

Figure 2-3

7) When the “Open File-Security Warning” screen displays, click <Run> to launch the IPMIView utility.
An InstallShieldWizard screen will display, indicating that Java is preparing the system for installation as
shown below.

InstallShield Wizard

will quide you through the rest of the process.

@ InztallShield® iz preparing the InstallShield Wizard, which
]
Fleaze wai...

Freparing Javaltm) Yirtual kM achine...

EEENEENNENEENEENEENEENEENEENEEEEEE
Figure 2-4

8) When preparation is complete, the “Welcome to the Installshield Wizard” screen will display. Click <Next>
to proceed with IPMIView utility installation.
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5 [nstaller

Welcome to the InstallShield Wizard for IPMIView

The InstallShield Wizard will install IPMMiew on yaur computer,
To continue, choose Mext.
IPMliew

SUPERMICRC

hitptwsnse SLPErMICrD.cam

Figure 2-5
9) When prompted, carefully review the agreement and click “I accept the terms” to proceed.

5 |nstaller

FPlease read the following license agreement carefully.

The license distributed with IPMMiew, includes IPMIMView and TrapReceiver,
grants you the right to use IPMIView and TrapReceiver software on any
system to manage Super Micro products, subject to the restrictions listed
helow and the disclaimer relating to warranties, support and damages. 1.
DISCLAIMER: This software is provided on an "as is" basis, without any other
warranties, or conditions, express ar implied, including but not limited to
warranties of merchantable guality, merchantahility or fitness far a particular
purpose, arthose arising by law, statute, usage oftrade or course of dealing.
The entire risk as to the results and performance ofthe Productis assumed
by you. Meither we nor our dealers or suppliers shall have any liability to you
or any other persan or entity for any indirect, incidental, special ar
conseguential damaages whatsoever, including but not limited to loss of

¥ i rmrofit loct ar clornacannd ol ot roothboe rrorenknial o Y=TuN]

()1 acceptthe terms of the license agreement.

() | do not accept the terms ofthe license agreement.

Figure 2-6

10) A screen will display to indicate the directory where the IPMIView utility will be stored. Click <Next> to
continue with the installation. To change the directory for the utility, click <Browse> to select the directory
for your IPMIView utility.



5 Installer

Click Mext to install "IPkIYiew" to this directory, ar click Browse to install to
a different directary.

Directary Mame:
CAProgram FilesiSUIPERMICE P M iew: |

Browse

Figure 2-7

11) Click <Next> after reading the summary information on the information screen. The installer starts to install
the utility.

5 Installer

Installing IPMIView. Please wait...

InstallSnial]

o | e

Figure 2-8

12) When the installation is complete, the following screen will display. Read the summary information and
click <Finish> to complete IPMIView Utility installation for Windows systems.



5 Installer

Please read the summary information below,

The InstallShield Wizard has successfully installed IPMIView Choose Finish to
exit the wizard.

| InsiallSmizldl

o et 'F|n|5h :

Figure 2-9
B. Installing the IPMIView Utility into a Linux System
Note: Different Linux operating systems might differ in IPMIView utility installation. For your convenience,
we are providing the instructions on how to install the IPMIView utility into a Linux machine for your

reference. This is for your information only.

Installing the IPMI1View Utility in a Linux System

1) Download the IPMIView utility from ftp://ftp.supermicro.com/utility/IPMIView/.

2) Click the folder marked “Linux’ to open it.

3) Select the file: IPMIView20-Linux_vX.X.XX_BuildXXXXXX_.bin to download it into a directory.

4) Change the file access permission to make IPMIView20-Linux_vX.X.XX_BuildXXXXXX.bin an
executable file.

5) Run the executable IPMIView installation file: ./IPMIView20-Linux_vX.X.XX_BuildXXXXXX.bin. The
installer will be initialized as shown in the screen below.




BB

File Edit Wiew Terminal Tabs Help

Initializing InstallShield Wizerd
Extracting Bundled JRE.J}

Figure 2-10

6) When the installer is initialized, the following “Welcome to the InstallShield Wizard” screen will display.
Click <Next> on the screen shown below.

Welcome to the InstallShield Wizard for IPMIView

The Installzhield Wizard will install IPMIView on your computer,
To continue, choose Mext,
—_ —— IPMIView
- SUPERMICRO
http:/ fwww. sUpermicro. com

[retallSthield

Cancel

Figure 2-11

7) When the license agreement screen displays, read the agreement and check the item “I accept the terms”
and click <Next>.



Installer

Please read the following license agreement carefully.

The license distributed with IFM View, includes IPMIView ancd
TrapReceiver, grants you the right to use [PMIView and TrapReceiver
software on any system to manage Super Micro products, subject to the
restrictions listed below and the disclaimer relating to warranties,
support and damages. 1. DISCLAIMER: This software is provided on an
"as is" basis, withaut any other warranties, ar conditions, express or
implied, including but not limited to warranties of merchantable quality,
merchantability or fitness for a particular purpose, or those arising by
law, statute, usage of trade or course of cdealing. The entire risk as to
the results ancl performance of the Product is assumed by wou. MNeither
we nor our dealers or suppliers shall have any liability to you or any
other persaon or entity for any indirect, incidental, special or
consequential damaages whatsoever, including but not limited to loss of

B

@ | accept the termns of the license agreement.:

) | do mot accept the terms of the license agreement.

Figure 2-12

8) A screen will display to indicate the directory where the IPMIView utility will be stored. Click <Next> to
continue with the installation. To change the directory for the utility, click <Browse> to select the directory
for your IPMIView utility.

Installer

Click Mext to install "IPMiview" to this directory, or click Browse to
install to a different directory,

Directory Name:;

| /opt/SUPERMICRO/IPMIView |

Browse

Figure 2-13

Note: For IPMIView utility installation in a Linux system, the default installation path is
“/opt/SUPERMICRO/IPMIView”.
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9) Click <Next> after reading the summary information on the information screen as shown in the screen
below. Then, the installer will start to install the utility.

Installer

Flease read the summary information below,

IFMIV iew will be installed in the following location:
Jopt jSUPERMICRO/IPM View

with the following features:
IPM W iaw

for a total size:
28.1 MB

Figure 2-14
10) When the installation is complete, an InstallShield Wizard screen will display to inform you that the utility
has been successfully installed into your machine. Click <Finish> to finish the installation process and exit
the InstallShield Wizard as shown in the screen below.

Installer

Pleasze read the summary information below.

The Installshield Wizard has successfully installed IPMIView. Choose Finish
10 exit the wizard.

Figure 2-15
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C. Running IPMIView with JAR in Your System

Note: For the IPMIView utility to function properly, make sure that your system supports Sun JRE (Java-
Runtime-Environment). Please note that Open JDK, which usually comes with a Linux system, is not supported
by IPMIView. To download Sun JRE for JRE installation, please visit the website at
http://www.oracle.com/technetwork/java/javase/downloads/index.html.

For Sun Java Linux environments, an extra setting to the environment (listed below) is required. After this
setting your default Java JRE will be replaced by Sun Java.

Add jre to your PATH line in the .bashrc file: PATH=/usr/java/jrel.6.0_12/bin:$PATH.
The "jrel.6.0_12" folder may change depending on your version of Java.

After JRE installation, you are ready to run the IPMIView utility in your system.

1) Go to ftp://ftp.supermicro.com/utility/IPMIView/JAR.
2) Download IPMIView20-Class_vX.X.XX_BuildXXXXXX.zip to your system.

File Edit Yiew History Bookmarks Tools  Help
@ - c iy, B fip: fiftp, supermicro, comjutilicy IPMIiews Jar} Wl "l' >
.g,_Most visited (@) Getting Started (5] Latest Headlines [ Customize Links
E| 1ndex of ftp://ftp.supermicro.com/u... | -
Index of fip://ftp.supermicro.com/utility /IPMIView/Jar/
ch Up to higher level directory
Name Size Last Modified
) TR Class vz, 7.20_Build110125.2ip Ze0S9KE 3142011 3:28:00 AM
Done
Figure 2-16

3) Extract the files in the zip file to the folder of your choice.
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Running IPMIView with JAR in a Windows System

Note: To run IPMIView with JAR in a Linux machine, please refer to the section listed on Page 14.

1) Ina Windows machine, click <Run> on the Windows Start menu to enter the DOS environment.
2) Browse the directories to locate the directory where you’ve saved the Jar files. Click the file:
IPMIView20.bat and click <Open> to select it.

Browse 2]
Lookin: | (3 dar ¥ @ mE-
Type the name of a program, folder, document, or
Internet resource, and Windows will open it Far yau, kS
My Recent
Open: | "C:iDocuments and Settings\DianciaB. SUPERMICRO! v \ i Documents
Desktop
My Documents
My Computer
File name: ‘\PMN\EWZU bat Vl l Open J
20 MyNewok | Fiesofype  [Progiams v [ cancel ]

3) Once you’ve selected the correct file (IPMIView20.bat), click <OK> in the DOS command prompt and
press <Enter> to run it.

= Tvpe the name of a program, folder, docurment, or
Inkernet resource, and Windaws will open it For you,

o= P nCiaE, SUPERMICR.ONDeskboph Jar IPMIViewz0. bat'

l 2, | | iZancel | | Browse. .

Figure 2-18

4) The IPMIView utility will be initialized as shown below.
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r Management

;‘Pm'ver LAN
-

Figure 2-19

T7 IPMI View V2.7.20 (build 1101 25) - Super Micro Computer, Inc.
File Edit Manage Help
e e Od @ 2
SUPERMICR®
Ji8a P Domain AvQ#EP
IPMI View
Intelligent Platform Management Interface
IPMI 2.0/1.5 over LAN
EE- Groups B& &
1] 1PMI Domain (0/0)

Figure 2-20

Running IPMIView with JAR in a Linux System

Note: To run IPMIView with JAR in a Windows system, please refer to the section listed on Page 13.

1) Locate the directory where the IPMIView.JAR folder is stored.
2) Change the file access permission to make IPMIView 20.sh an executable file.
3) Execute the shell script ./IPMIView20.sh.

14



4) Press <Enter>and the IPMIView utility will start as shown below.

IPMI View V2.7.20 (build 110125) - Super Micro Computer, Inc.

] ® @6
SUPERMICR® |

M IPMI Domain & ¥ @ 7 4
#]192.168.12.110 i
(£ 192.168.12.121
7] 192.168.12.123
IRl 192.168.12.124
5 192.168.12.8
= 192.168.12.9
& 192.168.12.90
& 102.168.12.102
= 192.168.12.111
=) 102.168.12.151

' Fa
=) 102.168.12.171 i
=) 192.168.12.167 5
21192.168.12.159 E; :

=) 192.168.12.156 : :

=) b

&l 195908 12,150 :5 Intelligent Platform Management Interface
2} 192.168.12.112 B

=) 192.168.12.70

IPMI 2.0/1.5 over LAN

7] IPMI Dormnain (9/17)

Figure 2-21
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Chapter 3
System Management

Menug Fil= Edit Session Manage Help
q [e | G
Br o @ & O @ 2 © M
Toolbar
N~ ] = 192.1681.38
Llogo “ISUPERMICR@
<«—PKI Domain 2.
IPMI 1 192.168.1.168 LA EL
. ) 192.188.1.
Sorting ) 192.168.1.227 System Mame  192.168.1,38
& 192.168.1.38
System ] s System IP &ddiess  192.168.1.38
List ) Mew System?
Description  DESCRIPTION
System _ LoginID | ADMIN
View
Sessions Password |
L zave |0 and Password
Viewing
e
QgaLy
Grou CONNECTED
p -
=5l Groups BE&d%
manage )
ment
Yersion : IPMI 2.0 RMCP+
Cipher Suite : RAKP-HMAC-SHAT, HMAC-5HAT-95, AES-CRC-128
BOttomA Lagin | Event Log [ Gensars | IPM Device | BMC Setting || Users | Text Consale | KM Cansale]
Toolbar™
RMCP+ Open Session successful

Figure 3-1

As shown in Figure 3-1, there are several components in the IPMIView window (Figure 3-2):

1)
2)

3)
4)

5)
6)

7)
8)

Menu Bar: contains functions that allow you to add/delete systems or groups and save configurations.
Toolbar: contains functions that allow you to execute commands quickly. Click the icons on the toolbar
to add a new system, save the current configuration settings, to discover IPMI devices, to access group
management, to discontinue the IPMIView section and to access the help menus. See Figure 3-2 for
details.

Logo: Click the Logo icon to visit Supermicro’s website.

IPMI Sorting: This allows you to sort devices in an ascending/descending order via the online format, or
in the original sequence.

System List: This lists the computers managed by the BMC Controller.

Group management: This allows the user to manage system groups, including creating/adding new
accounts, deleting accounts and update group information.

Group List: It lists computer groups managed by the BMC for better management.

Viewing Window: This shows detailed information including Login, IPMI Device, Event Log, Sensors,
BMC Settings, and the status of the IPMIView firmware.

16



9) System View Sessions: IPMIView can manage up to 20 systems at any given time. The systems that are
currently managed by the BMC are indicated in the System View window.

10) Bottom Toolbar: This toolbar contains function tabs that allow you to execute commands quickly. The
tabs allow you to access the following submenus: Login, Event Log, Sensors, IPMI Device, BMC
Setting, Users, Text Console, KVM Console.

—'j IPHI ¥iew ¥2.6.29 (build 070927} - Super Micxzo Computer, Inc_

Fil: Edit Manage Help

e @i e R
SUPERMICR® '

i IPMI Domain =~ A v § £ @
& 192.162.10.340

L2 19216810 341
=] 152 165.10 342
[ 192.168.10.243

IPMI View

Intelligent Platform Management Interface

IPMI 2.0/1.5 over LAN

28l Groups Edda

[T IPMI Domain (44)

Ready

Figure 3-2
ToolBar (Top)

The toolbar provides you with direct access to the features that are used frequently (as shown in Figure
3-3). You are able to switch between server- and group- management. The following toolbar shows the
items that are currently available for user configuration under the BMC management.
Add a new System

aSave configuration
4 iscover IPMI device
Syvitch to server management

Switch to group management

Clgse session
B8 & Ié 2 52

Show trap Info
About
Figure 3-3
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Adding a new system

Edit Session Manage Help
System

Discover IPMI Device roup

Reload Configuration

b
Save Configuration CR.

IUpdate Firrware
reH &

Language
Exit
EJJ H'ewuﬁl_lrlstemE
21192 168.1.163
CJ 192.168.1.38

Figure 3-4

Click <File>"New>System” to add a new system to the IPMI connection (as shown in Figure 3-4). An
“Add a new system...” dialog box will display as shown in Figure 3-5.

& Add a new system. ..

System Marme:

P address: | 0000 |

Description: | DESCRIPTION |

Figure 3-5

In the “Add a new system” dialog box, enter the System Name for the system to be managed by the
BMC, its IP address, and its description. Then click <OK>.

18



e Adding a new group

For better system management, the manager may group systems in different groups. A system may be
included in multiple groups. The default group is the “IPMI Domain.” All systems under the BMC
management belong to the IPMI Domain even if they are also grouped into other groups.

Click the menu: <File>"New...>Group” to add a new group to the IPMI connection.

An “Add a new group” dialog box will display as shown in Figure 3-6.

In the “Add a new group” dialog box, enter the Group Name and its description. Then click <OK.>

e Discover IPMI Device

IPMIView offers a feature that will detect all devices or systems currently connected to the network.
The user may specify a Network IP address range, and the network Mask, then click <Detect> or
<Start> to search any IPMI devices or systems that are connected to the IPMI 1.5 or IPMI 2.0
connections as shown in Figure 3-7. Click <Exit> to discontinue this process.

£ [PMI Device Discovering @

£ Add a new £TONp

Group Mame: | AEREIE

Description: | DESCRIPTION

Figure 3-6

MNetweark P From | [EREGERIED

To | 192.168.10.254

Network hask | 255 255 255 0

Search Option

PMIZ0 [C]IPMIN S

Start Exit

Found: 2

P ame “ersion
19216810241 [192.16810.241 [IPh 2.0+ |

192165.10.246 |1 9216810 246 |IPMI 20

Figure 3-7
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Reload Configuration

From the pull-down menu, click <File>"Reload Configuration” to load the configuration settings that
were previously saved.

Save Configuration

From the pull-down menu, click <File> “Save Configuration” to save the current configuration settings.

Update Firmware

From the pull-down menu, click <File> “Update Firmware,” and select the system you wish to update
from the IPMI Domain list on the left side of the window. A Confirmation dialogue box will appear.
Click <OK> to update the IPMI Firmware. Click <Cancel> to discontinue this process.

From the pull-down menu, click “File>Save Configuration” to save the current IPMIView configuration
settings.

Language
From the pull-down menu, click <File> “Language” to activate a Language submenu. From the
submenu, you can select Chinese (Taiwan), Chinese (China) or English (USA) as your IPMI language
setting.

Exit
From the pull-down menu, click <File> “Exit” or press <Alt-F4> to exit IPMIView.

Modify System

Select a system in the System Window you want to modify and click <Edit> “Modify System” to
modify it from the pull-down menu as shown in Figure 3-8.

File Session  Manage Help

Modify A =
D ey e 2 ©

S IFMI Security Group | |1 819216810

Join ICR®
Disjoin I
@'IF Refresh veES

Ml 192.168.10 243

Figure 3-8
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e Delete System

Select a system in the System Window you want to delete and click <Edit> "Delete System” from the
pull-down menu as shown in Figure 3-8 to delete it.

You can also right click on a system in the System Window, and select “Delete” in the pop-up menu to
delete it.

e Delete Group

Select a group in the System Window you want to delete and click <Edit> "Delete Group” from the
pull-down menu to delete it as shown in Figure 3-8.

You can also right click a group in the System Window, and select “Delete” in the pop-up menu to
delete it.

e IPMI Security

From the pull-down menu, click <Edit>"IPMI Security” to activate the IPMI Security dialogue box.
Check Auto Detection for IPMIView to automatically check the current IPMI status. Check the
Advanced User box to select the following protocols as shown in Figure 3-9.

® Hardware: BMCB, Firmware:IPMI 1.5:

® Hardware: BMC2, Firmware:IPMI 2.0 (non-RMCP+):

® Hardware: BMC2, Firmware:IPMI 2.0 (Standard RMCP+).

Check the Encryption box to use encryption supported by the IPMI 2.0 Standard RMCP+. All packets
transmitted from IPMIView to the BMC system management will be encrypted.

IPAI Protocol 9

P IPMI Pratocol for Mew Spstem]

<

(73 Auta Detection

For Advanced User. Select Following Protocols based on HW and Fw
() Hw : BMCBE. P : IPMI1.5
) Hit - BMC2, PV IPM 2.0 non-RMCP-+

(&) Hw - BMC2, Fw/ - IPMI 2.0 Standard RMCP+
Encryptior]

Hw = Hardware
Fiaf = Firrnware
Figure 3-9

e Joinagroup

Select a group in the Group window, a system in the System Window, and click <Edit “Join” from the pull-
down menu to include (to join) this system into the group as shown in Figure 3-8.

21



e Disjoin a System or a Group

Double click the group from which you want to disjoin a system. The systems that are included in the
group will appear in the System Window. Then, select the system you want to disjoin from the group,
and click <Edit> “Disjoin” from the pull-down menu shown in Figure 3-8. You can also select a group
from the Groups list and click <Edit> “Disjoin” to remove it from the IPMI groups.

You can also right click the selected system, and select “Disjoin” in the pop-up menu to remove it from
the group.

e Refresh

Double click the group from which you want to disjoin a system. The systems that are included in the
group will appear in the System Window. Select the system you want to refresh, and click <Edit>
“Refresh” from the pull-down menu to refresh the system as shown in Figure 3-8.

e Timeout

The timeout setting is shown in Figure 3-10. Timeout is the period for IPMIView to wait for a response after
sending a command to a managed system. If a response is not received from the managed system in the
timeout period, IPMIView will resend the command to managed system again. You may specify the timeout
value (in seconds) to get a quicker response from the managed system. You can also specify the number of
times that IPMIView will resend the command.

Setting

Timeout for retry [zecond] 2

2
: Humber of retry 20

oK Cancel

Figure 3-10

e Section

IPMIView will display the IP address(es) currently connected to the network when you click <Section>
from the toolbar. You can disconnect the IPMI connection from a system currently connected to the
network by clicking “Closing. (the IP Address) “.
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Figure 3-11

e IPMIView Management
IPMIView allows you to manage your server or your network group by selecting <Manage>
“Server/Group” from the pull-down menu as shown in Figure 3-11.
In addition, you can also configure Group Login Settings by selecting “Setting” from a pull-down menu
under the <Manage> tab. A dialog box will appear, prompting you for the Login ID and Password. Once
enter the values in these fields, click <OK> to access the page and configure the settings. Please note
that this feature is available for the system administrator only.

e Help

Select <About> to display the information on the systems connected to the network.
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Chapter 4
Login

Login

Click the <Login> tab on the bottom toolbar as shown in Figure 4-1. A login screen along with some
information about the managed system will appear in the Viewing Window. Enter the login ID and
password, and click the <Login> button to log in. When login is successful, the connection information
will be shown at the bottom. The Login button is grayed (disabled), and the Logout button as well as
other available management functions will be enabled. as shown in Figure 4-2.

Fle Edt Session Manage Help

nEaEd@ RO
SUPERMICR® |~
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1 132.168.1.163
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1.227

138
Hew System] IF Addiess 132.168.1.38
) New System2
) New System3
) New Systemd
) New Systems

=]
=)

Description DESCRIPTION

LoginID | ADMIN

Password

save ID and Passward

Login |

Fieady

Figure 4-1

7 IPMI View ¥2.6.29 (build 070927} - Super Micro Compater, Inc.
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IPMI Domain
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Login1D | ADMIN
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save ID) and Password

=5 Groups E&ad CONNECTED
g 1PMI1 Domain (4/4)
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Cipher Snite : RAKP-HMAC-SHAL, HMAC-SHA1-96, AES-CBC-128

Login | Event Log | Sensors | 184 Devise | BMC Setting | Users|| Test Console | EVM Conmols | Virtual Media

RMCF+ Open Session successful

Figure 4-2
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The default Login ID and password are “ADMIN”. Both are case-sensitive.

In IPMIView, an MD5 algorithm will encrypt the password when it is transmitted through the network.
(If you are connecting to the IPMI 2.0 RMCP+, all the data will be transmitted by an encrypted
algorithm.) Once the password is confirmed, IPMIView will show a CONNECTED symbol, and all
available function pages will be shown as in Figure 4-2. If the password is invalid, a message will be
displayed in the Status Area that reads, “Unable to activate a session, please check ID and Password.”
and a Break symbol will be shown (see Figure 4-3).

Fi: Fdit femion Manage Help
BHE e Bde e
s T B a0 51
SUPERMICR®
IPMIDomain & w G 7 &
1972 166 101240 Syetem o 192 168 10,241
192 168 10 242
Il 19216610243 P Adiees 192,168 10241
Desesiption 192 168 10,261
LogalD | wnin
e
2] sove [0 and st
E ,
Emms - R
1781 Dixeswnn {484)
Loja
AR Metssge 2 armor Unantherized same (tabus code = 00H)
Figure 4-3

In order to reduce overhead on the managed system, all pages will not be refreshed automatically. The
user must refresh the pages manually as needed.

After logging in, the IPMIView main window will display as shown in Figure 4-2. A tool bar will
display on the bottom of the screen for your convenience.

e Bottom ToolBar
As shown in Figure 4-4 below, this toolbar contains function tabs to allow you to execute commands
quickly. The tabs allow you to access the following submenus: Login, Event Log, Sensors, IPMI Device,
BMC Setting, Users, Text Console, KVM Console.

Login
Event Log
Sensors
T IPMI Device

Login | Event Log | Sensorz| IPM Device | EMC Setting [ Users | Text Console | EWM Conscle]

BMC Setting
ser
Text Console
KVM Console
Figure 4-4
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Chapter 5
Event Log

After you have logged into a system, the screen as shown in Figure 5-1 will display. Click the <EventLog> tab
on the bottom toolbar to activate the Event Log screen as shown in Figure 5-2.
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Figure 5-2

e System Event Log

All: Click this radio button to select all events.

From...to: Click this radio box to select a portion of events.

Get: Click this tab to get the event logs.

Export: Click this tab to export event logs to a file.

Clear All Entries: Click this tab to clear all event log entries.

Current SEL Device Timestamp: This item displays the timestamp of the current SEL device.
Set Timestamp: Click this tab to set the timestamp for the system selected.

Refresh: Click this tab to refresh this page.
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Chapter 6
Sensors

This feature displays the status of each sensor used to monitor system health as shown on Figure 6-1.
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B Hetresdmy cerros’ dalus cusplebed

Figure 6-1

Fans: This window displays fan status.

Voltages: This window displays voltage readings for various devices.
Temperatures: This window displays temperature readings for various devices.
Sensors: This window displays the devices being monitored.

Refresh Every X seconds: Enter the number of seconds for the system to refresh.
Refresh Now: Click this tab to refresh the Sensors page immediately.

Save Layout: Click this tab to save the current layout setting.

Hide inactive item: Check this box to hide inactive items.

Show History: Check this box to display the sensor records.
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Chapter 7

Fle Edit Ssssion Manage Help
(THT i
il agle Re
SUPERMICR® |~ "
1 IPMI Domain g g 7= % Device Intormation
] PR e S5 ACPI System Power State 50/60 ;
[2) New Systemd IPMI Revision 210 O
2] 1521681 168 z
(=) o System2 b
] 192.168.1.227 Gracetul Power Control
=) New Systemt -_—
NEEESPSiEl N
Chassis Power Control
WRGEADTYIM MRESTSAYEE BEOTSHCTEEN WS —
BMC UID LED
[ CodReser ] Blink UID LED
Refresh
Login| Event Loa|| Sensors [ [E4 Device!| BMC Getting| Users | Test Cansole]| KM Conscle
Gl ACP| Power State sucoesded

Click the IPM Device tab of the IPMIView management session in the Viewing Window (shown in
Figure 6-1) to display the information and functionality of the BMC firmware installed in the system.

e Device Information
This shows the revision levels of the BMC and IPMI firmware.
e ACPI System Power State

This shows the power state of the managed system. If the managed system is in a power-off state, the
green light will be off. It will be updated automatically every five seconds.

e Graceful Power Control (Administrator and Operator only)

Graceful power control will inform the OS running on the managed system to shutdown, reboot and
reset the power-cycle within a specified time. (The default setting is 30 seconds). When the OS running
on the managed system receives a graceful power control request, it will generate a pop-up window on
the monitor of the managed system, and start to count-down. This pop-up notice window will give the
user working on the system an opportunity to save any working files. However, remote login users or
service users (e.g. Web site visitors) will not see this notice.

Graceful Shutdown: This feature has the same function as “shutdown” in the Windows. Using this
feature will cause the managed system to enter the S5 state.

Power On Icon: Click on the Power-On Icon to power on or power off the device.
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. Chassis Power Control (Available for the Administrator and Operator only)
This feature is used to manually control the power state of the chassis of a managed system. When the
BMC receives the power control command from the chassis, it will have direct control over the power
button or the reset button of a system.

Power Down: This feature will power off a managed system as it would when the Power-Down button
of the chassis is pressed.

Power Up: This feature will turn on the power of a managed system as it would when the Power-Up
button of the chassis is pressed.

Power Cycle: This feature will turn off the power of a managed system for a few seconds and then turn
on the power of the system again.

Reset: This feature resets a managed system as it would when the Reset button of the chassis is pressed.
e BMC Cold Reset (for the Administrator only)
Clicking the Cold Reset button allows you to reset the BMC. After confirming the reset of the BMC, the
session will be terminated immediately. The user has to close this session manually. This feature is
rarely used. It is only used for an event when you suspect a system malfunction for example.
e UID (Unit Identifier) LED
Blink UID LED: Click this table for the UID LED to blink when the unit in question is identified.

Refresh Click this tab to refresh this page.
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Chapter 8
BMC Settings
(For System Administrators Only)

BWC LAN Configuration

IF Address LAN MAC
Gateway IP DHCP
Subnet Mask LAN MAC must be correct while update
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SHMP
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0.0.0.0
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LAN Interface
O Dedicated ) On Board LAN @ Failover

Login | Event Log | Sensors | [FM Device BM Users | Text Conzole | KV Console

“Figure 8-1

Click the BMC Setting tab of the IPMIView management session in the Viewing Window (as shown in
Figure 8-1) to display detailed information on the BMC LAN Configuration, SNMP trap configuration
and the serial port status.

e BMC LAN Configuration

This feature displays the IP address, the LAN MAC, the Gateway IP, the Gateway MAC and the Subnet
Mask of the BMC and allows you to modify these settings. NOTE: please make sure that the MAC
address of the LAN and the gateway for the BMC are correct before updating it by clicking the
<Update> button. Be careful to enter the correct values especially for the LAN MAC. If you enter the
wrong LAN MAC, IPMIView will not be able to connect to that system any more.

If you accidentally enter a wrong LAN MAC value, you may use the IPnMAC.exe command in the
IPMI Solution/Utility subfolder on this CD to update it. To activate IPnMAC.exe, which is a DOS
command, you must first boot your managed system to DOS, and then execute IPNMAC.exe on the
managed system. You can also enable the VLAN (Virtual LAN) Tag setting by clicking on the “Enable
VLAN Tagging” box on the right and enter the value on the VLAN Tag field to configure VLAN Tag
setting.

e SNMP
This displays the SNMP trap configuration of the system that needs to receive the SNMP traps generated
by the BMC to allow you to modify the settings. To change the configuration on the BMC, enter the

SNMP community name in the Community text field, and enter the IP address as well as the MAC
address in the SNMP Trap Receivers table in the SNMP group. Then, click the <Update> button.
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The SNMP Trap may have multiple destinations. When any critical error occurs, an SNMP trap packet
will be sent to all receivers in the list. To remove an SNMP receiver, you may change both IP and MAC
addresses to 0.0.0.0 and 00:00:00:00:00:00 respectively. Then, click <Update>.

For a system to receive the SNMP traps, you must install and run an SNMP trap receiver program. The
managed system will send out an SNMP trap packet to all receivers when an event occurs. If an SNMP
trap receiver is not running, the trap packet is discarded, and cannot be queued anywhere.

e RS232/ MODEM (available for IPMI 1.5 only)

This displays the configuration of the RS232 interface on the BMC. It is used to initialize the RS232
port and the installed modem, if any. The RS232 port is the box-header (Figure 8-2) on the BMC, and a
dedicated serial port.

Baud Rate: It is the baud rate for serial connections, which will not affect paging settings.

Modem Init String: This is the modem initialization string for serial link connections, which will not
affect paging settings.

Figure 8-2

e LAN Interface
e Dedicated: Click this radio box to use the IPMI-Dedicated LAN as the default LAN connection.

e Onboard LANZ1: Click this radio box to use the onboard LAN port 1 as the default LAN
connection.

e Failover: Click this radio box to enable Failover support.

e Update: Click this tab to update LAN connection status.

e Refresh: Click this tab to refresh the page.
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Chapter 9
Users
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Figure 9-1 (For IPMI 2.0)
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Figure 9-2 (For IPMI 1.5)

Click the Users tab of the IPMIView management session in the Viewing Window (as shown in Figure

9-1 and 9-2) to display detailed information on the Users management, and paging severity thresholds
for IPMI 1.5.

We strongly recommend that you change the password immediately for security reasons.
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USERS

User Name

IPMIView allows you to add or delete a user, to change a user’s password, to set and update user
privilege settings by clicking the appropriate tabs.

Privilege

This feature allows you to set and update privilege level for a user or delete a user from the list. There
are six privilege levels, Callback, User, Operator, Administrator, OEM, and No Access. Only the first
four privileges are supported. Privilege Levels determine which IPMI commands a user can execute
over a channel. Privilege Limits set the maximum privilege level that a user is allowed to operate at. A
user is granted certain privileges for each channel, and the user can operate at a privilege level that is
granted. Click the “Update Privilege” to change the privilege level setting for a user.

Group Privilege Levels

Callback

This may be the lowest privilege level. Only those commands that are used to initiate a
Callback are allowed. (Available for IPMI 1.5 only.)

User

Only the basic commands are allowed. These commands are used to read and retrieve
data, to modify BMC configuration settings, or to write data to the BMC or other
controllers. Actions such as resets, power on/off, and watchdog activation are not
allowed.

Operator

All BMC commands are allowed, except for commands that can modify out-of-band
interface settings. For example, the Operator is not allowed to disable individual
channels or change a user’s access privileges.

Administrator

All BMC commands are allowed, including modifying commands. An Administrator
is allowed to execute configuration commands that disable the channel over which the
Administrator is communicating.

SOL (Serial-Over-LAN)

This feature allows the user to configure SOL settings. Click “Enable” to enable SOL support. Click
“Update SOL Privilege” to update a user’s SOL privilege level.

Click Paging Setting to set the parameters for an individual user (Figure 9-3). There are two types of
paging services: Numeric paging and alphanumeric paging. To use a paging service, a modem must be
connected to the RS232 connector on the BMC (Figure 9-2).
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Figure 9-3
e FRU (for IPMI 2.0 only)
This provides useful information on the board and the product, including the serial number, part number,
and the components of the motherboard. Click the “Update FRU” tab to update board information and
product information, including information on the manufacturer, the name of firmware, the serial

number/ the part number of the motherboard, and the part/model number of the BMC firmware, the
version and the serial of the IPMI/BMC firmware.

e PAGING/SEVERITY (for IPMI 1.5 only)

Use paging severity settings to determine when a user will be notified of an entry of the system event
log (SEL).

The following settings are available for each group:

None When this setting is selected, user notification for this group is disabled.

Warning When this setting is selected, the RMC will notify the user when SEL entries for the
group exceed the warning thresholds.

Critical When this setting is selected, the RMC will notify the user when SEL entries for the
group exceed the critical thresholds.

All When this is selected, the RMC will notify the user of all entries of the SEL events for
the group.

All warning and critical thresholds are predefined by Supermicro based on hardware design.
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Chapter 10.
Text Console Redirection (SOL- Serial-Over-LAN)
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Figure 10-1

Click the <Text Console> tab on the bottom tool box (shown in Figure 10-1) to enable Text Console
Redirection support, which will allow you to control a remote system from a text mode console. Click
the <Start> button to start the text console redirection. Click the <Stop> button to stop the text console.

® BMC for IPMI 1.5

Console Redirection is not supported by the IPMI specification VV1.5. Supermicro provides this useful
feature for a manager to control the managed system from a remote location. When a managed system is
booting up during the POST routine, and no other software application are available for you so that you
can gain control over console redirection, IPMIView provides you with this valuable feature. Console
Redirection will redirect the monitor of a managed system for IPMIView use and allows you to send the
key codes to the managed system.

When a managed system changes its video mode from Text Mode to Graphics Mode, a termination
notice will be sent to IPMIView to terminate the console redirection. Text Console Redirection only
works with the text mode.

Important Note: Console Redirection can cast a very heavy load on a managed system. It will redirect
the whole monitor to the manager’s system, and it will slow down the managed system significantly. We
suggest that you use this function only when you absolutely need it. For other applications, a proper
console redirection software application (pcAnywhere, Symantec Corporation) or a remote login
protocol (telnet) is recommended. When you finish your remote operation, click <Stop> to terminate
console redirection to take the load off the managed system.
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® BMC for IPMI 2.0

Serial-Over-LAN (SOL) was designed to support Text Console Redirection based on the IPMI
specification VV2.0. This function performs better in IPMI 2.0 than in IPMI 1.5. The Text mode
console is supported by the Windows 2003, even when the OS is running. To support Text Console
Redirection on the Windows 2003, Special Administration Console (SAC) must be enabled. The
following instructions are used to enable the SAC:

1. Enable Console Redirection in the BIOS, and set it to COM 2 (or COM B)
2. Modify boot.ini in C:\. Boot.ini is a hidden file. An example of boot.ini is listed below.

[boot loader]

redirect=com2

redirectbaudrate=19200

timeout=30

default=multi(0)disk(0)rdisk(0)partition(1)\WINDOWS

[operating systems]

multi(0)disk(0)rdisk(0)partition(1)\WINDOWS="Windows Server 2003, Standard” /fastdetect
[redirect

To enable Text Console Redirection support on a Linux Platform:
1. Host A with the IPMI BMC installed (for the Linux Platform):

a)BIOS POST:

(i) Enable “Console Redirection” in BIOS Setup.
(For example, COM2 / 19.2Kbps / 8N1)

(ii) Disable “Enable Console Redirection after POST” in the BIOS setup.
b) Boot Loader:

(i) For GRUB, add the following TWO lines into /boot/grub/grub.conf, but  comment out
“splashimage=(hd0,0)/grub/splash.xpm.gz”

serial—unit=1 --speed=19200 --word=8 --parity=no—stop=1

terminal—timeout=10 serial console

#splashimage=(hd0,0)/grub/splash.xpm.gz

(ii) Then add “serial console=ttyS1,19200n8” to the end of kernel /vmlinuz in
/boot/grub/grub.conf.

For example:kernel /vmlinuz-2.6.5-1.358smp ro root=LABEL=/ rhgb quiet serial
console=ttyS1,19200n8

This will result in all boot messages being output to the console ttyS1, but you will not see  All these boot
messages on the local console until the login message prompts.

c) LINUX OS:

(i) Add the following line into /etc/inittabs0:2345:respawn:/sbin/agetty ttyS1 19200
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(ii) Edit /etc/securetty and add ttyS1

2. Host B with IPMIView installed:

a) Install and run IPMIView.
b) Log in Host A with the IPMI BMC installed as Admin.
c) Start Console Redirection in IPMIView immediately after the Host A reboots.

You will see the BIOS POST, the boot loader, and the Linux OS messages and prompts.
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Chapterll.
KVM Console (KVM-Over-IP for Video Redirection)

KVM Console Redirection is a new feature included in the Supermicro Intelligent Management (SIM) Module.
If Video Console Redirection support is enabled, the remote screen will be redirected to IPMIView. BIOS
POST, BIOS settings, DOS, Windows or Linux OS screens can all be redirected to IPMIView.

Click the <Launch KVVM Console> tab to launch K\VVM console redirection.

Figure 11-1 shows sample screenshots of Video Console redirection. The screen of a remote managed system
will be redirected to IPMIView. You will see the screen of the remote system just as if you were sitting in front
of the system.
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Toolbar
There are several tool buttons that can be used for video console as shown in Figure 11-2.

Start Video Redirection

StOJ? Video Redirection

FuI“Screen Auto :Adjust Screen
Sgreen Capture T Options
uick Shot

192 1510 249

l> @ 100%; - E)% Ctrl+ 2t +Del u Options
Figure 11-2

Open or Close Quick Shot Panel

Send Ctrl+Alt+Del to Remote
Zoom Out
Select Percentage for Scaling Screen

Zoom In

e [> Start Video Redirection

This button is used to start video redirection. IPMIView will automatically start the video redirection
when you click the Video console tab.

[ @ Stop Video Redirection

This button is used to stop video redirection. To stop video redirection, press this button again to stop it.
Please note that the drive redirection will continue to work when it is enabled.

° Full Screen

This button is used to maximize the size of the remote video screen on the local computer display. You
may press <alt + enter> to return back to the original mode. Please refer to Figure 11-3.
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Alt + enter
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Figure 11-3

) L1l Screen Capture

This button is used to capture the screenshots of the remote managed systems. You will see a file-save
dialog box with a preview image. Select the directory and filename to save it. The file format can be
PNG or JPG.

o @ Quick Shot

This button is used to capture quick screenshots. You will need to first specify a directory where you
want to store quick shot images. You will see the quick shot images in the quick shot panel. Please refer
to Figure 11-4.

07 IPMI View ¥2.5 Beta(build 060522) - Super Micro Computer, Inc

File Edit Session Menage Help

= O [[= 1921881024 |
M b ® OE &8 & o aptons

- Guick shot inages
roup: Database Cluster

(@] 19216810241

=) 192.158.10.242

(95 Bladle Certer
95 vl Servers
= & Cluster

CIEFELTS

GQuick Shat to C:\Documents and... Fps: 22 In: 48 KBis Out: 222 Bis H

| Login | Event Log | Sensors | IPM Devics | BMC Satting | Lisers | Text Console | videa Cansole

ideo Interface Ioaded

Figure 11-4

[ Open or Close a Quick Shot Panel

This button is a switch used for opening or closing the quick shot panel. Double click the image in this
panel to show a full-size window for viewing.

[ ] ®‘* Zoom In

This button is used for zooming in the screen (up to 300%). Please refer to Figure 11-5.
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This button is used for zooming out. The maximum zoom out percentage is 10%. Please refer to Figure
11-6.

Zoom Out

Figure 11-6
o [100%  ~| select percentage for Scaling Screen

This combo box allows you to select the setting of screen scaling, either 10%, 25%, 50%, 75%, 100%,
200%, 250% or 300%. An additional selection allows you to scale to fit with the IPMIView window size.

@ (CirAt+Del Send Ctrl + Alt + Del to Remote

This button is used to send the <Ctrl + Alt + Del key >combination to the remote system. It is useful
when the remote system is running in the BIOS, DOS or Windows environment.

[ @ Auto Adjust Screen

This button is used to adjust the screen automatically. Press this button if it’s difficult for you to see the
whole screen.

° QOptions

Options
You can select more options here. The list of options is listed below.
0 Monitor Only: Use this feature to display the remote screen only. The keyboard and mouse
will be disabled.
0 Readability Filter: This item uses algorithm to improve screen display. This will allow you to
see the text content easier when you scale the screen.
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0 Local Cursor: Use this to change local cursor settings.

o Chat Window: This feature allows the user to chat with each other via the IPMI connection.
Please refer to Figure 11-7.

17 192.168.10.24 Chat

| 11mi@]BW-D0C64 10703D{ super J=> test
root@linuxsuper }== 456

iim@IBM-DDCE4107D3D(super) ‘ [~ Beep

Figure 11-7

0 Video Settings: This feature allows you to configure the advanced video settings. Please refer
to Figure 11-8.

Brightness ¢ N 70
ContrastRed ¢ | 114
Contrast Green 4 | 110
ContrastBlue  « | 112

|
|
|
|
Clock . | 1344
|
|
2l

_ ==

Phase x| I 20
Horizontal Offset _« | i 308
Vertical Offset  «| | 34

{Reset this Mode?‘ Reset All Modes

Save Changes | 1,024x768 60HZ Undo Changes

Figure 11-8

0 Refresh Video: This feature allows you to refresh the video screen.
o Soft Keyboard: A virtual keyboard is provided for easy input. It also provides localized
keyboard mapping. Please refer to Figure 11-9.

English (United States) 104pc 3
Ese  F1|F2|F3|F4|FSIFEIFFIFS/FAFmFF12) P & | Brk
J1[z]3lals]al7]s[alo]-[=[=[n[~[t[&]]=]-
":..qwertyuiop[](JDe||EndI"\‘1‘I+
frals|d|f{g|lh|{j[k/ I|;]"| | a|—»
iz x|c v b|nm|l,|. || < TEndJrI(J
Ctrl | St/ Al Alt | StiMe| Cirl ||+ —Dl Ing |De
Figure 11-9

o0 Local Keyboard: This feature allows you to set local keyboard mapping settings.

o Encoding: This feature supports encoding for the video screen. The options for encoding are
“Predefined”, “Compression” and “Color Depth”.
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Status Bar

Message: Frames per second and In/Out bytes per second
S‘tsl Video redirection Fpa: 20 In: 184 KB/z Out: 204 Blz
Figure 11-10
Keyboard/Mouse
Share Mode
Start Yideo redirection
o

Message: This section displays tool tip information and the video redirection status.

Fpz: 20 In: 184 KBiz Out: 204 Bls
[
This section indicates the number of the frames displayed per second, and Input (Kbytes per second)/

Output (bytes per second).

3i
o 4% Share Mode
This icon indicates the status of screen-sharing on the remote system. If there is only one user using the

a
video redirection of a remote system, the icon will look like & | .If two or more users using the video
a ]
redirection of the same remote system, the icon will look like ad|
&
[ Monitor Mode

O
This icon displays the status of monitor mode. When the display looks like , It indicates that you
can use the local keyboard and the mouse to control the remote screen. When the display looks like

% , it indicates that the local keyboard and the mouse are not available. If you select the option
“monitor only”, the keyboard and mouse will be disabled.
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Chapter12
Virtual Media

The Supermicro Intelligent Management (SIM) Module provides a Virtual Media feature, which includes a
Virtual USB Floppy, a CD-ROM image and Drive Redirection.

Figure 12-1 shows the Virtual Media GUI. The Virtual Media Status section displays the current virtual
device status. There are two virtual drives available.

Floppy Image Upload allows the user to upload a floppy image as “floppy” located at the remote host. The
floppy image uploaded shall be in the binary format with a maximum size of 1.44MB. It will be loaded to
the Supermicro SIM card and emulated to the host as a USB device.

The CD-ROM Image on the “Windows Share” allows the user to configure Windows-Share settings. It
allows you to decide how you want to share the data stored in your shared folder with the users on the
remote host system.

Drive Redirection makes local drives accessible to other users via console redirection. This function allows
you to share your local drives (floppy, CD-ROM and HDDs) with users on remote systems.

[ 102.168.10.241

Wirtnal Media Satoz
Dirive 1 Dirive 2
Twpe : Floppy image Empty

Fead ! Write mode: Writable
File name : flopporamg (1474560 bores)

Floppy Imnage Upload CD-EOkM Image on Windows Share
Dirive: |2 =1 Open ] [ Tpload Dirive: m w
Floppy Inage file: Share host:
CMloppow img Share namme:
Path to image:
Tpload floppay image done Teer (optional):

Pazzword (ophonal):

Dirive Eedirection

Dirive 1: Mot connected

Dirive Eedirection disconnectzd

Dirive 2:|  Connect Dirive ][ Conmnect IS0 [Not connected

Dirive Redirection disconmectsd

(Owmmei ] ®

Login | EventLog | Bensors | IPM Device | BMC Setting | Users | Text Console | EVM Conzal: | Wiral Media
Figure 12-1
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® Floppy Image Upload

As shown in Figure 12-2, click <Open File> to select the file that you wish to upload to a specific host
drive of your choice. Click <Upload> to upload the floppy image. Please wait for the uploading process
to complete. The virtual floppy will be activated after the floppy image is uploaded.

Floppy Image Upload

Dirine:
Floppy Image file:

Cfloppy dmg

Uploading floppy image

[ ]

Figure 12-2
® CD-ROM Image on Windows Share
Please refer to Figure 12-3 for the following items.
Drive: Specify the drive that you want the remote host to share.

Share Host: Enter the IP Address or the name of the system you wish to share data with via “Windows
Share”.

Share Name: Enter the name of the shared data in the remote host.
Path to Image: Enter the location of the source file that you wish to share via “Windows Share”.

User/Password (Optional): Enter the user and password for the person to access the data that you want
to share, and click the <”Set>" button to enter your selections as shown in Figure 12-3.

CO-ROM Image on Windows Share

Drive: 2w

Share host: 192 16310117
Share name; =t
Path to image: CO SO

Uzer (optional):

Password (optional);

Figure 12-3
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® Drive Redirection

As shown in Figure 12-4, Drive Redirection supports both local drive and the ISO file. When you click
the <Connect Drive>, a dialog will show up as figure 12-5.

Local Drive List: This box displays a list of local drives available for remote access. Select from the list
a local drive that you want to make accessible for a remote server.

Refresh List: Click this button to refresh the local drive list.
Write Support: Check this button to allow the remote operating system to have write access to the drive
that you have selected. This function allows a user to alter, overwrite, erase and destroy data stored in

the drive selected. This feature should only be used with non-critical data. Select the drive and click
“OK?” to start direct redirection.

The second type of drive redirection is “Connect ISO”. You may redirect the ISO file directly from your
file system. Click this button and select an 1SO file to start this function.

Dirive Fedirection

Drivel:[ Connect Dirive ” Connect T30 ]Hu:utu:u:-n.macted

Cancelled Dirtve redirecton

Dirive 2:[ Connect Dirive ][ Connect T30 ]Hu:utu:u:-n.macted

Dirtve Redirechon discommected

Figure 12-4
:: Select a drive to redirect @

- (Hard Disk) v [ Refresh List ]

[] Enable Write support

| ok || Cancel |

Figure 12-5
® Stop Active Drives
As shown in Figure 12-6, click <Stop Drive 1> to disable Drive 1 and Click “Stop Drive 2” to disable

Drive 2. The <Refresh> button is used for refreshing the Virtual Media settings. If you want to stop or
change the type of a virtual drive, you first need to stop it.

[ @ Ztop Drive 1 ] [ @ Stop Dirive 2 ] [ Refresh ]
Figure 12-6
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Chapter13
Group Management

Group management is a way to manage multiple servers at the same time. For example, you can query the
fan sensor readings from multiple servers and note their differences. Also, you can simultaneously power on
or off multiple servers at the same time. As shown in Figure 13-1, click <Manage Group> to show group
management. In group management, you can select multiple servers from the host group on the left and
manage them with the functions provided. You may re-arrange groups of servers in the group list to make
server group management easier.

:: IFMI Yiew ¥2.6.20 (build 070927) - Super Micro Computer, Inc.

J Group Management

SUPERMICR®

Fen | Temperatore | Voltage | Sensors | Event Log || ACPI| Power | LAN Config | FRU | Test Console | Genersl Info

Systern Name I Sensor Name Reading nit Low Limit

=5l Groups Bd&&e
(il 1FMI Domsin (4/4)

[ Refreshevery |60 | seconds

(et Virtual Media information done

Figure 13-1

In the group management, a Login ID and password are required. Click <Manage > to set the login
information. Please note that IPMIView will use this account to login to multiple servers. (Figure 13-2)

Group Login Sething E|
jr) Login ID DM |
Pazzurond o
save [0 and Password
* A dmnindstrator level ie required
| ok | [ Cancel |
Figure 13-2
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IPMIView provides various tools for group management. As shown in Figure 13-3, group management can
be grouped to the following categories.

Fans

Temperature
Voltages

Sensors

Event Log

ACPI

Power

LAN Configuration
FRU

Text Console
General Information

R R R S

Group Management
Fan | Temperature | Yoltage | Sensors | Event Log | ACPI || Power || LAN Config | FRU | Text Conzole | General Info
Figure 13-3

o Fans

After you’ve selected multiple servers and clicked the <Fan> tab, a window will display as shown in
Figure 13-4. You can use <Ctrl+Click>, <Shift+Click> or drag your mouse to select servers. Click the
<Query> button for IPMIView to collect the fan readings from the selected servers. The information
listed in the table shows the fan status of the selected servers. If a fan reading is colored in red, the fan
may be broken, not installed, or the reading is below the lower limit. When this occurs, the
Administrator should take precautionary measures to ensure that the system functions properly.

You may refresh the fan status by checking the Re-flash checkbox. IPMIView will refresh the fan status
based on a preset schedule. Please note that IPMIView will not refresh if you switch to another tab.

:: IPHI Yiew Y2.6.20 (build 070927) - Super Micro Computer, Inc.

File Edit Session Manage Help
i ] o e 2
S C . 1 Group Management
UPERMICR Fan | Temperatire | Volinge | Sensors | Event Log | ACFT | Fower| LA Config| FRIT | Text Consle | Gensral Info
IPMI Domain =~ & ¥ @ £ g | ==

=

B 102 165 10 131 =00

£ Fan

Systern Narns il Sensnr Narns Reading it Leow Limit

192.168.10.341 192 166.10.241 [Fanl RFM 600

] 102162 10.242 19216810241  [19216810241 [l 00 RFM 600
192.168.10.341 102 166.10.241 [Fand EFM 60
192.168.10.381 192 165.10.241 [Fand RFM 60
192 16810241 152 16810 241 [Fand RPM 60
192.168.10.341 192 165.10.241 [Fand RFM 600
19216810341 152 158 10 241 [Fan /P TI RFM 60
192.169.10.341 192 166.10.241 [Fand/CPUZ 1800 RFM 600
192 16810151 152 188 10131 [Fant RFM 60
192.168.10.151 182 188.10.131 [FanZ RFM 60
19216810171 192 168 10131 Fan3 ] RFM 60
192.168.10.131 1oz 168.10.131 [Fand EFM 60
192.168.10.131 192 168.10.131 [Fans RFM 60
192.168.10.131 1oz 168.10.131 [Fan RPN 60
192.168.10.131 192 165.10.131 [Fan?/CFUL RFM /600
192 16810151 152 188 10131 [FanB/FTIZ RFM &

25| Groups Bdide

(g TPMI Doomain (5/5)

[ Refoshevery [60 |9 secands st updated 2007001 15:55.05 (18)
Finish

Figure 13-4
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o  Temperatures

The screen shown in Figure 13-5 indicates that multiple servers have been selected, and the Temperature
tab is pressed. Clicking the <Query> button allows IPMIView to collect the temperature readings from
the selected servers. The information listed in the table shows the temperature settings of the selected
servers.

07 IPMI View ¥2.6.29 (build 070927) - Super Micro Computer, Inc. [[=1(E3]

Fle Edit Sesion Menege Help

BE & 8oe R

S C . Group Management

UPERMICR Fan| Tempersture | Yoltage | Sensors | EventLag | ACP | Fawer | L&N Config| FRU | Text Console | Grenersl Info

Temperstura
Systerm Nemne i3 Sensor Heme Reading Usit High Limit
192.16.10.241 192.162.10.241 FU Temp | 50 degre C 750
192.168.10.241 192.168.10.241 FU Temp 2 20 degres C 0
192.168.10.241 192.168.10.241 FU Temp 3 pa degres C 0
192.168.10.241 192.168.10.241 FU Temp 4 ] degres C 0
192.168.10.241 192.168.10.241 v Temp 20 degres C 0
192.168.10.151 192.168.10.151 FU Temp 1 5o degres C 0
192.168.10.151 192.168.10.151 FU Temp 2 0 degres C 0
192.168.10.151 192.168.10.151 v Temp 00 degres C 0

25 Groups &L

i [F241 Domsin (505)
A mms Tsst updated 20071001 15:59:25 (8)

Finish

Figure 13-5
o Voltages
After selecting multiple servers and < Voltages> settings, you will see the display as shown in Figure

13-6. Clicking the <Query> tab will allow IPMIView to collect the voltage readings from the selected
servers. The information listed in the table shows the voltage status of the selected servers.

107 [PMI View ¥2.6.20 (build 070927) - Super Miczo Computer, Inc. (=15

File BEdit Sewion Mamge Help
e a ode R
S C . 1 Group Management
UPERMI R Fan | Temperturs | Volsge | Sensors | Event Log | ACPT| Pawer | LAN Config | FRU | Text Console | General Info
Voltage
SystemName | TP SemorName | Reading Tnit Low Limit High Limit

19216810241 19216810241  [CPUL Voo [132 [Volts Log 161

) 15216810243 19216810241 [192.160.10.241 [CPU2 Veore 0 [Folts ] 161
10716810261 10216810241 [53V i [Folis 256 3]
192168 10241 102.168.10241 |5V 01 [¥olts 448 549
19216810241 (16216810241 127 16l Vols 1075 334
10216810201 10216810241 [13¥ 126 Volts 133 108
10716810261 10216810241 15V ¥ [Folis L3 164
192168 10241 102.168.10241  5VEB 475 [¥olts 448 549
19216810241 19216810241 [VBAT 24 Vols 256 36
192168.10.131  |102168.10.031 CPUL Veore 136 Volts 108 161
197168.10.131 |102.168.10.131 _[FUZ Yeome 1 [Folis 08 161
10216810131 162168 10131 337 Be8 Vols 256 761
19216810131 |192168.10.031 5V iai Vols 448 549
10216810131 |102.068.10.131 137 [¥83] Volts 107 1234
197168.10.131 |102.168.10.131 _[3sE 36 [Folis I 549
16216810131 19216810131 [VBAT s Vols o6 761

25 Groups B&de

i 171 Domain (5/5)

[ Retrehevery [60 ] sonts last updated 00701 15:59.27 (16)
Finish

Figure 13-6
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o Sensors

After selecting multiple servers and clicking the <Sensors> tab, you will see the window as shown in
Figure 13-7. Click the <Query> button for IPMIView to collect the sensor readings from the selected
servers. The information listed in the table shows the sensor status of the selected servers. The window

here shows the chassis status and power supply status. If the chassis is opened or a power supply has
failed, the reading will be in red.

U7 IPMI View ¥2.6.20 (build 070927) - Super Micro Computer, Inc.

Fie Edit Sewion Manage Help
e ade e
SUPER ICR. Group Management
M Fan | Temperatwe | Voltags | Sensors | Event Log | ACPI| Power| LAN Config| FRU | Text Console | Generel Info
o PR
Fover Suppy and [ntrosion
System Name IF Sensor Home Status
192.168.10.241 192.168.10.241 ntrusion hassis OK
102.168.10 241 192.168.10241 over Supply over Supply OK
102.168.10.131 192.168.10.131 ntrusion hassis Opened |
192.168.10.13L 192.168.10.131 over Supply over Supply OK
Groups E&dd
IPMI Domnsin (5/5)
[ Retumshovery |80 | soands st updated 20071001 15:59:32 (4)
Finish

Figure 13-7

« Eventlog

After selecting multiple servers and clicking the <Event Log> tab, you will see a display as shown in
Figure 13-8. Click the <Query> button for IPMIView to collect the event logs from the selected servers.
The table below displays the event log of the selected servers. Select the <Host combo> box to filter the
event log data in the table.

MI View ¥2.6.29 (build 070927) - Super Micro Computer, Inc.
File Edit Sesion Manage Help

PDAagieRe
SUPERMICR@ 2 Sreue Menagement

Fan| Temperature | Voltage | Sensors| EventLog | ACPI| Power| LAN Config| FRU | Text Console | General Info

I B

A v QS

REL
System Naone: | AL v

=] 192 168.10.242
] 192.166.10.2¢3 System Name i Time Stamp Type | Sensor | EventType

10716810241 (19216810241 [0BADM007 14:2209F  [Physical. Intrusion [De-assertion: Physicel Secwsity (Chassis Int A
10216810241 [192.168.10.241 Fan _ [Fan5 |lsertion: Lower Non-critial - going ow
10716810041 [192168.10.241 Fan  Fen5 |Awertion: Lower Crifical - going low
10216810241 [192.168.10.241 Fan  Fan5 |Awertion: Lover Non-teooverabls - going
19216810241 [192.168.10.241 Fen  [FawtiC... hssertion: Lover Non-criticel - going low
10216810241 [192.168.10.241 Fan _ Fen?C.. Awertion: Lower Crifical - poing lov
19216810241 [192.168.10.241 Fan  [FautlC... [hswertion: Lower Non-tecoverabls - going
10216810241  [192168.10.241 Fan  [FowerS..|Awertion: Lower Non-critical - going low
19216810241 [192.168.10.241 Fan  Fowers..|heertion: Lower Critical - going lov
10716810241 [192168.10.241 Fan  [PowerS..|Assertion: Lower Non-secoverable - going
19216810241 [192.168.10.241 Fan__ (CPUO... |Aswertion: Lover Noa-critivel - going low
10716810041 [192168.10.241 Fan  (CPUO... |Awertion: Lower Crifical - going low
10216810241 [192.168.10.241 Fan__ (CFUO... Awertion: Lover Non-eooverabls - going

10716810041 [192168.10.241 Fan | Theoma... hssertion: Lower Non-critical - going low
10216810241 [192.168.10.241 Fan | Therma... /Asertion: Lower Crifical - going lov

19216810241 [192.168.10.241 Fan | Themm... [kswertion: Lower Non-recoverabls - going

Groups G & & 4| 19216310281 (19216810241 Fan | Therma... hssertion: Lower Non-critial - going low
i) 171 Domein (559 19216810241 [192.168.10.241 Fan | Theoma... [Aseertion: Lower Crifical - going lov

10216810241 [192168.10.241 Fan |Theoma.. [hssertion: Lower Non-secoverable - going

19216810241 [192.168.10.241
10716810041 [192168.10.241 Fan  Fen5 |Awertion: Lower Crifical - going low
19216810241  [192168.10241  [05A0M007 143434F  |Fn  [Fan5 |Aswertion: Lower Non-recoverabls - going ¥
< >

[ Refeshovery [60 [ seconds Tost updated 200710/01 16:01:48 (895)

Fan FanS Asgsertion: Lower Non-critical - going low

Finish

Figure 13-8
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« ACPI

After selecting multiple servers and clicking the <ACPI> tab, you will see a display as shown in Figure

13-9. Click the “Query” button for IPMIView to collect the ACPI state from the selected servers. The
table displays the ACPI state of the selected servers.

DT IPMI View V2.6.20 (build 070027) - Super Micro Computer, Inc.

Fik Edit Semion Massge Help

IDagide ke

- - :{g Group Management
SUP]:RMICR. Fan | Tempeobue | Yoliage | Senmes| EventLog AT Powse| LAN Cosfig| FRU | Tese Comvole | Geaead lanfo
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ACHL

- Systemn Hame ¥ ACFiShe | Dexogion  OwOff
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T 16810003 19216600341 LOLIGEL040 20000 wochang

192168.10.131 192,168 10131 20100 wuikang

ﬁam Rade

1EM1 Dommazn, (545)

[ Refmshevery |60 w secomds ot updated 20071001 160205 @)

Figure 13-9
o Power

After selecting multiple servers and clicking the <Power> tab, you will see a display as shown in Figure

13-10. Click one of the power <Control> buttons to send a command to the selected server. The text
area will show the result.

TTIPMI View ¥2.6.29 (build 070927) - Super Micro Computer, Inc.

Fik i Semon Miage Help

HE & 8me % &

K
. y - «fa Group Management
SUPE’RMICR‘. Fan| Tempcabus | Yolisgn | Senors| Evenl Log | ACEL| Power | LAK Conlig| FRU | Tedt Comsole | Guieral lafo

A IPRA| Dicarmasin A w QB @y | Omcefol Fower Contl
M 192.160.10.131

wcen || ][ | [ Gmeeful Pawes Cele |

Chasis Fower Contml

[ owmibowa ][ PwwmUp ][ PowmCrmk | [ Eemt ]
Renlt
[2007110/01 16:02:42] Sending Power Lip to 192.168,10.241, . Ok
[2007A10/01 16:02:42]) Sending Power Lip to 192.168,10.243, . Ok

Gaonas Béd
IPMI Domain (5)

Finich

Figure 13-10
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o LAN Configuration

After selecting a single server and clicking the <LAN Config > tab, you will see a display as shown in
Figure 13-11. Click <Query> to get the information needed from a single server and copy it to other
servers for data-sharing. The text area will show the results of the query and provide updates. The
<Clear> button is used to clear the text field only; it will not clear the actual LAN configuration from the

Server.

« FRU

After selecting a single server and clicking the <FRU> tab, you will see a display as shown in Figure 13-
12. Click the <Query> button for IPMIView to get the FRU information from a single server, and copy
it to other servers for data-sharing. The text area will show the results of a query and provide updates.
The <clear> button is used to clear the text field only; it will not clear the actual FRU data from the

Server.
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Figure 13-12
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e Text Console

After selecting a single server and clicking the <Text Console> tab, you will see a display as shown in
Figure 13-13. Click the <Open> button for IPMIView to create an internal text console window for the
selected server. Click <Start> to start the text console redirection. The power control buttons displayed
on the status bar provides power on, power off and reset commands, allowing you to easily power on or
power off a remote server. The <Encode> checkbox is for RMCP+ encoding. Check it to enable packet
encoding between the IPMIView and a server.

07 [PMI View ¥2.6.20 (build 070927) - Super Micro Computer, Inc.
Fie Edit Sesion Memgs Help

iE e g0e Re
SUPERMICR@ [ Sroup Management

IPMIDomain =~ - v § £ %
192.168.10.131

E' 102 168 lEIZAZ

Fan| Temperaturs | ¥oltsge | Sensors | EventLog| ACP! | Power | LAN Contig | FRU | Text Console | Greneral Info

192.168.10.241

EEX

Priv| Administrator ~ | [ ] UTF-8 RMCP+ Encryption. Stop Build 070801

h Main

EI05 Setup Ul:'l'ty

] 195 165 10943
Itenw 5pac1f1c Help
[[H§: 05:02] l
Systen Date: [10/01/2007]
<Teb>, <5h1r:r. Tab>, or
BIOS Date 01/26/07 <Enter> selects field.
Legacy Diskette A: [1.44/1.25 B ]|
> IDE Chamnel 0 Master [N ne ]
> IDE Chamnel 0 §lave
> SATA Pore 0 [370201413 SATAD]
> ZATA Port L
> SATA Port 2 [N nE]
> SATA Port 3 [Hone]
Parallel ATA: [Enahled]
Serial ATA: [Enahled]
Wative Mode Operation: [Serial ATA]
=5 Grouns Bdad SATA Controller Mode Option: [Compatible] — w
i IPMI Domsin (55)
Help Select Item Change ¥alues Setup Defaults
Exit Select Menu Select > Sub-Menu Save and Exit

Poswer Conteel: (O]

Figure 13-13

Finish

o  General Information
After selecting multiple servers and clicking the <General Info> tab, you will see a display as shown in

Figure 13-14. Select the fields you want to query from the servers, and click the <Query> button to
allow IPMIView to collect information from the selected servers.
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Chapter 14.
Trap Receiver

The Trap Receiver is a utility used for receiving traps from the BMC. In the event of a sensor error or a
sensor reading that exceeds a threshold, the BMC will send SNMP traps to the destinations set in the BMC.
The Trap Receiver is executed on the destination site and receives the SNMP trap from multiple senders
(BMCs). If you select a category, you can see all the traps in that category. Furthermore, when you click a
trap in the trap list, you can see its details in the <Trap Structure> window. Please refer to the BMC Setting
page in IPMIView to set the SNMP destination.

As shown in Figure 12-1, there are several components to the IPMI Trap Receiver.
0 Menu Bar: contains pull-down menus for exiting the programs, getting help, etc.

Tool Bar: contains all IPMI Trap Receiver features.

Category: categorizes the traps by the sender, community and sensor.

Trap Structure: It is a tree structure that displays traps in detail.

Status Bar: shows messages regarding the current status of related components.

O O O O O

Trap List: shows detailed information for traps received.

t IPMI Trap Receiver ¥2 0 (build 051122) - Super Micro Computer, Inc._
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& Timeticks : 1128180277 23 19216810245 |public FAN2 Lowver Mon-critical - going low 20051 0J01 15:30:07 ...
= _| PO Bocly 24 19216810245 |public Fam 2 Lowver Critical - going low 2005M 0001 15:50:08 ...
# Total Length of Variable Bir 25 19216810245 |public FAN 2 Lowver Mon-recoverable - going lowe (200540001 15:50:10 ...
= _| Bind 26 19216610245 |public FARN 4 Lovwver Mon-critical - going low 2005¢ 0001 15:50:22
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Figure 14-1
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® Tool Bar functions

The tool bar provides the following features as shown in Figure 14-2.

> ® M a @m =

Stop Save Load Clear Etmail
Figure 14-2

Start: starts the Trap Receiver.

Stop: stops the Trap Receiver.

Save: saves the traps received into a file.

Load: loads a saved trap file into the Trap Receiver.

Clear: clears all the traps in the trap list.

Email: displays an “Email-Alert Settings” dialog box (see Figure 12-3). Fill the “SMTP
server”, “From (email address)” and “To (email address)” fields. The “From” and “To”
addresses must be valid in the SMTP server. If the SMTP server requires authentication,
please enter the username and password. Once entering needed information, click the <Test>
button to verify if your email works properly.

O O0OO0OO0OO0OO0

Email Alert 3

Email Alert Setting
[] Enable Email Alert

SMTP Server:
Fratn:
Ta:

[ Authentication

Lzername:

Pazsword:

Figure 14-3

® (Category

There are three categories including: Sender, Community and Sensor as shown in Figure 14-4. The
Sender page lists all sender IP addresses. The Community page lists all SNMP communities. The Sensor
page lists all sensor types from the traps. Clicking on each category type will act as a filter for all traps
in the traps list. Click the <AlI> button to cancel all filters.
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Category Al Category All Category All

=1 =1 =l
# 19216510245 # pubic .
# 19216510247

Fam 4
Fam 3
Fam 2
CPL
Fam 1
FaM 5
FAM G
FamM 7
FAM &
Irtruzion

LK R R R R R

Sender | Commnunity | Sensor Sender | Community | SEnSOr Sender || Community | Sensor

Figure 14-4

Once a category has been selected, the filter condition will be displayed at the bottom of the “trap” list.
See Figure 14-5 for reference. As displayed in Figure 14-5, the filter is “Sender = 192.168.10.245,
Community = public, Sensor = CPU 1”. The trap list displays only those traps whose contents are
included in each of the three filters.

um Sender Community Sensor Description LocalTimeStamp

10 19216810245  |public CPUA Upper Mon-critical - going high | 200540001 15:46:22..
11 19216510245  |public CPU A1 Upper Mon-critical - going high | 2005110001 15:46:25...
12 19216510245 |public CPL A Upper Critical - gaing high 2005M0/01 15:46:26...
13 19216810245  |public CPUA Upper Mon-recoverable - goi... 2005410001 15:46:26...
20 19216510245 |public CPU A1 Upper Mon-critical - going high 2005010001 15:43:49...
21 19216510245  |public CPU A Upper Critical - going high 20054001 15:49:50...
22 19216510245  |public CPU A1 Upper Mon-recoverable - goi... 2005710001 15:49:50...

Sender = 192 165.10.245 | Community = public | Sensar = CPU 1

Figure 14-5
® Trap Structure

The Trap Structure displays detailed information for the selected item in the trap list. Information
includes the “SNMP Header”, “PDU Header”, “PDU Body”, “Bind” and “PET” data.
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Trap Structure

|| ShMP Trap
=l || ShMP Header

& Meszzage Length: 123

# Mezzage Version: vl

& Cotnmunity: public
=l || PDU Header
Type: Trap
length: 109
Enterprise: 1.36.1.4.1 31831 1
Agent P 19216510245
Genetic Trap Type: 6
Specific Trap Type: 262400
Tirmeticks : 1128180281
=l || PDU Body

& Total Length of Variable Binding: 72

=l [ | Bind
# Length of Binding: 70
® 0013614138311
=l || PET Data
# [FAM 3 ] Lowwer Mon-critical - going low
& " [O0xE]" @"x2xTF] @ [x8x0x0x0x0x

LE R B R BN

Figure 14-6
® Receiving a Trap

When the Trap Receiver receives a trap from the BMC, an alert bar will display on the screen for about
10 seconds to notify you that a trap has occurred. In addition, an email alert will be sent according to the
information field in the Email Alert dialog box. Please refer to Figure 14-7.

The content of the email will include the following information.

A SNMP trap received

Sender:192.168.10.247

Sensor:FAN 2

Description:Lower Non-recoverable - going low
Time:2005/11/22 14:27:07 Tue
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% IPMI Trap Receiver ¥2.0 (build 051122) - Super Micro Computer, Inc.
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#® Specific Trap Type: 262¢ 22 19216510, [public CPL A Upper Mon-recoverable - gain... 2005/ 0001 15:49:5.

# Timeticks : 1128180277 23 192.168.10.... [public Fam 2 Lowvwer Mon-critical - going low (2005410001 15:20:0..,

=l _| PDU Body 24 19216510, [public Fam 2 Lower Critical - going low: 200510401 15:50:0..
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Zending Email ...

Figure 14-7
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Appendix A
SIM Firmware Update

1. Select a remote system on the System list and click “File > Update IPMI Firmware” to start the firmware
update.

IZIEN Edit Session  Manage

Mew ... 3
Discover IPMI Device

Reload Configuration
Save Configuration

Update IPMI Finmware

Langnage 3
Exit

Figure A-1

2. Click the <Open> button to select the<firmware> you desire and then click <Start> to continue.

:: Dpdate Firmware E]

IP: 192.168.10.249

Firmweare File: | | [ Open H Start I

Message:

Figure A-2

3. A login dialog will appear. Please enter the Login_ID and the password. This user will be granted the
privilege as an Administrator.
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Pleasze input ID and Passwornd f‘$_<|

@ Lagin 0 | ADMIN |

Paszsword rk

* &dministratar level is required

| oK | [ Concel |

Figure A-3

4. A firmware information dialog will appear. It shows detailed information on the current and new
firmware. Click <Yes> to continue.

Request Confirmation g'

Curresnt firmware:
Firmware Version: 1.5.0 build 4238

Firmware Tag: Aug-14-06-17-30
hardweare ID: 0x22
QEM: peppercon

Mew firmware:

Firmuware Version: 1.5.2 build 4238

Firmware Tag: Ang-16-06-11-10

Firmware Size: 3092370 bytes

Firmuware Path: C:\fw-kira-kimsmigd-smidc-peppercon_040200-4238-081606-1-5-2 bin

Would vou like fo continue ?

Figure A-4

5. The firmware file will start to upload. This process may take few minutes to complete.

TP: 192.168.10.249

arcon_040200-4235-081606-1-5-2.hin |

Firmware File:

Uploading firmaware

[IIIIIII ]

Message:

Login to 192.168_10.240
tart firmware upgarde
Mploading firmware ...

Figure A-5
6. Please wait for the firmware to upload. Once uploading is completed, the BMC will start to flash the

firmware internally. This step may take about a minute. Please try to connect to the system after two
minutes.
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Appendix B
SIM(W) KVM Console and Virtual Media

SIM(W) KVM Console allows the user to perform console redirection via KVM (Keyboard/Video/Mouse)
support as shown in Figure B-1.

lj IPMI Yiew ¥2.7.13 (build 100504) - Super Micro Computer, Inc.
File Edit ZSession Manage Help
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6
?
8

ol 172.31.2.58
Tl 172.31.2.59
ol 172.31.262
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= 19716810118
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& 197.168.10.50

L LT L]
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.00 RPM
13 | Fan2 .00 RPM
14 | Fan3 .98 RPM
17 | PS Status i DK [00 CO 00 001

i +12V
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i +3.3U
i DIMHM

10 | +3.3USE
11 | VUBAT
12 | Fanl

o
=J
DO WU - WD

i
i
i
i
i 9 i +5V
i
i
i

{28 Wew Group3 (3/22) —

Fedirection Viewsrstarted...

Login | Event Log | Sensors | IPM Device | BMC Betting | Users | Text Conzole | KV Console

REMCP+ Open Session successful

Figure B-1

SIM(W) Console Toolbar

The SIM(W) Console Toolbar provides seven tool buttons which will allow the user to perform the
following actions as shown in Figure B-2.

Start Video Redirection

g O Funsereen [ Vistosl Medin B SoftKeyboard Lips [ Menn

4
Stop Video Redifectiop
Screen Shot Soft Keybdard (to use the soft keyboard)
Refresh (tre page) Mehu
Full Screen (disglay)

Virtual Media (to use Virtual Media)
Figure B-2
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° [) Start Video Redirection

Click this button to start SIM(W) KVM console redirection.

L O Stop Video Redirection

Click this button to stop video redirection. Please note that the drive redirection will continue to work
when it is enabled.

° QI Full Screen

Click this button to maximize the size of the remote video screen displayed on the local computer screen
as shown in Figure B-3.

]

12 i Fanl i 675.00 Rrikd = 192.168.12.169 - 4fps
13 | Fan2 | ©.00 RPH

14 i Fan3 : 0.00 RPM

17 | PS Status | DK [00 CO 00 001

CiN>ipmicfg -sdr >aa

C:N\>type aa
SDR ID | Sensor i Semsor ! Reading
i

i CPUZ Temp i nca [00 E@ 07 00]
i System Temp ! 36.00 degres C
! CPUL Ucore ! 1.12 v

i CPUZ Ucore : 0.00 U

toe12V io11.31 v
P33V ; 3.23 U

i DIMM i 1.81 U

15y ! 5.06 U

i +3.3USB : 3.23 U

! UBAT ! 3.23 U

i Fanl i 675.00 RPM

i Fanz i 9.00 RPM

! Fan3 ! ©.00 RPM

! PS Status ! OK [60 CO 60 001

Figure B-3

) B Virtual Media

Click this button to enable Virtual Media support as shown in Figure B-4.
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Virtual Media

“4 Virtual Media X

FloppwTEE Key Media

© sy s Boves | | ComectForpy |

CD Media

@) IS0 Image | Bows | [ ComectCDDVD

OE

OF

Statos

Target Dirive Connected To Eead Bates

Wirtual Floppy Mot connected nfa

Wirtnal CD Mot connected nfa

Cloze
Figure B-4

0 Floppy/USB key Media: This feature allows the user to redirect Floppy/USB Media.

0 CD Media: This feature allows the user to redirect CD/DVD or ISO image file.

0 Connect Floppy: Click this button to start to redirect your Floppy Image or USB Key Media.
o0 Connect CD/DVD: Click this button to start to redirect your CD/DVD or 1SO image file.
o]

o Blgoft Keyboard
® Click this button to use the Soft Keyboard for console redirection as shown in Figure B-5.

Combination (of Keys) Lock (Hold Modifier Key)

Soft Keyboard v0 96

Language Modifier Kew{Ctl, Alt, Shift, Wind Frtlc)
|Eng].ishl{'LTnited States) 7 | (%) Combination [JLag
() Bingle Kex
% Fl |F2 |F3 |[F4 | F5 |FT5 |FI" |F8 | F9 |F10|F11(F12 P |Serl) Pau
Tl |2 e B E |T" |E |9 |EI | = BE Ins |Hon PUg Nun! |* |-
T - =R O N | 17 S S ] T ([ ! Del |End|FD Hon it |FUQ
Capiil S S < S O O o 1O 1 1 | < + = = |4
Shaft 2] = O T ] L |/ Shaft 1 End 8 |PD
Chl | Wi Al Alt | Win &pp{Ctel 4= |T = | Ing Del |+
Figure B-5

Language: This feature allows you to select a proper language setting for your soft keyboard.
Combination: Check this button if you want to use a combinations of modifier keys

Single Key: Check this button if you want to use a modifier key as single key.

Lock: Check this button to hold the modifier key you’ve clicked.

O o0O0o

The menu is same as web KVM UI.
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Appendix C
SIM(WA) iKVM Console and Virtual Media

Press <Launch KVM Console> to open SIM(WA) iKVM Window as in Figure C-1.

;: IPMI Yiew ¥2.7.13 (build 100504) - Super Micro Computer, Inc.
File Edit Session Mamage Help

ol IENETEC I

o )| 8] 192.168.12.169 | . 152.168.12.125
SUPERMICR® | ..., oo

IPMiDomain & ¥ @ £ &
~

& 192168.10.118
& 197 168.10.30
& 192 168.10.50
& 17231217
& 17231.2.161
& 17231173

=] 1921681253
=) 172312114
21723111321

3 192 168.10.174 & Press the button to launch the redirection consols and manags the ssrver remotely.
21 202.126.185.134

) 192.168.10.168 Lannch K¥M Console

1723110

3 17231136

3{ 172311132

Login | EventLog | Sensors| IPM Device | BMC Setting | Users| Text Consale || KV Console

RMCP+ Open Session successful

Figure C-1
Please note that SIM(WA) iKVM window supports the same features as other versions of Web KVM as

shown in Figure C-2.

Java iKYM Yiewer v1.55 17 [192.168.12.125] - Resolution 652 X 492 - FPE 0
Virtual Media  Record  Playback  Maepro  Optione Teer List Bt

Press any key to enter the menu

Booting Cent0S (2.6.18-164.e15) in 3 seconds. . .|

Figure C-2
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® Virtual Media (USB Floppy & Flash)

Click <Virtual Media> on the menu bar and then click <Virtual Storage> to display the Virtual Media
(USB Floppy & Flash screen) as shown in Figure C-3.

Yirtual Media 1.2 12 =S

Setting for Device 1
Logical Drive Type Image Filename and Full Path
|No Select L% | | |
[ e ] [_rm

Connection Status History

£ >
Figure C-3
0 Logical Drive Type: From the pull-down menu select the logical drive type.
o Image Filename and Full Path: Enter the image file name and the full path to the file. It is
available only for I1SO files.
0 Refresh: Click this button to refresh the page.
0 Plug In: Click this button to mount your logical drive as virtual media.
0 Plug Out: Click this button to un—mount virtual media.
0 OK: Click this button to confirm and exit.
o Connection Status History: This window displays the connection and the status of virtual

media.
® Virtual Media (CDROM & ISO)

Click < CDROM & ISO > to display the Virtual Media (CDROM & 1S0O). as shown in Figure C-4.

Yirtual Media 1.2 12 E| [ﬁ| E|
Setting for Device 2
Logical Drive Type Image Filename and Foll Path
|No Select v | | |
(R ] [ _men

Connection Status History

Figure C-4
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Logical Drive Type: From the pull-down menu select the logical drive type.

Image Filename and Full Path: Enter the image file name and the full path to the ISO file.
Refresh: Click this button to refresh the page.

Plug In: Click this button to mount your logical drive as virtual media.

Plug Out: Click this button to un-mount virtual media.

OK: Click this button to confirm and exit.

Connection Status History: This window displays the connection and the status of Virtual
Media.

® iKVM Virtual Keyboard

Virtual Keyboard provides soft keyboard support and allows the user to click a key on the soft keyboard
by using the mouse when a keyboard is not available. Refer to Figure C-5 for Virtual Keyboard.

Englizh keyhoard |T| |E|§|
L2 13145167890 ]- =] +— |ms| |t (b |*
Hlg|wle|r|t|y|ulilo|p|[]] |'I. del{ ~ | F ||| T|2 N
Jlja|s|d|{f|lg|h|]j|k N - —| |—=
T lz|x|c|v|b|a|m|,|.]|! al; T S| LT B
otrl [&| alt at |# 8| ot || ||| ms e
Figure C-5
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Appendix D
SIM(W) Firmware Update

To re-flash SIM(W) Firmware, please select an SIM(W) device and <Update firmware> in the menu. Then,
click <OK>. A dialog box will display as shown in Figure D-1.

Confirmation

- | ) Thiz iz SIM WY device. Pleaze make sure yon have comect finmware for update (% i)

| 0K || Comeel |

Figure D-1

YAFU Flash
1. To flash Hermon Firmware, The YAFU Flash Main screen will display as shown in Figure D-2.

Y AFIFlazh [$_<|
Remote Flash Tool for Hermon/AM FUWW T171
IF: |192.168.12.159 | COptions
[ ] Preserve Bootloader
File: | | [ Brrowse. . ]
[ ] Preserve Config Module

Figure D-2

2. After you’ve selected a firmware file for remote flashing, it will be checked if it is a valid file before
remote flashing starts.
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Y AFUOFlash

Remote Flash Tool for Hermon/AM FUWW

IF: |1gz.1r5=3.12.159 |

Fil: | D/FWAMIETDCT-L 130ims | [ Browss |

Mew fimmaware verson ; 1.30

x]

V111

Ciptions
[ ] Preserve BootLoader

[ ] Preserve Confiz Module

]

Figure D-3

O O

remote flashing.

O o0O0o

IP: This item displays the IP Address of the IPMI device.
Browse: Enter the file name or browse the data base to select a file that you want to perform

Preserve BootLoader: Check this box to preserve the settings of BootLoader.

Preserve Config Module: Check this box to preserve the settings of Configuration Module.
Firmware Version: The new firmware version will be displayed.

Flash: Click <Flash> to commit the file for remote flashing.

3. Remote Flashing can only be performed by an Administrator. If you are an administrator, enter your ID

and your password in the screen below. Then click <OK>.

Please imput [I and Fassword

3
9y LoginlD | |
\‘:{/ Paszurand | |
* b dnindsteator level iz reqguired
| ok || Comel |
Figure D-4
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4. Check the current firmware version. The current firmware version will be displayed as shown in Figure
D-5.

Y AFUFlash [z|
Remote Flash Tool for Hermon/AM FW 121
IF: [192.168.12.169 | Options
[ ] Preserve BootLoader
File: |D:'-.FW'-.AMI‘-.K".-‘DC T-L_130.ima | [ Erowse... ]
[ ] Preserve Confiz Module

Mew fimmaware verson ; 1.30

| FW Version |

Current firmweare verson: 1.30

Figure D-5

5. Once you’ve checked the firmware versions and clicked <Flash>, YAFUFlash remote flashing will start
as shown in the screens below.

Y AFUFlash x|

Remote Flash Tool for Hermon/AM FW ¥l21

IB: 19216812 169 | Options

Frezerve Bootloader

File: |D:wme1u§?DCT-L_1sn.m1a| Erovwse. .

Presrve Confiz Module
Wew fivmeware wersion : 1.30
Current firmeare verson: 1.30 FW Verzion
Status 79 (1,310,720 bytes £ 16,777,216 bytes )
1] ] ]
Femaining Time: 6 minz) 47 w@ciz Flash

Figure D-6
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¥ AFIFlazh

X

Remote Flash Tool for Hermon/AM FUW V131

P (19216812169 | Cptions

Preserve Bootloader
File: |D:".F1.?'.T".AMI".K'.-‘DCT-L_13IZI.m| Browse

Fresrve Confiz Module
Mewe firmwsare version ; 1.30

Crrrent firmeware version: 1.30 FW Version

etatnz: 22% (2,801,088 bores ! 16,777,216 baes )

Femadning Time: 5 minds) 41 zeciz)

Figure D-7

Y AFTFlazh

x)

Remote Flash Tool for Hermon/AalM FUW W12l

P (19216812 169 | Options

Prezserve Bootloader

File: |D:".FW'\P;MI".K'?DC T-L_130.ma | Browss...

Fresrve Config Module
Mew fiommeare version : 1.30
Current firaare verson: 1.30 FW Verzion
Statuz: 519 (8,585,216 bytes £ 16,777,216 bytes )
FENEEEEEEE RN
Femaining Time: 3 minfz) 35 ez Flash
Figure D-8
YAFUFlash X
Remote Flash Tool for Hermon/AM FVW V121
P (19216812169 | il
Freserve Bootloader
File: |D:".F1.?'.T".AMI".K".-‘DC T-L_130 ima | Browss...
Fresrve Confiz Module
Mewe firmwsare version ; 1.30
Current finmware version: 1.30 FIW Version

Sfatuz: Findshed . (BMC needs 1 minute to restart)

IIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIllllllllllllllllllllﬂ

Figure D-9
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Appendix E
SIM(WA) Firmware Update

1. Select an SIM(WA) device and select <Update Firmware> in the menu for SIM(WA) Firmware Re-
flashing. A screen will display as shown in Figure E-1.

Confirmation

"l ) Thiz iz SIM{WAY device. Please malke sure you have cormect ficmware for vpdate (% bin)

0K || Comcel |

Figure E-1

2. Make sure that you’ve selected the correct firmware for update, and click <OK>. The Main Flash Screen
will display as shown in Figure E-2.

Flash Tool [Z|

Remote Flash Tool for Hermon/AT FW Y120

IF: |192.168.12.125

il

File: |

Browese. .

F Yersion

(—

Figure E-2

3. After you’ve selected a firmware file for remote flashing, it will be checked if it is a valid file before
remote flashing start.
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Flazh Tool E'

Remote Flash Tool for Hermon/AT FW Y120

IF: |192.15=3.12.125 |

File: |D/FWALTEN®BDTL 817 bin |

Mew fimmaare verson ; 01.15

Figure E-3

4. Remote Flashing can only be performed by an administrator. If you are an administrator, enter your 1D
and your password in the screen below. Then click <OK>.

Please input IT) and Password ['5_('

2, LoginlD
v

Paszurond

* b dmindztrator level iz required

| oK || Comeel |

Figure E-4

5. Check new and current firmware versions. The firmware version is displayed as shown in Figure E-5.

Flash Tool rs_<|

Remote Flash Tool for Hermon/AT FW Y120

IF: |192.168.12.125 |

File: |D:'-.FW'-.P;TEI-I‘-.KBDTL_81?.hm | Browse

Mew fimmware verson ; 01.15

Currert firmyware serson: 0110

Figure E-5
6. Once you’ve checked the firmware versions and clicked <Flash>, firmware flashing will start as shown in
the screens below.
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Flash Tool X|
Remote Flash Tool for Hermon/AT FW Y120
IP: |192.168.12.125
File: |D:'~.FW'-.ATEI-I‘-.KBD TL_517.bin Browss. .
Mew firmware version : 01.15
Crrent finmsware serson: 01.10 FW Verdon
Statnz: Uploading...
0% |
Flazh
Figure E-6
Flazh Tool X|
Remote Flash Tool for Hermon/AT FW Y120
IP: |192.168.12.125
File: |D:'-.FW'-.P;TEI-I‘-.KBD TL_517.bin Browss. .
Mew fimmware verson ; 01.15
Currert firmyware serson: 0110 FI Verson
Statnz: Updating...
| | % ]
Flazh

Figure E-7
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Flash Tool [E|
Remote Flash Tool for Hermon/AT FW Y120
IP: |192.15=3.12.125
File: |D:".FW'-.A TENEADTL 817 bin Browss.
Mewe firmware version : 01.15
Current finmssare sersion: 01.10 F Verson
Statnz: Updating. ..
I 1
Flazh
Figure E-8
Flash Tool [?|
Remote Flash Tool for Hermon/AT FW Y120
IP: |192.168.12.125
File: |D:".FW".A TEN'8DTL_817 hin Browse. .
Wew firmware verson ; 01.15
Current firmware version: 01.10 FW Version

atatus: Findshed

100%

Cloze

Figure E-9
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