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1 Product Description

1.1 Overview

1.2

DWG2000-1G is multi-functional VoIP gateway, which interconnects the GSM/CDMA wireless network
with the IP network. By virtue of inserted SIM cards, the gateway registers mobile numbers to a VoIP
softswitch and places calls to the numbers under the IP network. Thus, it can help reducing telephone costs
for telecom operators, businesses, SOHO and residential users.

DWG2000-1G not only provides seamless interconnectivity between the GSM/CDMA network and the IP
network, but ensures smooth calling, good voice quality, flexible network configuration and other
beneficial functions.

Application Scenario

DWG2000-1G provides high-quality and cost-effective VoIP solution. Its application scenario is shown as
follows:

Trunk Gateway

S

- -
s =

Telecom
“w Operator

: v%j/

Billing & NMS

Softswitch

—

DWG2000-1G

DWG2000-1G

Enterprise Residential
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1.3 Product Appearance
1.3.1 Images of DWG2000-1G

PWR RUN ALM SiM wiF LAN WAN

Front View

Rear View

Note

The above pictures are only for reference, and please take the real product as the standard.
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1.3.2 Indicators and Related Explanation

Indicator Explanation

PWR When the indicator is on green, it means DWG2000-1G is power on.

RUN When the indicator is on green with slow flash, it means DWG2000-1G is
running normally; when the indicator is on green with fast flash, it means
DWG2000-1G is reset.

SIM When the indicator is on green, it means SIM cards have been registered.
Otherwise, SIM cards are not registered.

LAN When the indicator is on green, it means the LAN cable is connected
successfully.

WAN When the indicator is on green, it means the WAN cable is connected
successfully.

RST Press the RST button for 6 seconds, and the factory setting of

DWG2000-1G will be restored.

1.4 Functions and Features

1.4.1 Protocols Supported
Standard SIP and MGCP(optional) Protocol
Simple Traversal of UDP over NATs (STUN)
Point-to-point Protocol over Ethernet (PPPoE)
Hypertext Transfer Protocol (HTTP)

Dynamic Host Configuration Protocol (DHCP)
Domain Name System (DNS)
GSM/CDMA/WCDMA

ITU-T G.711a-Law/p-Law

1.4.2

G.723.1
G.729AB

System Function

PLC: Packet Loss Concealment

VAD: Voice Activity Detection

CNG: Comfort Noise Generation
Remote SIM Management by SIMBank
Adjustable Gain of Port

DTMF Adjustment
Alarm for Balance

Support SIMBank/SIM Server
Lock/Unlock SIM/UIM

DWG2000-1G User Manual
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Reject to Display Number of Incoming Call
Sending/Receiving SMS

Customize IVR Recording

White List and Black List

One Number Access

Open API for Bulk SMS

Support USSD/SSD

Echo Cancellation (with ITU-T G.168/165 standard)
Automatic negotiate network

Hotline

BCCH Management

1.4.3 Industrial Standards Supported

Stationary Use Environment: EN 300 019: Class 3.1
Storage Environment: EN 300 019: Class 1.2
Transportation Environment; EN 300 019: Class 2.3
Acoustic Noise: EN 300 753

CE EMC Directive 2004/108/EC

EN55022: 2006+A1:2007

EN61000-3-2: 20086,

EN61000-3-3: 1995+A1: 2001+A2: 2005
EN55024: 1998+A1: 2001+A2: 2003
Certifications: FCC, CE

1.4.4 General Hardware Specifications

Power Supply:AC100~240V 50/60HZ DC12V/1A
Temperature: 0~40 ‘C (Operation) , -20~80 ‘C (storage)
Humidity: 5%~90% RH,

Power Consumption: 12 W

Dimensions: 126(W) x76 (D) x 25(H) mm

Net weight: 0.2 kg
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2 Quick Installation

2.1 Prerequisites

The prerequisites for installing DWG2000-1G include:

e DC power should be grounded well to ensure reliability and stability;

e Network interface should be standard RJ45 with 10Mbps or 100Mbps interfaces;
e  GSM channels work properly.

2.2 Installation Procedures

e  Connect the antenna to the DWG2000-1G device

e  Connect the power wire to the DWG2000-1G device;

e  Connect network cable (LAN cable and WAN cable) to the DWG2000-1G device;
e Insert the SIM card to the SIM slot.

Power Adapter WAN Cable LAN Cable

Note

For connections between DWG2000-1G and other devices, please make reference to 2 X 5| H
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3 web Management System

3.1 Introduction to Web Management System

3.1.1 Parts of Web Management Interface

The web management system of the DWG2000-1G consists of the navigation tree and detailed
configuration interfaces.

"D DINSTAR WebiManagement System

Local Network
+ System Information

+ Statistics Network Mode Route ® Bridge
- Network Configuration
+ Local Network
+ ARP

Network Configuration
Obtain IP address automatically
. ® Use the following IP address
: ;‘:)':‘“’;“":Eﬁ:“’:mﬁ‘m o IP Address 182168111
. . " Navigation Tree Subnet Mask 255.255.0.0
© [y B Default Gateway T72.16.16
+ Manipulation Configuration PPPoE

+ Operation Account
+ IP Trunk Configuration Password
+ System Configuration Service Name
+ Digit Map
+ Tools MTU 1400
Configuration Interface <— DNS Server
Obtain DNS server address automatically
® Use the following DNS server addresses
Primary DNS Server 0.0.0.0
Secondary DN Server I
MNote: You nead to rastart the devica for the sefting to take affect

3.1.2 Login GUI of Web Management Interface

Open a web browser and enter the IP address of the DWG2000-1G device (the default IP is 192.168.11.1).
Then the login GUI will be displayed. Both the default username and password are admin.

Authentication Required

The server http://192.168.11.1:80 requires a username
and password. The server says: Web Server.

User Mame: ||

Passwaord:

Log In Cancel
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4 Network Configuration

4.1 Working Mode of Network

DWG2000-1G works in two modes: route mode and bridge mode. When it is under the route mode, the IP
of WAN port must be different from the IP f LAN port. But when it is under the bridge mode, the IP of
WAN and the IP of LAN are the same.

4.2 Network Configuration under Route Mode

Under the route mode, the default IP address of WAN port is a DHCP IP address, while the default IP
address of the LAN port is 192.168.11.1.

In fact, there are three kinds of IP addresses for selection for the WAN port, including Static IP address,
DHCP IP address and PPPOE IP address.

DHCP: Obtain IP address automatically.

DWG2000-1G is regarded as a DHCP client, which sends a broadcast request and looks for a DHCP server
to answer. Then the DHCP server automatically assigns an IP address to a computer from a defined range
of numbers configured for a given network. DHCP IP address herein refers dynamic IP address which is
automatically assigned.

Static IP Address:

Static IP address is a permanent IP address which is assigned by Internet Service Provider (ISP) and
remains associated with a single computer over an extended period of time. This differs from a dynamic IP
address, which is assigned ad hoc at the start of each session, normally changing from one session to the
next.

If you choose static IP address, you need to fill in the following information:
o IP Address: the IP address of the DWG2000-1G device;

e Subnet Mask: the subnet mask of the router connected the DWG2000-1G;
o Default Gateway: the IP address of the router connected the DWG2000-1G.

*' Use the following IP address
IP Address | |

Subnet Mask | |
Crefault Gateway | |
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PPPOE:

PPPOE is an acronym for point-to-point protocol over Ethernet, which relies on two widely accepted
standards: PPP and Ethernet. PPPOE is a specification for connecting the users on an Ethernet to
the Internet through a common broadband medium, such as a single DSL line, wireless device or
cable modem. All the users over the Ethernet share a common connection, so the Ethernet principles
supporting multiple users in a LAN combine with the principles of PPP, which apply to serial connections.
PPPOE IP address refers to IP address assigned through the PPPOE mode.

If you choose PPPoE, you need to fill in the account, password and service name, which are provided by
telecom operator.

* PPPoE
Account | |

FPasswaord | |

Senvice Name | |

4.2.1 Network Connection Diagram

Under the route mode, the default IP address of WAN port is a DHCP IP address, while the default IP
address of the LAN port is a static IP address, namely 192.168.11.1.

ADSL Modem

g : J DWG2000-1G

=1

192.168.11.1

—=.

192.168.11.2

192.168.1.100
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4.2.2 Configuration Procedures on Web Management System

The following procedures are based on the example where the IP address of WAN port is a static IP
address while the IP address of LAN port is 192.168.11.1.

Step 1. Open a web browser and enter the IP address of the DWG2000-1G device (the default IP is
192.168.11.1). Then a login GUI will be displayed.

Authentication Required

The server http://192.168.11.1:80 requires a username
and password. The server says: Web Server.

User Name: “

Password:

Log In Cancel

Step 2. Enter username and password and then click OK in the login GUI. Both the default username and
password are “admin”.

Step 3. Click Network Configuration = Local Network in the navigation tree on the left.

* System Information
+ Statistics
= Network Configuration

Local Hetwork
ARP

DHCP Server
DMZ Host
Foward Rule
Static Route
Remaote Manage

And the following interface will be displayed.
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Local Network

Network Mode * Route Bridge

WAN Port
Obtain IP address automatically
® Use the following IP address
IP Address [192.188.1.100 |
Subnet Mask [255.255.122.0 |

Default Gateway | |

PPPOE
Account [ |

Password [ |

Sernvice Mame [ |

MTU [1400 |

LAN Port Config

IP address [192.188.11.1 |
Subnet mask [255.285 255.0 |
DMNS Server

Cbtain DS server address automatically
® Use the following DMNS server addresses
Primary DNS Server [202.96.128.166 |

Secondary DMNS Server [211.162.78.1 |

Step 4. Click on the left of Route.

Step 5. Click on the left of Use the following IP address, and fill in the following information.
e |P Address: the IP address of the DWG2000-1G device (it is 192.168.1.100 in this example).
e Subnet Mask: the subnet mask of the router connected the DWG2000-1G;
e Default Gateway: the IP address of the router connected the DWG2000-1G.

Step 6. Configure the IP address of LAN port as 192.168.11.1, and configure the subnet mast of LAN port
according to actual conditions.

Step 7. Configure the IP address of DNS server according to actual conditions.
Step 8. Click Save on the bottom of the interface.

EB Note

The default IP address of WAN port is a DHCP IP address, but in actual conditions, the IP address of WAN
port is more often set as a static IP address.

DWG2000-1G User Manual Copyright @ 2011-2015 Dinstar
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4.3 Network Configuration under Bridge Mode

4.3.1 Network Connection Diagram

Under the bridge mode, both the default IP addresses of the WAN port and the LAN port are 192.168.11.1.
Its network connection diagram in the network is shown as follows:

ADSL/Router

‘ o o

Switeh | b P h Py @

192.168.11.1 192.168.1.100

w2 o< Ljju.

ek WAN [ r—

4.3.2 Configuration Procedures on Web Management System

The following procedures are based on the example where both the IP address of WAN port and LAN port
i5$192.168.11.1.

Step 1. Open a web browser and enter the IP address of the DWG2000-1G device (the default IP is
192.168.11.1). Then a login GUI of the Web Management System will be displayed.

Step 2. Enter username and password and then click Log in. Both the default username and password are

“admin”.

Step 3. In the navigation tree on the left, click Network Configuration - Local Network. And the
following interface will be displayed.

DWG2000-1G User Manual Copyright @ 2011-2015 Dinstar
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Local Network

Network Mode Route '® Bridge

Network Configuration
Qbtain IP address automatically
* Use the following IP address

IP Address [192.168.11.1 |
Subnat Mask | 255.255.955.0 |
Default Gateway | |
PPPOE

Account | |

Password | |

Senvice Name | |

MTU [1400 |

DNS Server
Obtain DMNS server address autamatically
®' UUse the following DMS server addresses
Primary DNS Server [202.96.128.1686 |

Secondary DNS Server [211.162.78.1 |

Step 4. Click on the left of Bridge.

Step 5. Click on the left of Use the following IP address, and fill in the following information.
e |P Address: the IP address of the DWG2000-1G, namely 192.168.11.1;
e Subnet Mask: the subnet mask of the router connected the DWG2000-1G;
e Default Gateway: the IP address of the router connected the DWG2000-1G.

Step 6. Configure the IP address of DNS Server according to actual conditions.

Step 7. Click Save on the bottom of the interface.

DWG2000-1G User Manual Copyright @ 2011-2015 Dinstar
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5 Mobile Configuration

5.1 SMS API
5.1.1 Introduction to SMS API

The SMS API protocol is used for external applications (for instance: SMS Server) to control the sending
and receiving of SMS/USSD on the DWG. The protocol is carried over TCP and adopts a request/response
method.

To enable the SMS API function of the DWG2000-1G, the IP address, port, user ID and password of SMS
Sever must be correctly configured, and the TCP Intercept function of the SMS Server must be enabled.
Once the connection between DWG2000-1G and TCP is established, the DWG2000-1G will send user 1D
and password to the SMS Server, and then the SMS Server will send back a message which indicates
successful authentication. Later, the DWG2000-1G will send Status message and Csq rssi message to the
SMS Server.

5.1.2 Configuration Procedures for SMS API
Step 1. Connect the DWG2000-1G and computer according to 4.2.1.

Step 2. Configure the IP address of DWG2000-1G and local network’s subnet according to Step 5 in 4.3.2.

Step 3. Open the SMS Server.
r £ SMS Box V1.0.0 --- Dinstar Technologies Co., Ltd @M1

Option

> — & \J
E‘- el leed e W=

Device List Type Peer Mumber Message Body Time 1P Address MAC 4

4| i L2

You have 2 SMS(s)! Server is running! Server IP:172.16.188.123. Port:12000

DWG2000-1G User Manual Copyright @ 2011-2015 Dinstar

13




Step 4. Configure the SMS Server according to actual conditions.

(@ Setting = S |

IF Addres=: | 1TZ 16.185. 123

Port: |1z000

Auth IN: 123458

Pazsword: {23458

SMS Encoding: |UCSE -

| 0K | | Cencal

Step 5. Log into the DWG2000-1G according to 3.1.2.

Step 6. On the Web Management System GUI, click Mobile Configuration = Basic Configuration.

- Mobile Configuration

Basic Configuration
Mobile Configuration
Mobile Metwork Configuration
PIN Management
IMEI

SMSC

SMS Config

Send SMS

Recv SMS

UssD

Carrier

BCCH

Call Forwarding

Call Waiting

Step 7. Select the checkbox on the left of Yes for Remote API Enable.

DWG2000-1G User Manual Copyright @ 2011-2015 Dinstar

14




Basic Configuration

Remaote APl Enable
APl Server Address
API Server Port
APl User ID

APl User Password
Sms Report Filter

GSM Audio Coding

Dial Tane Gain (Mobile Side)

USSD Default Encoding

Abnormal Call Handle Enable

E [§l:]

No '® Yes
172.16.188.123
12000
123456
123456 Hide Passward

No '® Yes

Ucs2 -
AUTO v

* No Yes

Step 8. Configure the parameters on the above interface.
The API Server Address, APl Server Port, User ID and APl User Password on the above interface
of DWG2000-1G must be the same with the IP Address, Port, Auth ID and Password on the setting
interface of SMS Server (make reference to Step 4).

Step 9. Check the connection.

F B
& SMS Box V1.0.0 --- Dinstar Technologies Co., Ltd E@g
— = - — ———

Option
°F N1°N-1
Device List Type Peer Number  Message Body Time IP Address
192.168.11.1
« m k
You have 2 SMS(s)! Serwver is running! Server IP:172.16.188.123. Port:12000

Note: If the IP address of the DWG2000-1G is showed on the left, it means the connection between
the gateway and the SMS Server is successful.

Step 10. Send a message from the SMS Server to verify the SMS API function of the DWG2000-1G is

effective.

DWG2000-1G User Manual
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Click Send Message, input message in the popup, and then click Send.

& Send SMS = -8 -

Contarct: ;
18620369534 :
Device: |192.168.11.1 v]  Port: [Random )

Hello, this iz a test messape!

Send ] [ Cancel

5.2 Send SMS & Receive SMS

The DWG2000-1G can be used to send messages and receive massages.

5.2.1 Configuration Procedures for Sending SMS
Step 1. In the navigation on the left, Click Mobile Configuration = Send SMS.

- Mobile Configuration

Basic Configuration
Mobile Configuration
Mobile Metwork Configuration
PIMN Management
IMEI

SMSC

SMS Config

Send SMS

Recv SMS

UssD

Carrier

BCCH

Call Forwarding

Call Waiting

Step 2. On the displayed configuration interface, configure the following parameters:

DWG2000-1G User Manual Copyright @ 2011-2015 Dinstar
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Send Message

Impart Numbers Choose File | Mo file chosen
To
P
Encoding UCs2 A
Message

should be less than 300 characters.
ss than 70 characters.

MOTE:1. Length of es

sage
2. COMA should be |

Parameter Explanation

Import Number You can click Choose File to choose a txt file
which contains a range of numbers. When a file
has been chosen, the numbers will be displayed on
the box on the right of To.

To The number(s) where the message will be sent.
UCS2 Support English and Chinese

GSM 7bit Support English only

Message The content of the message

Step 3. Click Send.

5.2.2 Configuration Procedures for Receiving SMS
Step 1. In the navigation on the left, Click Mobile Configuration >Recv SMS.
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= Mobile Configuration

Basic Configuration
Maobile Configuration
Maobile Network Configuration
PIN Management
IMEI

SMSC

SMS Config

Send SMS

Recv SMS

uUssD

Carrier

BCCH

Call Forwarding

Call Waiting

Step 2. On the displayed interface, all the messages that the DWG2000-1G has received are shown.

Recv Message Details

Index Caller ID Date, Time SMS Content
Total: 0 entry 16 entry/page 1/1page
M

Step 3. If you want to delete a message, click the checkbox on the left of the message and then click
Delete.

5.3 USSD

USSD (Unstructured Supplementary Service Data): is a service which is provided by a telecom operator
and allows GSM mobile phones to interact with the telecom operator's computers. USSD messages travel
over GSM signaling channels and are used to query information and trigger services. Unlike similar
services (SMS and MMS), which are stored and forwarded, USSD is session-based. It establishes a
real-time session between mobile phones and telecom operators’ computers or other devices.

5.3.1 Configuration Procedures for USSD
Step 1. In the navigation on the left, Click Mobile Configuration >USSD.
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= Mobile Configuration

Basic Configuration

Mobile Configuration

Mobile Metwork Configuration
PIN Management

IMEI

SMSC

SMS Config
Send SMS
Recv SMS
UsSsD

Carrier

BCCH

Call Forwarding
Call Waiting

Step 2. On the displayed interface, enter a function code in the box under USSD Request.
(Function codes are different in different countries.)

USSD Request USSD Reply

Clear Reply

| Send | Exit | | Auto Refresh | | Stop Refresh |

Step 3. Click the Send button.
Step 4. Reply from telecom operators will be display in the box under USSD Reply.

Step 5. If you want to clear replies, click the Clear Replay button. If you want to exit the USSD
session, click the Exit button.

5.4 GSM Audio Coding

5.4.1 Introduction to GSM Audio Coding

There are eight formats for GSM Audio Coding, including Auto, FR, HR, EFR, AMR_FR, AMR_HR, FR
and EFR, EFR and FR.

Auto: it means GSM Audio Coding is automatic.

FR (Full Rate): the first digital speech coding speech standard used in the GSM digital mobile phone
system. The bit rate of the codec is 13 kbit/s, or 1.625 bits/audio sample (often padded out to 33 bytes/20
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ms or 13.2 kbit/s).

HR (Half Rate): the bit rate of the codec is 6.5 kbit/s. It requires half the bandwidth of the Full Rate codec
and network capacity for voice traffic is doubled, at the expense of audio quality. It is recommended to use
this codec when the battery is low as it may consume up to 30% less energy.

EFR (Enhanced Full Rate): is a speech coding standard that was developed in order to improve the quite
poor quality of Full Rate codec. Working at 12.2 kbit/s, the EFR provides good quality in any noise
conditions. The EFR is compatible with the highest AMR mode (both are ACELP). Although the EFR
helps to improve call quality, this codec has higher computational complexity, which in a mobile device
can potentially result in an increase in energy consumption as high as 5% compared to ‘old’ FR codec.

AMR (Adaptive Multi-Rate): is an audio compression format optimized for speech coding. AMR
speech codec consists of a multi-rate narrowband speech codec that encodes narrowband (200-3400 Hz)
signals at variable bit rates ranging from 4.75 to 12.2 kbit/s with toll quality speech starting at 7.4 kbit/s.
There are two modes for the AMR codec in the DWG2000-1G:

AMR_FR: the AMR codec in a full rate channel (FR)
AMR_HR: the AMR codec in a half rate channel (HR).

FR and EFR: GSM Audio Coding supports both FR and EFR, but FR is prior to EFR.
EFR and FR: GSM Audio Coding supports both EFR and FR, but EFR is prior to FR.\

5.4.2 Configuration Procedures for GSM Audio Coding
1. Log into the Web Management System GUI of the DWG2000-1G.

2. In the navigation tree of the Web Management System, click Mobile Configuration - Basic
Configuration.

3. and then click the drop-down box on the right of GSM Audio Coding.
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Basic Configuration

Dial Tone Gain (Mobile Side) B [6]:]
Remote APl Enable No ® vyee
APl Server Address 172.16.188.123
APl Server Port 12000
APl User ID 123456
AP| User Password 123456 [ Hide Passward |
Sms Report Filter No ® yes
USSD Default Encoding ucsz -
GSM Audio Coding AUTO v
Abnormal Call Handle Enable FR
HR
EFR
AMR_FR
AMR_HR
FR and EFR
EFR and FR

4. Select one format (Auto, FR, HR, EFR, AMR_FR, AMR_HR, FR and EFR, EFR and FR) in the
drop-down box.

5.5 Abnormal Call Handle

The Abnormal Call Handle function involves three industry terms:

ACD (Average Call Duration): is a measurement in telecommunication, which reflects an average length
of telephone calls transmitted on telecommunication networks. ACD = total call duration/total connected

calls.

ASR (Answer-seizure Ratio): is a call success rate in telecommunication, which reflects the percentage
of answered telephone calls with respect to the total call volume. ASR = answered call/total attempts of
calls.

CDR (Call Detail Record): is a data record produced by a telephone exchange or other
telecommunication equipment, which contains the details of a telephone call that passes through the
facility or the device.

5.5.1 Configuration Procedures for Abnormal Call Handle
Step 1. Log into the Web Management System GUI of the DWG2000-1G.

Step 2. Enable CDR (the CDR on the DWG2000-1G is disabled by default).
Click Statistics > CDR Report, and select the checkbox on the left of Yes for CDR.

CDR Report
|EnaIJIe CDR| No |0 Yes | Save COR @ No O Yes
StartDate : [2015 v |vear [4 v ]|wonth [&__ ¥ |Day Select Port Call Direction
End Date:[2015 v |Year [4 v]|Month [8 v |Day Source |:| Destination |:|
Min Duration |:| s Max Duration |:| s Rip Loss Rate [ |9 to |96
COR Export [Refresh| [ Delete the CDRs in this Report |
Port g:: Agg":r Dimc“':’:'m Source SourcelP  Destination Hgi’:f:'p Reason Duration(s) Codec S'::’d rﬁc‘: R;;':ss jitter(s)

Total: 0 entries 50 entries/page 1/0 page E|
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Step 3. On the Web System Management GUI, click Mobile Configuration = Basic Configuration, and
then click the checkbox on the left of Yes for GSM Audio Coding.

Basic Configuration

Dial Tone Gain (Mobile Side) (8 [RL:]
Remaote APl Enable ® No Yes
USSD Default Encoding ucsza -
GSM Audio Coding AUTO v
Abnormal Call Handle Enable No |® yes
Low ASR Less Than %
#| Low ACD Less Than 10 s
Counts of Recent Connected Call 3
#| Counts of Call Failed 5
Maodule Operate ® Reset Block
¥l Send SMS For Alerting (13510224210 |

Step 4. Configure the following parameters according to your needs.

Basic Configuration

Dial Tone Gain (Mobile Side) E [6l:]
Remote AP Enable ® No Yes
USSD Default Encading Ucsz «
GSM Audio Coding AUTC v
Abnormal Call Handle Enable No ® yes
Low ASR Less Than %
#| | ow ACD Less Than 10 5
Counts of Recent Connected Call 3
¥ Counts of Call Failed 5
Maodule Operate #* Reosat Block
¥ Send SMS For Alerting [13510224210
Parameter Explanation

Low ASR Less Than It is the threshold of the ASR. Once the actual ASR is lower than this
value, the DWG port will be considered as low ASR.

Low ACD Less Than It is the threshold of the ACD. Once the ACD is lower than this value,
the DWG port will be considered as low ACD.

Counts of Recent | This value determines how many recent connected calls will be used to
Connected Calls calculate the ACD.

Counts of Call Failed | Itis the counts of consecutive call failures.
For example: If the value is 5, the gateway module will be blocked
after the gateway detects 3 call failures consecutively.
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Step 5. Click Save on the bottom of the interface.

5.6 Enable Call Duration Limitation of Single Call & Enable Call

Duration Limitation

Enable Call Duration Limitation of Single Call: It means the call duration of every single call will be
limited after the function is enabled. There is a maximum value can be set for the call duration.

Enable Call Duration Limitation: It means the total call duration of all calls will be limited after the
function is enabled.

5.6.1 Configuration Procedures for Enable Call Duration Limitation of Single Call
1. Log into the Web Management System GUI of the DWG2000-1G.

2. On the Web System Management GUI, click Mobile Configuration = Mobile Configuration, and
then click the checkbox on the left of Yes for Enable Call Duration Limitation of Single Call.

Mobile Configuration

Mobile Number |
Step 30 |sec
|EnaIJIe Call Duration Limitation of single call| No [® ves]
Time of single call 2
Enable Call Duration Limitation ® No Yes
CLIR No ® Yes
Maobile Tx Gain 3 dB
Mobile Rx Gain 7 dB
Detect Reverse Polarity No ® vyes

Reset Module

Block Module

3. Enter a mobile number which makes calls, set a base unit in the box on the right of Step, and set the
times for the base unit in the box on the right of Time of Single Call.

Mobile Configuration

Mabile Number 18620369534 |
Step 30 |sec
Enable Call Duration Limitation of single call No ® ves
Time of single call 2 ||
Enable Call Duration Limitation * No Yes
CLIR No ® Yasg
Mabile Tx Gain 3 dB
Mabile Rx Gain 7 dB
Detect Reverse Polarity No ® Yes

Reset Module

Block Module
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Note: Call Duration of Single Call = Step x Time of Single Call
Take the values in the above figure for example, the call duration is: 30 x 2 = 60 seconds.

4, Click Save on the bottom of the interface.

5.6.2 Configuration Procedures for Enable Call Duration Limitation
Step 1. Log into the Web Management System GUI of the DWG2000-1G.

Step 2. On the Web Management System GUI, click Mobile Configuration - Mobile Configuration,
and then click the checkbox on the left of Yes for Enable Call Duration Limitation.

Mobile Configuration

Mobile Number |

Step 30 sac

Enable Call Duration Limitation of single call Mo ® yes

Time of single call 2

Enable Call Duration Limitation No @ y93|

Auto Reset No ® Yes

Reset Period Month »

Next Reset time 2015 v |Year [4 v |Month [End v |Day [10 v |Hour [58 v ]Min
Maximum Call Duration

Minimum Charging Time ser

Alarm Threshold (via SMS)
Maobile Number (Receiving Alarm)
Part Description for Alarm

SIM Remain Time 1]

CLIR No ® Yes

Mobile Tx Gain 3 dB
Mobile Rx Gain 7 dB
Detect Reverse Polarity No ® yesg

Reset Module
Block Module

Step 3. Configure the following parameters (including Auto Reset, Next Reset Time, Maximum Call
Duration, Maximum Charging Time, Alarm Threshold, Mobile Number Receiving Alarm, Port
Description for Alarm and SIM Remain Time)
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Mobile Configuration

Mobile Number

Next Resettime

Maximum Call Duration
Minimum Charging Time
(Alarm Threshold (via SMS)

Port Description for Alarm
SIM Remain Time

Mobile Number (Receiving Alarm)

Step 30 ser
Enable Call Duration Limitation of single call No ® Yes
Time of single call 2

Enable Call Duration Limitation No @ ves
Auto Reset No @ ves
Reset Period W‘

2015 v |vear [4 v |Month [End v |Day [10 v |Hour [58 v |Min

sec

Fesfore Time

CLIR

Mobile Tx Gain

Mabile Rx Gain

Detect Reverse Polarity
Reset Module
Black Module

No '® Yes

No '® Yes

Parameter

Explanation

Auto Reset

If Auto Reset is enabled, the call duration will be automatically
reset to the maximum value when the Next Reset Time arrives.

Next Reset Time,

It is the time when the call duration is reset to the maximum value.

Maximum Call Duration,

In the box on the right of this parameter, you need to enter the times
of basic unit. For example, if the Step value is 30s, the value of this
parameter is 2, the maximum call duration is: 30s x 2 = 60s.

Maximum Charging Time

If the duration of a call is less than the value of ‘Minimum Charging
Time', it will be not included in call duration.

Alarm Threshold,

If the remaining time reaches the value of ‘Alarm Threshold’, an
alarm message will be sent.

Mobile Number | The mobile number which receives alarm messages.

Receiving Alarm,

Port  Description  for | If you set any description here, the description will be contained in
Alarm the alarm message.

SIM Remain Time

The remaining call time of mobile number. For example, if
maximum call duration is 60s and 40s has been consumed, the
‘SIM Remain Time’ is 20s.

Step 4. Click Save on the bottom of the interface.
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5.7 CLIR & Detect Reverse Polarity

CLIR (Calling Line Identification Restriction): If the CLIR function is enabled, the phone number of the
caller will not be displayed on the called phone.

Detect Reverse Polarity: If the function is enabled, the caller will learn whether the called person has got
through the phone.

5.7.1 Configuration procedures for CLIR & Detect Reverse Polarity
Step 1. Log into the Web Management System GUI of the DWG2000-1G.

Step 2. On the Web System Management GUI, click Mobile Configuration - Mobile Configuration,
and then click the checkbox on the left of Yes for CLIR & Detect Reverse Polarity.

Mobile Configuration
|

Mobile Number

T

Step 30 sec

Enable Call Duration Limitation of single call Mo ® Yes

Time of single call

Enable Call Duration Limitation No '® yes

Auto Reset No @ yes

Reset Period Month v

Next Reset time 2015 v [vear [4 v ]|month [End v ]|Day [10 v |Hour [58 v |Min
Maximum Call Duration

Minimum Charging Time seC

Alarm Threshold (via SMS)
Mobile Number (Receiving Alarm)
Port Description for Alarm

SIM Remain Time 0

[Restore Time |

[cLIR No @ ves|
Mobile Tx Gain 3 [Bl::
Mobile Rx Gain 7 al=3
[Detect Reverse Polarity No ® ves |

Reset Module

Block Module

Step 3. Click Save on the interface.

5.8 BCCH

BCCH (Broadcast Control Channel ): BCCH is a logical broadcast channel used by the base station in
a GSM network to send information about the identity of the network. The information is used by a mobile
station to get access to the network. Information includes the Mobile Network Code (MNC), the Location
Area Code (LAC) and a list of frequencies used by the neighboring cells.
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5.8.1 Configuration Procedures for BCCH
Step 1. Log into the Web Management System of the DWG2000-1G.

Step 2. On the Web Management System, click Mobile Configuration > BCCH.

Detail
Step 3. Drag the scroll bar on the bottom of the interface, and you will see a button.

Step 4. Click the Detail button, and you will see the following interface.

BCCH Mode Default v
Refrash Interval s

Step 5. Click the drag-down box on the right of BCCH Mode, and select a mode.

BCCH Mode [Default v |
Default
Random

Refresh Interval Advanced

Alto Refresh Stop Refresh

Default: All frequencies will be automatically matched with the DWG2000-1G.

Fixed: You are required to set three fixed frequencies, and the frequencies will be matched with
the DWG2000-1G permanently.

BCCH

Frist of BCCH
Second of BCCH
Third of BCCH

Random: you are required to set some conditions, including minimum signal strength, the period for
automatic frequency switch, and whether to switch frequency during calling.

Minimum Signal Strength allow [-@0 | db
Auto Period between [1 |and[15 | min
Switch BCCH in Calling * No Yes
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Advanced: you are required to set some conditions, including minimum signal strength, minimum
answer-seizure ratio, number of calls and number of failed calls.

BCCH
BCCH Mode
Minimum Signal Strength allow [-20 | db
CallTimes[15  |MinimunASR[30  |%
Call Failed[6 ]

Note: When the actual number of failed calls reaches the set number, frequencies will be switched or
when the actual answer-seizure ratio is less than the minimum answer-seizure ratio, frequencies will be

switched.
Step 6. Click the Save button, and a prompt message indicating successful setting will pop up.

Step 7. On the navigation tree, click Mobile Configuration 2> BCCH. You will see the following figure
on the upper interface. If there are some frequencies that are not useful, you can set them on the
BCCH Blacklist, and then those frequencies cannot be used by the mobile station.

£ BCCH Blacklist

1 2 3 4 5 (i1

BCCH | J | || | | | | | |

Note: The BCCH Blacklist only works at random mode and advanced mode.

Step 8. On the Mobile Configuration = BCCH interface, you can also set a refresh interval. For example,
if you set refresh interval as 5 seconds, frequencies will be refreshed every 5 seconds.

Step 9. Click the Save button on the interface.

5.9 Carrier

On the Mobile Configuration - Carrier interface, if Automatic is selected, the DWG2000-1G device
will automatically identify the carrier which the inserted SIM card belongs to. If Manual is selected, you
need to choose a carrier in the drop-down box.

Select Mode * Automatic Manual
Carrier List [ 7]
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5.10 Call Forwarding

Calls can be forwarded unconditionally or under certain conditions.

Call Forwarding

Select Call Type Call Number

Call Forwarding Unconditional | |

Call Forwarding Mo Repl
: oY | | Example 0755-
Call Forwarding Busy | | 26456659 or
18665808238
Zall Forward on Mot Reachable | |
. Cancel All

Parameter Explanation

Call Unconditional Calls will be forwarded unconditionally

Call Forwarding No Reply If there is no reply from the called number, calls
will be forwarded.

Call Forwarding Busy If the called number is busy, calls will be
forwarded.

Call Forward on Not Reachable If the called number is not reachable (for example,
the called phone is power off), calls will be
forwarded.

Cancel All Calls will not be forwarded.

Call Number The number where calls will be forwarded.

5.11 Call Waiting

On the Mobile Configuration > Call Waiting interface, the call waiting function can be disabled or
enabled.

Enable Mo ® Yes
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6 Call Control

6.1 Navigation Subtree of Call Control

Call control includes routing configuration, manipulation configuration, operation configuration and 1P
trunk configuration.

+ System Information

+ Statistics

+ Network Configuration
+ Security Center

+ Mobile Configuration
+ Routing Configuration

+ Manipulation Configuration
+ Operation

+ IP Trunk Configuration

+ System Configuration

* Digit Map

+ Tools

Basic configuration procedures for a call are:

1. IP trunk configuration

2. Routing configuration

3. Operation configuration

If you want to have value-added functions, you can carry out configurations for number manipulation or
auto call.

6.2 IP = Tel Calls and Tel =2 IP Calls

As the DWG2000-1G device provides interconnectivity between the GSM network and the IP network, we
define calls from the IP network to the GSM network as outgoing calls (IP - Tel calls), and define calls
from GSM network to the IP as incoming calls (Tel > 1P calls).

6.3 Configuration of IP Trunk and IP Trunk Group

6.3.1 Configuration of IP Trunk

Step 1. In the navigation tree of Web Management System, click IP Trunk Configuration = IP Trunk,
and the following interface will be displayed.
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IP Trunk

Index IP Fort Description KeepAlive Enable

Total: Dentry 16entry/page ‘.-'DpageEl

[Add]| [Delete| [ Modify |

Step 2. Click the Add button to configure IP Trunk.

IP Trunk Add

Index

IP

Port

Description
KeepAlive Enable

[OK| |[Reset| [cancel]

Parameter Explanation

Index You can choose any one from 0 — 31, but indexes of different IP trunk cannot be
the same.

IP The IP address of the device (for example: DAG) connected to the
DWG2000-1G.

Port The port of the device (for example: DAG), through which the DWG2000-1G is

connected to the device.

Description You can enter any description you want.

KeepAlive If KeepAlive is enabled, the DWG2000-1G will examine whether the IP trunk is
Enable available or not.

Step 3. Click OK on the interface.

Step 4. If you need to delete or modify the IP trunk, click the on the left of the IP Trunk, and then
click Delete or Modify.

6.3.2 Configuration of IP Trunk Group

Step 1. In the navigation tree of Web Management System, click IP Trunk Configuration = IP Trunk
Group, and the following interface will be displayed.
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Step 2.

Step 3.

Step 4.

IP Trunk Group Add

Index [31 v|
Description | |
P Index [ Port
30 172.16.177.18 456
R 192.163.111 0
[OK| |[Reset| |[cancel]
Click on the left of the IP trunks which you intend to include into the IP trunk group. (You

need to select more than one IP trunks)

Click OK on the interface.

If you need to delete or modify the IP trunk group, click the on the left of the IP Trunk, and

then click Delete or Modify.

6.4 Routing Configuration

Step 1.

Step 2.

In the navigation tree on the left, click Routing Configuration = Tel -> IP Routing, and the
following interface will be displayed.

Tel=IP Routing

Index Description Source Prefix Destination Prefix Destination
kh default any any IP 31
Total: 1entry 16entry/ipage 1/1page
[Add| [Delete] [Modify |

Click Add to configure routing.

Tel=IP Routing Modify

Index [31 |
Description | |
Source Prefix | |
Destination Prefix | |
Destination O] M =123= v

IP Group 31 123> v

SIP Server

[OK| |Reset| |[cancel]
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Parameter

Explanation

Index

The index of the routing

Description

You can enter any description you want

Source
Prefix

The prefix of the source number; when it’s found that the source number includes
the prefix, this routing will be selected.

Destination
Prefix

The prefix of the destination number; when it’s found that the destination number
includes the prefix, this routing will be selected.

Destination

The IP Trunk, IP Trunk Group or SIP Server linked to the routing

Note: You can add 1 to 31 routings, but the routing whose index is 31 cannot be deleted, since there
must be one routing at least.

Step 3. Click OK.

Step 4. If you need to delete or modify the routing, click the on the left of the routing, and then click
Delete or Modify.

Step 5. In the navigation, Click Routing Configuration = Routing Parameter. Choose ‘Route calls
before manipulation’ or ‘Route calls after manipulation” according to your needs.

Routing Parameter

Tel-=IF Parameter Route calls before manipulatian

Route calls before manipulation

{ Route calls after manipulation

NOTE: Ifyou need route calls after manipulation, st the destination ip of manipulation to any.

Note: Route calls before manipulation is the default setting.

Step 6. Click Save on the interface.

6.5 Operation

The Operation function is used to control outgoing calls and incoming calls. It can determine whether a call
is allowed or forbidden.

6.5.1 Configuration Procedures for IP -> Tel Operation

Step 1. In the navigation, click Operation = IP->Tel Operation, and the following interface will be

displayed.
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IP>Tel Operation

Index Source IP Source Prefix Dﬂﬁnig?:m Operation Description

3 IP 31 any any Allow | 333

Total: 1entry 16entry/page 1/page

[Add| [Delete | [ Modify |

Step 2. Click Add to configure the following parameters.

IP=Tel Operation Add

Index [30 v]
Source Prefix | |
Source P P 30 =123456= ¥
IP Group 31 =123= v

& SIP Server
Destination Prefix |
Operation Forbid Call

& Allow Call

Auta Call Passward Authentication

Description |

[OK| |Reset| |[cCancel|

Parameter | Explanation

Index The index of the operation
Source The prefix of the source number. When a source number includes this prefix, the
Prefix operation will be executed.

Source IP | The IP Trunk, IP Trunk Group or SIP Server linked to the operation.

Destination | The prefix of the destination number. When a destination number includes this
Prefix prefix, the operation will be executed.

Operation | Operation includes Forbid Call, Allow Call, Auto Call and Password
Authentication. For example, if source prefix is set as 200, the source number is
2009966, Allow Call and Auto Call are selected, the outgoing call of 2009966 will
be dialed by the DWG2000-1G automatically.

Description | Enter any description that you want.

Note: If Auto Call is selected, IP -> Tel call will be dialed by the DWG2000-1G automatically.

Step 3. Click OK.
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6.5.2 Configuration Procedures for Tel -> IP Operation

Step 1. In the navigation, click Operation - Tel -> IP Operation, and the following interface will be
displayed.

Tel-=IP Operation

Index ‘Source Prefix Destination Prefix QOperation Description

Total: Oentry 16entryipage 1/0page El

[Add] |[Delete] [ Modify |

Step 2. Click Add to configure the following parameters.

Tel-=IP Operation Add

Index EX v |

Source Prefix | |

Destination Prefix | |

Operation Forbid Call
Callback
Play VR Only
* Allow Call
Auto Call Password Authentication
Description

Mote: "Play IVR Only” cannot be used for VOIP Calling. And the device will hangup after playing VR for 3 times.

| OK | | Reset| | Cancel |
Parameter | Explanation
Index The index of the operation
Source The prefix of the source number. When a source number includes this prefix, the
Prefix operation will be executed.

Source IP | The IP Trunk, IP Trunk Group or SIP Server linked to the operation.

Destination | The prefix of the destination number. When a destination number includes this
Prefix prefix, the operation will be executed.

Operation | Operation includes Forbid Call, Callback, Play IVR Only, Allow Call, Auto Call
and Password Authentication.

DWG2000-1G User Manual Copyright @ 2011-2015 Dinstar




Description | Enter any description that you want.

Step3.  Click OK.

6.6 Number Manipulation

Number manipulation refers to the change of the destination number during the IP-> Tel calling process, the
change of the source number during the Tel-> IP calling process, and the change of the destination number
during the Tel=> IP calling process.

6.6.1 Configuration Procedures for Manipulating IP —> Tel Destination Numbers

Step 1. In the navigation tree of Web Management System, click Manipulation Configuration 2 IP —>
Tel Destination Numbers, and the following interface will be displayed.

IP=>Tel Destination Numbers

Total: Dentry 18entry/page 1!DpageE|

Step 2. Click Add, and the following interface will be displayed.
IP=Tel Destination Numbers Add

Index [31 v |
Description | |
Source Prefix | |
Source P 30 =123456= v
IP Group ¥
® S|P Server

Destination Prefix

Stripped Digits from Left

| |

| |

Stripped Digits from | |
Right

| |

| |

| |

Prefix to Add
Suffix to Add

Mumber of Digits to
Leave fraom Right

|OK| [Reset| [cCancel
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Parameter

Explanation

Index

You can choose any one from 0 — 31, but an index cannot be used repeatedly.

Description

You can enter any description you want.

Source Prefix

The prefix of the source number

Source The source IP in the Operation - IP — Tel Operation interface

Destination The prefix of the destination number

Prefix

Stripped  Digits | The number of digits which are lessened from the left of the destination
from Left number

Stripped Digits

The number of digits which are lessened from the right of the destination

from Right number
Prefix to Add The prefix added to the destination number after its digits are lessened.
Suffix to Add The suffix added to the destination number after its digits are lessened

Number of Digits
to Leave from
Right

The number of the retained digits which. are counted from the right of the
destination number

Note: You can only configure some of the parameters according to your needs.

Parameters (Source Prefix, Source IP, Source IP Trunk and Destination Prefix) are the triggering
conditions for number manipulation, while the remaining parameters (Stripped Digits from Left or
From Right , Prefix/Suffix to Add and Number of Digits to Leave from Right) are the rules to change

numbers.

Step 3. Click OK

Step 4. If you need to delete or modify the configuration, click the

or Modify.

on the left, and then click Delete

IP->Tel Destination Numbers

Index

[0 ] a1 123

Description

S Stripped Stripped MNumber of Digits
Source Source Prefix  DESNAMON  pigistom  Digitsom TTgg© SUMIO g save from
Le Right Right
SIP Server 123 123 0 0

Total: 1entry 16entry/page '.-"page
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7 Statistics

7.1 Navigation Subtree for Statistics

- Statistics
+« TCPUDP
+« RTP
SIP Call History

IP to GSM Call History
CDR Report

Lock BCCH Report
Current Call Status

7.2 TCP/UDP

On the Statistic 2 TCP/UDP interface, the number of the sent packages over TCP/UDP and the number of
the received packages over TCP/UDP are displayed. If the Refresh button is clicked and the numbers
change, it means the communication is normal.

TCP/UDP

TCP Send Packet TCP Recv Packet UDP Send Packet UDP Recv Packet
4158 2979 140 140

7.3 RTP

On the Statistic >RTP interface, the data packages related to RTP (Real-time Transport Protocol) are
displayed. The packages can be refreshed automatically or manually. If data are shown, it means a call is

ongoing.
RTP

Payload  Packet Duration
Port Type Perigg  Local Port PeerIP PeerPort  Send Packet RecvPacket  Loss Packet Jitter ES)
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7.4 SIP Call History

On the Statistic 2SIP Call History interface, the number of incoming calls and the number of outgoing
calls through the port of DWG2000-1G will be displayed.

SIP Call History

7.5 IP to GSM Call History

On the Statistic - IP to GSM Call History interface, history of IP - GSM calls is displayed.

IP to GSM Call History

7.6 CDR Report

On the Statistic »» CDR Report interface, details of all calls through the port of DWG2000-1G are
displayed. The CDR function can be enabled on this interface.

CDR Report
Enable COR ® No O Yes Sae COR @ No O Yes
StartDate: [2015 | Year [4 ¥ | Month [20 ¥ ] Day Select Port Call Direction [ALL___ ¥ ]

EndDate: [2015 | Year [4_ v ]|Month [20 ¥ ]Day source [ ] Destination ||
Min Duration l:l ] Max Duration l:l ] Ritp Loss Rate | | % to | |%

CDR Export [ Export | [Refresh | [ Delete the CDRs in this Report |

Total: 0 entries 50 entries/page 1/0 page El
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7.7 Lock BCCH Report

On the Statistics 2 Lock BCCH Report interface, history of the changes of BCCH frequencies is shown.

Auto Lock BCCH History

Recently 50 Times Record

| Clear | | Export | [ All Clear | | All Export |

7.8 Current Call Status

On the Statistics = Current Call Status, status and detail of the current call are shown.

Current Call Status

0 IP-=Gsm 231 f64931 G.729AB 20153-04-2000:59:57 246
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8 Tools

8.1 Navigation Subtree of Tools

- Tools

Firmware Upload
Provision

Syslog

Filelog

Filelog Download
Management Parameter
Config Backup

Config Restore

MR Voice Prompt Upload
Ping Test

Tracert Test

Metwork Capture

Voice Loopback Test
GSM Metwork Test
Usemame & Password
Factory Reset

Auto Restart

Restart

8.2 Firmware Upload

On the Tools = Firmware Upload, you can upload a firmware to upgrade the DWG2000-1G. But you
need to restart the DWG2000-1G device for the change to take effect.

Firmware Upload

Send package file from your computer to the device.

Software Choose File | No file chosen Upload

8.3 Provision

On the Tools = Provision interface, you can carry out some configurations to make the DWG2000-1G
automatically upgrade with the latest firmware stored on a http server, ftp server or a ftp server.
The following is an example where ftp server is taken as an example to show how to do the configurations.
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8.3.1 Configuration on FTP Server
Assume that the URL of the FTP server is //172.16.77.200.

Step 1. Open the ftp server, create a file folder under the following path: ftp://172.16.77.200/home, and
then name the file folder as “36” (36 is the product ID of DWG).

Step 2. Ask the technical support of Shenzhen Dinstar Technology Co.,Ltd to provide the following
compression package, which contains two files (the “package” file and the “wgpkgmipsel.ldf” file).

B 02361004 tar

| | package
|| wgpkgmipsel.ldf

Step 3.0pen the “package” file, and copy the following words in the red box.

1 <%m] veraion="1.0" encoding="ygf-8"7>
2 <provision version="1.0"»
<product id="23"»

‘{package yer="02231101" rely="02230701" byildtime="2015-02-28 21:42:21" name="yopkgarmuc. ldf" type="ufficial"|>
z <paran name="poxapp.l1df" value="phoxapp.ldf" yer="02231101" md5="e439491906£9e8265946272084627a07"/>
] <param name="box_fpga.ldf" value="box fpga.}df" yer="02231101" nd5="216281e5fd6cd51314ddelf2f3efE30c"/>
T <param name="config default" value="config default" ygr="02231101" nd3="003277dblas60chad%1ceddlesa2B61Ec"/>
8 <param name="gry" value="gry" yer="02231101" md5="e964b11dc47d784796280e653268c5¢8" />
£ <param name="dwg db" value="dwg db" yer="02231101" md5="7Tb3bbda11d4c7666220502d63bbdcdde"/>
10 <param name="firmyare" value="firmware" ygr="02231101" md5="375767695cfd403e86a205e7475¢c5281" />
11 <paran name="libsglite3.gz" value="libsglite3.gz" yer="02231101" md5="0466cbd4dc8fibeetsT44dcibldbisbi"/>
12 <param name="net_hook.ko" value="net hook.ko" ygr="02231101" md5="021bad0a%467actTc04dbe5clEE560c1" />
13 <param name="prhtimer.ko" value="pthrimer.ko" yer="02231101" md5="f7hdib29£571520b05df2095b36a1d64" />
14 <param name="gtartapn" value="gtartapp" yer="02231101" mdS="ebl4ecef50eaed7021b2d8edlcafafde" />
15 <parap name="sunmary" value="summary" ygp="02231101" md5="712db9£300250a8eca2TbegTafchsacd"/>
16 <param name="ydncpe. script” value="ydhcpe.script” yer="02231101" md5="90182604c49edefee2c9edf9deadand2"/ >
17 <param name="ydpmux.ko" value="udpmux.ko" yer="02231101" nd5="6409£223011cheddf4298cTEbd4d36al"/>
18 <param name="upgrade" value="upgrade" ygp="02231101" md5="8d225d00bb9c24232164£933becBI810"/>

19 <{param name="usctp daemon.gz" value="usctp daemon.gg" ygr="02231101" nd5="4546£5d89ad0d53f2abddf0d61fdedb0" />

20 <param name="yserboardapp.1df" value="yserhoardapp.ldf" yer="02231101" md5="e892f1134559f1bc426b40b0c29d2aT6"/>

21 <param name="userboardapp v5.]df" value="userboardapp v3.]d7" yer="02231101" nd5="0173%aae44421b54a444bfed9976ctd3"/>
22 <paran name="userboardapp v6.1df" value="userboardapp vé.ldf" yer="02231101" nd5="3b357b3d079cT608£2606 dbctddeTeE" />
23 <param name="userboard fpga.ldf" value="userboard fpga.ldf" ygr="02231101" mdS="3f360b9576443b17dcE2d5477cB045D6" />
24 <param name="web" value="web" yer="02231101" md5="8£f13fb370728bcTd4fe3fh081b55ac1" >

25 ¢/package>

26 </producty

#lrvnmigians

Note: If more contents or less contents are copied, the configuration will fail.
The contents that are copied will be used later in the newly-created “default” file.

Step 4. Create a file in the “xml” format, and name the file as “default.xml”.

Step 5. Write the following contents on the “default.xml” file.
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ftp://172.16.77.200/home

<?xml version="1.0" encoding="UTF-8"?=
- <provision version="1.0"=

- =product force="true" url="ftp://172.16.77.200/home/ 36" snfilter=""id="36">
<package type="official" name="wgpkgmipsel.ldf" buildtime="2015-04-20 18:54:57" rely=""ver="02361004"/>
</product>

</provision=

Note: The url is ftp://172.16.77.200/home/36 and product id is 36 in the above file.

Step 6. Put the following files in the <36 folder. (Except the “default” file, other files are provided by
Dinstar.)

B 02361004.tar

|2 default

| | package

|| wgpkgmipsel.ldf

8.3.2 Configuration on DWG2000-1G
Step 1. Log into the Web Management System of the DWG2000-1G

Step 2. On the navigation tree on the left, click Tools = Provision, and the following interface will be

displayed.
URL | fp:1172.16.77.200/home/ |
Check Interval (30 3
Account | faxworker |
Password |
Proxy Domain | |
Proxy Port | |
Proxy Account | |
Proxy Password | |

Mote: The "URL" must begin with "http:d” “ftpd” or "fpd”.
Parameter Explanation
URL The URL of the ftp server, for example,

ftp://172.16.77.200/home
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ftp://172.16.77.200/home/36

Check Interval: The interval to check where there is a new
firmware in the ftp://172.16.77.200/home

Account The login name of the ftp server

Password The login password of the ftp server

Proxy Domain, Proxy Port, Proxy Account and Proxy Password are optional to be configured.

Step 3. Click the Save button.

8.4 Filelog Download

The filelog which indicates the details of the operations carried out on the DWG2000-1G device can be
downloaded on the Tools - Filelog Download.
Filelog Download

Click the right button for download 'Filelog.txt' to your computer.

8.5 Management Parameter

On the Tools = Management Parameter interface, the NTP (Network Time Protocol) can be enabled. If
the function is enabled, the DWG2000-1G can automatically adjust the real time according to the NTP
address and its time zone

Management Parameter

NTP Parameter

MTF Enable ® yag Mo

Primary NTF Server Address us.pool.ntp.arg

Primary MTF Server Port 123

Secondary NTP Server Address 64 2369653

Secondary NTP Server Port 123

Check Interval 3600 5

Time Zone GMT-6:00 (LS Central Time, Chicago) v

WEB Parameter
WEB Port [80 |

Telnet Parameter
Telnet Port [23 |
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8.6 Config Backup & Config Restore
8.6.1 Config Backup

On the Tools = Config Backup interface, you can download data as a back for the DWG device.

Click 'Backup’ for download configuration file to your computer.

8.6.2 Config Restore

On the Tools = Config Restore interface, you can upload a file to restore the data of the DWG device.

Data Restore

Send data file from your computer to the device.

Configuration | Choose File | No file chosen

MOTES: The upload process will last about 30s.

8.7 IVR Voice Prompt Upload

On the Tools = VR Voice Prompt Upload interface, you can upload a IVR prompt or set a default IVR
prompt for PSTN incoming calls.

IVR Voice Prompt Upload

Send "wav" file from your computer to the device.

VR Woice Prompt File for PSTN Incoming Calls Choose File | No file chosen Upload
Flay VR “oice Prompt from ® Default Custom

NOTE: 1.Please choose a mono wav file which is 8khz, 16bit and no more than 940k bytes.

8.8 Network Diagnosis
8.8.1 Ping Test

On the Tools = Ping Test interface, you can use Ping to check whether the network is working or not.
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Ping Test

Ping Destination
Number of Ping(1-100)
Ping Packet Size(56-1024 bytes)

St
8.8.2 Tracert Test

On the Tools > Tracert Test interface, you can check the routes of the tracert destination.

Tracert Test

Tracert Destination | |

Max Hops of Tracert{1-255) | |

Star
8.8.3 Network Capture

On the Tools - Network Capture interface, you can capture data packages of the available network ports.

Network Capture

Default Setting | Custom v |

Srouce Host

Destination Host

Select Port
Protocol(s) TCP UDP RTP RTCP Clicmp LI ARP

| Start | | Stop | | Reset |

MNOTE:

If all the items are left empty, it means all packets of the available network interfaces will be capturad.
Ifthere are multiple IF addresses, please use j° j+ to separate them;

Ifyou need to getthe Syslog packets, make sure Syslog has been enablad;

Ifyou need to getthe RTF or RTCF packets, make sure the checkbox before UDF have been selected, apart
from the checkbox before RTP or RTCP.

Ifyou select a specific por, the SIF and RTF packets of the portwill be capturad.

8.9 Username & Password

If you want to change the username or password of the DWG2000-1G device, click Tools - Username &
Password. You are required to enter old username and password before inputting new username and
password.
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Username & Password

Web Configuration
Old Web Username admin
Old Web Password
New Web Username
New Web Password
Confirm Web Password

Telnet Configuration
Cld Telnet Username admin
Cld Telnet Password
MNew Telnet Username
MNew Telnet Password
Confirm Telnet Passward

8.10 Factory Reset

On the Tools - Factory Reset interface, click Apply, and the DWG2000-1G device will be reset The
factory settings.

Factory Reset

Click this button to reset factory default settings
MotesYou need to restart the device to take effect.

8.11 Auto Restart and Manually Restart

On the Tools = Auto Restart interface, you can choose enable or disable Auto Restore.

Auto Restart

Auto Restart Enable ves ® No

Motes: 1. WTF should be enabled!
minutes.

On the Tools = Restart interface, you can manually restart the DWG2000-1G device.

Click this button to restart the device.
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9 How to Connect with SIP Server

This chapter is aimed to describe the configuration procedures for connecting the DWG2000-1G with SIP server.
Here we take the Elastix Server for example.

9.1 Configuration for connecting DWG2000-1G with Elastix through
IP Trunking

9.1.1 Configuration procedures on Elastix Sever
Step 1. Log into the Elastix Sever

Step 2. Click PBX on the menu at the top of the interface top, and then click Trunks in navigation tree on
the left.

Step 3. Click Add SIP Trunk to create a SIP Trunk to DWG2000-1G.
Fill in the following information

Outgoing settings :
Trunk Name (dwg1111 in this example)
Host (the IP address of the DWG2000-1G device, “192.168.11.1” in this example)

Username (the SIP account name assigned by the Elastic Server to the current user; it will be
used later in the configuration on the DWG2000-1G)

Secret (the authentication password for connecting with the Elastic Server)

Outgoing Settings

Trunk Name: dwgll1l
FPEER Details:
host=152.168.11.1

secret=123456
type=peer

Incoming setting:

e Username (the account name assigned by the Elastic Server to the current user; it will be used
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later in the configuration on the DWG2000-1G)
e Secret (the authentication password for connecting with the Elastic Server)

LUSER Context: dwgl0000
USER Details:

host=dynamic

secret=123456
type=peer
gquality=yes

Step 4. Click Outbound Routes in the navigation tree to configure outbound route on the Add Outbound
Routes interface, and fill in the following information.

Route Name (Routel in this example)

Route Settings

Route Name: [rnutel ]

Route CID: Override Extension

Route Password:

Route Type: Emergency Intra-Company
Music On Hold? default «

Time Group: ---Permanent Route--- ¥
Route Position Last after 5560 v

Dial Patterns that will use this Route

(prepend }+ 1 | [ match pattern { CallerId 1 ik

+ Add More Dial Pattern Fields

Dial patterns wizards: (pick one) v
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Trunk Sequence for Matched Routes

0 dwglllll «
1 v

2 v

Step 5. Click the Submit Changes button.

Step 6. Click Inbound Routes to configure inbound route on the Add Inbound Routes interface, and fill
in the following information.

Add Incoming Route:
o Description (the description of this route, ‘Route 2’ in this example)
e DID number (the number for access to this route, ‘123’ in this example)

Add Incoming Route

Description: RouteZ

DID Mumber: 123

Caller ID Number:
CID Priority Route:

¢ Destination (the extension number that the route will reach, ‘101’ in this example)
Set Destination

Extensions ¥ || <101 101 v

Step 7. Click Submit to save the changes.

Step 8. Apply configuration changes.

9.1.2 Configuration procedures on DWG2000-1G

Step 1. Log into the Web Management System of DWG2000-1G.

Step 2. On the navigation tree on the right, click System Configuration = SIP Parameter, and the
following interface will be displayed.
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Step 3.

Step 4.

Step 5.

SIP Configuration

SIP Proxy
SIF Server Address 172.16.33 58
SIP Server Port(default: 5060) 5060
Check Net Status ® No O Yes
Qutbound Proxy
Cutbound Proxy Address
Cutbound Proxy Part 5060
Local SIP Port
Use Random Port * No Yes
Local SIP Port 5060
Is Register * No Yes

o SIP Server Address (the IP address of the Elastix Server, ‘172.16.33.58” in this example)
e SIP Server Port (5060 in this example)
o Is Register (Select No, as it is IP Trunking instead of SIP registration)

Click Save on the bottom of the interface.

On the navigation tree on the right, click System Configuration = Port Parameter, and
configure authentication information on the interface.

Port Configuration

SIP User ID dwg1111

Authenticats 1D dwg1111

Authenticate Password 123456 [ Hide Password |
Tx Gain +2dB v

Rx Gain +GdB v

To VOIP Hotline 233

To PSTN Hotline 13510224210

Auto-Dial Delay Time 3 5

e SIP User ID: the username set in Step 3 of the configuration on Elastix Server.
o Authenticate ID: Same as SIP User ID by default
e Authenticate Password: the secret set in Step 3 of the configuration on Elastix Server.

To VOIP Hotline: the inbound number that is dialed automatically by the DWG2000-1G when
‘Auto Call’ is selected in the Operation = Tel-> IP Operation interface (make reference to 6.5.2)

To PSTN Hotline: the outbound number that is dialed automatically by the DWG2000-1G when
‘Auto Call’ is selected in the Operation = IP-> Tel Operation interface (make reference to 6.5.1)

In the navigation tree, click Routing Configuration = IP->Tel Routing, and modify the default
IP ->Tel route.
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Tel=IP Routing Modify

Index [31 |
Description [to Elastix |
Source Prefix [any |
Destination Prefix [any |
Destination P 31 =123= r
IP Group 31 <123> v
* SIF Server
[OK| [Reset| |[cCancel
Parameter How to Configure
Description Modify the description to ‘To Elastix’
Destination Select “SIP Server’

Step 6. In the navigation tree,
interface, and then click

click Operation = Tel->IP Operation , click Add on the displayed
on the left of ‘Auto Call’ to enable ‘to VoIP Holine’.

Tel=IP Operation Modify

Index

Source Prefix
Destination Prefix
Ciperation

Description

[31

[any

[any

Forbid Call
Callback
Play VR Only
& Allow Call
¢ Auto Call
[3331

Passward Authentication

Step 7. On the navigation tree,

interface, and then click

DWG2000-1G User Manual
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on the left of ‘Auto Call’ to enable ‘to PSTN Holine’.
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IP=Tel Operation Modify

Index Kh
Source Prefix any
Source IP 1= | 31 =123= - |
IP Group [31 <123 v
* S|P Server
Destination Prefix [any
Sizmias Forbid Call
) Allow Call
#| Auto Call Password Authentication
Description [2331
[OK] [Reset| [cCancel]

Step 8. Click OK at the bottom of the interface.

9.2 Configuration Procedures for connecting DWG2000-1G with
Elastix through SIP Registration with Trunking

9.2.1 Configuration Procedures on Elastix Sever
Step 1. Log into the Elastix Sever

Step 2. Click PBX on the menu at the top of the interface top, and then click Trunks in navigation tree on
the left.

Step 3. Click Add SIP Trunk to create a SIP Trunk to DWG2000-1G.
Fill in the following information

Outgoing settings :

Trunk Name (dwg1111 in this example)

Host (host = dynamic)

Username (the SIP account name assigned by the Elastic Server to the current user; it will be
used later in the configuration on the DWG2000-1G)

Secret (the authentication password for connecting with the Elastic Server)
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Outgoing Settings

Trunk Name: dwgl1111
PEER Details:

host=dynamic
username=dwgllll
secret=123456
type=peer
context=Ffrom-pstn
quality=yes

Incoming setting:

e Username (the SIP account name assigned by the Elastic Server to the current user, dwg1111 in
this example)

o Secret (the authentication password for connecting with the Elastic Server)
Incoming Settings

USER Context: dwgl0000
USER Details:

host=dynamic
usernams=dwgl1111
secret=123456
type=peer
quality=yes

Step 4. Click Outbound Routes in the navigation tree to configure outbound route, and fill in the
following information.

Route Settings

FRoute Name: [routel ]

Route CID: L Owverride Extension

Route Password:

Route Type: | Emergency L Intra-Company
Music On Hold? default -

Time Group: ---Permanent Route---
Route Position Last after 5560 v
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Dial Patterns that will use this Route

(prepend [} + 1 | [match pattern { Callerld ] il

+ Add More Dial Pattern Fields

Dial patterns wizards: (pick one) v

Trunk Sequence for Matched Routes

0 |dwglllll
1

v

2 v

Step 5. Click the Submit Changes button.

Step 6. Click Inbound Routes to configure inbound route on the Add Inbound Routes interface, and fill
in the following information.

Add Incoming Route:

Description (the description of this route, ‘Route 2’ in this example)
DID number (the number for access to this route, ‘123’ in this example)
Add Incoming Route

Description: Route2

DID Mumber: 123 ]

Caller ID Mumber:
CID Priority Route:

Destination (the extension number that the route will reach, <101’ in this example)
Set Destination

Extensions ¥ || <101 101

Step 7. Click Submit to save the changes.

DWG2000-1G User Manual

55 Copyright @ 2011-2015 Dinstar




Step 8. Apply configuration changes.

9.2.2 Configuration Procedures on DWG2000-1G
Step 1. Log into the Web Management System of DWG2000-1G.

Step 2. On the navigation tree on the right, click System Configuration - SIP Parameter, and the
following interface will be displayed.

SIP Configuration

SIP Proxy
SIP Server Address 172163358
SIP Server Port{default: 5060) 50480
Check MNet Status ) po Yas

Outbound Proxy
Cutbhound Proxy Address

Outbound Proxy Port 080
Local SIP Port

Use Random Port ) pg Yas

Local SIP Port (5060 |
Is Register Mo '® Yes
Register Interval(range: 1-3600s) |20 |s

SIP Server Address (the IP address of the Elastix Server, <172.16.33.58” in this example)
SIP Server Port (5060 in this example)
Is Register (Select YES, as it is SIP Registration instead of IP Trunking)

Step 3. Click Save on the bottom of the interface.

Step 4. On the navigation tree on the right, click System Configuration = Port Parameter, and
configure authentication information on the interface.

Port Configuration

SIF User 1D dwg1111

Authenticats 1D dwg1111

Authenticate Password 123456 [ Hide Password |
Tx Gain +2dB v

Rx Gain +GdE v

To VOIP Hotling 233

To PSTN Hotline 13510224210

Auto-Dial Delay Time 3 5

SIP User ID: the username set in Step 3 of the configuration on Elastix Server.
Authenticate ID: Same as SIP User ID by default
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Authenticate Password: the secret set in Step 3 of the configuration on Elastix Server.

To VOIP Hotline: the inbound number that is dialed automatically by the DWG2000-1G when ‘Auto
Call’ is selected in the Operation = Tel-> IP Operation interface (make reference to 6.5.2)

To PSTN Hotline: the outbound number that is dialed automatically by the DWG2000-1G when
‘Auto Call’ is selected in the Operation = IP-> Tel Operation interface (make reference to 6.5.1)

Step 5. In the navigation tree, click Routing Configuration - IP->Tel Routing, and modify the default

IP ->Tel route.

Tel=IP Routing Modify

Index [31 |
Description [to Elastix |
Source Prefix [any |
Destination Prefix [any |
Destination P 31 =123=
IP Group 31 <123>
* SIF Server
[OK| [Reset| |[cCancel
Parameter How to Configure
Description Modify the description to ‘To Elastix’
Destination Select “SIP Server’

Step 6. In the navigation tree, click Operation = Tel->IP Operation , click Add on the displayed

interface, and then click

on the left of <Auto Call’ to enable ‘to VVoIP Holine’.

Tel=IP Operation Modify

Inclex [31
Source Prefix [any |
Destination Prefix [any |
SIEELLT Forbid Call
Callback
Play VR Cnly
& Allow Call
¢ Auto Call Fassword Authentication
Description [3331

Step 7. In the navigation tree, click Operation =2 IP->Tel Operation, click Add on the displayed

interface, and then click on the left of <Auto Call’ to enable ‘to PSTN Holine’.
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IP=Tel Operation Modify

Index ch
Source Prefix any
Source IP =3 | 31 =123>= v |
IP Group [31=123= v]
* SIP Server
Destination Prefix [any
Sizmlil Forbid Call
* Allow Call
#| Auto Call Password Authentication
Description [3331

[oK] [Reset| [cancel]

Step 8. Click OK at the bottom of the interface.

—End
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