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Introduction

PC - Laptop Guard is the latest and most reliable way to protect your computer from all
software related problems in less than 10 seconds!

Pc-Laptop Guard protects your system from:

Windows errors

File corruption

User errors

Bad installations or un-installations

Virus, spyware, adware, Trojan horses, etc
Tampering

Have you ever had to spend many hours performing a system clean up, long hours doing
scan discs to search for malware, or cleaning your Temporary folders, Cookies, Cache etc?
Have you had the need to re-install your Windows Operating System again?

Pc-Laptop Guard will do all this and more in just a few seconds!
No more technical issues! No more non working computers!

Pc-Laptop Guard greatly improves the safety and efficiency of Pcs and Laptops, effectively
alleviates IT personnel's extra work of system maintenance, and increase productivity and
reduces production cost. Meanwhile, it protects system users from OS malfunction and
human errors.

Main functions:

Instant recovery: No matter what non-physical computer damage happens (including
virus attack, hacker destruction, settings alteration, mis-operation, etc.) and even serious
problems, such as system crash, instability or corrupted data happened, users can perform
a complete recovery in a short period of time (within 10 seconds) with the help of Pc-Laptop
Guard

Dynamic system save: Dynamically save the newly-added application to the system, but
changes won’t be permanent until you decide so.



Intelligent double-kernel synchronized surveillance: Synchronized protection of HDD
data and CMOS parameters, ensuring a three-dimensionally protection for pcs and laptops.

Operating System:
Compatible with Windows Vista/ XP/2000/ NT/ Me/ Win9x

Technology Specialties:

Independence of OS: Even though the software is installed thru the Windows interface, it
works on the BIOS level, completely independent from the operating system or file system.
Pc-Laptop Guard can still protect and recover the Windows OS and CMOS parameters
independently, even if the OS is totally crashed.

Instant Save and Recovery: Pc-Laptop Guard is able to complete the save and recovering
operations in a matter of seconds.

Flexible operation of save and recovery: For convenience, we provide with five
operational modes: Manual, Task Setting, Normal Settings, Advanced Settings and Others
making operations more flexible in different partitions.

No taking-up of practical disk space: Using a dynamic buffer area composed of free
space and the high-efficient projection algorithm, Pc-Laptop Guard achieves system
protection and instant recovery without taking up usable space or affecting the system's
performance.

Intelligent double-kernel synchronized surveillance: Synchronized protection of HDD
data and CMOS parameters comes into reality. If data alteration is detected, the parameters
will be recovered at your command.

Huge capacity support: Capable of working with up to 24 partitions on HDD
Multiple-format support: NTFS / HPFS / FAT32 / FAT16.

New conception of antivirus: Self-healing capability from types of virus attack and all
malware, known or unknown.

Password protection: manager password setting is allowed and system safety is
strengthened.

Intelligent mechanism of installation: Exclusive algorithm of control structure makes
installation, running and uninstall impose no infection on the original system, ensuring
transparent protection.

RECOMMENDATION:

Please read this manual completely in order to benefit with all the functionality
and protection that Pc-Laptop Guard delivers.



Important information

® Laptop Guard can only maintain and restore a pre-saved configuration. It does
NOT retrieve lost or deleted data prior its installation.

® |t cannot retrieve data due to Hard Disk failure; therefore
important data should always be backed up.

® No liabilities are accepted for loss of data or damage rising from
the misuse of Laptop Guard.

® Only the last saved configuration is restored. If you save a new
configuration, the previous one will no longer exist. Data that is likely to
change should be stored on removable media or a non-protected

partition.

® |f a password has been set, be sure not to forget or lose this password.
The password is very important. It’s the only way to communicate with
Pc-Laptop Guard to manage the configuration of your computer.

MINIMUM REQUIREMENTS

Hardware Environment Recommended

Most popular Pcs and Laptops with Windows OS installed
CPU: Pentium 166 or upwards

Hard disk: More than 528MB

Memory: More than 32MB

Operating System Recommended

Compatible with Windows Vista/ XP/2000/ NT/ Me/ Win9x/ MS DOS
Also supports Multi-OS environments.



Pre- Installation Steps

For a complete step by step on how to clean your computer, follow this link:
www.labellpcsolutions.com\english\do it yourself.htm

We suggest making a simple planning to your hard disk in which is going to be installed
the software, allocating the systematic software, application programs to be protected
(such as office software) and the user-related data on another partition in accordance
with your own needs.

TIP:

When protecting the partition data with Pc-Laptop Guard, do not neglect the ordinary
backup work for some important data.

Make sure to follow these steps for best results:

CMOS settings:
= Set System Boot Up Sequence as hard drive priority.
= Shut down virus detection in CMOS.

= Using the latest version of your preferred anti-virus
software. Make sure your Laptop is free from any infection
before installation.

= Conditions permitted, optimize the system disk scanning and
defrag is strongly recommended.

= |f more than one OS is installed in the computer, the
preparations mentioned above should be conducted on each
OS separately.

After preparation is completed, reboot your computer and make sure the system is
working as expected.
Then proceed with your new Laptop Guard installation.

REMEMBER:
If you save a bad configuration you will only restore to a bad configuration.
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Pc-Laptop Guard Installation

First of all, you must download and install Laptop Guard from our web page at :
http://www.labellpcsolutions.com/english/form/download _30_days_trial.htm
Scroll down to the link that reads Download NOW. (Fig 1)

LAPTOP GUARD - » Download Pc-Laptop Guard

Laptop Guard

3 Who needs it? - Laptcp Guard Software:Download
» Advantages (PDF) » User Manual : (PDF)
- Tutorials - Request info

IMPORTANT:

Before installing Laptop Guard you must prepare your system.

Carefully follow the instructions attached with this download. ||

© Download yourv30 days FREE trial NOW!

Please Register:

*First Name:

*Country:

*Email:

FIG1

The Registration Form is used for Demographics only.
Make sure your e-mail is correct because the system will send a password to UNLOCK
the Pc-Laptop Guard compressed file.

Make sure you press the “Submit” button once.
Depending on how busy the server is at the time, it will take anywhere from 10 seconds
up to 2 minutes before it responds with the confirmation page, as shown on (FIG 2).


http://www.labellpcsolutions.com/english/form/download_30_days_trial.htm

The Smart Microchip

SERVICES CONTACT US | Call Us :(507)216-1487

La Bell Pc Solutions offers a device of high security. "Pc Guard" will protect your cor

Dear: laptop user,
Thank you for trying Laptop Guard! The PASSWORD has been sent to:  user@useremail.com
If the e-mail information is incorrect, please go back to the Registration form to make the corrections.

In a moment you will receive the PASSWORD to unlock the ZIP / RAR file.
{Download Now

| ikttt

FIG 2

Pressing the Download button, will bring up an Open or Save file as shown on (FIG 3)

File Download |E|
Do you want to open or save this file?

@ Mame: Laptop Guard English.rar
Type: WinRAR archive, 1.47ME

From: www.labellpcsolutions. com

Open ][ Save ]| Cancel |

Always ask before opening this type of file

|.--’ While files from the Intemet can be useful, some files can potentially
ham your computer. f you do not trust the source, do not open ar
save this file. What 's the risk?

FIG 3

You should select the Desktop as your file destination for easier retrieval. (FIG 4)



Save As

Savein: | @ Desktop

L @M}' Documents
@ {i My Computer
My Recent ‘dM}' Metwork Places
Documents
Desktop
My Documents
My Computer
File name: La top Guard English » | [ Save ]
MyNetwork | Saveastype: | WinRAR archive v| [ cancel ]
FIG 4

Once the download finishes, your Desktop will have a Laptop Guard program icon, that
needs to be “de-compressed” with a utility called WinRAR.
If you don’t have WIinRAR installed on your computer, you can downloaded from here:
http://www.rarlab.com/rar/wrar361.exe

To “de-compress” this file, right click on that icon, and choose the option “Extract Here”

from the drop-down menu. (FIG 5).
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Delete
Rename
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FIGS5



http://www.rarlab.com/rar/wrar361.exe

In order to Extract the Laptop Guard files, you need the password you received on your
e-mail after you filled up the Registration Form.

The best way is Copy and Paste it in the box, and then press the “OK” button. The
Extracting will begin shortly after that, as shown on (FIG 6) and (FIG 7)

{= Extracting from Lapto... E“:,E| = Extracting from Lapto... : __ E|
Enter password |§| extracting
— Laptop Guard Setup.exe 0
Enter password for the encrypted file: _
Laptop Guard English%Laptop Guard preparation.doc
||-|||-| | Elapsed time 00:01:50
Time: left 00:00:00 0
e e —————
[ Backaground ] [ Pause ]
[ Cancel ] [ Help ] [ Cancel ] [ Help ]
FIG 6 FIG7

Finally, the folder named Laptop Guard English will appear on your Desktop as shown
on (FIG 8)

N

N

Internet Laptop Guard
Explorer English

-

Microsoft Laptop Guard
English

FIG 8

Double click on the folder to open it.
You will find two files. We recommend you to read the Laptop Guard Preparation before
installing Laptop Guard on your system.

Double click on the Laptop Guard Setup files to begin the installation. (FIG 9)

& | aptop Guard English

File Edit View Favorites Tools Help

\_)Bau:k \_;1 l.ﬁ pSEErch u Folders v

Address |[C5) C:\Documents and Settings'Luis'\Desktop\Laptop Guard English

Laptop Guard preparation
Microsoft Word Document Laptop Guard Setup
22KB

File and Folder Tasks

(2 Make a new folder

&0 Publish this folder to the
Web

{2 share this folder

FIG9
10



Laptop Guard Installation Interface

Once you download Laptop Guard, and performed all the pre-installation steps , double

click on the Icon Laptop Guard to begin the installation.

A box of License Agreement will appear as follows: (FIG 10)

License

End-User License Agreement

Please read the following License Agreement
You must accept to continue with the Installation.

LaBell PC Laptop Guard 2.0

EMD-USER LICEMSE AGREEMENT A

IMPORTAMT-READ CAREFULLY: This End-User Licenze Agreement ["EULA" iz 2
leqal aareement between you [gither an individual ar a zingle entity] and our company
for the software product accompanying this EULA, which includes computer software
and may include azsociated media, printed materials, and "'on-ling” ar electronic
documentation ["SOFTWABRE PRODUCT" or "SOFTW.ARE'. By exercizing your
rights to make and uze copies of the SOFTWARE PRODIJCT ., you agree to be bound
by the termz of this ELILA. [f you dao not agree to the terms of this ELILA, vou may not
uze the SOFTWABRE PRODUCT. But pou can return it to the original place where pou
have bought it, and obtain the refund in full

SOFTwARE PRODUCT LICENSE v

O Accept () Do not accept

FIG 10

Select "Accept" and click "Next", then a Registration screen will appear. (FIG 11)

Online Registration

Do you have the Activation Key?

If you have the Activation Key, you can Register On-line inmediately.

You can select "l want to try it for 30 days" to skip the On-ine Registration.
You will enjoy the FULL version of Laptop Guard for 30 days.

[J ! want to try it for 30 days Cancel

- Register Orline

FIG 11
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Now the trial user can continue the installation in a trial period for 30 days with the
choice of "I want to try it for 30 days", while the buyer after the 30 day trial finishes, can
activate the software using an Activation Key.

Click "Next", the installation will check your Laptop and will determine the current OS
and its partitions, displaying the default settings of protected partition showed as
follows: (FIG 12)

Set Installation Options

Installation Option Settings

Please do the necessary setting adjustments.

Select protected partition

Yal... | Filesystern | Size | Free | Protected | Remarks

C HTFS 20002B  15028ME TES Microzoft Windows #P Profess,
Oco: MTFS BO0TME  7955ME MO

Oe: MTFS 4996ME  4968ME MO

ar MTFS 5153MB  5125ME MO

< *

Please input manager's password Set the path of installation

Input password:
|E:'\F'ru:ugram FileshLa Bl Browse
Confirn password:

e ] | cancel |

FIG 12

Here, we can establish the following settings:

1. Set manager password: The password protects your Laptop from illegal operations,
making the OS safer.

Notice: In multiple OS, only one manager password is allowed! If we set different

manager passwords in every OS installation, the current manager password will be the

latest one.

2. Locate installation path: We suggest accepting the default installation path which
will bring the software's parent program into protection.

NOTICE
If all OS are installed in the same partition, YOU MUST select different installation

paths on each OS, or it may cause an incomplete uninstall.
Click "Next", installation will complete the copying operation of Laptop Guard (FIG 13)

on next page.

12



Installation status

Installation in progress | P BEDNLYE
Copying installation files ta your computer now, | i

Copying files ...

Finish 71

FIG 13

After installation of operations is completed a display information will show offering a
choice for Multi- OS environments (FIG14)

Multi OS option

Installation Settings for Multi-OS

Must install on every 05 present in Hard Drive.

La Bell Pc Laptop Guard must be installed in all 05 present in your Hard Drive in
order to efficiently protect your Laptop.
Please verify.

{0 Mo, | need to install Laptop Guard in another 05

| Mest | | Cancel |

FIG 14

If only one OS is installed, choose "Yes, this is my last one", or, choose "No, | have
other OS have not run on" (after completion in this OS, it must be reinstalled in other

0s).

Notice for Multiple OS' Installation

If multiple OS' are installed, please make sure to install Laptop Guard in each one.



After completing installation on each OS, do remember to select "No, | have other OS
have not run on" till the completion of the last OS and then select "Yes, this is my last
one". In addition, when installation in one OS is completed and want to install it on the
next one, you must double click the Laptop Guard executable program again.

There is no restriction in the order of installation of Laptop Guard on each OS. Just
make sure that you don't install Laptop Guard twice on the same OS.

During the installation on each OS, make sure that you choose 30 days FREE trial.
Even though each installation will ask you for an Activation Key, Laptop Guard requires
only one per laptop, not per OS.

If all OS' are installed in the same partition, you must select different installation paths
on each OS, or it will cause an incomplete uninstall.

In multiple OS, only one manager password is effective! If you set different manager

passwords on each OS, the current one will be the last one entered.

Once you are done, click "Next", entering the following "Change the path of temporary
files and private files" box: (FIG 15)

Change the path of temporary files and private files

Changing the path of some files

For better performance, we suggest to change these paths.

For better performance, please change the path of these files to
unprotected partitions. Attention: Old files will not be copied to the new
destination.

Old path:
ZISERPROFILE#M\Local SettingshTemparary Int

Intermet temparary files
hy documents
Windows pagefile
“Windows temporany files

New destination:

‘F:'\sysdir\Tempolaly Internet Files

| Cuiztom | |Nochange|

O Recover settings when uninstall, | Mext | | Cancel |

FIG 15

Temporary files produced by working with applications will be saved frequently which
will cause an abnormal condition of usable dynamic buffer area. Personal files saved in
hard disk partitions will be lost when resuming operation or reboot, so we suggest that
you should put data and documents in unprotected areas (another partition or external
storage media) if you want to keep them after rebooting.

Notice:
1. Before installation, the files in original location will not be copied to the new
destination;
2. All default temporary files and private files will be stored in the new location

14



automatically;

3. By default Laptop Guard will change the path of ALL temporary folders to the last
partition. If the last partition is relatively small, the user will be prompted to
assign another destination.

4. When the user chooses the "Custom” or "Nochange" options to change the new
path for the Temporary and Private files, the changes must be done one by one;

5. If you want to recover the origional path destination when you decide to Uninstall
Laptop Guard, please select "Recover setting when uninstalled”.

Let's illustrate the above notice with the re-positioning of "My Documents”.

Before installation, the actual position of "My Documents” is "C:\My Documents". While
after installation, the new default position is "E:\sysdirMy Documents" if the name of the
last partition is E. After this, when "My Documents" is opened, the actual path is
"E:\sysdirMy Documents".

If "Recover setting when uninstalled" is selected, restart the computer after uninstall
and make sure that the actual position of "My Documents" has been reverted to "C:\My
Documents”. Here what you must notice is that those files you have saved in "My
Documents" when you were using the product is still reserved in "E:\sysdir\My
Documents".

After you finish with the above settings, please click "Next" to complete the installation.
A message box with a notice appears as follows: (FIG 16)

Installation completed

Reboot your computer

Reboot your computer the installation 15 completed.

Motice:

1. Please adjust IDE access maode to LBA in CWMOS setting.
2. Dontuse System Recovery in windows.

3. Please put important private data on unprotected paritions.
4 Flease avaid exception shutting down computer.

5. Please notice your dynamic buffer on your disk frequently

(& Restart computer right now O Restart computer later

FIG 16

Click "Finish" and a scroll bar will flash on the screen after the self-inspection of BIOS
when the computer rebooted. Thus, Laptop Guard has been successfully installed and
all hard disk partitions are under protection based on your settings.

As for Laptops with multiple OS', the same installation processes must be
followed in all other OS'.
15



VERY IMPORTANT NOTICE:

Laptop Guard is installed on your Laptop with the following option by default:

Press F9 key (the laptop will recover only when you press the F9 key.

Otherwise will behave as a regular laptop)

If you want to change this setting, double click the icon of Laptop Guard, enter the
Manager's password, and select the Task Settings tab. You can change the Laptop
Guard default settings protection to:

Auto Recover (recover to the last saved configuration every time the laptop starts or
reboots)

Every days run (recovers automatically every (X) number of days to the last
saved configuration).

16



USER INTERFACE

Laptop Guard provides both Windows and DOS interfaces for managers.

In normal state, you can operate in Windows while in abnormal state (such as Windows fails
to start), you can turn to DOS and perform the same exact functions, by pressing the
"HOME" key when the Laptop is booting up.

WINDOWS INTERFACE

After completing the installation process, you will find the Laptop Guard program

in the Start Menu and an Icon ng of Laptop Guard located on the bottom right of
screen by the Clock. (FIG 17)

JIE 120 PM

FIG 17

Double click the Icon or click it with the right button of your mouse to see the
menu and choose "Main", and the "Check Password" box appears as follows in
(FIG 18)

Check Password [‘5_<|

Fleaze input manager's pazsword:

oo
o |

| ] 4 I | Ear‘u:e||

FIG 18

If trial mode is selected during the installation, the default screen will be the one
shown on (FIG 19):

17



User Registration

LaBell PC _prup Juird -

You are tying La Bell PC Laptop Guard now.

If pou have an Activation Key press "Register Onling” to connect to our Server
and finish the Validation process.

This dialog will not display after registered.
To continue using La Bell Pc Laptop Guard, press the "TRY" button.

Yourtrial period has 259 days left.

After trial period expired. you can press "Home" Key to enter operation menu, but
can't zave data until uninstall.

| Register Online || Try

FIG 19

The message box reminds the user the remaining time on the trial period. When
the time is up, click on "Register Online" and fill-in all the required information
(Activation Key is necessary to continue at this point).

After entering the correct manager password, the system will enter into the
Windows-based interface as shown on (FIG 20)

La Bell PC Laptop Guard 2.0 (Trial Version 29 days left)

LaBellPC _opruy Suard -

Manual] Task Setting Mormal Setting I.-'-‘u:lvanced Setting] Dthers]

Marmal Setting

Set Manager Passward

Input  Pagzzward

[ Protect CMOS

Fiun when the 05 boots!

Confirmn Pagzword Boot delay: 2 zecond

| Apply | | Cancel |

You can also Protect CMOS by putting a check mark next to it.

‘ @ Here you can change the password and then press "MODIFY™.
When done with the changes you want press "APPLY" to accept.

FIG 20

The whole operation interface is composed of five options: "Manual”, "Task
Setting"”, "Normal Setting", "Advanced Setting" and "Others". Each option page
contains its operational information.
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MANUAL RESTORATION

The "Manual" setting allows the manager perform a data recovery or data save operation in
protected partitions at any time.

Options for "Manual":

Option 1:

Double click the line that belongs to the protected partition. The Operation Menu
will change to one of the three operation modes: "Recover"”, double click again "Save", and
again for "None";

Option 2:
Right Click the line that belongs to the protected partition. and choose "Recover", "Save",
"None" from the drop down menu.

Notice:

Several partitions under protection will be shown in the box. The operation
modes in every partition now is independent of each other and can be chosen at
will (For example, we can choose "Recover"” in the C partition while "Save" in the
D partition).

Illustration for "Manual” setting: (FIG 21)

Yal... | Size | Filezyztem | Pratected Saved Date | Op... |

C 2007k FATI2 YES 04-10-28 Maone

0 10007 i FAT 32 YES 04-10-23 M one

E: 10007 4 MTFS MO Ng  save

F 10153 MTFS MO Mo Recover
Maone

Double click on partition line
Click with right button of mouse

FIG 21

After selection is done, click "OK" and the program will suggest to reboot your laptop and

run the selected operations on selected partitions. The ones marked as "None" are simply
ignored.

TIP:

If you want to cancel your command on "Manual"” mode after the laptop has shut
down, you can do it while rebooting. There will be a message that reads "Press
HOME to Cancel" at the bottom left of your screen.

Just press the "Home" key while the message displays. You will be prompted to

enter the Manager's Password, and once accepted you will be asked if you want to
cancel the current operation.

19



TASK SETTING

The main purpose of "Task Setting" is to perform auto-run task to save and/or
recovering operations. (FIG 22)

La Bell PC Laptop Guard 2.0 (Trial Version 29 days left) E|

L -I'H:..-r,,

laBellPC Lopiuy Suary

Manual Task Setting l Narmal Setting] Advanced Setting] Dther&]

Fleaze select the tagk content you need

Wal... | Size | Filesystem | Protected | Saved Date | Op... |
C 20002 MTFS wES 0e-11-01 Re..

D: 20078 MTFS MO Mone Mane
E: 43360 MTFS MO Mone Mane
F: 51530 MTFS MO Mone Mane

Prezs F3 key O Run when boots O Ever daps mn
| Apply | | Cancel |

choose operation (Recover or Save). This task will run depending on

@ Set task on protected partitions by double click or right click it and
»
the option that has a check mark. Press "APPLY" to accept.

FIG 22

As to each protected partition, their "Task Setting" selection is the same as in the
"Manual" setting.

There are three start-up options:
Press F9 Key

You can only recover your laptop to the last saved configuration by pressing the F9 key at
startup

If recovering or save operation is needed, press F9 when "Press HOME to Menu,
Press F9 to Do Task" appears on the bottom left after self-inspection of CMOS and
all settings in "Task Setting" will be achieved.

Auto-recover at start-up
Laptop Guard is able to auto-run settings in "Task Setting" when computer starts

up each time.

Auto-recover every x days
Laptop Guard is able to auto-run settings in "Task Setting" when computer starts
up every specified interval of days.

20



WARNING:

It is recommended to always select "Recover" setting except when special needs requires
otherwise.

The reason is because there is no manual intervention here. Once the system falls into a
malfunction before shutdown or an abnormal shutdown, Laptop Guard will possibly save
the malfunction state . Proceed with caution.

TIP:
If you want to cancel this "Task Setting" operation, it can be achieved in the self-
inspection of CMOS in the course of rebooting and a message "Press HOME to

Cancel" appears on the bottom left, then press "Home" key repeatedly to cancel
the operation.

21



laBellPC Laprupy Suard

Manual] Task Seting  Mormal Setting ].-'-‘-.dvanu:ed Setting] Elthers]

MNaormal Setting

Set Manager Pazsward

[mput  Passwaord
Run when the 05 bootsl

Canfirm Passwaord Boat delay: 2 zecond

O Frotect CHMOS

| Apply | | Cancel |

You can also Protect CMOS by putting a check mark next to it.

‘ @ Here you can change the password and then press "MODIFY™,
When done with the changes you want press "APPLY" to accept.

FIG 23
Set Manager Password:

Here, the manager can change the access password to Laptop Guard at any
moment. After entering the new password and confirming the password, click
"Modify" and the new password will take effect immediately.

Notice:

1. The default manager password of Laptop Guard is blank and once new manager
password is set, do keep it in a safe place;

2. The password set in Windows user interface , also applies for DOS mode;

3. In multiple OS, any modification of the manager password is applied to all
installations of Laptop Guard in the laptop.

Protect CMOS:

Bring into reality synchronized surveillance and protection for CMOS parameters
and auto-recovery takes effect once any destruction or illegal change is detected
to CMOS parameters.

Auto-run in Start-up:

Set auto-run of Laptop Guard after entering Windows and show the shortcut "@" in the
message box. If this option is not selected, you can also run the program from the Start
Menu.

22



ADVANCED SETTING

After installation, the protection setting during the installation can be changed at
any moment. For example: (FIG 24)

La Bell PC Laptop Guard 2.0 (Trial Version 29 days left) X

LaBell PC _prup Suard gaspe

Manual] Tazk Setting] Mormal Setting  Advanced Setting } Dther&]

Change partitions protection status

al... | Size | Filesystemn | Protected | Saved Date |
C: 200028 MTFS YES 0E-11-01
Oo: B001M MTFS MO Mare
Oe: 4336M MTFS MO Mare
Or 5153M MTFS MO Mare
| 0K | | Cancel |

Select the partitions you want to protect and press OK.
The partition with a check mark is under protection.
The new settings will become effective after reboot.

¥
LN

e

FIG 24

Here the box shows that the user set partition C as a protected partition during
installation.

You can set any other partition to be protected thru the "Advanced Setting".
Laptop Guard gives you extraordinary flexibility to designate any changes without

compromising your security.



OTHERS

The "Others" tab, is mainly used for operating and displaying some annexed

information of Laptop Guard, including "Current OS", "Version", "HDD Capacity"
and other operations. (FIG 25)

La Bell PC Laptop Guard 2.0 (Trial Version 29 days left) X

laBellBC Lauyiuy Suard @5c

Manual] Task Setting] M armal Setting] Advanced Setting  Others l

Others

Current 05: Windaws ©P
. Digk Clean
Version: La Bell PC Laptop Guard 2.0

HO' capacity: JF1EEM
Dyramic buffer: 1443954 Detail==
W rog http:ffeww_labellpcsolutions.com

Telephone: (50T)1316- 1487

FIG 25

"Stop Use"

Even though Laptop Guard is installed, its use is temporarily disabled. (FIG 26)

Motice [$_<|

i The svstem will recover ko the lask saved state and needs to reboot.
Do you want to continue ?

Cancel |

FIG 26

"Disk Clean"

"Disk Clean" rearranges the dynamic buffer area. This operation requires
rebooting the computer. For reference, please see "Dynamic buffer".
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“Disk Clean”

"Disk Clean" rearranges and optimizes the "Dynamic buffer”, maximizing the use
of available HDD space.

Press "Disk Clean" button to run "Disk Clean" operation. (FIG 27)

La Bell PC Laptop Guard 2.0 (Trial Yersion 29 days left) E'

15 B b gd
el IC Luyiuy Suwry W5
bl aruaal ] Task Setting ] Marmal Setting ] fdvanced Setting  Others l
Others
Current 05: Windows =P \*m
) Dizk. Clean
Yersion: La Bell PC Laptop Guard 2.0
HD capacity: 33166M
Dyramic buffer: 144980 Detail==
Wi rim http: /fwww_ labellpcsolutions.com
i Telephone: (50T)1316— 1487

FIG 27

This operation requires rebooting the computer and shows the progress in DOS when the
computer starts up. After cleaning, the system enters Windows. (FIG 28)

Motice [5_<|

i } Disk Clean will scan dynamic buffer ko Free up more buffer.,
Your Laptop needs to Restart. Proceed?

Cancel |

FIG 28
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“"Details”(FIG 29)

La Bell PC Laptop Guard 2.0 (Trial Version 29 days left) X

laBellBC Lauyiuy Suard @5c

Manual] Task Setting] M armal Setting] Advanced Setting  Others l

Others

Current 05: Wwindaws XP
. Digk Clean
Version: La Bell PC Laptop Guard 2.0

HO capacity: JE16EM

Dynamic buffer  14435M i

http:ffwww. labellpcsolutions. com
Telephone: (50T)1316- 1487

FIG 29

In the above box, click the link "Detail>>" and see detailed information of available
"Dynamic buffer". The information box is as follows: (FIG 30)

# Dynamic buffer detail

Partition | Tupe | Capacity | Uszer Data | Meed Saving | Free Ratio |
C: NTFS TEITEM 10482M 348h 3%

‘ . Uzer Data . Data Heed Sawing |:| Free Data

FIG 30
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In this box, we can see all the partition areas, capacity, free disk space, etc.
Blue Area:

User data- The original integrate and safe data (OS and other relevant data), i.e., all the
data before the last-time "Save".

Orange Area:

Data that needs to be saved- New data produced by the computer in use, such as new
drivers, new installed software and all alterations to the OS, as well as useless temporary
files.

White Area:
Available area for "Dynamic buffer".

TIP:

The orange area needs to be saved timely in order to resume the current
condition for the sake of system malfunction in the future. If the orange area is
increased or becomes too large because of too many temporary files, you should
perform a recovery operation and release the temporary files.
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DYNAMIC BUFFER

Explanation

Frequent read-write operations produce increasing fragments and reduce the continuous

space in partitions which will certainly affect the practical effective space for "Dynamic
buffer".

The "Dynamic buffer" only acts on hard disk and imposes no infection on the OS, but with
the increase of fragments and reduction of continuous space available space for "Dynamic
buffer”, will become relatively deficient and weaken its protection effect.

DISPLAY

In the message box on the bottom right of the screen, we can see tan Icon for

Laptop Guard. Move the mouse on the Icon and you will be able to see the available
space for "Dynamic buffer" as shown on screen shot below, (FIG 31)

Drynamic buffer 65546M
S BSR4 11:56 FM

FIG 31

Notice that "Dynamic buffer" is not the remaining space of partitions, but the
maximum in the remaining space that can be used as "Dynamic buffer".
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DOS INTERFACE
BIOS LAYER INTERFACE

If needing to enter the BIOS Layer Interface, press "Home" key when a message "Press
HOME to Menu" appears on the bottom left of your screen after the self-inspection of CMOS
and input the correct manager password to enter the BIOS Layer Interface. A menu (what

we call the manager menu) shows as follows: (FIG 32)

Uninstall

Stop Use
Advanced Setlings
Momal Settings

Task Settings

Manual

E:x<it

FIG 32

All operations in BIOS Layer Interface are almost the same as those in Windows. Because
the mouse is unusable in the BIOS Layer Interface, the bottom of the screen will show the
KEY functions to accomplish the task at hand.

It is the BIOS Layer Interface what makes Laptop Guard completely independent from
the OS.

TIP:
All operations in the BIOS Layer Interface must be accomplished with the following keys:
Tab key: to switch between groups.
Up, Left, Down and Right keys: Select items within the selected Group
Spacebar: changes the value of the selected item.
ESC: Escape

Notice:

All options on the menu in BIOS Layer Interface have the same functions as
those in Windows.
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UNINSTALL

Uninstalling from Windows

Select and run "Uninstall" Laptop Guard from the Start Menu, then we can see the
uninstall shield appear on the screen. Click "OK" and input the correct manager password,
then the system begins uninstalling and reboots the computer.

After rebooting, the system requires checking USB key and now insert the USB key
continuing the uninstall and reclaiming the license consumed during the installation. If you
used an Activation Key, just choose Cancel to finish the Uninstall. Thus, the uninstall
process is successfully completed.

Uninstall from DOS

Reboot the computer and press "Home" a couple of times when a message "Press HOME to
Cancel" appears on the bottom left of screen. Then enter the correct manager password and
the Main Menu in the main page will show. Select "Uninstall" and press the Enter key on
your keyboard and reboot the computer.

After rebooting, the system requires checking USB key and now insert the USB key
continuing the uninstall and reclaiming the license consumed during the installation. If you
used an Activation Key, just choose Cancel to finish the Uninstall. Thus, the uninstall
process is successfully completed.

TIP:
Trial users can complete the uninstall process by clicking "Cancel" in the message box
when the system requires checking USB key.
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Thank you for purchasing PC-Laptop Guard®

4 . Protected by:
@PC GUARD
.~ __Technology

“It’s all about Control”

“ASK FOR THE SILVER ORIGINAL SEAL”

For more information, please visit us at: www.labellpcsolutions.com\english\Laptop Guard\index.htm

To watch video tutorials on Laptop Guard, follow this link www.labellpcsolutions.com\english\Laptop Guard\tutorials.htm

La Bell Pc Solutions, Pc Guard and Laptop Guard are registered trademarks of
CBE ENTERPRISES INC ® 2003 - 2008
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