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Federal Communication Commission Interference Statement

This equipment has been tested and found to comply with the limits for a Class B digital device, pursuant to Part 15 of the FCC Rules. These limits are designed to
provide reasonable protection against harmful interference in a residential installation. This equipment generates, uses and can radiate radio frequency energy and, if
not installed and used in accordance with the instructions, may cause harmful interference to radio communications. However, there is no guarantee that interference
will not occur in a particular installation. If this equipment does cause harmful interference to radio or television reception, which can be determined by turning the
equipment off and on, the user is encouraged to try to correct the interference by one of the following measures:

- Reorient or relocate the receiving antenna.

- Increase the separation between the equipment and receiver.

- Connect the equipment into an outlet on a circuit different from that to which the receiver is connected.
- Consult the dealer or an experienced radio/TV technician for help.

This device complies with Part 15 of the FCC Rules. Operation is subject to the following two conditions: (1) This device may not cause harmful interference, and (2) this
device must accept any interference received, including interference that may cause undesired operation.

FCC Caution: Any changes or modifications not expressly approved by the party responsible for compliance could void the user's authority to operate this equipment.

IMPORTANT NOTE:
FCC Radiation Exposure Statement:

This equipment complies with FCC radiation exposure limits set forth for an uncontrolled environment. This equipment should be installed and operated with minimum
distance 20cm between the radiator & your body.
This transmitter must not be co-located or operating in conjunction with any other antenna or transmitter.

IEEE 802.11b or 802.11g operation of this product in the U.S.A. is firmware-limited to channels 1 through 11.
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Product Overview

Before You Begin

Please read and make sure you understand all the prerequisites for proper installation of your new Router. Have all the necessary information and equipment on hand
before beginning the installation.

Package Contents

DSL-2640B ADSL Router

Power Adapter

CD-ROM with User Manual

One twisted-pair telephone cable used for ADSL connection
One straight-through Ethernet cable

One Quick Installation Guide

Warning: The Router must be used with the power adapter
included with the device.

System Requirements

e ADSL Internet service

e Computer with:
e 200 MHz Processor
e 64MB Memory
e CD-ROM Drive
o Ethernet Adapter with TCP/IP Protocol Installed
e Internet Explorer v6 or later, FireFox v1.5
e Computer with Windows 2000, Windows XP, or Windows Vista
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Product Overview

Features

e PPP (Point-to-Point Protocol) Security — The DSL-2640B ADSL Router supports PAP (Password Authentication Protocol) and CHAP (Challenge Handshake
Authentication Protocol) for PPP connections. The Router also supports MSCHAP.

e DHCP Support — Dynamic Host Configuration Protocol automatically and dynamically assigns all LAN IP settings to each host on your network. This eliminates
the need to reconfigure every host whenever changes in network topology occur.

o Network Address Translation (NAT) — For small office environments, the DSL-2640B allows multiple users on the LAN to access the Internet concurrently
through a single Internet account. This provides Internet access to everyone in the office for the price of a single user. NAT improves network security in effect by
hiding the private network behind one global and visible IP address. NAT address mapping can also be used to link two IP domains via a LAN-to-LAN connection.

e TCPIIP (Transfer Control Protocol/Internet Protocol) — The DSL-2640B supports TCP/IP protocol, the language used for the Internet. It is compatible with
access servers manufactured by major vendors.

e RIP-1/RIP-2 — The DSL-2640B supports both RIP-1 and RIP-2 exchanges with other routers. Using both versions lets the Router to communicate with all RIP
enabled devices.

o Static Routing — This allows you to select a data path to a particular network destination that will remain in the routing table and never “age out”. If you wish to
define a specific route that will always be used for data traffic from your LAN to a specific destination within your LAN (for example to another router or a server)
or outside your network (to an ISP defined default gateway for instance).

o Default Routing — This allows you to choose a default path for incoming data packets for which the destination address is unknown. This is particularly useful
when/if the Router functions as the sole connection to the Internet.

o Precise ATM Traffic Shaping — Traffic shaping is a method of controlling the flow rate of ATM data cells. This function helps to establish the Quality of Service
for ATM data transfer.

¢ Full Network Management — The DSL-2640B incorporates SNMP (Simple Network Management Protocol) support for web-based management and text-based
network management.

o [Easy Installation — The DSL-2640B uses a web-based graphical user interface program for convenient management access and easy set up. Any common web
browser software can be used to manage the Router.

D-Link DSL-2640B User Manual 2



Product Overview

Hardware Overview

Connections

Antenna Ethernet ports Reset button

For wireless operation, mount Use the Ethernet ports to connect To manually reset, depress

the antenna on the threaded the Router to your Ethernet LAN or button with the power on for five
antenna post. Ethernet devices to seven seconds

ADSL port Power insert Power button

Use the ADSL cable to connect Use the adapter shipped with the Push in to power-on the Router.
to the your telephone line (RJ-11 Router to connect to power Egﬁ?ﬂ?ga'” to power-off the
port) source
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Product Overview

LED Indicators

Front Panel

Wireless ADSL2+ Router 2 3 4 DSL-26408

-

il

Side Panel

LED Color Status Description
Green Off Power not supplied.
Power On Power supplied.
Red On Not bootable or device is malfunction.
Off No LAN link.
LAN 1/2/3/4 Green Blink Data is being transmitted through the LAN interface.
On LAN link is established and active.
Off WLAN is disabled.
WLAN Green Blink WLAN traffic is flowing.
On WLAN link is established.
Off DSL line is disconnected.
DSL Green Blink DSL line is training.
On DSL line is connected.
Off The device is under the Bridge mode, DSL connection is not present, or the power is off.
Internet Green Blink DSL traffic is flowing.
On IP is connected.
Red On The device is attempted to become IP connected, but failed.
Off Device is ready for new WPS to setup.
WPS (on the side Blue Blink WPS is successfully triggered
panel) on Connection is successfully established between the router and the client, the LED would remain in solid light
for 5s.
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Installation

Installation

This section will walk you through the installation process. Placement of the Wireless ADSL Router is very important. Do not place the Router in an enclosed area such

as a closet, cabinet, or in the attic or garage. Place the Wireless ADSL Router in a location where it can be easily connected to Ethernet devices, the telephone line as
well as to a power source.

Mounting the Device on the Wall

Step 1 There are two slots on the device bank. Install two screws on the wall according to the positions of the slots. Keep the two screws at the same horizontal level.
Step 2 Gently fasten the two slots with the screws.

Step 3 Slowly take your hands off the device. Ensure that the device is properly mounted on the wall with the support of the screws.

See the following figure:

-LimlC  Model DSL-26428

Tt
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Installation

Installation Notes

In order to establish a connection to the Internet it will be necessary to provide information to the Router that will be stored in its memory. For some users, only their
account information (Username and Password) is required. For others, various parameters that control and define the Internet connection will be required. You can print
out the two pages below and use the tables to list this information. This way you have a hard copy of all the information needed to setup the Router. If it is necessary to
reconfigure the device, all the necessary information can be easily accessed. Be sure to keep this information safe and private.

Low Pass Filters

Since ADSL and telephone services share the same copper wiring to carry their respective signals, a filtering mechanism may be necessary to avoid mutual interference.
A low pass filter device can be installed for each telephone that shares the line with the ADSL line. These filters are easy to install passive devices that connect to the
ADSL device and/or telephone using standard telephone cable. Ask your service provider for more information about the use of low pass filters with your installation.

Operating Systems
The DSL-2640B uses an HTML-based web interface for setup and management. The web configuration manager may be accessed using any operating system capable
of running web browser software, including Windows 98 SE, Windows ME, Windows 2000, Windows XP, and Windows Vista.

Web Browser

Any common web browser can be used to configure the Router using the web configuration management software. The program is designed to work best with more
recently released browsers such as Opera, Microsoft Internet Explorer® version 6.0, Netscape Navigator® version 6.2.3, or later versions. The web browser must have
JavaScript enabled. JavaScript is enabled by default on many browsers. Make sure JavaScript has not been disabled by other software (such as virus protection or web
user security packages) that may be running on your computer.

Ethernet Port (NIC Adapter)

Any computer that uses the Router must be able to connect to it through the Ethernet port on the Router. This connection is an Ethernet connection and therefore
requires that your computer be equipped with an Ethernet port as well. Most notebook computers are now sold with an Ethernet port already installed. Likewise, most
fully assembled desktop computers come with an Ethernet NIC adapter as standard equipment. If your computer does not have an Ethernet port, you must install an
Ethernet NIC adapter before you can use the Router. If you must install an adapter, follow the installation instructions that come with the Ethernet NIC adapter.

Additional Software

It may be necessary to install software on your computer that enables the computer to access the Internet. Additional software must be installed if you are using the
device as a simple bridge. For a bridged connection, the information needed to make and maintain the Internet connection is stored on another computer or gateway
device, not in the Router itself.

If your ADSL service is delivered through a PPPoE or PPPoA connection, the information needed to establish and maintain the Internet connection can be stored in the
Router. In this case, it is not necessary to install software on your computer. It may however be necessary to change some settings in the device, including account
information used to identify and verify the connection.

All connections to the Internet require a unique global IP address. For bridged connections, the global IP settings must reside in a TCP/IP enabled device on the LAN
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Installation
side of the bridge, such as a PC, a server, a gateway device such as a router or similar firewall hardware. The IP address can be assigned in a number of ways. Your
network service provider will give you instructions about any additional connection software or NIC configuration that may be required.

Wireless LAN

Computers using the Wireless network can access the Internet or use the embedded 802.1g wireless access point. Wireless workstations must have an 802.1g or
802.1b wireless network card installed to use the Wireless ADSL Router. In addition the workstations must be configured to operate on the same channel and SSID as
the Wireless ADSL Router. If wireless security is used, the wireless workstations must be properly configured for the security settings used.

D-Link DSL-2640B User Manual 7
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Information you will need from your ADSL service provider

Username
This is the Username used to log on to your ADSL service provider’s network. Your ADSL service provider uses this to identify your account.

Password
This is the Password used, in conjunction with the Username above, to log on to your ADSL service provider’s network. This is used to verify the identity of your account.

WAN Setting / Connection Type

These settings describe the method your ADSL service provider uses to transport data between the Internet and your computer. Most users will use the default settings.
You may need to specify one of the following WAN Setting and Connection Type configurations (Connection Type settings listed in parenthesis):

PPPoE/PPPoA (PPPoE LLC, PPPoE VC-Mux, PPPoA LLC or PPPoA VC-Mux)

Dynamic IP Address (1483 Bridged IP LLC, 1483 Bridged IP VC-Mux)

Static IP Address (1483 Bridged IP LLC, 1483 Bridged IP VC-Mux, 1483 Routed IP LLC (IPoA) or 1483 Routed IP VC-Mux)

Bridge Mode (1483 Bridged IP LLC or 1483 Bridged IP VC Mux)

Modulation Type
ADSL uses various standardized modulation techniques to transmit data over the allotted signal frequencies. Some users may need to change the type of modulation
used for their service. The default DSL modulation (Auto Synch-Up) used for the Router automatically detects all types of ADSL, ADSL2, and ADSL2+ modulation.

Security Protocol
This is the method your ADSL service provider will use to verify your Username and Password when you log on to their network. Your Router supports the PAP and
CHAP protocols.

VPI

Most users will not be required to change this setting. The Virtual Path Identifier (VPI) is used in conjunction with the Virtual Channel Identifier (VCI) to identify the data
path between your ADSL service provider’s network and your computer. If you are setting up the Router for multiple virtual connections, you will need to configure the
VPI and VCI as instructed by your ADSL service provider for the additional connections. This setting can be changed in the WAN Settings window of the web
management interface.

VCi

Most users will not be required to change this setting. The Virtual Channel Identifier (VCI) used in conjunction with the VPI to identify the data path between your ADSL
service provider’s network and your computer. If you are setting up the Router for multiple virtual connections, you will need to configure the VPI and VCI as instructed by
your ADSL service provider for the additional connections. This setting can be changed in the WAN Settings window of the web management interface.

D-Link DSL-2640B User Manual 8



Installation

Information you will need about DSL-2640B

Username

This is the Username needed to access the Router’'s management interface. When you attempt to connect to the device through a web browser you will be prompted to
enter this Username. The default Username for the Router is “admin.” The user cannot change this.

Password
This is the Password you will be prompted to enter when you access the Router’'s management interface. The default Password is “tot.” The user may change this.

LAN IP addresses for the DSL-2640B
This is the IP address you will enter into the Address field of your web browser to access the Router’s configuration graphical user interface (GUI) using a web browser.

The default IP address is 192.168.1.1. This may be changed to suit any IP address scheme the user desires. This address will be the base IP address used for DHCP
service on the LAN when DHCP is enabled.

LAN Subnet Mask for the DSL-2640B
This is the subnet mask used by the DSL-2640B, and will be used throughout your LAN. The default subnet mask is 255.255.255.0. This can be changed later.

Information you will need about your LAN or computer:

Ethernet NIC

If your computer has an Ethernet NIC, you can connect the DSL-2640B to this Ethernet port using an Ethernet cable. You can also use the Ethernet ports on the
DSL-2640B to connect to other computer or Ethernet devices.

DHCP Client status

Your DSL-2640B ADSL Router is configured, by default, to be a DHCP server. This means that it can assign an IP address, subnet mask, and a default gateway address
to computers on your LAN. The default range of IP addresses the DSL-2640B will assign are from 192.168.1.2 to 192.168.1.254. Your computer (or computers) needs to
be configured to obtain an IP address automatically (that is, they need to be configured as DHCP clients.)

It is recommended that you collect and record this information here, or in some other secure place, in case you have to re-configure your ADSL connection in the future.

Once you have the above information, you are ready to setup and configure your DSL-2640B ADSL Router.
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Device Installation

The Wireless ADSL Router maintains three separate interfaces, an ADSL, an Ethernet, and a Wireless LAN interface. Place the Wireless ADSL Router in a location
where it can be easily connected to Ethernet devices, the telephone line as well as to a power source.

The Router can be placed on a shelf or desktop, ideally you should be able to see the LED indicators on the front if you need to view them for troubleshooting.

Power on Router

The Router must be used with the power adapter included with the device.

1. Connect the power adapter to the Power Input (12V DC, 1A) on the back panel of the Wireless ADSL Router and plug the other end of the power adapter to a
wall outlet or power strip.

2. Push the Power Button to turn the power on.

3. The Power LED on the front panel will shine bright green to indicate the device is powered on.

4. |If the Ethernet port is connected to a working device, check the LAN LED indicator to make sure the connection is valid. The Wireless ADSL Router will attempt
to establish the ADSL connection, if the ADSL line is connected and the Wireless ADSL Router is properly configured the ADSL LED will light up after several
seconds. If this is the first time installing the device, some settings may need to be changed before the Wireless ADSL Router can establish a connection.

Factory Reset Button

The Router may be reset to the original factory default settings by using a ballpoint or paperclip to gently push down the reset button in the following sequence:

1. With the router powered on (check the Power LED to make sure it lights steady green), press and hold down the reset button using a paper clip or similar object
for about 6 to 8 seconds.

2. The router will restart. Watch the Power LED to verify that it is restarting.
3. When it is powered on again it is ready to be configured. The whole process takes about 30 seconds.
4. The device settings will be restored to the factory default IP address 192.168.1.1 and the subnet mask is 255.255.255.0, the default management Username is

“admin” and the default Password is “tot.”

Note: A factory reset will erase the current configuration settings and reset them to the default settings. After it has restarted, log in to the router’s web-based
management interface and use the Setup Wizard to configure the basic settings.
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Network Connections

Connect ADSL Line

Use the ADSL cable included with the Router to connect it to a telephone wall socket or receptacle. Plug one end of the cable into the ADSL port (RJ-11 receptacle) on
the rear panel of the Router and insert the other end into the RJ-11 wall socket. If you are using a low pass filter device, follow the instructions included with the device or
given to you by your service provider. The ADSL connection represents the WAN interface, the connection to the Internet. It is the physical link to the service provider’s
network backbone and ultimately to the Internet.

Connect Router to Ethernet

The Router may be connected to a single computer or Ethernet device through the 10/100BASE-TX Ethernet port on the rear panel. Any connection to an Ethernet
concentrating device such as a switch or hub must operate at a speed of 10/100 Mbps only. When connecting the Router to any Ethernet device that is capable of
operating at speeds higher than 10Mbps, be sure that the device has auto-negotiation (NWay) enabled for the connecting port. Use standard twisted-pair cable with
RJ-45 connectors. The RJ-45 port on the Router is a crossed port (MDI-X). Follow standard Ethernet guidelines when deciding what type of cable to use to make this
connection. When connecting the Router directly to a PC or server use a normal straight-through cable. You should use a crossed cable when connecting the Router to a
normal (MDI-X) port on a switch or hub. Use a normal straight-through cable when connecting it to an uplink (MDI-Il) port on a hub or switch. The rules governing
Ethernet cable lengths apply to the LAN to Router connection. Be sure that the cable connecting the LAN to the Router does not exceed 100 meters.

Hub or Switch to Router Connection
Connect the Router to an uplink port (MDI-Il) on an Ethernet hub or switch with a straight-through cable. If you wish to reserve the uplink port on the switch or hub for
another device, connect to any on the other MDI-X ports (1x, 2x, etc.) with a crossed cable.

Computer to Router Connection
You can connect the Router directly to a 10/100BASE-TX Ethernet adapter card (NIC) installed on a PC using the Ethernet cable provided.

Wireless Connection to Router

The Router’s embedded 802.11g wireless access point should be configured to suit the local wireless network. All 802.11g or 802.11b devices that associate with the
Router’s wireless access point must have the same SSID and channel. If wireless security is used, the wireless clients must be configured with the correct security
information to use the Router. More information on configuring the wireless settings is found later in this manual.
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Introduction to Web Configuration

The first time you setup the Router. It is recommended that you configure the WAN connection using a single computer, to ensure that both the computer and the Router
are not connected to the LAN. Once the WAN connection operates properly, you may continue to make changes to Router configuration, including IP settings and DHCP
setup. This chapter is concerned with using your computer to configure the WAN connection. The following chapter describes the various menus used to configure and
monitor the Router, including how to change IP settings and DHCP server setup.

Preparation Before Login

Before accessing the Modem, ensure the communication between PC and Modem is normal. Check the communication as follows.
° Configure the IP address of the PC as 192.168.1.X (2~254), net mask as st C:\WINDOWS\system32\cmd.exe
255.255.255.0, gateway address as 192.168.1.1 (for customized version, |Irryr Ty
configure them according to the actual version). <C> Copyright 1985-2001 Microsoft Corp.
o Enter arp -a in the DOS window to check whether the PC can read the MAC N SHSSTRN. i St R S —"
address of the Modem.

Interface: 192.168.1.2 ——— @x18883
Internet Address Physical Address Type
192.168.1.1 B8-73-87-39-77-cd dynamic

C:~Documents and Settings“wuser?

[ Ping the management IP address (192.168.1.1 by default) of the Modem. =t C:\WINDOWS\system32\cmd.exe
If the PC can read the MAC address of the Modem and can ping through the (IS ETE S IS LT T
management IP address of the Modem, that means the communication of |t
the PC and the Modem iS normal. C:“\Documents and Settings‘wuserlarp —a

Interface: 192_168.1.2 —— Ox180683
Internet Address Physical Address Type
192.168.1.1 A8-73-87-39-77—cd dynamic

IC:“Documents and Settings“userping 192.168.1.1
Pinging 192.168.1.1 with 32 hytes of data:

Reply from 192.168.1.1: bytes=32 time<imsz TTL=64
Reply from 192.168.1.1: bytes=32 time<imsz TTL=64
Reply from 192.168.1.1: bytes=32 time<imsz TTL=64
Reply from 1922.168.1.1: bytes=32 time<ims TTL=64

Ping statistics for 192_168.1_.1:

Packets: Sent = 4, Received = 4, Lost = 8 (Bx loss),
Approximate round trip times in milli-seconds:

Minimum = Bms,. Maximum = Bms. Average = Bns

IC:“\Documents and Settings“wuser?

Note: When you manage the Modem through Web, you must keep the Modem power on. Otherwise, the Modem may be damaged.

D-Link DSL-2640B User Manual 12




Web Configuration

Logging In to the Modem

The following description is a detail “How-To” user guide and is prepared for first time users.

First-Time Login
When you log in to the DSL Router for the first time, the login wizard appears.
Step1 Open a Web browser on your computer.

Step 2 Enter http://192.168.1.1 (DSL router default IP address) in the address bar. The login page
appears. File Edit \View Favorites  Tools  Help

\-_.-”:I \_/'l \ﬂ @ _h f.._HJ Search

23 DSL Router - Microsoft Internet Explorer

Address |ﬂ:| httpeif192,1658.1.1/

Step 3 Enter a user name and the password. The default username and password are admin and
tot. You need not enter the username and password again if you select the option
Remember my password. It is recommended to change these default values after logging

Connect to 192.168.1.1

2

in to the DSL router for the first time. -',ill \.\
Step 4 Click OK to log in or click Cancel to exit the login page. €7
DSL Router
Uiser narme: :__g_ v
Password: [ [

[ 1Remember my password

[ oK ] [ Cancel

After logging in to the DSL router as a super user, you can query, configure, and modify all configurations, and diagnose the system.

You need to reboot the DSL router to enable your modification or configuration effective in some cases, for example, after you modify the PVC configuration. Some
modification, such as adding a static route, takes effect at once, and does not require modem reboot.
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Web Configuration

After login into the Router, the page shown in the figure appears. In this page, >
please type “PPP Username” and “PPP Password” provided by your ISP for PPPoE D'Lllll(

Connec‘uon Building Networks for People DSL-264OB

Click “Save/Reboot” to take the settings into effect.
Click “Cancel” to cancel the configuration. |

Quick Setup

Note: If you have not configure the PPP connection, the system will remind you.

PPP usually requires that you have a user name and password to establish your
connection. In the boxes below, enter the user name and password that your ISP has
provided to you,

PP Username: I
PPP Password: I
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Click “Advance Setup” to login into the home page.
In the left pane, click “Quick Setup” to return to the above page.

Wizard

Home Configuration

Wireless

IPv6 LAN Config

Dynamic DNS

Logout

This chapter is concerned with using your computer to configure the WAN connection of IP v4.

4]

Home

Advanced

Tools

Wide Area Network (WAN) Service Setup

Status

Choose Add, or Rermove to configure a WARN service over a selected interface.

Interface |Description | Type |Connld | lgmp | MAT |Firewall | IPvé MLD |Remove
pppl pppoe_0_1_32 | PPPoE HA Dizabled | Enabled | Disabled | Disabled | Dizabled —
" Y —
| i
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Web Configuration

Choose Home > Wizard, the right page appears.
Home Advanced Tools Status

Welcome to use Quick setup wizard!

s

Quick setup wizard will guild vou to finish route configuration.
Wizard m

Wireless

IPv6 LAN Config

Dynamic DNS

B

Logout
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Web Configuration
Click Next, the right page appears. In this page, there are two users of user and
admin, you can select from the drop-down list. Then you can change the user
name and password.
Note: If you change the user name and password successfully, you need to
relogin. The user name or password can only be less than 16 characters.

To ignore the step, click Skip.

After proper configuration, the right page appears. In this page, you can set the
Internet time.
To ignore the step, click Skip.

This page allow you to change the user name and password.

Mote: If changed successfully, you must relogin,
Mote: Usemame or password can only less than 16 characters and can not contain
spaces,

Lser name: IUSEf j'

Mew Lser name I

Mew password: |

Confirm Fassw ord :I

I 1

Configure the router with the Intermet time server automatically synchronized,

¥ Erable time server

The first time sarver: [time.nist.gov jl
The second time server: | ntpl.tummy. com j|
The third time server; |N'3InE ﬂl
The fourth time server: |N'3InE ﬂl
The fifth time server; | None =
Time

re gional |[GMT+DB:EIEI]| Beijing, Chongging, Hong Kong, Urumog

migration:
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After proper configuration, the right page appears. In this page, you can set the
WAN service.

You can select the protocol from the drop-down list:

Bridge j

(Click to Select)

FPPoE

FPPoA,

Dynamic [P

otatic 1P

[Pod,

Bridne é

If you select the Bridge, the page is as the right page. Enter the VPI and VCI, then

select the connection mode.

® V\/PI: The virtual path between two points in an ATM network, ranging from 0 to
255,

® VCI: The virtual channel between two points in an ATM network, ranging from
32 to 65535 (1 to 31 are reserved for known protocols)

® Connection mode: You can choose LLC and VC-Mux.

VPl B

Vel 1|35

Protocol ;| Bridge

2

Conne ction mode | LLC

Jo— Y-

=

(0-255)
(32-65535)
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Web Configuration
If you select PPPoE or PPPoA as the protocol, the right page appears. WAN Service 3&11’“1!:_]

Your ISP should provide you with the following information:
® PPP Username

® PPP Password 1 :IB L0253
Vil 135 (32-65535)
Protocol : |PPPoE =
Connection mode :||-|-C -
PPPOE

Flease input the ISP provided user name and password, pay attention
to case-sensitive.

Lizer name . I

Fassword | |

Zonfirm password |

WAN Service Setting

If you select Dynamic IP as the protocol, the right page appears.

VP [ (0-255)
Vel ;|35 (32-65535)
Protocol ;| Dynamic IP -
Connection mode : [LLC R

o Jre
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If you select Static IP or IPoA as the protocol, the right page appears.

WAN Carvira Satting
Your ISP should provide you with the following information: VAN Service setting
® WAN IP Address
® SubnetMask Y= I =] (0-255)
® Default gateway
® Primary DNS server VeI ]33 (32-65533)
® Secondary DNS server Protocol |Static IF j
Connection made :|LLC =

static IF
Flease enter the folowing information provided by ISP

WANIF Address

Subne tMask

DefaLlt gatew ay 0.0.0.0
Frimary DMS server . 0.0.0.0
Secondary OMS server 0.0.0.0
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Web Configuration
After the WAN service configuration, click Next and the right page appears. In this
page, the wireless is enabled by default.
You can set the SSID, WPA Pre-Shared Key, and WPA update session Key
interval.
You can select the Network authentication from the drop-down list.

WPA-PSK =l
Cpen

Shared

a0z 1%

WA

VEA- RS
WPAZ
WPAZ -PSK

Mixed WWRAZAEA,
Mixed WHPAZAYEA -PSK

You can select the WPA Encryption from the drop-down list.

TKIP -l

THIP+AES

To ignore the step, click Skip.

¥ Enable wireless
S50
Metw ork authentication:

WA Pre-Shared Key:

WEA Lpdate session key
interval:

WA Encryption:
WEP Encryption:

[WPA-PSK

o
[ TKIP |
IDisahIed 'I

Il 1

[

Cick here to show
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After the proper wireless settings, the quick setup wizard is finished and the right
page appears. Check weather the settings match the settings provided by your ISP.

Then it turns to the quick setup page. The quick setup interface is available for the
current PVC.

Click Save/Reboot to take the settings into effect.

Click Cancel to cancel the configuration.

Click Advance Setup to continue other settings.

Note: If you have not configure the PPP connection, the system will remind you.

5 el e = e e e e ST
Quick setup wizard finish

Determine the folowing settings with your ISP provider to match prosided.,

VPI/VCEL S

Connection type: |FFFPoE

Server name: W izard_pei

WANIP address: (21.21.21.12

Cuick Setup

FFF usualky requires that wvou hawve a user name and passw ord to establish your
connection. In the boxes below, enter the user name and password that wour [SF has
provided to ywou,

FPF Usemame: Iﬂnet

FPF Password: I" see
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Web Configuration

Click Save/Reboot, the rebooting page appears. DSL Router Reboot

The DSL Router has been configured and is rebooting. Please wait...

If necessary, reconfisure vour PO = IP address to match your new confisuration after reboot finishes.
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Basic Wireless Configuration

This page allows you to configure basic features of the wireless LAN interface. You can enable or disable the wireless LAN interface, hide the network from active scans,
set the wireless network name (also known as SSID) and restrict the channel set based on country requirements.

Following is a description of the different options: i

® Enable Wireless: If you want to make wireless be available, you have to check
this box first.

® Hide Access Point: Check this box if you want to hide any access point for your
router, so a station cannot obtain the SSID through passive scanning.

® Clients Isolation: When many clients connect to the same access point, they
can access each other. If you want to disable the access between clients which
connect the same access point, you can check this box.

® Disable WMM Advertise: WMM is short for wi-fi multimedia, which can provide Wireless
high-performance multimedia voice and video data transfers.

® SSID: The SSID (Service Set Identification) is the unique name shared among all
devices in a wireless network. The SSID must be identical for all devices in the
wireless network.

® Country: The channel will adjust according to nations to adapt to each nation's
frequency provision.

® Max Clients: Specifies maximum wireless client stations to be enble to link with
AP. Once the clients exceed the max vlaue, all other clients are refused. The
value of maximum clients is 16.

® Wireless - Guest/Virtual Access Points: If you want to make Guest/Virtual
network function be available, you have to check those boxes in the table below.
In the current software version, three virtual access points can be configured.

Click Apply to save the basic wireless options and make the modification effect.

Home Advanced Tools Status

This page allow s you to configure basic features of the wireless LAM interface. ¥ou
can enable or disable the wireless LAN interface, hide the network from active
scans, set the wireless network name (aso known as SSI00 and restrict the
channel set based on country require ments.

dlick "Apply" to configure the basic wireless options.

G|

Enable Wireless

Hide Access Paint
Clients Isolation

Cisable WM Advertise

[T Enable Wireless Multicast Forw arding (WMF)

s3I Jwireless

IPv6 LAN Config BSID: 62:74:03:01:01:02

Courtry: UMITED STATES 'l
Max Qients: Ilb

wireless - Guest /virtual Access Points:

QERHER: A4

Is olate Dlac0Is Enable | Max
Enabled | SSID Hidden| Jo S (WMIM [ e s [BSSID
Advertise
Logout
- O WI0_GUestl 0 (o |/ [ 7
O wID_Guest2 [l O O O |16 MFA
O wiD_Guest3 O | O O |16 MfA

"o
N e
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Click Security and the right page appears.

This page allows you can configure security features of the wireless LAN interface.
You can set the network authentication method, selecting data encryption, specify
whether a network key is required to authenticate to this wireless network and
specify the encryption strength.

® WSC Setup: Wi-Fi Simple Config (WSC) is a new method for setting up
residential Wi-Fi (802.11) networks with equal emphasis on security and
ease-of-use.

This device is equipped with 802.1X and WPA/WPAZ2, the latest security standard.

It also supports the legacy security standard, that is, WEP. By default, wireless

security is disabled and authentication is open. Before enabling the security,

consider your network size, complexity, and existing authentication infrastructure

and then determine which solution applies to it.

® Select SSID: Select the wireless LAN of SSID to configure security features.

® Network Authentication: Select the authentication mode for the selected
wireless LAN of SSID to be open.

® WEP Encryption: Disable WEP Encryption.

This page allows you to configure security features of the wireless LAN interface.
You may setup configuration manualky

2R,
through Wi Protcted SetupaPs)

WSC Setup

Enable WSC Disabled -

Manual Setup AP

Yfou can set the network authentication method, selecting data encryption,
specify whether a network key is required to authenticate to this wireless network
and specify the encryption strength,

Click "Savefapply" when done,

Select SEI0 |Wire|ess j

Metwork Authentication: |Dpen j

WEP Encryption: | Disabled j
Back Apply
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® Enable WSC: If enable Manual Setup AP, you can not enable WSC.

® Set WSC AP Mode: If selected Unconfigured, you need to add Client (This
feature is available only when WPA-PSK, WPA2 PSK or OPEN mode is
configured.), and setup AP (Configure all security settings with an external
registar).

® Device PIN: Device Pin is generated by AP.

® WSC Add External Registrar: If set WSC AP Mode to Configured, this part
will show, and you can add external registrar.

Manual Setup AP

This device is equipped with 802.1X and WPA/WPA2 (Wi-Fi Protected Access), the
latest security standard. It also supports the legacy security standard, WEP (Wired
Equivalent Privacy).
If you select the “Shared” as the Network Authentication, you can select 64-bit or
128-bit as the Encryption Strength.
® 64-bit WEP: Enter 5 ASCII characters or 10 hexadecimal digits for 64-bit
encryption keys. You can set 4 types of the WEP key.
® 128-bit WEP: Enter 13 ASCII characters or 26 hexadecimal digits for 128-bit
encryption keys. You can set 4 types of the WEP key.
The authentication modes are as follows: 802.1X, WPA, WPA-PSK,WPA2, WPA2
—PSK, Mixed WPA2/WPA, Mixed WPA2/WPA —PSK.
After proper configuration, click Apply to save the wireless security options and
make the modification effect.

WSC Setup
Enable WSC |Enab|ed j
Set WSC AP Mode |Conﬁgured j

Setup AP (Configure all security settings with an external registar)
C push-Button  © PIM

Device PIN I20294?86 Heln

WSC Add External m
Registrar

Manual Setup AP

You can set the network authentication method, selecting data encryption,
specify whether a network key is required to authenticate to this wireless network
and specify the encryption strength,

Click "Save/apply” when done,

Select 55I0: |Wire|ess j
Metwork Authentication: IShared j
WEPR Encryption: Enabled j
Encryption Strength: Gd-hit j
Current Metwoark Key: 1 j

Metwiork Key 1 |
Metwark Key 24 |
Metwork Key 3 |

Metwork Key 4 |
Enter 13 ASCII characters or 26 hexadecimal digits
for 128-hit encryption keys
Enter 5 ASCII characters or 10 hexadecimal digits
for 64-bit encryption keys

Back Apply
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WAN Configuration

lick WAN the right if fi the WAN
_C ic and the right page appears, so you can modify and configure the s T Tools T
interface.
Click Add or Remove to configure WAN interface. ﬁ Wide Area Network (WAN) Service Setup
Choose Add, or Remowe to configure a WARN senvice over a selected interface.

L
Interface | Description | Type | Connid | Ilgmp NAT |Firewall | IPv6 MLD |Remove
[H) Disabled | Enabled | Enabled | Disabled | Disabled O

ppp0 pppoe 0_8 =5 | PRROE

== —
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Internet Connection Type - PPP over Ethernet (PPPoE)

Click Add to add the WAN interface.
® VPI: Virtual path between two points in an ATM network. Its valid value range
is from O to 255. This screen alows you to configure an ATM PYC identifier (VPIT and v I, select DSL
® VCI: Virtual channel between two points in an ATM network. Its valid value  latency, select a service categorys.
range is from 32 to 65535 (1 to 31 are reserved for known protocols).
® Encapsulation Mode: You can select it from the drop-down list.

LLC/SMAP-BRIDGING j ¥PI: [0-255] |0
. VeI [32-65535] [35
® Service Category: You can select it from the drop-down list. Selact the type of network protocol for IP over Etharnat as WAN interface
UER Without PCR = . i
QBR Without FCR FFF awer Ethernet (FPPOE)

' MAC Encapsulation Routing (MER)
' Bridging

' PPP over ATM (FPPoA)

€ IP over ATM (IP0A)

LIBR With PCR
CBR

Mon Realtime YBER
Fealtime YBR

e Enable Quality Of Service: Enable or disable QoS.

Encapsulation Mode ;| LLC/SNAP-BRIDGING =]
Service Category: | UER Without PCR ~|

Enable Quality Of Service

Enabling packet level QoS for a PYC improwes performance for selected classes of
applications, QoS cannot be set for CBR and Realtime VBR, QoS consumes system
resources; therefore the number of PY Cs will be reduced, use Advanced
Setup/Quality of Service to assign priorities for the applications.

[T Enable Quaity Of Service,

J—y—
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After proper configuration, click Next and the right page appears.

In this page, you can set the service description, enable 802.1Q VLAN and IPv6.

If you enable 802.1Q VLAN and IPv6, the right page appears.
After proper configuration, click Next.

D-Link DSL-2640B User Manual

Enter Serdce Description :Ipppoe =0.0_35.51

[T Enable 802, 1 VLAN.

[T Enable IPve for this service

e el

Enter Service Description :|ppp Ga O35

¥ Enable 802,15 vLANM,
Enter B02.1F Priority [0-7]:

i
—_

Erter 5021 VLAN 1D [0-4034]:

I
—_

[¥  Enable IPvE for this service

- -
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Web Configuration
In this page, you can modify the PPP username, PPP password, and authentication

method.

® PPP Username: The correct user name that your ISP provides to you.

® PPP Password: The correct password that your ISP provides to you.

® PPPoE Service Name: If your ISP provides it to you, please enter it. If not, do
not enter any information.

® Authentication Method: The value can be AUTO, PAP, CHAP, or MSCHAP.
Usually, you can select AUTO.

e Dial on demand (with idle timeout timer): If this function is enabled, you
need to enter the idle timeout time. Within the preset minutes, if the modem
does not detect the flow of the user continuously, the modem automatically
stops the PPPOE connection. Once it detects the flow (like access to a
webpage), the modem restarts the PPPoE dialup. If this function is disabled,
the modem performs PPPoE dial-up all the time. The PPPoE connnection
does not stop, unless the modem is powered off and DSLAM or uplink
equipment is abnormal.

® PPP IP extension: If you want to configure DMZ Host, you should enable it at
first.

® Use Static IPv4 Address: If this function is disabled, the modem obtains an
IP address assigned by an uplink equipment such as BAS, through PPPoE
dial-up. If this function is enabled, the modem uses this IP address as the
WAN [P address.

[V Use Static IPv4 Address

IPwd Address: 0.0.0.0

® [Enable NAT: Select the checkbox to apply Fullcone NAT mode.

|7 Enable MAT

[T Enable Fullcone MAT

® Use Static IPv6 Address: Enable to use a static IPv6 address. Enter the
address in the IPv6 Address field.

¥ Use Static IPv6 Address

IPvE Addrass: |

IFvwe Address Prefix Length: |64

GMP Multicast: IGMP proxy. For example, if you want PPPoE mode to
support IPTV, enable it.

FPF usually requires that vou have a user name and password to establish your
connection. In the boxes below , enter the user name and password that vour ISP
has prosvided to you,

FPF Usemame: tine t

PPP Paszword: sssss

PPROE Service Mame:
Authentication Method: |AUTO =l

MTU[ 1-65535]: |1492

[ Enable MAT

A

Enable Firew all

[T Oia on demand (with idle timeout timer)

[T PPP IP extersion

[T Use Static IPv4 Address

[T Use Static IPvS Address
[T Enable PPF Debug Mode

[T Eridge PPPOE Frames Between WAN and Local Ports

IGMP Multicast
[T Enable IGMP Multicast

[T Enable MLD Multicast Prosxy

J——
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After enter the PPP Username and PPP Password, click Next, and the right page
appears. In this page, select a preferred WAN interface as the system default

gateway.

Select a preferred wan interface as the system default gatew ay.

Selected WAN Interface |pppoe_0_1_32/ppp0 =l

Select a preferred wan interface as the system default IFwE gatew ay,

Selected WaAN Interface |pppoe_0_0_35_1.5/pppl_1.5 =l

-~
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Click Next, and the right page appears.
In this page, you can get DNS server information from the selected WAN interface
or enter static DNS server IP addresses. If only a single PVC with IPoA or static

: ) ¢ G2t DNS server information from the selected WAMN interface
MER protocol is configured, you must enter static DNS server IP addresses.

DR enter static DS server [P addresses, If only a single PYC with [Pof& or static
MER. protocal is configured, you must enter static NS server IF addresses,

® CObtain OMS info from a WAN interface:

WAN Interface selected: |pppae_0_1_32¢ppp0 [~

€ Use the folowing Static DNS IP address:

Frimary ONS server: I

Secomdary LS server: I

Select the configured WAN interface for IPwE DNS server information DR enter the
static IPwE OMS server Addresses,

Mote that selecting a WAN interface for IPve CMNS server wil enable CHOPwE dient
on that interface,

0l Cbtain IPvE ONS info from a WAN interface
VAN Interface selected:  [pppoe_0_0_35_1.5fpppl_1.5 =l
O Use the following Static IPwS OMS address,

Primary [Pv6 DS server: |

Secondary IPvE ONS server: |

JI— -~
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Click Next, and the right page appears. WAN Setup - Summary
In this page, it shows all the configurations. Click Back to make any modifications.

Click Save/ Apply to all the configurations. Then it turns to the Quick Setup page. Make sure that the settings below match the settings provided by your 15P,

PORT /VPI/VCL |0/0/55

Connection Type: |PPPaE

Service Name: pppoe 0.0 35 1.5

Service Category: |UBR

IP Address: Autormatically 2 ssigned
Service State: Enabled
NAT: Disabled
Full Cone NAT: Disabled
Firewall: Disabled

IGMP Multicast Disabiled

Quality Of Service: |Disabled

Jick "Save/Lppk'' to have this interface to be effective, Click "Back" to make any

modifications,
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Internet Connection Type - MAC Encapsulation Routing (MER)
Click Add to add the WAN interface.
® VPI: Virtual path between two points in an ATM network. Its valid value range

is from 0 to 255. . . .
® VCI: Virtual channel between two points in an ATM network. Its valid value I-la—?ésn?:gesee?e?:”togze\yr?;:éet?:;:’?e%rzlagr;rse AT B r (HP R Rl RS on DL
range is from 32 to 65535 (1 to 31 are reserved for known protocols). ! '
® Encapsulation Mode: You can select it from the drop-down list.

|LLC/SNAP-BRIDGING = veL:[0255] o

LLC/SNAP-BRIDC

WML YWiZI [32-65535] |32

® Service Category: You can select it from the drop-down list. _

|LJEER Without PCR j Select the type of network protocol for [P over Ethernet as WAN interface
R -

LIER YWith PCR . FPP over Etherrjet (PPPQE)

CBR ® MAC Encapsulation Routing (MER)

Mon Realtime YBR ' Bridging

REHE"”EJE‘R rrer T S ' PPP over ATM (PPPOA)

° nable Quality ervice: Enable or disable QoS. O I over ATM (POA)

Encapsulation Mode :|LLC/SNAP-BRIDGING =]
Service Category: | UBR Without PCR |

Enable Quality Of Service

Enabling packet level QoS for a FYC improves performance for selected classes of
applications, QoS cannot be set for CBR and Realtime WBR, QoS consumes system
resources; therefore the number of PV Cs will be reduced, use Advanced
Setup/Quality of Serdce to assign priorities for the applications.

[T Enable Qualty Of Service,

] L]
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After proper configuration, click Next and the right page appears.
In this page, you can set the service description, enable 802.1Q VLAN and IPv6.

Enter Service Description :Iipoe_0_0_3 2_1

¥ Enable 802, 1Q VLAM,
Enter 802. 1P Priority [0-7]: 2

Eriter 802,16 VLAN ID [0-4094]:

o

[ Enable IPve for this service

] e
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After proper configuration, click Next and the right page appears.

Field

Description

Obtain an IP address
automatically

Select to obtain an IP address automatically for
the WAN IP. DHCP will be enabled for PVC in
MER mode.

Option 60 Vendor ID

Contact your ISP for information.

Option 61 IAID

Contact your ISP for information.

Option 61 DUID

Contact your ISP for information.

Option 125

Contact your ISP for information.

Use the following Static IP
address

Select to use a specified static IP address for the
WAN IP, subnet mask, and interface gateway.

WAN IP Address

Enter a static IP address.

WAN Subnet Mask

Enter a subnet mask.

WAN gateway IP Address

Enter the gateway IP address.

Obtain an IPv6 address
automatically

Select to obtain an IP address automatically for
the WAN IP. DHCP will be enabled for PVC in
MER mode.

Use the following Static
IPv6 address

Select to use a specified static IPv6 address for
the WAN IP, subnet mask, and interface gateway.

WAN IPv6 Address

Enter a static IPv6 address.

WAN IPv6 Subnet Prefix
Length

Enter a subnet mask.

Static WAN Gateway IPv6
Address

Enter the gateway IPv6 address.

WAN IP Settings

Enter information provided to you by your ISP to configure the WAN IP settings.
Motice ; If "Gbtain an [P address automaticaly” is chosen, DHCE will be enabled for
FY Zin MER mode.

If "Use the following Static [P address" is chosen, enter the WARN [P address,
sbnet mask and interface gatew ay.

®  obtain an IF address automatically
Option 60 Yendor 1D
Option 61 TAID:
Cpfion 61 DUID:
Option 125 @ Cisable
' Use the following Static IP address:
WAN IP Address: |

WAN Subnet Mask: |

WA N gatew ay IF Address; |

(8 hexadecimal digits)

{hexadecimal digith
 Enable

Enter information provided to you by wvour ISF to configure the WA RN IPvE settings,
Motice ; If "Gbtain an [Pve address automatically" is chosen, DHCPE Client will be
enabled on this WAN interface.

If "Use the following Static [Pve address" is chosen, enter the WAN IPvS address,

@ Obtain an IPv6 address automatically
' Use the following Static IPvE addre ss:

WM IPvE Address: |

WAN IPwE Subnet Prefix
Length:

|64

Specify a defallt IPwE gatew ay for this WAN interface.

Static WAN Gatew ay IPvE Address:|

Iy
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After proper configuration, click Next and the right page appears.

Field Description

: : : : Metwork Address Translation (MAT) allow s wou to share one Wide Area Metwork
Enable NAT Indicates if NAT is enabled or disabled. (WAN) IP address for multiple computers on your Local Area Metwork (LAM).

Indicates if the firewall is enabled or

Enable Firewall disabled. [T Enable MAT

Enable IGMP Multicast Indlgates if IGMP multicast is enabled
or disabled.

Enable MLD Multicast Proxy Indicates if MLD is enabled or ¥ Enable Firew al
disabled.

MTU(1-65535) Indicates if multicast listener discovery ki
proxy for IPv6 is enabled or disabled. ISIRE eI a5 ]

Back Click to return to the previous [T Enable IGMP Multicast
configuration screen

Next Click to proceed to the Routing —
Default Gateway window. [T Enable MLD Multicast Prosxy

MTU[ 1-65535]; |1500
 Back | Next'
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After proper configuration, click Next and the right page appears.
In this page, select a preferred WAN interface as the system default gateway.

Select a preferred wan interface as the system default gatew ay,

Selected WAN Interface |pppoe_0_1_32/ppp0 =l

Select a preferred wan interface as the system default [PvE gatew ay,

Selected WAN [nterface |pppoe_0_0_35_1.5/ppp1_1.5 =

e ]
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After proper configuration, click Next and the right page appears.
In this page, you can get DNS server information from the selected WAN interface
or enter static DNS server IP addresses. If only a single PVC with IPoA or static
MER protocol is configured, you must enter static DNS server IP addresses.

Get DMS server information from the selected YWAN interface
OR enter static OMS server [P addresses, If only a single FYC with IPoA or static
MER. protocol is configured, you must enter static DNS server [P addresses,

® Obtain ONS info from a WAR interface;

WAN Interface selected: |pppne_ﬂ_1_32fpppﬂ

' Use the following Static DNS IP address:

Primary DS server: |

Secondary CMS server: |

Select the configured WaAN interface for IPvE DMS server information OR. enter the
static IPve DS server Addresses,

Mote that selecting a WARM interface for IPvE OMS server wil enable CHCOPwE Cdient
on that interface,

(=
WA N Interface selected:

Cbtain IPve COWS info from a WAN interface
[pppoe_0_0 35_1.5mpp1_1.5 |

Use the folowing Static IPwE OMS address:

o

Primary IFwS ORS senver: |

Secondary IPwe DMNS server: |

JU——
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Click Next, and the right page appears.
In this page, it shows all the configurations. Click Back to make any modifications.
Click Save/ Apply to all the configurations. Then it turns to the Quick Setup page.

WAN Setup - Summary

Make sure that the settings below match the settings provided by wour 1SF,

PORT /VPI/VCE  |0f0f 32

Connection Type: |IPcE

Service Name: poe_ 00 32 1.5

Service Category: |UBR

IP Address: Autornatically & ssigned
Service State: Enabled
MAT: Enabled
Full Cone NAT: Dizabled
Firewall: Enabled

IGMP Multicast Dizabled

Quality Of Service: |Disabled

Cick "Save/Appl" to have this interface to be effective. Click "Back” to make any

modifications,
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Internet Connection Type — Bridging

Click Add to add the WAN interface.
® VPI: Virtual path between two points in an ATM network. Its valid value range
is from O to 255. This screen alows you to configure an ATM PYC identifier (VPI and ¥ 1), select CSL
® VCI: Virtual channel between two points in an ATM network. Its valid value latency, select a service categorys,
range is from 32 to 65535 (1 to 31 are reserved for known protocols).
® Encapsulation Mode: You can select it from the drop-down list.

[LLcrSnap-BRIDGING x| vPL[0255] [

Yl [32-65535] |4o

® Service Category: You can select it from the drop-down list. Select the type of network protocel for IP over Ethernet as WaRN interface
| UBR wyithout PCR =

' PPP over Ethernet (PPPOE)

' MAC Encapsulation Routing (MER)
@ Bridging

' PPP over ATM (PPPOAY

CIP over ATM (IPOA)

LIBR With PCR
CBR

Mon Realtime YBR
Fealtime “BR

® Enable Quality Of Service: Enable or disable QoS.

Encapsulation Mode | LLC/SNAP-BRIDGING x|
Service Category: | UBR Without PCR =

Enable Quality Of Service

Enabling packet level QoS for a BYC improwves performance for selected classes of
applications. QoS cannot be sef for CBR and Realtime WBR, {05 consumes system
resources; therefore the number of FYCs will be reduced, use Advanced
Setup/Quality of Servce to assign pricrities for the applications.

[T Enable Quality Of Service,

J— j—
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After proper configuration, click Next and the right page appears.
In this page, you can set the service description, enable 802.1Q VLAN and IPv6.

Eriter Service Description:fbr_0_0_40_1

[V Enable 802,10 WLAMN.
Enter 802, 1P Priority [0-7]:

™

(4]

Ertter 502,163 VLAN 1D [0-4094]:

[#¥ Enable IPws for this service

Click Next, and the right page appears. WAN
In this page, it shows all the configurations. Click Back to make any modifications. )

Click Save/ Apply to all the configurations. Then it turns to the Quick Setup page. Make sure that the settings below match the settings provided by your ISP,

PORT /VPI/VMCE  [0f0/ 40

Connection Type: |Eridge

Service Name: br 0.0 40 15

Service Category: |UBR

IP Address: Mot A pplicable
Service State: Enabled
NAT: Enabled
Full Cone NAT: Disabled
Firewall: Enabled

IGMP Muitic ast Mot A pplicable

Quality Of Service: Disabled

dick "Save/Appl" to have this interface to be effective. Click "Back" to make any

modifications,

D-Link DSL-2640B User Manual 42



Web Configuration

Internet Connection Type - PPP over ATM (PPPoA)
Click Add to add the WAN interface.

® VPI: Virtual path between two points in an ATM network. Its valid value range

is from 0 to 255.

® VCI: Virtual channel between two points in an ATM network. Its valid value
range is from 32 to 65535 (1 to 31 are reserved for known protocols).

® Encapsulation Mode: You can select it from the drop-down list.
[wemUx =

LLC/ENCAPSULATION |
® Service Category: You can select it from the drop-down list.

| UBR wyithout PCR =

LIBR With PCR
CBR

Mon Realtime YBR
Fealtime “BR

® Enable Quality Of Service: Enable or disable QoS.

This screen allows you to configure an ATM PYC identifier (WPI and WiCI, select DSL
latency, select a service categorys,

WPI: [0-255] IEI
WICT [32-53335] |4EI

Select the type of network protocol for IP over Ethernet as Wak interface

' PPP over Ethernet (PPPoE)

' MAC Encapsulation Routing (MER )
" Bridging

& PPP aver ATM (PPPOA)

 IP over ATM (IPod)

Encapsulation Mode:| WCMLEK j
Service Category:  |UBR Without PCR j

Enable Quality Of Service

Enabling packet level QoS for a PYC improves performance for selected classes of
applications. QoS cannot be set for CBR and Realtime WER, Q0S5 consumes system
resources; therefore the number of PYCs will be reduced, use Advanced
Setup/Quality of Service to assign priorities for the applications,

[T Enable Quality Of Service,

JU— -
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After proper configuration, click Next and the right page appears.
In this page, you can set the service description.

Enter Service Descriptiun:|pppDa_D_D_4EI

e el
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In this page, you can modify the PPP username, PPP password, and authentication
method.

PPP Username: The correct user name that your ISP provides to you.

PPP Password: The correct password that your ISP provides to you.

PPPoE Service Name: If your ISP provides it to you, please enter it. If not, do
not enter any information.

Authentication Method: The value can be AUTO, PAP, CHAP, or MSCHAP.
Usually, you can select AUTO.

Dial on demand (with idle timeout timer): If this function is enabled, you
need to enter the idle timeout time. Within the preset minutes, if the modem
does not detect the flow of the user continuously, the modem automatically
stops the PPPOE connection. Once it detects the flow (like access to a
webpage), the modem restarts the PPPoE dialup. If this function is disabled,
the modem performs PPPoE dial-up all the time. The PPPoE connnection
does not stop, unless the modem is powered off and DSLAM or uplink
equipment is abnormal.

PPP IP extension: If you want to configure DMZ Host, you should enable it at
first.

Use Static IPv4 Address: If this function is disabled, the modem obtains an
IP address assigned by an uplink equipment such as BAS, through PPPoE
dial-up. If this function is enabled, the modem uses this IP address as the
WAN [P address.

¥ Use Static IPvd Address

IFwd Address: 0,000

po—

IEnable NAT: Select the checkbox to apply Fullcone NAT mode.
Enable MAT

[T Enable Fullcone MAT

IGMP Multicast: IGMP proxy. For example, if you want PPPoE mode to
support IPTV, enable it.

PPP Lsually requires that you have a user name and password to establish your
connection. In the boxes below, enter the user name and password that your ISP
has provided to you,

PPR Username: ftinet
PPP Password: [ennee
Authentication Method: |AUTO j

MTU[1-65535]: |1492

-

-

-
-

Enable MAT

Enable Firewvall

Dial on dernand (with idlie timeout timer )

FPP IF extension
Usze Static IPv4 Address

Enable PPP Debug Mode

IGMP Multicast

-

Enable IGMP Multicast
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After enter the PPP Username and PPP Password, click Next, and the right page
appears. In this page, select a preferred WAN interface as the system default

gateway.

Click Next, and the right page appears.

In this page, you can get DNS server information from the selected WAN interface
or enter static DNS server IP addresses. If only a single PVC with IPoA or static
MER protocol is configured, you must enter static DNS server IP addresses.

Select a preferred wan interface as the systern default gateway.

Selected waMN Interface |pppoe_0_0_35 1 5/ppp0_1.5 j

o |-

Get DMS server information from the selected WaN interface
DR enter static OMS server [P addresses, If only a single PYWC with IPo& or static
MER. protocal is configured, you must enter static ONS server IP addresses,

% Obtain DMS info from a WaN interface:
WAk Interface selected: |pppne_[l_lil_35_'l Aipppl_ 1.5 j

0 Use the following Static DNS IP address:

Prirnary DMS server: |

Secondary DMS server: |

e o=
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Click Next, and the right page appears.
In this page, it shows all the configurations. Click Back to make any modifications. WAN Setup - Summary

Click Save/ Apply to all the configurations. Then it turns to the Quick Setup page.
Make sure that the settings below match the settings provided by wour [SE,

PORT /VPI/VCLE |0f0/40

Connection Type: |PPPoL

Service Name: popoa_0 0 40

Service Category: |LER

IP Address: Automatically A ssigred
Servic e State: Erabled
MAT: Disabled
Full Cone NAT: Disabiled
Firewall: Disatiled

IGMP Multic ast Dizabled

Quality Of Service: | Disabled

Click "save /A pply" To have this interface to be effective, Click "Back" to make any
modifications.
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Internet Connection Type - IP over ATM (IPoA)

Click Add to add the WAN interface.
® VPI: Virtual path between two points in an ATM network. Its valid value range
is from O to 255. This screen alow s you to configure an ATM PYC identifier (WPI and VI, select &L
® VCI: Virtual channel between two points in an ATM network. Its valid value latency, select a service categorys,
range is from 32 to 65535 (1 to 31 are reserved for known protocols).
® Encapsulation Mode: You can select it from the drop-down list. I_
0

LLC/SNAP-ROUTIMNG j WPI; [0-255]

........ . _ WET [[32-65535] I4O

Select the type of netw ork protocol for IF over Ethernet as WAMN interface

® Service Category: You can select it from the drop-down list.
UBR Without PCR =l € PPP over Ethermet (PPPOE)

(LBR Without PCR ' MAC Encapsulation Routing (MER)

LIER YWith PCR € eridang
EBRR ltime “YBR ' PPP over ATM (PPPod)
on Realtime
. ® Ip ATM (IPoA
Realtime WBR over (IFah)
® Enable Quality Of Service: Enable or disable QoS. Encapsulation Mode | LLC/SNAP-ROUTING |
Service Category: | UBR Without PCR |

Enable Quality Of Service

Enabling packet level QoS for a PYC improves performance for selected classes of
applications. QoS cannot be set for CBR and Realtime WBR, QoS consumes system
resolUrces; therefore the number of FYCs will be reduced. use Advanced
Setup/Quality of Service to assign priorities for the applications.

[T Enable Quaity Of Service,

J—p—
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After proper configuration, click Next and the right page appears. i S
In this page, you can set the service description. WAN Service Configuration

Enter Serdce DESCFiDtiOH!IiDO&_O_O_4O

After proper configuration, click Next and the right page appears. .
In this page, enter the information provided by your ISP for WAN [P settings. WAN IP SEHII‘leS

Enter information provided to you by wour ISP to configure the WAN IP settings.

WAR TP Address: |12.12.12.10
WAk Subnet Mask: |255.255.255.D
WaN gatew ay IP Address: |12. 12,121

I
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After proper configuration, click Next and the right page appears.

Click Next, and the right page appears. In this page, select a preferred WAN
interface as the system default gateway.

Network Address Translation Settings

Me twiork. Address Translation (MAT) allows wou to share one Wide Area Metwork
CWAN) IF address for multiple computers on your Local Area Metwiark (LAR).

¥ Enable MAT
[T Enable Fulcore MaT

¥ Enable Firew al

IGMP Multicast

[T Enable IGMP Multicast

[T Enable MLD Multicast Proxy

MTU[ 1-55535]: |15oo
=K

Routing -- Default Gateway

Select a preferred wan interface as the system default gatew ay.

Selected WAN Interface Ipppue_ﬂ_1_32fpppﬂ [~

Select a preferred wan interface as the system defallt [Pw6 gatew ay.

Selected WaN Interface [pppoe_0_0_35_1 Sipppl_1.5 -
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Click Next, and the right page appears.
In this page, you can get DNS server information from the selected WAN interface
or enter static DNS server IP addresses. If only a single PVC with IPoA or static
MER protocol is configured, you must enter static DNS server IP addresses.

Get DNS server information from the selected WAN interface
OR enter static DMS server IF addresses. If only a single PWC with IFof or static
MER protocol is configured, you must enter static DMS server IF addresses.

@ obtain OMS info from a WAN interface:

WAN Interface selected: |pepae_0_1_32ipppd =l

' Use the following Static DNS IP address:

Primary DMS server: |

Secondary LS server: I

Select the configured WAN interface for [PvE DMS server information QR enter the
static [PvE DS server Addresses.

Mote that selecting a WAN interface for IPvE DS server wil enable DHCOPWS dient
on that interface.

" Obtain IPve ONS info from a WAMN interface ;
WA N Interface selected:  |pppoe_0_0_35_1 5fppp1_1.5 =l
C Use the following Static IPve DMS address:

Primary [Pwe CMS server: |

Secondary [Pve DMS server: I

JI——
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Click Next, and the right page appears.
In this page, it shows all the configurations. Click Back to make any modifications.
Click Save/ Apply to all the configurations. Then it turns to the Quick Setup page.

WAN Setup - Summary

Make sure that the settings below match the settings provided by wour ISP,

PORT /VPI/VCE |00/ 40

Connection Type: |IPoA

Service Name: ipoa_0 0_40

Service Category: [UER

IP Address: 12121210
Servic e State: Enabled
NAT: Enabled
Full Cone NAT: Disabled
Firewall: Enabled

IGMP Multic ast Disabled

Quality Of Service: |Disabled

Click "Save/Apphk" to have this interface to be effective, Click "Back" to make any

modifications,
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LAN Configuration

In this page, you can configure an IP address for the DSL Router and enable DHCP

server. The preset IP address is 192.168.1.1.
If you enable the IGMP Snooping, the following figure appears.

[ Enable IGMP Snooping
® Standard Mode

' Blocking Mode
Click Add Entries, the following figure appears.

DHCP Static IP Lease

Enter the Mac address and Static IF address then click "Save/Apply" .

MAC & ddress: | R
P Address: | (333 X)

Apply
If you want to configure the second IP, please select the check box.

¥ configure the second IP Address and Subnet Mask for LAN interface
IP Address: |

Subme t Mask |

-

LAN

IPv6 LAN Config

Logout

Home Advanced Tools Status

Local Area Network (LAN) Setup

Configure the DSL Router IP Address and Subnet Mask for

LAN interface. Grouphame |Defaut ¥

IP Address: 192.168.1.1

Subnet Mask 25525525540

[ Enable IGMP Snooping

[ Enable LAN side fire w al

" Disable CHCP Server
® Enzble DHCP Server
Start IP Address: |192.16Eb.1‘3

End IP Address: 192,188, 1,50

Leased Time (hour):|24
Static [P Lease List: (A maxdmum 32 entries can be configured)
| MAC Address | IP Address | Remove ‘

[ configure the second IP Address and Subnet Mask for LAN nterface

Apply

D-Link DSL-2640B User Manual

53



Web Configuration

IPv6 LAN Configuration

Field

Description

Enable DHCPv6
Server

Select the checkbox to enable the DHCPv6 Server.

WIDE-DHCPv6 is an open-source implementation of
dynamic host configuration protocol for IPv6 (DHCPVG).

Enable RADVD

Select the checkbox to enable RADVD. The router
advertisement daemon (RADVD) is run by Linux or BSD
systems acting as IPv6 routers. It sends router advertisement
messages, specified by RFC2461, to a local Ethernet LAN
periodically and when requested by a node sending a router
solicitation message. These messages are required for IPv6
stateless auto-configuration.

Delegated from
WAN

Select the Delegated from WAN radio button to have the IPv6
site prefix configuration type delegated from a WAN interface
selected from the drop-down list.

Static Select Static to specify a static IPv6 site prefix.

Site Prefix Enter the IPv6 site prefix.

Site Prefix | Specify the length of the IPv6 site prefix.

Length

Enable MLD | Select the checkbox to enable multicast listener discovery
Snooping snooping.

Save/Apply Click to save your changes.

]IPVS LAN ConﬁgI
-

Logout

Home Advanced Tools
IPv6 LAN Host Configuration

[T Enable CHCPwE Server

[¥| Enable RACVD
P& Site Prefix Configuration Type:

@ Delegated from WARN

WAN Interface selected: | j
' Static

Site Prefix: I—
Site Prefix Length: I

[T Enable MLD Snooping

Status
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DNS Configuration

Field

Description

Obtain DNS info from a WAN interface

Select to obtain DNS info from a WAN
interface.

WAN interface selected

Select a WAN interface for obtaining
DNS info.

Use the following Static DNS IP
address

Select to use the following static DNS
IP address.

Primary DNS server

Enter a primary static DNS IP address.

Secondary DNS server

Enter a secondary static DNS IP
address.

Apply

Click to save changes.

Note: If you do not enable the IPv6 in the WAN configuration, the DHCPv6 Client

will not be displayed.

IPv6 LAN Config

Logout

=
7]

Home Advanced Tools

DNS Server Configuration
Select the configured WAN interface for OMS server information CR enter the static

OMS server IP Addresses for single PY C with [Pod, static MER protocol,

@  Obtan ONS info from a WAN interface:

WAN Interface selected: |pppoe_0_1_32/pppD =

' Use the following Static DNS IP address:

Primary OMNS sarver: I
Secondary DNS server: I

Select the configured WAN interface for IPwE DNS server information OR enter the
static IPve OMNS server Addresses,

Mote that selecting a WAN interface for IPveE ONS server wil enable DHPWE dient

on that interface,

® Cbtan Pv6 DNS info from a WAN interface:
{pppoe_0_0_35_1.5/pppl_1.5 d|

WAR Interface selected:

' Use the following Static IPvE DNS address:

Frimary [PwiE DMS server: I
Secondary IPvE DNS server: I

Apply
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Dynamic DNS

Field

Description

Hostname (read-only)

The hostname of the server.

Username (read-only)

The access username of the DDNS service.

Service (read-only)

The service name of the selected WAN service.

Interface (read-only)

The selected WAN service.

Remove Enable the check-box to select the DDNS service to
be removed.
Add Click to add a DDNS service. The Add Dynamic DNS
window opens.
Remove Click to remove the selected DDNS service(s). v LAN Config

LHRROAE

Dynamic DNS

Logout

i

Home Advanced Tools

Dynamic DNS

The Cynamic OHS service allows you to alias a dynamic IF address to
a static hostname in any of the many domains, alowing your DSL router
to be more easily accessed from various locations on the Internet.

Choose Add or Remowve to configure Cynamic DS,

|Hostname ‘ Username ‘ Service |Interface ‘ Remove ‘

REOYE

Status
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Click Add, the right page appears.
You can select the D-DNS provider from the drop-down list.

j

Field Description
D-DNS provider Select a DDNS service provider.
Hostname Enter the hostname of the server.
Interface Select a routing WAN service.
Username Enter the access username of the DDNS service.
Password Enter the password.
Apply Click to save changes.

If you select the TZO as the D-DNS provider, the right page appears.
In this page, you should enter the email and key.

This page allows you to add a Dynamic CNS address from DynDNS.org or TZ0,

D-ONS provider [DynDMS.org =l
Hostname
Interface pppoe_0_1_32/ppp0 x|

DynDNS Settings

Usemarme I

Passw ord I

This page allows you to add a Dynamic OMS address from DynOMS.org or TZ0,

D-Link DSL-2640B User Manual

DS provider [Tz0 =l
Hostname
Interface pppoe_0_1_S2hpppd x|
TZO Settings
Email
Key
Apply
57



Web Configuration

Logout

If you want to Logout, please click Logout.

LU

IPv6 LAN Config

-

Logout

Home Advanced

Logout

Logging out will close the browser,

Tools

Status
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Advanced Configuration
ADSL Configuration

This page allows you to select the desired modulation, phone line pair,
and capability. Carry out the following to configure the DSL Settings:
® Tick the text boxes of the modulation types you want to enable.

® Choose the Inner pair or Outer pair option by clicking the appropriate radio
button.

® Tick the text boxes of the capability options you want to enable.
® Click the Save/Apply button when you are finished.

{ Home Advanced Tools Status

DSL Settings
ADSL

Select the modulation below,

[¥v &.DmtEnabled
[T Glite Enabled

T1.413 Enabled

<7

ADSLZ Enabled

.

Annexl Enabled

<

ADSLZ + Enabled

AnnexM Enabled
Select the phone line pair below

: : & -
Bridge Filters ®  Innar par

Quter pair
Parental Control Capability
[¥ Bitswap Enable

[ SRa Enable
Routing

Apply

ROHHARARE:»
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Click Advanced Settings to select a DSL test mode.
Select the desired DSL test mode and then click the Apply button.

DSL Advanced Settings

Select the test mode below,

-

Mormal
Fewverb
Medey

Mo retrain

D D O 0

L3

Apply electic
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Click the Tone Selection button to modify the upstream and downstream tones. s
Select the appropriate upstream and downstream tones for your ADSL .
connection. Click the Apply button to let your settings take effect. Upstream Tones
Fo M1 Mz M3 Fa Fs Fe M7 Mg Fs Mo M1 Viz M1z Fi4 Fis
Mie W17 Mis M1z Wz W21 W2z M2z Mea Mas Mo Wz Mzs M2 Fao M3

Downstream Tones

M3z ]33 [¥]34 Flas Mlae M3z [Flag [Flae a0 a1 Maz [#43 Flaa [Flas Flag a7

Mlag [¥lag [¥Iso 51 Mlsz Ms3 [Fls4 [¥lss [se Mis7 Mg [#ise Mleo el Mlez Fea 7 e
Feq4 [¥les [Plee W7 Mleg Mea o [Fl71 7z M7z M4 #1755 M7 77 F7a M7 7 7
Mao I¥ia1 ¥z a3z Ma4 Mas [Flas [¥la7 [Flag Mas Moo [#lo1 Moz ez Mloa Mg 7o
Mos [¥lo7 [¥loa o |71OO|7101|7102|7103|71O4|7105|7106|710?|710El|7109|7110|71117111
|7112|7113|7114|7115|7116|711?|711EI|7119|7120|7121|7122|7123|7124|7125|7126|712?712?
|7128'7129|713O|7131|7132|7133|7134|7135|7136|713?|7138|7139|714O|7141|7142|71437143
|7144|7145|7146|714?|7148|7149|7150|7151|7152|7153|7154|7155|7156|715?|7158|71597159
|7160|7161|7162|7163|7164|7165'7166|7167|7168|7169|71?0|7171|71?2|71?3|7174|71?571?5
¥ 176 V] 177 [¥] 178 1?9|71EIO|7181'7182|7183|71El4|7185|7186'718?"7188'7189'7190'71917191
¥ 192 ¥ 193 ¥ 194 ¥ 195 ¥ 195 ¥ 197 ¥ 198 [ 199 ¥ 200 ¥ 201 ¥ 202 [ 203 |7204|7205|7206|720?72W

72
72
I¥1 208 [¥] 209 [¥] 210 ] 211 ¥ 212 €] 213 [¥] 214 [¥] 215 [¥] 216 ¥ 217 ¥ 218 [¥] 219 [¥] 220 [¥] 221 4 222 9] 223 _
72
72

¥ 15

¥ 47

7 223
WozaWozsWezeWzzr WemaWozaWeao W 2an W zaz W 233 ¥ 234 ¥ 235 ¥ 236 ¥ 237 ¥ 238 ¥ 239

7 230
Wzao ¥ 241 ¥ 242 W 243 ¥ 244 ¥ 245 [¥ 248 [ 247 [¥ 248 ¥ 249 ¥ 250 [¥ 251 [¥ 252 [ 253 ¥ 254 [# 255 7 oee

-~

KT K S .
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NAT-Virtual Server Configuration

By default, DSL router blocks all external users from connecting to or communicating with your network. Therefore, the system is safe from hackers who may try to intrude
into the network and damage it.

However, you may want to expose your network to the Internet in limited and controlled ways in order to enable some applications to work from the LAN (for example,
game, voice, and chat applications) and to enable Internet access to servers in the home network. The port forwarding feature supports both functionalities. This topic is
also referred as Local Servers.

The port forwarding page is used to define applications that require special handling by DSL router. All you need to do is to select the application protocol and the local IP
address of the computer that is using or providing the service. If required, you may add new protocols in addition to the most common ones provided by DSL router.

For example, if you wanted to use a file transfer protocol (FTP) application on one of your PCs, you would simply select FTP from the list and enter the local IP address or
host name of the designated computer. All FTP-related data arriving at DSL router from the Internet henceforth is forwarded to the specific computer.

Similarly, you can grant Internet users access to servers inside your home network, by identifying each service and the PC that provide it. This is useful, for example, if you
want to host a Web server inside your home network.

When an Internet user points his/her browser to DSL router external IP address, the gateway forwards the incoming HTTP request to your Web server. With one external
IP address (DSL router main IP address), different applications can be assigned to your LAN computers, however each type of application is limited to use one computer.

For example, you can define that FTP uses address X to reach computer A and Telnet also uses address X to reach computer A. But attempting to define FTP to use
address X to reach both computer A and B fails. DSL router, therefore, provides the ability to add additional public IP addresses to port forwarding rules, which you must
obtain from your ISP, and enter into the IP addresses pool. Then, you can define FTP to use address X to reach computer A and address Y to reach computer B.

Additionally, port forwarding enables you to redirect traffic to a different port instead of the one to which it was designated. For example, if you have a Web server running
on your PC on port 8080 and you want to grant access to this server to any one who accesses DSL router via HTTP.

Click Virtual Server, and the right page appears. The port forwarding (virtual | i Home Advanced Tools Status
server) page is used to define applications that require special handling by DSL N ———
router. r—
-
Yirtual Server allow s you to direct incoming traffic from WAN side (identified by
Protoccl and External port) to the Intemal server with private IP address on the
LAN side. The Internal port is required only if the external port needs to be
Virtual Server converted to a different port number Lsed by the server on the LAN side. A
maxmum 32 entries can be configured.
s External [External Internal |Internal |Server WAN
DMz N:rmvzr Port Port Protocol([Port |Port |IP Interface |REMOVE
—_— start End Start |End Address
= raa | i
m
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To set up virtual servers for a service, click Add.

Select the use Interface like that pppoe 0 _1_32/ppp0 and select a service or
enter a custom server.

Set Server IP Address.

Enter the Server IP address of the computer that provides the service (the
server in the Local Host field). Note that unless an additional external IP
address is added, only one LAN computer can be assigned to provide a
specific service or application.

Set External Port Start and External Port End.

Select Protocol.

Set Internal Port Start and Internal Port End.

Enter Remote IP.

Click Apply to apply the settings.

If the application you require is not in the list, manually enter the information.
Deleting Virtual Servers:

Select the Remove check box.

® Click Remove to remove the settings.

Select the senvce name, and enter the server [P address and click "Save /Apply" to
forw ard IF packets for this service to the specified server.

NOTE: The "Internal Port End"” cannot be modified directly. Normally, it is
set to the same value as "BExternal Port BEnd”. How ever, if you modify
"Internal Port Start", then "Internal Port End" will be set to the same
value as "Internal Port Start"

Remaining number of entries that can be configured:32

Use Interface |pppoe_0_1_32/ppp0 |
Service Mame:
%  Select a Service:|Select One =]

0 Custom Service: |

Server IP Address: |192. 168, 1.

External Port External Port Protacol Internal Port Internal Port
start End start End
TCP =l
TCP =l
TCP =l
TCP =l
TCP =l
TCR =l
TCP =l
TCP =
TCP =l
TCP =l
TCP =l
TCP =l
&
Apply
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Web Configuration
DMZ Host

The demilitarized military zone (DMZ) host feature allows one local computer to be exposed to the Internet. This function is applicable for:

® Users who want to use a special-purpose Internet service, such as an on-line game or video conferencing program, that is not presented in the port forwarding list
and for which no port range information is available.

® Users who are not concerned with security and wish to expose one computer to all services without restriction.

Note: A DMZ host is not protected by the firewall and may be vulnerable to attack. This may also put other computers in the home network at risk. Hence, when

designating a DMZ host, you must consider the security implications and protect it if necessary.

You can set up a client in your local network as a so-called DMZ host. Your device then forwards all incoming data traffic from the Internet to this client. You can, for

example, operate your own Web server on one of the clients in your local network and make it accessible to Internet users. As the exposed host, the local client is directly

visible to the Internet and therefore particularly vulnerable to attacks (for example, hacker attacks). Enable this function only when necessary (for example, to operate a

Web server) and when other functions (for example, port forwarding) are inadequate. In this case, you should take appropriate measures for the clients concerned.

Note: Only one PC per public IP address can be set up as an exposed host.

Adding a DMZ Host
® To setup a PC as a DMZ host, click DMZ. é [ Home Advanced
DMZ

® Enter the local IP address of the PC that is to be enabled as an exposed host.

. . —'
® Click Apply to apply the settings. . ADSL
The O5L router will forward IP packets from the WAN that do not belong to any of
the applications configured in the Virtual Servers table to the DMZ host computer,
Remove DMZ host @ Enter the computer's IP address and click "&pply" to activate the DMZ host.

¢ Clear the DMZ Host Address. Cear the IP address field and click "Apply" to deactivate the DMZ host,

® Click Apply to apply the settings. I_
| CMZ Host [P Address: I
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SNMP Configuration

Click SNMP and the right page appears.
Click Enable to open SNMP function, enter the configuration that your ISP has
provided to you. Then click Apply.

ADSL

A1

SNMP

Bridge Filters

Parental Control

Advanced Tools Status

SNIMP - C onfiguration

Simple Metwork Management Protocol (SMMP) allow s a management application to
retrieve statistics and status from the SNMP agent in this device,

Select the desred values and click "Save/Apply" to configure the SNMP options.

SHMP Agent @ Cisable ¢ Enable

Read Community: Ipublic

Set Community: private
System Mame . Broadcom
System Location: ik
System Contact: Link. N 1
Trap Manager 1P 0,0.0,0

Apply
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IP Filter Configuration

Click IP Filter and the right page appears. By default, the firewall is enabled. The
firewall is used to block document transmissions between the Internet and your PC.
It serves as a safety guard and permits only authorized documents to be sent to the
LAN.

IP Filter

Advanced

Filter -- Inbound Filter

Manage incoming traffic.

J—
Filter -- Inbound Filter

Manage outgoing traffic,

Tools

Status
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Incoming IP Filtering
Click Inbound, the right page appears.
By default, all incoming IP traffic from the WAN is blocked when the firewall is
enabled. However, some IP traffic can be accepted by setting up filters.

Incoming IP Filtering Setup

When the firewalis enabled on a WARN or LAN interface, al incoming IF traffic is
BLOCKED, How aver, some IF traffic can be ACCEPTED by setting up filters,

Thoose Add or Femowve to configure incoming IF fiters,

Filter
Name

Interfaces

Protocol

Source
Address Source
(Range)/ |Port

Mask

Dest.
Address
(Range) /
Mask

Dest.
Port

Remove
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Web Configuration
Click Add, the right page appears. In this page, you can create a filter rule to identify
incoming IP traffic by specifying a new filter name and at least one condition. All
specified conditions in this filter rule must comply with the rule. Click Apply to save
and activate the filter.
You should select at least one WAN interface to apply this rule.

You can select the protocol from the drop-down list.

-

The screen allow s you to create a filter rule to identify incoming IP traffic by
specifying a new filter name and at least one condition below, All of the specified
conditions in this filker rule must be satisfied for the rule to take effect, Click
‘Save/Apply' to save and activate the filter,

Filter Mame:
Frotocol
Source IP address{Pange);

Source Subnet Mask:

Source Fort {port or portiport),

Cestination [P address(Range:

DCestination Subnet Mask

Destination Fort {port or
portporty;

WAN Interfaces (Configured in Routing mode and with firewall enabled)

and LAN Interfaces

Select one or more WARNLAM interfaces displayed below to apply this rule,

¥ Select Al

¥  bro/bro

Apply

D-Link DSL-2640B User Manual

68



Web Configuration
Outgoing IP Filtering
Click Outboud, and the right page appears.
By default, all outgoing IP traffic from LAN is allowed, but some IP traffic can be
blocked by setting up filters.

D ———
ADSL

IP Filter

Outgoing IP Filtering Setup

By default, all outgoing IF traffic fom LAM is alowed, but some IF traffic can be
BLOCKED by setting up fiters.

Choose Add or Remowve o configure outgaoing IF filters,

Filter
Name

Protocol

Source ST Dest. Address
Address Port (Range) /
(Range) / Mask Mask

Dest.
Port

Remove

m ¥ .emw:—z
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Web Configuration
Click Add and the page for defining the IP filtering rule appears.

In this page, you can create a filter rule to identify outgoing IP traffic by specifying a

new filter name and at least one condition. All specified conditions in the filtering rule

must be complied with the rule to take effect. The screen allow s you to create a fiter rule to identify outgoing IP traffic by
Click Apply to save and activate the filter. specifying a new filter name and at least one condition below ., All of the specified
conditions in this filter rule must be satisfied for the nule to take effect. Click

You can select the protocol from the drop-down list. Save/Apply' to save and activate the filter,

=

Filter Mame: |

Frotocaol

Source IP address(Range);

Source Subnet Mask:

Source Port (port or portport);

Cestination IP address(Range).

Cestination Subnet Mask

Cestination Port (port or
portiporty:
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Bridge Filter Configuration

Click Bridge Filters and the right page apperas.

MAC Filtering is only effective on ATM PVCs configured in Bridge mode. Forwarded
means that all MAC layer frames are forwarded except those matching with any of
the specified rules in the following table. Blocked means that all MAC layer frames
are blocked except those matching with any of the specified rules in the following
table.

Click Change Policy and the following page apperas.Then you can change the MAC
Filtering Global Policy from FORWARDED to BLOCKED.

ADSL

Bridge Filters

Parental Control

P ARARE

MAC Filtering Setup

M C Filtering is only effective on ATM FY Cs configured in Bridge mode.
FORWARDED means that al MAC layver frames wil be FORWARDED except those
matching with any of the specified rules in the following table. BLOCKED means
that all MAC layer frames wil be BLOCKED except those matching with any of the
specified rules in the following table.

1A C Filtering Folicy For Each Interface:

WARNING: Changing from one policy to another of an interface will cause
all defined rules for that interface to be REMOVED AUTOMATICALLY! You
will need to create new rules for the new policy.

‘ Interface |Po|icy ‘ Change ‘

Choose Add or Remowve to configure MAC filtering rules,

‘ Interface I Protocol ‘ Destination MAC ‘ Source MAC ‘ Frame Direction ‘ Remove ‘

TEmua
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Web Configuration
Click Add, the right page appears.

You can select the protocol type from the drop-down list.

H

PPFoE
[Py

[P
AppleTalk
[P
MetBELI
|GMP

You can select the protocol type from the drop-down list.

After proper configuration, click Apply.

Create a filter to identify the MAC layver frames by specifying at least one condition

below ., If multiple conditions are specified, all of them take effect, Cdick "Apply" to
sawe and activate the filter.

Frotocol Type: | ﬂ

Cestination MAC Address: |

Source MAC Address: |

Frarme Direction: [LaN<=>wan 7]

WAMN Interfaces (Configured in Bridge mode only)

|
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Parental Control
Click Parental Control and the right page appears.

Click Add, the right page appears.

In this page, you can add time of day restriction to a special LAN device connected to
the Router. The Browser's MAC Address automatically displays the MAC address
of the LAN device where the browser is running. To restrict other LAN device, click
Other MAC Address and enter the MAC address of the another LAN device. To
obtain the MAC address of a Windows based PC, enter ipconfig /all in the DoS
window.

B ——
Bridge Filters
|Parenta| Control

Access Time Restriction -- A maximum 16 entries can be
configured.

|Username |MAC | Mon |Tue |Wed |Thu |Fri | Sat ‘ Sun | Start | Stop ‘ Remove |

Access Time Restriction

This page adds time of day restriction to a specia LAN device connected to the
Router. The Browser's MAC Address' automatically displays the MAC address of the
LAMN device where the browser is running. To restrict other LAN device, click the
"Other MAC Address" button and enter the MAC address of the other LAM device.
To find out the MAC address of a Window s based PC, go to command window and

type "ipconfig fal.

User Name

@ Browser's MAC Address

¢~ Cther MAC Address
(30000 D00

IOO:lD:OF:lQIQl:Cl

Days of the week MonTue[Wed[ThulFri [Sat[Sun
Cick to select ] [=] [} [=] ] [u] [
Start Blocking Time (hhimm)
End Blocking Time (hhimm)

J

Apply
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Web Configuration

Routing Configuration
Click Routing and the right page appears.

ADSL

Virtual Server

Bridge Filters

Parental Control

A

Routing

Routing -- Static Route

Allow s ywou to manually configure special routes that your netw ork might need.

" Static Route

Routing -- Default Gateway

Allow s ywou to configure Default Gatew ay Used by WAN Interface.

" Default Gateway

Routing --RIP

Allow 5 you to configure RIF (Routing Information Protocal).
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Static Route Configuration

Click Static Route, the right page appears.
In this interface, you can query the preset static routes, delete an existing static
route, or add a new static route. By default, the system has no static route
information.

® Destination: The IP address to which packets are transmitted.

® Subnet Mask: The subnet mask of the destination IP address.

® Gateway: The gateway that the packets pass by during transmission.

® Interface: The interface that the packets pass through on the modem.

Click Add to add the static routing. Enter the destination network address, subnet
mask, gateway AND/OR available WAN interface, then click Apply to add the entry
to the routing table.

32 entries can be configured)

Destination | Subnet Mask | Gateway | Intarface | Remove

u | meniini

Enter the destination network address, subnet mask, gatew ay AMD/OR available
WAL interface then click "Save /Apphy" to add the entry to the routing table,
Mote: If selected "MER" as WAN interface, default gatew ay must be configured.

Cestination Metwork Address: |

Subnet Mask |

[ Use Gateway IP Address |
[ Use Interface | pppoe_0_1_32/pppd =l
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Default Gateway

Click Default Gateway to choose the default gateway.

In this page, you can modify the default gateway settings.

If you select Enable Automatic Assigned Default Gateway, this router can accept
the first received default gateway assignment from one of the PPPoA, PPPoE or
MER/DHCP enabled PVC(s). If the check box is not selected, you need to enter the
static default gateway and/or a WAN interface. Then, click Apply.

Select a preferred wan interface as the system default gatew ay.

Selected WaAN Interface |pppoe_0_1_32/pppd =]

Select a preferred wan interface as the system default [PvE gQatew ay,

Selected WAN Interface |pppoe_0_0_35_1.5fmpp =]
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RIP

In the Routing page, click RIP and the right page appears.

® To activate RIP for the device, select Enabled for Global RIP Mode.

® To configure an individual interface, select the desired RIP version and
operation, followed by selecting the Enabled checkbox for the interface.

Click Apply to save the configuration, and to start or stop RIP based on the Global
RIP mode selected.

MOTE: RIP CANNOT BE CONFIGURED on the WaN interface which has NAT

enabled {such as PPPoE).

To activate RIP for the waM Interface, select the desired RIP version and
operation and place a check in the 'Enabled' checkbox, To stop RIP on the Wwan
Interface, uncheck the ‘Enabled' checkbox, Click the 'Savefapply' button to

starfstop RIP and save the configuration.

Interface

Version Ciperation

Enabled

atmo |

2 j |F'assivej

-

o

Apply

D-Link DSL-2640B User Manual

77




Web Configuration

QoS

Many communication and multimedia applications require large, high-speed
bandwidths to transfer data between the local network and the internet. However,
for many applications there is often only one internet connection available with
limited capacity. QoS divides this capacity between the different applications and
provides undelayed, continuous data transfer in situation where data packets with
higher priority are given preference.

Network QoS is an industry-wide set of standards and mechanisms for ensuring
high-quality performance for critical applications. By using QoS mechanisms,
network administrators can use existing resources efficiently and ensure the
required level of service without reactively expanding or over-provisioning their
networks.

Traditionally, the concept of quality in networks meant that all network traffic was
treated equally. The result was that all network traffic received the network’s best
effort, with no guarantees for reliability, delay, variation in delay, or other
performance characteristics. With best-effort delivery service, however, a single
bandwidth-intensive application can result in poor or unacceptable performance for
all applications. The QoS concept of quality is one in which the requirements of
some applications and users are more critical than others, which means that some Bridge Filters
traffic needs preferential treatment.

&3 @/I I I I T E E Parental Control
< dA Routing

o) QoS -- Queue Management Configuration

Allow s woul to enable QoS.

QoS -- Queue Setup

Allowr s wou to setup this QoS queue.

QoS -- Classification Setup

Allow s wou to configure network traffic classes.

& -

f)
]
w
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Queue Management

In the QoS page, click Queue Management, and the right page appears.
In this page, you can perform QoS queue management configuration. By default, the ADSL
system enables QoS and sets a default DSCP mark to automatically mark incoming
traffic without reference to particular classifier.

QoS -- Queue Management Configuration

If Enable QoS checkbox is selected, choose a default CSCF mark
to automaticaly mark incoming traffic without reference to a particular
classifier. dick 'Save/Apply' button to save it.

Note: If BEnable Qos checkbox is not selected, all QoS will be
disabled for all interfaces.

Note: The default DSCP mark is used to mark all egress packets that
do not match any classification rules.

¥ Enable Gos

Select Default DSCP Mark | Mo Change(-1) |

Bridge Filters

Apply

Parental Control

Routing

QoS
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Queue Setup

In the QoS page, click Queue Setup, and the right page appears.

In this page, you can configure QoS queue. A maximum of 16 entries can be
configured.

QoS Queue Setup can allocate four queues. Each of the queues can be configured
for a precedence value (Lower integer values for precedence imply higher priority for
this queue relative to others). The queue entry configured is used by the classifier to

If wou disable WM function in Wireless Page, queues related to wireless wil not
take effects

place ingress pa.ckets appropriately. . , . . The QoS function has been disabled. Queues would not take effects.
Note: Lower integer values for precedence imply higher priority for this queue
relative to others.
HName | Key | Interface | Precedence | DSL Latency  Enable | Remove

i- . ‘ Hiwhlp‘ H"m"rﬂini
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Web Configuration
Click Add to set the queue.

Precedence: Select an integer value for queue precedence. After you select an

integer value, the queue entry appropriately places to ingress packets. Lower  1rq sereen alows you to configure a QoS quevle entry and assign it to a specific
integer values for precedence imply higher priority for this queue relative to others. .t o1k interface. Each of the queues can be configured for a specific

. 1 = precedence. The
fFee e : J que L entry configured here will be used by the classifier to place ingress packets

appropriately, Note: Lower integer values for precedence imply higher

priority
' . - for this queue relative to others
After proper configuration, click Apply. dick 'Save /Apply' to save and activate the gqueue.
Marme . |
Enakbile : IDisahIe j
Interface: | j
Precedence: K =
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Web Configuration

Classification Setup

Click Classification Setup and the right page appears. In this page, you can
configure network traffic classes.

QoS Classification Setup -- A maximum 32 entries can be
configured.

Choose Add or Remowve to configure netw ork traffic classes.
If wou disable WM function in Wireless Fage, classification related to wireless wil

not take effects

The Qo8 function has been disabled. Classification rules would not take

D-Link DSL-2640B User Manual
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Web Configuration
Click Add and the right page appears.

Traffic Class Name: Enter a name of the class.

Rule Order: Select order for queue.

Rule Status: Enable or disable this traffic class rule.

Assign Classification Queue: Select a classification queue.

Mark 802.1p priority: Select an 802.1p priority number (0~7) that serves as
the 802.1p value. Where level 7 is the highest one.

You can select the Enter Type from the drop-down list.

P (0xB00)

ARP (0%808)

IPv (D%E60D)
PPPoE_DISC (0%BE63)
PPPoE_SES (0xG564)
BEES (0x5665)

BE6G (0 x5666)

BO210Q (0xE5100)

5]

The screen creates a traffic class rule to classify the upstream traffic,

assign gqueus which defines the precedence and the interface and optionally
ovenwrite the IP header DSCF byte.

A rule consists of & class name and at least one condition below . Al of

the specified conditions in this classification rule must be satisfied for

the rule to take effect. dick 'Save/Apply' to save and activate the rule.

Traffic Class Mame:;
Fule Qrder: Last =l
Fule Status: |Disah|e =]

Specify Classification Criteria
A blank criterion indicates it is not used for classification,

Cass Interface: |
Ether Type: |
Source MAC Address:

Source MAC Mask:

Cestination MAC Addrass:

Cestination MAC Mask:

L] L«

Specify Classification Results
MuUst select a classification queue. A blank mark or tag walle means no change.

Assign Classification Gueue : |
Mark. Differentiated Service Code FPoint (DECF): |
Mark. 802, 1p priority: |
Tag YLAN ID: |

Ll L L

a
Apply
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UPNP Configuration
In the UPNP Configuration page, you can enable the UPNP protocol.

Bridge Filters

Parental Control

Routing

QOHERORRA

UPNP

Upnp Configuration

¥ Enable Upnp protocal,

Apply

D-Link DSL-2640B User Manual

84



Web Configuration

Port Mapping

Click Port Mapping, the right page appears.
Note: If you want to set Port Mapping, you need to enable the LAN Ports first.

ADSL

Virtual Server

Bridge Filters
Parental Control

Routing

LE0HRDRRER

Port Mapping

Interface Grouping -- A maximum16 entries can be
configured

Interface Grouping supports multiple ports to PYC and bridging groups. Each group
wil perform as an independent netw ork, To support this feature, you must create
mapping groups with appropriate LAM and WAN interfaces using the Add button,
The Remove button wil remove the grouping and add the ungrouped interfaces to
the Default group. Only the default group has IP interface.

Group Name | Remove |WAN Interface | LAN Interfaces | DHCP Vendor IDs

Wir eless

Wit eless_Guestl
Wit less_GUest?
Wit eless_GUESt3
Default —
LaMg
LANI

LANZ

LAN1

Nad’ § "ETGET
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To create a new mapping group, click Add.

Interface grouping Configuration

To create a new interface group:

1. Enter the Group name and the group name must be unique and select either 2,
{dynamic) or 3. (static) below

2. If you like to automaticaly add LAM dients to a WAM Interface in the new group
add the DHCF wvendor 1D string. By configuring a OHCF wendor [0 string amy DHCP
client request with the specified wvendor ID (DHCF option &0% wil be denied an IP
address from the local DHCP server,

3.5elect interfaces from the availlable interface list and add it to the grouped
interface list using the arrow buttons to create the required mapping of the ports,
Mote that these clients may obtain public IP addresses

4, Click Save/Apply button to make the changes effective immediately

IMPORTANT If a vendor ID is configured for a specific client device, please
REBCQOT the client device attached to the modem to allow it to obtain an
appropriate IP address.

Group Name:

WAN Interface used in the grouping I_Ll

Grouped LAM Interfaces Available LAN Interfaces

LAM4

LAM3

LAMZ

LAM1

E Wireless
Wireless_Guestl

E Wireless_Guest2

YWireless_Guest3

Automaticaly Add Jdients
Wwith the following CHCP
Yendor IDs

Apply
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Field

Description

Group Name

Enter the Group name. It must be unique.

WAN Interface used in
the grouping

Select interfaces from the available interface list.

Grouped LAN interfaces

Select an interface from the available interface list
and add it to the grouped interface list using the arrow
buttons to create the required mapping of the ports.
The group name must be unique.

Note: These clients may obtain public IP addresses.

Note: The selected interfaces are removed from their
existing groups and added to the new group.

Automatically Add
Clients with the following
DHCP Vendor IDs

If a vendor ID is configured for a specific client device,
reboot the client device attached to the modem to
allow it to obtain an appropriate IP address. (For
example, the windows 2000/XP default DHCP client’s
vender ID is MSFT 5.0.).

Apply

Click to save changes.

Tocreate a new interface group:
1. Enter the Group name and the group name must be unique and select either 2.

{dynamic) or 3, (static) below

2. If you like to automatically add LAN clents to a WAN Interface in the new group
add the DHCF vendor 1D string. By configuring a DHCP vendor 1D string any DHCP
client request with the specified vendor ID (DHCF option 607 wil be denied an IP
address from the local DHCP server,

3.5elect interfaces from the avaiable interface list and add it to the grouped
interface list using the arrow buttons to create the required mapping of the ports,
MNote that these clients may obtain public IP addresses

4, Click Save/Apply button to make the changes effective immediately

IMPORTANT If a vendor ID is configured for a specific client device, please
REBOOT the client device attached to the modem to allow it to obtain an
appropriate IP address.

Group MName:|11

WAN Interface used in the grouping I_L'

Grouped LAN Interfaces Avalable LAN Interfaces
LA

LANI

LARNT

Wiireless
Wireless_Guest]
Wireless Guest?
Wireless_ Guestd

LANZ

-

Automaticaly Add dients
With the following CHCP
Yendor IDs

Apply
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Web Configuration

LAN Ports
Click LAN Ports and the right page appears.

ADSL

Virtual Server

IP Filter

Bridge Filters

Parental Control

Port Mapping

IRROHAQNREN

LAN Ports

d

LAN Ports Configuration

LIze this page to enable/disable the virtual LAN Ports feature,

v IL.&N(1-4)

Savelfppy’

LAN Port

Larg
LAM3
LaMZ
LaM1

Wireless
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Web Configuration
Certificate

Click Certificate, the right page appears.

In this page, LocalCert means local certificates. TrustedCA means trusted
Certificate Authority certificates. Local certificates preserve the identity of the
modem. CA certificates are used by the modem to very certificates from other
hosts.

ADSL

Virtual Server

IP Filter

Bridge Filters

Parental Control

Port Mapping

LAN Ports

=
=
M

Certificate

Certificates -- Local

Local certificates are used by peers to verify your identity,

""Local Cert

Certificates -- Trusted CA

Trusted C& certificates are used by you to verify peers' certificates,
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Local Certificate
Click Local Certificate, the right page appears.
Local certificates can be created by two ways:

® Create a new certificate request, have it signed by a certificate authority and
load the signed certificate. Add, Wiewe or Rermove certificates from this page.

® Import an existing signed certificate directly. Local certificates are used by peers to verify your identity,

Maximumn dcertificates can be stored,

Hame |InUse | Subject | Type | Action

Create New Local Certificate

Click Create Certificate Request, the right page appears.

® Certificate name: Creates an SSL certificate in the specified certificate
repository (administrator's or domain's repository) by using a private key file
and a corresponding certificate file. To generate a certificate signing request you need to include Common Mame,

e Common Name: The common name is the "fully qualified domain name," (or coéﬂ?QéZig?n e 5t ot R S e U A R Rt
FQDN) wused for DNS lookups of your server (for example,
www.mydomain.com). Browsers use this information to identify your Web site.
Some browsers will refuse to establish a secure connection with your site if  Certificate Mame:
the server name does not match the common name in the certificate. Please
do not include the protocol specifier "http://" or any port numbers or
pathnames in the common name. Do not use wildcard characters such as *
or ?, and do not use an IP address. State/Province Name: |

® Organization Name: The name of the organization to which the entity  cCountry/Region Mame: |US (United States) j
belongs (such as the name of a company).

® State/Province Name: This is the name of the state or province where your
organization's head office is located. Please enter the full name of the state or
province.

® Country/Region Name: This is the two-letter ISO abbreviation for your
country (for example, GB for the United Kingdom).

I
Cornrmor Marme: |
|

Crganization Marme:
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Import Certificate

To import existing certificate, click Import Certificate and paste both certificate and

corresponding private key.

Enter certificate name, paste certificate content and private key,

Certificate I
Marne;
————— BEGIN CERTIFICATE--——— =]
<insert certificate herex
————— END CERTIFICATE----—-
Certificate:
=
————— BEGIN RSL PRIVATE KEY--———- =]
<linsert private key here>
————— END RSA PRIVATE KEY-—---
Private
key:
=

D-Link DSL-2640B User Manual

91



Web Configuration

Trusted CA

Click Trusted CA and the right page appears. CA certificates are used by you to
verify certificates of peers. It can store maximum 4 certificates.

Add, Wieww or Remove certificates from this page.
Z& certificates are used by you to verify peers' certificates,

Maxirnurn dcertificates can be stored,

Hame | Subject | Type | Action

4

Click Import Certificate and the following page appears. Then you can enter
certificate name, paste certificate content.
Enter certificate name and paste certificate content,

Certificate I—
Marne:

Certificate:

Apply
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Wireless Configuration

Click Wireless, the right page appears.
In this page, you can select to configure Advanced Setting or MAC Filter.

ADSL

Virtual Server

[l

=
=
M~

IP Filter

Bridge Filters

Parental Control

Port Mapping

LAN Ports

Certificate

-
-
-
-
-
-

Wireless -- Advance Setting

Allows wou to configure advanced features of the wirgless LAM interface.

Wireless -- MAC Filter

Allows wou to configure wireless firewall by blocking or alowing designated MAC

addresses,
MAC Fitter
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Wireless - Advanced Setting

Click Advance Setting, the right page appears.

This page allows you to configure advanced features of the wireless LAN interface.

You can select a particular channel on which to operate, force the transmission rate  This page allows you to configure advanced features of the wirsless LAN interface.

to a particular speed, set the fragmentation threshold, set the RTS threshold, set the You can select a particular chanmel on which to operate, force the transmission rate
K . | f ’ i . ’ h . I’ f h to a particular speed, set the fragmentation threshold, set the RTS threshold, set

wakeup interval for clients in power-save mode, set the beacon interval for the .o yakeun interval for clients in power-save mode, set the beacon interval for the

access point, set XPress mode and set whether short or long preambles are used. access point, set ¥Press mode and set whether short or long preambles are used.
You can select the channel from the drop-down list. Click "Saveftoply” to configure the advanced wireless options,

2 =l Band: 2.4GHz =]
H Channel: ] qurrent: 3
2 Auto Channel Tirmer (i) IIII—
3 540™ Rate: Auto j
4 Multicast Rate: Auto j
5 Biasic Rate: Default j
? Fragrnentation Threshold: IW
2 RTS Threshold: IW
=] DTIM Interval:
10 Bieacan Interval: |1IIIIII—
L Global Max Clients: Ilﬁ—
XPress™ Technology: Enabled j
S4g™ Mode: Sdg Auto j
S4g™ Protection: Auto j
Preamble Type: long j
Transrmit Power: 100% j

® Band: Select 802.11b/g using wireless frequency band range. The radio frequency remains at 2.4 GHz.

® Channel: Fill in the appropriate channel to correspond with your network settings. 5 is the default channel. All devices in your wireless network must use the same
channel in order to work correctly. This router supports auto channeling functionality.

® Auto Channel Timer(min): Specifies the timer of auto channelling.
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54g™ Rate: Select the transmission rate for the network. The rate of data transmission should be set depending on the speed of your wireless network. You can
select from a range of transmission speeds, or you can select Auto to have the Router automatically use the fastest possible data rate and enable the Auto-Fallback
feature. Auto-Fallback will negotiate the best possible connection speed between the Router and a wireless client. The default value is Auto.

Multicast Rate: Select the multicast transmission rate for the network. The rate of data transmission should be set depending on the speed of your wireless network.
You can select from a range of transmission speeds, or you can select Auto to have the Router automatically use the fastest possible data rate and enable the
Auto-Fallback feature. Auto-Fallback will negotiate the best possible connection speed between the Router and a wireless client. The default value is Auto.

Basic Rate: Select the basic transmission rate ability for the AP.

Fragmentation Threshold: Packets that are larger than this threshold are fragmented into multiple packets. Try to increase the fragmentation threshold if you
encounter high packet error rates. Do not set the threshold too low, since this can result in reduced networking performance.

RTS Threshold: This value should remain at its default setting of 2347.Should you encounter inconsistent data flow, only minor reductions are recommended. Should
you encounter inconsistent data flow, only minor reduction of the default value, 2347, is recommended. If a network packet is smaller than the preset RTS threshold
size, the RTS/CTS mechanism will not be enabled. The Router sends Request to Send (RTS) frames to a particular receiving station and negotiates the sending of a
data frame. After receiving an RTS, the wireless station responds with a Clear to Send (CTS) frame to acknowledge the right to begin transmission. The RTS
Threshold value should remain at its default value of 2347.

DTIM Interval: (Delivery Traffic Indication Message) Enter a value between 1 and 255 for the Delivery Traffic Indication Message (DTIM.) ADTIM is a countdown
informing clients of the next window for listening to broadcast and multicast messages.

Beacon Interval: Beacon is a packet of information that is sent from a connected device to all other devices where it announces its availability and readiness. A
beacon interval is a period of time (sent with the beacon) before sending the beacon again. The beacon interval may be adjusted in milliseconds (ms). Default (100)
is recommended.

Global Max Clients: Default value is 16.

XPress™ Technology: Select Enable or Disable. This is a special accelerating technology for IEEE802.11g. The defaule is Disabled.

54g™ Mode: Compatible with IEEE 802.11b, IEEE 802.11g. Select a Standards from the drop-down list box. Its default setting is 54g Auto. The drop-down list box
includes below mode.

54g™ Protection: The 802.11g standards provide a protection method so 802.11g and 802.11b devices can co-exist in the same network without “speaking” at the
same time. Do not disable 54g Protection if there is a possibility that a 802.11b device may need to use your wireless network. In Auto Mode, the wireless device will
use RTS/CTS to improve 802.11g performance in mixed 802.11g/802.11b networks. Turn protection off to maximize 802.11g throughput under most conditions.
Preamble Type: Preambles are a sequence of binary bits that help the receivers synchronize and ready for receipt of a data transmission. Some older wireless
systems like 802.11b implementation use shorter preambles. If you are having difficulty connecting to an older 802.11b device, try using a short preamble. You can
select short preamble only if the 54g mode is set to 802.11b.

Transmit Power: Adjust the transmission range here. This tool can be helpful for security purposes if you wish to limit the transmission range.

Click Apply to make the changes take effect.
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MAC Filter

The page allows you to create a list of MAC addresses that are banned or allowed
association with the wireless access point.

MAC Restrict Mode: The function can be turn on/off, Check Disabled to
disable this function. Vice versa, to enable the function. After enabling the function,
you can filter wireless users according to their MAC address, either allowing or denying
access. Check Allow to make any wireless MAC address in the Wireless Access
Control List can be linked to. And Check Deny to banned any wireless MAC
address in the Wireless Access Control List to be linked to. MAC Restrict Moda: @ Disabled ¢ allow 0 Deny
® Add a MAC Access Control: To add a new MAC address to your wireless
MAC address filters, click Add to show next page. Type in the MAC Address in
the entry field provided. Click Save/Apply to add the MAC address to the list.
The MAC address appears listed in the table below.
® Remove a MAC Access Control: Select the Remove checkbox in the right
column of the list for the MAC address to be removed and click Remove.

Select SSID: |Wireless =]

MAC Address | Remove

4

Choose Allow and click Add, the right page appears.

Enter the MAC address and click "Apphy" to add the MAC address to the wireless
MAC address filters,

MAC Address:

Apply
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Access Control
Choose Tools > Access Control and the right page appears.

Tools Configuration

-

Access Control

Time

Remote Log

TR-069 Client

Test

Legout

Home [ Advanced Tools ) Status |

Access Control -- Admin

Manage DSL RoUTer User accolnts,

[rarin |
Access Control --Services

A Service Control List ("SCL") enables or disables services from being used.

Services

Access Control --IP Address

Fermits access to local management services,

J——

D-Link DSL-2640B User Manual

97



Web Configuration

Access Control — Passwords

Click Admin and the right page appears. In this page, you can modify the accounts

passwords.
You can select the Username from the drop-down list.

j

Access to your OSL router is controled through three user accounts: admin,
support, and user.

The user name "admin” has unresticted access to change and view configuration
of wour DSL Router,

The user name "support" is used fo alow an ISP fechnician to access your DSL
Router for mantenance and to run diagnostics,

The user name "user" can access the DSL Router, view configuration se tfings and
statistics, as well as, update the router's softw are,

Use the fields below to enter up fo 16 characters and click "Apply" to change or
create passwords, Mote: Password cannot contain a space.

[

Lzemarme:

Old Fassword,

|
|
Mew Password: |
Confirm Password, |

o,
Apply
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Access Control — Services

Click Services and the right page appears. In this page, you can enable or disable  Access Conftrol == Services

the services. And the LAN side and WAN side can have different configurations.

Note: If the connection is PPPoE PVC, you can view the information of WAN side. ~ S°rices access cortrol Ist (SCL) enable or disable the running serdces,
Services | LAN WAN port

HTTP ¥ enable | ¥ enable | B0

TELMET | ™ enable | [ enable | 23

S5H v enable | [T enable | 22

FTP [T enable | ¥ enable | 21

TFTP ¥ enable | [T enable | &9

ICMP [¥ enable | [T enable

SMMP IV enable | [T enable | 161

;
hod
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Access Control -- IP Addresses

Click IP Address and the right page appears.

If enabled, permits access to local management services from IP addresses

contained in the Access Cor.]tro! List. . The IP Address Access Control mode, if enabled, permits access to local

If th_e Acc_ess Control mode is 0_"Sab'9¢ the system doe_s n(?t Val'_date I_P address?s management services from IP addresses contained in the Access Control List, If the
for incoming packets. The services are the system applications listed in the Service Access Control mode is disabled, the system will not valdate IP adresses for

Control List. incoming packets, The services are the system applications listed in the Service
Control List,

[T Enable access Control Made

IP Address | Remove

. y—

Click Add to show the following interface. In the interface input the IP address of the Access Control -——- Add IP Address

management station permitted to access the local management services, and click

Apply. Enter the IP address of the management station permitted to access the local
management services, and click "Apply",

IF Address .

Aoy
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Internet Time

Click Time and the right page appears. In this page, the modem can synchronize
with Internet time servers.

Access Control

Time

Remote Log

TR-069 Client

Time settings
This page allows you to the modem's time configuration.

[ sutomaticaly synchronize with Internet time servers

Apply
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After enable Automatically synchronize with Internet time servers, the right page  Time settings
appears. Enter proper configurations and click Apply.
This page allows wou to the modem's fime configuration.

¥ sutomaticaly syrchronize with Internet time servers

First NTP time server: | time.nist. gov j'
Second NTP time server: | ntpl.tummy.com =
Third MTP time server;  |Mone jl
Fourth NTP time server:  |Mone jl
Fifth NTP time server: | Nane jl
Time
Z0re |(GMT—DB:DD) Pacific Time, Tijuana j
offset:
Apply

System Log
Click Remote Log and the right page appears. The system log dialog allows you to System Log
view the system log and configure the system log options. Access Control

The System Log diglog allow s you to view the System Log and configure the
System Log options,

Time
Click "Yiew System Log" to vew the System Log.

Remote Log dick "Configure System Log” to configure the System Log options.

gl

TR-069 Client
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Click Configure System Log to show the following interface. You can enable or
disable the system log and then select the log level, display level and mode, and

click Apply to end your configurations. If the log mode is enabled, the system wil begin to log all the selected
You can select Log Level from the drop-down list. events, For the Log Level, all events above or equal to the selected level will
- be logged. For the Display Lewel, all logged events above or equal to the
Debugging j selected level will be displayed. If the selected mode is '‘Remote’ or 'Both,’
Emergency events will be sent to the specified IF address and LGP port of the remote
Alart syslog server, If the selected mode is 'Local' or 'Both,' events will be
‘Critical recorded in the local memory,
Errl:lr_ Select the desired values and click 'Save /Apply' to configure the system log
Wiarming options.
Motice
Infn:urmat_iunal Log: @ Disable © Enable
Debugging
You can select Display Level from the drop-down list. Log Level: | Debugging [
Ertor j Display Level: | Errar El
Erergency Mode | Local [~
Alert
| Critical
WWarning
Motice
Infarmatianal
Debugging

You can select Mode from the drop-down list.

Local j

iLocal
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If you select Remote or Both, all events are transmitted to the specified UDP port of
the specified log server.

After operations under Configure System Log, click View System Log to query the
system logs. In this example, the View System Log is the default.

Note: The log and display of the system events are above the set level. If you
intend to record all information, you need to set the levels as Debugging.

Click Refresh to refresh the system event logs or click Close to exit from this page.

If the log mode is enabled, the systerm will begin to log al the selected
events, For the Log Level, all events abowve or egual to the selected lewel will
be logged. For the Display Level, all logged events above or equal to the
selected level will be displayed. If the selected mode is 'Remote ' or 'Both,'
avents wil be sent to the specified IF address and UDF port of the remote
ayslog sarver. If the selected mode is 'Local' or Both,' events will be
recorded in the local memaory,

Select the desired walues and click 'Save fApply' to configure the system log

options,
Log: " Disable @ Enable
Log Lewel |Critic:a| j
Cisplay Lawvel: | Errar [~
Mode : | Remote =
Server IP Address: |D.D.D.O
Server UDP Port: 514
.-ﬁ“’
Apply
DateTime |Facility | Severity Message
Jan 1064202 | sydog EMEr g BCMSE345 started: Busy Bos v 1.00 (2010, 01,05 1045+ 0000)

h.."_. I“
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TR-069 Client
Click TR-069 Client and the right page appears.

Inform: If the Enable option is selected,the CPE accepts the commands from
ACS, the CPE does not accept the commands from ACS when the Disable
option is selected.

Inform Interval: How many seconds does the CPE inform the ACS to
connect.

ACS URL: Enter the ACS URL.

ACS User Name: The ACS user name is that the TR-069 Service provide to
you.

ACS Password: The ACS password is that the TR-069 Service provide to
you.

Display SOAP messages on serial console: When select Enable option,
the SOAP information displays on the serial console, when select Disable, it
does not.

Click Apply to save the he configuration.

Connection Request Authentication: If this checkbox is selected, you need
to enter the Connection Request User Name and the Connection Request
Password. Or you needn’t to enter.

Connection Request User Name: the connection user name that the
TR-069 Service provides to you.

Connection Request Password: the Connection Request Password that the
TR-069 Service provides to you.

Click Apply to save the he configuration.

Access Control

WAN Management Protocol (TR-089) alows a Auto-Configuration Server (ACS) to
perform auto-configuration, provision, colection, and diagnostics to this device.

Time Select the desired values and click "Save/Apply" to configure the TR-089 client

options.

Inform

Remote Log

Inform Intersval:

ACS URL:

ACS User Mame :

ACS Password:

WAL Interface used by TR-0&9 client:

TR-069 Client

Firmw are

0 Ran

Test

Logout

[V Connection Re quest Authentication

Connection Re quest User Name: Iﬁdf'r'liﬂ

Connection Re quest Password: [sssee
Connection Request URL:

J

Apply

(" Cisable ® Enable

Ge400

http:ffacs tot.co. th:g
totacs1

Any _WAN  r I

Cisplay SOAF messages on serial console @ [Cisable ¢ Enable
[T Connection Request Authentication

./
Apply
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System Settings
Click System and the right page appears.

In this page, you can operate the following configuration.

Save and reboot
Backup settings
Update settings
Restore default settings

Access Control

Time

Remote Log

TR-068 Client

System

i

Test

Logout

System -- Save and Reboot

Cick. the button below to save and reboot the router,

~ Save/Apply

System -- Backup Settings

Backup OSL router configurations. You may save your router configurations to a file
on your PC.

System -- Update Settings

Update DSL router settings. ¥ ou may update your router settings using your saved
files.

"Update Seftings
System -- Restore Default Settings

Restore OSL router settings to the factory defalts.

""Restore Defaulf Seffings™
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Update Firmware

Click Firmware and the right page appears. In this page, you can update the router
firmware. Click Browse to find the right version file and click Update Software to
update.

Note: Do not turn off your modem during firmware updates. When the update is
finished, the modem reboots automatically. Do not turn off your modem
either before the reboot is over. You must guarantee the update software is
right and accurate. It is strictly forbidden to use other software for updates.

After update software, it is suggested to restore the router to the factory defaults and
configure it again.

Access Control

Time

Remote Log

TR-068 Client

Firmw are

'RAREH

Tools --Update Software

Step 1: Cbtain an updated software image file from your ISP,

Step 2: Enter the path to the image file location in the box below or click the
"Browse " button to locate the image file.

Step 3: Click the "Update Saftware" button once to upload the new image file.

MOTE: The update process takes about 2 minutes to complete, and wour DSL
Router wil reboot,

Software File Name: I Browse.. |
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Test

Your router is capable of testing your DSL connection. The individual tests are listed
right. If a test displays a fail status, click Tests at the bottom of this page to make
sure the fail status is consistent. If the test continues to fail, click Help and follow the
troubleshooting procedures.

Access Control

Time

Remote Log

TR-069 Client

Test

Logout

pppoe_0_1_32Diagnostics

Your modem is capable of testing your CSL connection. The individual tests are
liste d below . If a test displays a fail status, click "Rerun Ciagnostic Tests" at the
bottom of this page to make sure the fail status is consistent, If the test continues
to fal, click "Help" and follow the troubleshooting procedures.

Test the connection to your local network

Testyour LAN(1-4) Connection: [PASS |Help
Testyour LAN4 Connection: PASS |Help
Testyour LAN3 Connection: FAIL |Help
Testyour LAN2 Connection: FAIL |Help
Testyour LAN1 Connection: FAIL |Help
Testyour Wireless Connection: |PASS |Help

Test the connection to your DSL service provider

Test xDSL Synchronization: FAIL Help
Test ATM OAM F5 segment ping: DISABLED |Help
Test ATM OAM F5 end-te -end ping: DISABLED |Help
Test the connection to your Internet service provider
TestPPP server session: DISABLED |Help
Test authentic ation with ISP: DISABLED |Help
Testthe assigned IP address: DISABLED |Help
Ping default gateway: FaAIL Help
Ping primary Domain Name S erver: FAIL Help
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Status

Summary Information of the Router
Choose Status > Device Info, the right page appears.

® LAN IPv4 Address: The management IPv4 address.

o Default Gateway: In the bridging mode there is no gateway. In other modes,
it is the address of the uplink equipment, for example, PPPoE/PPPOoA.

® DNS Server: In the PPPoE/PPPoA mode, it is obtained from the uplink
equipment. In the bridging mode, there is no DNS Server address and you
can manually enter the information.

® LAN IPv6 Address: The management IPv6 address.

® Default IPv6 Gateway: No gateway in a pure bridging mode; under other
modes such as PPPoOE/PPPOA, it is the address of the uplink equipment
(support IPv6).

DHCP Client

Click DHCP Clients and the right page appears. You can query the IP address
assignment for MAC address at the LAN side of the DSL router and obtain the IP
Address from the DHCP server through Ethernet and wireless in the DSL router.

DHCP Clients

Route Info

'\Q
-
-
e —

Device Info

DHCP Clients

i

Home [ Advanced | Tools Status
Device Info

Board ID: CEL-2640B

Software Version: TH_’] oo

Bootloader (CFE) Version: |1.0,37-5.12

Wireless Driver Version:

5.10.85.0.cped 402.0

Line Rate -Upstream (Kbps )

Line Rate -Downstream (Kbps):

LAN IPv4 Address:

192,168.1.1

Default Gateway:

ppp0

Primary DNS Server:

Secondary DNS Server:

LANIPve Address:

Default IPv6e Gateway:

ppp1_1.5

Device Info --DHCP Leases

This information reflects the current status of your DSL connection,

Hosthame

MAC Address

IP Address

Expires In

gl

[N WREHC o = SH SN

192166.1.3

17 hours, S2 rminutes, 30 seconds
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WAN Interface Information

The WAN Info page displays the status and the connect or disconnect button,
depending on the selected connection mode.

Route Table Information

Click Route Info, and if the system is in the default configuration, the right page
appears.

DHCP Clients

WAN Info

Device Info

DHCP Clients

WAN Info
Interface | Description |Type | IPvé | MLD | Igmp | NAT |Firewall| Status | '°¥
Address
[laaln] pppoe 0 1 32 | PPPOE | Disabled | Disabled | Disabled | Enabled | Disabled | Connectng
popl 15 |pppos 0035 1.5 | PPPOE | Enabled | Disabled | Disabled | Disabled | Disabled | Connectng

Route Info

Device Info --Route

Flags: U -up, | -reject, 5 - gateway, H - host, R - reinstate

D - dynamic {redirect), M - modified {redirect).

Destination

Gateway

subnet Mask | Flag

Metric

Service | Interface

192,163, 1.0

0000

230.205.2350 8}

u]

bro
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System Log

Click Log, the right page appears. In this page, you can view the information of

system log. B System Log

DateTime |Facility | Severity Message

lan 10842259 | sydog emerg BCMOE345 started: BusyBox v 100 (2010.01.105-10:45+0000)

DHCP Clients

Route Info

Log

Statistics of LAN

Click LAN and the right page appears. You can query information of packets Statistics - LAN
recevied at the Ethernet, and wireless interfaces. Click Reset Statistics to restore Device Info
the values to zero and recount them. Interface Received Transmitted
The LAN side interface includes Ethernet and wireless device. P — Bytes |Pkts |Errs |Drops |Bytes |Pkts |Errs |Drops
ath0 1730123112852 |0 u] QoE0e24 | 17ae2 |0 u]
eth0 2 1061082 17752 |0 u] SE700E | 1054G |0 u]
eth0 .3 u] u] u] u] 2310 il u] u]
eth0 4 u} u} u} u} 1772 2 u] u]
ethl 5 ] u] u] ] 134 14 u] ]
wid 10015 1112 |0 ] 23173 = |19 u]
T —— leset Stati

-
(=]
w

LAN
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Statistics of WAN

Click WAN and the right page appears. You can query information of packets
recevied by the WAN interfaces. Click Reset Statistics to restore the values to

Statistics --WAN

d tth Interface[  Description | Received | Transmitted
Zero and recoun em. Bytes Pkts [Errs Drops Bytes Pkts Errs |Drops
DHCP Clients PPRRO pppoe_0_1_32 ] ojo ] 0 o|o 0
pppl_1.5pppoe 0 0 35 15 0 olo 0 u] B | =8 u]

il " Reset Statistics

Route Info

Log

LAN

WAN
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Statistics of ATM

Click ATM and the right page appears. In this page, you can query information of
packets recevied by the ATM interfaces. Click Reset Statistics to restore the
values to zero and recount them.

Device Info

DHCP Clients

WAN Info

Route Info

-
-
-
-
P
Log
P

ATM

Statistics --xTM

in [out| in [out| In

Port | In | out | In Ot | e L gna g oo o oo TG

Number |Octets | Octets |Packets |[Packets Errors
Cells |Cells Cells |Cells | Errors
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Statistics of ADSL

Click ADSL and right page appears.

Click Reset Statistics at the bottom to restore the values to zero and recount
them.

Device Info

Route Info

ADSL

Wireless
Station Info

Logout

Statistics —- xDSL

Mode:

Type:

Line Coding:

Status: Cizabled

Link Power State: L3
Downstream Upstream

SNR Margin (0.1 dBj):

IAttenuation (0.1 dB):

Output Power (0.1 dBm}:

IAttainable Rate (Kbps):

Rate (Kbps):

Super Frames

Super Frame Errors:

RS W ords:

RS Correctable Errors::

RS Uncorrectable Errors:

HEC Errors:

QCD Errors:

LCD Errors:

Total Cells:

Data Cells:

Bit Errors:

Total ES:

Total SES:

Total UAS:

s Tes ] —Ress sttsics —
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Wireless Station Information

This page shows authenticated wireless stations and their status about Association
and authentication.

Device Info

Route Info

-
-]
w0

LAN

ADSL

Wireless
Station Info

Wireless -- Authenticated Stations

This page show s authenticated wireless stations and their status.

‘ MAC |Associated |Authorized |55|D |Interface ‘

Pefresh |
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Troubleshooting

This chapter provides solutions to problems that might occur during the installation and operation of the DSL-2640B. Read the following

descriptions if you are having problems. (The examples below are illustrated in Windows® XP. If you have a different operating system, the
screenshots on your computer will look similar to the following examples.)

1. How do | configure my DSL-2640B Router without the CD-ROM?

Connect your PC to the Router using an Ethernet cable.

Open a web browser and enter the address http://192.168.1.1 .

The default username is ‘admin’ and the default password is ‘tot’.

If you have changed the password and cannot remember it, you will need to reset the Router to the factory default setting (see question 2),
which will set the password back to ‘tot’.

Note: Please refer to next section Network Basics to check your PC’s IP configuration if you can’t see the login window.

2. How do | reset my Router to the factory default settings?
® Ensure the Router is powered on.
® Press and hold the reset button on the back of the device for about one second.
® This process would take about 1~2 minutes to complete.
Note: Resetting the Router to the factory default settings will erase the current configuration settings. To reconfigure your settings, log in to the Router as
outlined in question 1.

3. What can | do if my Router is not working correctly?
There are a few quick steps you can take to try and resolve any issues:
® Follow the directions in question 2 to reset the Router.
® Check that all the cables are firmly connected at both ends.
e Check the LEDs on the front of the Router. The Power indicator should be on, and the DSL and LAN indicators should be on as well.
® Please ensure that the settings in the Web-based configuration manager, e.g. ISP username and password etc., are the same as the settings
provided by your ISP.

4. Why can’t | get an Internet connection?
For ADSL subscribers, please contact your ISP to make sure the ADSL service has been enabled, and your ISP username and password are correct.
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Networking Basics
Check Your IP Address

After you install your new D-Link adapter, by default, the TCP/IP settings should be set to obtain an IP address from a DHCP server (i.e. wireless
router) automatically. To verify your IP address, please follow the steps below.

Click Start > Run. In the run box type “emd” and click OK.
At the prompt, type “ipconfig” and press Enter.

This will display the IP address, subnet mask, and the default b o

Microzoft Windows XP [Version 5.1.26001
gateway Of your adapter' (G} Copyright 1985-2001 Microsoft GCorp.
If the address is 0.0.0.0, check your adapter installation, security  (SREIEILILLEEERTIEIIIERECRIEE Peb TELEES]
settings, and the settings on your router. Some firewall software
programs may block a DHCP request on newly installed adapters.

Windows [P Configuration

Ethernet adapter Local Area Connection:

If you are connecting to a wireless network at a hotspot (e.g. hotel,
coffee shop, airport), please contact an employee or administrator Connection—specific DNS Suffix

. . . . IP Address. . . . . . & & & « - - & 192.168.1.2
to verify their wireless network settings. Subnet Mask . 255.955 2554

Default Gateway : 172.168.1.1

C:“JDocuments and Settings“wuser’
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Statically Assign An IP Address

Statically Assign An IP Address

If you are not using a DHCP capable gateway/router, or you need to assign a static IP address, please follow the steps below:

Step 1
Windows® XP - Click Start > Control Panel > Network Connections.
Windows® 2000 - From the desktop, right-click My Network Places > Properties.

Step 2
Right-click the Local Area Connection that represents your D-Link network adapter and select Properties.
Step 3
Highlight Internet Protocol (TCP/IP) and click Properties.
Step 4
Click on the Use the following IP address and enter an IP al
address that is on the same subnet as your network or the 2
LAN IP address on your router. feneral
Example: If the router's LAN IP address is 192.168.1.1, make et oot gt et
your IP address 192.168.1.X where X is a number between 2 leepres = EleEitgs
and 254. Make sure that the number you choose is not in use @ Obicinon P addhess automalicaly
on the network. Set Default Gateway the same as the LAN IP ® Uss the follwing IP addess:
address of your router (192.168.1.1). IP addess: 192.168. 1 . 15

Subnet masgk: 266266 266 . 0
Set Primary DNS the same as the LAN IP address of your Defauit gateway: 192 168, 1 . 1
router (192.168.1.1). The Secondary DNS is not needed or
you may enter a DNS server from your ISP. (® Use the folowing DNS server addresses:

Preferred DMS server 1892168 1 . 1
Step 5 Alternate DNS server
Click on the OK twice to save your settings.

[ ok J[ cancel |

D-Link DSL-2640B User Manual 118



Technical Specifications

ADSL Standards
=  Full-rate ANSI T1.413 Issue 2
= |TU G.992.1 (G.dmt)
= |TU G.992.2 (Glite)
» |TU G.994.1 (Ghs)
ADSL2 Standards
e ITU G.992.3 (G.dmt.bis)
ADSL2+ Standards
o [TU G.992.5 (G.dmt.bisplus)

Protocols
e |EEE 802.1d Spanning Tree
e TCP/UDP
e ARP
¢ RARP
e ICMP
e RFC1058 RIP v1
e RFC1213 SNMP v1 & v2¢
e RFC1334 PAP
e RFC1389 RIP v2

e RFC1577 Classical IP over
ATM

Technical Specifications

RFC1483/2684 Multiprotocol
Encapsulation over ATM
Adaptation Layer 5 (AAL5)

RFC1661 Point to Point
Protocol

RFC1994 CHAP

RFC2131 DHCP Client /
DHCP Server

RFC2364 PPP over ATM
RFC2516 PPP over Ethernet

DC Power
e Input: 100V-240V, 0.6A, 50 Hz -60 Hz
e Output: 12V, 1A
Data Transfer Rate
=  G.dmt full rate downstream: up to 8 Mbps / upstream: up to 1 Mbps
= Glite: ADSL downstream up to 1.5 Mbps / upstream up to 512 Kbps
»  G.dmt.bis full rate downstream: up to 12 Mbps / upstream: up to 1 Mbps
=  ADSL2+ full rate downstream: up to 24 Mbps / upstream: up to 1 Mbps

Wireless Transfer Rates

= |EEE 802.11b: 11, 5.5, 2, and 1Mbps
= |EEE 802.119: 6, 9, 12, 18, 24, 36, 48, 54 Mbps

Media Interface

= ADSL interface: RJ-11 connector for connection to 24/26 AWG twisted pair
telephone line

= LAN interface: four RJ-45 ports for 10/100BASE-T Ethernet connection

Default Settings

IP Settings: IP Address: 192.168.1.1, Netmask: 255.255.255.0, User Name:
admin, Password: tot
DHCP Server: Enabled
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