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Section 1 - Product Overview

Product Overview

Note: Using a power supply with a different voltage rating than the one included with the DIR-615 will cause damage and void the warranty for this product.

Package Contents

D-Link.DIR-615.Wireless.N.Router

Power.Adapter

Ethernet.Cable

CD-ROM
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Network.Requirements
• An Ethernet-based Cable or DSL modem
• IEEE 802.11n/g w�reless cl�ents
• 10/100 Ethernet

Web-based.Configuration.
Utility.Requirements

Computer.with.the.following:
• W�ndows®, Mac�ntosh, or L�nux-based operat�ng system 
• An �nstalled Ethernet adapter

Browser.Requirements:
• Internet Explorer 6 or h�gher
• Chrome 2.0 or h�gher
• F�refox 3.0 or h�gher
• Safar� 3.0 or h�gher 

Windows®. Users: Make sure you have the latest vers�on of Java 
�nstalled. V�s�t www.java.com to download the latest vers�on.

CD.Installation.Wizard.
Requirements

Computer.with.the.following:
• W�ndows® XP (Serv�ce Pack 3), V�sta®  or  W�ndows® 7
• An �nstalled Ethernet adapter
• CD-ROM dr�ve

System Requirements

http://www.java.com/en/download/index.jsp
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•. Faster.Wireless.Networking - The DIR-615 prov�des up to 300Mbps* w�reless connect�on w�th other 802.11n w�reless cl�ents. Th�s 
capab�l�ty allows users to part�c�pate �n real-t�me act�v�t�es onl�ne, such as v�deo stream�ng, onl�ne gam�ng, and real-t�me aud�o. 

•. Compatible.with.802.11g.Devices - The DIR-615 �s st�ll fully compat�ble w�th the IEEE 802.11g standard, so �t can connect w�th 
ex�st�ng 802.11g PCI, USB and Cardbus adapters.

•. Advanced.Firewall.Features - The Web-based user �nterface d�splays a number of advanced network management features 
�nclud�ng: 

• Content.Filtering - Eas�ly appl�ed content filter�ng based on MAC Address, URL, and/or Doma�n Name.

• Filter. Scheduling - These filters can be scheduled to be act�ve on certa�n days or for a durat�on of hours or 
m�nutes.

• Secure. Multiple/Concurrent. Sessions - The DIR-615 can pass through VPN sess�ons. It supports mult�ple and 
concurrent IPSec and PPTP sess�ons, so users beh�nd the DIR-615 can securely access corporate networks.

•. User-friendly.Setup.Wizard - Through �ts easy-to-use Web-based user �nterface, the DIR-615 lets you control what �nformat�on 
�s access�ble to those on the w�reless network, whether from the Internet or from your company’s server. Configure your router to 
your spec�fic sett�ngs w�th�n m�nutes.

* Max�mum w�reless s�gnal rate der�ved from IEEE Standard 802.11g  and  802.11n spec�ficat�ons. Actual data throughput w�ll vary. Network cond�t�ons and env�ronmental factors, 
�nclud�ng volume of network traffic, bu�ld�ng mater�als and construct�on, and network overhead, lower actual data throughput rate. Env�ronmental cond�t�ons w�ll adversely 
affect w�reless s�gnal range.

Features
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Hardware Overview
Connections

1 LAN Ports (1-4) Connect Ethernet dev�ces such as computers, sw�tches, and hubs.

2 Internet Port
The auto MDI/MDIX Internet port �s the connect�on for the Ethernet cable to the 
cable or DSL modem.

3 Reset Button
Press�ng the Reset button restores the router to �ts or�g�nal factory default 
sett�ngs.

4 Power Receptor Receptor for the suppl�ed power adapter.

1 2 3 4
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Hardware Overview
LEDs

1 Power LED A sol�d l�ght �nd�cates a proper connect�on to the power supply.

2 Internet LED A sol�d l�ght �nd�cates connect�on on the Internet port. Th�s LED bl�nks dur�ng data transm�ss�on.

3 WAN LED
A sol�d l�ght �nd�cates that the w�reless segment �s ready. Th�s LED bl�nks dur�ng w�reless data 
transm�ss�on.

4 LAN LEDs (1-4)
A sol�d l�ght �nd�cates a connect�on to an Ethernet-enabled computer on ports 1-4. Th�s LED bl�nks dur�ng  
data transm�ss�on.

1 2 3 4
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Section 2 - Installation

Before you Begin

Th�s sect�on w�ll walk you through the �nstallat�on process. Placement of the router �s very �mportant. Do not place the router �n an enclosed area 
such as a closet, cab�net, or �n the att�c or garage. 

• Please configure the router w�th the computer that was last connected d�rectly to your modem. 
 
• You can only use the Ethernet port on your modem. If you were us�ng the USB connect�on before us�ng the router, then you must 

turn off your modem, d�sconnect the USB cable and connect an Ethernet cable to the Internet port on the router, and then turn 
the modem back on. In some cases, you may need to call your ISP to change connect�on types (USB to Ethernet). 

• If you have DSL and are connect�ng v�a PPPoE, make sure you d�sable or un�nstall any PPPoE software such as W�nPoet, Broadjump, 
or Enternet 300 from your computer or you w�ll not be able to connect to the Internet.

• When runn�ng the Setup W�zard from the D-L�nk CD, make sure the computer you are runn�ng the CD from �s connected to the 
Internet and onl�ne or the w�zard w�ll not work. If you have d�sconnected any hardware, re-connect your computer back to the 
modem and make sure you are onl�ne.

Installation
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Wireless Installation Considerations
The D-L�nk w�reless router lets you access your network us�ng a w�reless connect�on from v�rtually anywhere w�th�n the operat�ng range of your 
w�reless network. Keep �n m�nd that the number, th�ckness and locat�on of walls, ce�l�ngs, or other objects that the w�reless s�gnals must pass 
through, may l�m�t the range. Typ�cal ranges vary depend�ng on the types of mater�als and background RF (rad�o frequency) no�se �n your home or 
bus�ness. The key to max�m�z�ng w�reless range �s to follow these bas�c gu�del�nes:

1. Keep the number of walls and ce�l�ngs between the D-L�nk router and other network dev�ces to a m�n�mum - each wall or ce�l�ng 
can reduce your adapter’s range from 3-90 feet (1-30 meters.) Pos�t�on your dev�ces so that the number of walls or ce�l�ngs �s 
m�n�m�zed.

2. Be aware of the d�rect l�ne between network dev�ces. A wall that �s 1.5 feet th�ck (.5 meters), at a 45-degree angle appears to be 
almost 3 feet (1 meter) th�ck. At a 2-degree angle �t looks over 42 feet (14 meters) th�ck! Pos�t�on dev�ces so that the s�gnal w�ll 
travel stra�ght through a wall or ce�l�ng (�nstead of at an angle) for better recept�on.

3. Bu�ld�ng Mater�als make a d�fference. A sol�d metal door or alum�num studs may have a negat�ve effect on range. Try to pos�t�on 
access po�nts, w�reless routers, and computers so that the s�gnal passes through drywall or open doorways. Mater�als and objects 
such as glass, steel, metal, walls w�th �nsulat�on, water (fish tanks), m�rrors, file cab�nets, br�ck, and concrete w�ll degrade your 
w�reless s�gnal.

4. Keep your product away (at least 3-6 feet or 1-2 meters) from electr�cal dev�ces or appl�ances that generate RF no�se.

5. If you are us�ng 2.4GHz cordless phones or X-10 (w�reless products such as ce�l�ng fans, l�ghts, and home secur�ty systems), your 
w�reless connect�on may degrade dramat�cally or drop completely. Make sure your 2.4GHz phone base �s as far away from your 
w�reless dev�ces as poss�ble. The base transm�ts a s�gnal even �f the phone �n not �n use.
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Section 2 - Installation

Network Diagram
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Section 2 - Installation

If you are connect�ng the router to a cable/DSL/satell�te modem, please follow the steps below:

1. Place the router �n an open and central locat�on. Do not plug the power adapter �nto the router. 

2. Turn the power off on your modem. If there �s no on/off sw�tch, then unplug the modem’s power adapter. Shut down your computer.

3. Unplug the Ethernet cable (that connects your computer to your modem) from your computer and place �t �nto the Internet port on the 
router.  

4. Plug an Ethernet cable �nto one of the four LAN ports on the router. Plug the other end �nto the Ethernet port on your computer.

5. Turn on or plug �n your modem.  Wa�t for the modem to boot (about 30 seconds). 

6. Plug the power adapter to the router and connect to an outlet or power str�p. Wa�t about 30 seconds for the router to boot. 

7. Turn on your computer. 

8. Ver�fy the l�nk l�ghts on the router. The power l�ght, Internet l�ght, and the LAN l�ght (the port that your computer �s plugged �nto) should be l�t. 
If not, make sure your computer, modem, and router are powered on and ver�fy the cable connect�ons are correct. 

9. Sk�p to page 12 to configure your router. 

Connect to Cable/DSL/Satellite Modem
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If you are connect�ng the D-L�nk router to another router to use as a w�reless access po�nt and/or sw�tch, you w�ll have to do the follow�ng before 
connect�ng the router to your network:

• D�sable UPnP™

• D�sable DHCP
• Change the LAN IP address to an ava�lable address on your network. The LAN ports on the router cannot accept a DHCP address 

from your other router.

To connect to another router, please follow the steps below:

1. Plug the power �nto the router. Connect one of your computers to the router (LAN port) us�ng an Ethernet cable. Make sure your IP address on 
the computer �s 192.168.0.xxx (where xxx �s between 2 and 254). Please see the Networking.Basics sect�on for more �nformat�on. If you need 
to change the sett�ngs, wr�te down your ex�st�ng sett�ngs before mak�ng any changes. In most cases, your computer should be set to rece�ve an 
IP address automat�cally �n wh�ch case you w�ll not have to do anyth�ng to your computer.

2. Open a web browser and enter http://192.168.0.1 and press Enter. When the log�n w�ndow appears, set the user name to Admin and leave 
the password box empty. Cl�ck Log.In to cont�nue.

3. Cl�ck on Advanced and then cl�ck Advanced.Network. Uncheck the Enable UPnP checkbox. Cl�ck Save.Settings to cont�nue. 

4. Cl�ck Setup and then cl�ck Network.Settings. Uncheck the Enable DHCP Server server checkbox. Cl�ck Save.Settings to cont�nue.

5. Under Router Sett�ngs, enter an ava�lable IP address and the subnet mask of your network. Cl�ck Save.Settings to save your sett�ngs. Use th�s 
new IP address to access the configurat�on ut�l�ty of the router �n the future. Close the browser and change your computer’s IP sett�ngs back to 
the or�g�nal values as �n Step 1.

6. D�sconnect the Ethernet cable from the router and reconnect your computer to your network. 

7. Connect an Ethernet cable �n one of the LAN ports of the router and connect �t to your other router. Do not plug anyth�ng �nto the Internet port 
of the D-L�nk router. 

8. You may now use the other 3 LAN ports to connect other Ethernet dev�ces and computers. To configure your w�reless network, open a web 
browser and enter the IP address you ass�gned to the router. Refer to the Configuration and Wireless Security sect�ons for more �nformat�on 
on sett�ng up your w�reless network.

Connect to Another Router
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Note: It is recommended to write down the login password on the provided CD holder.

The DIR-615 �ncludes a Qu�ck Router Setup W�zard CD. Follow the s�mple steps below to run the Setup W�zard to gu�de you qu�ckly through the 
�nstallat�on process. You may manually configure your router w�thout the w�zard. Refer to the next page to manually setup your router.

Insert the Quick.Router.Setup.Wizard.CD �n the CD-ROM dr�ve. The step-by-step �nstruct�ons that follow are shown �n W�ndows® XP or V�sta®. 
The steps and screens are s�m�lar for the other W�ndows® operat�ng systems.

If the CD autorun funct�on does not automat�cally start on your computer, go to Start > Run. In the run box type “D:\DIR615.exe” (where 
D: represents the dr�ve letter of your CD-ROM dr�ve).

When the autorun screen appears, cl�ck Install.Router.and follow the on-screen �nstruct�ons. 

Getting Started
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Section 3 - Configuration

Configuration
Th�s sect�on w�ll show you how to configure your new D-L�nk w�reless router us�ng the web-based configurat�on ut�l�ty.

Web-based Configuration Utility

To access the configurat�on ut�l�ty, open a web-browser such as Internet 
Explorer and enter the IP address of the router (192.168.0.1).

You may also connect us�ng the NetBIOS name �n the address bar 
(http://dlinkrouter).

Select Admin from the drop-down menu and then enter your password. 
Leave the password blank by default. Type �n the graph�cal authent�cat�on 
code (�f you cannot read �t, cl�ck Regenerate). The graph�cal authent�cat�on 
w�ll be d�sabled by default.

If you get a Page. Cannot. be. Displayed error, please refer to the 
Troubleshooting sect�on for ass�stance.
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Internet Connection Setup Wizard
Once logged �nto the web �nterface of the router, the Setup.>.Internet page w�ll appear. Cl�ck the Internet.Connection.Setup.Wizard button to 
qu�ckly configure your router us�ng the setup w�zard.

If you want to enter your sett�ngs w�thout runn�ng the w�zard, cl�ck Manual.Internet.Configuration.Wizard and sk�p to page 18.
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Cl�ck Next to cont�nue.

Create a new password and then cl�ck Next to cont�nue.

Select your t�me zone from the drop-down menu and then 
cl�ck Next to cont�nue.
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If you selected Dynam�c, you may need to enter the MAC address 
of the computer that was last connected d�rectly to your modem. 
If you are currently us�ng that computer, cl�ck Clone.Your.PC’s.
MAC.Address and then cl�ck Next to cont�nue.

The Host Name �s opt�onal but may be requ�red by some ISPs. 
The default host name �s the dev�ce name of the Router and may 
be changed.

Select the type of Internet connect�on you use and then cl�ck 
Next to cont�nue.
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If you selected PPTP, enter your PPTP username and password. 
Cl�ck Next to cont�nue.

If you selected PPPoE, enter your PPPoE username and password. 
Cl�ck Next to cont�nue.

Select Static �f your ISP ass�gned you the IP address, subnet mask, 
gateway, and DNS server addresses.

Note: Make sure to remove your PPPoE software from your computer. 
The software is no longer needed and will not work through a 
router.
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If you selected L2TP, enter your L2TP username and password. 
Cl�ck Next to cont�nue.

If you selected Stat�c, enter your network sett�ngs suppl�ed by 
your Internet prov�der. Cl�ck Next to cont�nue.

The Setup �s now complete. Cl�ck the Connect to save your 
sett�ngs. Please allow 1-2 m�nutes to connect. 
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If you opt to set up your Internet connect�on manually, you w�ll be red�rected to a WAN page that allows you to select your Internet type and enter 
the correct configurat�on parameters. Cl�ck the Save.Settings button when you have configured the connect�on.

Manual Configuration
Dynamic (Cable)

Select Dynamic.IP.(DHCP) to obta�n IP Address �nformat�on automat�cally 
from your ISP. Select th�s opt�on �f your ISP does not g�ve you any IP numbers 
to use. Th�s opt�on �s commonly used for cable modem serv�ces such as 
Comcast and Cox.

Advanced Doma�n Name System (DNS) serv�ces enhances your Internet 
performance by gett�ng you the �nformat�on and web pages you are look�ng 
for faster and more rel�ably.  In add�t�on, �t �mproves your overall Internet 
exper�ence by correct�ng many common typo m�stakes automat�cally, tak�ng 
you where you �ntended to go and sav�ng you valuable t�me.

Disclaimer: D-Link makes no warranty as to the availability, reliability, 
functionality and operation of the Advanced DNS service or its features.

The Host Name �s opt�onal but may be requ�red by some ISPs. Leave blank 
�f you are not sure.

Check the box �f you are hav�ng problems obta�n�ng an IP address from 
your ISP.

Enter the Pr�mary and secondary DNS server IP addresses ass�gned by your 
ISP. These addresses are usually obta�ned automat�cally from your ISP. Leave 
at 0.0.0.0 �f you d�d not spec�fically rece�ve these from your ISP.

My Internet Connection:

Enable Advanced DNS 
Service:

Host Name:

Use Unicasting:

Primary/Secondary DNS 
Server:
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MAC Address:

MTU: Max�mum Transm�ss�on Un�t - you may need to change the MTU for opt�mal performance w�th your spec�fic ISP. 1500 �s the default MTU.

The default MAC Address �s set to the Internet port’s phys�cal �nterface MAC address on the Broadband Router. It �s not recommended that you change the 
default MAC address unless requ�red by your ISP.  You can use the Clone.Your.PC’s.MAC.Address button to replace the Internet port’s MAC address w�th the 
MAC address of your Ethernet card.
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Select PPPoE.(Username/Password) from the drop-down 
menu.

Select Static �f your ISP ass�gned you the IP address, subnet 
mask, gateway, and DNS server addresses. In most cases, 
select Dynamic.

Enter the IP address (Stat�c PPPoE only).

Enter your PPPoE user name.

Enter your PPPoE password and then retype the password 
�n the next box.

Enter the ISP Serv�ce Name (opt�onal).

Select e�ther Always-on, On-Demand, or Manual.

Enter a max�mum �dle t�me dur�ng wh�ch the Internet 
connect�on �s ma�nta�ned dur�ng �nact�v�ty. To d�sable th�s 
feature, enable Auto-reconnect.

Enter the Pr�mary and Secondary DNS Server Addresses (Stat�c PPPoE only).

Max�mum Transm�ss�on Un�t - you may need to change the MTU for opt�mal performance w�th your spec�fic ISP. 1492 �s the default MTU.

The default MAC Address �s set to the Internet port’s phys�cal �nterface MAC address on the Broadband Router. It �s not recommended that you change the 
default MAC address unless requ�red by your ISP.  You can use the Clone.Your.PC’s.MAC.Address button to replace the Internet port’s MAC address w�th the 
MAC address of your Ethernet card.

My Internet 
Connection:

Address Mode:

IP Address:

User Name:

Password:

Service Name:

Reconnection Mode:

Maximum Idle Time:

DNS Addresses:

MTU:

MAC Address:

PPPoE (DSL)
Choose PPPoE (Po�nt to Po�nt Protocol over Ethernet) �f your ISP uses a PPPoE connect�on. Your ISP w�ll prov�de you w�th a username and password. 
Th�s opt�on �s typ�cally used for DSL serv�ces. Make sure to remove your PPPoE software from your computer. The software �s no longer needed and 
w�ll not work through a router.
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Select Static �f your ISP ass�gned you the IP address, subnet 
mask, gateway, and DNS server addresses. In most cases, 
select Dynamic.

Enter the IP address (Stat�c PPTP only).

Enter the Pr�mary and Secondary DNS Server Addresses (Stat�c 
PPTP only).

Enter the Gateway IP Address prov�ded by your ISP.

Enter the Server IP prov�ded by your ISP (opt�onal).

Enter your PPTP username.

Enter your PPTP password and then retype the password �n 
the next box.

Select e�ther Always-on, On-Demand, or Manual.

Enter a max�mum �dle t�me dur�ng wh�ch the Internet 
connect�on �s ma�nta�ned dur�ng �nact�v�ty. To d�sable th�s 
feature, enable Auto-reconnect.

The DNS server �nformat�on w�ll be suppl�ed by your ISP (In-
ternet Serv�ce Prov�der.)

Max�mum Transm�ss�on Un�t - you may need to change the MTU for opt�mal performance w�th your spec�fic ISP. 1400 �s the default MTU.

The default MAC Address �s set to the Internet port’s phys�cal �nterface MAC address on the Broadband Router. It �s not recommended that you change the 
default MAC address unless requ�red by your ISP.  You can use the Clone.Your.PC’s.MAC.Address button to replace the Internet port’s MAC address w�th the 
MAC address of your Ethernet card.

Address Mode:

PPTP IP Address:

PPTP Subnet Mask:

PPTP Gateway:

PPTP Server IP:

PPTP
Choose PPTP (Po�nt-to-Po�nt-Tunnel�ng Protocol ) �f your ISP uses a PPTP connect�on. Your ISP w�ll prov�de you w�th a username and password. Th�s 
opt�on �s typ�cally used for DSL serv�ces. 

Username:

Password:
 

Reconnect Mode:

Maximum Idle Time:

DNS Servers:

MTU:

MAC Address:
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Select Static �f your ISP ass�gned you the IP address, 

subnet mask, gateway, and DNS server addresses. In most 

cases, select Dynamic.

Enter the L2TP IP address suppl�ed by your ISP (Stat�c 

only).

Enter the Subnet Mask suppl�ed by your ISP (Stat�c 

only).

Enter the Gateway IP Address prov�ded by your ISP.

Enter the Server IP prov�ded by your ISP (opt�onal).

Enter your L2TP username.

Enter your L2TP password and then retype the password 

�n the next box.

Select e�ther Always-on, On-Demand, or Manual.

Enter a max�mum �dle t�me dur�ng wh�ch the Internet 

connect�on �s ma�nta�ned dur�ng �nact�v�ty. To d�sable th�s 

feature, enable Auto-reconnect.

Enter the Pr�mary and Secondary DNS Server Addresses (Stat�c L2TP only).

Address Mode:

L2TP IP Address:

L2TP Subnet Mask:

L2TP Gateway:

L2TP Server IP:

Username:

Password:

Reconnect Mode:

Maximum Idle Time: 

DNS Servers:

L2TP
Choose L2TP (Layer 2 Tunnel�ng Protocol) �f your ISP uses a L2TP connect�on. Your ISP w�ll prov�de you w�th a username and password. Th�s opt�on 
�s typ�cally used for DSL serv�ces. 
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MTU:

Clone MAC 
Address:

Max�mum Transm�ss�on Un�t - you may need to change the MTU for opt�mal performance w�th your spec�fic ISP. 1400 �s the default MTU.

The default MAC Address �s set to the Internet port’s phys�cal �nterface MAC address on the Broadband Router. It �s not recommended that you change the 
default MAC address unless requ�red by your ISP.  You can use the Clone.Your.PC’s.MAC.Address button to replace the Internet port’s MAC address w�th the 
MAC address of your Ethernet card.
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Enter the IP address ass�gned by your ISP.

Enter the Subnet Mask ass�gned by your ISP.

Enter the Gateway ass�gned by your ISP.

The DNS server �nformat�on w�ll be suppl�ed by your ISP 

(Internet Serv�ce Prov�der.)

Max�mum Transm�ss�on Un�t - you may need to change the 

MTU for opt�mal performance w�th your spec�fic ISP. 1500 

�s the default MTU.

The default MAC Address �s set to the Internet port’s phys�cal 
�nterface MAC address on the Broadband Router. It �s not 
recommended that you change the default MAC address 
unless requ�red by your ISP.  You can use the Clone.Your.PC’s.
MAC.Address button to replace the Internet port’s MAC 
address w�th the MAC address of your Ethernet card.

IP Address:

Subnet Mask:

Default Gateway:

DNS Servers:

MTU:

MAC Address:

Static IP Address

Select Stat�c IP Address �f all the Internet port’s IP �nformat�on �s prov�ded to you by your ISP. You w�ll need to enter �n the IP address, subnet mask, 
gateway address, and DNS address(es) prov�ded to you by your ISP. Each IP address entered �n the fields must be �n the appropr�ate IP form, wh�ch 
are four octets separated by a dot (x.x.x.x). The Router w�ll not accept the IP address �f �t �s not �n th�s format.
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Wireless Settings
If you want to configure the w�reless sett�ngs on your router us�ng 
the w�zard, cl�ck Wireless.Network.Setup.Wizard.and refer to 
page 80.

Cl�ck Add.Wireless.Device.with.WPS �f you want to add a w�reless 
dev�ce us�ng W�-F� Protected Setup (WPS) and refer to page 83.

If you want to manually configure the w�reless sett�ngs on your 
router cl�ck Manual Wireless.Network.Setup.and refer to the 
next page.
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Manual Wireless Network Setup

Check the box to enable the w�reless funct�on. If you do not 
want to use w�reless, uncheck the box to d�sable all the w�reless 
funct�ons. Cl�ck Add.New to create your own t�me schedule to 
enable the w�reless funct�on. 

Serv�ce Set Ident�fier (SSID) �s the name of your w�reless network. 
Create a name us�ng up to 32 characters. The SSID �s case-
sens�t�ve.

Select one of the follow�ng:
802.11g. Only - Select �f all of your w�reless cl�ents are 
802.11g.
802.11n.Only - Select only �f all of your w�reless cl�ents are 
802.11n.
Mixed.802.11n.and.802.11g - Select �f you are us�ng a m�x 
of 802.11n and 802.11g w�reless cl�ents.

The Auto. Channel. Scan sett�ng can be selected to allow 
the DIR-615 to choose the channel w�th the least amount of 
�nterference.

Ind�cates the channel sett�ng for the DIR-615. By default the 
channel �s set to 6. The Channel can be changed to fit the channel 
sett�ng for an ex�st�ng w�reless network or to custom�ze the 
w�reless network. If you enable Auto.Channel.Scan, th�s opt�on 
w�ll be greyed out.

Select the transm�t rate. It �s strongly suggested to select Best.
(Auto) for best performance.

Select the Channel W�dth:
Auto.20/40 - Select �f you are us�ng both 802.11n and non-802.11n w�reless dev�ces.
20MHz - Select �f you are not us�ng any 802.11n w�reless cl�ents. Th�s �s the default sett�ng. 

Select Invisible �f you do not want the SSID of your w�reless network to be broadcasted by the DIR-615. If Inv�s�ble �s selected, the SSID of the DIR-615 w�ll not 
be seen by S�te Survey ut�l�t�es so your w�reless cl�ents w�ll have to know the SSID of your DIR-615 �n order to connect to �t.

Refer to page 79 for more �nformat�on regard�ng w�reless secur�ty.

Enable Wireless:

Wireless Network 
Name:

802.11 Mode:

Enable Auto Channel 
Scan:

Wireless Channel:

Transmission Rate:

Channel Width:

Visibility Status:

Wireless Security:
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Th�s sect�on w�ll allow you to change the local network sett�ngs of the router and to configure the DHCP sett�ngs.

Network Settings

Enter the IP address of the router. The default IP address �s 
192.168.0.1.

If you change the IP address, once you cl�ck Apply, you w�ll need 
to enter the new IP address �n your browser to get back �nto the 
configurat�on ut�l�ty.

Enter the Subnet Mask. The default subnet mask �s 255.255.255.0.

Enter the Doma�n name (Opt�onal).

Uncheck the box to transfer the DNS server �nformat�on from your 
ISP to your computers. If checked, your computers w�ll use the router 
for a DNS server.

IP Address:

Subnet Mask:

Local Domain:

Enable DNS Relay:
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Check th�s box to enable the DHCP server on your router. Uncheck to d�sable 
th�s funct�on.

Enter the start�ng and end�ng IP addresses for the DHCP server’s IP 
ass�gnment.

Note: If you statically (manually) assign IP addresses to your computers or 
devices, make sure the IP addresses are outside of this range or you may have an 
IP conflict. 

The length of t�me for the IP address lease. Enter the Lease t�me �n m�nutes.

Enable th�s funct�on to ensure compat�b�l�ty w�th some DHCP cl�ents.

If NetBIOS advert�sement �s sw�tched on, sw�tch�ng th�s sett�ng on causes WINS 
�nformat�on to be learned from the WAN s�de, �f ava�lable. Turn th�s sett�ng off 
to configure manually. 

Th�s �s an advance sett�ng and �s normally left blank. Th�s allows the configurat�on 
of NetBIOS doma�n name under wh�ch network hosts operate. Th�s sett�ng has 
no effect �f the “ Learn NetBIOS �nformat�on form WAN �s act�vated.  

Enable DHCP 
Server:

DHCP IP Address 
Range:

Lease Time:

Always Broadcast:

Learn NetBIOS 
WAN:

NetBIOS scope: 

DHCP Server Settings

DHCP stands for Dynam�c Host Control Protocol. The DIR-615 has a bu�lt-�n DHCP server. The DHCP Server w�ll automat�cally ass�gn an IP address 
to the computers on the LAN/pr�vate network. Be sure to set your computers to be DHCP cl�ents by sett�ng the�r TCP/IP sett�ngs to “Obta�n an IP 
Address Automat�cally.” When you turn your computers on, they w�ll automat�cally load the proper TCP/IP sett�ngs prov�ded by the DIR-615. The 
DHCP Server w�ll automat�cally allocate an unused IP address from the IP address pool to the request�ng computer. You must spec�fy the start�ng 
and end�ng address of the IP address pool.
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DHCP Reservation

If you want a computer or dev�ce to always have the same IP address ass�gned, you can create a DHCP reservat�on. The router w�ll ass�gn the IP 
address only to that computer or dev�ce. 

Note: This IP address must be within the DHCP IP Address Range.

Check th�s box to enable the reservat�on.

Enter the computer name or select from the drop-down menu 
and cl�ck <<.

Enter the IP address you want to ass�gn to the computer or 
dev�ce. Th�s IP Address must be w�th�n the DHCP IP Address 
Range.

Enter the MAC address of the computer or dev�ce.

If you want to ass�gn an IP address to the computer you are 
currently on, cl�ck th�s button to populate the fields. 

Cl�ck Save to save your entry. You must cl�ck Save.Settings at 
the top to act�vate your reservat�ons. 

In th�s sect�on you can see what LAN dev�ces are currently 
leas�ng IP addresses.

Cl�ck Revoke to cancel the lease for a spec�fic LAN dev�ce and 
free an entry �n the lease table. Do th�s only �f the dev�ce no 
longer needs the leased IP address, because, for example, �t 
has been removed from the network.

Note: The Revoke option will not disconnect a PC with a current network session from the network; you would need to use MAC Address Filter to do that. Revoke will 
only free up a DHCP Address for the very next requester. If the previous owner is still available, those two devices may both receive an IP Address Conflict error, or the 
second device may still not receive an IP Address; in that case, you may still need to extend the “DHCP IP Address Range” to address the issue, it is located in the DHCP 
Server section.  

The Reserve opt�on converts th�s dynam�c IP allocat�on �nto a DHCP Reservat�on and adds the correspond�ng entry to the DHCP Reservat�ons L�st.

Enable:

Computer Name:

IP Address:

MAC Address:

Copy Your PC’s MAC 
Address:

Save:

Dynamic DHCP 
Clients:

Revoke:

Reserve:
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The DIR-615 can be configured as a v�rtual server so that remote users access�ng Web or FTP serv�ces v�a the publ�c IP address can be automat�cally 
red�rected to local servers �n the LAN (Local Area Network). 

The DIR-615 firewall feature filters out unrecogn�zed packets to 
protect your LAN network so all computers networked w�th the 
DIR-615 are �nv�s�ble to the outs�de world. If you w�sh, you can 
make some of the LAN computers access�ble from the Internet by 
enabl�ng V�rtual Server. Depend�ng on the requested serv�ce, the 
DIR-615 red�rects the external serv�ce request to the appropr�ate 
server w�th�n the LAN network. 

The DIR-615 �s also capable of port-red�rect�on mean�ng �ncom�ng 
traffic to a part�cular port may be red�rected to a d�fferent port 
on the server computer.

Each v�rtual serv�ce that �s created w�ll be l�sted at the 
bottom of the screen �n the V�rtual Servers L�st. There are  
pre-defined v�rtual serv�ces already �n the table. You may use 
them by enabl�ng them and ass�gn�ng the server IP to use that 
part�cular v�rtual serv�ce.

For a l�st of ports for common appl�cat�ons, please v�s�t http://
support.dlink.com/faq/view.asp?prod_id=1191.

Virtual Server
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Th�s w�ll allow you to open a s�ngle port. If you would l�ke to open a range of ports, refer to the next page.

Enter a name for the rule or select an appl�cat�on from the drop-
down menu. Select an appl�cat�on and cl�ck << to populate the 
fields.

Enter the IP address of the computer on your local network that 
you want to allow the �ncom�ng serv�ce to. If your computer �s 
rece�v�ng an IP address automat�cally from the router (DHCP), 
you computer w�ll be l�sted �n the “Computer Name” drop-down 
menu. Select your computer and cl�ck <<. 

Enter the port that you want to open next to Pr�vate Port and 
Publ�c Port. The pr�vate and publ�c ports are usually the same. 
The publ�c port �s the port seen from the Internet s�de, and the 
pr�vate port �s the port be�ng used by the appl�cat�on on the 
computer w�th�n your local network.

Select TCP, UDP, Both.or.Other.from the drop-down menu.

Select Allow. All (most common) or a created Inbound filter. 
You may create your own �nbound filters �n the Advanced. >.
Inbound.Filter page.

The schedule of t�me when the V�rtual Server Rule w�ll be 
enabled. The schedule may be set to Always, wh�ch w�ll allow 
the part�cular serv�ce to always be enabled. You can create your 
own t�mes �n the Tools > Schedules sect�on.

Name:

IP Address:

Private Port/
Public Port:

Protocol Type:

Inbound Filter:

Schedule:
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Th�s w�ll allow you to open a s�ngle port or a range of ports.

Port Forwarding

Enter a name for the rule or select an appl�cat�on from the drop-
down menu. Select an appl�cat�on and cl�ck << to populate the 
fields.

Enter the IP address of the computer on your local network that 
you want to allow the �ncom�ng serv�ce to. If your computer �s 
rece�v�ng an IP address automat�cally from the router (DHCP), 
you computer w�ll be l�sted �n the “Computer Name” drop-down 
menu. Select your computer and cl�ck <<. 

Enter the TCP and/or UDP port or ports that you want to open. 
You can enter a s�ngle port or a range of ports. Separate ports 
w�th a common.

Example: 24,1009,3000-4000

Select Allow.All (most common) or a created Inbound filter. You 
may create your own �nbound filters �n the Advanced.>.Inbound.
Filter page.

The schedule of t�me when the V�rtual Server Rule w�ll be enabled. 
The schedule may be set to Always, wh�ch w�ll allow the part�cular 
serv�ce to always be enabled. You can create your own t�mes �n the  
Tools > Schedules sect�on.

Name:

IP Address:

TCP/UDP:

Inbound Filter:

Schedule:
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Enter a name for the rule. You may select a pre-defined 
appl�cat�on from the drop-down menu and cl�ck <<.

Th�s �s the port used to tr�gger the appl�cat�on. It can be e�ther 
a s�ngle port or a range of ports.

Select the protocol of the tr�gger port (TCP, UDP, or Both).

Th�s �s the port number on the Internet s�de that w�ll be used 
to access the appl�cat�on. You may define a s�ngle port or a 
range of ports. You can use a comma to add mult�ple ports 
or port ranges.

Select the protocol of the firewall port (TCP, UDP, or Any).

The schedule of t�me when the Appl�cat�on Rule w�ll be 
enabled. The schedule may be set to Always, wh�ch w�ll allow 
the part�cular serv�ce to always be enabled. You can create 
your own t�mes �n the Tools > Schedules sect�on.

Name:

Trigger:

Traffic Type:

Firewall:

Traffic Type:

Schedule:

Application Rules
Some appl�cat�ons requ�re mult�ple connect�ons, such as Internet gam�ng, v�deo conferenc�ng, Internet telephony and others. These appl�cat�ons 
have d�fficult�es work�ng through NAT (Network Address Translat�on). Spec�al Appl�cat�ons makes some of these appl�cat�ons work w�th the DIR-615. 
If you need to run appl�cat�ons that requ�re mult�ple connect�ons, spec�fy the port normally assoc�ated w�th an appl�cat�on �n the “Tr�gger Port” field, 
select the protocol type as TCP or UDP, then enter the firewall (publ�c) ports assoc�ated w�th the tr�gger port to open them for �nbound traffic.

The DIR-615 prov�des some predefined appl�cat�ons �n the table on the bottom of the web page. Select the appl�cat�on you want to use and enable 
�t.
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QoS Engine

Th�s opt�on �s d�sabled by default. Enable th�s opt�on for 
better performance and exper�ence w�th onl�ne games and 
other �nteract�ve appl�cat�ons, such as VoIP.

Th�s opt�on �s enabled by default when the QoS Eng�ne 
opt�on �s enabled. Th�s opt�on w�ll allow your router to 
automat�cally determ�ne the upl�nk speed of your Internet 
connect�on.

Th�s d�splays the detected upl�nk speed.

The speed at wh�ch data can be transferred from the router 
to your ISP. Th�s �s determ�ned by your ISP. ISP’s offer speed 
as a download/upload pa�r. For example, 1.5Mb�ts/284Kb�ts. 
Us�ng th�s example, you would enter 284. Alternat�vely you 
can test your upl�nk speed w�th a serv�ce such as www.
dslreports.com.

Enable QoS Engine:

Automatic Uplink 
Speed:

Measured Uplink 
Speed:

Manual Uplink 
Speed:

The QoS Eng�ne opt�on helps �mprove your network gam�ng performance by pr�or�t�z�ng appl�cat�ons. By default the QoS Eng�ne sett�ngs are 
d�sabled and appl�cat�on pr�or�ty �s not class�fied automat�cally.
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Network Filters

Select Turn MAC F�lter�ng Off, allow MAC addresses l�sted 
below, or deny MAC addresses l�sted below from the drop-
down menu. 

Enter the MAC address you would l�ke to filter.
To find the MAC address on a computer, please refer to the 
Network�ng Bas�cs sect�on �n th�s manual. 

Select a DHCP cl�ent from the drop-down menu and cl�ck << 
to copy that MAC Address. 

Configure MAC 
Filtering:

MAC Address:

DHCP Client:

Use MAC (Med�a Access Control) F�lters to allow or deny LAN (Local Area Network) computers by the�r MAC addresses from access�ng the Network. You 
can e�ther manually add a MAC address or select the MAC address from the l�st of cl�ents that are currently connected to the Broadband Router.
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Access Control

Check the Enable.Access.Control check box and cl�ck the 
Add.Policy button to start the Access.Control.Wizard. 

Add Policy:

The Access Control sect�on allows you to control access �n and out of your network. Use th�s feature as Parental Controls to only grant access to 
approved s�tes, l�m�t web access based on t�me or dates, and/or block access from appl�cat�ons l�ke P2P ut�l�t�es or games.

Cl�ck Next to cont�nue w�th the w�zard.

Access Control Wizard
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Enter a name for the pol�cy and then cl�ck Next to cont�nue.

Select a schedule (I.E. Always) from the drop-down menu and 
then cl�ck Next to cont�nue.

Enter the follow�ng �nformat�on and then cl�ck Next to 
cont�nue.

• Address. Type - Select IP address, MAC address, or Other 
Mach�nes.

• IP.Address - Enter the IP address of the computer you want to apply 
the rule to.
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Select the filter�ng method and then cl�ck Next to cont�nue.

Enter the rule:

 Enable - Check to enable the rule.
 Name - Enter a name for your rule.
 Dest.IP.Start - Enter the start�ng IP address.
 Dest.IP.End - Enter the end�ng IP address.
 Protocol - Select the protocol.
 Dest.Port.Start - Enter the start�ng port number.
 Dest.Port.End - Enter the end�ng port number.

To enable web logg�ng, cl�ck Enable.

Cl�ck Save to save the access control rule.
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Select Deny or Allow computers access to only these 
s�tes.

Cl�ck to delete all entr�es �n the l�st.

Enter the keywords or URLs that you want to allow 
or deny.

Configure Website Filter 
Below:

Clear the list below:

Website URL/Domain:

Website Filters
Webs�te F�lters are used to allow you to set up a l�st of allowed Web s�tes that can be used by mult�ple users through the network. To use th�s feature 
select to Allow or Deny, enter the doma�n or webs�te and cl�ck Add, and then cl�ck Save.Settings. You must also select Apply.Web.Filter under 
the Access Control sect�on (page 36).
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Enter a name for the �nbound filter rule.

Select Allow or Deny.

Check to enable rule.

Enter the start�ng IP address. Enter 0.0.0.0 �f you do not want 
to spec�fy an IP range.

Enter the end�ng IP address. Enter 255.255.255.255 �f you do 
not want to spec�fy and IP range.

Cl�ck the Save button to apply your sett�ngs. You must cl�ck 
Save Sett�ngs at the top to save the sett�ngs.

Th�s sect�on w�ll l�st any rules that are created. You may cl�ck 
the Edit �con to change the sett�ngs or enable/d�sable the 
rule, or cl�ck the Delete �con to remove the rule.

Name:

Action:

Enable:

Source IP Start:

Source IP End:

Save:

Inbound Filter Rules 
List:

The Inbound F�lter opt�on �s an advanced method of controll�ng data rece�ved from the Internet. W�th th�s feature you can configure �nbound 
data filter�ng rules that control data based on an IP address range.  Inbound F�lters can be used w�th V�rtual Server, Port Forward�ng, or Remote 
Adm�n�strat�on features.

Inbound Filters
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SPI (Stateful Packet Inspect�on, also known as dynam�c packet filter�ng) helps 
to prevent cyber attacks by track�ng more state per sess�on. It val�dates that 
the traffic pass�ng through the sess�on conforms to the protocol.

Select one of the follow�ng for TCP and UDP ports:
Endpoint.Independent.- Any �ncom�ng traffic sent to an open port w�ll be 
forwarded to the appl�cat�on that opened the port. The port w�ll close �f �dle 
for 5 m�nutes.

Address. Restricted - Incom�ng traffic must match the IP address of the 
outgo�ng connect�on.

Address.+.Port.Restriction - Incom�ng traffic must match the IP address and 
port of the outgo�ng connect�on.

Enable th�s opt�on to prov�de protect�on from certa�n k�nds of “spoofing” 
attacks.

If an appl�cat�on has trouble work�ng from beh�nd the router, you can expose 
one computer to the Internet and run the appl�cat�on on that computer.

Note: Placing a computer in the DMZ may expose that computer to a variety of 
security risks. Use of this option is only recommended as a last resort.

Spec�fy the IP address of the computer on the LAN that you want to have unrestr�cted Internet commun�cat�on. If th�s computer obta�ns �ts IP address 
automat�cally us�ng DHCP, be sure to make a stat�c reservat�on on the System.>.Network.Settings page so that the IP address of the DMZ mach�ne does 
not change.

Enable SPI:

NAT Endpoint 
Filtering:

Enable Anti-Spoof 
Checking:

Enable DMZ Host:

IP Address:

Firewall Settings
A firewall protects your network from the outs�de world. The D-L�nk DIR-615 offers a firewall type funct�onal�ty. The SPI feature helps prevent cyber 
attacks. Somet�mes you may want a computer exposed to the outs�de world for certa�n types of appl�cat�ons. If you choose to expose a computer, 
you can enable DMZ. DMZ �s short for Dem�l�tar�zed Zone. Th�s opt�on w�ll expose the chosen computer completely to the outs�de world.
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Routing 

Th�s page allows you to spec�fy custom routes that determ�ne how data �s moved around your network. 

Routing List:

Metric:

Name:

Metric:

Interface:

Destination IP:

Netmask:

Gateway:

Each Route has a checkbox next to �t, check the box of the route 
you w�sh to enable. 

The route metr�c �s a value from 1 to 16 that �nd�cates the cost 
of us�ng th�s route. A value 1 �s the lowest cost and 15 �s the 
h�ghest cost.

Spec�fy a name for �dent�ficat�on of th�s route.

The route metr�c �s a value from 1 to 16 that �nd�cates the cost 
of us�ng th�s route. A value 1 �s the lowest cost and 15 �s the 
h�ghest cost.

Select the �nterface wh�ch the IP packet must use to trans�t out 
of the router when th�s route �s used.

Enter the address of the host or network you w�sh to access.

Th�s field �dent�fies the port�on of the dest�nat�on IP �n use. 

The IP address of the router w�ll be d�splayed here. 
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Set the transm�t power of the antennas.

Beacons are packets sent by an Access Po�nt to synchron�ze a 
w�reless network. Spec�fy a value. 100 �s the default sett�ng and 
�s recommended. 

Th�s value should rema�n at �ts default sett�ng of 2346. If 
�ncons�stent data flow �s a problem, only a m�nor mod�ficat�on 
should be made.

The fragmentat�on threshold, wh�ch �s spec�f�ed �n bytes, 
determ�nes whether packets w�ll be fragmented. Packets 
exceed�ng the 2346 byte sett�ng w�ll be fragmented before 
transm�ss�on. 2346 �s the default sett�ng. 

(Del�very Traffic Ind�cat�on Message) 3 �s the default sett�ng. A 
DTIM �s a countdown �nform�ng cl�ents of the next w�ndow for 
l�sten�ng to broadcast and mult�cast messages.

Th�s enables 802.11d operat�on. 802.11d �s a w�reless spec�ficat�on developed to allow �mplementat�on of w�reless networks �n countr�es that cannot use the 
802.11 standard. Th�s feature should only be enabled �f you are �n a country that requ�res �t.

WMM �s QoS for your w�reless network. Th�s w�ll �mprove the qual�ty of v�deo and vo�ce appl�cat�ons for your w�reless cl�ents.

Check th�s box to reduce the guard �nterval t�me therefore �ncreas�ng the data capac�ty.  However, �t’s less rel�able and may create h�gher data loss.

Transmit Power:

Beacon Period:

RTS Threshold:

Fragmentation 
Threshold:

DTIM Interval:

WLAN Partition:

WMM Enable:

Short GI:

Advanced Wireless Settings
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UPnP
Internet Ping Block
Internet Port Speed
Multicast Streams

To use the Un�versal Plug and Play (UPnP™) feature cl�ck on 
Enabled. UPNP prov�des compat�b�l�ty w�th network�ng 
equ�pment, software and per�pherals.

Uncheck�ng the box w�ll not allow the DIR-615 to respond 
to p�ngs. Block�ng the P�ng may prov�de some extra secur�ty 
from hackers. Check the box to allow the Internet port to be 
“p�nged”.

You may set the port speed of the Internet port to 10Mbps, 
100Mbps, or auto. Some older cable or DSL modems may 
requ�re you to set the port speed to 10Mbps.

Check the box to allow mult�cast traffic to pass through the 
router from the Internet.

UPnP Settings:

WAN Ping:

WAN Port Speed:

Multicast Streams:

Advanced Network Settings
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IPv6

Select Link-Local.Only from the drop-down menu.

D�splays the IPv6 address of the router.

My IPv6 Connection:

LAN IPv6 Address 
Settings:

Link-Local Connectivity
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Static IPv6 (Stateful)

Select Static.IPv6 from the drop-down menu.

Enter the address sett�ngs suppl�ed by your Internet 
prov�der (ISP). 

Enter the LAN (local) IPv6 address for the router. 

D�splays the Router’s LAN L�nk-Local Address.

Check to enable the Autoconfigurat�on feature.

Select Stateful.(DHCPv6) or Stateless. Refer to the next 
page for Stateless.

Enter the start IPv6 Address for the DHCPv6 range for 
your local computers.

Enter the end IPv6 Address for the DHCPv6 range for 
your local computers.

Enter the IPv6 Address L�fet�me (�n m�nutes).

My IPv6 Connection:

WAN IPv6 Address Settings:

LAN IPv6 Address:

LAN Link-Local Address:

Enable Autoconfiguration:

Autoconfiguration Type:

IPv6 Address Range Start:

IPv6 Address Range End:

IPv6 Address Lifetime:
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Static IPv6 (Stateless)

Select Static.IPv6 from the drop-down menu.

Enter the address sett�ngs suppl�ed by your Internet 
prov�der (ISP). 

Enter the LAN (local) IPv6 address for the router. 

D�splays the Router’s LAN L�nk-Local Address.

Check to enable the Autoconfigurat�on feature.

Select Stateless. Refer to the prev�ous page for Stateful.

Enter the Router Advert�sement L�fet�me (�n m�nutes).

My IPv6 Connection:

WAN IPv6 Address 
Settings:

LAN IPv6 Address:

LAN Link-Local Address:

Enable Autoconfiguration:

Autoconfiguration Type:

Router Advertisement  
Lifetime:
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DHCPv6 (Stateful)

Select DHCPv6 from the drop-down menu.

Select e�ther Obtain.DNS.server.address.automatically or 
Use.the.following.DNS.Address.

Enter the pr�mary and secondary DNS server addresses. 

Enter the LAN (local) IPv6 address for the router. 

D�splays the Router’s LAN L�nk-Local Address.

Check to enable the Autoconfigurat�on feature.

Select Stateful. (DHCPv6) or Stateless. Refer to the next 
page for Stateless.

Enter the start IPv6 Address for the DHCPv6 range for your 
local computers.

Enter the end IPv6 Address for the DHCPv6 range for your 
local computers.

Enter the IPv6 Address L�fet�me (�n m�nutes).

My IPv6 Connection:

IPv6 DNS Settings:

Primary/Secondary DNS 
Address:

LAN IPv6 Address:

LAN Link-Local Address:

Enable 
Autoconfiguration:

Autoconfiguration Type:

IPv6 Address Range Start:

IPv6 Address Range End:

IPv6 Address Lifetime:



49D-L�nk DIR-615 User Manual

Section 3 - Configuration

DHCPv6 (Stateless)

Select DHCPv6 from the drop-down menu.

Select e�ther Obtain.DNS.server.address.automatically 
or Use.the.following.DNS.Address.

Enter the pr�mary and secondary DNS server 
addresses. 

Enter the LAN (local) IPv6 address for the router. 

D�splays the Router’s LAN L�nk-Local Address.

Check to enable the Autoconfigurat�on feature.

Select Stateless. Refer to the prev�ous page for 
Stateful.

Enter the Router Advert�sement L�fet�me (�n m�nutes).

My IPv6 Connection:

IPv6 DNS Settings:

Primary/Secondary DNS 
Address:

LAN IPv6 Address:

LAN Link-Local Address:

Enable Autoconfiguration:

Autoconfiguration Type:

Router Advertisement  
Lifetime:
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IPv6 over PPPoE (Stateful)

Select PPPoE from the drop-down menu.

Enter the PPPoE account sett�ngs suppl�ed by your Internet prov�der (ISP). 

Select Static �f your ISP ass�gned you the IP address, subnet mask, gateway, 
and DNS server addresses. In most cases, select Dynamic.

Enter the IP address (Stat�c PPPoE only).

Enter your PPPoE user name.

Enter your PPPoE password and then retype the password �n the next box.

Enter the ISP Serv�ce Name (opt�onal).

Select e�ther Always-on, On-Demand, or Manual.

Max�mum Transm�ss�on Un�t - you may need to change the MTU for opt�mal 
performance w�th your spec�fic ISP. 1500 �s the default MTU.

Enter a max�mum �dle t�me dur�ng wh�ch the Internet connect�on �s ma�nta�ned 
dur�ng �nact�v�ty. To d�sable th�s feature, enable Auto-reconnect.

Select e�ther Obtain. DNS. server. address. automatically or Use. the.
following.DNS.Address.

Enter the pr�mary and secondary DNS server addresses. 

Enter the LAN (local) IPv6 address for the router. 

D�splays the Router’s LAN L�nk-Local Address.

Check to enable the Autoconfigurat�on feature.

My IPv6 Connection:

PPPoE:

Address Mode:

IP Address:

User Name:

Password:

Service Name:

Reconnection Mode:

MTU:

Maximum Idle Time:

IPv6 DNS Settings:

Primary/Secondary DNS 
Address:

LAN IPv6 Address:

LAN Link-Local Address:

Enable Autoconfiguration:
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Autoconfiguration Type:

IPv6 Address Range Start:

IPv6 Address Range End:

IPv6 Address Lifetime:

Select Stateful.(DHCPv6) or Stateless. Refer to the next page for Stateless.

Enter the start IPv6 Address for the DHCPv6 range for your local computers.

Enter the end IPv6 Address for the DHCPv6 range for your local computers.

Enter the IPv6 Address L�fet�me (�n m�nutes).
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IPv6 over PPPoE (Stateless)

Select PPPoE from the drop-down menu.

Enter the PPPoE account sett�ngs suppl�ed by your Internet prov�der (ISP). 

Select Static �f your ISP ass�gned you the IP address, subnet mask, gateway, 
and DNS server addresses. In most cases, select Dynamic.

Enter the IP address (Stat�c PPPoE only).

Enter your PPPoE user name.

Enter your PPPoE password and then retype the password �n the next box.

Enter the ISP Serv�ce Name (opt�onal).

Select e�ther Always-on, On-Demand, or Manual.

Enter a max�mum �dle t�me dur�ng wh�ch the Internet connect�on �s ma�nta�ned 
dur�ng �nact�v�ty. To d�sable th�s feature, enable Auto-reconnect.

Max�mum Transm�ss�on Un�t - you may need to change the MTU for opt�mal 
performance w�th your spec�fic ISP. 1500 �s the default MTU.

Select e�ther Obtain. DNS. server. address. automatically or Use. the.
following.DNS.Address.

Enter the pr�mary and secondary DNS server addresses. 

Enter the LAN (local) IPv6 address for the router. 

D�splays the Router’s LAN L�nk-Local Address.

My IPv6 Connection:

PPPoE:

Address Mode:

IP Address:

User Name:

Password:

Service Name:

Reconnection Mode:

Maximum Idle Time:

MTU:

IPv6 DNS Settings:

Primary/Secondary DNS 
Address:

LAN IPv6 Address:

LAN Link-Local Address:
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Enable Autoconfiguration:

Autoconfiguration Type:

Router Advertisement  Lifetime:

Check to enable the Autoconfigurat�on feature.

Select Stateful.(DHCPv6) or Stateless. 

Enter the Router Advert�sement L�fet�me (�n m�nutes).
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6 to 4 Tunneling (Stateful)

Select 6.to.4 from the drop-down menu.

Enter the IPv6 sett�ngs suppl�ed by your Internet prov�der 
(ISP). 

Enter the pr�mary and secondary DNS server addresses. 

Enter the LAN (local) IPv6 address for the router. 

D�splays the Router’s LAN L�nk-Local Address.

Check to enable the Autoconfigurat�on feature.

Select Stateful.(DHCPv6) or Stateless. Refer to the next page 
for Stateless.

Enter the start IPv6 Address for the DHCPv6 range for your 
local computers.

Enter the end IPv6 Address for the DHCPv6 range for your 
local computers.

Enter the IPv6 Address L�fet�me (�n m�nutes).

My IPv6 Connection:

6 to 4 Settings:

Primary/Secondary DNS 
Address:

LAN IPv6 Address:

LAN Link-Local Address:

Enable 
Autoconfiguration:

Autoconfiguration Type:

IPv6 Address Range 
Start:

IPv6 Address Range 
End:

IPv6 Address Lifetime:
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6 to 4 Tunneling (Stateless)

Select 6.to.4 from the drop-down menu.

Enter the IPv6 sett�ngs suppl�ed by your Internet 
prov�der (ISP). 

Enter the pr�mary and secondary DNS server 
addresses. 

Enter the LAN (local) IPv6 address for the router. 

D�splays the Router’s LAN L�nk-Local Address.

Check to enable the Autoconfigurat�on feature.

Select Stateless. Refer to the prev�ous page for 
Stateful.

Enter the Router Advert�sement L�fet�me (�n m�nutes).

My IPv6 Connection:

6 to 4 Settings:

Primary/Secondary DNS 
Address:

LAN IPv6 Address:

LAN Link-Local Address:

Enable Autoconfiguration:

Autoconfiguration Type:

Router Advertisement 
Lifetime:
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IPv6 in IPv4 Tunneling (Stateful)

Select IPv6.in.IPv4.Tunnel from the drop-down menu.

Enter the sett�ngs suppl�ed by your Internet prov�der (ISP). 

Enter the LAN (local) IPv6 address for the router. 

D�splays the Router’s LAN L�nk-Local Address.

Check to enable the Autoconfigurat�on feature.

Select Stateful. Refer to the prev�ous page for Stateful.

Enter the start IPv6 Address for the DHCPv6 range for your 
local computers.

Enter the end IPv6 Address for the DHCPv6 range for your 
local computers.

Enter the Router Advert�sement L�fet�me (�n m�nutes).

My IPv6 Connection:

IPv6 in IPv4 Tunnel 
Settings:

LAN IPv6 Address:

LAN Link-Local 
Address:

Enable 
Autoconfiguration:

Autoconfiguration 
Type:

IPv6 Address Range 
Start:

IPv6 Address Range 
End:

Pv6 Address Lifetime:
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IPv6 in IPv4 Tunneling (Stateless)

Select IPv6.in.IPv4.Tunnel from the drop-down menu.

Enter the sett�ngs suppl�ed by your Internet prov�der 
(ISP). 

Enter the LAN (local) IPv6 address for the router. 

D�splays the Router’s LAN L�nk-Local Address.

Check to enable the Autoconfigurat�on feature.

Select Stateful.(DHCPv6) or Stateless. Refer to the next 
page for Stateless.

Enter the IPv6 Address L�fet�me (�n m�nutes).

My IPv6 Connection:

IPv6 in IPv4 Tunnel 
Settings:

LAN IPv6 Address:

LAN Link-Local Address:

Enable 
Autoconfiguration:

Autoconfiguration Type:

IPv6 Address Lifetime:
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Stateless Autoconfiguration (Stateless)

My IPv6 Connection:

IPv6 DNS Settings:

LAN IPv6 Address:

LAN Link-Local 
Address:

Enable 
Autoconfiguration:

Autoconfiguration 
Type:

IPv6 Address Lifetime:

Select Stateless. Autoconfiguration from the drop-down 
menu.

Enter the sett�ngs suppl�ed by your Internet prov�der (ISP). 

Enter the LAN (local) IPv6 address for the router. 

D�splays the Router’s LAN L�nk-Local Address.

Check to enable the Autoconfigurat�on feature.

Select Stateless. Refer to the prev�ous page for Stateful.

Enter the Router Advert�sement L�fet�me (�n m�nutes).



59D-L�nk DIR-615 User Manual

Section 3 - Configuration

Stateless Autoconfiguration (Stateful)

My IPv6 Connection:

IPv6 DNS Settings:

LAN IPv6 Address:

LAN Link-Local 
Address:

Enable 
Autoconfiguration:

Autoconfiguration 
Type:

IPv6 Address Lifetime:

IPv6 Address Range 
Start:

IPv6 Address Lifetime:

Select Stateless.Autoconfiguration from the drop-down 
menu.

Enter the sett�ngs suppl�ed by your Internet prov�der 
(ISP). 

Enter the LAN (local) IPv6 address for the router. 

D�splays the Router’s LAN L�nk-Local Address.

Check to enable the Autoconfigurat�on feature.

Select Stateful. Refer to the prev�ous page for Stateful.

Enter the start IPv6 Address for the DHCPv6 range for 
your local computers.

Enter the end IPv6 Address for the DHCPv6 range for your 
local computers.

Enter the Router Advert�sement L�fet�me (�n m�nutes).
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Change Password
Remote Management

Enter a new password for the Adm�n�strator Log�n Name. The adm�n�strator can 
make changes to the sett�ngs.

Enter the new password for the User log�n. If you log�n as the User, you can only 
see the sett�ngs, but cannot change them.

Enter a name for the DIR-615 router.

Enables a challenge-response test to requ�re users to type letters or numbers 
from a d�storted �mage d�splayed on the screen to prevent onl�ne hackers and 
unauthor�zed users from ga�n�ng access to your router’s network sett�ngs. 

Check to enable HTTPS to connect to the router securely.

Remote management allows the DIR-615 to be configured from the Internet by 
a web browser. A username and password �s st�ll requ�red to access the Web-
Management �nterface. In general, only a member of your network can browse 
the bu�lt-�n web pages to perform Adm�n�strator tasks. Th�s feature enables you 
to perform Adm�n�strator tasks from the remote (Internet) host.
The port number used to access the DIR-615.

Example: http://x.x.x.x:8080 whereas x.x.x.x �s the Internet  IP address of the DIR-615 
and 8080 �s the port used for the Web Management �nterface. If you have enabled 
HTTPS.Server and checked Use.HTTPS, you must enter https:// as part of the URL to access the router remotely.

Th�s sect�on w�ll l�st any rules that are created. You may cl�ck the Edit �con to change the sett�ngs or enable/d�sable the rule, or cl�ck the Delete �con to 
remove the rule.

Admin Password:

User Password:

Gateway Name:

Enable Graphical 
Authentication:

Enable HTTPS Server:

Enable Remote 
Management:

Remote Admin 
Inbound Filter:

Details:

Administrator Settings
Th�s page w�ll allow you to change the Adm�n�strator and User passwords. You can also enable Remote Management.  There are two accounts that 
can access the management �nterface through the web browser. The accounts are adm�n and user. Adm�n has read/wr�te access wh�le user has 
read-only access. User can only v�ew the sett�ngs but cannot make any changes. Only the adm�n account has the ab�l�ty to change both adm�n and 
user account passwords.
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Time Settings

Select the T�me Zone from the drop-down menu.

To select Dayl�ght Sav�ng t�me manually, select enabled or 
d�sabled, and enter a start date and an end date for dayl�ght 
sav�ng t�me.

NTP �s short for Network T�me Protocol. NTP synchron�zes 
computer clock t�mes �n a network of computers. Check th�s 
box to use a NTP server. Th�s w�ll only connect to a server on 
the Internet, not a local server.

Enter the NTP server or select one from the drop down 
menu.

To manually �nput the t�me, enter the values �n these fields 
for the Year, Month, Day, Hour, M�nute, and Second and then 
cl�ck Set.Time. You can also cl�ck Copy.Your. Computer’s.
Time.Settings.

Time Zone:

Daylight 
Saving:

Enable NTP 
Server:

NTP Server 
Used:

Manual:

The T�me Configurat�on opt�on allows you to configure, update, and ma�nta�n the correct t�me on the �nternal system clock. From th�s sect�on you can 
set the t�me zone that you are �n and set the T�me Server. Dayl�ght Sav�ng can also be configured to automat�cally adjust the t�me when needed.
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SysLog
The Broadband Router keeps a runn�ng log of events and act�v�t�es occurr�ng on the Router. You may send these logs to a SysLog server on your 
network.

Enable Logging to 
SysLog Server:

SysLog Server IP 
Address:

Check th�s box to send the router logs to a SysLog Server.

The address of the SysLog server that w�ll be used to send 
the logs. You may also select your computer from the drop-
down menu (only �f rece�v�ng an IP address from the router 
v�a DHCP).
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E-mail Settings
The Ema�l feature can be used to send the system log files, router alert messages, and firmware update not�ficat�on to your e-ma�l address. 

Enable Email 
Notification: 

From Email Address:

To Email Address:

SMTP Server 
Address:

Enable 
Authentication:

Account Name:

Password:

On Log Full:

On Schedule:

Schedule:

When th�s opt�on �s enabled, router act�v�ty logs are e-ma�led 
to a des�gnated e-ma�l address.

Th�s e-ma�l address w�ll appear as the sender when you 
rece�ve a log file or firmware upgrade not�ficat�on v�a e-
ma�l.

Enter the e-ma�l address where you want the  ema�l sent. 

Enter the SMTP server address for send�ng e-ma�l. If your 
SMTP server requ�res authent�cat�on, select th�s opt�on.

Check th�s box �f your SMTP server requ�res authent�cat�on. 

Enter your account for send�ng e-ma�l.

Enter the password assoc�ated w�th the account. Re-type 
the password assoc�ated w�th the account.

When th�s opt�on �s selected, logs w�ll be sent v�a e-ma�l 
when the log �s full.

Select�ng th�s opt�on w�ll send the logs v�a e-ma�l accord�ng 
to schedule.

Th�s opt�on �s enabled when On Schedule �s selected. You 
can select a schedule from the l�st of defined schedules. To 
create a schedule, go to Tools.>.Schedules.
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Use th�s opt�on to save the current router configurat�on 
sett�ngs to a file on the hard d�sk of the computer you are 
us�ng. F�rst, cl�ck the Save button. You w�ll then see a file 
d�alog, where you can select a locat�on and file name for 
the sett�ngs. 

Use th�s opt�on to load prev�ously saved router configurat�on 
sett�ngs. F�rst, use the Browse control to find a prev�ously save 
file of configurat�on sett�ngs. Then, cl�ck the Load button to 
transfer those sett�ngs to the router. 

Th�s opt�on w�ll restore all configurat�on sett�ngs back to 
the sett�ngs that were �n effect at the t�me the router was 
sh�pped from the factory. Any sett�ngs that have not been 
saved w�ll be lost, �nclud�ng any rules that you have created. 
If you want to save the current router configurat�on sett�ngs, 
use the Save button above. 

Cl�ck to reboot the router.

Save Settings to 
Local Hard Drive:

Load Settings from 
Local Hard Drive:

Restore to Factory 
Default Settings:

Reboot Device:

System Settings
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Cl�ck on the Check. Now. button to find out �f there �s an 
updated firmware or language pack vers�on; �f so, download 
the new firmware to your hard dr�ve.

To remove the language pack, cl�ck Remove.
Note: The Remove button will show up after a language pack 
is uploaded.

After you have downloaded the new firmware, cl�ck Browse 
to locate the firmware update on your hard dr�ve.  Cl�ck 
Upload to complete the firmware upgrade.

To upgrade the language pack, follow these steps: 

1. Cl�ck the Browse button to locate the D-L�nk language 
pack upgrade file on your computer. 
Note: Language pack file extension will be *.lng

2. Once you have found the file, cl�ck the Upload.button to 
beg�n the language pack upgrade process. Th�s can take 
a m�nute or more. 

3. Wa�t for the router to reboot. Th�s process can take about 
75 seconds.

Firmware 
Information:

Remove:

Firmware Upgrade:

Language Pack 
Upgrade:

Update Firmware
You can upgrade the firmware of the Router here. Make sure the firmware you want to use �s on the local hard dr�ve of the computer. Cl�ck on Browse 
to locate the firmware file to be used for the update. Please check the D-L�nk support s�te for firmware updates at http://support.dl�nk.com. You can 
download firmware upgrades to your hard dr�ve from the D-L�nk support s�te.
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Dynam�c Doma�n Name System �s a method of keep�ng a 
doma�n name l�nked to a chang�ng IP Address. Check the 
box to enable DDNS.

Choose your DDNS prov�der from the drop down menu.

Enter the Host Name that you reg�stered w�th your DDNS 
serv�ce prov�der.

Enter the Username for your DDNS account.

Enter the Password for your DDNS account.

Enter a t�me (�n hours).

D�splays the current  connect�on status to your DDNS 
server.

DDNS:

Server Address:

Host Name:

Username or Key:

Password or Key:

Timeout:

Status:

DDNS
The DDNS feature allows you to host a server (Web, FTP, Game Server, etc…) us�ng a doma�n name that you have purchased (www.whateveryourname�s.
com) w�th your dynam�cally ass�gned IP address. Most broadband Internet Serv�ce Prov�ders ass�gn dynam�c (chang�ng) IP addresses. Us�ng a DDNS 
serv�ce prov�der, your fr�ends can enter �n your doma�n name to connect to your server no matter what your IP address �s.
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System Check
The P�ng Test �s used to send P�ng packets to test �f a 
computer �s on the Internet. Enter the IP Address that you 
w�sh to P�ng, and cl�ck Ping.

The results of your p�ng attempts w�ll be d�splayed here.

Ping Test:

Ping Results:
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Enter a name for your new schedule.

Select a day, a range of days, or All Week to �nclude every 
day.

Check All.Day.-.24hrs or enter a start and end t�me for 
your schedule.

Cl�ck Save to save your schedule. You must cl�ck Save 
Sett�ngs at the top for your schedules to go �nto effect.

The l�st of schedules w�ll be l�sted here. Cl�ck the Edit �con 
to make changes or cl�ck the Delete �con to remove the 
schedule.

Name:

Days:

Time:

Save:

Schedule Rules List:

Schedules
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Th�s page d�splays the current �nformat�on for the DIR-615. It w�ll d�splay the LAN, WAN (Internet), and W�reless �nformat�on.

If your Internet connect�on �s set up for a Dynam�c IP address then a Release button and a Renew button w�ll be d�splayed. Use Release to d�sconnect 
from your ISP and use Renew to connect to your ISP. 

If your Internet connect�on �s set up for PPPoE, a Connect button and a 
Disconnect button w�ll be d�splayed. Use Disconnect to drop the PPPoE 
connect�on and use Connect to establ�sh the PPPoE connect�on.

See the follow�ng page for more �nformat�on.

Device Information
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D�splays the router’s t�me and firmware vers�on.

D�splays the MAC address and the publ�c IP sett�ngs for the 
router.

D�splays the MAC address and the pr�vate (local) IP sett�ngs for 
the router.

D�splays the w�reless MAC address and your w�reless sett�ngs 
such as SSID and Channel.

D�splays computers and dev�ces that are connected to the router 
v�a Ethernet and that are rece�v�ng an IP address ass�gned by the 
router (DHCP). 

D�splays the Mult�cast Group IP Address.

General:

WAN:

LAN:

Wireless LAN:

LAN Computers:

IGMP Multicast 
Memberships:
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Log

What to View:

View Levels:

Apply Log Settings:

Refresh:

Clear:

Email Now:

Save Log:

You can select the types of messages that you want to d�splay from 
the log. F�rewall & Secur�ty, System, and Router Status messages 
can be selected.

There are three levels of message �mportance: Informat�onal, 
Warn�ng, and Cr�t�cal. Select the levels that you want d�splayed �n 
the log.

W�ll filter the log results so that only the selected opt�ons appear.

Updates the log deta�ls on the screen so �t d�splays any recent 
act�v�ty.

Clears all of the log contents.

Th�s opt�on w�ll send a copy of the router log to the e-ma�l address 
configured �n the Tools.>.Email.Settings screen.

Th�s opt�on w�ll save the router to a log file on your computer.

The router automat�cally logs (records) events of poss�ble �nterest �n �t’s �nternal memory. If there �sn’t enough �nternal memory for all events, logs 
of older events are deleted but logs of the latest events are reta�ned. The Logs opt�on allows you to v�ew the router logs. You can define what types 
of events you want to v�ew and the level of the events to v�ew. Th�s router also has external Syslog Server support so you can send the log files to 
a computer on your network that �s runn�ng a Syslog ut�l�ty.
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Statistics
The screen below d�splays the Traffic Stat�st�cs. Here you can v�ew the amount of packets that pass through the DIR-615 on both the Internet and the LAN 
ports. The traffic counter w�ll reset �f the dev�ce �s rebooted.
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Internet Sessions
The Internet Sess�ons page d�splays full deta�ls of act�ve Internet sess�ons through your router. An Internet sess�on �s a conversat�on between a 
program or appl�cat�on on a LAN-s�de computer and a program or appl�cat�on on a WAN-s�de computer. 

Local:

NAT:

Internet:

Protocol:

State:

Dir:

Priority:

The IP address and, where appropr�ate, port number of the 
local appl�cat�on. 

The port number of the LAN-s�de appl�cat�on as v�ewed by 
the WAN-s�de appl�cat�on. 

The IP address and, where appropr�ate, port number of the 
appl�cat�on on the Internet. 

The commun�cat�ons protocol used for the conversat�on. 

State for sess�ons that use the TCP protocol:

 NO: None -- Th�s entry �s used as a placeholder for a future connect�on that may occur.
 SS: SYN Sent -- One of the systems �s attempt�ng to start a connect�on.
 EST: Establ�shed -- the connect�on �s pass�ng data.
 FW: FIN Wa�t -- The cl�ent system has requested that the connect�on be stopped.
 CW: Close Wa�t -- The server system has requested that the connect�on be stopped.
 TW: T�me Wa�t -- Wa�t�ng for a short t�me wh�le a connect�on that was �n FIN Wa�t �s fully closed.
 LA: Last ACK -- Wa�t�ng for a short t�me wh�le a connect�on that was �n Close Wa�t �s fully closed.

 CL: Closed -- The connect�on �s no longer act�ve but the sess�on �s be�ng tracked �n case there are any retransm�tted packets st�ll pend�ng.

The d�rect�on of �n�t�at�on of the conversat�on: 

. Out - In�t�ated from LAN to WAN.

. In - In�t�ated from WAN to LAN.

The preference g�ven to outbound packets of th�s conversat�on by the QoS Eng�ne log�c. Smaller numbers represent h�gher pr�or�ty. 
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Time Out: The number of seconds of �dle t�me unt�l the router cons�ders the sess�on term�nated. The �n�t�al value of T�me Out depends on the type and state of the 
connect�on.

. 300.seconds - UDP connect�ons.

. 240.seconds - Reset or closed TCP connect�ons. The connect�on does not close �nstantly so that l�nger�ng packets can pass or the connect�on can be 
re-establ�shed.

. 7800.seconds - Establ�shed or clos�ng TCP connect�ons.
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Routing Table
Th�s page d�splays the rout�ng deta�ls configured for your router.
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The w�reless cl�ent table d�splays a l�st of current connected w�reless cl�ents. Th�s table also d�splays the connect�on t�me and MAC address of the 
connected w�reless cl�ents.

Wireless
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IPv6
Th�s screen w�ll d�splay all of your IPv6 �nternet and network connect�on deta�ls are d�splayed on th�s page. 
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Support
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Wireless Security
Th�s sect�on w�ll show you the d�fferent levels of secur�ty you can use to protect your data from �ntruders. The DIR-615 offers the follow�ng types 
of secur�ty:

• WPA2 (W�-F� Protected Access 2)   • WPA2-PSK(Pre-Shared Key)

• WPA (W�-F� Protected Access)  • WPA-PSK (Pre-Shared Key)

What is WPA?
WPA, or W�-F� Protected Access, �s a W�-F� standard that was des�gned to �mprove the secur�ty features of WEP (W�red Equ�valent Pr�vacy).  

The 2 major �mprovements over WEP: 

• Improved data encrypt�on through the Temporal Key Integr�ty Protocol (TKIP). TKIP scrambles the keys us�ng a hash�ng algor�thm 
and, by add�ng an �ntegr�ty-check�ng feature, ensures that the keys haven’t been tampered w�th. WPA2 �s based on 802.11� and 
uses Advanced Encrypt�on Standard (AES) �nstead of TKIP.

• User authent�cat�on, wh�ch �s generally m�ss�ng �n WEP, through the extens�ble authent�cat�on protocol (EAP). WEP regulates 
access to a w�reless network based on a computer’s hardware-spec�fic MAC address, wh�ch �s relat�vely s�mple to be sn�ffed out 
and stolen. EAP �s bu�lt on a more secure publ�c-key encrypt�on system to ensure that only author�zed network users can access 
the network.

WPA-PSK/WPA2-PSK uses a passphrase or key to authent�cate your w�reless connect�on. The key �s an alpha-numer�c password between 8 and 63 
characters long. The password can �nclude symbols (!?*&_) and spaces. Th�s key must be the exact same key entered on your w�reless router or 
access po�nt.

WPA/WPA2 �ncorporates user authent�cat�on through the Extens�ble Authent�cat�on Protocol (EAP). EAP �s bu�lt on a more secure publ�c key encrypt�on 
system to ensure that only author�zed network users can access the network.
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Wireless Network Setup Wizard

To run the secur�ty w�zard, browse to the Setup page and then cl�ck the Wireless.Network.Setup.Wizard.button. 
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Enter the SSID (Serv�ce Set Ident�fier). The SSID �s the name of your w�reless 
network. Create a name us�ng up to 32 characters. The SSID �s case-sens�t�ve. 
Select  Automat�cally and cl�ck Next. 

Once th�s screen appears, the setup �s complete. You w�ll be g�ven a deta�led 
summary of your w�reless secur�ty sett�ngs. 
Cl�ck Save to cont�nue.
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Select a w�reless secur�ty password. It must be exactly 5 or 13 characters. It 
must also be exactly 10 or 26 characters us�ng 0-9 and A-F. 
Cl�ck Next to cont�nue.

Your Setup �s complete. You w�ll be g�ven a deta�led summary of your w�reless 
secur�ty sett�ngs. Cl�ck Save to fin�sh the Secur�ty W�zard. 

Enter the SSID (Serv�ce Set Ident�fier). The SSID �s the name of your w�reless 
network. Create a name us�ng up to 32 characters. The SSID �s case-sens�t�ve. 
Select Manually and cl�ck on Next.
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From the Setup > Wireless. Settings screen, cl�ck Add.Wireless. Device.
with.WPS.

Add Wireless Device with WPS Wizard

PIN: Select th�s opt�on to use PIN method. In order to use th�s method you 
must know the w�reless cl�ent’s 8 d�g�t PIN and cl�ck Connect.

PBC:.Select th�s opt�on to use PBC (Push Button) method to add a w�reless 
cl�ent. Cl�ck Connect.

Select Auto to add a w�reless cl�ent us�ng WPS (W�-F� Protected Setup). Once 
you select Auto.and cl�ck.Connect, you w�ll have a 120 second t�me l�m�t 
to apply the sett�ngs to your w�reless cl�ent(s) and successfully establ�sh a 
connect�on. 

If you select Manual, a sett�ngs summary screen w�ll appear. Wr�te down the 
secur�ty key and enter th�s on your w�reless cl�ents. 
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Configure WPA-Personal (PSK)

It �s recommended to enable encrypt�on on your w�reless router before your w�reless network adapters. Please establ�sh w�reless connect�v�ty before 
enabl�ng encrypt�on. Your w�reless s�gnal may degrade when enabl�ng encrypt�on due to the added overhead.

1.. Log �nto the web-based configurat�on by open�ng a web browser and 
enter�ng the IP address of the router (192.168.0.1). Cl�ck on.Setup.and 
then cl�ck.Wireless.Settings on the left s�de.

2. Next to Security Mode, select WPA-Personal.

3. Next to WPA Mode, select Auto, WPA2.Only, or.WPA.Only. Use Auto �f 
you have w�reless cl�ents us�ng both WPA and WPA2.

4. Next to Cypher Type, select TKIP. and. AES, TKIP, or AES. If you have 
w�reless cl�ents that use both types, use TKIP.and.AES.

5. Next to Group Key Update Interval, enter the amount of t�me before the 
group key used for broadcast and mult�cast data �s changed (3600 �s 
default).

6. Next to Pre-Shared Key, enter a key (passphrase). The key �s entered as a 
pass-phrase �n ASCII format at both ends of the w�reless connect�on. The 
pass-phrase must be between 8-63 characters. 

7. Cl�ck Save. Settings to save your sett�ngs. If you are configur�ng the 
router w�th a w�reless adapter, you w�ll lose connect�v�ty unt�l you enable 
WPA-PSK on your adapter and enter the same passphrase as you d�d on 
the router.
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It �s recommended to enable encrypt�on on your w�reless router before your w�reless network adapters. Please establ�sh w�reless connect�v�ty before 
enabl�ng encrypt�on. Your w�reless s�gnal may degrade when enabl�ng encrypt�on due to the added overhead.

1.. Log �nto the web-based configurat�on by open�ng a web browser and enter�ng the IP address of the router (192.168.0.1).  Cl�ck on.Setup.and 
then cl�ck.Wireless.Settings on the left s�de.

2. Next to Security Mode, select WPA-Enterprise.

 Note: The user must disable Wi-Fi Protected Setup in order to select WPA-
Enterprise. 

3. Next to WPA Mode, select Auto, WPA2.Only, or.WPA.Only. Use Auto �f you have 
w�reless cl�ents us�ng both WPA and WPA2.

4. Next to Cypher Type, select TKIP.and.AES, TKIP, or AES. If you have w�reless 
cl�ents that use both types, use TKIP.and.AES.

5. Next to Group Key Update Interval, enter the amount of t�me before the group 
key used for broadcast and mult�cast data �s changed (3600 �s default).

6. Next to Authentication Timeout, enter the amount of t�me before a cl�ent �s 
requ�red to re-authent�cate (60 m�nutes �s default). 

7. Next to RADIUS Server IP Address enter the IP Address of your RADIUS server.

8. Next to RADIUS Server Port, enter the port you are us�ng w�th your RADIUS server. 
1812 �s the default port.

9. Next to RADIUS Server Shared Secret, enter the secur�ty key.

10. If the MAC Address Authentication box �s selected then the user w�ll need 
to connect from the same computer whenever logg�ng �nto the w�reless 
network.

Configure WPA-Enterprise (RADIUS)



86D-L�nk DIR-615 User Manual

Section 4 - Security

11. Cl�ck Advanced to enter sett�ngs for a secondary RADIUS Server.

12. Cl�ck Apply.Settings to save your sett�ngs.
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Using Windows® 7
It �s recommended to enable w�reless secur�ty (WPA/WPA2) on your w�reless router or access po�nt before configur�ng your w�reless adapter. If you 
are jo�n�ng an ex�st�ng network, you w�ll need to know the secur�ty key or passphrase be�ng used.

1. Cl�ck on the w�reless �con �n your system tray (lower-r�ght corner).

2. The ut�l�ty w�ll d�splay any ava�lable w�reless networks �n your area.

Connect to a Wireless Network

W�reless Icon
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3. H�ghl�ght the w�reless network (SSID) you would l�ke to connect to and cl�ck 
the Connect button.

 If you get a good s�gnal but cannot access the Internet, check your TCP/IP 
sett�ngs for your w�reless adapter. Refer to the Network�ng Bas�cs sect�on �n 
th�s manual for more �nformat�on.

4. The follow�ng w�ndow appears wh�le your computer tr�es to connect to the 
router.
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5. Enter the same secur�ty key or passphrase that �s on your router and cl�ck 
Connect. You can also connect by push�ng the WPS button on the router.

It may take 20-30 seconds to connect to the w�reless network. If the connect�on 
fa�ls, please ver�fy that the secur�ty sett�ngs are correct. The key or passphrase 
must be exactly the same as on the w�reless router.
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Configure WPS
The WPS feature of the DIR-615 can be configured us�ng W�ndows® 7. Carry out the follow�ng steps to use W�ndows® 7 to configure the WPS feature 
of the DIR-615:

1. Cl�ck the Start button and select Computer from the Start menu.

2. Cl�ck the Network opt�on.
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3. Double-cl�ck the DIR-615 router.

4. Input the WPS PIN number (d�splayed �n the WPS w�ndow on the Router’s 
LCD screen or �n the Setup.> Wireless.Setup menu �n the Router’s Web UI) 
and cl�ck Next.
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5. Type a name to �dent�fy the network.

6. To configure advanced sett�ngs, cl�ck the         �con.

Cl�ck Next to cont�nue.
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7. The follow�ng w�ndow appears wh�le the Router �s be�ng configured.
 
 Wa�t for the configurat�on to complete.

8. The follow�ng w�ndow �nforms you that WPS on the DIR-615 has been setup 
successfully.

 Make a note of the secur�ty key as you may need to prov�de th�s secur�ty key 
�f add�ng an older w�reless dev�ce to the network �n the future.

9. Cl�ck Close to complete WPS setup.
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Connect to a Wireless Network

W�ndows V�sta® users may use the bu�lt-�n w�reless ut�l�ty. If you are us�ng another company’s ut�l�ty or W�ndows® 2000, please refer to the user manual 
of your w�reless adapter for help w�th connect�ng to a w�reless network. Most ut�l�t�es w�ll have a “s�te survey” opt�on s�m�lar to the W�ndows V�sta® 
ut�l�ty as seen below.

R�ght-cl�ck on the w�reless computer �con �n your system tray (lower-r�ght corner 
next to the t�me). Select Connect.to.a.network.

If you rece�ve the Wireless.Networks.Detected bubble, cl�ck on the center of 
the bubble to access the ut�l�ty.

     or

The ut�l�ty w�ll d�splay any ava�lable w�reless networks �n your area. Cl�ck on a 
network (d�splayed us�ng the SSID) and cl�ck the Connect button.

If you get a good s�gnal but cannot access the Internet, check you TCP/IP sett�ngs 
for your w�reless adapter. Refer to the Networking.Basics sect�on �n th�s manual 
for more �nformat�on.

Using Windows Vista®
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Configure WPA/WPA2

It �s recommended to enable w�reless secur�ty (WPA/WPA2) on your w�reless router or access po�nt before configur�ng your w�reless adapter. If you 
are jo�n�ng an ex�st�ng network, you w�ll need to know the secur�ty key or passphrase be�ng used.

2. H�ghl�ght the w�reless network (SSID) you would l�ke to connect to and 
cl�ck Connect.

1. Open the W�ndows V�sta® W�reless Ut�l�ty by r�ght-cl�ck�ng on the w�reless 
computer �con �n your system tray (lower r�ght corner of screen). Select 
Connect.to.a.network. 
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3. Enter the same secur�ty key or passphrase that �s on your router and cl�ck 
Connect.

It may take 20-30 seconds to connect to the w�reless network. If the connect�on fa�ls, 
please ver�fy that the secur�ty sett�ngs are correct. The key or passphrase must be 
exactly the same as on the w�reless router.
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Connect Using WCN 2.0
The router supports W�-F� protect�on, referred to as WCN 2.0 �n W�ndows V�sta® and W�ndows 7. The follow�ng �nstruct�ons for sett�ng th�s up depends 
on whether you are us�ng W�ndows V�sta® and W�ndows 7 to configure the router or th�rd party software.

When you first set up the router, W�-F� protect�on �s d�sabled and unconfigured. To enjoy the benefits of W�-F� protect�on, the router must be both 
enabled and configured. There are three bas�c methods to accompl�sh th�s: use W�ndows V�sta’s bu�lt-�n support for WCN 2.0, use software prov�ded 
by a th�rd party, or manually configure. 

If you are runn�ng W�ndows V�sta®, log �nto the router and cl�ck the Enable checkbox �n the Basic > Wireless sect�on. Use the Current PIN that �s 
d�splayed on the Advanced > Wi-Fi.Protected.Setup sect�on or choose to cl�ck the Generate.New.PIN button or Reset.PIN.to.Default button. 

If you are us�ng th�rd party software to set up W�-F� Protect�on, carefully follow the d�rect�ons. When you are fin�shed, proceed to the next sect�on 
to set up the newly-configured router.
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W�ndows® XP users may use the bu�lt-�n w�reless ut�l�ty (Zero Configurat�on Ut�l�ty). The follow�ng �nstruct�ons are for Serv�ce Pack 2 users.  If you are 
us�ng another company’s ut�l�ty or W�ndows® 2000, please refer to the user manual of your w�reless adapter for help w�th connect�ng to a w�reless 
network. Most ut�l�t�es w�ll have a “s�te survey” opt�on s�m�lar to the W�ndows® XP ut�l�ty as seen below.

If you rece�ve the Wireless.Networks.Detected bubble, cl�ck on the center of 
the bubble to access the ut�l�ty.

     or

R�ght-cl�ck on the w�reless computer �con �n your system tray (lower-r�ght corner 
next to the t�me). Select View.Available.Wireless.Networks.

The ut�l�ty w�ll d�splay any ava�lable w�reless networks �n your area. Cl�ck on a 
network (d�splayed us�ng the SSID) and cl�ck the Connect button.

If you get a good s�gnal but cannot access the Internet, check you TCP/IP sett�ngs 
for your w�reless adapter. Refer to the Networking.Basics sect�on �n th�s manual 
for more �nformat�on.

Connect to a Wireless Network
Using Windows® XP
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It �s recommended to enable WEP on your w�reless router or access po�nt before configur�ng your w�reless adapter. If you are jo�n�ng an ex�st�ng 
network, you w�ll need to know the WEP key be�ng used.

2. H�ghl�ght the w�reless network (SSID) you would l�ke to connect to and 
cl�ck Connect.

1. Open the W�ndows® XP W�reless Ut�l�ty by r�ght-cl�ck�ng on the w�reless 
computer �con �n your system tray (lower-r�ght corner of screen). Select 
View.Available.Wireless.Networks. 

Using Windows® XP Through WPA-PSK

Connect to a Wireless Network
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3. The Wireless.Network.Connection box w�ll appear. Enter the WPA-PSK passphrase 
and cl�ck Connect.

It may take 20-30 seconds to connect to the w�reless network. If the connect�on fa�ls, 
please ver�fy that the WPA-PSK sett�ngs are correct. The WPA-PSK passphrase must be 
exactly the same as on the w�reless router.
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Troubleshooting
Th�s chapter prov�des solut�ons to problems that can occur dur�ng the �nstallat�on and operat�on of the DIR-615.  Read the follow�ng descr�pt�ons 
�f you are hav�ng problems. (The examples below are �llustrated �n W�ndows® XP.  If you have a d�fferent operat�ng system, the screen shots on your 
computer w�ll look s�m�lar to the follow�ng examples.)

1..Why.can’t.I.access.the.web-based.configuration.utility?

When enter�ng the IP address of the D-L�nk router (192.168.0.1 for example), you are not connect�ng to a webs�te on the Internet or have to be 
connected to the Internet. The dev�ce has the ut�l�ty bu�lt-�n to a ROM ch�p �n the dev�ce �tself. Your computer must be on the same IP subnet to 
connect to the web-based ut�l�ty. 

• Make sure you have an updated Java-enabled web browser. We recommend the follow�ng: 

• Internet Explorer 6 or h�gher 
• Moz�lla 1.7.12 (5.0) or h�gher 
• Safar� 3 or h�gher 
• F�refox 3.0 or h�gher 

• Ver�fy phys�cal connect�v�ty by check�ng for sol�d l�nk l�ghts on the dev�ce. If you do not get a sol�d l�nk l�ght, try us�ng a d�fferent cable or connect 
to a d�fferent port on the dev�ce �f poss�ble. If the computer �s turned off, the l�nk l�ght may not be on.

• D�sable any Internet secur�ty software runn�ng on the computer. Software firewalls such as Zone Alarm, Black Ice, Sygate, Norton Personal F�rewall, 
and W�ndows® XP firewall may block access to the configurat�on pages. Check the help files �ncluded w�th your firewall software for more �nformat�on 
on d�sabl�ng or configur�ng �t.
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• Configure your Internet sett�ngs:

• Go to Start > Settings > Control.Panel. Double-cl�ck the Internet.Options Icon. From the Security tab, cl�ck the button to restore 
the sett�ngs to the�r defaults.

• Cl�ck the Connection tab and set the d�al-up opt�on to Never D�al a Connect�on. Cl�ck the LAN Sett�ngs button. Make sure noth�ng 
�s checked. Cl�ck OK. 

• Go to the Advanced tab and cl�ck the button to restore these sett�ngs to the�r defaults. Cl�ck OK three t�mes.

• Close your web browser (�f open) and open �t.

• Access the web management. Open your web browser and enter the IP address of your D-L�nk router �n the address bar. Th�s should open the 
log�n page for your the web management. 

• If you st�ll cannot access the configurat�on, unplug the power to the router for 10 seconds and plug back �n. Wa�t about 30 seconds and try access�ng 
the configurat�on. If you have mult�ple computers, try connect�ng us�ng a d�fferent computer.

2..What.can.I.do.if.I.forgot.my.password?

If you forgot your password, you must reset your router. Unfortunately th�s process w�ll change all your sett�ngs back to the factory defaults.

To reset the router, locate the reset button (hole) on the rear panel of the un�t. W�th the router powered on, use a papercl�p to hold the button 
down for 10 seconds. Release the button and the router w�ll go through �ts reboot process. Wa�t about 30 seconds to access the router. The default 
IP address �s 192.168.0.1. When logg�ng �n, the username �s admin and leave the password box empty.
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3..Why.can’t.I.connect.to.certain.sites.or.send.and.receive.e-mails.when.connecting.through.my.router?.

If you are hav�ng a problem send�ng or rece�v�ng e-ma�l, or connect�ng to secure s�tes such as eBay, bank�ng s�tes, and Hotma�l, we suggest lower�ng 
the MTU �n �ncrements of ten (Ex. 1492, 1482, 1472, etc). 

Note:.AOL DSL+ users must use MTU of 1400..

To find the proper MTU S�ze, you’ll have to do a spec�al p�ng of the dest�nat�on you’re try�ng to go to. A dest�nat�on could be another computer, or 
a URL. 

• Cl�ck on Start and then cl�ck Run. 
• W�ndows® 95, 98, and Me users type �n command (W�ndows® NT, 2000, and XP users type �n cmd) and press Enter.(or cl�ck OK). 
• Once the w�ndow opens, you’ll need to do a spec�al p�ng. Use the follow�ng syntax: 

. ping.[url].[-f].[-l].[MTU.value] 

Example: ping.yahoo.com.-f.-l.1472 
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You should start at 1472 and work your way down by 10 each t�me. Once you get a reply, go up by 2 unt�l you get a fragmented packet. Take that 
value and add 28 to the value to account for the var�ous TCP/IP headers. For example, lets say that 1452 was the proper value, the actual MTU s�ze 
would be 1480, wh�ch �s the opt�mum for the network we’re work�ng w�th (1452+28=1480). 

Once you find your MTU, you can now configure your router w�th the proper MTU s�ze. 

To change the MTU rate on your router follow the steps below: 

• Open your browser, enter the IP address of your router (192.168.0.1) and cl�ck OK. 
• Enter your username (adm�n) and password (blank by default). Cl�ck OK to enter the web configurat�on page for the dev�ce. 
• Cl�ck on Setup and then cl�ck Manual.Configure.  
• To change the MTU enter the number �n the MTU field and cl�ck Save.Settings to save your sett�ngs. 
• Test your e-ma�l. If chang�ng the MTU does not resolve the problem, cont�nue chang�ng the MTU �n �ncrements of ten. 



105D-L�nk DIR-615 User Manual

Appendix A - Wireless Basics

D-L�nk w�reless products are based on �ndustry standards to prov�de easy-to-use and compat�ble h�gh-speed w�reless connect�v�ty w�th�n your 
home, bus�ness or publ�c access w�reless networks. Str�ctly adher�ng to the IEEE standard, the D-L�nk w�reless fam�ly of products w�ll allow you to 
securely access the data you want, when and where you want �t. You w�ll be able to enjoy the freedom that w�reless network�ng del�vers.

A w�reless local area network (WLAN) �s a cellular computer network that transm�ts and rece�ves data w�th rad�o s�gnals �nstead of w�res. W�reless 
LANs are used �ncreas�ngly �n both home and office env�ronments, and publ�c areas such as a�rports, coffee shops and un�vers�t�es. Innovat�ve ways 
to ut�l�ze WLAN technology are help�ng people to work and commun�cate more effic�ently. Increased mob�l�ty and the absence of cabl�ng and other 
fixed �nfrastructure have proven to be benefic�al for many users. 

W�reless users can use the same appl�cat�ons they use on a w�red network.  W�reless adapter cards used on laptop and desktop systems support 
the same protocols as Ethernet adapter cards. 

Under many c�rcumstances, �t may be des�rable for mob�le network dev�ces to l�nk to a convent�onal Ethernet LAN �n order to use servers, pr�nters 
or an Internet connect�on suppl�ed through the w�red LAN.  A W�reless Router �s a dev�ce used to prov�de th�s l�nk.

Wireless Basics
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What.is.Wireless?

W�reless or W�-F� technology �s another way of connect�ng your computer to the network w�thout us�ng w�res. W�-F� uses rad�o frequency 
to connect w�relessly, so you have the freedom to connect computers anywhere �n your home or office network.

Why.D-Link.Wireless? 
  

D-L�nk �s the worldw�de leader and award w�nn�ng des�gner, developer, and manufacturer of network�ng products. D-L�nk del�vers 
the performance you need at a pr�ce you can afford. D-L�nk has all the products you need to bu�ld your network.

How.does.wireless.work? 
  

W�reless works s�m�lar to how cordless phone work, through rad�o s�gnals to transm�t data from one po�nt A to po�nt B. But w�reless 
technology has restr�ct�ons as to how you can access the network. You must be w�th�n the w�reless network range area to be able to 
connect your computer. There are two d�fferent types of w�reless networks W�reless Local Area Network (WLAN), and W�reless Personal 
Area Network (WPAN).

Wireless.Local.Area.Network.(WLAN)

In a w�reless local area network, a dev�ce called an Access Po�nt (AP) connects computers to the network. The access po�nt has a small 
antenna attached to �t, wh�ch allows �t to transm�t data back and forth over rad�o s�gnals. W�th an �ndoor access po�nt as seen �n the 
p�cture, the s�gnal can travel up to 300 feet. W�th an outdoor access po�nt the s�gnal can reach out up to 30 m�les to serve places l�ke 
manufactur�ng plants, �ndustr�al locat�ons, college and h�gh school campuses, a�rports, golf courses, and many other outdoor venues.

Wireless.Personal.Area.Network.(WPAN)

Bluetooth �s the �ndustry standard w�reless technology used for WPAN. Bluetooth dev�ces �n WPAN operate �n a range up to 30 feet 
away.

Compared to WLAN the speed and w�reless operat�on range are both less than WLAN, but �n return �t doesn’t use nearly as much power 
wh�ch makes �t �deal for personal dev�ces, such as mob�le phones, PDAs, headphones, laptops, speakers, and other dev�ces that operate 
on batter�es.
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Who.uses.wireless?.
  

W�reless technology as become so popular �n recent years that almost everyone �s us�ng �t, whether �t’s for home, office, bus�ness, D-
L�nk has a w�reless solut�on for �t.

Home
• G�ves everyone at home broadband access
• Surf the web, check e-ma�l, �nstant message, and etc
• Gets r�d of the cables around the house
• S�mple and easy to use

 

Small.Office.and.Home.Office
• Stay on top of everyth�ng at home as you would at office
• Remotely access your office network from home
• Share Internet connect�on and pr�nter w�th mult�ple computers
• No need to ded�cate office space

 
 

 



108D-L�nk DIR-615 User Manual

Appendix A - Wireless Basics

Where.is.wireless.used?.
  

W�reless technology �s expand�ng everywhere not just at home or office. People l�ke the freedom of mob�l�ty and �t’s becom�ng so 
popular that more and more publ�c fac�l�t�es now prov�de w�reless access to attract people. The w�reless connect�on �n publ�c places �s 
usually called “hotspots”.

Us�ng a D-L�nk Cardbus Adapter w�th your laptop, you can access the hotspot to connect to Internet from remote locat�ons l�ke: A�rports, 
Hotels, Coffee Shops, L�brar�es, Restaurants, and Convent�on Centers.

W�reless network �s easy to setup, but �f you’re �nstall�ng �t for the first t�me �t could be qu�te a task not know�ng where to start. That’s 
why we’ve put together a few setup steps and t�ps to help you through the process of sett�ng up a w�reless network.

Tips

Here are a few th�ngs to keep �n m�nd, when you �nstall a w�reless network.

Centralize.your.router.or.Access.Point
  

Make sure you place the router/access po�nt �n a central�zed locat�on w�th�n your network for the best performance. Try to place the 
router/access po�nt as h�gh as poss�ble �n the room, so the s�gnal gets d�spersed throughout your home. If you have a two-story home, 
you may need a repeater to boost the s�gnal to extend the range.

Eliminate.Interference 
  

Place home appl�ances such as cordless telephones, m�crowaves, and telev�s�ons as far away as poss�ble from the router/access po�nt. 
Th�s would s�gn�ficantly reduce any �nterference that the appl�ances m�ght cause s�nce they operate on same frequency.

Security 
  

Don’t let you next-door ne�ghbors or �ntruders connect to your w�reless network. Secure your w�reless network by turn�ng on the WPA 
or WEP secur�ty feature on the router. Refer to product manual for deta�l �nformat�on on how to set �t up.
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There are bas�cally two modes of network�ng: 

• Infrastructure – All w�reless cl�ents w�ll connect to an access po�nt or w�reless router.

• Ad-Hoc – D�rectly connect�ng to another computer, for peer-to-peer commun�cat�on, us�ng w�reless network adapters on each 
computer, such as two or more DIR-615 w�reless network Cardbus adapters.

An Infrastructure network conta�ns an Access Po�nt or w�reless router. All the w�reless dev�ces, or cl�ents, w�ll connect to the w�reless router or access 
po�nt. 

An Ad-Hoc network conta�ns only cl�ents, such as laptops w�th w�reless cardbus adapters. All the adapters must be �n Ad-Hoc mode to 
commun�cate.

Wireless Modes
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Networking Basics

Check your IP address
After you �nstall your adapter, by default, the TCP/IP sett�ngs should be set to obta�n an IP address from a DHCP server (�.e. w�reless router) automat�cally. 
To ver�fy your IP address, please follow the steps below.

Cl�ck on Start > Run. In the run box type cmd and cl�ck OK. (W�ndows V�sta® users type cmd �n the Start.Search box.)

At the prompt, type ipconfig and press Enter.

Th�s w�ll d�splay the IP address, subnet mask, and the default 
gateway of your adapter.

If the address �s 0.0.0.0, check your adapter �nstallat�on, secur�ty 
sett�ngs, and the sett�ngs on your router. Some firewall software 
programs may block a DHCP request on newly �nstalled 
adapters. 
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Statically Assign an IP address

If you are not us�ng a DHCP capable gateway/router, or you need to ass�gn a stat�c IP address, please follow the steps below:

Step.1
W�ndows® 7 - Cl�ck on Start > Control.Panel > Network.and.Internet > Network.and.Sharing.Center > Change.Adapter.Setting..
W�ndows V�sta® - Cl�ck on Start > Control.Panel > Network.and.Internet > Network.and.Sharing.Center > Manage.Network.Connections.
W�ndows® XP - Cl�ck on Start > Control.Panel > Network.Connections.
W�ndows® 2000 - From the desktop, r�ght-cl�ck My.Network.Places > Properties.

Step.2
R�ght-cl�ck on the Local.Area.Connection wh�ch represents your network adapter and select Properties.

Step.3
H�ghl�ght Internet.Protocol.(TCP/IP) and cl�ck Properties.

Step.4
Cl�ck Use.the.following.IP.address and enter an IP address that �s on the same subnet as your network or the LAN IP address on your router.

Example: If the router´s LAN IP address �s 192.168.0.1, make your IP address 192.168.0.X where X �s a 
number between 2 and 99. Make sure that the number you choose �s not �n use on the network. Set 
Default Gateway the same as the LAN IP address of your router (192.168.0.1). 

Set Pr�mary DNS the same as the LAN IP address of your router (192.168.0.1). The Secondary DNS �s not 
needed or you may enter a DNS server from your ISP.

Step.5
Cl�ck OK tw�ce to save your sett�ngs.
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Technical Specifications
Standards
 • IEEE 802.11n 
 • IEEE 802.11g
 • IEEE 802.3
 • IEEE 802.3u

Security
 • WPA-Personal
 • WPA2-Personal
 • WPA-Enterpr�se
 • WPA2-Enterpr�se

Wireless.Signal.Rates*
. • 300Mbps • 12Mbps
 • 108Mbps  • 11Mbps
 • 54Mbps  • 9Mbps
 • 48Mbps • 6Mbps
 • 36Mbps • 5.5Mbps
 • 18Mbps  • 2Mbps   
 • 24Mbps • 1Mbps

MSC.(0-15)
 • 130Mbps (270) • 117Mbps (243)
 • 104Mbps (216) • 78Mbps (162)
 • 66Mbps (135) • 58.5Mbps (121.5)
 • 52Mbps (108) • 39Mbps (81)
 • 26Mbps (54)  • 19.5Mbps (40.5)
 • 12Mbps (27)  • 6.5Mbps (13.5) 

Frequency.Range
 • 2.4GHz to 2.483GHz

Transmitter.Output.Power
 • 17dBm ± 2dB

LEDs
 • Power  • Internet  
 • WLAN  • LAN (10/100)  

Operating.Temperature
 • 32°F to 104°F ( 0°C to 40°C)

Humidity
 • 95% max�mum (non-condens�ng)

Safety.&.Emissions
 • FCC
 • IC
 • CE

Dimensions
 • L = 7.8 �nches
 • W = 5 �nches
 • H = 1.2 �nches

Warranty
 • 1 Year L�m�ted

*  Max�mum w�reless s�gnal rate der�ved from IEEE Standard 802.11g and  802.11n spec�ficat�ons. Actual data throughput w�ll vary. Network cond�t�ons and env�ronmental factors, 
�nclud�ng volume of network traffic, bu�ld�ng mater�als and construct�on, and network overhead, lower actual data throughput rate. Env�ronmental factors w�ll adversely affect 
w�reless s�gnal range.
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Contacting Technical Support
U.S. and Canad�an customers can contact D-L�nk techn�cal support through our web s�te or by phone.

Before you contact techn�cal support, please have the follow�ng ready:

• Model number of the product (e.g. DIR-615)
• Hardware Rev�s�on (located on the label on the bottom of the router (e.g. rev E3))
• Ser�al Number (s/n number located on the label on the bottom of the router). 

You can find software updates and user documentat�on on the D-L�nk webs�te as well as frequently asked quest�ons and answers to techn�cal 
�ssues.

For.customers.within.the.United.States:
 

Phone.Support:
(877) 453-5465

Internet.Support:
http://support.dl�nk.com

 

For.customers.within.Canada:
 

Phone.Support:
(800) 361-5265

 Internet.Support:
http://support.dl�nk.ca
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Warranty
Subject to the terms and cond�t�ons set forth here�n, D-L�nk Systems, Inc. (“D-L�nk”) prov�des th�s L�m�ted Warranty:

• Only to the person or ent�ty that or�g�nally purchased the product from D-L�nk or �ts author�zed reseller or d�str�butor, and
• Only for products purchased and del�vered w�th�n the fifty states of the Un�ted States, the D�str�ct of Columb�a, U.S. Possess�ons 

or Protectorates, U.S. M�l�tary Installat�ons, or addresses w�th an APO or FPO.

Limited.Warranty:
D-L�nk warrants that the hardware port�on of the D-L�nk product descr�bed below (“Hardware”) w�ll be free from mater�al defects �n workmansh�p 
and mater�als under normal use from the date of or�g�nal reta�l purchase of the product, for the per�od set forth below (“Warranty Per�od”), except 
as otherw�se stated here�n.

• Hardware (exclud�ng power suppl�es and fans): One (1) year l�m�ted
• Power suppl�es and fans: One (1) year l�m�ted
• Spare parts and spare k�ts: N�nety (90) days

The customer’s sole and exclus�ve remedy and the ent�re l�ab�l�ty of D-L�nk and �ts suppl�ers under th�s L�m�ted Warranty w�ll be, at  
D-L�nk’s opt�on, to repa�r or replace the defect�ve Hardware dur�ng the Warranty Per�od at no charge to the or�g�nal owner or to refund the actual 
purchase pr�ce pa�d. Any repa�r or replacement w�ll be rendered by D-L�nk at an Author�zed D-L�nk Serv�ce Office. The replacement hardware 
need not be new or have an �dent�cal make, model or part. D-L�nk may, at �ts opt�on, replace the defect�ve Hardware or any part thereof w�th any 
recond�t�oned product that D-L�nk reasonably determ�nes �s substant�ally equ�valent (or super�or) �n all mater�al respects to the defect�ve Hardware. 
Repa�red or replacement hardware w�ll be warranted for the rema�nder of the or�g�nal Warranty Per�od or n�nety (90) days, wh�chever �s longer, 
and �s subject to the same l�m�tat�ons and exclus�ons. If a mater�al defect �s �ncapable of correct�on, or �f D-L�nk determ�nes that �t �s not pract�cal 
to repa�r or replace the defect�ve Hardware, the actual pr�ce pa�d by the or�g�nal purchaser for the defect�ve Hardware w�ll be refunded by D-L�nk 
upon return to D-L�nk of the defect�ve Hardware. All Hardware or part thereof that �s replaced by D-L�nk, or for wh�ch the purchase pr�ce �s refunded, 
shall become the property of D-L�nk upon replacement or refund.



115D-L�nk DIR-615 User Manual

Appendix E - Warranty

Limited.Software.Warranty:
D-L�nk warrants that the software port�on of the product (“Software”) w�ll substant�ally conform to D-L�nk’s then current funct�onal spec�ficat�ons 
for the Software, as set forth �n the appl�cable documentat�on, from the date of or�g�nal reta�l purchase of the Software for a per�od of n�nety (90) 
days (“Software Warranty Per�od”), prov�ded that the Software �s properly �nstalled on approved hardware and operated as contemplated �n �ts 
documentat�on. D-L�nk further warrants that, dur�ng the Software Warranty Per�od, the magnet�c med�a on wh�ch D-L�nk del�vers the Software w�ll be 
free of phys�cal defects. The customer’s sole and exclus�ve remedy and the ent�re l�ab�l�ty of D-L�nk and �ts suppl�ers under th�s L�m�ted Warranty w�ll 
be, at D-L�nk’s opt�on, to replace the non-conform�ng Software (or defect�ve med�a) w�th software that substant�ally conforms to D-L�nk’s funct�onal 
spec�ficat�ons for the Software or to refund the port�on of the actual purchase pr�ce pa�d that �s attr�butable to the Software. Except as otherw�se 
agreed by D-L�nk �n wr�t�ng, the replacement Software �s prov�ded only to the or�g�nal l�censee, and �s subject to the terms and cond�t�ons of the 
l�cense granted by D-L�nk for the Software. Replacement Software w�ll be warranted for the rema�nder of the or�g�nal Warranty Per�od and �s subject 
to the same l�m�tat�ons and exclus�ons. If a mater�al non-conformance �s �ncapable of correct�on, or �f D-L�nk determ�nes �n �ts sole d�scret�on that �t 
�s not pract�cal to replace the non-conform�ng Software, the pr�ce pa�d by the or�g�nal l�censee for the non-conform�ng Software w�ll be refunded by 
D-L�nk; prov�ded that the non-conform�ng Software (and all cop�es thereof ) �s first returned to D-L�nk. The l�cense granted respect�ng any Software 
for wh�ch a refund �s g�ven automat�cally term�nates.

Non-Applicability.of.Warranty:
The L�m�ted Warranty prov�ded hereunder for Hardware and Software port�ons of D-L�nk’s products w�ll not be appl�ed to and does not cover any 
refurb�shed product and any product purchased through the �nventory clearance or l�qu�dat�on sale or other sales �n wh�ch D-L�nk, the sellers, or 
the l�qu�dators expressly d�scla�m the�r warranty obl�gat�on perta�n�ng to the product and �n that case, the product �s be�ng sold “As-Is” w�thout 
any warranty whatsoever �nclud�ng, w�thout l�m�tat�on, the L�m�ted Warranty as descr�bed here�n, notw�thstand�ng anyth�ng stated here�n to the 
contrary.

Submitting.A.Claim:
 The customer shall return the product to the or�g�nal purchase po�nt based on �ts return pol�cy. In case the return pol�cy per�od has exp�red and 
the product �s w�th�n warranty, the customer shall subm�t a cla�m to D-L�nk as outl�ned below:

• The customer must subm�t w�th the product as part of the cla�m a wr�tten descr�pt�on of the Hardware defect or Software 
nonconformance �n suffic�ent deta�l to allow D-L�nk to confirm the same, along w�th proof of purchase of the product (such as a 

copy of the dated purchase �nvo�ce for the product) �f the product �s not reg�stered.

• The customer must obta�n a Case ID Number from D-L�nk Techn�cal Support at 1-877-453-5465, who w�ll attempt to ass�st the 
customer �n resolv�ng any suspected defects w�th the product. If the product �s cons�dered defect�ve, the customer must obta�n 
a Return Mater�al Author�zat�on (“RMA”) number by complet�ng the RMA form and enter�ng the ass�gned Case ID Number at 
https://rma.dl�nk.com/.
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• After an RMA number �s �ssued, the defect�ve product must be packaged securely �n the or�g�nal or other su�table sh�pp�ng package 
to ensure that �t w�ll not be damaged �n trans�t, and the RMA number must be prom�nently marked on the outs�de of the package. 
Do not �nclude any manuals or accessor�es �n the sh�pp�ng package. D-L�nk w�ll only replace the defect�ve port�on of the product 
and w�ll not sh�p back any accessor�es.

• The customer �s respons�ble for all �n-bound sh�pp�ng charges to D-L�nk. No Cash on Del�very (“COD”) �s allowed. Products sent COD 
w�ll e�ther be rejected by D-L�nk or become the property of D-L�nk. Products shall be fully �nsured by the customer and sh�pped 
to D-L�nk Systems, Inc., 17595 Mt. Herrmann, Founta�n Valley, CA 92708. D-L�nk w�ll not be held respons�ble for any packages that 
are lost �n trans�t to D-L�nk. The repa�red or replaced packages w�ll be sh�pped to the customer v�a UPS Ground or any common 
carr�er selected by D-L�nk. Return sh�pp�ng charges shall be prepa�d by D-L�nk �f you use an address �n the Un�ted States, otherw�se 
we w�ll sh�p the product to you fre�ght collect. Exped�ted sh�pp�ng �s ava�lable upon request and prov�ded sh�pp�ng charges are 
prepa�d by the customer. D-L�nk may reject or return any product that �s not packaged and sh�pped �n str�ct compl�ance w�th the 
forego�ng requ�rements, or for wh�ch an RMA number �s not v�s�ble from the outs�de of the package. The product owner agrees to 
pay D-L�nk’s reasonable handl�ng and return sh�pp�ng charges for any product that �s not packaged and sh�pped �n accordance 
w�th the forego�ng requ�rements, or that �s determ�ned by D-L�nk not to be defect�ve or non-conform�ng.

What.Is.Not.Covered:
The L�m�ted Warranty prov�ded here�n by D-L�nk does not cover:
Products that, �n D-L�nk’s judgment, have been subjected to abuse, acc�dent, alterat�on, mod�ficat�on, tamper�ng, negl�gence, m�suse, faulty �nstallat�on, 
lack of reasonable care, repa�r or serv�ce �n any way that �s not contemplated �n the documentat�on for the product, or �f the model or ser�al number 
has been altered, tampered w�th, defaced or removed; In�t�al �nstallat�on, �nstallat�on and removal of the product for repa�r, and sh�pp�ng costs; 
Operat�onal adjustments covered �n the operat�ng manual for the product, and normal ma�ntenance; Damage that occurs �n sh�pment, due to act 
of God, fa�lures due to power surge, and cosmet�c damage; Any hardware, software, firmware or other products or serv�ces prov�ded by anyone 
other than D-L�nk; and Products that have been purchased from �nventory clearance or l�qu�dat�on sales or other sales �n wh�ch D-L�nk, the sellers, 
or the l�qu�dators expressly d�scla�m the�r warranty obl�gat�on perta�n�ng to the product.

Wh�le necessary ma�ntenance or repa�rs on your Product can be performed by any company, we recommend that you use only an Author�zed D-
L�nk Serv�ce Office. Improper or �ncorrectly performed ma�ntenance or repa�r vo�ds th�s L�m�ted Warranty.

Disclaimer.of.Other.Warranties:
EXCEPT FOR THE LIMITED WARRANTY SPECIFIED HEREIN, THE PRODUCT IS PROVIDED “AS-IS” WITHOUT ANY WARRANTY OF ANY KIND WHATSOEVER 
INCLUDING, WITHOUT LIMITATION, ANY WARRANTY OF MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE AND NONINFRINGEMENT. 

IF ANY IMPLIED WARRANTY CANNOT BE DISCLAIMED IN ANY TERRITORY WHERE A PRODUCT IS SOLD, THE DURATION OF SUCH IMPLIED WARRANTY 
SHALL BE LIMITED TO THE DURATION OF THE APPLICABLE WARRANTY PERIOD SET FORTH ABOVE. EXCEPT AS EXPRESSLY COVERED UNDER THE 
LIMITED WARRANTY PROVIDED HEREIN, THE ENTIRE RISK AS TO THE QUALITY, SELECTION AND PERFORMANCE OF THE PRODUCT IS WITH THE 
PURCHASER OF THE PRODUCT.
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Limitation.of.Liability:
TO THE MAXIMUM EXTENT PERMITTED BY LAW, D-LINK IS NOT LIABLE UNDER ANY CONTRACT, NEGLIGENCE, STRICT LIABILITY OR OTHER LEGAL 
OR EQUITABLE THEORY FOR ANY LOSS OF USE OF THE PRODUCT, INCONVENIENCE OR DAMAGES OF ANY CHARACTER, WHETHER DIRECT, SPECIAL, 
INCIDENTAL OR CONSEQUENTIAL (INCLUDING, BUT NOT LIMITED TO, DAMAGES FOR LOSS OF GOODWILL, LOSS OF REVENUE OR PROFIT, WORK 
STOPPAGE, COMPUTER FAILURE OR MALFUNCTION, FAILURE OF OTHER EQUIPMENT OR COMPUTER PROGRAMS TO WHICH D-LINK’S PRODUCT 
IS CONNECTED WITH, LOSS OF INFORMATION OR DATA CONTAINED IN, STORED ON, OR INTEGRATED WITH ANY PRODUCT RETURNED TO D-LINK 
FOR WARRANTY SERVICE) RESULTING FROM THE USE OF THE PRODUCT, RELATING TO WARRANTY SERVICE, OR ARISING OUT OF ANY BREACH OF 
THIS LIMITED WARRANTY, EVEN IF D-LINK HAS BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES. THE SOLE REMEDY FOR A BREACH OF 
THE FOREGOING LIMITED WARRANTY IS REPAIR, REPLACEMENT OR REFUND OF THE DEFECTIVE OR NONCONFORMING PRODUCT. THE MAXIMUM 
LIABILITY OF D-LINK UNDER THIS WARRANTY IS LIMITED TO THE PURCHASE PRICE OF THE PRODUCT COVERED BY THE WARRANTY. THE FOREGOING 
EXPRESS WRITTEN WARRANTIES AND REMEDIES ARE EXCLUSIVE AND ARE IN LIEU OF ANY OTHER WARRANTIES OR REMEDIES, EXPRESS, IMPLIED 
OR STATUTORY.

Governing.Law:
Th�s L�m�ted Warranty shall be governed by the laws of the State of Cal�forn�a. Some states do not allow exclus�on or l�m�tat�on of �nc�dental or 
consequent�al damages, or l�m�tat�ons on how long an �mpl�ed warranty lasts, so the forego�ng l�m�tat�ons and exclus�ons may not apply. Th�s 
L�m�ted Warranty prov�des spec�fic legal r�ghts and you may also have other r�ghts wh�ch vary from state to state.

Trademarks:
D-L�nk �s a reg�stered trademark of D-L�nk Corporat�on/D-L�nk Systems, Inc. Other trademarks or reg�stered trademarks are the property of the�r 
respect�ve owners.

Copyright.Statement:
No part of th�s publ�cat�on or documentat�on accompany�ng th�s product may be reproduced �n any form or by any means or used to make any 
der�vat�ve such as translat�on, transformat�on, or adaptat�on w�thout perm�ss�on from D-L�nk Corporat�on/D-L�nk Systems, Inc., as st�pulated by the 
Un�ted States Copyr�ght Act of 1976 and any amendments thereto. Contents are subject to change w�thout pr�or not�ce.

Copyr�ght ©2008-2010 by D-L�nk Corporat�on/D-L�nk Systems, Inc. All r�ghts reserved.

CE.Mark.Warning:
Th�s �s a Class B product. In a domest�c env�ronment, th�s product may cause rad�o �nterference, �n wh�ch case the user may be requ�red to take 
adequate measures.
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FCC.Statement:
Th�s equ�pment has been tested and found to comply w�th the l�m�ts for a Class B d�g�tal dev�ce, pursuant to Part 15 of the FCC Rules.  These l�m�ts are 
des�gned to prov�de reasonable protect�on aga�nst harmful �nterference �n a res�dent�al �nstallat�on.  Th�s equ�pment generates, uses and can rad�ate 
rad�o frequency energy and, �f not �nstalled and used �n accordance w�th the �nstruct�ons, may cause harmful �nterference to rad�o commun�cat�ons.  
However, there �s no guarantee that �nterference w�ll not occur �n a part�cular �nstallat�on.  If th�s equ�pment does cause harmful �nterference to rad�o 
or telev�s�on recept�on, wh�ch can be determ�ned by turn�ng the equ�pment off and on, the user �s encouraged to try to correct the �nterference by 
one of the follow�ng measures:

• Reor�ent or relocate the rece�v�ng antenna.
• Increase the separat�on between the equ�pment and rece�ver.
• Connect the equ�pment �nto an outlet on a c�rcu�t d�fferent from that to wh�ch the rece�ver �s connected.
• Consult the dealer or an exper�enced rad�o/TV techn�c�an for help.

For deta�led warranty �nformat�on appl�cable to products purchased outs�de the Un�ted States, please contact the correspond�ng local  
D-L�nk office.

FCC.Caution:
Any changes or mod�ficat�ons not expressly approved by the party respons�ble for compl�ance could vo�d the user’s author�ty to operate th�s 
equ�pment.

Th�s dev�ce compl�es w�th Part 15 of the FCC Rules. Operat�on �s subject to the follow�ng two cond�t�ons: 
(1) Th�s dev�ce may not cause harmful �nterference, and 
(2) th�s dev�ce must accept any �nterference rece�ved, �nclud�ng �nterference that may cause undes�red operat�on.

IMPORTANT.NOTE:
FCC.Radiation.Exposure.Statement:
Th�s equ�pment compl�es w�th FCC rad�at�on exposure l�m�ts set forth for an uncontrolled env�ronment. Th�s equ�pment should be �nstalled and 
operated w�th m�n�mum d�stance 20cm between the rad�ator & your body.  

Th�s transm�tter must not be co-located or operat�ng �n conjunct�on w�th any other antenna or transm�tter.

We declare that the product �s l�m�ted �n CH1~CH11 by spec�fied firmware controlled �n the USA.
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IC.statement
Operat�on �s subject to the follow�ng two cond�t�ons:
1) Th�s dev�ce may not cause �nterference and
2) Th�s dev�ce must accept any �nterference, �nclud�ng �nterference that may cause undes�red operat�on of the dev�ce.

Th�s dev�ce has been des�gned to operate w�th an antenna hav�ng a max�mum ga�n of 2dB�. Antenna hav�ng a h�gher ga�n �s str�ctly proh�b�ted per 
regulat�ons of Industry Canada. The requ�red antenna �mpedance �s 50 ohms.

IMPORTANT.NOTE:
IC.Radiation.Exposure.Statement:
Th�s equ�pment compl�es w�th IC rad�at�on exposure l�m�ts set forth for an uncontrolled env�ronment. End users must follow the spec�fic operat�ng 
�nstruct�ons for sat�sfy�ng RF exposure compl�ance. Th�s equ�pment should be �nstalled and operated w�th m�n�mum d�stance 20cm between the 
rad�ator & your body. 

Th�s transm�tter must not be co-located or operat�ng �n conjunct�on w�th any other antenna or transm�tter.

Règlement.d’Industry.Canada.
Les cond�t�ons de fonct�onnement sont sujettes à deux cond�t�ons:
1) Ce pér�phér�que ne do�t pas causer d’�nterférence et.
2) Ce pér�phér�que do�t accepter toute �nterférence, y compr�s les �nterférences pouvant perturber le bon fonct�onnement de ce pér�phér�que.

The Class [B] d�g�tal apparatus meets all requ�rements of the Canad�an Interference-Caus�ng Equ�pment Regulat�on. 

Cet appare�l numer�que de la class [B] respecte toutes les ex�gences du Reglement sur le mater�el brou�lleur du Canada.
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Vers�on 5.3
March 18, 2010

Product reg�strat�on �s ent�rely voluntary and fa�lure to complete or return th�s form w�ll not d�m�n�sh your warranty r�ghts.

Registration
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