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Description of the GPRS/EDGE/HSDPA Router

Thank you for choosing Geneko GWR Router. The GWR Router is a compact electronic device
based on different kind of GSM/UMTS modules which enables data transfers using
GPRS/EDGE/HSDPA/HSUPA technologies. Primarily, the GWR Router expands the capabilities of
GSM/UMTS module by the option of connecting entire LAN through the built-in Ethernet interface. The
GWR Router provides automatic establishment and maintenance of GPRS/EDGE/HSDPA/HSUPA
connection. Integrated DHCP server provides the users simple installation procedure and fast Internet
access. Built-in VPN server provides VPN capabilities like GRE server/client, VPN IPSec/GRE pass through
and VPN IPSec. Serial-to-IP and ModbusRTU-to-TCP conversions provide a wide variety of possible
industry applications.

Figure 1 - GWR Router

Examples of Possible Application

e mobile office;

o fleet management;

e  security system;

o telemetric;

e remote monitoring;

e vending and dispatcher machines;
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Technical Parameters

Directive 2004/108/EC

EMC EN 301 489-1 V1.6.1(2005-09)
EN 301 489-7 V1.3.1(2005-11)
LVD EN 60950-1:2001(1st Ed.) and/or EN 60950-1:2001

Complies with
standards

Directive 1999/05/EC

R&TTE ETSI EN 301 511 v9.0.2

EN 301 908-1 & EN 301 908-2(v2.2.1)

Directive 2002/95/EC

RoHS EU Commission 2005/618/EC, 2005/717/EC, 2005/747/EC,
2006/310/EC, 2006/690/EC, 2006/691/EC and 2006/692/EC

Ethernet interface

Connector RJ-45

Standard: IEEE 802.3
Physical layer: 10/100Base-T
Speed: 10/100Mbps

Mode: full or half duplex

Other interfaces

1 x UART(RS-232C)
1 x USB Host

Tri-band: 900/1800/1900
GWR202 GPRS GPRS muilti-slot class 10, mobile station class B
GPRS DL: 85.6Kbps, UL: 42.8Kbps

Quad band: GSM 850/900/1800/1900MHz

GPRS GPRS/EDGE multi-slot class 12, mobile station class B
EDGE | EDGE DL.: 236.8Kbps, UL: 236.8Kbps

GPRS DL.: 85.6Kbps, UL: 85.6Kbps

GWR252

RF characteristics

UMTS/HSDPA/HSUPA: Quad band,
850/900/1900/2100MHz

GPRS | GSM/GPRS/EDGE: Quad band,

EDGE | 850/900/1800/1900MHz

GWR352 UMTS | GPRS/EDGE multi-slot class 12, mobile station class B
HSDPA | HSUPA DL: 7.2Mbps, HSDPA: UL: 5.76Mbps

HSUPA | UMTS DL.: 384Kbps, UL: 384Kbps

EDGE DL.: 236.8Kbps, UL: 236.8Kbps

GPRS DL 85.6Kbps, UL: 85.6Kbps

RF Connector SMA, 50Q
Ethernet activity / network traffic
Power on

Status LED GSM link activity
Signal quality

Power supply

9-12vDC 7/ 1000mA

Temperature range

Operation: -5°C to +50°C
Storage: -20°C to +85°C

Physical
characteristics

Width x Length x Height =95 x 135 x 35 mm
Weight 380g

Table 1 - Technical parameters
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GWR Router features

Features Short description
Network
Routing Static
DHCP Server:

e  Static lease reservation
e Address exclusions

DHCP Server support

RIP

The Routing Information Protocol is a dynamic routing
protocol used in local and wide area networks

IP forwarding

IP, TCP, UDP packets from WAN to LAN

DMZ, or De Militarized Zone, is a physical or logical
subnetwork that contains and exposes an organization's

DMZ support external services to a larger untrusted network, usually
the Internet.
Simple Network Management Protocol is used in network
management systems to monitor network-attached
SNMPv1,2c devices for conditions that warrant administrative
attention
The Network Time Protocol is a protocol for
NTP(RFC1305) synchronizing the clocks of router
Dynamic DNS (DDNS) is a domain name service allowing
DynDNS to _Iink d_ynamic IP _addresses to static hc_Jstname. To start
using this feature firstly you should register to DDNS
service provider.
Firewall:
: :::_IT IP address / Network filtering
o [P filtering
Ser2net Serial to Ethernet converter

Modbus RTU-to-TCP gateway

Modbus to Ethernet converter.

VPN

GRE

Generic Routing Encapsulation is a tunneling protocol
that can encapsulate a wide variety of network layer
protocol packet types inside IP tunnels

GRE Keepalive

Keepalive for GRE tunnels

IPSec pass-through

ESP tunnels

Internet Protocol Security is a suite of protocols for

IPsec securing IP communications by authenticating and
encrypting each IP packet of a data stream
OpenVPN site to site graphical user interface (GUI)
implementation allows connecting two remote networks
OpenVPN via point-to-point encrypted tunnel. OpenVPN

implementation offers a cost-effective simply configurable
alternative to other VPN technologies.

IPSec IKE failover

Feature that allows a user to specify number of
unsuccessful retries to establish PPP connection before
routers switches to another SIM.

IPSec tunnel failover

Quiality control mechanism of IPSec tunnel.

Configuration

WEB Application

HTTP based

Remote configuration

Access to web interface over mobile network

Configuration via serial console

basic functionality
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full functionality
Default reset external taster and configuration application
File Management
Upload firmware WEB/CLI
Backup configuration WEB/CLI

Table 2 - GWR Router features
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Product Overview

Front panel

On the front panel (Figure 2) the following connectors are located:
e one RJ45 connector — Ethernet port for connection into local computer network;
e one RJ45 connector for RS232 serial communication;

e reset button;
e one USB connector for connection
e Power supply connector.

Ethernet connector LED:

of additional device;

e ACT (yellow) on — Network traffic detected (off when no traffic detected).
o Network Link (green LED) on - Ethernet activity or access point engaged.

y

][l

i

ETHERNET

RS-232 UsSB

o

RST 9-12vDC

| I

) |

Figure 2 - GWR Router front panel

The Reset button can be used for a warm reset or a reset to factory defaults.

Warm reset: If the GWR Router is having problem connecting to the Internet, press and hold in the

Reset button for a second using the tip of a pen.

Reset to Factory Defaults: To restore the default settings of the GWR Router, hold the RESET button
pressed for a few seconds. Restoration of the default configuration will be signaled by blinks of the first and
last signal strength LED on the top panel. This will restore the factory defaults and clear all custom settings
of the GWR Router. You can also reset the GWR Router to factory defaults using the Maintenance > Default

Settings screen.

Back panel

On the back panel of device (Figure 3 and Figure 4) the following connectors are located:

e slot for SIM cards;

e SMA connector for connection of the GSM/UMTS antenna;

ANTENNA

SIM CARD 1 SIM CARD 2

|

1O |

]O

| N

[ S

Figure 3 - GWR Router back panel (GPRS and EDGE)
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MAIN ANTENA AUX ANTENA

SIM CARD 1 SIM CARD 2
1 ]O | ]O

T [
Figure 4 - GWR Router back panel (3G)

Top Panel

There is a sequence of 8 LED indicators on the top of this device by which the indication of the
system current state, device power supply and presence of GSM/UMTS network as well as signal level is
performed.

SIGNAL

GWR ROUTER

Figure 5 - GWR Router top panel side
LED Indicator Description:

1. Reset (red LED) on - the GWR Router reset state.

2. Power status (green LED) on — Power supply. Power status LED will blink when the GWR Router is
in initializing state.

3. Link (red LED) will blink when connection is active.

4. Signal strength LED indicator:

GeneKo 11
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e -107 or less dBm = Unacceptable (1 LED)

e -107 to-98 dBm = Weak (2 LED)

e -98to-87 dBm = Moderate (3 LED)

e -87to-76 dBm =Good (4 LED)

e —76 or better dBm = Excellent (5 LED).

0 is not known or not detectable (running LED)

Signal strength LED will blink when GPRS/EDGE/UMTS/HSDPA/HSUPA connection is not
active. When GPRS/EDGE connection is active Signal strength LED is on. Reset condition will be
indicated by blinks of the first and last Signal strength LED. When signal quality is not known or
not detectable there will be running LED indication.

Putting Into Operation

Before putting the GWR Router in operation it is necessary to connect all components needed for the
operation:

e GSM antenna;

e Ethernet cable and

e SIM card must be inserted.

And finally, device should have power supply by power supply connector and the attached

adaptor.
SIM card must not be changed, installed or taken out while device operates. This procedure is

performed when power supply is not connected.

GeneKo 12
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Declaration of conformity
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Figure 6 - Declaration of conformity
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Device Configuration

There are two methods which can be used to configure the GWR Router. Administrator can use
following methods to access router:

e Web browser

e Command line interface

Default access method is by web interface. This method gives administrator full set of privileges for
configuring and monitoring. Configuration, administration and monitoring of the GWR Router can be
performed through the web interface. The default IP address of the router is 192.168.1.1. Another method is
by command line interface. This method has limited options for configuring the GWR Router but still
represents a very powerful tool when it comes to router setup and monitoring.

Device configuration using web application

The GWR Router’s web-based utility allows you to set up the Router and perform advanced
configuration and troubleshooting. This chapter will explain all of the functions in this utility.

For local access to the GWR Router’s web-based utility, launch your web browser, and enter the
Router’s default IP address, 192.168.1.1, in the address field. A login screen prompts you for your User name
and Password. Default administration credentials are admin/admin.

If you want to use web interface for router administration please enter IP address of router into web
browser. Please disable Proxy server in web browser before proceed.

",/ GENEKO! GWR ROUTER “ CONFIGURATION CONSOLE!

HARDWARE

Usernarme ||
Passwiord

Copyright @ 2008 Geneko, All rights reserved,
hibtps ey, eneko,co. sl

Figure 7 - User authentication

After successfully finished process of authentication of Username/Password you can access Main
Configuration Menu.

You can set all parameters of the GWR Router using web application. All functionalities and
parameters are organized within few main tabs (windows).

Geneko 14
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NOTE

Add/Remove/Update manipulation in tables

To Add a new row (new rule or new parameter) in the table please do following:
e Enter data in fields at the bottom row of the table (separated with a line).
e  After entering data in all fields click Add link.

To Update the row in the table:
e Change data directly in fields you want to change

To Remove the row from the table:
e Click Remove link to remove selected row from the table.

Save/Reload changes

To save all the changes in the form press Save button. By clicking Save data are checked for validity. If they are not
valid, error message will be displayed. To discard changes press the Reload button. By clicking Reload, previous
settings will be loaded in the form.

Status Information

The GWR Router’s Status menu provides general information about router as well as real-time
network information. Status information is divided into following categories:
=  General Information,
=  Network Information (LAN),
=  WAN Information.

Status - General

General Information Tab provides general information about device type, device firmware version,
kernel version, CPU vendor, Up Time since last reboot, hardware resources utilization and MAC address of
LAN port. Screenshot of General Router information is shown at Figure 8. Data in Status menu are read only
and cannot be changed by user. If you want to refresh screen data press Refresh button.

SIM Card detection is performed only at time booting the system, and you can see the status of SIM
slot by checking the Enable SIM Card Detection option.

Geneko 15
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GEneKo GWR ROUTER = CONFIGURATION CONSOLE:

HARDWARE

Status

Router Information

Model |GWRE52_test |
Firmware ‘Version ‘2 1.9.30_252 test 2 |
Kernel Version ‘2 B.21.5-geneko_v1 |
CPU Vendor |CirrusLogic APMS EP3302 200Mhz |
UP Time AR |
Tatal Memory 29858k, |
Used Mermory 2478k, |
Free Memary ‘5TBUK |
MAC Address 001 2500 0ted |

SIM Card Detection

[ Enable SIM Card Detection

SIM Card detection is parformed only at time of beoting the system.
%It SIM Card detection is disabled router boot up process will be faster.

Copyright & 2008 Geneko. Al rights reserved
[ e )

Figure 8 - General router information

Status - Network Information

Network Information Tab provides information about Ethernet port and Ethernet traffic statistics.
Screenshot of Network Router information is shown in Figure 9.

Status - WAN Information

WAN Information Tab provides information about GPRS/EDGE/UMTS/HSDPA/HSUPA
connection and GPRS traffic statistics. WAN information menu has three submenus which provide
information about:
= GPRS/EDGE/UMTS/HSDPA/HSUPA mobile module(manufacturer and model);
= Mobile operator and signal quality;
= Mobile traffic statistics.

Screenshot of WAN Router information is shown in Figure 10.
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GWR'ROUTER = CONFIGURATION CONSOLE:

Network Statistics
Metwork Technology ‘Ethemel | MAC Address |UU.1E.5E 00:0kced ‘
IP Address [192.188.1.1 | MTU Size 1500 |
Netmask |255.285.255.0 | Broadeast [192.168.1.255 |
Data Raceived 200310 | R Packets 1634 |
RX Error Packets ‘D | R¥ Dropped Packets |D ‘
Data Transitted 1083270 | T Packsts | 1568 |
Ti Eror Packets ‘D | T Dropped Packets |D ‘
DHCP Server status stopped

Copyrisht © 2008 Geneko. &Ml rights reserved
It ieneko sl

Figure 9 - Network Information

GWR ROUTER = CONFIGURATIGN CONSGLE

Mobile Information

Modem Manufacturer

Modem haodel

Modem Serial Number

Revision

|huzwei
[Emerow
[357030025512662
[11.126.10.81.00

Mobile Connection

Operator
Cell ID
Phone Mumber

Signal Strength

Vip SRB
383

-73dBm

Mobile Statistics

Protocal

WAN Address

Primary DNS Address

Data Received

Data Transmitted

[PaintFoint Frotocol

Acthity Time

[10.85.98.239

FPP Address

[195.78.838

Second DNS Address

1158 FX Packets R Etror Packsts
™ Packat

TX Error Packets

[00:01:30

[10.6464564

[[EERFEE

l:l R Dropped Packets
l:l T Dropped Packets

Copyrisht © 2008 Geneko. &Ml rights reserved
It ieneko sl

Figure 10 - WAN Information
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Settings - Network

Click Network Tab, to open the LAN network screen. Use this screen to configure LAN TCP/IP
settings.

Network Tab Parameters

Label Description

Use the following IP Choose this option if you want to manually configure TCP/IP parameters of
address Ethernet port.

Type the IP address of your GWR Router in dotted decimal notation.
192.168.1.1 is the factory default IP address.

The subnet mask specifies the network number portion of an IP address. The
Subnet Mask GWR Router support sub-netting. You must specified subnet mask for your
LAN TCP/IP settings.

IP Address

Local DNS Type the IP address of your local DNS server.

Reload Click Reload to discard any changes and reload previous settings.

Click Save button to save your changes back to the GWR Router. Whether you

Save make changes or not, router will reboot every time you click Save.

Table 3 - Network parameters

In the Figure 11 you can see screenshot of Network Tab configuration menu.

T GWR ROUTER = CONFIGURATIONIGONSOLE

Network Settings

@ Use the following IP address

IP Address [192 16811 |
Routing Protocol Subnet Mask 266 265.265.0 |
Local DNS [195.78.6.38 |

Caution: Changes to IP Address, subnet mask and loeal DS require a reboot to take ffect,
Reload Save

Copyright & 2008 Geneko. Al rights reserved
[ e )

Figure 11 - Network parameters configuration page
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Settings - DHCP Server

The GWR Router can be used as a DHCP (Dynamic Host Configuration Protocol) server on your
network. A DHCP server automatically assigns available IP addresses to computers on your network. If you
choose to enable the DHCP server option, all of the computers on your LAN must be set to obtain an IP
address automatically from a DHCP server. (By default, Windows computers are set to obtain an IP

automatically.)

To use the GWR Router as your network’s DHCP server, click DHCP Server Tab for DHCP Server
setup. The GWR Router has built-in DHCP server capability that assigns IP addresses and DNS servers to
systems that support DHCP client capability.

DHCP Server Parameters

Label

Description

Enable DHCP Server

DHCP (Dynamic Host Configuration Protocol) allows individual clients
(workstations) to obtain TCP/IP configuration at startup from a server.

When configured as a server, the GWR Router provides TCP/IP configuration for
the clients. To activate DHCP server, click check box Enable DHCP Server. To
setup DHCP server fill in the IP Starting Address and IP Ending Address fields.
Uncheck Enable DHCP Server check box to stop the GWR Router from acting as a
DHCP server. When Unchecked, you must have another DHCP server on your
LAN, or else the computers must be manually configured.

IP Starting Address
(From)

This field specifies the first of the contiguous addresses in the IP address pool.

IP Ending Address (To)

This field specifies last of the contiguous addresses in the IP address pool.

Lease Duration

This field specifies DHCP session duration time.

Primary DNS,
Secondary DNS

This field specifies IP addresses of DNS server that will be assigned to systems
that support DHCP client capability.

Select None to stop the DHCP Server from assigning DNS server IP address.
When you select None, computers must be manually configured with proper DNS
IP address.

Select Used by ISP to have the GWR Router assign DNS IP address to DHCP
clients. DNS address is provided by ISP (automatically obtained from WAN side).
This option is available only if GSM connection is active. Please establish GSM
connection first and then choose this option.

Select Used Defined to have the GWR Router assign DNS IP address to DHCP
clients. DNS address is manually configured by user.

Static Lease
Reservation

This field specifies IP addresses that will be dedicated to specific DHCP Client
based on MAC address. DHCP server will always assign same IP address to
appropriate client.

Address Exclusions

This field specifies IP addresses that will be excluded from the pool of DHCP IP
address. DHCP server will not assign this IP to DHCP clients.

Add Click Add to insert (add) new item in table to the GWR Router.
Remove Click Remove to delete selected item from table.

Save Click Save to save your changes back to the GWR Router.

Reload Click Reload to discard any changes and reload previous settings.

Table 4 - DHCP Server parameters
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GWR'ROUTER = CONFIGURATION CONSOLE

DHCP Server Settings

[ Enable DHGP server

IP Address range Lease Duration 1 days[0 Jus[mins

From [ |
® \ \
Primary DNS Secondary DNS
None None
Used by ISP Used by ISP
User Defined User Defined

Static Lease Reservations

IP addresses that will be dedicated to specific DHCP Client based on MAC address
[Enable] 1P Address | MAC Address | Action|
Lol [l | fus |

Address Exclusions

Exclude these addrese from the DHCP IF address pool
‘Enahle| Start Address ‘ End Address ‘Aclion‘
Lol I [ s |

2 WAL Address format: soeoooas
® The IP address pool must speeify addresses that are in the subnetuat of the GWR Reuter. The DHGP server will not aperate if this sanfiguration des not meet this requirement.

* A reservation IP address must not be the same asthe IP address of the DHCP server itself. It must be 2 walid IP address in the subnebaoik of the DHCP senver. The DHCP senverwill ignore 2
feservation that does not meet these requirements.

= AR IP address exclusion 1ange must spesity walid IP addresses in the subnetuoik of the DHCP server. The DHOP serverwill ignore an exclusion that does not meet this requirement,

Copyright © 2008 Geneko. &1l Hights reserved.
iiwny geneko rsi

Figure 12 - DHCP Server configuration page
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Settings - WAN Setting

Click WAN Settings Tab, to open the Wireless screen. Use this screen to configure the GWR Router
GPRS/EDGE/UMTS/HSDPA/HSUPA parameters (Figure 13).

Passward Passiord

APN APN

Dial string

Number of retry 3 Number of retry ‘3

|
|
]
Dial string [ £ |
|
|

]
|
|
CIrin enabled 122 |

[CDenable network losking

PIN enabled iEE
Enable network ladking
S

Enable failover

Connestion settings

[¥Ir-ersistent cannection

[reboct attertailed sonnzstions 1
[Cenable sin 1 keepalive

Clensbie simz keepsiive

Conmatonype

Mobile status

Mobile device type

[hobile [Mobile provider [irteriace

EM 7700

[urkrown [vinsre I

Current SIM card
Curment WAN address

Connection status

SIM 1
10.86.06.224
00:48:57
cannectzd

Figure 13 - WAN Settings configuration page

WAN Settings

Label

Description

Provider

This field specifies name of GSM/UMTS ISP. You can setup any name for|
provider.

Authentication

This field specifies password authentication protocol. Select the appropriate
protocol from drop down list. (PAP, CHAP, PAP - CHAP).

This field specifies Username for client authentication at GSM/UMTS network.

Username Mobile provider will assign you specific username for each SIM card.

This field specifies Password for client authentication at GSM/UMTS network.
Password . . . . .

Mobile provider will assign you specific password for each SIM card.
APN This field specifies APN.

This field specifies Dial String for GSM/UMTS modem connection initialization.
Dial String In most cases you have to change only APN field based on parameters obtained]

from Mobile Provider. This field cannot be altered.

Enable Failover

Check this field in order to enable failover feature. This feature is used when]
both SIM are enabled. You specify the amount of time after which Failover
feature brings down current WAN connection (SIM2) and brings up previous
WAN connection (SIM1).

Enable network
locking

Option that allows a user to lock a SIM card for a desired operator by specifying
PLMN id of the operator. This option is very useful in border areas since you can
avoid roaming expenses.
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Persistent connection

Keep connection alive, after Do not exit after a connection is terminated. Instead|
try to reopen the connection

Reboot after failed
connections

Reboot after n consecutive failed connection attempts.

Enable SIM1/SIM2
keepalive

Make some traffic periodically in order to maintain connection active. You canj
set keepalive interval value in minutes

Ping target

This field specifies the target IP address for periodical traffic generated using]
ping in order to maintain the connection active.

Ping interval

This field specifies ping interval for keepalive option.

Advanced ping
interval

This field specifies the time interval of advanced ping proofing.

Advanced ping wait
for a response

This field specifies the timeout for advanced ping proofing.

Maximum number of
failed packets

This field specifies maximum number of failed packets in percent before
keepalive action is performed.

Keepalive action

This menu provides a choice between two possible keepalive actions in case
maximum number of failed packets is exceeded. If Switch SIM option is selected
router will try to establish the connection using the other SIM card after the
maximum number of failed packets is exceeded. If Current SIM option is selected
router will only restart the PPP connection.

Connection type

Specifies the type of connection router will try to establish. There are threeg)
available options: only GSM, only UMTS and AUTO. For example, if you select]
Only GSM option, router will not try to connect to UMTS, instead router will
automatically try to connect to GSM. By selecting AUTO option, router will first]
try to establish UMTS connection and if it fails, router will go for GSM
connection.

Mobile status

Displays data related to mobile connection. (current WAN address, uptime,
connection status...)

Reload Click Reload to discard any changes and reload previous settings.

Save Click Save to save your changes back to the GWR Router.

Switch SIM Click Switch SIM try to establish the connection using the other SIM card.
Refresh Click Refresh to see updated mobile network status.

C(_)nnect/ Click Connect/Disconnect to connect or disconnect from mobile network.
Disconnect

Table 5 - WAN parameters

Figure 13 shows screenshot of GSM/UMTS tab configuration menu. GSM/UMTS menu is divided into two

parts.

e Upper part provides all parameters for configuration GSM/UMTS connection. These parameters
can be obtained from Mobile Operator. Please use exact parameters given from Mobile Operator.
e Bottom part is used for monitoring status of GSM/UMTS connection (create/maintain/destroy
GSM/UMTS connection). Status line show real-time status: connected/disconnected.
If your SIM Card credit is too low, the GWR Router will performed periodically connect/disconnect actions.
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WAN Settings(advanced)

Label

Description

Enable

This field specifies if Advanced WAN settings is enabled at the GWR Router.

Accept Local IP
Address

With this option, pppd will accept the peer's idea of our local IP address, even if
the local IP address was specified in an option.

Accept Remote IP
Address

With this option, pppd will accept the peer's idea of its (remote) IP address, even
if the remote IP address was specified in an option.

Idle time before
disconnect ( sec)

Specifies that pppd should disconnect if the link is idle for n seconds. The link is
idle when no data packets are being sent or received.

Refuse PAP With this option, pppd will not agree to authenticate itself to the peer using PAP.

Require PAP Requwe_the_ peer to authenticate using PAP (Password Authentication Protocol)
authentication.

Refuse CHAP With this option, pppd will not agree to authenticate itself to the peer using

CHAP.

Require CHAP

Require the peer to authenticate using CHAP (Challenge Handshake
Authentication Protocol) authentication.

Max. CHAP challenge
transmissions

Set the maximum number of CHAP challenge transmissions to n (default 10).

CHAP restart interval
sec

Set the CHAP restart interval (retransmission timeout for challenges) to n
seconds (default 3).

Refuse MS-CHAP

With this option, pppd will not agree to authenticate itself to the peer using MS-
CHAP.

Refuse MS-CHAPV2

With this option, pppd will not agree to authenticate itself to the peer using MS-
CHAPvV2,

Refuse EAP

With this option, pppd will not agree to authenticate itself to the peer using EAP.

Connection debugging

Enables connection debugging facilities. If this option is selected, pppd will log
the contents of all control packets sent or received in a readable form.

Maximum Transmit
Unit ( bytes)

Set the MTU (Maximum Transmit Unit) value to n. Unless the peer requests a
smaller value via MRU negotiation, pppd will request that the kernel networking
code send data packets of no more than n bytes through the PPP network
interface.

Maximum Receive
Unit (bytes)

Set the MRU (Maximum Receive Unit) value to n. Pppd will ask the peer to send
packets of no more than n bytes. The value of n must be between 128 and 16384;
the default is 1500.

\VJ-Compression

Disable Van Jacobson style TCP/IP header compression in both directions.

\VJ-Connection-1D
Compression

Disable the connection-1D compression option in Van Jacobson style TCP/IP
header compression. With this option, pppd will not omit the connection-ID byte
from Van Jacobson compressed TCP/IP headers.

Protocol Field
Compression

Disable protocol field compression negotiation in both directions.

Address/Control
Compression

Disable Address/Control compression in both directions.

Predictor-1
Compression

Disable or enable accept or agree to Predictor-1 compression.

BSD Compression

Disable or enable BSD-Compress compression.
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Deflate Compression

Disable or enable Deflate compression.

Compression Control
Protocol negotiation

Disable CCP (Compression Control Protocol) negotiation. This option should
only be required if the peer is buggy and gets confused by requests from pppd
for CCP negotiation.

Magic Number
negotiation

Disable magic number negotiation. With this option, pppd cannot detect a
looped-back line. This option should only be needed if the peer is buggy.

Passive Mode

Enables the “passive” option in the LCP. With this option, pppd will attempt to
initiate a connection; if no reply is received from the peer, pppd will then just
wait passively for a valid LCP packet from the peer, instead of exiting, as it
would without this option.

Silent Mode

With this option, pppd will not transmit LCP packets to initiate a connection
until a valid LCP packet is received from the peer (as for the “passive” option
with ancient versions of pppd).

Append domain name

Append the domain name d to the local host name for authentication purposes.

Show PAP password
in log

When logging the contents of PAP packets, this option causes pppd to show the
password string in the log message.

Time to wait before re-
initiating the link
(sec)

Specifies how many seconds to wait before re-initiating the link after it
terminates. The holdoff period is not applied if the link was terminated because it
was idle.

LCP-Echo-Failure

If this option is given, pppd will presume the peer to be dead if n LCP echo-
requests are sent without receiving a valid LCP echo-reply. If this happens, pppd
will terminate the connection. This option can be used to enable pppd to
terminate after the physical connection has been broken (e.g., the modem has
hung up) in situations where no hardware modem control lines are available.

LCP-Echo-Interval

If this option is given, pppd will send an LCP echo-request frame to the peer
every n seconds. Normally the peer should respond to the echo-request by
sending an echo-reply. This option can be used with the Icp-echo-failure option to
detect that the peer is no longer connected.

Use Peer DNS

With this option enabled, router resolves addresses using ISP’s DNS servers.

Modem Initialization
String

This field provides an option to directly specify AT commands.

Roaming Mode

By enabling this option router will be able to connect to roaming network.

Settings — Routing

Table 6 — Advanced WAN Settings

The static routing function determines the path that data follows over your network before and after
it passes through the GWR Router. You can use static routing to allow different IP domain users to access
the Internet through the GWR Router. Static routing is a powerful feature that should be used by advanced
users only. In many cases, it is better to use dynamic routing because it enables the GWR Router to
automatically adjust to physical changes in the network’s layout.

The GWR Router is a fully functional router with static routing capability. Figure 14 shows
screenshot of Routing page.
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GENEKO'  GWRROUTER= CONFIGURATION CONSOLE
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iting

Routing Table Settings

Current static routes

Enable Dest Network Netmask Gateway Metric | Interface
[10110 ||[255.255 255250 |[[* |lo Nlgrer |
[192.188.1.0 ||[255.285.255.0 ||[n.0.00 |0 [|leho |
Apply the following static rautes to the routing table
Enable Dest Network Netmask Gateway Metric | Interface |Action
[n000 || nnoa IB IiE [|lpmp_0 ~|| Rem
[ il [l Il Mewn  ~|] 2k

Forwarding

Enable Netwark Address Translation (MAT)

Forward protacol connections from external netwarks to the following internal devices

Enable| Tunneling Protocol Send to
O |[ere [|100a
O |esp JIEE |

Forward TCP/UDP connections from external networks to the following internal devices

Enable| Protocol ination IP inati ination Port Forward to IP Forward to port Interface | Action
TCP » 8091 1592.166.11 80 ppp_0 ~ | Rem
O TCP ethl v || Add

Copyright © 2008 Geneko. &1l Hights reserved.
http: vy geneko.rs!

Figure 14 — Routing configuration page

Use this menu to setup all routing parameters. Administrator can perform following operations:
e Create/Edit/Remove routes (including default route),
e Reroute GRE and IPSEC packet to dedicated destination inside the network
e Port translation — Reroute TCP and UPD packets to desired destination inside the network.

Routing Settings

Label Description

Routing Table
Enable This check box allows you to activate/deactivate this static route.

This parameter specifies the IP network address of the final destination.
Routing is always based on network number. If you need to specify a route to a
single host, use a subnet mask of 255.255.255.255 in the subnet mask field to
force the network number to be identical to the host ID.

Netmask This parameter specifies the IP netmask address of the final destination.

This is the IP address of the gateway. The gateway is a router or switch (next
hope) on the same network segment as the device’s LAN or WAN port. The
gateway helps forward packets to their final destinations.

Gateway For every routing rule enter the IP address of the gateway. Please notice that
pppO0 interface has only one default gateway (provided by Mobile operator) and
because of that that there is no option for gateway when you choose ppp0
interface.

Dest Network

Metric represents the “cost” of transmission for routing purposes. IP routing
uses hop count as the measurement of cost, with a minimum of 1 for directly
Metric connected networks. Enter a number that approximates the cost for this link.
The number need not be precise, but it must be between 1 and 15. In practice, 2
or 3 is usually a good number.
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Interface represents the “exit” of transmission for routing purposes. In this case
Interface EthO represents LAN interface and ppp0 represents GSM/UMTS mobile
interface of the GWR Router.

VPN Traffic redirection

Enable This check box allows you to activate/deactivate this static Protocol translation.

Encapsulated Security Payload (ESP) protects the IP packet data from third
party interference, by encrypting the contents using symmetric cryptography
algorithms. Unlike AH, the IP packet header is not protected by ESP. ESP
operates directly on top of IP, using IP protocol number 50.

ESP

Generic Routing Encapsulation (GRE) is a tunneling protocol designed to
encapsulate a wide variety of network layer packets inside IP tunneling

GRE packets. The original packet is the payload for the final packet. GRE creates a
virtual point-to-point link with routers at remote points on an IP Internet work.
GRE uses IP protocol number 47.

This field specifies IP address of the VPN server on local area network. VPN
Send to tunnel ends at this VPN server. You must use VPN tunnel option when
configuring VPN connection, because of NAT.

TCP/UDP Traffic forwarding

Enable This check box allows you to activate/deactivate this static port translation.
Protocol Choose between TCP and UDP protocol.
Destination IP This field specifies IP address of the incoming traffic.

Destination Netmask |This field specifies netmask for the previous address.

Destination Port This is the TCP/UDP port of application.

Forward to IP This filed specifies IP address where packets should be forwarded.
Forward to port Specify TCP/UDP port on which the traffic is going to be forwarded.
Interface

Add Click Add to insert (add) new item in table to the GWR Router.
Remove Click Remove to delete selected item from table.

Reload Click Reload to discard any changes and reload previous settings.

Click Save to save your changes back to the GWR Router. After pressing Save
Save button it make take more than 10 seconds for router to save parameters and
become operational again.

Table 7 — Routing parameters

Port translation

For incoming data, the GWR Router forwards IP traffic destined for a specific port, port range or
GRE/Ipsec protocol from the cellular interface to a private IP address on the Ethernet “side” of the GWR
Router.
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Settings — Dynamic Routing Protocol

Dynamic routing performs the same function as static routing except it is more robust. Static routing
allows routing tables in specific routers to be set up in a static manner so network routes for packets are set.
If a router on the route goes down the destination may become unreachable. Dynamic routing allows
routing tables in routers to change as the possible routes change.

Routing Information Protocol (RIP)

The Routing Information Protocol (RIP) is a dynamic routing protocol used in local and wide area
networks. As such it is classified as an interior gateway protocol (IGP) using the distance-vector routing
algorithm. The Routing Information Protocol provides great network stability, guaranteeing that if one
network connection goes down the network can quickly adapt to send packets through another connection.

Click RIP Tab, to open the Routing Information Protocol screen. Use this screen to configure the
GWR Router RIP parameters (Figure 15).

GWR' ROUTER = CONFIGURATION CONSOLE

n Protocol

Routing Manager

Hostname ‘Ruuter |

Password ‘zebra |

Enable lng ]
Port to hind at
© User defined
@ Default [2601]
RIPD
Hostname [ripd |
Password ‘zebra |
Port to hind at
O User defined l:l
@ Default [2602]
Management Routing Information Protocol Status
ni Li ]
Status stopped
Start ] [ Stop ] [ Restart
Logout
Copyright @ 2008 Geneko. Al rights reserved
hittp: sy eneka.rs!
Figure 15 - RIP configuration page
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RIP Settings
Label Description
Routing Manager
Hostname Prompt name that will be displayed on telnet console.
Password Login password.
Enable log Enable log file.

Port to bind at

Local port the service will listen to.

RIPD

Hostname

Prompt name that will be displayed on telnet console of the Routing
Information Protocol Manager.

Password

Login password.

Port to bind at

Local port the service will listen to.

Routing Information Protocol Status

Start Start RIP.

Stop Stop RIP.

Restart Restart RIP.

Save Click Save to save your changes back to the GWR Router.

Reload Click Reload to discard any changes and reload previous settings.

Table 8 — RIP parameters

RIP routing engine for the GWR Router

Use telnet to enter in global configuration mode.
telnet 192.168.1.1 2602  // telnetto ethO at TCP port 2602///
To enable RIP, use the following commands beginning in global configuration mode:

router# router rip

To associates a network with a RIP routing process, use following commans:

router# network [A.B.C.D/Mask]

By default, the GWR Router receives RIP version 1 and version 2 packets. You can configure the
GWR Router to receive an send only version 1. Alternatively, tou can configure the GWR Router to receive
and send only version 2 packets. To configure GWR Router to send and receive packets from only one
version, use the following command:

router# rip version [1]2] // Same as other router //

Disable route redistribution:

router# no redistribute kernel
router# no redistribute static
router# no redistribute connected
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Disable RIP update (optional):

router# passive-interface ethO
router# no passive-interface ethO

Routing protocols use several timer that determine such variables as the frequency of routing
updates, the length of time before a route becomes invalid, an other parameters. You can adjust these timer
to tune routing protocol performance to better suit your internetwork needs. Use following command to
setup RIP timer:

router# timers basic [UPDATE-INTERVAL] [INVALID] [TIMEOUT] [GARBAGE-COLLECT]
router# no timers basic

Configure interface for RIP protocol
router# interface greX

router# ip rip send version [VERSION]
router# iIp rip receive version [VERSION]

Disable rip authentication at all interface.

Router(interface)# no ip rip authentication mode [md5]text]

Debug commands:

router# debug rip

router# debug rip events
router# debug rip packet
router# terminal monitor
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Settings — VPN Settings

Virtual private network (VPN) is a communications network tunneled through another network
and dedicated to a specific network. One common application of VPN is secure communication through the
public Internet, but a VPN need not have explicit security features, such as authentication or content
encryption. VPNSs, for example, can be used to separate the traffic of different user communities over an
underlying network with strong security features.

A VPN may have best-effort performance, or may have a defined Service Level Agreement (SLA)
between the VPN customer and the VPN service provider. Generally, a VPN has a topology more complex
than point-to-point. The distinguishing characteristics of VPNs are not security or performance, but that
they overlay other network(s) to provide a certain functionality that is meaningful to a user community.

Generic Routing Encapsulation (GRE)

Originally developed by Cisco, generic routing encapsulation (GRE) is now a standard, defined in
RFC 1701, RFC 1702, and RFC 2784. GRE is a tunneling protocol used to transport packets from one network
through another network.

If this sounds like a virtual private network (VPN) to you, that’s because it theoretically is:
Technically, a GRE tunnel is a type of a VPN — but it isn’t a secure tunneling method. However, you can
encrypt GRE with an encryption protocol such as IPSec to form a secure VPN. In fact, the point-to-point
tunneling protocol (PPTP) actually uses GRE to create VPN tunnels. For example, if you configure Microsoft
VPN tunnels, by default, you use PPTP, which uses GRE.

Solution where you can use GRE protocol:

e You need to encrypt multicast traffic. GRE tunnels can carry multicast packets — just like real
network interfaces — as opposed to using IPSec by itself, which can’t encrypt multicast traffic. Some
examples of multicast traffic are OSPF, EIGRP. Also, a number of video, VoIP, and streaming music
applications use multicast.

e You have a protocol that isn’t routable, such as NetBIOS or non-IP traffic over an IP network. You
could use GRE to tunnel IPX/AppleTalk through an IP network.

e You need to connect two similar networks connected by a different network with different IP
addressing.

Click VPN Settings Tab, to open the VPN configuration screen. In the Figure 16 you can see
screenshot of GRE Tab configuration menu.

VPN Settings / GRE Tunneling Parameters
Label Description

Enable This check box allows you to activate/deactivate VPN/GRE traffic.
Local Tunnel Address [This field specifies IP address of virtual tunnel interface.

This field specifies the IP netmask address of virtual tunnel. This field is

Local Tunnel Netmask unchangeable, always 255.255.255.252

Tunnel Source This field specifies IP address or hostname of tunnel source.
Tunnel Destination This field specifies IP address or hostname of tunnel destination.
Interface This field specifies GRE interface. This field gets from the GWR Router.
KeepAlive Enable Check for keepalive enable.

. Defines the time interval (in seconds) between transmitted keepalive packets.
Period

Enter a number from 3 to 60 seconds.

Retries Defines the number of times retry after failed keepalives before determining that

the tunnel endpoint is down. Enter a number from 1 to 10 times.
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Add Click Add to insert (add) new item in table to the GWR Router.
Remove Click Remove to delete selected item from table.

Reload Click Reload to discard any changes and reload previous settings.
Save Click Save to save your changes back to the GWR Router.

nd Line Intel

Logout

Table 9 — GRE parameters

'GWR'ROUTER = CONFIGURATION CONSOLE

Generic Routing Encapsulation (GRE) Tunneling
[Enable] Local Tunnel Address | Local Tunnel Netmask | Tunnel Source | Tunnel Destination | Interface|[KeepAlive Enable] Period | Retries |Action|
L® ] | | | [esessesezse] e M | [ I I o I [ s |
L el Watat i amieati. sosst 558 255 55253

Tunnel Source: IF address of tunnel source

Tunnel Destination; IP address of tunnel destination
Period: Valid values [3-50]

Retries: Valid values [1-10]

Copyright @ 2008 Geneko. All vights reserved.
http: vy geneko.rs!

GRE Keepalive

Figure 16 — GRE tunnel parameters configuration page

GRE tunnels can use periodic status messages, known as keepalives, to verify the integrity of the
tunnel from end to end. By default, GRE tunnel keepalives are disabled. Use the keepalive check box to
enable this feature. Keepalives do not have to be configured on both ends of the tunnel in order to work; a
tunnel is not aware of incoming keepalive packets. You should define the time interval (in seconds) between
transmitted keepalive packets. Enter a number from 1 to 60 seconds, and the number of times to retry after
failed keepalives before determining that the tunnel endpoint is down. Enter a number from 1 to 10 times.
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Internet Protocol Security (IPSec)

Internet Protocol Security (IPSec) is a protocol suite for securing Internet Protocol communication
by authenticating and encrypting each IP packet of a data stream.

Click VPN Settings Tab, to open the VPN configuration screen. At the Figure 17 you can see IPSec
Summary screen. This screen gathers information about settings of all defined IPSec tunnels. You can define
up to 5 Device-to-Device tunnels.

N GENEKO IR ROUTER S CONFIGURATION CONSOLE

HARDWARE

Summary

Tunnels used: 1
Masimurm number of tunnels: 5

Add New Tunnel Log level | litecycle v |
No.|Name | Enabled| Status Enc/Auth/Grp Advanced| Local Group | Remote Group| Remote Gateway Action Connection mode

Ph1:3DES/SHAZ 19276810 | 100.100 -
3| Test | ves |stopred) o apEsishatmone] M |255zesamsn| sssossasan | 2126238108 ‘ |

* Reducing the MTU size on the clientside, can help =liminate some connectivity problems sccurring at the protocol level [ Start ] [ Stop ] [ Fefresh
R side is 1300

Copyright & 2008 Geneko. Al rights reserved
it s iEneko sl

Figure 17 - IPSec Summary screen

VPN Settings / IPSec Summary

Label Description
Tunnels Used This is the number of IPSec tunnels being defined.
't\ﬂ?;:;;;um number - of This is the maximum number of tunnels which can be defined.
No This filed indicates the number of the IPSec tunnel.
Name Field shows the Tunnel Name that you gave to the IPSec tunnel.
This field shows if tunnel is enabled or disabled. After clicking on Start button,
Enabled :
only enabled tunnels will be started.
Status Field indicates status of the IPSec tunnel. Click on Refresh button to see current|

status of defined IPSec tunnels.

This field shows both Phase 1 and Phase 2 details, Encryption method]
Enc/Auth/Grp (DES/3DES/AES), Authentication method (MD5/SHA1L), and DH Group number
(1/2/5) that you have defined in the IPSec Setup section.

Field shows the chosen options from IPSec Advanced section by displaying the

Advanced first letters of enabled options.

Local Group Field shows the IP address and subnet mask of the Local Group.

Remote Group Field displays the IP address and subnet mask of the Remote Group.
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Remote Gateway Field shows the IP address of the Remote Device.

Delete Click on this link to delete the tunnel and all settings for that particular tunnel.
Edit This link opens screen where you can change the tunnel’s settings.

Connect Router initiates the IPSec connection.

Wait Router waits for IPSec connection.

Log level Set IPSEC log level.

Click on this button to add a new Device-to-Device IPSec tunnel. After you have

Add New Tunnel added the tunnel, you will see it listed in the Summary table.

This button starts the IPSec negotiations between all defined and enabled tunnels.

Start If the IPSec is already started, Start button is replaced with Restart button.
Stop This button will stop all IPSec started negotiations.
Refresh Click on this button to refresh the Status field in the Summary table.

Table 10 - IPSec Summary

To create a tunnel click Add New Tunnel button. Depending on your selection, the Local Group
Setup and Remote Group Setup settings will differ. Proceed to the appropriate instructions for your
selection.

Add New Tunnel

Tunnel Number 1

Tunnel Name

Enable ]

Local Group Setup

Local Security Gateway Type Ponly v
IP Address
[ custom Peer ID

Local Security Group Type P v

IP Address

Remote Group Setup

Remate Security Gateway Type POnly
IP Address
O custom Peer ID

Remate Security Group Type P v

IP Address
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IPSec Setup

Keying Mode

Phase 1 DH Group
Phase 1 Encryption
Phase 1 Authentication
Phase 1 SA Life Time

Perfect Forward Secrecy

Phase 2 Encryption
Phase 2 Authentication
Phase 2 SA Life Time

Preshared Key

IKE with Preshared key ¥

Group2
3DES b
MDE v~

28800 | sec
O

DES b
MDE ¥

3600 sec

Failover

[ Enable IKE Failover
IKE SA Retry

[ Restant PPP After IKE SA Retry Excesds Specified Limit

[ Enable Tunnel Failover

Ping IP

Ping Interval SBC
Packet Size

Advanced Ping Interval SBC
Advanced Ping ¥Wait For A Response SBC
Maximum Number Of Failed Packets %

Advanced

[ NAT Traversal
[ Send Initial Contact

[ Compress (Support IP Payload Compression Protocol (PComp))
[1 Dead Peer Detection ([DPD) 580

Back H Fieload ][ Save

Copyright @ 2008 Gensko. Al rights ressrved
bt e cenekorsi

Figure 18 - IPSec Settings

VPN Settings / IPSec Settings

Label

Description

Tunnel Number

This number will be generated automatically and it represents the tunnel number.

Tunnel Name

Enter a name for the IPSec tunnel. This allows you to identify multiple tunnels
and does not have to match the name used at the other end of the tunnel.

Enable

Check this box to enable the IPSec tunnel.

Local Security

Select the type you want to use: IP Only - Only a specific IP address will be able to}
establish a tunnel, SIM Card — Router automatically uses IP address on WAN
interface.

T _ .
Gateway Type NOTE: The Local Security Gateway Type you select should match the Remote Security)|
Gateway Type selected on the IPSec device at the other end of the tunnel
The WAN (or Internet) IP address of the Router automatically appears. If the
IP Address Router is not yet connected to the GSM/UMTS network this field is without IP|

address.

Custom Peer ID

How the of the participant should be identified for authentication; Can be an IP
address or a fully-qualified domain name preceded by @ .

Local Security Group
Type

Select the local LAN user(s) behind the Router that can use this IPSec tunnel.
Select the type you want to use: IP or Subnet.

NOTE: The Local Security Group Type you select should match the Remote Security|
Group Type selected on the IPSec device at the other end of the tunnel.

IP Address Only the computer with a specific IP address will be able to access the tunnel.
Subnet Mask Enter the subnet mask.
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Remote Security

Select the remote LAN user(s) behind the Router at the other end that can use this
IPSec tunnel. Select the type you want to use: IP or Subnet.

Gateway Type NOTE: The Remote Security Group Type you select should match the Local Security)|
Group Type selected on the IPSec device at the other end of the tunnel.
IP Address Only the computer with a specific IP address will be able to access the tunnel.

Custom peer ID

How the of the participant should be identified for authentication; Can be an IP
address or a fully-qualified domain name preceded by @ .

Remote Security Group
Type

Select the remote LAN user(s) behind the Router at the other end that can use this
IPSec tunnel. Select the type you want to use: IP or Subnet.

NOTE: The Remote Security Group Type you select should match the Local Security)|
Group Type selected on the IPSec device at the other end of the tunnel.

IP Address Only the computer with a specific IP address will be able to access the tunnel.
Subnet Mask Enter the subnet mask.
In order to establish an encrypted tunnel, the two ends of an IPSec tunnel must
IPSec Setu agree on the methods of encryption, decryption and authentication. This is done
P by sharing a key to the encryption code. For key management, the Router uses
only IKE with Preshared Key mode.
IKE with Preshared Key
Keying Mode IKE is an Internet Key Exchange protocol used to negotiate key material for

Security Association (SA). IKE uses the Preshared Key to authenticate the remote
IKE peer. Both ends of IPSec tunnel must use the same mode of key management.

Phase 1 DH Group

Phase 1 is used to create the SA. DH (Diffie-Hellman) is a key exchange protocol
used during Phase 1 of the authentication process to establish pre-shared keys.
There are three groups of different prime key lengths. Group 1 is 768 bits, Group
2 is 1024 bits and Group 5 is 1536 bits long. If network speed is preferred, select
Group 1. If network security is preferred, select Group 5.

Phase 1 Encryption

Select a method of encryption: DES (56-bit), 3DES (168-bit) or AES-128 (128-bit).
The method determines the length of the key used to encrypt or decrypt ESP
packets. AES-128 is recommended because it is the most secure. Make sure both
ends of the IPSec tunnel use the same encryption method.

Phase 1 Authentication

Select a method of authentication: MD5 or SHAL. The authentication method
determines how the ESP packets are validated. MD5 is a one-way hashing
algorithm that produces a 128-bit digest. SHA1 is a one-way hashing algorithm
that produces a 160-bit digest. SHAL is recommended because it is more secure.
Make sure both ends of the IPSec tunnel use the same authentication method.

Phase 1 SA Life Time

Configure the length of time IPSec tunnel is active in Phase 1. The default value is
28800 seconds. Both ends of the IPSec tunnel must use the same Phase 1 SA Life
Time setting.

Perfect Forward
Secrecy

If the Perfect Forward Secrecy (PFS) feature is enabled, IKE Phase 2 negotiation
will generate new key material for IP traffic encryption and authentication, so
hackers using brute force to break encryption keys will not be able to obtain
future IPSec keys. Both ends of the IPSec tunnel must enable this option in order
to use the function.

Phase 2 DH Group

If the Perfect Forward Secrecy feature is disabled, then no new keys will be
generated, so you do not need to set the Phase 2 DH Group. There are three
groups of different prime key lengths. Group 1 is 768 bits, Group 2 is 1024 bits,
and Group 5 is 1536 bits long. If network speed is preferred, select Group 1. If
network security is preferred, select Group 5. You do not have to use the same
DH Group that you used for Phase 1, but both ends of the IPSec tunnel must use
the same Phase 2 DH Group.

Phase 2 Encryption

Phase 2 is used to create one or more IPSec SAs, which are then used to key IPSec
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sessions. Select a method of encryption: NULL, DES (56-bit), 3DES (168-bit) or
AES-128 (128-bit). It determines the length of the key used to encrypt or decrypt
ESP packets. AES-128 is recommended because it is the most secure. Both ends of
the IPSec tunnel must use the same Phase 2 Encryption setting.

NOTE: If you select a NULL method of encryption, the next Phase 2 Authentication
method cannot be NULL and vice versa.

Phase 2 Authentication

Select a method of authentication: NULL, MD5 or SHAL. The authentication
method determines how the ESP packets are validated. MD5 is a one-way
hashing algorithm that produces a 128-bit digest. SHAL is a one-way hashing
algorithm that produces a 160-bit digest. SHA1 is recommended because it is
more secure. Both ends of the IPSec tunnel must use the same Phase 2
Authentication setting.

NOTE: If you select a NULL method of authentication, the previous Phase 2 Encryption
method cannot be NULL.

Phase 2 SA Life Time

Configure the length of time an IPSec tunnel is active in Phase 2. The default is
3600 seconds. Both ends of the IPSec tunnel must use the same Phase 2 SA Life
Time setting.

Preshared Key

This specifies the pre-shared key used to authenticate the remote IKE peer. Enter
a key of keyboard and hexadecimal characters, e.g., Ay %4222 or 345fa929b8c3e.
This field allows a maximum of 1023 characters and/or hexadecimal values. Both
ends of the IPSec tunnel must use the same Preshared Key.

NOTE: It is strongly recommended that you periodically change the Preshared Key to
maximize security of the IPSec tunnels.

Enable IKE failover

Enable IKE failover option which will try periodically to reestablish security
association.

Specified Limit

IKE SA retry Number of IKE retries before failover.
Restart PPP After IKE The router will restart PPP connection on the same provider after IKE SA retry
SA Retry Exceeds

exceeds specified limit.

Enable tunnel failover

Enable tunnel failover. If there is more than one tunnel defined, this option will
failover to other tunnel in case that selected one fails to established connection.

IP address on other side of tunnel which will be pinged in order to determine

Ping P current state.
Ping interval Specify time period in seconds between two ping
Packet size Specify packet size for ping message

Advanced Ping Interval

Time interval between advanced ping packets.

Advanced Ping Wait
For A Response

Advanced ping proofing timeout.

Maximum numbers of
failed packets

Set percentage of failed packets until failover action is performed.

Compress (IP Payload
Compression Protocol
(1P Comp))

IP Payload Compression is a protocol that reduces the size of IP datagram. Select
this option if you want the Router to propose compression when it initiates a
connection.

Dead Peer Detection
(DPD)

When DPD is enabled, the Router will send periodic HELLO/ACK messages to
check the status of the IPSec tunnel (this feature can be used only when both peers
or IPSec devices of the IPSec tunnel use the DPD mechanism). Once a dead peer
has been detected, the Router will disconnect the tunnel so the connection can be
re-established. Specify the interval between HELLO/ACK messages (how often

you want the messages to be sent). The default interval is 20 seconds.
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NAT Traversal

Both the IPSec initiator and responder must support the mechanism for detecting
the NAT router in the path and changing to a new port, as defined in RFC 3947.
NOTE: If you select this mode the Aggressive mode will be automatically selected because
it is obligatory option for NAT-T to work properly.

NOTE: Keep-alive for NAT-T function is enabled by default and cannot be disabled. The
default interval for keep-alive packets is 20 seconds.

Send initial contact

The initial-contact status message may be used when one side wishes to inform
the other that this is the first SA being established with the remote system. The
receiver of this Notification Message might then elect to delete any existing SA's it
has for the sending system under the assumption that the sending system has
rebooted and no longer has access to the original SA's and their associated keying
material.

Back Click Back to return on IPSec Summary screen.
Reload Click Reload to discard any changes and reload previous settings.

Click Save to save your changes back to the GWR Router. After that router
Save automatically goes back and begin negotiations of the tunnels by clicking on the

Start button.

Table 11 - IPSec Parameters
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OpenVPN

OpenVPN site to site allows connecting two remote networks via point-to-point encrypted tunnel.
OpenVPN implementation offers a cost-effective simply configurable alternative to other VPN technologies.
OpenVPN allows peers to authenticate each other using a pre-shared secret key, certificates, or
username/password. When used in a multiclient-server configuration, it allows the server to release an
authentication certificate for every client, using signature and Certificate authority. It uses the OpenSSL
encryption library extensively, as well as the SSLv3/TLSv1 protocol, and contains many security and control
features. The server and client have almost the same configuration. The difference in the client configuration
is the remote endpoint IP or hostname field. Also the client can set up the keepalive settings. For successful
tunnel creation a static key must be generated on one side and the same key must be uploaded on the

opposite side.

Remote Endpoint IP

HOK KKK XXX

Server i
(

Network IP

Client
Tunnel IP 10.0.0.1 Tunnel IP 10.0.0.2

Open\/PN tunnel Network 1P

192.168.0.0/24

192.168.1.0/24

LANZ 192.168.1.2

Figure 19 — OpenVPN example

OpenVPN

Label

Description

IP Filtering

Tunnel Number

Automatically assigned number of the tunnel.

Tunnel Name

This field specifies tunnel name.

Enable

Check this setting in order to enable OpenVPN tunnel.

Allow access from the following devices

Authenticate Mode

Choose one of the following options:

- hone (Select this option if you do not want to use any kind of authentication)

- pre-shared secret (Select this option if you want to use PSK as a authentication
method)

- username/password (Select this option if you want to use
username/password along with CA Certificate as a authentication method)

- X.509 cert. (client) (Select this option if you want to use X.509 certificates as a|
authentication method in client mode)

- X.509 cert. (server) (Select this option if you want to use X.509 certificates as a|
authentication method in server mode)
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NOTE: Depending on the options selected in the previous steps, some of the following options will be|
available for configuration.

Protocol

Selection between TCP in server or client mode and UDP protocol in connect or
wait mode.

TCP/UDP port

Depending on the selected protocol, port number should be specified.

LZO Compression

Check the box to enable fast adaptive LZO compression.

NAT Rules Enables NAT through the tunnel.
Keep Alive Check the box if you want to use keepalive.
. This field specifies the target IP address for periodical traffic generated using]
Ping Interval . S . .
ping in order to maintain the connection active.
Ping Timeout This field specifies ping interval for keepalive option.

Pre-shared Secret

Generate or Paste the Pre-shared Secret. You have an additional option to
Export the PSK.

Max Fragment Size

If you select UDP protocol whether in connect or wait mode you must specify
Max Fragment Size (default is 1300 bytes).

Renegotiate interval

Specify renegotiate interval if username/password is selected as authentication
method.

CA Certificate Specify the CA Certificate.
Username Specify the username.
Password Specify the password.

Local Certificate

Specify the local certificate.

Local Private Key

Specify the local private key.

DH Group

Choose the DH Group from the following: 786 bits, 1024 bits, 1536 bits, 2048
bits.

Remote Host or IP
Address

Specify server IP address or hostname.

Redirect Gateway

This option allows usage of OpenVPN tunnel as a default route.

Tunnel Interface
Configuration

Pull tunnel interface configuration from server side.

Local Interface IP
Address

Specify the IP address of the local VPN tunnel endpoint.

Remote Interface IP
Address

Specify the IP address of the remote VPN tunnel endpoint.

Table 12 - OpenVPN parameters
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GWR'ROUTER - CONFIGURATION CONSOLE

Add New Tunnel

Tunnel Mumber

Tunnel Name
Enable

uti ]
Dynamic Routing Protocol
RP

OpenVPN Setup

Autherticate Mode
Protocal UDP connect +

UDP Port [1194

170 Compression O

NAT Rules O

Keep Alive O

Max Fragment Size [1300 bytes

On some GSM/UMTS nebors, recommended fime for Keepalive Ping Interval is grater than 10 seconds.
Local / Remote Group Setup

Remote Host or IP Adress [ |

Redirect Gateway O

Tunnel Interface Canfiguration manual configuration ¥

Local Interface IP Address ‘ ‘
Remote Interface IF Address [ |

[ Back H Reload ][ Sawve

Copyright @ 2008 Geneko. A1 rights reserved
bty ovu cemekersi

Figure 20 - OpenVPN configuration page
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Settings - IP Filtering

IP filtering is simply a mechanism that decides which types of IP datagram’s will be processed
normally and which will be discarded. By discarded we mean that the datagram is deleted and completely
ignored, as if it had never been received. You can apply many different sorts of criteria to determine which
datagram’s you wish to filter; some examples of these are:

e Protocol type: TCP, UDP, ICMP, etc.

e Socket number (for TCP/UPD)

e Datagram type: SYN/ACK, data, ICMP Echo Request, etc.
e Datagram source address: where it came from

e Datagram destination address: where it is going to.

It is important to understand at this point that IP filtering is a network layer facility. This means it
doesn't understand anything about the application using the network connections, only about the
connections themselves. The IP filtering rule set is made up of many combinations of the criteria listed
previously.

Use firewall option to set IP addresses from which is possible remote access on the GWR Router.
Demilitarized Zone (DMZ) allows one IP Address to be exposed to the Internet. Because some applications
require multiple TCP/IP ports to be open, DMZ provides this function by forwarding all the ports to one
computer at the same time. In the other words, this setting allows one local user to be exposed to the
Internet to use a special-purpose services such as Internet gaming, Video-conferencing and etc. It is
recommended that you set your computer with a static IP if you want to use this function.

IP Filtering
Label Description

IP Filtering

. This field specifies if Firewall and DMZ settings are disabled at the GWR
Disable all
Router.

Enable Firewall This field specifies if Firewall is enabled at the GWR Router.
Enable DMZ This field specifies if DMZ settings is enabled at the GWR Router.

Allow access from the following devices

Enable This check box allows/forbidden host to access to the GWR Router.

IP address This field specifies IP address of the host allow access to the GWR Router.
Service This field specifies service of the host allow access to the GWR Router.
Protocol This field specifies protocol of the host allow access to the GWR Router.
Port This field specifies port of the host allow access to the GWR Router.

Add Click Add to insert (add) new item in table to the GWR Router.

Remove Click Remove to delete selected item from table.

Allow access from the following networks

Enable This check box allows/forbidden host to access to the GWR Router.

IP address This field specifies IP address of the host allow access to the GWR Router.

This field specifies network mask of the network to allow access to the GWR

Subnet mask Router.
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Service This field specifies service of the host allow access to the GWR Router.
Protocol This field specifies protocol of the host allow access to the GWR Router.
Port This field specifies port of the host allow access to the GWR Router.
Add Click Add to insert (add) new item in table to the GWR Router.

Remove Click Remove to delete selected item from table.

Demilitarized Zone Host Settings

DMZ Private 1P This check box allows/forbidden host to access to the GWR Router.

Address
Reload Click Reload to discard any changes and reload previous settings.
Save Click Save to save your changes back to the GWR Router.

Table 13 - IP filtering parameters

S/ Geneko GWR ROUTER - CONFIGURATION CONSOLE

HARDWARE

Status

General Settings

{lDisable all
O Enable firewall
O Enable DMZ

Routing Protocol Firewall Settings

WPN Settings

Automatically allow access from all devices on the local subnet

Allow access from the following devices

[Enable] IP Addiess | Service | Protocol| Port |Action|
‘ I [[[20 ot [ Topuop 165538 || add |

Allow access from the following netwiorks

[Enable] IP Address [ SubnetMask | Service | Protocol| Port | Action|
\ I Il [l Traiie [ TePaoP 16553 || Add |

Caution: Carefully review setings befere applying shanges. Inconect selings can make the GWR Router inaceessible from the nabnod,

Demilitarized Zone Host Settings

DMZ private IP address

Logout
Copyright @ 2008 Geneko. All rights reserved
hittg: Sty eneko sl
Figure 21 - IP Filtering configuration page
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IP Filtering configuration example

This example configuration demonstrates how to secure a network with a combination of routers
and a GWR Router.

General Settings

O Disable all
@ Enable firewall
O Enable DMZ

Firewall Settings

O automatically allow access from all devices on the local subnet

Allow access from the following devices

Enahle IP Address Service Protecol Port [ Action
18216811 ICMP v Rem
192.168.21 All Traffic » | | TCP/UDP | [1-68535 || Rem
192.168.3.1 Custom ||| TCP ¥ || 222 Rem
192.168.4.1 Custom % ||| UDP + |63 Rem
O All Traffic; v | | TCR/UDP |[1-65535 || Add

Allow access from the following networks

[Enable] IP Address Subnet Mask | Service | Protocol| Port | Action|
[ O] I[[ | [ Tratic || TcPunp ||165538 || A |

Caution: Carefully review settings before apphing changes. Incorrct setings san make the GUVR Router inaccessible fram the network

Demilitarized Zone Host Settings

DMZ private IP address

Figure 23 - IP Filtering settings
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Settings — DynDNS

Dynamic DNS is a domain name service allowing to link dynamic IP addresses to static hostname. To start
using this feature firstly you should register to DDNS service provider. Section of the web interface where
you can setup DynDNS parameters is shown in figure 24.

"/ GEneKke

HARDWARE

‘GWR ROUTER = CONFIGURATION CONSOLE

Status

DynDNS Settings

Enable DynDMS Cilent

Senice

[dyndns

|

Hostnarme
Username

Password

Timeout

Period

Status

Maximum interval

MNumber of tries

}genekﬂ dyndns-wark com

|
|genekod1? |
|

86400 | sec
1o |
‘120 |se:

}5 |se:

started

Copyright & 2008 Geneko. Al rights reserved
[ e )

Figure 24 - DynDNS settings

DynDNS

Label

Description

Enable DynDNS Cilent

Enable DynDNS Client.

The type of service that you are using, try one of: dhs, pgpow, dyndns, dyndns-

Service static, dyndns-custom, ods, easydns, dyns, justlinux and zoneedit.
Hostname String to send as host parameter.

Username User ID.

Password User password.

Maximum interval

Max interval in seconds between updates, default and minimum is 86400.

Number of tries

Number of tries (default: 1) if network problem.

Timeout

The amount of time to wait on I/0 (network problem).
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Reload

Save

Time between update retry attempts, default value is 1800.

Click Reload to discard any changes and reload previous settings

Click Save to save your changes back to the GWR Router.

Table 14 - DynDNS parameters

Settings - Serial Port

Using the router’s serial port it is possible to perform serial-to-ethernet conversion (Serial port over
TCP/UDP) and ModbusRTU-to-TCP conversion (Modbus gateway). Initial Serial Port Settings page is

shown in figure bellow. By default above described features are disabled. Selecting one of two possible
applications of Serial port opens up additional options available for configuration.

Routing Protocol

GWR'ROUTER = CONFIGURATION CONSOLE

Serial Port Settings

General Settings
{ZiDisable all

O Serial part over TCP/UDP settings
[®F10cihuis ¢

Status

stopped

Copyrisht © 2008 Geneko. &Ml rights reserved
It ieneko s

Figure 25 - Serial Port Settings initial menu

Serial port over TCP/UDP settings

The GWR Router provides a way for a user to connect from a network connection to a serial port. It

control of serial port parameters).

provides all the serial port setup, a configuration file to configure the ports, a control login for modifying

port parameters, monitoring ports, and controlling ports. The GWR Router supports RFC 2217 (remote
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Serial Port over TCP/UDP Settings

Label

Description

Bits per second

The unit and attached serial device, such as a modem, must agree on a speed or
baud rate to use for the serial connection. Valid baud rates are 300, 1200, 2400,
4800, 9600, 19200, 38400, 57600 or 115200.

Data bits Indicates the number of bits in a transmitted data package.

Parity Checks for the parity bit. None is the default.

StoD bits The stop bit follows the data and parity bits in serial communication. It

P indicates the end of transmission. The default is 1.

Flow control manages data flow between devices in a network to ensure it is

Flow control processed efficiently. Too much data arriving before a device is prepared to}
manage it causes lost or retransmitted data. None is the default.

Protocol Choose which protocol to use [TCP/UDP].

Mode Select server mode in order to listen for incoming connection, or client mode to

establish one.

Bind to TCP/UDP port

Number of the TCP/UDP port to accept connections for this device. (Only on
server side)

Server IP address

Specify server IP address. (Only on client side)

Connect to TCP/UDP
port

Number of the TCP/UDP port to accept connections from this device. (Only on
client side)

Type of socket

Either raw or telnet. Raw enables the port and transfers all data like between the
port and the log. Telnet enables the port and runs the telnet protocol on the
port to set up telnet parameters.

Check TCP connection

Enable connection checking.

Kepalive idle time

Set keepalive idle time in seconds.

Kepalive interval

Set time period between checking.

Log level Set importance level of log messages.
Reload Click Reload to discard any changes and reload previous settings.
Save Click Save button to save your changes back to the GWR Router and

activate/deactivate serial to Ethernet converter.

Table 15 — Ser2IP parameters

Click Serial Port Tab to open the Serial Port Configuration screen. Use this screen to configure the
GWR Router serial port parameters (Figure 26).
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GWR'ROUTER ~ CONFIGURATION CONSOLE

Serial Port Settings

O Enable configuration console
@ Enable seriaketharnet corverter
Bits per second: 7600

outing Pr Data bits:

e

sopors:

1P Filkering Flow contral:

Maintenance

Bind to port: | 223

<

Type of socket! | raw

* Port: Walid waloes [1-65535]

Copyright & 2006 Geneko. Al rights reserved,
http:/ funy . geneko. co.rsf

Figure 26 - Serial Port configuration page

Geneko 47

HARDWARE



USER MANUAL GWR Series Router

Serial Port Settings

Label Description

Enable router configuration console. Default serial port parameters are: Serialf
port parameters: baud rate - 57600, data bits - 8, parity - none, stop bits - 1, flow
control - none.

Enable configuration
console

Enable serial-Ethernet [Enable serial to Ethernet converter. This provides a way for a user to connect
converter from a network connection to a serial port.

The unit and attached serial device, such as a modem, must agree on a speed or
Bits per second baud rate to use for the serial connection. Valid baud rates are 300, 1200, 2400,
4800, 9600, 19200, 38400, 57600 or 115200.

Data bits Indicates the number of bits in a transmitted data package.
Parity Checks for the parity bit. None is the default.
Stop bits The stop bit follows the data and parity bits in serial communication. It

indicates the end of transmission. The default is 1.

Flow control manages data flow between devices in a network to ensure it is
Flow control processed efficiently. Too much data arriving before a device is prepared to
manage it causes lost or retransmitted data. None is the default.

Bind to port Number of the TCP/IP port to accept connections from for this device.

Either raw, brawl or telnet. raw enables the port and transfers all data as-is
between the port and the long. rawlp enables the port and transfers all input
Type of socket data to device, device is open without any termios setting. It allows using
printers connected to them. telnet enables the port and runs the telnet protocol
on the port to set up telnet parameters. This is most useful for using telnet.

Reload Click Reload to discard any changes and reload previous settings.

Click Save button to save your changes back to the GWR Router and

Save activate/deactivate serial to Ethernet converter.

Table 16 - Serial port parameters
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Modbus Gateway settings

The serial server will perform conversion from Modbus/TCP to Modbus/RTU, allowing polling by
a Modbus/TCP master. The Modbus IPSerial Gateway carries out translation between Modbus/TCP and
Modbus/RTU. This means that Modbus serial slaves can be directly attached to the unit's serial ports
without any external protocol converters.
Click Serial Port Tab to open the Modbus Gateway configuration screen. Choose Modbus Gateway options
to configure Modbus. At the Figure 27 you can see screenshot of Modbus Gateway configuration menu.

Modbus Gateway Parameters

Label

Description

Bits per second

The unit and attached serial device, such as a modem, must agree on a speed or
baud rate to use for the serial connection. Valid baud rates are 300, 1200, 2400,
4800, 9600, 19200, 38400, 57600 or 115200.

Indicates the number of bits in a transmitted data package. Valid data bits are:

Data bits 8and 7.
. Checks for the parity bit. VValid parity are: none, even and odd. None is the
Parity
default.
Sto bits The stop bit follows the data and parity bits in serial communication. It
P indicates the end of transmission. Valid stop bits are: 1 and 2. The default is 1.
Flow control manages data flow between devices in a network to ensure it is
Flow control processed efficiently. Too much data arriving before a device is prepared to
manage it causes lost or retransmitted data. None is the default.
This field determines the TCP port number that the serial server will listen for
TCP accept port connections on. The value entered should be a valid TCP port number. The

default Modbus/TCP port number is 502.

Connection timeout

When this field is set to a value greater than 0, the serial server will close
connections that have had no network receive activity for longer than the
specified period.

Transmission mode

Select RTU, based on the Modbus slave equipment attached to the port.

Response timeout

This is the timeout (in milliseconds) to wait for a response from a serial slave
device before retrying the request or returning an error to the Modbus master.

Maximum number of
retries

Should no valid response be received from a Modbus slave, the value in this
field determines the number of times the serial server will retransmit request
before giving up.

Log level Set importance level of log messages.
Reload Click Reload to discard any changes and reload previous settings.
Save Click Save button to save your changes back to the GWR Router and

activate/deactivate serial to Ethernet converter.

Table 17 — Modbus gateway parameters
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Status

Serial Port Settings

General Settings

 Disable all

© Serial port over TCP/UDP settings
%1 Modbus gateway settings

Serial Port Settings

Bits per second
Data bits
Parity
Stop bite
Flow control

Modbus Gateway Seftings
TCP accept port

Connection timeaut

@

ec

=
=

Modbus Serial Settings
Transmission mode TU

Response timeout ms

<

Iaximurn number of retries

Log Settings
Log leval level 3 v
Status stopped

Figure 27 - Modbusﬂgéteway configuration page
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Maintenance

The GWR Router provides administration utilities via web interface. Administrator can setup basic
router’s parameters, perform network diagnostic, update software or restore factory default settings.

Maintenance - Device ldentity Settings
Within Device ldentity Settings Tab there is an option to define name, location of device and

description of device function. These data are kept in device permanent memory. Device Identity Settings
window is shown on Figure 28.

Device Identity Settings
Label Description
Name This field specifies name of the GWR Router.
Description This field specifies description of the GWR Router. Only for information purpose.
Location This field specifies location of the GWR Router. Only for information purpose.
Save Click Save button to save your changes back to the GWR Router.
Reload Click Reload to discard any changes and reload previous settings.

Table 18 - Device Identity parameters

CGWR'ROUTER = CONFIGURATION CONSOLE"

Settings

Marne ‘Test241 |

Description | TestiawFw |

Location ‘PPLab |

Copyright 2008 Geneko. A1 rights reserved
it v EmEko P

Figure 28 - Device ldentity Settings configuration page
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Maintenance - Administrator Password

By Administrator Password Tab it is possible to activate and deactivates device access system
through Username and Password mechanism. Within this menu change of authorization data
Username/Password is also done. Administer Password Tab window is shown on Figure 29.

NOTE: The password cannot be recovered if it is lost or forgotten. If the password is lost or

forgotten, you have to reset the Router to its factory default settings; this will remove all of your
configuration changes.

GWR'ROUTER - CONFIGURATION CONSOLE

Status

Password

Enable Password Authentication

User Name [admin

0ld Password [

New Password [

Confirm Password [

Lagout

Copyright @ 2008 Geneko. Al rights reserved
bty vy cieneko rsf

Figure 29 - Administrator Password configuration page
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Administrator Password

Label Description

Enable Password By this check box you can activate or deactivate function for authentication when
Authentication you access to web/console application.

Username This field specifies Username for user (administrator) login purpose.

Old Password Er;’:ire:he old password. The default is admin when you first power up the GWR

Enter a new password for GWR Router. Your password must have 20 or fewer

New Password .
characters and cannot contain any space.

Confirm Password Re-enter the new password to confirm it.
Save Click Save button to save your changes back to the GWR Router.
Reload Click Reload to discard any changes and reload previous settings.

Table 19 - Administrator password

Maintenance - Date/Time Settings

To set the local time, select Date/Time Settings using the Network Time Protocol (NTP)
automatically or Set the local time manually. Date and time setting on the GWR Router are done through
window Date/Time Settings.

5 GENEKO! ‘GWR ROUTER = CONFIGURATION CONSOLE "

HARDWARE

Status

Current Date and Time

Date 2011/07 /1 16
Time 11:33:45

Date and Time Setup

Update router date and time

O Manually

@ From time server

Date 11 7107 716

Time KRN B ERIO

Time protocol NTP (RFC-1305) +

Time server address 77105370

Time zone ‘(GMTH 00 hours) CET(Central Europe Time), Belgrade, Copenhagen, Madrid, Paris h

[ Autornatically synchranize NTP

Logout

Copyright & 2008 Geneko. Al rights reserved
[ e )

Figure 30 - Date/Time Settings configuration page
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Date/Time Settings

Label

Description

Manually

Sets date and time manually as you specify it.

From time server

Sets the local time using the Network Time Protocol (NTP) automatically.

Time/Date

This field species Date and Time information. You can change date and time by
changing parameters.

Sync Clock With Client

Date and time setting on the basis of PC calendar.

Time Protocol

Choose the time protocol.

Time Server Address

Time server IP address.

Time Zone

Select your time zone.

Automatically
synchronize NTP

Setup automatic synchronization with time server.

Update time every

Time interval for automatic synchronization.

Save

Click Save button to save your changes back to the GWR Router.

Reload

Click Reload to discard any changes and reload previous settings.

Table 20 - Date/time parameters
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Maintenance - Diagnostics

The GWR Router provide built-it tool, which is used for troubleshooting network problems. The
ping test bounces a packet of machine on the Internet back to the sender. This test shows if the GWR Router
is able to connect the remote host. If users on the LAN are having problems accessing service on the
Internet, try to ping the DNS server or other machine on network.

Click Diagnostic tab to provide basic diagnostic tool for testing network connectivity. Insert valid IP
address in Hostname box and click Ping. Every time you click Ping router sends four ICMP packets to
destination address.

Before using this tool make sure you know the device or host’s IP address.

‘ [ GGHEKO‘ GWR ROUTER ~ CONFIGURATION CONSOLE
HARDWARE

Status

Ping Utility

Ping the IP address of a device in order to communicate with it

IP Addrass [192.168.1 20

Routing Protocol

Average responge time is 26ms
Average response time is 1ms

Average response time is 1.2ms
Average response time is 1.8ms

Response

Maintenance

Copyright @ 2008 Geneko. Al rights reserved
[ e )

Figure 31 - Diagnostic page
Maintenance - Update Firmware

You can use this feature to upgrade the GWR Router firmware to the latest version. If you need to
download the latest version of the GWR Router firmware, please visit Geneko support site. Follow the on-
screen instructions to access the download page for the GWR Router.

If you have already downloaded the firmware onto your computer, click Browse button, on Update
firmware Tab, to look for the firmware file. After selection of new firmware version through Browse button,
mechanism the process of data transfer from firmware to device itself should be started. This is done by
Upload button. The process of firmware transfer to the GWR device takes a few minutes and when it is
finished the user is informed about transfer process success.

NOTE: The Router will take a few minutes to upgrade its firmware. During this process, do not
power off the Router or press the Reset button.
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4 GENEKO ‘GWR ROUTER = CONFIGURATION CONSOLE

HARDWARE

Status

Update

Caution:

1. Upgrading firmware will take a few minutes, please wait and do not turn off the power or press the reset button
2. Please don't close the window or disconnect the link, during the upgrade process

3. In order to activate new firmware version it is necessary that the user perfarms system reset

4. Clear browser cache after firmware update.

Current firmware version 2.1.9.30_352_test_2

Select firmware ‘[ Browse ]

Upload

Copyright & 2008 Geneko. Al rights reserved
[ e )

Figure 32 - Update Firmware page

In order to activate new firmware version it is necessary that the user performs system reset. In the
process of firmware version change all configuration parameters are lost and after that the system continues
to operate with default values.

Maintenance - Settings Backup
This feature allows you to make a backup file of your preferences file for the GWR Router. To save

the backup file, you need to export the configuration file. To use the backup preferences file, you need to
import the configuration file that you previously exported.

Import Configuration File

To import a configuration file, first specify where your backup configuration file is located. Click Browse,
and then select the appropriate configuration file.

After you select the file, click Import. This process may take up to a minute. Restart the Router in order to
changes will take effect.

Export Configuration File

To export the Router’s current configuration file, click Export.
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Opening confFile.bkg

‘ou have chosen to open

|3 confFile.bkg

which is a: BKG Ffile
from: http:/{10.0.10.150

What should Firefox do with this File?

Mokepad (default) v

() FlashGat
) Save File

[ ] 4 ] [ Cancel

Figure 33 - File download

Click Export, and then select the location where you want to store your backup configuration file. By
default, this file will be called confFile.bkg, but you may rename it if you wish. This process may take up to
a minute.

Maintenance - Default Settings

Use this feature to clear all of your configuration information and restore the GWR Router to its
factory default settings. Only use this feature if you wish to discard all the settings and preferences that you
have configured.

Click Default Setting to have the GWR Router with default parameters. Keep network settings
check-box allows user to keep all network settings after factory default reset. System will be reset after
pressing Restore button.

| GENeKo 'GWR ROUTER = CONFIGURATION CONSOLE

HARDWARE

Status

Settings

Be carefull when restoring factary default settings. The factory settings will clear all current settings and rebant the system

[ eep network settings

Copyright @ 2008 Geneko. Al rights ressrved.
bt ey eneko rs!

Figure 34 - Default Settings page
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Maintenance - System Reboot

If you need to restart the Router, Geneko recommends that you use the Reboot tool on this screen.
Click Reboot to have the GWR Router reboot. This does not affect the router’s configuration.

GWR'ROUTER = CONFIGURATION CONSOLE:

System Reboot

Click rebaot button if you want to reboot the system. The reboot process need about 1 minute to complete.

Management
Command Line Inte

Copyright & 2008 Geneko. Al rights reserved
[ e )

Figure 35 - System Reboot page

Geneko o8

HARDWARE



USER MANUAL GWR Series Router

Management — Command Line Interface

CLI (command line interface) is a user text-only interface to a computer's operating system or an
application in which the user responds to a visual prompt by typing in a command on a specified line and
then receives a response back from the system.

In other words, it is a method of instructing a computer to perform a given task by "entering" a command.
The system waits for the user to conclude the submitting of the text command by pressing the "Enter" or
"Return” key. A command-line interpreter then receives, parses, and executes the requested user command.

On router's Web interface, in Management menu, click on Command Line Interface tab to open the

Command Line Interface settings screen. Use this screen to configure CLI parameters (Figure 36).

Command Line Interface

Label Description

CLI Settings
Enable Enable or disable CLI
CLlIon Telnet, SSH, Serial

View Mode Username |Login name for View mode

View Mode Password |Password for View mode

Confirm Password Confirm password for View mode

View Mode Timeout Inactivity timeout for View mode in seconds. After timeout, user will be put in

Main mode.
Inactivity timeout for Edit mode in seconds. Note that Username and Password
Edit Mode Timeout for Edit mode are the same as Web interface login parameters. After timeout,
user will be put in Main mode.
Console Type Windows, other.
Save Click Save to save your changes back to the GWR Router.
Reload Click Reload to discard any changes and reload previous settings.

Table 21 — Command Line Interface parameters

OJGEeNeKO GWR ROUTER - CONFIGURATION CONSOLE -

HARDWARE

Status

CLI Settings

Enable

CLion [Tenet ¥

View Mode Username |admin |

Yiew Mode Password [essss |

Confirm Passward | |

View Mode Timeout BED sec
Edit Mode Timeout 180 se
Consale Type | other vl
Copyright @ 2008 Geneko. &1l rights reserved
Ittty cieneko sl
Figure 36 — Command Line Interface
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Detailed instructions related to CLI are located in other document (Command_Line_Interface.pdf file on CD
that goes with the router). You will find detailed specifications of all commands you can use to configure the
router and monitor routers performance.

Management — Remote Management

Remote Management Utility is a standalone Windows application with many useful options for
configuration and monitoring of GWR routers. More information about this utility can be found in other
document (Remote_Management.pdf). In order to use this utility user has to enable Remote Management on
the router (Figure 37).

U, GENEKO: ‘GWR ROUTER = CONFIGURATION CONSOLE

HARDWARE

Remote Management Seftings

Enable Remote Management

Protocal @l
Bind to | ppR v
TGP port ]

Remote Management Status

Status requesting status..

Figure 37 — Remote Management
Command Line Interface
Label Description
Enable Remote Enable or disable Remote Management.
Management
Protocol Choose between Geneko and Sarian protocol.
Bind to Specify the interface.
TCP port Specify the TCP port.
Username Specify the username.
Password Specify the password.
Save Click Save to save your changes back to the GWR Router.
Reload Click Reload to discard any changes and reload previous settings.
Table 22 — Remote Management parameters
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Management — Connection Manager

Enabling Connection Manager will allow Connection Wizard (located on setup CD that goes with
the router) to guide you step-by-step through the process of device detection on the network and setup of
the PC-to-device communication. Thanks to this utility user can simply connect the router to the local
network without previous setup of the router. Connection Wizard will detect the device and allow you to
configure some basic functions of the router. Connection Manager is enabled by default on the router and if
you do not want to use it you can simply disable it. (Figure 38).

GWR ROUTER =~ CONFIGURATION CONSOLE:

Status

Enable Connection Manager

Connection Manager Status

Status started

Capyright ©2008 Genekn. &l rights reserved
it oy geneko.rs)

Figure 38 — Connection Manager

Getting started with the Connection Wizard:

Connection Wizard is installed through few very simple steps and it is available immediately upon
the installation. After starting the wizard you can choose between two available options for configuration:

e GWR Router’s Ethernet port - With this option you can define LAN interface IP address and subnet
mask.

e GWR router’s Ethernet port and GPRS/EDGE/HSDPA/HSUPA network connection - Selecting
this option you can configure parameters for LAN and WAN interface
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Geneko Wireless Router Connection Wizard

@ Configure GWR Router's Ethemet pant

o Configure GWWR Router Ethernet port and
GPRS/EDGE/3GHSDEA network connection

G Geneko
Bihesh Back @

Figure 39 — Connection Wizard - Initial Step

Select one of the options and click Next. On the next screen after Connection Wizard inspects the network
(whole broadcast domain) you’ll see a list of routers present in the network, with following information:

- Serial number

- Model

- Ethernet IP

- Firmware version

- Pingable (if Ethernet IP address of the router is in the same IP subnet as PC interface then this field
will be marked, i.e. you can access router over web interface)

Geneko Wireless Router Connection Wizard

Serial Mo. Model

Ethernet IP Firmnweare version Fingable
| 92163

192165811

[] Reset device to default zettings

(3 senexo

Figure 40 — Connection Wizard — Router Detection

[ Refresh ] [ Back ] [ Mext I l Cancel
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When you select one of the routers from the list and click Next you will get to the following screen:

Geneko Wireless Router Connection Wizard

IP address:  |1921 811

Subnet mask: | 255 255 2660

(S senexo

Figure 41 — Connection Wizard — LAN Settings

[ mack | [ Frish || Concel

If you selected to configure LAN and WAN interface click, upon entering LAN information click Next and
you will be able to setup WAN interface.

Geneko Wireless Router Connection Wizard

WAN Settings
Enabled
Provider: VIF'
Avuthentication: F'AF'CHAF'- v-'
Username: [vipmobile
Pazsword: Eviﬁmoi:‘iie
Dial string: ATD"SS"’““Iﬂ
Initial string: Z:at+cgdc0nt=1 TP A wiprnabileh

Mumber of retnr 3

G ceneKo  Deesneen

[ Back ] [ Finizh I [ Cancel

Figure 42 — Connection Wizard — WAN Settings

After entering the configuration parameters if you mark option Establish connection router will start with

connection establishment immediately when you press Finish button. If not you have to start connection
establishment manually on the router’s web interface.
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Management - Simple Management Protocol (SNMP)

SNMP, or Simple Network Management Protocol, is a network protocol that provides network
administrators with the ability to monitor the status of the Router and receive notification of any critical
events as they occur on the network. The Router supports SNMP v1/v2c and all relevant Management
Information Base Il (MIBII) groups. The appliance replies to SNMP Get commands for MIBII via any
interface and supports a custom MIB for generating trap messages.

HARDWARE

Status

Routing Protocol

TUGENEKE GWR ROUTER - CONFIGURATION CONSOLE"

=rment Protocol

SNMP Settings

Enable SNMP

Get Cormmunity lpublic

Senice Port

© User Defined :l
@ Default [161]
Senice Access N:l

SNMP Status

Status started

Copyrisht © 2008 Geneko. &Ml rights reserved
It ieneko sl

Figure 43 - SNMP configuration page

SNMP Settings

Label

Description

Enable SNMP

SNMP is enabled by default. To disable the SNMP agent, click this option to}
unmark.

Get Community

Create the name for a group or community of administrators who can view
SNMP data. The default is public. It supports up to 64 alphanumeric
characters.

Service Port

Sets the port on which SNMP data has been sent. The default is 161. You can
specify port by marking on user defined and specify port you want SNMP data
to be sent.

Service Access

Sets the interface enabled for SNMP traps. The default is Both.

Reload

Click Reload to discard any changes and reload previous settings.

Save

Click Save button to save your changes back to the GWR Router and
enable/disable SNMP.

Table 23 - SNMP parameters
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Management - Logs

Syslog is a standard for forwarding log messages in an IP network. The term "syslog" is often used

for both the actual syslog protocol, as well as the application or library sending syslog messages.

Syslog is a client/server protocol: the syslog sender sends a small (less than 1KB) textual message to
the syslog receiver. Syslog is typically used for computer system management and security auditing. While
it has a number of shortcomings, syslog is supported by a wide variety of devices and receivers across
multiple platforms. Because of this, syslog can be used to integrate log data from many different types of

systems into a central repository.

HARDWARE

Status

Protocol

Management

Y GENEKON R ROUTER = CONFIGURATION CONSOLE

Syslog Status
ODisable
O Remote syslog
@ Local syslog
Status started
Remote Syslog
Senice semver IP [192. 16823108 |
Senvice port
User defined I:l
Default [514]
Local Syslog
Syslog file size 1024 v | KB
Event log
[JEnable syslog saver
Save log every l:l hours
System Log

Figure 44 - Syslog configuration page

The GWR Router supports this protocol and can send its activity logs to an external server.

Syslog Settings

Label

Description

Disable

Mark this option in order to disable Syslog feature.

Remote syslog

Mark this option in order to enable logging on remote machine.

Local syslog

Start logging facility locally.

Remote Syslog

Description

Service Serve IP

The GWR Router can send a detailed log to an external Syslog server. The
Router’s Syslog captures all log activities and includes this information about
all data transmissions: every connection source and destination IP address, IP
service, and number of bytes transferred. Enter the Syslog server name or IP
address.

Service Port

Sets the port on which Syslog data has been sent. The default is 514.
You can specify port by marking on user defined and specify port you want
Syslog data to be sent.
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User defined Set manually port number.
Default Use standard port number for this service. [514]
Local syslog Description
Syslog file size Set log size on one of the six predefined values. [10/20/50/100/200/500]kb
Choose which events to be stored. You can store System, Ipsec events or both
Event log
of them.
Enable syslog saver Save logs periodically on filesystem.
Save log every Set time duration between two saves.
Reload Click Reload to discard any changes and reload previous settings.
Click Save button to save your changes back to the GWR Router and
Save .
enable/disable Syslog.
Table 24 - Syslog parameters
Logout

The Logout tab is located on the down left-hand corner of the screen. Click this tab to exit the web-
based utility. (If you ex it the web-based utility, you will need to re-enter your User Name and Password to
log in and then manage the Router.)
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Configuration Examples

GWR Router as Internet Router

The GWR Routers can be used as Internet router for a single user or for a group of users (entire

LAN). NAT function is enabled by default on the GWR Router. The GWR Router uses Network Address
Translation (NAT) where only the mobile IP address is visible to the outside world. All outgoing traffic uses
the GWR Router mobile IP address.

Ethernet
=3

LAN Metwork

Figure 45 - GWR Router as Internet router

Click Network Tab, to open the LAN NETWORK screen. Use this screen to configure LAN TCP/IP
settings. Configure IP address and Netmask.

- IP address: 10.1.1.1

- Netmask: 255.255.255.0
Press Save to accept the changes.
Use SIM card with a dynamic/static IP address, obtained from Mobile Operator. (Note the default
gateway may show, or change to, an address such as 10.0.0.1; this is normal as it is the GSM/UMTS
provider’s network default gateway).
Click WAN Settings Tab to configure parameters necessary for GSM/UMTS connection. All
parameters necessary for connection configuration should be provided by your mobile operator.
Check the status of GSM/UMTS connection (WAN Settings Tab). If disconnected please click
Connect button.
Check Routing Tab to see if there is default route (should be there by default).
Router will automatically adds default route via ppp0 interface.
Optionally configure IP Filtering and TCP service port settings to block any unwanted incoming
traffic.
Configure the GWR Router LAN address (10.1.1.1) as a default gateway address on your PCs.
Configure valid DNS address on your PCs.
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GRE Tunnel configuration between two GWR Routers

GRE tunnel is a type of a VPN tunnel, but it isn't a secure tunneling method. Simple network with
two GWR Routers is illustrated on the diagram below (Figure 46). Idea is to create GRE tunnel for LAN to
LAN (site to site) connectivity.

Static WAN: Static WAN:
10.251.49.2 10.251.49.3

LAN:192.168.2.1

GWR1

GWR 2

LAN: 19216841 |

. LAN: 192.168.4.x LAN: 192.168.2.x
Gateway: Gateway:
192.168.4.1 192.168.2.1

Figure 46 - GRE tunnel between two GWR Routers

The GWR Routers requirements:
o Static IP WAN address for tunnel source and tunnel destination address;
e Source tunnel address should have static WAN IP address;
¢ Destination tunnel address should have static WAN IP address;

GSM/UMTS APN Type: For GSM/UMTS networks GWR Router connections may require a Custom
APN. A Custom APN allows for various IP addressing options, particularly static IP addresses, which are

needed for most VPN connections. A custom APN should also support mobile terminated data that may be
required in most site-to-site VPNSs.

The GWR Router 1 configuration:
e Click Network Tab, to open the LAN NETWORK screen. Use this screen to configure LAN TCP/IP
settings. Configure IP address and Netmask.
- IP Address: 192.168.4.1
- Subnet Mask: 255.255.255.0
- Press Save to accept the changes.
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NeKko

HARDWARE

Routing Protocol

GWR' ROUTER = CONFIGURATION CONSOLE

Network Setiings

@ Use the following 1P address
IP Sddress [192.168.41 |
Subnst Mask |255.255.265.0 |
Local DS [ |

Caution: Changes to IP Address, subnet mask and local DNS require a reboot fo take sffect,
Peload Save

Cojpyright © 2008 Geneko. Al rights ressrved.
it st

Figure 47 - Network configuration page for GWR Router 1

Use SIM card with a static IP address, obtained from Mobile Operator. (Note the default gateway
may show, or change to, an address such as 10.0.0.1; this is normal as it is the GSM/UMTS
provider’s network default gateway).

Click WAN Settings Tab to configure parameters necessary for GSM/UMTS connection. All
parameters necessary for connection configuration should be required from mobile operator.

Check the status of GSM/UMTS connection (WAN Settings Tab). If disconnected please click
Connect button.

Click VPN Settings > GRE to configure GRE tunnel parameters:

Enable: yes

Local Tunnel Address: 10.10.10.1

Local Tunnel Netmask: 255.255.255.252 (Unchangeable, always 255.255.255.252)

Tunnel Source: 10.251.49.2 (select HOST from drop down menu if you want to use host
name as peer identifier)

Tunnel Destination: 10.251.49.3 (select HOST from drop down menu if you want to use host
name as peer identifier)

KeepAlive enable: no

Period:(none)

Retries:(none)

Press ADD to put GRE tunnel rule into GRE table.

Press Save to accept the changes.

GenekKko

HARDWARE

69



USER MANUAL GWR Series Router

‘GWR'ROUTER = CONFIGURATION CONSOLE

Status

Generic Routing Encapsulation (GRE) Tunneling

Enable| Local Tunnel Address Local Tunnel Netmask Tunnel Source Tunnel inati Interf; pAlive Enable| Period | Retries |Action
100,101 255.265.265.262 IP [»|[|10.2561.49.2 P ~||[10259.493 qrel O Rem
L] 255.265.265.252 P P = O Add

Local Tunnel Address: [P Address of wirtual tunnel interfase

Local Tunnel Netmade (Unchangeable, alnays 255 255 255 252)
Tunnel Source: IP address of tunnel source

Tunnel bestination: IF address of tunnel destination

Period: Valid ualues [3-50]

Fetrias: Valid values [1:10]

Management
ind Lin

Copyright @ 2008 Geneko. Al rights reserved
[ e )

Figure 48 - GRE configuration page for GWR Router 1

e Click Routing on Settings Tab to configure GRE Route. Parameters for this example are:
- Destination Network: 192.168.2.0
- Netmask: 255.255.255.0
- Interface: gre_x

GWR ROUTER= CONFIGURATIONICONSOLE’

Status

Routing Table Settings

Current static routes

Enable Dest Network Netmask Gateway Metric | Interface
10.64.64 84 255.255.255.265 & 1] pPpp_0
1010100 255 256 255 262 e i} grel
182.168.3.0 255.266.265.0 B 1 qrel
192.168.2.0 255.255.265.0 0000 1] ethl
0.0.0.0 0000 e 1 ppp_0

Apply the follawing static routes ta the routing table

Enable Dest Network Netmask Gateway Metric | Interface | Action
0.0.0.0 0.0.0.0 = 1 ppp_0 v || Rem
192.168.2.0] 255.265.266.0 P 1 grel % |[ Rem
ethl v/ Add

Forwarding

Enable Network Address Translation {NAT)

Management
nd Line Ir Forward protocal connections from external networks to the following internal devices
Enable| Tunneling Protecol Send to
0 |GRE [|[1000a |
ERIER l1nooz |

Forward TCR/UDP connections from external netwarks to the following intemal devices

|E||ah|e‘ Pr0|ocol| Destination IP ‘Des\inationNe(masH Destination Port ‘ Forward to IP ‘ Forward to port ‘Imerface|Action|
[ O |fee ] Il I I Il lewa ] e |

Figure 49 - Routing configuration page for GWR Router 1

e Optionally configure IP Filtering and TCP service port settings to block any unwanted incoming
traffic.
e On the device connected on GWR router 1 setup default gateway 192.168.4.1

The GWR Router 2 configuration:
e Click Network Tab, to open the LAN NETWORK screen. Use this screen to configure LAN TCP/IP
settings. Configure IP address and Netmask.
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IP Address: 192.168.2.1
Subnet Mask: 255.255.255.0
Press Save to accept the changes.

GWR' ROUTER = CONFIGURATION CONSOLE

Network Sertings

@ Use the following IP address
IP Address [192188.2.1 |
Subnet Mask 255 255.255.0 |
Local DNS [ |

Changes to IF Address, subnet mask and local DNS require a reboot to take effect
Reload Save

Copyricht ® 2008 Geneko. &Ml rights reserved
bt vy geneko rs!

Figure 50 - Network configuration page for GWR Router 2

e Use SIM card with a static IP address, obtained from Mobile Operator. (Note the default gateway
may show, or change to, an address such as 10.0.0.1; this is normal as it is the GSM/UMTS
provider’s network default gateway).

e Click WAN Settings Tab to configure parameters necessary for GSM/UMTS connection. All
parameters necessary for connection configuration should be required from mobile operator.

e Check the status of GSM/UMTS connection (WAN Settings Tab). If disconnected please click
Connect button.

e Click VPN Settings > GRE to configure GRE tunnel parameters:

Enable: yes

Local Tunnel Address: 10.10.10.2

Local Tunnel Netmask: 255.255.255.252 (Unchangeable, always 255.255.255.252)

Tunnel Source: 10.251.49.3 (select HOST from drop down menu if you want to use host
name as peer identifier)

Tunnel Destination: 10.251.49.2 (select HOST from drop down menu if you want to use host
name as peer identifier)

KeepAlive enable: no

Period:(none)

Retries:(none)

Press ADD to put GRE tunnel rule into GRE table.

Press Save to accept the changes.
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‘GWR'ROUTER = CONFIGURATION CONSOLE

Generic Routing Encapsulation (GRE} Tunneling

Enable| Local Tunnel Address Local Tunnel Netmask Tunnel Source Tunnel Destinati Interface [ KeepAlive Enable| Period | Retries |Action
10.10.10.2 2655.255.255.252 I »[|10.251.49.3 P w||[10.251.452 grel O Rem
4] 255.255.255.252 P & |G O Add

Lacal Tunnel Address: P Addrass of wirtual funnel interace
Lacal Tunnel Netmask (Unchangeable, aluays 256 255 255.252)
Tunnal Source: IP address of tunnel source

Tunnel Destination: IP addrass of tunnel destination

Pariad: Valid valuss [3-60]

Ratries: Valid values [1-10]

Copyricht ® 2008 Geneko. &Ml rights reserved
bt vy geneko rs!

Figure 51 - GRE configuration page for GWR Router 2

e Configure GRE Route. Click Routing on Settings Tab. Parameters for this example are:
- Destination Network: 192.168.4.0
- Netmask: 255.255.255.0

GWR ROUTER = CONFIGURATION CONSGLE

Status

Routing Table Settings

Current static routes

Enable Dest Network Netmask Gateway Metric | Interface
10.64.64.689 255.255.255.255 E 0 PRR_0
Dynamic Routing Pratocol 1010.10.0 265.265,266.252 B [ orel
Fi 192.168.3.0 256.266.266.0 F i grel
VPN Settings
192.168.2.0 255.255.265.0 0000 0 ethl
0.000 0000 = i ppp_0

Apply the following static routes 10 the routing table

Enable Dest Network Netmask Gateway Metric | Interface |Action
0.000 0000 = 1 ppp_0 ¥ | Rem
192.168.4.0 256.266.265.0 P 1 grel  ~/| Re
sth) v Add

Forwarding

Enable Network Address Translation (NAT)

Forward protocol connections fram external netwarks to the following internal devices

Enable| Tunneling Protocol Send to
RS [|hoooa |
O |esp /10002 |

Forward TCPAJDP connectiong from external networks to the following internal devices
[Enable[ Protocol | ination IP Port | Forwardto IP | Forward to port | Interface | Action|

[Destinati [
[ O [7er Il Il I I [0 v] e |

Figure 52 - Routing configuration page for GWR Router 2

e Optionally configure IP Filtering and TCP service port settings to block any unwanted incoming
traffic.
e On the device connected on GWR router 2 setup default gateway 192.168.2.1
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GRE Tunnel configuration between GWR Router and third party router

GRE tunnel is a type of a VPN tunnels, but it isn't a secure tunneling method. However, you can
encrypt GRE packets with an encryption protocol such as IPSec to form a secure VPN.

On the diagram below (Figure 53) is illustrated simple network with two sites. ldea is to create GRE
tunnel for LAN to LAN (site to site) connectivity.

Ethernet
-—

Static WAN:

172.20.8.5
(9))
Private APN
10.1.1.1
Static WAN:
172.29.8.4

|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
a

Cisco GSM/UMTS

Router

Figure 53 - GRE tunnel between Cisco router and GWR Router

GRE tunnel is created between Cisco router with GRE functionality on the HQ Site and the GWR
Router on the Remote Network. In this example, it is necessary for both routers to create tunnel interface
(virtual interface). This new tunnel interface is its own network. To each of the routers, it appears that it has
two paths to the remote physical interface and the tunnel interface (running through the tunnel). This tunnel
could then transmit unroutable traffic such as NetBIOS or AppleTalk.

The GWR Router uses Network Address Translation (NAT) where only the mobile IP address is
visible to the outside. All outgoing traffic uses the GWR Router WAN/VPN mobile IP address. HQ Cisco
router acts like gateway to remote network for user in corporate LAN. It also performs function of GRE
server for termination of GRE tunnel. The GWR Router act like default gateway for Remote Network and
GRE server for tunnel.

1. HQ router requirements:
e HQ router require static IP WAN address;
e Router or VPN appliance have to support GRE protocol;
e Tunnel peer address will be the GWR Router WAN's mobile IP address. For this reason, a static
mobile IP address is preferred on the GWR Router WAN (GPRS) side;
e Remote Subnet is remote LAN network address and Remote Subnet Mask is subnet of remote
LAN.

2. The GWR Router requirements:
e Static IP WAN address;
e Peer Tunnel Address will be the HQ router WAN IP address (static IP address);
e Remote Subnet is HQ LAN IP address and Remote Subnet Mask is subnet mask of HQ LAN.
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GSM/UMTS APN Type: For GSM/UMTS networks GWR Router connections may require a Custom
APN. A Custom APN allows for various IP addressing options, particularly static IP addresses, which are
needed for most VPN connections. A custom APN should also support mobile terminated data that may be
required in most site-to-site VPNSs.

Cisco router sample Configuration:

Interface FastEthernet 0/1
ip address 10.2.2.1 255.255.255.0
description LAN interface

interface FastEthernet 0/0
ip address 172.29.8.4 255.255.255.0
description WAN interface

interface TunnelO

ip address 10.1.1.1 255.255.255.0
tunnel source FastEthernet0/0
tunnel destination 172.29.8.5

ip route 10.1.1.0 255.255.255.0 tunnelO

The GWR Router Sample Configuration:
e Click Network Tab, to open the LAN NETWORK screen. Use this screen to configure LAN TCP/IP
settings. Configure IP address and Netmask.
- IP Address: 10.1.1.1
- Subnet Mask: 255.255.255.0
- Press Save to accept the changes.

GWR ROUTER = CONFIGURATION CONSOLE

Network Settings

® Use the following IP address
IP Address [101.1] |
Subnet Mask 255.285.255.0 |
Local DS I |

Cation: Changes ta |P Address, subnet mask and lacal DNS require a reboot to take effect

Copyright © 2003 Geneko. &Ml rights reserved
it v cieneko sl

Figure 54 - Network configuration page

e Use SIM card with a dynamic/static IP address, obtained from Mobile Operator. (Note the default
gateway may show, or change to, an address such as 10.0.0.1; this is normal as it is the GSM/UMTS
provider’s network default gateway).

e Click WAN Settings Tab to configure parameters necessary for GSM/UMTS connection. All
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parameters necessary for connection configuration should be required from mobile operator.
e Check the status of GSM/UMTS connection (WAN Settings Tab). If disconnected please click
Connect button.
e Click VPN Settings > GRE Tunneling to configure new VPN tunnel parameters:
- Enable: yes
- Local Tunnel Address: 10.1.1.1
- Local Tunnel Netmask: 255.255.255.252 (Unchangeable, always 255.255.255.252)
- Tunnel Source: 172.29.8.5
- Tunnel Destination: 172.29.8.4
- KeepAlive enable: no
- Period:(none)
- Retries:(none)
- Press ADD to put GRE tunnel rule into VPN table.
- Press Save to accept the changes.

4 GENEKO 'GWR ROUTER = CONFIGURATION CONSOLE

HARDWARE

Status

Generic Routing Encapsulation {GRE) Tunneling
Enable| Local Tunnel Address Local Tunnel Netmask Tunnel Source Tunnel Destination Interface | KeepAlive Enable| Period | Retries |Action
100,10 £55.255.265.252 1P ~|[|172.2885 1P &[|172.29.84 qrel O Rem
O 255,256.266.252 P P~ 0 Add
Local Tunnel Address: IF Address of irual tunnel interfase
Local Tunnel Netmask: (Unchangeable, alays 256.265.266.252)

Tunnel Source: IP address of tunnel source
Tunnel Destination: IF address of tunnel destination
Feriod: Valid values [3-60]
Feetries: Valid values [1-10]

Copyright & 2008 Geneko. Al rights reserved
[ e )

Figure 55 - GRE configuration page

e Configure GRE Route. Click Routing on Settings Tab. Parameters for this example are:
- Destination Network: 10.2.2.0
- Netmask: 255.255.255.0
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GWR'ROUTER = CONFIGURATION CONSOLE

Routing Table Settings

Currant static routes

Enable Dest Network Netmask Gateway Metric | Interface
10646464 255 255 PR5 255 e 0 ppp_0
1010,10.0 266.265.265.252 £ 0 grel
192.168.3.0 255.255.255.0 K 1 grel
192.168.2.0 255.255.255.0 oo 0 ethd
0000 0.000 E 1 ppp_0

Apply the following static routes ta the routing table

Enable Dest Network Netmask Gateway Metric | Interface | Action
0.0.0.0 0.0.0.0 P 1 ppp_0 ~|| Rem
10220 255.265.255.0 P 1 grel % || Re
ethl | Add
Forwarding

Enable Metwork Address Translation (NAT)

[T ——
C d Lin f Forward protocol connections frorn extermal netwarks to the following intemal devices
Enable| Tunneling Protocol Send to
0 |lGrRe [|[10.001 |
O |EsP [|[100.02 ]

Forward TCP/UDP connections from external networks to the following internal devices
|Enahle‘ leocol‘ Destination IP ||‘ 1 ination Port | Forward to IP ‘ Forward to port ‘ Interface |Ac|ion‘
[ O [T ~] Il Ii | Il [[ewo v] e |

Figure 56 - Routing configuration page

e Optionally configure IP Filtering and TCP service port settings to block any unwanted incoming
traffic.
User from remote LAN should be able to communicate with HQ LAN.
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IPSec Tunnel configuration between two GWR Routers

IPSec tunnel is a type of a VPN tunnels with a secure tunneling method. Simple network with two
GWR Routers is illustrated on the diagram below Figure 57. ldea is to create IPSec tunnel for LAN to LAN
(site to site) connectivity.

Static WAN: Static WAN:
172.29.8.4 172.29.8.5
GWR 1 GWR 2
LAN: 10.0.10.1 LAN: 192.168.10.1
LAN: 2001034 LAN: 192.168.10.100
Gateway. 10.0.10.1 Gﬂtewﬂy: 192.168.10.1

Figure 57 - IPSec tunnel between two GWR Routers

The GWR Routers requirements:
e Static IP WAN address for tunnel source and tunnel destination address
e Dynamic IP WAN address must be mapped to hostname with DynDNS service (for
synchronization with DynDNS server SIM card must have internet access)

GSM/UMTS APN Type: For GSM/UMTS networks GWR Router connections may require a
Custom APN. A Custom APN allows for various IP addressing options, particularly static IP addresses,
which are needed for most VPN connections. A custom APN should also support mobile terminated
data that may be required in most site-to-site VPNs

The GWR Router 1 configuration:
e Click Network Tab, to open the LAN NETWORK screen. Use this screen to configure LAN TCP/IP
settings. Configure IP address and Netmask.
- IP Address: 10.0.10.1
- Subnet Mask: 255.255.255.0
- Press Save to accept the changes.
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"/ GEeneKke 'GWR ROUTER - CONFIGURATION CONSOLE

HARDWARE

Status

Network Settings

@ Use the following IP address
IP Address [to010] |
Subnet Mask 265 265.265.0 |

Local DNS [ |

Caution: Changes to IP Address, subnet mask and loeal DS require a reboot to take effect,
Reload Save

Cojpyright © 2008 Geneko. Al rights ressrved.
bt ey eneko rs!

Figure 58 - Network configuration page for GWR Router 1

e Use SIM card with a static IP address, obtained from Mobile Operator.
e Click WAN Settings Tab to configure parameters necessary for GSM/UMTS connection. All
parameters necessary for connection configuration should be required from mobile operator.
e Check the status of GSM/UMTS connection (WAN Settings Tab). If disconnected please click
Connect button.
e Click VPN Settings > IPSEC to configure IPSEC tunnel parameters. Click Add New Tunnel button to
create new IPSec tunnel. Tunnel parameters are:
e Add New Tunnel
- Tunnel Name: test
- Enable: true
e Local Group Setup
Local Security Gateway Type: SIM card
IP Address From: SIM 1 (WAN connection is established over SIM 1)
Local Security Group Type: Subnet
- IP Address: 10.0.10.1
- Subnet Mask: 255.255.255.0
o Remote Group Setup
- Remote Security Gateway Type: IP Only
- IP Address: 172.29.8.5
- Remote Security Group Type: IP
- IP Address: 192.168.10.1
e |PSec Setup
- Keying Mode: IKE with Preshared key
- Phase 1 DH group: Group 2
- Phase 1 Encryption: 3DES
- Phase 1 Authentication: MD5
- Phase 1 SA Life Time: 28800
- Perfect Forward Secrecy: true
- Phase 2 DH group: Group 2
- Phase 2 Encryption: DES
- Phase 2 Authentication: MD5
- Phase 2 SA Life Time: 3600
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Preshared Key: 1234567890

e Failover

Enable IKE Failover: false

Restart PPP After IKE SA Retry Exceeds Specified Limit: false

Enable Tunnel Failover: false

e Advanced
Compress(Support IP Payload Compression Protocol(IPComp)): false

Dead Peer Detection(DPD): false
NAT Traversal: true
Send Initial Contact: true

2 Device Tunnel

Add New Tunnel

Tunnel Mumber

Tunnel Name Jtest
Enable
Local Group Setup
Local Security Gateway Type E\M Card |+
[ Custom Peer ID I |
IP Address From SM1 v
Local Security Group Type Subnet &2
IP Sddress [T0.0101 |
Subnet Mask |255.255.285.0 |
Remate Group Setup
Remate Security Gateway Type
IP Sddress [172.2885 |
[ Custorn Peer ID ‘ |
Remaote Security Group Type P v
IP Address |IQZWEEWDW
Figure 59 - IPSEC configuration page | for GWR Router 1
IPSec Setup
Keying Mo
Phase 1 DH Graup
Phase 1 Encryption
Phase 1 Authentication
Phase 1 SA Life Time sBC
Perfect Forward Secrecy
Phase 2 DH Group
Phase 2 Encryption DES v
Phase 2 Authentication
Phase 2 SA Life Time sec
1234567830|

Preshared Key

Figure 60 - IPSec configuration page Il for GWR Router 1
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Failover

[ Enable IKE Failover

IKE 54 Retry 1

[ Restart PPP After IKE SA Retry Exceeds Specified Limit

[ Enable Tunnel Failover

Ping Interval C 1
Packet Size l:l
Advanced Fing Interval l:l sec
Advanced Ping Wait For A Response l:l
Iaximum Number Of Failed Packets l:l

Advanced

[ Compress (Support IP Payload Compression Protocol (PComp))
[] Dead Peer Detaction (DFD) 580

1] AT Traversal

Send Initial Contact

Figure 61 - IPSec configuration page 1l for GWR Router 1

- Click Start button on Internet Protocol Security page to initiate IPSEC tunnel

- When you click Start button you can choose one of two modes of IPSec tunnel: Connect or
Wait. One router has to be in Connect mode while router on the opposite side is in Wait
mode. WAN I[P address of the router in Wait mode has to be reachable from the other
router

- Here you can define log level of IPSec process from the dropdown menu on the right side

GWR' ROUTER = CONFIGURATION CONSOLE

Summary
Tunnels uged 1
Iaximum number of tunnels: 5
Add New Tunnel Log level | none .
No.|Name|Enabled| Status | Enc/Auth/Grp | Advanced| Local Group | Remote Group| Remote Gateway)| Action Connection mode |
Ph1:3DES/MDE/2 10.0.10.1 T =10
1| test | oyes stopped| o oeansn | MW | as5.285.2850] 192168101 asas ‘ gineet] | WAt oyt
parsing
emitiing
* Redusing the MTU size on the olientside, can help eliminate some connestivity problems acourting at the protocol level Ste contral
** Recommended MTU size an clientside is 1300 lifacycle
5 ** Tunnel status deseiption ips
L] started - ipses IS running i
Maintenance stopped ~ipsecis not running ortunnel is not enabled debug-oppa
connacting - ipsas S trying to establish connectian

private
waiting for connection - ipsec iswaiting far other end to cannect

established -tunnel is up

Figure 62 — IPSec start/stop page for GWR Router 1

Summary

Tunnels used 1

Maximum number of tunnels 5
Add Mew Tunnel

No.|Name|Enabled| Status Enc/Auth/Grp | Advanced| Local Group | Remote Group| Remote

Y Action Connection mode
waiting for | Ph1:3DES/MD5/2

00101 - =
connection| Ph2 DESMMDSH | M |55 ams omsg| 192188101 | 1722885 ‘ | Wait

1| test yes

Figure 63 — Default connection mode is Wait
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e On the device connected on GWR router 1 setup default gateway 10.0.10.1

The GWR Router 2 configuration:
e Click Network Tab, to open the LAN NETWORK screen. Use this screen to configure LAN TCP/IP
settings. Configure IP address and Netmask.
- IP Address: 192.168.10.1
- Subnet Mask: 255.255.255.0
Press Save to accept the changes.

'GWR'ROUTER = CONFIGURATION CONSOLE

Network Settings

@ Use the following IP address
IP Address [182 168101
Subnet Mask 255.255.255.0 |
Local DNS [195.78.6.36] |

Caution: Changes to IP Address, subnet mask and local DNS require a reboot fo take sffect,
Reload Save

Copyright @ 2008 Geneko. Al rights ressrved.
bt ey eneko rs!

Figure 64 - Network configuration page for GWR Router 2

e Use SIM card with a static IP address, obtained from Mobile Operator.
e Click WAN Settings Tab to configure parameters necessary for GSM/UMTS connection. All
parameters necessary for connection configuration should be required from mobile operator.
e Check the status of GSM/UMTS connection (WAN Settings Tab). If disconnected please click
Connect button.
e Click VPN Settings > IPSEC to configure IPSEC tunnel parameters. Click Add New Tunnel button to
create new IPSec tunnel. Tunnel parameters are:
e Add New Tunnel
- Tunnel Name: test
- Enable: true
e Local Group Setup
Local Security Gateway Type: SIM card
IP Address From: SIM 1 (WAN connection is established over SIM 1)
Local Security Group Type: IP
- IP Address: 192.168.10.1
o Remote Group Setup
- Remote Security Gateway Type: IP Only
- IP Address: 172.29.8.4
- Remote Security Group Type: Subnet
- IP Address: 10.0.10.1
- Subnet: 255.255.255.0
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e |PSec Setup
- Keying Mode: IKE with Preshared key
- Phase 1 DH group: Group 2
- Phase 1 Encryption: 3DES
- Phase 1 Authentication: MD5
- Phase 1 SA Life Time: 28800
- Perfect Forward Secrecy: true
- Phase 2 DH group: Group 2
- Phase 2 Encryption: DES
- Phase 2 Authentication: MD5
- Phase 2 SA Life Time: 3600
- Preshared Key: 1234567890
o Failover
- Enable IKE Failover: false
- Enable PPP After IKE SA Retry Exceeds Specified Limit: false
- Enable Tunnel Failover: false
e Advanced

- Compress(Support IP Payload Compression Protocol(IPComp)): false

- Dead Peer Detection(DPD): false
- NAT Traversal: true

- Send Initial Contact: true

Press Save to accept the changes.

Device Tunnel
Add New Tunnel
Tunnel Number ] ‘
Tunnel Name ‘tast
Enable

Local Group Setup

Lacal Security Gateway Type [SMCard
[ Custamn Peer ID [
IF Address From (51 -
Local Security Group Type I v
IP Address [192.168.10.1
Remote Group Setup
Remote Security Gateway Type | 1P Only B
IP Address [172.298.4 |
[ Gustam Peer ID I |
Remote Security Group Type \?mne\ e
IF &ddress [to0101 |
Subnet Mask 255.256.255.0 |
Figure 65 - IPSEC configuration page | for GWR Router 2
IPSec Setup
Koyng Mots
Phase 1 DH Group
Phase 1 Encryption
Phase 1 Authentication
Phase 1 SA Life Time 26600 | sec
Perfect Forward Secrecy
Phase 2 DH Group
Phase 2 Encryption
Phase 2 Authentication
Phage 2 SA Life Time sec
1234567850
Preshared Key

Figure 66 - IPSec configuration page Il for GWR Router 2
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Failover

[ Enable IKE Failover

IKE SA Retry 1

Restart PPP After IKE SA Retry Exceeds Specified Limit

[ Enable Tunnel Failover
Ping Interval C 1
Packet Size l:l
Advanced Ping Interval l:l sec
Advanced Ping Wait For A Response l:l
]

Iaximum Mumber Of Failed Packets

Advanced

[ Compress (Suppart IP Payload Compression Protocol (PComp))
[] Dead Peer Datection (DFD) l:l sBC

NAT Traversal

Send Initial Contact

Figure 67 - IPSec configuration page 1l for GWR Router 2

- Click Start button on Internet Protocol Security page to initiate IPSEC tunnel
- If onthe previous router default mode Wait is selected, here you choose Connect mode

Summary
Tunnels used: 1
Ilaximum number of tunnels; E
Add MNew Tunnel Log level [ none v

No.|Name|Enabled| Status Enc/Auth/Grp | Advanced| Local Group| Remote Group|Remote Gateway)| Action Connection mode

Ph1:3DES/MDE2 10.0.10.1 —
1| test | yes |connecting|'LTESIEEE L N 192088101 | a2 0 | 1722984 |

= Redieing the MTU size on the slisntsids, an halp sliminsts some connsctivity problems ocsuning stths protocol awel [ sten ][ stop_ ][ Refresh

= Racammandsd MTU s on eliant s 1 1500

= Tl Satus dsseipton:
st

ing ortunnel is not enabled
trying to establish connaction

waiting for sannection - ipsec iswaiting for ather end to connect
astablished - tunnel is up

Figure 68 — IPSec start/stop page for GWR Router 2

e On the device connected on GWR router 2 setup default gateway 192.168.10.1.

GeneKo 83

HARDWARE



USER MANUAL GWR Series Router

IPSec Tunnel configuration between GWR Router and Cisco Router

IPSec tunnel is a type of a VPN tunnels with a secure tunneling method. On the diagram below
Figure 69 is illustrated simple network with GWR Router and Cisco Router. Idea is to create IPSec tunnel for
LAN to LAN (site to site) connectivity.

Private Static WAN:

Public Static WAN:
172.30.147.96 150.160.170.1
GWR Cisco 1841
Sl _Jm_ N M0
LAN:192.168.10.1
LAN: 10.10.10.1
LAN: 192.168.10.x LAN:10.10.10.x
Gateway: 192.168.10.1 Gateway: 10.10.10.1

Figure 69 - IPSec tunnel between GWR Router and Cisco Router

The GWR Routers requirements:
o Static IP WAN address for tunnel source and tunnel destination address

e Dynamic IP WAN address must be mapped to hostname with DynDNS service (for
synchronization with DynDNS server SIM card must have internet access)

GSM/UMTS APN Type: For GSM/UMTS networks GWR Router connections may require a Custom
APN. A Custom APN allows for various IP addressing options, particularly static IP addresses, which are
needed for most VPN connections. A custom APN should also support mobile terminated data that may be
required in most site-to-site VPNSs.

The GWR Router configuration:
e Click Network Tab, to open the LAN NETWORK screen. Use this screen to configure LAN TCP/IP
settings. Configure IP address and Netmask.
- IP Address: 192.168.10.1
- Subnet Mask: 255.255.255.0
Press Save to accept the changes.
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'GWR'ROUTER = CONFIGURATION CONSOLE

Network Settings

@ Use the following IP address
IP Address [192186.10.1 |
Subnet Mask 255.255.255.0 |
Local DH3 |145.76.6.36]

Caution: Changes to IP Address, subnet mask and local DNS require a reboot fo take sffect,
Reload Save

Copyright @ 2008 Geneko. Al rights ressrved.
bt ey eneko rs!

Figure 70 - Network configuration page for GWR Router

e Click WAN Settings Tab to configure parameters necessary for GSM/UMTS connection. All
parameters necessary for connection configuration should be required from mobile operator.
e Check the status of GSM/UMTS connection (WAN Settings Tab). If disconnected please click
Connect button.
e Click VPN Settings > IPSEC to configure IPSEC tunnel parameters. Click Add New Tunnel button to
create new IPSec tunnel. Tunnel parameters are:
e Add New Tunnel
- Tunnel Name: test
- Enable: true
e Local Group Setup
Local Security Gateway Type: SIM card
IP Address From: SIM 1 (WAN connection is established over SIM 1)
Local Security Group Type: Subnet
- IP Address: 192.168.10.0
- Subnet Mask: 255.255.255.0
o Remote Group Setup
- Remote Security Gateway Type: IP Only
- IP Address: 150.160.170.1
- Remote Security Group Type: Subnet
- IP Address: 10.10.10.0
- Subnet Mask: 255.255.255.0
e |PSec Setup
- Keying Mode: IKE with Preshared key
- Phase 1 DH group: Group 2
- Phase 1 Encryption: 3DES
- Phase 1 Authentication: SHA
- Phase 1 SA Life Time: 28800
- Perfect Forward Secrecy: true
- Phase 2 DH group: Group 2
- Phase 2 Encryption: 3DES
- Phase 2 Authentication: SHA1
- Phase 2 SA Life Time: 3600
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- Preshared Key: 1234567890
o Failover
- Enable IKE Failover: false
- Enable PPP After IKE SA Retry Exceeds Specified Limit: false
- Enable Tunnel Failover: false
e Advanced
Compress(Support IP Payload Compression Protocol(IPComp)): false
- Dead Peer Detection(DPD): false
- NAT Traversal: true
- Send Initial Contact Notification: true
Press Save to accept the changes.

Add New Tunnel

Tunnel Number
Tunnel Name ‘lesl
Enable
Local Group Setup
Local Security Gateway Type SIM Card v
[ Custom Peer ID |
IP Address From Sl 1 v
Local Security Group Type
IP Address [182188.10.0 |
Subnet Mask |255.265.255.0 |
Remote Group Setup
Remote Secutity Gateway Type D@ﬂy v
IP Address 1507601701 |
[ Custom Peer ID | |
Remote Security Group Type
IP Address [1010101 |
Subnet Mask |255.265.255.0 |

Figure 71 - IPSEC configuration page | for GWR Router

IPSec Setup
Keying Mode
Phase 1 DH Group
Phase 1 Encryption
Phase 1 Authentication
Phase 1 SA Life Time SEE
Perfect Forward Secrecy
Phase 2 DH Group
Phase 2 Encryption
Phase 2 Authentication
Phase 2 SA Life Time [3800 Jsec
1234567890

Preshared Key

Figure 72 - IPSec configuration page Il for GWR Router
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Failover

[ Enable IKE Failover

IKE 54 Retry ]

Restart PPP After IIKE SA Retry Exceeds Specified Limit

[ Enable Tunnel Failover

Ping Interval ]
Packet Size l:l
Advanced Ping Interval l:l sec
Advanced Ping Wait For A Response l:l
]

haximum MNumber Of Failed Packets

Advanced

[ Compress (Support IP Payload Compression Protacel (IPComp))
[1 Dead Peer Detection ([DPD) l:l Ll

MAT Traversal

Send Initial Contact

Figure 73 - IPSec configuration page 11l for GWR Router

Click Start button on Internet Protocol Security page to initiate IPSEC tunnel
Click Connect button choose mode where router initiate connection

Summary

Tunnels used: 1
Maximurn number of tunnels 5

Add New Tunnel

No.|Name|Enabled| Status Enc/Auth/Grp | Advanced

Log level | none b
Local Group | Remote Group| Remote Gateway| Action

Connection mode
Ph1:3DES/SHAR 182 166.10.0 10.10.1001

Phazpesishaln | "V |ossossoss0| sssossomsg | M0B0 1T | il ‘

= Reducing the MTU size on the clientside, can help sliminats some o

= Recommended MTU size on client side is 1300

=% Tunnel status description:
started

1| test | yes |connecting

annectivity prablems ocourring st the protacel lavel

[ Start ][ Stop ][ Fefresh

- ipses is mnning
stopped - ipses is not unning 1 tunnel is not enabled
connacting - ipsec is trying to establish connection

wiaiting for connection - ipses iswaiting for other end ta sonnect

established - tunnel is up

Figure 74 — IPSec start/stop page for GWR Router

e On the device connected on GWR router setup default gateway 192.168.10.1.
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The Cisco Router configuration:

version 12.4

service timestamps debug datetime msec
service timestamps log datetime msec
no service password-encryption

1

hostname Cisco-Router
1

boot-start-marker

boot-end-marker
1

username admin password 7 *xFFkkddkkhdkkddkkx
1

1

no aaa new-model
1

ﬁo ip domain lookup

i——— Keyring that defines wildcard pre-shared key.

érypto keyring remote
pre-shared-key address 0.0.0.0 0.0.0.0

1-—— ISAKMP policy

crypto isakmp policy 10
encr 3des
authentication pre-share
group 2
lifetime 28800

1-—- Profile for LAN-to-LAN connection, that references
1-—- the wildcard pre-shared key and a wildcard identity

crypto isakmp profile L2L
description LAN to LAN vpn connection
keyring remote
match identity address 0.0.0.0

--- Instances of the dynamic crypto map
--- reference previous IPsec profile.

it et () e

crypto dynamic-map dynGWR 5
set transform-set testGWR
set isakmp-profile L2L

T o R T

interface FastEthernet0/0

description WAN INTERFACE

ip address 150.160.170.1 255.255.255.252
ip nat outside
no Ip route-cache

no Ip mroute-cache
duplex auto
speed auto

crypto map GWR

interface FastEthernet0/1
description LAN INTERFACE

key 1234567890

rypto ipsec transform-set testGWR esp-3des esp-sha-hmac

rypto map GWR 10 ipsec-isakmp dynamic dynGWR

-—— Crypto-map only references instances of the previous dynamic crypto map.
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ip address 10.10.10.1 255.255.255.0
ip nat inside
no Ip route-cache

no Ip mroute-cache

duplex auto

speed auto

p route 0.0.0.0 0.0.0.0 150.160.170.2

http server
ip http secure-server
nat inside source list nat_list interface FastEthernet0/0 overload

-- T
© T OT

access-list extended nat_list

deny ip 10.10.10.0 0.0.0.255 192.168.10.0 0.0.0.255
permit ip 10.10.10.0 0.0.0.255 any

1

access-list 23 permit any
1

line con O

line aux O

line vty 0 4

access-class 23 1in
privilege level 15

login local

transport input telnet ssh
line vty 5 15

access-class 23 1in
privilege level 15

login local

transport input telnet ssh
1
end

Use this section to confirm that your configuration works properly. Debug commands that run on the
Cisco router can confirm that the correct parameters are matched for the remote connections.

= show ip interface—Displays the IP address assignment to the spoke router.

= show crypto isakmp sa detail—Displays the IKE SAs, which have been set-up between the IPsec
initiators.

= show crypto ipsec sa—Displays the IPsec SAs, which have been set-up between the IPsec initiators.

= debug crypto isakmp—Displays messages about Internet Key Exchange (IKE) events.

= debug crypto ipsec—Displays IPsec events.

= debug crypto engine—Displays crypto engine events.

GeneKo 89

HARDWARE



USER MANUAL GWR Series Router

Apendix

A. How to Achieve Maximum Signal Strength with GWR Router?

The best throughput comes from placing the device in an area with the greatest Received Signal
Strength Indicator (RSSI). RSSI is a measurement of the Radio Frequency (RF) signal strength between the
base station and the mobile device, expressed in dBm. The better the signal strength, the less data
retransmission and, therefore, better throughput.

RSSI information is available from several sources:

e The LEDs on the device give a general indication.
¢ Viathe GWR Router local user interface.

Signal strength LED indicator:

e -101 or less dBm = Unacceptable (running LED)
e -100t0-91 dBm = Weak (1 LED)

e -90to -81 dBm = Moderate (2 LED)

e -80to-75dBm =Good (3 LED)

e -74 or better dBm = Excellent (4 LED)

e  0is not known or not detectable (running LED).

Antenna placement

Placement can drastically increase the signal strength of a cellular connection. Often times, just
moving the router closer to an exterior window or to another location within the facility can result in
optimum reception.

Another way of increasing throughput is by physically placing the device on the roof of the building
(in an environmentally safe enclosure with proper moisture and lightning protection).

o Simply install the GWR Router outside the building and run an RJ-45 Ethernet cable to your
switch located in the building.
o Keep antenna cable away from interferers (AC wiring).

Antenna Options

Once optimum placement is achieved, if signal strength is still not desirable, you can experiment
with different antenna options. Assuming you have tried a standard antenna, next consider:
e Check your antenna connection to ensure it is properly attached.
¢ High gain antenna, which has higher dBm gain and longer antenna. Many cabled antennas
require a metal ground plane for maximum performance. The ground plane typically
should have a diameter roughly twice the length of the antenna.

NOTE: Another way of optimizing throughput is by sending non-encrypted data through the device.
Application layer encryption or VPN put a heavy toll on bandwidth utilization. For example, IPsec ESP
headers and trailers can add 20-30% or more overhead.
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